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201 Identification information of a terminal
device, a DNN, and slice information
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SESSION INFORMATION MANAGEMENT
METHOD AND APPARATUS

Matter enclosed in heavy brackets [ ]| appears in the
original patent but forms no part of this reissue specifica-
tion; matter printed in italics indicates the additions
made by reissue; a claim printed with strikethrough
indicates that the claim was canceled, disclaimed, or held
invalid by a prior post-patent action or proceeding.

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application 1s a Reissue Application of U.S. appli-
cation Ser. No. 16/787,571, filed on Feb. 11, 2020 and issued
as US. Pat. No. 11,172,521 on Nov. 9, 2021, which is a
continuation of International Application No. PCT/CN2018/
088903, filed on May 29, 2018, which claims priority to
Chinese Patent Application No. 201710683732.9, filed on
Aug. 11, 2017. The disclosures of the atorementioned appli-
cations are hereby incorporated by reference in their entire-
ties.

TECHNICAL FIELD

This application relates to the field of wireless commu-
nications technologies, and in particular, to a session 1nfor-
mation management method and an apparatus.

BACKGROUND

In the 5th generation (the 3th generation, 5G) communi-
cations era, hundreds of billions of internet of things devices
access a network, and different types of application sce-
narios have different requirements on the network. In a
network slicing technology, create a virtual independent
logical network 1s created on a same network infrastructure,
to provide mutually 1solated network environments for dii-
ferent application scenarios, so that network functions and
features can be customized in the different application
scenar1os based on respective requirements in the applica-
tion scenarios, thereby ensuring requirements of diflerent
SErvices.

In a 3G communications system, a unified data manage-
ment (unified data management, UDM) network element 1s
responsible for storing session context information and
subscription data of user equipment (user equipment, UE).

The UE may access one or more network slices. When the
UE 1s connected to a same data network (data network, DN)
through a plurality of slices of different types, 11 the UDM
network element 1n the 3G communications system manages
the subscription data of the UE at a granularnity of a data
network name (data network name, DNN) with reference to
a home subscriber server (home subscriber server, HSS) 1n
a 4th generation (the 4th generation, 4G) communications
system network, the subscription data cannot meet different
requirements of the slices, and 1solation between the slices
cannot be implemented.

SUMMARY

This application describes a session information manage-
ment method and an apparatus.

According to an aspect, an embodiment of this application
provides a session information management method. The
method includes: sending, by a session management func-
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2

tion SMF network element, identification information (for
example, a SUPI) of a terminal device, a data network name
DNN, and slice information to a data management network
clement, to request first subscription data that 1s of the
terminal device and that 1s associated with the DNN and the
slice information; and receiving, by the SMF network ele-
ment, the first subscription data from the data management
network element. The slice information 1s used to 1dentify a
network slice served by the SMF network element (for
example, S-NSSAI, hS-NSSAI, or an NSI ID).

According to the solution, when the SMF network ele-
ment requests subscription data of the terminal device from
the data management network element, both the DNN and
the slice information are provided. In this way, the data
management network element may send the first subscrip-
tion data associated with the DNN and the slice information
to the requested SMF, thereby meeting a parameter require-
ment specific to the slice. In addition, the data management
network element does not need to send subscription data
associated with another slice to the SMF. This conforms to
a principle of mutual 1solation between slices, and also
avoids signaling and resource waste.

In a possible design, the method further includes: sending,
by the SMF network element, the 1dentification information
of the terminal device, SMF information, the DNN, and the
slice information to the data management network element,
to register the SMF network element with the data manage-
ment network element. For example, the SMF 1nformation
includes at least one of identification information of the
SMF network element and address information of the SMF
network element.

An objective of registering the SMF network element
with the data management network element 1s as follows:
When subscription data in the data management network
clement 1s updated, a related SMF network element may be
determined based on the slice information and the DNN, and
the updated subscription data may be notified to the SMF
network element. Therefore, according to the solution, when
subscription data in a UDM network element 1s updated, 11
the updated subscription data i1s related only to a specific
slice, the UDM can notify, based on session context infor-
mation of UE, the updated subscription data only to an SMF
network element corresponding to the DNN and the slice.
Therefore, a principle of mutual 1solation between slices 1s
met, and signaling and resource waste 1s avoided.

In a possible design, the method further includes: recerv-
ing, by the SMF network element, the identification infor-
mation of the terminal device, second subscription data, the
DNN, and the slice information from the data management
network element; and updating the first subscription data
associated with the DNN and the slice information to the
second subscription data.

In a possible design, the method further includes: recerv-
ing, by the SMF network element, the identification infor-
mation of the terminal device, the DNN, and the slice
information from the data management network element;
and deleting, from the SMF network element, the first
subscription data that i1s of the terminal device and that 1s
associated with the DNN and the slice information. There-

fore, when the UDM determines that subscription data 1n the
SMF needs to be deleted, the UDM may find, based on

context information of the terminal device, the SMF corre-
sponding to the subscription data, to instruct the SMF to
delete the subscription data, and the UDM deletes the
information related to the SMF {from the context information
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of the terminal device. Therefore, a principle of mutual
1solation between slices 1s met, and signaling and resource
waste 1s avoided.

In a possible design, the method further includes: sending,
by the SMF network element, the 1dentification information
of the terminal device, the DNN, and the slice information
to the data management network element, to delete the SMF
information associated with the DNN and the slice infor-
mation. Therefore, after receiving the DNN and the slice
information, the UDM may {ind, based on the context
information of the terminal device, the SMF information
corresponding to the DNN and the slice information, to
delete the information related to the SMF from the context
information of the terminal device. Therefore, a principle of
mutual 1solation between slices 1s met, and signaling and
resource waste 1s avoided.

According to another aspect, this application further dis-
closes a session mnformation management method, includ-
ing: sending, by an SMF network element, i1dentification
information of a terminal device, SMF information, a DNN,
and slice information to a data management network ele-
ment, to register the SMF network element with the data
management network element. For example, the SMF 1nfor-
mation 1ncludes at least one of 1dentification information of
the SMF network element and address iformation of the
SMF network element. An objective of registering the SMF
network element with the data management network ele-
ment 1s as follows: When subscrlptlon data 1n the data
management network element 1s updated, a related SMF
network element may be determined based on the slice
information and the DNN, and the updated subscription data
may be notified to the SMF network element. Therefore,
according to the solution, when subscription data in a UDM
network element 1s updated, 11 the updated subscription data
1s related only to a specific slice, the UDM can notify, based
on session context information of UE, the updated subscrip-
tion data only to an SMF network element corresponding to
the DNN and the slice. Therefore, a principle of mutual
1solation between slices 1s met, and signaling and resource
waste 1s avoided.

In a possible design, the method further mcludes: receiv-
ing, by the SMF network element, the 1dentification infor-
mation of the terminal device, second subscription data, the
DNN, and the slice information from the data management
network element; and updating the first subscription data
associated with the DNN and the slice information to the
second subscription data.

In a possible design, the method turther includes: receiv-
ing, by the SMF network element, the identification infor-
mation of the terminal device, the DNN, and the slice
information from the data management network element;
and deleting, from the SMF network element, the first
subscription data that i1s of the terminal device and that 1s
associated with the DNN and the slice mnformation. There-
tore, when the UDM determines that subscription data in the
SMF needs to be deleted, the UDM may find, based on
context information of the terminal device, the SMF corre-
sponding to the subscription data, to instruct the SMF to
delete the subscription data, and the UDM deletes informa-
tion related to the SMF from the context information of the
terminal device. Therefore, a principle of mutual 1solation
between slices 1s met, and signaling and resource waste 1s
avoided.

In a possible design, the method further includes: sending,
by the SMF network element, the 1dentification information
of the terminal device, the DNN, and the slice information
to the data management network element, to delete the SMF
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information associated with the DNN and the slice infor-
mation. Therefore, after receiving the DNN and the slice
information, the UDM may find, based on the context
information of the terminal device, the SMF information
corresponding to the DNN and the slice immformation, to
delete the mnformation related to the SMF from the context
information of the terminal device. Therefore, a principle of
mutual 1solation between slices 1s met, and signaling and
resource waste 1s avoided.

According to still another aspect, this application further
discloses a session information management method,
including: receiving, by a data management network ele-
ment, 1dentification information of a terminal device, a data
network name DNN, and slice information from a session
management function SMF network element that are used to
request first subscription data that 1s of the terminal device
and that 1s associated with the DNN and the slice informa-
tion; and sending, by the data management network element,
the first subscription data to the SMF network element. The
slice information 1s used to i1dentify a network slice served
by the SMF network element (for example, S-NSSAI,
hS-NSSAI, or an NSI ID).

According to the solution, when the SMF network ele-
ment requests subscription data of the terminal device from
the data management network element, both the DNN and
the slice mnformation are provided. In this way, the data
management network element may send the first subscrip-
tion data associated with the DNN and the slice information
to the requested SMFE, thereby meeting a parameter require-
ment specific to the slice. In addition, the data management
network element does not need to send subscription data
associated with another slice to the SMF. This conforms to
a principle of mutual 1solation between slices, and also
avoids signaling and resource waste.

In a possible design, the method further includes: recerv-
ing, by the data management network element, the 1denti-
fication information of the terminal device, SMF informa-
tion, the DNN, and the slice information from the SMF
network element, to register the SMF network element with
the data management network element; and storing, by the
data management network element, the SMF information
associated with the DNN and the slice information into
context mnformation of the terminal device. The SMF 1nfor-
mation includes at least one of 1dentification information of
the SMF network element and address information of the
SMEF network element.

An objective of registering the SMF network element
with the data management network element 1s as follows:
When subscription data in the data management network
clement 1s updated, a related SMF network element may be
determined based on the slice information and the DNN, and
the updated subscription data may be notified to the SMF
network element. Therefore, according to the solution, when
subscription data 1n a UDM network element 1s updated, 11
the updated subscription data i1s related only to a specific
slice, the UDM can notify, based on session context infor-
mation of UE, the updated subscription data only to an SMF
network element corresponding to the DNN and the slice.
Therefore, a principle of mutual 1solation between slices 1s
met, and signaling and resource waste 1s avoided.

In a possible design, the method further includes: updat-
ing, by the data management network element, the first
subscription data of the terminal device to second subscrip-
tion data; determining the DNN and the slice information
that are associated with the first subscription data; and
sending the 1dentification information of the terminal device,
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the DNN, the slice information, and the second subscription
data to the SMF network element associated with the DNN
and the slice mformation.

In a possible design, the method further includes: delet-
ing, by the data management network element, the first
subscription data from the data management network ele-
ment; deleting the SMF information from the context infor-
mation of the terminal device; and sending the 1dentification
information of the terminal device, the DNN, and the slice

information to the SMF network element. Therefore, when
the UDM determines that subscription data in the SMF
needs to be deleted, the UDM may find, based on context
information of the terminal device, the SMF corresponding
to the subscription data, to instruct the SMF to delete the
subscription data, and the UDM deletes the information
related to the SMF from the context information of the
terminal device. Therefore, a principle of mutual 1solation
between slices 1s met, and signaling and resource waste 1s
avoided.

In a possible design, the method further mcludes: receiv-
ing, by the data management network element, the identi-
fication information of the terminal device, the DNN, and
the slice information from the SMF network element; and
deleting, from the context imformation of the terminal
device, the SMF information associated with the DNN and
the slice mnformation. Therefore, after receiving the DNN
and the slice information, the UDM may find, based on the
context information of the terminal device, the SMF 1infor-
mation corresponding to the DNN and the slice information,
to delete the information related to the SMF from the context
information of the terminal device. Therefore, a principle of
mutual i1solation between slices 1s met, and signaling and
resource waste 1s avoided.

According to still another aspect, this application further
discloses a session information management method,
including: receiving, by a data management network ele-
ment, 1dentification information of a terminal device, SMF
information, a DNN, and slice information from an SMF
network element, to register the SMF network element with
the data management network element; and storing, by the
data management network element, the SMF information
associated with the DNN and the slice information into
context mnformation of the terminal device. The SMF 1nfor-
mation includes at least one of 1dentification information of
the SMF network element and address information of the
SMEF network element.

An objective of registering the SMF network element
with the data management network element 1s as follows:
When subscription data in the data management network
clement 1s updated, a related SMF network element may be
determined based on the slice information and the DNN, and
the updated subscription data may be notified to the SMF
network element. Therefore, according to the solution, when
subscription data 1n a UDM network element 1s updated, 11
the updated subscription data 1s related only to a specific
slice, the UDM can notify, based on session context infor-
mation of UE, the updated subscription data only to an SMF
network element corresponding to the DNN and the slice.
Therefore, a principle of mutual 1solation between slices 1s
met, and signaling and resource waste 1s avoided.

In a possible design, the method further includes: updat-
ing, by the data management network element, the first
subscription data of the terminal device to second subscrip-
tion data; determining the DNN and the slice information
that are associated with the first subscription data; and
sending the 1dentification i

ormation of the terminal device,
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6
the DNN, the slice information, and the second subscription
data to the SMF network element associated with the DNN
and the slice information.

In a possible design, the method further includes: delet-
ing, by the data management network element, the first
subscription data from the data management network ele-
ment; deleting the SMF 1nformation from the context infor-
mation of the terminal device; and sending the identification
information of the terminal dewce the DNN, and the slice
information to the SMF network element. Therefore, when
the UDM determines that subscription data in the SMF
needs to be deleted, the UDM may find, based on context
information of the terminal device, the SMF corresponding
to the subscription data, to instruct the SMF to delete the
subscription data, and the UDM deletes information related
to the SMF from the context information of the terminal
device. Therefore, a principle of mutual 1solation between
slices 1s met, and signaling and resource waste 1s avoided.

In a possible design, the method further includes: recerv-

ing, by the data management network element, the 1denti-
fication information of the terminal device, the DNN, and
the slice information from the SMF network element; and
deleting, from the context information of the terminal
device, the SMF information associated with the DNN and
the slice information. Therefore, after receiving the DNN
and the slice information, the UDM may find, based on the
context information of the terminal device, the SMF 1infor-
mation corresponding to the DNN and the slice information,
to delete the information related to the SMF from the context
information of the terminal device. Therefore, a principle of
mutual 1solation between slices 1s met, and signaling and
resource waste 1s avoided.

In the foregoing aspects and possible designs, the slice
information 1s used to i1dentily a network slice accessed by
the terminal device; or the slice information 1s used to
identify a network slice served by the SMF network element
in a home public land mobile network HPLMN. The first
subscription data includes at least one of the following: a
subscribed aggregate maximum bit rate AMBR, a sub-
scribed quality of service QoS profile, a subscribed charging,
feature, a static internet protocol IP address or static IP
prefix, and a session and service continuity SSC mode.

According to still another aspect, an embodiment of this
application provides a session management function net-
work element. The session management function entity has
a Tunction of implementing behavior of the session man-
agement function network element 1n the foregoing method.
The function may be implemented by hardware, or imple-
mented by hardware executing corresponding software. The
hardware or software includes one or more modules corre-
sponding to the function. In a possible design, a structure of
the session management function network element includes
a processor and a transceirver. The processor 1s configured to
process a corresponding function performed by the session
management function network element in the foregoing
method. The transceiver 1s configured to implement com-
munication between the session management function net-
work element and an access and mobility management
function network element/a data management network ele-
ment. The session management function network element
may further include a memory. The memory 1s configured to
be coupled to the processor, and stores a program instruction
and data that are necessary for the session management
function entity.

According to still another aspect, an embodiment of this
application provides a data management network element.
The data management network element has a function of
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implementing behavior of the data management network
clement 1 the foregoing method. The function may be

implemented by hardware, or implemented by hardware
executing corresponding soitware. The hardware or sofit-
ware 1ncludes one or more modules corresponding to the
function. In a possible design, a structure of the data
management network element includes a processor and a
transceiver. The processor 1s configured to process a corre-
sponding function performed by the data management net-
work element 1n the foregoing method. The transceiver 1s
configured to implement communication between the data
management network element and a session management
function network element. The data management network
clement may further include a memory. The memory 1is
configured to be coupled to the processor, and stores a
program 1nstruction and data that are necessary for the
session management function entity.

According to still another aspect, an embodiment of this
application provides a computer readable storage medium.
The computer readable storage medium stores an instruc-
tion, and when the instruction runs on a computer, the
computer 1s enabled to perform the method according to
cach of the foregoing aspects.

According to still another aspect, an embodiment of this
application provides a computer program product including
an 1struction. When the computer program product runs on
a computer, the computer i1s enabled to perform the method
according to each of the foregoing aspects.

According to still another aspect, this application provides
a chup system. The chip system includes a processor, con-
figured to support the session management function network
clement or data management network element 1n implement-
ing a function described in the foregoing method, for
example, generating or processing information described 1n
the foregoing method. In a possible design, the chip system
turther includes a memory. The memory 1s configured to
store a program instruction and data that are necessary for a
data sending device. The chip system may include a chip, or
may include a chip and another discrete device.

BRIEF DESCRIPTION OF DRAWINGS

The following brietly describes the accompanying draw-
ings required for describing the embodiments.

FIG. 1 1s a schematic diagram of a communications
system 1n a network slice-based non-roaming or local break-
out (local breakout, LBO) scenario applicable to an embodi-
ment of the present invention;

FI1G. 2A and FIG. 2B are signaling interaction diagrams of
a session mformation management method according to an
embodiment of the present invention;

FIG. 3 1s a signaling interaction diagram of setting up a
packet data unit (Packet Data Unit, PDU) session according,
to an embodiment of the present invention;

FIG. 4 1s a signaling interaction diagram of modifying a
PDU session according to an embodiment of the present
invention;

FIG. 5 1s a signaling interaction diagram of releasing a
PDU session according to an embodiment of the present
invention;

FIG. 6 1s another signaling interaction diagram of releas-
ing a PDU session according to an embodiment of the
present mvention;

FIG. 7 1s a schematic diagram of a communications
system 1 a network slice-based home-routed roaming
(home-routed roaming) scenario applicable to an embodi-
ment of the present invention;
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FIG. 8A and FIG. 8B are a signaling interaction diagrams
of setting up a PDU session according to an embodiment of

the present invention;

FIG. 9 15 a signaling interaction diagram of modifying a
PDU session according to an embodiment of the present
invention;

FIG. 10A and FIG. 10B are a signaling interaction dia-
gram of releasing a PDU session according to an embodi-
ment of the present invention;

FIG. 11 1s another signaling interaction diagram of releas-
ing a PDU session according to an embodiment of the
present 1nvention;

FIG. 12A and FIG. 12B are schematic structural diagrams
of an SMF network element according to an embodiment of
the present invention; and

FIG. 13A and FIG. 13B are schematic structural diagrams
of a data management network element according to an
embodiment of the present invention.

DESCRIPTION OF EMBODIMENTS

The following clearly describes the technical solutions 1n
the embodiments of this application with reference to the
accompanying drawings in the embodiments of this appli-
cation.

The embodiments of this application propose a solution
based on a communications system shown 1n FIG. 1, and the
solution 1s applicable to session information management 1n
a next generation mobile network (for example, a 5G
network) archutecture. For example, in a 5G mobile network
architecture, a control plane function and a forwarding plane
function of a mobile gateway are decoupled. A separated
control plane function and a conventional control network
clement such as an MME of the third generation partnership
project (third generation partnership project, 3GPP) are
integrated nto a unified control plane (control plane) net-
work element. A user plane UPF network element can
implement user plane functions (SGW-U and PGW-U) of a
serving gateway (serving gateway, SGW) and a packet data
network gateway (packet data network gateway, PGW).
Further, the unified control plane network element may be
decomposed 1nto an access and mobility management func-
tion (access and mobility management function, AMF)
network element and a session management function (ses-
sion management function, SMF) network element. The
AMF network element may be responsible for attachment,
mobility management, and a tracking area update procedure
of a terminal device. The SMF network element may be
responsible for session management ol a terminal device,
selection of a user plane device, reselection of a user plane
device, internet protocol (internet protocol, IP) address
allocation, quality of service (quality of service, QoS) con-
trol, session setup, modification, and release, and the like.

In addition, the embodiments of this application may be
turther applicable to another future-oriented communica-
tions technology. A system architecture and a service sce-
nario described in the embodiments of this application are
intended to describe the technical solutions 1n the embodi-
ments of this application more clearly, and constitute no
limitation on the technical solutions provided 1n the embodi-
ments of this application. A person of ordinary skill 1n the art
may know that as a network architecture evolves and a new
service scenario emerges, the technical solutions provided 1n
the embodiments of this application are also applicable to a
similar technical problem.

As shown 1 FIG. 1, an embodiment of this application
provides a network slice-based communications system.
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FIG. 1 1s applicable to a non-roaming or LBO scenario. For
example, the communications system includes at least a
terminal device 102, an access network device 104, and a
plurality of network slices, for example, a network slice 1
and a network slice 2. In the following description, “slice”
1s short for “network slice”. In addition, each slice may also
be referred to as a “slice instance (slice instance)” or a
“network slice mstance (network slice instance)”. This 1s not
limited herein in this application.

The terminal device 102 may access one slice or simul-
taneously access a plurality of slices. In an example of FIG.
1, the terminal device 102 simultaneously accesses the slice
1 and the slice 2. For example, the slice 1 1s a slice of an
enhanced mobile broadband (Enhanced Mobile Broadband,
¢MBB) type, and the slice 2 1s a slice of an ultra-reliable and
low-latency communication (Ultra-Reliable and Low-La-
tency Communication, URLLC) type. The slice 1 and the
slice 2 may share a part of a control plane, which may also
be referred to as a common control plane function (common
control network function, CCNF). A control plane shared by
the slice 1 and the slice 2 includes an AMF network element
106. In addition, a session management function 1s slice-
specific, and this control function needs to be 1nstantiated 1n
a slice. To implement data route 1solation, a user plane
function also needs to be instantiated in a slice. In other
words, the session management function and the user plane
function are slice-specific, to implement a slice-specific
service. In an example of FIG. 1, the slice 1 includes an SMF
network element 108a and a user plane network element
210a, and the slice 2 includes an SMF network element 108b
and a user plane network element 210b.

The terminal device (terminal device) 102 1n this embodi-
ment of this application may include various handheld
devices, m-vehicle devices, wearable devices, or computing
devices that have a wireless communication function, or
another processing device connected to a wireless modem.
The terminal device may also be referred to as user equip-
ment (user equipment, UE), a mobile station (mobile station,
MS), or a terminal (terminal), and may further include a
subscriber unit (subscriber unit), a cellular phone (cellular
phone), a smartphone (smart phone), a wireless data card, a
personal digital assistant (personal digital assistant, PDA)
computer, a tablet computer, a wireless modem (modem), a
handheld (handheld) device, a laptop computer (laptop com-
puter), a cordless phone (cordless phone), or a wireless local
loop (wireless local loop, WLL) station, a machine type
communication (machine type communication, MTC) ter-
minal, or the like.

The access network device in this embodiment of this
application 1s an apparatus that 1s deployed 1n a wired or
wireless access network and that 1s configured to provide a
wireless communication function for the terminal device
102. The access network device may include a base station
in various forms, for example, a macro base station, a micro
base station (also referred to as a small cell), a relay station,
or an access point. In systems that use different radio access
technologies, a device having a base station function may
have diflerent names. For example, the device 1s referred to
as an evolved NodeB (evolved NodeB, eNB or eNodeB) 1n
an LTE system; the device 1s referred to as a NodeB (Node
B) in a 3rd generation (3rd generation, 3G) system; and the
device 1s referred to as a gNB (gNodeB) 1n a new generation
system.

The AMF network element in this embodiment of this
application may be responsible for attachment, mobaility
management, and a tracking area update procedure of a
terminal device. The AMF network element may also be
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referred to as an AMF device or an AMF enfity. In an
example of FIG. 1, only one AMF network element 1is
shown. However, a quantity of AMF network elements 1s not
limited 1in the present invention. Diflerent AMF network
clements may be connected to different slices, or may be
connected to a same slice. The AMF network element may
also be referred to as an AMF device or an AMF entity. For
case of description, the AMF network element 1s referred to
as “AMF” for short below.

In an example of FIG. 1, the slice 1 and the slice 2 each
include an SMF network element: the SMF network element
108a and the SMF network element 108b. The SMF network
clement 1n this embodiment of this application may be
responsible for session management of a terminal device,
selection of a user plane network element, reselection of a
user plane network element, IP address allocation, QoS
control, and session setup, modification, and release. The
SMF network element may also be referred to as an SMF
device or an SMF entity. For ease of description, the SMF
network element 1s referred to as “SMFE” for short below.

In addition, 1n an example of FIG. 1, the slice 1 and the
slice 2 each include two UPF network elements: the UPF
network element 210a and the UPF network element 210b.
The UPF network element 210a and the UPF network
clement 210b may be connected to a same data network
(data network, DN) or different data networks, to transmit
data of a service. The UPF network element may also be
referred to as a UPF device or a UPF entity.

The communications system further includes a data man-
agement device 112. The data management network element
1s configured to store subscription data of a user, for
example, mobility management related subscription data
and session management related subscription data. For
example, the data management network element 1s a unified
data management (unified data management, UDM) net-
work element. The UDM network element may also be
referred to as a UDM device or a UDM entity. For ease of
description, the UDM network element 1s referred to as
“UDM?” for short below.

In the network slice-based communications system, the
terminal device 102 may access one slice or simultaneously
access a plurality of slices. The slices may provide difierent
services. In addition, an operator may deploy a plurality of
slices to provide a same service for different user groups.
Diflerent slices may be connected to a same DN.

A slice type may be identified by using single network
slice selection assistance information (Single Network Slice
Selection Assistance information, S-NSSAI). NSSAI 1s a
S-NSSAIT set. Each piece of S-NSSAI 1s used to assist a
network 1n selecting an specific network slice instance. A
same network slice instance may be selected by using
different S-NSSALI

In the following description of this application, slice
information used to identify a slice may be at least one of
identification information of the slice and type information
of the slice, or may be other information that can 1dentity the
slice. For example, the 1dentification information of the slice

1s a network slice instance i1dentifier (a network slice
instance ID or an NSI ID). The type information of the slice
includes the S-NSSAI. The S-NSSAI includes a

slice/ser-
vice type (Slice/Service Type, SST). The SST 1s desired

feature and service performance of a network slice. For
example, a standardized SS'T includes an eMBB, URLLC, or

a massive internet of things (massive internet of things,

MIoT). Optionally, the S-NSSAI further includes a slice
differentiator (Shce Differentiator, SD). The SD 1s optional
information and 1s used to complement the SST to distin-




US RE49.,729 E

11

guish between a plurality of slices of a same SST type. In a
possible implementation, the slice information used to 1den-
tify a slice type may be an SST of the S-NSSAI. In another
possible implementation, the slice information 1s a combi-
nation of the SST and the SD. For ease of description, the
following embodiments are described by using an example
in which the slice information 1s the S-NSSAI. However,
this 1s not limited 1n the present invention.

The present mvention discloses a session information
management method. Session information includes sub-
scription data and session context information of UE. FIG.
2A and FIG. 2B describe the present invention respectively
from a perspective of the subscription data and a perspective
of the session context information of the UE.

FIG. 2A shows a session information management
method according to an embodiment of the present inven-
tion. The method may be performed through interaction
between an SMF network element (for example, the SMF
network element 108a or 108b 1 FIG. 1) and a data
management network element (for example, the data man-
agement network element 112 in FIG. 1). The method
includes the following steps.

Step 201: The SMF network element sends 1dentification
information of a terminal device, a DNN, and slice infor-
mation to the data management network element, to request
first subscription data that 1s of the terminal device and that
1s associated with the DNN and the slice information.

Correspondingly, the data management network element
receives the identification information of the terminal
device, the DNN, and the slice information from the SMF
network element.

The slice information 1s used to i1dentily a network slice
served by the SMF network element. In a non-roaming or
L.BO scenario, the slice served by the SMF network element
1s a slice accessed by the terminal device.

The identification information of the terminal device 1s a
permanent ID of the terminal device, for example, a sub-
scription permanent ID (subscriber permanent 1D, SUPI).

For example, the SMF network element may request UE
subscription data by mvoking a network function (network
function, NF) service of a UDM. A service for requesting the
subscription data may be Nudm_Subscriber_Data_Get. For
example, the service may be invoked by sending Nudm_
Subscriber_Data_GetRequest, and Nudm_Subscriber_Dat-
a_GetRequest includes the identification information of the
terminal device, the DNN, and the slice information. In other
words, mput for invoking the service includes the i1dentifi-
cation information of the terminal device, the DNN, and the
slice information. Alternatively, the SMF may send, to the
UDM, another request message carrying the identification
information of the terminal device, the DNN, and the slice
information, to request subscription data that 1s of the
terminal device and that 1s associated with the DNN and the
slice information.

After receiving the identification imnformation of the ter-
minal device, the DNN, and the slice information, the data
management network element may search the subscription
data of the terminal device for the first subscription data that
1s associated with the DNN and the slice information.

For example, the first subscription data includes at least
one of the following: a subscribed aggregate maximum bit
rate (aggregate maximum bit rate, AMBR), a subscribed
QoS profile, a subscribed charging feature, a static IP
address or static IP prefix, and a session and service conti-
nuity (session and service continuity, SSC) mode. The
AMBR may be an AMBR of different granularities, such as

an AMBR of a UE granularity, an AMBR of a session
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granularity, an AMBR of a DNN granularity, an AMBR of

a slice granularity, or an AMBR of a DNN and slice
granularlty. This 1s not limited herein 1n the present mven-
tion. The static IP address or static IP prefix remains
unchanged 1n comparison with a dynamically allocated IP
address or IP prefix in the prior art.

For example, the data management network element
stores the subscription data of the terminal device 1n a form

of Table 1.

TABLE 1

Subscribed AMBR 1 Slice 1 DNN 1
Subscribed QoS profile 1 Slice 1 DNN 1
Subscribed charging Slice 1 DNN 1
feature 1

Static IP address 1 Slice 1 DNN 1
Subscribed AMBR 2 Slice 2 DNN 1
Subscribed QoS profile 2 Slice 2 DNN 1
Subscribed charging Slice 2 DNN 1
feature 2

Static IP address 2 Slice 2 DNN 1
Subscribed AMBR 3 Slice 1 DNN 2
Subscribed QoS profile 3 Slice 1 DNN 2
Subscribed charging Slice 1 DNN 2
feature 3

Static IP address 3 Slice 1 DNN 2

As shown i Table 1, the data management network
clement stores subscription data associated with the slice 1
(for example, the slice 1 corresponds to S-NSSAI 1) and the
DNN 1: the subscribed AMBR 1, the subscribed QoS profile

1, the subscribed charging feature 1, and the static IP address
1; subscription data associated with the slice 2 (for example,
the slice 2 corresponds to S-NSSAI 2) and the DNN 1: the

subscribed AMBR 2, the subscribed QoS profile 2, the
subscribed charging feature 2, and the static IP address 2;
and subscription data associated with the slice 1 and the
DDN 2: the subscribed AMBR 3, the subscribed QoS profile
3, the subscribed charging feature 3, and the static IP address
3. Assuming that a DNN received by the data management
network element 1s the DNN 1, and received slice informa-
tion 1s the S-NSSAI 1 corresponding to the slice 1, first
subscription data associated with the DNN 1 and the slice 1
includes at least one of the subscribed AMBR 1, the sub-
scribed QoS profile 1, the subscribed charging feature 1, and
the static IP address 1.

Step 202: The data management network element sends
the found first subscription data associated with the DNN
and the slice information to the SMF network element.
Correspondingly, the SMF network element receives the
first subscription data from the data management network
clement.

Therefore, according to the solution of this embodiment
of the present mnvention, when the SMF network element
requests the subscription data of the terminal device from
the data management network element, both the DNN and
the slice mnformation are provided. In this way, the data
management network element may send the first subscrip-
tion data associated with the DNN and the slice information
to the requested SMFE, thereby meeting a parameter require-
ment specific to the slice. In addition, the data management
network element does not need to send subscription data
associated with another slice to the SMF. This conforms to
a principle of mutual 1solation between slices, and also
avoids signaling and resource waste.

A scenario of an internet of vehicles i FIG. 1 15 used as
an example. The terminal device may be a vehicle 1n the
internet of vehicles. A PDU session 1 may be set up on a
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URLLC slice (for example, the slice 1) to exchange control
information with a DN, and a PDU session 2 may be set up
on an eMBB slice ({or example, the slice 2) at the same time
to transmit a data stream with the DN (for example, upload
a monitoring video stream of an operator cabin to the DN,
or dynamically download traffic data from the DN). The
terminal device may be connected to a same DN (for
example, a corresponding DNN 1) through two slices.
Subscribed AMBRs, subscribed QoS profiles, subscribed

charging features, static IP addresses, and SSC modes of
PDU sessions on the two slices may differ greatly. There-
fore, the data management network element needs to man-
age the subscription data by using a slice as a granularity. If
the SMF network element 108a of the slice 1 requests
subscription data by sending the DNN 1 and slice informa-
tion of the slice 1 to the data management network element,
the data management network element sends subscription
data corresponding to the slice 1 to the SMF network
clement 108a, and does not send subscription data corre-
sponding to the slice 2 to the SMF network element 108a,
thereby meeting a parameter requirement specific to the slice
and a principle of mutual isolation between slices, and
avoiding signaling and resource waste.

FIG. 2B shows a session information management
method according to an embodiment of the present inven-
tion. The method includes the following steps.

Step 211: An SMF network element obtains a DNN and
slice information.

Step 212: The SMF network element sends 1dentification
information of a terminal device, SMF 1nformation, the
DNN, and the slice information to a data management
network element, to register the SMF network element with
the data management network element. Correspondingly,
the data management network element receives the identi-
fication information of the terminal device, the SMF 1infor-
mation, the data network name DNN, and the slice infor-
mation from the SMF network element.

For the identification information of the terminal device
and the slice information, refer to the descriptions of FIG.
2A. The SMF information 1ncludes at least one of 1dentifi-
cation information (an SMF ID) of the SMF network ele-
ment and address information (an SMF address) of the SMF
network element.

For example, the SMF network element may invoke an
NF service of a UDM to register the SMF network element.
A service for requesting registration of the SMF network
clement may be Nudm_UEContextManagement_Registra-
tion. For example, the service may be mvoked by sending
Nudm_UEContextManagement_RegistrationRequest, and
Nudm_UEContextManagement_RegistrationRequest
includes the identification information of the terminal
device, the SMF information, the DNN, and the slice infor-
mation. In other words, mput for mvoking the service
includes the identification information of the terminal
device, the SMF information, the DNN, and the slice infor-
mation. Alternatively, the SMF may send, to the UDM,
another request message carrying the identification informa-
tion of the terminal device, the SMF information, the DNN,
and the slice information, to register the SMF with the
UDM.

Step 213: The data management network element stores
the SMF information associated with the DNN and the slice
information into context information of the terminal device.

For example, the context information of the terminal
device may be 1 a format shown in Table 2.
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TABLE 2
SMF ID 1 Slice information 1 DNN 1
SMF ID 2 Slice information 2 DNN 1

In Table 2, the SMF ID 1s used as an example of the SMF
information. However, the SMF ID may be replaced with the
SMF address, or both the SMF ID and the SMF address are
stored. As shown 1n Table 2, a dimension of the slice
information 1s added to the context information of the
terminal to distinguish between SMF network elements
corresponding to different slices connected to a same DN.

It should be noted that the foregoing steps may be used to
register the SMF network element with the data manage-
ment network element. These steps may constitute an inde-
pendent embodiment, or may be performed after the steps in
FIG. 2A are completed. It these steps are performed after the
steps 1n FIG. 2A are completed, step 211 may be skipped.
Alternatively, the foregoing steps and the steps 1 FIG. 2A
may be simultaneously performed. For example, 1f the SMF
turther provides the SMF information to the data manage-
ment network element in step 201 in FIG. 2A, the data
management network element may register the SMF net-
work element when providing the subscription data to the
SMF network element.

An objective of registering the SMF network element
with the data management network element 1s as follows:
When subscription data in the data management network
clement 1s updated, a related SMF network element may be
determined based on the slice information and the DNN, and
the updated subscription data may be notified to the SMF
network element. Therefore, according to the solution of this
embodiment of the present mvention, when subscription
data in the UDM network element 1s updated, if the updated
subscription data 1s related only to a specific slice, the UDM
can notily, based on session context information of UE, the
updated subscription data only to an SMF network element
corresponding to the DNN and the slice. Therefore, a
principle of mutual 1solation between slices 1s met, and
signaling and resource waste 1s avoided.

Optionally, the two solutions 1n FIG. 2A and FIG. 2B may
turther include the following steps.

In a possible design, after the SMF network element 1s
registered with the data management network element, the
subscription data may be updated.

For example, the data management network element
updates the first subscription data of the terminal device to
second subscription data; determines the DNN and the slice
information that are associated with the first subscription
data; and sends the 1dentification information of the terminal
device, the DNN, the slice information, and the second
subscription data to the SMF network element associated
with the DNN and the slice information.

The SMF network element receives the identification
information of the terminal device, the second subscription
data, the DNN, and the slice information from the data
management network element; and updates the first sub-
scription data associated with the DNN and the slice infor-
mation to the second subscription data.

This part of content 1s further described below with
reference to FIG. 4.

In a possible design, the data management network ele-
ment may trigger a PDU session release procedure.

For example, the data management network element
sends the identification information of the terminal device,
the DNN, and the slice information to the SMF network
clement. Correspondingly, the SMF network element
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receives the identification information of the terminal
device, the DNN, and the slice information from the data
management network element; and deletes, from the SMF
network element, the first subscription data that 1s of the
terminal device and that 1s associated with the DNN and the
slice 1nformation.

In addition, the data management network element deletes
the first subscription data from the data management net-
work element; and deletes the SMF information from the
context information of the terminal device.

This part of content 1s further described below with
reference to FIG. 5.

In a possible design, the SMF network element may
trigger deletion of the SMF information from the data
management network element.

For example, the SMF network element sends the 1den-
tification information of the terminal device, the DNN, and
the slice information to the data management network
element, to delete the SMF 1nformation associated with the
DNN and the slice information. Correspondingly, the data
management network element receives the identification
information of the terminal device, the DNN, and the slice
information from the SMF network element; and deletes,
from the context information of the terminal device, the
SMF information associated with the DNN and the slice
information.

This part of content i1s further described below with
reference to FIG. 6.

Session information management methods 1n the embodi-
ments of this application are described below with reference
to embodiments of FIG. 3 to FIG. 6.

The method of FI1G. 3 15 applicable to a PDU session setup
procedure. As shown in FIG. 3, the method includes the
following steps.

Step 301: A terminal device initiates a PDU session setup
procedure. For example, the terminal device sends a non-
access stratum (non-access stratum, NAS) message to an
AMEF. The NAS message includes session management
(session management, SM) information (for example, N1
SM information), S-NSSAI, and a DNN, and the session
management mformation carries a PDU session setup
request.

Step 302: The AMF selects an SMF based on the S-INS-
SAL

Step 303: The AMF sends the DNN and the S-NSSAI to
the SMF, to instruct the SMF to set up a session.

For example, the AMF may invoke an NF service (for
example, Nsmi_PDUSession_CreateSM) that 1s of the SMF
and that 1s used to set up a PDU session, to mstruct the SMF
to set up a session. The service may be invoked by sending,
a request message (for example, Nsmi_PDUSession_Cre-
ateSMRequest), and Nsmi_PDUSess1on_CreateSMRequest
includes the DNN and the S-NSSAI In other words, 1mput
for invoking the service includes the DNN and the S-NSSAI.
Alternatively, the AMF may send, to the SMF, another
request message carrying the DNN and the S-NSSAI, to
instruct the SMF to set up a session.

Step 304: After recerving the DNN and the S-NSSAI the
SMF sends 1dentification information of the terminal device,
the DNN, and slice mformation to a UDM, to request
subscription data associated with the DNN and the slice
information.

For example, the SMF may invoke a Nudm_Subscriber_
Data_Get service to request UE subscription data. The
service may be invoked by sending Nudm_Subscriber Dat-
a_GetRequest, and Nudm_Subscriber_Data_GetRequest
includes the identification information of the terminal

10

15

20

25

30

35

40

45

50

55

60

65

16

device, the DNN, and the slice information. In other words,
input for invoking the service includes the identification
information of the terminal device, the DNN, and the slice
information. In addition, the input may further include SMF
information (at least one of an SMF ID or an SMF address)
and a requested subscription data type. For example, the
requested subscription data type 1s SM subscription data.
Alternatively, the SMF may send, to the UDM, another
request message carrying the identification information of
the terminal device, the DNN, and the slice information, to
request the subscription data associated with the DNN and
the slice information.

Step 305: After receiving the identification information of
the terminal device, the DNN, and the slice information, the
UDM determines, from subscription data of the terminal
device based on the DNN and the slice information, the
subscription data associated with the DNN and the slice
information.

For example, the subscription data that 1s of the terminal

device and that 1s stored in the UDM may be 1n a format
shown 1n Table 1.

Step 306: The UDM sends the subscription data associ-
ated with the DNN and the slice information to the SMF. For
example, the UDM may send, to the SMF, a response
message that carries UE subscription data associated with
the DNN and the slice information. For example, the
response message may be a response message Nudm_Sub-
scriberData_GetResponse of the Nudm_Subscriber Dat-
a_Get service. Optionally, the response message further
carries the slice information and the DNN.

For the steps 304 to 306, refer to the descriptions of FIG.
2A.

Step 307: A plurality of sides interact with each other, to
implement authentication, authorization, and user plane
setup.

Step 308: Optionally, 1T the mput 1 step 304 does not
include the SMF information, the SMF sends the i1dentifi-
cation information of the terminal device, the SMF 1infor-
mation, the DNN, and the slice information to the UDM, to
register the SMF with the UDM.

For example, the SMF may invoke a Nudm_UEContext-
Management_Registration service to register the SMF. The
service may be imvoked by sending Nudm_UEContextMan-
agement_RegistrationRequest, and Nudm_UEContextMan-
agement_RegistrationRequest includes the 1dentification
information of the terminal device, the SMF information, the
DNN, and the slice information. In other words, input for
invoking the service includes the identification information
of the terminal device, the SMF information, the DNN, and
the slice information. Alternatively, the SMF may send, to
the UDM, another request message carrying the identifica-
tion information of the terminal device, the SMF informa-
tion, the DNN, and the slice information, to register the SMF
with the UDM.

Step 309: The UDM stores the SMF information associ-
ated with the DNN and the slice information mto a UE
context. For example, the UE context may be 1n a format
shown 1n Table 2.

For the steps 308 to 309, refer to the descriptions of FIG.
2B.

Step 310: The UDM returns a response message to the
SME.

Optionally, the response message carries the DNN and the
slice information.

According to the solution of this embodiment of the
present invention, the data management network element
may send the first subscription data associated with the DNN
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and the slice information to the requested SMEF, thereby
meeting a parameter requirement specific to the slice. In
addition, the data management network element does not
need to send subscription data associated with another slice

to the SMF. This conforms to a principle of mutual 1solation
between slices, and also avoids signaling and resource
waste. In addition, when subscription data in the UDM
network element 1s updated, 1f the updated subscription data
1s related only to a specific slice, the UDM can notify, based
on session context imformation of UE, the updated subscrip-
tion data only to an SMF network element corresponding to
the DNN and the slice. Therefore, a principle of mutual
1solation between slices 1s met, and signaling and resource
waste 1s avoided.

It should be noted that the steps 304 to 306 may corre-
spond to an interaction procedure i which an SMF 1n a
service architecture invokes an NF service Nudm_ Subscrib-
er_Data_Get of the UDM. Steps 308 to 310 may correspond
to an 1nteraction procedure in which the SMF 1 the service »¢
architecture invokes the NF service Nudm UEContextMan-
agement_Registration of the UDM.

The method of FIG. 4 1s applicable to a PDU session
modification procedure. As shown in FIG. 4, the method
includes the following steps. 25

Step 401: When a UDM updates subscription data, the
UDM selects, based on stored context information of a
terminal device, an SMF associated with a DNN and slice
information.

For example, the subscription data stored in the UDM
may be configured or maintained by a network management
device. When specific subscription data of the terminal
device 1s modified, for example, an AMBR 1is changed
because a user changes a package, and therefore the UDM
updates the subscription data.

Specifically, after updating first subscription data of the
terminal device to second subscription data, the UDM
determines a DNN and slice information associated with the
first subscription data, to further determine an SMF network 4
clement associated with the DNN and the slice information.

For example, when a subscribed session-AMBR 1 of
subscription data in Table 1 1s updated to a subscribed
session-AMBR 4, the UDM determines slice information 1

and a DNN 1 of a slice 1 associated with the subscribed 45
AMBR 1, and then selects, based on context information in
Table 2, an SMF (with an SMF ID 1) associated with the
DNN 1 and the slice information 1.

Step 402: The UDM sends the DNN and the slice infor-
mation to the SMF, to update subscription data that 1s of the 50
terminal device and that 1s associated with the DNN and the
slice information.

For example, the UDM may invoke a Nudm_Subscrib-
er_Data_UpdateNotification service, to update UE subscrip-
tion data associated with the DNN and the slice information. 55
The service may be invoked by sending Nudm_ Subscriber_
Data_UpdateNotification Notily, and Nudm_Subscriber_
Data_UpdateNotification Notily 1ncludes identification
information of the terminal device, the DNN, the slice
information, and the subscription data (for example, the 60
second subscription data). In other words, input for invoking
the service includes the identification information of the
terminal device, the DNN, the slice information, and the
subscription data (for example, the second subscription
data). Alternatively, the UDM may send, to the SMF, another 65
notification message carrying the identification information
of the terminal device, the DNN, the slice information, and
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the subscription data, to update the subscription data that 1s
of the terminal device and that 1s associated with the DNN
and the slice information.

Step 403: The SMF updates, based on 1mnput information,
the UE subscription data that 1s of the terminal device and
that 1s associated with the DNN and the slice information.

For example, the mput includes the i1dentification infor-

il

mation of the terminal device, the DNN 1, the slice infor-
mation 1 of the slice 1, and the subscribed-session-AMBR
4. Therefore, the SMF updates the subscribed-session-
AMBR 1 that 1s of the terminal device and that 1s associated
with the DNN 1 and the slice 1 to the subscribed-session-
AMBR 4.

Step 404: After updating the subscription data, the SMF
returns, to the UDM, an acknowledgement (acknowledge,
ACK) message carrying the identification information of the
terminal device. In other words, output obtained after the
service 1s invoked includes the identification information of
the terminal device.

After step 404 1s completed, subsequent steps of a session
modification procedure may be performed with reference to
the prior art.

According to the solution of this embodiment of the
present invention, when subscription data in the UDM
network element 1s updated, 1f the updated subscription data
1s related only to a specific slice, the UDM can notity, based
on session context information of UE, the updated subscrip-
tion data only to an SMF network element corresponding to
the DNN and the slice. Therefore, a principle of mutual
1solation between slices 1s met, and signaling and resource
waste 1s avoided.

It should be noted that the steps 402 to 404 correspond to

an 1nteraction procedure i which a UDM 1n a service
architecture 1mnvokes an NF service Nudm Subscriber

Data_UpdateNotification of the SMF.

The method of FIG. 5 1s applicable to a PDU session
release procedure, and 1s applicable to a PDU session release
procedure triggered by a UDM. As shown in FIG. 5, the
method includes the following steps.

Step 501: The UDM determines that subscription data
needs to be deleted from an SMF.

For example, the UDM determines a DNN and slice
information that are associated with the subscription data
that needs to be deleted, and further determines, based on
context information of a terminal device, the SMF associ-
ated with the DNN and the slice mformation.

Step 502: The UDM sends 1dentification information of
the terminal device, the DNN, and the slice information to
the SMF, to delete, from the SMF, first subscription data that
1s of the terminal device and that 1s associated with the DNN
and the slice information.

For example, the UDM may invoke a Nudm_UE Context
Management RemoveNotification service to delete the sub-
scription data from the SMF. The service may be invoked by
sending Nudm_Subscriber_Data_UpdateNotification Notily
carrving the identification information of the terminal
device, the DNN, and the slice information or Nudm_Sub-
scriber_Data_UpdateNotification Request carrying the 1den-
tification information of the terminal device, the DNN, and
the slice information. In other words, input for invoking the
service 1ncludes the i1dentification information of the termi-
nal device, the DNN, and the slice information. Alterna-
tively, the UDM may send, to the SMF, another notification
message or request message that carries the identification
information of the terminal device, the DNN, and the slice
information, to delete the subscription data from the SMF.
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Step 503: The SMF deletes, from the SMF, the first
subscription data that 1s of the terminal device and that 1s
associated with the DNN and the slice information.

Step 504: The SMF returns a response message or an
acknowledgement message.

It should be noted that the UDM may delete the first
subscription data from the UDM and the SMF information
from the context mmformation when determining that the
subscription data needs to be deleted from the SMF 1n step
501. For example, the UDM may first delete the {irst
subscription data from the UDM, and this causes deletion of
the SMF information from the context information. Alter-
natively, only after receiving the response message or the
acknowledgement message in step 504, the UDM may
delete the first subscription data from the UDM and the SMF
information from the context information by the following
step 505. IT the first subscription data 1s deleted from the
UDM and the SMF information 1s deleted from the context
information before step 504, steps 505 and 506 may be
skipped. Alternatively, steps 305 and 506 may be performed
alter a session release procedure 1s completed.

Step 505: The UDM deletes the first subscription data
from the UDM and the SMF information from the context
information.

Step 506: The UDM sends a result indication (Result
indication) to the SMF.

Step 507: The SMF determines to trigger a PDU session
release procedure, and performs subsequent steps of the
session release procedure with reference to the prior art.

According to the solution of this embodiment of the
present mvention, when the UDM determines that the sub-
scription data needs to be deleted from the SMF, the UDM
may {ind, based on the context information of the terminal
device, the SMF corresponding to the subscription data, to
instruct the SMF to delete the subscription data, and the
UDM deletes the mformation related to the SMF from the
context information of the terminal device. Therefore, a
principle of mutual 1solation between slices 1s met, and
signaling and resource waste 1s avoided.

It should be noted that the steps 502 to 504 correspond to
an 1interaction procedure i which a UDM 1n a service
architecture invokes an NF service Nudm_UE Context Man-

[ 1

agement_RemoveNotification of the SMF.

The method of FIG. 6 1s applicable to a PDU session
release procedure, and 1s applicable to deletion, triggered by
an SMF, of SMF information from a UDM. As shown 1n
FIG. 6, the method includes the following steps.

Step 601: The SMF determines to release a PDU session.
In other words, the SMF determines to trigger a PDU session
release procedure. For example, the SMF determines to
release a PDU session based on a request from the UDM, a
request from a DN, or a locally configured policy.

Step 602: Perform a subsequent PDU session release
procedure with reference to the prior art.

Step 603: When determining that a served slice and a last
PDU session of a terminal device 1n the DN are released, the
SMF sends 1dentification information of the terminal device,
the DNN, and the slice information to the UDM, to delete
the SMF 1nformation associated with the DNN and the slice
information.

For example, the SMF may mvoke a Nudm_UE Context
Management_Purge service, to delete the SMF information
associated with the DNN and the slice information. The
service may be invoked by sending Nudm_UE Context
Management_Purge Notily carrying the identification infor-
mation of the terminal device, the DNN, and the slice
information or Nudm_UE Context Management Purge
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Request carrying the identification information of the ter-
minal device, the DNN, and the slice information. In other
words, mput for imnvoking the service includes the i1dentifi-
cation information of the terminal device, the DNN, and the
slice information. Alternatively, the UDM may send, to the
SMEF, another notification message or request message that
carries the identification information of the terminal device,
the DNN, and the slice information, to delete the SMF
information associated with the DNN and the slice infor-

mation.
Step 604: The UDM deletes, from context information of

T

the terminal device, the SMF information associated with
the DNN and the slice information.
Step 605: The UDM sends a result indication to the SMF.

According to the solution of this embodiment of the
present invention, after recerving the DNN and the slice
information, the UDM may find, based on the context
information of the terminal device, the SMF information

corresponding to the DNN and the slice imformation, to
delete the information related to the SMFE from the context
information of the terminal device. Therefore, a principle of
mutual 1solation between slices 1s met, and signaling and
resource waste 1s avoided.

It should be noted that the steps 603 to 6035 correspond to
an interaction procedure i which an SMF 1n a service
architecture invokes an NF service Nudm UEContextMan-
agement_Purge of the UDM Nudm_UEContextManage-
ment_Purge.

FIG. 7 1s a schematic architectural diagram of a home-
routed roaming scenario applicable to the present invention.
When a terminal device roams from a home HPLMN to a
visited public land mobile network (visited public land
mobile network, VPLMN), the terminal device accesses a
slice V 1in the VPLMN by using an access network device 1n

the VPLMN. The slice V includes a V-SMF and a V-UPF. In
addition, an H-SMF and a UDM in the HPLMN are con-
nected. The terminal device 1s connected to a DN through
the V-UPF and an H-UPF. The H-SMF and the H-UPF form
a slice H in the HPLMN.

In a roaming scenario, the H-SMF and the UDM 1n the
HPLMN interact with each other to perform methods similar
to the methods shown 1n FIG. 3 to FIG. 6. Slice information
1s specifically used to i1dentify a slice in the HPLMN, for
example, hS-NSSAI, which 1s also referred to as H-slice
information.

For example, FIG. 8A and FIG. 8B are a signaling
interaction diagram of setting up a PDU session 1n a home-
routed roaming scenario.

Step 801: A terminal device sends a NAS message to an
AMEF, where the NAS message includes SM information,
vS-NSSAIL and a DNN, the session management informa-
tion carries a PDU session setup request, and the vS-NSSAI
1s used to i1dentily a type of a slice in a VPLMN.

Step 802: The AMF selects a V-SMF based on the
vS-NSSAI and maps the vS-NSSAI to hS-NSSAI.

Step 803: The AMF sends the DNN and the vS-NSSAT to
the V-SMEF, to mstruct the V-SMF to set up a session.

For example, the AMF may invoke an NF service (for
example, Nsmi_PDUSessi1on_CreateSM) that 1s of the SMF
and that 1s used to set up a PDU session, to instruct the

V-SMF to set up a session. Input for mnvoking the service
includes the DNN and h-NSSAI.

Step 804: The V-SMF invokes an Nsmi_ PDUSession_
CreateSM service to mstruct an H-SMF to set up a session.
In other words, the V-SMF transfers the DNN and the

h-NSSAI to the H-SMF.




US RE49.,729 E

21

Step 805: After recerving the DNN and the hS-NSSALI, the
H-SMF sends identification information of the terminal

device, the DNN, and slice information to a UDM, to request

subscription data associated with the DNN and the slice
information.

Step 806: After receiving the 1dentification information of

the terminal device, the DNN, and the slice information, the
UDM determines, from subscription data of the terminal
device based on the DNN and the slice information, the

subscription data associated with the DNN and the slice
information.

Step 807: The UDM sends the subscription data associ-
ated with the DNN and the slice information to the H-SMF.

Step 808: A plurality of sides interact with each other, to
implement authentication, authorization, and user plane
setup.

Step 809: Optionally, 11 input 1n step 805 does not include
H-SMF information, the H-SMF sends the identification

information of the terminal device, SMF information of the

H-SME, the DNN, and the slice information to the UDM, to
register the H-SMF with the UDM.

Step 810: The UDM stores the SMF information associ-
ated with the DNN and the slice information mto a UE
context.

Step 811: The UDM returns a response message to the
H-SMF.

For the steps 805 to 811, refer to the descriptions of steps
304 to 310 1n FIG. 3. Interaction between the H-SMF and the
UDM 1n FIG. 8A and FIG. 8B i1s consistent with interaction
between an SMF and a UDM i FIG. 3.

FIG. 9 15 a signaling interaction diagram of moditying a
PDU session 1n a home-routed roaming scenario. For steps

901 to 904, refer to the descriptions of steps 401 to 404 1n
FIG. 4. Interaction between an H-SMF and a UDM 1n FIG.
9 1s consistent with 1nteraction between an SMF and a UDM
in FIG. 4. The method further includes the following step:

Step 905: The H-SMF sends a DNN and H-slice infor-
mation to a V-SMF. For example, the H-SMF 1nvokes an
Nsmi PDU Session_UpdateNotification service to update
subscription data on a specified slice n a VPLMN. For
example, input for invoking the service includes the DNN
and the H-slice information.

After step 903 1s completed, subsequent steps of a session
modification procedure may be performed with reference to
the prior art.

FIG. 10A and FIG. 10B are a signaling interaction dia-
gram ol releasing a PDU session 1n a home-routed roaming
scenar10. For steps 1001 to 1007, refer to the descriptions of

steps 501 to 507 1n FIG. 5. Interaction between an H-SMF
and a UDM 1n FIG. 10A and FIG. 10B 1s consistent with
interaction between an SMF and a UDM i FIG. 5. The
method further includes the following step:

Step 1008: The H-SMF sends a DNN and H-slice infor-
mation to a V-SMF. For example, the H-SMF invokes an
Nsmi PDU Session_Release service to delete subscription
data from the V-SMF. For example, input for mnvoking the
service mcludes the DNN and the H-slice information.

After step 1008 1s completed, subsequent steps of a
session release procedure may be performed with reference
to the prior art.

FIG. 11 1s a signaling interaction diagram of releasing a
PDU session 1n a home-routed roaming scenario. For steps
1101 to 1105, refer to the descriptions of steps 601 to 605 1n
FIG. 6. Interaction between an H-SMF and a UDM 1n FIG.
11 1s consistent with interaction between an SMF and a
UDM 1 FIG. 6. A difference lies 1n that some steps 1n a
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session release procedure i step 1102 are related to a
network element 1n a VPLMN.

In the foregoing embodiments provided in this applica-
tion, the solutions of the session information management
methods provided 1n the embodiments of this application are
separately described from the perspective of network ele-
ments and the perspective of interaction between the net-
work elements. It can be understood that to implement the
foregoing functions, each network element such as the
session management function network element or the data
management network element includes a corresponding
hardware structure and/or soiftware module for performing
cach function. A person of ordinary skill in the art should
casily be aware that in combination with units and algorithm
steps 1n the examples described in the embodiments dis-
closed 1n this specification, this application may be imple-
mented by hardware or a combination form of hardware and
computer software. Whether a function 1s performed by
hardware or hardware driven by computer software depends
on particular applications and design constraints of the
technical solutions. A person skilled in the art may use
different methods to implement the described functions for
cach particular application, but 1t shall not be considered that
the implementation goes beyond the scope of this applica-
tion.

For example, when the network element performs a
corresponding function by using a software module, the
session management function network element may include
a receiving module 1201, a processing module 1202, and a
sending module 1203, as shown 1 FIG. 12A. The session
management function network element may be configured to
perform operations of the SMF and the H-SMF 1n FIG. 2 to
FIG. 11.

For example, in an embodiment, the sending module 1203
1s configured to send 1dentification information of a terminal
device, a data network name DNN, and slice information to
a data management network element, to request first sub-
scription data that 1s of the terminal device and that 1s
associated with the DNN and the slice information. The slice
information 1s used to identily a network slice served by the
SMF network element. The receiving module 1201 1s con-
figured to receive the first subscription data from the data
management network element.

Therefore, the data management network element may
send the first subscription data associated with the DNN and
the slice information to the requested SMEFE, thereby meeting
a parameter requirement specific to the slice. In addition, the
data management network element does not need to send
subscription data associated with another slice to the SMF.
This conforms to a principle of mutual 1solation between
slices, and also avoids signaling and resource waste.

Optionally, the sending module 1203 1s further configured
to send the 1dentification information of the terminal device,
SMF information, the DNN, and the slice information to the
data management network element, to register the SMF
network element with the data management network ele-
ment. The SMF information includes at least one of 1den-
tification information of the SMF network element and
address imnformation of the SMF network element.

In another embodiment, the receiving module 1201 1s
configured to obtain a data network name DNN and slice
information. The slice information 1s used to identily a
network slice served by the SMF network element. The
sending module 1s configured to send identification infor-
mation of a terminal device, SMF information, the DNN,
and the slice mformation to a data management network
clement, to register the SMF network element with the data
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management network element. The SMF information
includes at least one of identification information of the
SMEF network element and address information of the SMF
network element.

Therefore, when subscription data in a UDM network
clement 1s updated, if the updated subscription data 1s related
only to a specific slice, the UDM can notify, based on
session context information of UE, the updated subscription
data only to an SMF network element corresponding to the
DNN and the slice. Therefore, a principle of mutual 1solation
between slices 1s met, and signaling and resource waste 1s
avoided.

For either of the two embodiments, optionally, the receiv-
ing module 1201 1s further configured to receive the i1den-
tification information of the terminal device, second sub-
scription data, the DNN, and the slice information from the
data management network element. The processing module
1202 1s configured to update the first subscription data
associated with the DNN and the slice information to the
second subscription data.

Optionally, the receiving module 1201 1s further config-
ured to receirve the identification information of the terminal
device, the DNN, and the slice information from the data
management network element. The processing module 1202
1s configured to delete, from the SMF network element, the
first subscription data that 1s of the terminal device and that
1s associated with the DNN and the slice information.

Optionally, the sending module 1203 is further configured
to send the 1dentification information of the terminal device,
the DNN, and the slice information to the data management
network element, to delete the SMF 1information associated
with the DNN and the slice information.

In addition, the receiving module 1201, the processing
module 1202, and the sending module 1203 1n the session
management function network element may further imple-
ment another operation or function of the SMF or the
H-SMF 1n the foregoing methods. Details are not described
herein again.

FIG. 12B shows another possible structural schematic
diagram of a session management function network element
in the foregoing embodiment. The session management
function network element includes a transceiver 1204 and a
processor 1205, as shown 1n FIG. 12B. For example, the
processor 1205 1s configured to process a corresponding
function that 1s of an SMF or H-SMF and that 1s performed
by the session management function network element 1n the
foregoing methods. The transceiver 1204 1s configured to
implement communication between the SMF or H-SMF and
an access and mobility management function network ele-
ment/a data management network element. The session
management function network element may further include
a memory 1206. The memory 1s configured to be coupled to
the processor, and stores a program 1nstruction and data that
are necessary for the session management function network
clement.

The data management network element may include a
receiving module 1301, a processing module 1302, and a
sending module 1303, as shown in FIG. 13A. The data
management network element may be configured to perform
operations ol the data management network element (for
example, a UDM device 112) 1n FIG. 2 to FIG. 11.

For example, 1n an embodiment, the recerving module
1301 1s configured to receive 1dentification information of a
terminal device, a data network name DNN, and slice
information from a session management function SMF
network element that are used to request first subscription
data that 1s of the terminal device and that 1s associated with
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the DNN and the slice information. The slice information 1s
used to 1dentily a network slice served by the SMF network
clement. The sending module 1303 is configured to send the
first subscription data to the SMF network element.

Therefore, the data management network element may
send the first subscription data associated with the DNN and
the slice information to the requested SME, thereby meeting
a parameter requirement specific to the slice. In addition, the
data management network element does not need to send
subscription data associated with another slice to the SMF.
This conforms to a principle of mutual 1solation between
slices, and also avoids signaling and resource waste.

Optionally, the recerving module 1301 i1s further config-
ured to receive the identification information of the terminal
device, SMF information, the DNN, and the slice informa-
tion from the SMF network element, to register the SMF
network element with the data management network ele-
ment. The SMF information includes at least one of i1den-
tification information of the SMF network element and
address nformation of the SMF network element. The
processing module 1302 i1s configured to store the SMF
information associated with the DNN and the slice infor-
mation into context information of the terminal device.

In another embodiment, the receiving module 1301 1s
configured to receive 1dentification information of a terminal
device, SMF information, a data network name DNN, and
slice information from a session management function SMF
network element that are used to register the SMF network
clement with the data management network element. The
SMF information includes at least one of identification
information of the SMF network element and address infor-
mation of the SMF network element. The processing module
1302 1s configured to store the SMF information associated
with the DNN and the slice information into context infor-
mation of the terminal device.

Therefore, when subscription data 1n a UDM network
clement 1s updated, if the updated subscription data 1s related
only to a specific slice, the UDM can notify, based on
session context information of UE, the updated subscription
data only to an SMF network element corresponding to the
DNN and the slice. Therefore, a principle of mutual 1solation
between slices 1s met, and signaling and resource waste 1s
avoided.

For either of the two embodiments, optionally, the recerv-
ing module 1301 1s further configured to receive the 1den-
tification information of the terminal device, second sub-
scription data, the DNN, and the slice information from the
data management network element. The processing module
1302 1s configured to update the first subscription data
associated with the DNN and the slice information to the
second subscription data.

Optionally, the recerving module 1301 1s further config-
ured to receive the identification information of the terminal
device, the DNN, and the slice information from the data
management network element. The processing module 1302
1s configured to delete, from the SMF network element, the
first subscription data that 1s of the terminal device and that
1s associated with the DNN and the slice information.

Optionally, the sending module 1303 is further configured
to send the identification information of the terminal device,
the DNN, and the slice information to the data management
network element, to delete the SMF information associated
with the DNN and the slice information.

In addition, the recerving module 1301, the processing

module 1302, and the sending module 1303 in the data
management network element may further i1mplement
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another operation or function of the UDM network element
112 1n the foregoing methods. Details are not described

herein again.

FIG. 13B shows another possible structural schematic
diagram of a data management network element in the
foregoing embodiment. The data management network ele-
ment includes a transcerver 1304 and a processor 1305, as
shown in FIG. 13B. For example, the processor 1305 1s
configured to process a function that 1s of a UDM and that
1s performed by the data management network element 1n
the foregoing methods. The transceiver 1304 1s configured to
implement communication between the UDM and an SMF
or H-SMF. The data management network element may
turther iclude a memory 1306. The memory 1s configured
to be coupled to the processor, and stores a program 1nstruc-
tion and data that are necessary for the data management
network element.

It may be understood that FIG. 12B and FIG. 13B merely
show simplified designs of the foregoing devices. During
actual application, each of the foregoing devices may
include any quantity of transmitters, receivers, processors,
controllers, memories, communications units, or the like,
and all devices that can implement this application fall
within the protection scope of this application.

The controller/processor configured to perform the ses-
sion management function network element in this applica-
tion may be a central processing unit (CPU), a general
purpose processor, a digital signal processor (DSP), an
application-specific integrated circuit (ASIC), a field pro-
grammable gate array (FPGA) or another programmable
logical device, a transistor logical device, a hardware com-
ponent, or any combination thereof. The controller/proces-
sor may implement or execute various example logical
blocks, modules, and circuits described with reference to
content disclosed 1n this application. The processor may be
a combination ol processors implementing a computing
function, for example, a combination of one or more micro-
processors, or a combination of a DSP and a microprocessor.

In combination with content disclosed 1n this application,
methods or algorithm steps described may be implemented
by hardware, or may be implemented by a processor execut-
ing a soitware instruction. The software mstruction may
include a corresponding soitware module. The software
module may be stored 1n a RAM memory, a tlash memory,
a ROM memory, an EPROM memory, an EEPROM
memory, a register, a hard disk, a removable hard disk, a
CD-ROM, or a storage medium of any other form known 1n
the art. For example, a storage medium 1s coupled to a
processor, so that the processor can read information from
the storage medium and write information nto the storage
medium. Certainly, the storage medium may alternatively be
a component of the processor. The processor and the storage
medium may be located 1 an ASIC. In addition, the ASIC
may be located 1n a session management function network
clement. Certainly, the processor and the storage medium
may exist 1n the session management function network
clement as discrete components.

All or some of the foregoing embodiments may be
implemented by software, hardware, firmware, or any com-
bination thereof When the software 1s used to implement the
embodiments, the embodiments may be implemented com-
pletely or partially 1n a form of a computer program product.
The computer program product includes one or more com-
puter instructions. When the computer program instruction
1s loaded and executed on a computer, the procedures or
functions according to the embodiments of the present
invention are completely or partially generated. The com-
puter may be a general purpose computer, a dedicated
computer, a computer network, or another programmable
apparatus. The computer instruction may be stored in a
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computer readable storage medium or may be transmitted
from a computer readable storage medium to another com-
puter readable storage medium. For example, the computer
istruction may be transmitted from a website, computer,
server, or data center to another website, computer, server, or
data center 1n a wired (for example, a coaxial cable, an
optical fiber, or a digital subscriber line (DSL)) or wireless
(for example, infrared, radio, or microwave) manner. The
computer readable storage medium may be any usable
medium accessible by a computer, or a data storage device,
such as a server or a data center, integrating one or more
usable media. The usable medium may be a magnetic
medium (for example, a floppy disk, a hard disk, or a
magnetic tape), an optical medium (for example, a DVD), a

semiconductor medium (for example, a solid state disk
(Solid State Disk, SSD)), or the like.

The objectives, technical solutions, and benefits of this
application are further described 1n detail in the foregoing
specific embodiments. It should be understood that the
foregoing descriptions are merely specific embodiments of
this application, but are not intended to limit the protection
scope of this application. Any modification, equivalent
replacement, or improvement made based on the technical
solutions of this application shall fall within the protection
scope of this application.

What 1s claimed 1s:
1. A session information management method, compris-
ng:

sending, by a session management function network
element, 1dentification information of a terminal
device, a data network name (DNN), and slice infor-
mation to a data management network element to
request first subscription data that 1s of the terminal
device and that 1s associated with the DNN and the slice
information, wherein the slice information 1s used to
identily a network slice served by the session manage-
ment function network element; [and}

sending, by the session management function network
element to the data management network element, a
message comprising the identification information of
the terminal device, the DNN, the slice information,
and session management function information, wherein
the message is for subscribing updated subscription
data of the first subscription data from the data man-
agement network element; and

recerving, by the session management function network
clement, the first subscription data from the data man-
agement network element.

2. The method according to claim 1, [further comprising:

sending, by the session management function network
element, the i1dentification information of the terminal
device, session management function information, the
DNN, and the slice information to the data manage-
ment network element to register the session manage-
ment function network element with the data manage-
ment network element,] wherein the session
management function information comprises at least
one of identification information of the session man-
agement function network element or address informa-
tion of the session management function network ele-
ment.

3. The method according to claim [2] /, further compris-

ng:

recerving, by the session management function network
element, the i1dentification information of the terminal
device, second subscription data, the DNN, and the
slice information from the data management network
element; and
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updating, by the session management function network
clement, the first subscription data associated with the
DNN and the slice information to the second subscrip-
tion data.

4. The method according to claim [2] /, further compris-
ng:

receiving, by the session management function network

element, the 1dentification information of the terminal
device, the DNN, and the slice information from the
data management network element; and

deleting, by the session management function network

clement from the session management function net-
work element, the first subscription data that 1s of the
terminal device and that i1s associated with the DNN
and the slice information.

5. The method according to claim [2] /, further compris-
ng:

determining, by the session management function network

element, that a last session of the terminal device is
released; and

sending, by the session management function network

clement in response to the determination, the 1dentifi-
cation information of the terminal device, the DNN,
and the slice mformation to the data management
network element to delete the session management
function information associated with the DNN and the
slice information.

6. The method according to claim 1, wherein the slice
information 1s used to i1dentity a network slice accessed by
the terminal device.

7. The method according to claim 1, wherein the first
subscription data comprises a subscribed aggregate maxi-
mum bit rate (AMBR) and a session and service continuity
(SSC) mode.

8. The method according to claim 7, wherein the first
subscription data further comprises a static internet protocol
(IP) address or static IP prefix.

9. The method according to claim 7, wherein the first
subscription data further comprises at least one of a sub-
scribed quality of service (QoS) profile or a subscribed
charging feature.

10. A session management function network element,
comprising:

a communications interface:

at least one processor; and

a memory storing computer executable instructions for

execution by the at least one processor, wherein the

computer executable instructions instruct the session

management function network element to:

send 1dentification information of a terminal device, a
data network name (DNN), and slice information to
a data management network element to request first
subscription data that 1s of the terminal device and
that 1s associated with the DNN and the slice infor-
mation, wherein the slice information 1s used to
identity a network slice served by the session man-
agement function network element; [and}

send, to the data management network element, a
message comprising the identification information of
the terminal device, the DNN, the slice information,
and session management function information,
wherein the message is for subscribing updated
subscription data of the first subscription data from
the data management network element; and

receive the first subscription data from the data man-
agement network element.
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11. The session management function network element
according to claim 10, [wherein the computer executable
instructions 1nstruct the session management function net-
work element to send the i1dentification information of the
terminal device, session management function information,
the DNN, and the slice information to the data management
network element to register the session management func-
tion network element with the data management network
element,] wherein the session management function infor-
mation comprises at least one of identification information
of the session management function network element or
address information of the session management function
network element.
12. The session management function network element
according to claim 10, wherein the slice information 1s used
to 1dentily a network slice accessed by the terminal device.
13. The session management function network element
according to claim 10, wherein the first subscription data
comprises a subscribed aggregate maximum bit rate
(AMBR) and a session and service continuity (SSC) mode.
14. The session management function network element
according to claim 13, wherein the first subscription data
further comprises a static internet protocol (IP) address or
static IP prefix.
15. A data management network element, comprising:
a communications interface;
at least one processor; and
a memory storing computer executable instructions for
execution by the at least one processor, wherein the
computer executable istructions instruct the data man-
agement network element to:
recerve 1dentification information of a terminal device,
a data network name (DNN), and slice information
from a session management function network ele-
ment that are used to request first subscription data
that 1s of the terminal device and that 1s associated
with the DNN and the slice information, wherein the
slice information 1s used to identify a network slice
served by the session management function network
element; [and]

receive, from the session management function network
element, a message comprising the identification
information of the terminal device, the DNN, the
slice information, and session management function
information, wherein the message is for subscribing
updated subscription data of the first subscription
data to the session management function network
element; and

send the first subscription data to the session manage-
ment function network element.

16. The data management network element according to
claam 15, wherein the computer executable instructions
instruct the data management network element to:

[receive the identification information of the terminal
device, session management function information, the
DNN, and the slice information from the session man-
agement function network element to register the ses-
sion management function network element with the
data management network element, wherein the session
management function mmformation comprises at least
one of i1dentification information of the session man-
agement function network element or address informa-
tion of the session management function network ele-
ment; and]

store the session management function information asso-
ciated with the DNN and the slice information into
context information of the terminal device, wherein the



US RE49.,729 E

29

session management function information comprises at
least one of identification information of the session
management function network element or address
information of the session management function net-
work element. D

17. A session information management method, compris-

ng:

receiving, by a data management network element, 1den-
tification information of a terminal device, a data
network name (DNN), and slice information from a
session management function network element,
wherein the slice information 1s used to identily a
network slice served by the session management func-
tion network element; [and]

receiving, by the data management network element from
the session management function network element, a
message comprising the identification information of
the terminal device, the DNN, the slice information,
and session management function information, whervein
the message is for subscribing updated subscription
data of the first subscription data to the session man-
agement function network element,; and

sending, by the data management network element, first
subscription data that 1s of the terminal device and that
1s associated with the DNN and the slice information to
the session management function network element.

18. The method according to claim 17, [further compris-

ng:

receiving, by the data management network element, the
identification information of the terminal device, ses-
s1ion management function mformation, the DNN, and
the slice information from the session management
function network element to register the session man-
agement function network element with the data man-
agement network element,] wherein the session man-
agement function information comprises at least one of
identification information of the session management
function network element or address information of the
session management function network element; and
wherein the method further comprises:

storing, by the data management network element, the
session management function mmformation associated
with the DNN and the slice information into context
information of the terminal device.

19. The method according to claim [18] /7, further

comprising;

updating, by the data management network element, the
first subscription data of the terminal device to second
subscription data;

determining, by the data management network element iz
response to the message, the DNN and the slice infor-
mation that are associated with the first subscription
data; and

sending, by the data management network element, the
identification information of the terminal device, the
DNN, the slice information, and the second subscrip-
tion data to the session management function network
clement associated with the DNN and the slice infor-
mation.
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20. The method according to claim [18] /7, further
comprising;

deleting, by the data management network element, the
first subscription data from the data management net-
work element;

deleting, by the data management network element, the
session management function information from the
context information of the terminal device; and

sending, by the data management network element, the
identification information of the terminal device, the

DNN, and the slice information to the session manage-
ment function network element.

21. The method according to claim [18] /7, further
comprising:

receiving, by the data management network element, the

identification information of the terminal device, the
DNN, and the slice information from the session man-
agement function network element; and

deleting, by the data management network element from

the context information of the terminal device, the
session management function information associated
with the DNN and the slice information in a situation
when a last session of the terminal device is released.

22. The session management function network element
according to claim 10, wherein the computer executable
instructions further instruct the session management func-
tion network element to:

determine that a last session of the terminal device is

released; and

send, in vesponse to the determination, the identification

information of the terminal device, the DNN, and the
slice information to the data management network
element to delete the session management function
information associated with the DNN and the slice
information.

23. The data management network element accorvding to
claim 15, wherein the computer executable instructions
instruct the data management network element to.

update the first subscription data of the tevminal device to

second subscription data;

determine, in vesponse to the message, the DNN and the

slice information that are associated with the first
subscription data; and
send the identification information of the terminal device,
the DNN, the slice information, and the second sub-
scription data to the session management function
network element associated with the DNN and the slice
information.
24. The data management network element accovding to
claim 15, wherein the computer executable instructions
instruct the data management network element to.
receive the identification information of the terminal
device, the DNN, and the slice information from the
session management function network element; and

delete, from the context information of the terminal
device, the session management function information
associated with the DNN and the slice information in a
situation when a last session of the terminal device is
released.
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