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method 1ncludes: receiving a response message that 1s
returned by a server in response to an IMSI update request

message and transmitted by a user terminal; and executing
an IMSI update operation for a smart card according to
information carried i1n the response message, where the
smart card 1s a smart card supporting multiple IMSIs, and
the IMSI update operation for the smart card includes: an
operation of adding an IMSI in the smart card or an
operation of deleting an IMSI from the smart card. The
foregoing technical solution may dynamically update an
IMSI 1n the smart card, thereby avoiding a phenomenon that
one user must occupy multiple IMSIs all along, improving
a utilization ratio of IMSIs, and saving IMSI resources.
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S100: Recerve an IMSI update command

S110: Send IMSI update request information to a
user terminal according to the IMSI update
command

5120: Recelve a response message that 1s
returned by a server 1n response to an IMSI
update request message and transmitted by the
user terminal

5130: Execute an IMSI update operation for a
smart card according to information carried in
the response message

FIG. 1

5200: Receive an IMSI update request message sent

by a user terminal

S210: Execute an IMSI management operation
according to the IMSI update request message

5220: Return a response message to the user
terminal according to an execution result of the
IMSI management operation

FIG. 2
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SIM CAT

S5400: STK UI request

5410: Envelope command
(IMSI deletion command)

5430: OTA short message

5420: IMSI deletion (IMSI deletion request
request secured packet message)
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packet
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S450: IMSI data
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(deleting an IMSI)

S470: Notify the UE of an
operation result

S480: Notity the user of a
request result

S490: Request to switch to a
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S491: Switch to a designated
IMSI (MENU SELECT)

S492: Notity a switching
result (DISPLAY TEXT)

S493: Display the switching
result (DISPLAY TEXT)

FIG. 4
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User terminal 800
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FIG. 8

5900: Send an IMSI update request message to a
SeTver

S910: Recetve a response message that 1s returned by the server according to the
IMSI update request message

5920: Transmit the response message to a smart card, so that the smart card
executes an IMSI update operation

FIG. 9
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METHOD, APPARATUS, AND SYSTEM FOR
SUPPORTING MULTIPLE IMSIS

Matter enclosed in heavy brackets [ ]| appears in the
original patent but forms no part of this reissue specifica-
tion; matter printed in italics indicates the additions
made by reissue; a claim printed with strikethrough
indicates that the claim was canceled, disclaimed, or held
invalid by a prior post-patent action or proceeding.

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application 1s a reissue application of U.S. Pat. No.

8,718,711 issued on May 6, 2014, which is a continuation of
International Application No. PCT/CN2010/0738835, filed
on Jun. 12, 2010, which 1s hereby incorporated by reference
in its entirety.

FIELD OF THE INVENTION

The present invention relates to the field of network
communication technologies, and in particular, to a technol-
ogy for supporting multiple IMSIs.

BACKGROUND OF THE INVENTION

At present, multiple International Mobile Subscriber
Identities (international mobile subscriber i1dentity, IMSI)
may be preset i a smart card, that 1s, a user sets up multiple
accounts. According to needs, the user may select one IMSI
from multiple IMSIs to use. The foregoing smart card may
be a Subscriber Identity Module (subscriber identity mod-
ule, SIM) card, and so on.

During a process of implementing the present invention,
the mnventor finds that: IMSIs set in the existing smart card
are relatively fixed, that 1s, after IMSIs are preset 1n the
smart card, the IMSIs 1n the smart card cannot be changed,
and the multiple IMSIs 1n the smart card can only be used
by one user. Therefore, one user must occupy multiple
IMSIs, which leads to a low utilization ratio of IMSIs, and
eventually results 1n waste of IMSI resources.

SUMMARY OF THE INVENTION

Implementation manners of the present invention provide
a method, an apparatus, and a system for supporting multiple
IMSIs, where the method, the apparatus, and the system may
dynamically update an IMSI 1n a smart card, thereby avoid-
ing a phenomenon that one user must occupy multiple IMSIs
all along, improving a utilization ratio of IMSIs, and saving
IMSI resources.

An implementation manner of the present invention pro-
vides a method for supporting multiple IMSIs, where the
method 1ncludes:

receiving a response message that 1s returned by a server
in response to an IMSI update request message and trans-
mitted by a user terminal; and

executing an IMSI update operation for a smart card
according to mformation carried in the response message,
where the smart card 1s a smart card supporting multiple
IMSIs, and the IMSI update operation for the smart card
includes: an operation of adding an IMSI 1n the smart card
and/or an operation of deleting an IMSI from the smart card.
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An 1mplementation manner of the present invention pro-
vides a method for supporting multiple IMSIs, where the
method 1ncludes:

recerving an IMSI update request message sent by a user
terminal;

executing an IMSI management operation according to
the IMSI update request message; and

returning a response message to the user terminal accord-
ing to an execution result of the IMSI management opera-
tion, where

the IMSI management operation includes: when the IMSI
update request message includes an IMSI application
request message, assigning a new IMSI and authentication
data for the user terminal, and/or, when the IMSI update
request message includes an IMSI deletion request message,
recycling an IMSI according to the IMSI deletion request
message.

An 1mplementation manner of the present invention pro-
vides an apparatus for supporting multiple IMSIs, where the
apparatus includes:

a first recerving module, configured to receive a response
message that 1s returned by a server 1n response to an IMSI
update request message and transmitted by a user terminal;
and

an update module, configured to execute an IMSI update
operation for a smart card according to information carried
in the response message, where the smart card 1s a smart card
supporting multiple IMSIs, and the IMSI update operation
for the smart card includes: an operation of adding an IMSI
in the smart card and/or an operation of deleting an IMSI
from the smart card.

An 1mplementation manner of the present invention pro-
vides a user terminal, which includes a control module and
an apparatus for supporting multiple IMSIs, where

the control module 1s configured to send an IMSI update
request message to a server, and after receiving a response
message that 1s returned by the server in response to the
IMSI update request message, send the response message to
the apparatus for supporting multiple IMSIs; where the IMSI
update request message includes: an IMSI application
request message and/or an IMSI deletion request message;
and

the apparatus for supporting multiple IMSIs 1s configured
to receive the response message sent by the control module,
and execute an IMSI update operation for a smart card
according to mformation carried in the response message,
where the smart card 1s a smart card supporting multiple
IMSIs, and the IMSI update operation for the smart card
includes: an operation of adding an IMSI 1n the smart card
and/or an operation of deleting an IMSI from the smart card.

An 1implementation manner of the present invention pro-
vides a server, which includes:

a second recerving module, configured to receive an IMSI
update request message sent by a user terminal;

a management module, configured to execute an IMSI
management operation according to the IMSI update request
message; and

a second sending module, configured to return a response
message to the user terminal according to an execution result
of the IMSI management operation, where

the IMSI management operation includes: when the IMSI
update request message includes an IMSI application
request message, the management module assigns a new
IMSI and authentication data for the user terminal, and/or,
when the IMSI update request message includes an IMSI
deletion request message, the management module recycles
an IMSI according to the IMSI deletion request message.
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An implementation manner of the present invention pro-
vides a system for supporting multiple IMSIs, where the
system 1ncludes: the foregoing server and at least one
foregoing user terminal.

An implementation manner of the present invention pro-
vides a method for supporting multiple IMSIs, where the
method includes:

sending an IMSI update request message to a server,
where the IMSI update request message includes: an IMSI
application request message and/or an IMSI deletion request
message;

receiving a response message that 1s returned by the
server 1n response to the IMSI update request message; and

transmitting the response message to a smart card, so that
the smart card executes an IMSI update operation for a smart
card according to information carried in the response mes-
sage, where the smart card 1s a smart card supporting
multiple IMSIs, and the IMSI update operation for the smart
card includes: an operation of adding an IMSI 1n the smart
card and/or an operation of deleting an IMSI from the smart
card.

It can be known from the description of the foregoing
technical solutions that, 1n the embodiments, an IMSI update
request message such as an IMSI application request mes-
sage or an IMSI deletion request message 1s sent to a server,
so that the server can return a corresponding response
message for a user terminal according to the IMSI update
request message. In this way, according to the response
message returned by the server and transmitted by the user
terminal, an operation of adding an IMSI 1n a smart card may
be executed or an operation of deleting an IMSI from a smart
card may be executed, so that the IMSI 1n the smart card may
be dynamically updated, and the user terminal may dynami-
cally occupy the IMSI, thereby avoiding a phenomenon that
one user must occupy multiple IMSIs all along, improving
a utilization ratio of IMSIs, and saving IMSI resources.

BRIEF DESCRIPTION OF THE DRAWINGS

To 1llustrate the technical solutions 1n the embodiments of

the present mvention or in the prior art more clearly, the
accompanying drawings required for describing the embodi-
ments or the prior art are introduced briefly 1n the following.
Apparently, the accompanying drawings in the following
description are only some embodiments of the present
invention, and persons of ordinary skill in the art can further
derive other drawings according to these accompanying
drawings without creative eflorts.

FIG. 1 1s a tlow chart of a method for supporting multiple
IMSIs according to Embodiment 1 of the present invention;

FI1G. 2 1s a flow chart of a method for supporting multiple
IMSIs according to Embodiment 2 of the present invention;

FIG. 3 1s a flow chart of a method for supporting multiple
IMSIs according to Embodiment 3 of the present invention;

FIG. 4 1s a flow chart of a method for supporting multiple
IMSIs according to Embodiment 4 of the present invention;

FIG. 5 1s a schematic diagram of an apparatus for sup-
porting multiple IMSIs according to Embodiment 5 of the
present mvention;

FIG. 6 1s a schematic diagram of a user terminal according,
to Embodiment 6 of the present invention;

FIG. 7 1s a schematic diagram of a server according to
Embodiment 7 of the present invention;

FIG. 8 1s a schematic diagram of a system for supporting
multiple IMSIs according to Embodiment 8 of the present
invention; and
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FIG. 9 1s a flow chart of a method for supporting multiple
IMSIs according to Embodiment 9 of the present invention.

DETAILED DESCRIPTION OF TH.
EMBODIMENTS

L1

Specific implementation processes of the technology for
supporting multiple IMSIs of the present mvention are
illustrated by examples through embodiments 1n the follow-
ing. Apparently, the embodiments to be described 1n the
following are only a part of rather than all of the embodi-
ments of the present invention. All other embodiments
which are derived by persons of ordinary skill in the art
based on the embodiments of the present invention without
making creative eflorts shall fall within the protection scope
of the present invention.

Embodiment 1: a method for supporting multiple IMSIs.
A process of the method 1s as shown 1n FIG. 1.

The process in FIG. 1 include S100, S110, S120, and
S130, where S100 and S110 are optional steps, that 1s,
Embodiment 1 may only include S120 and S130 which are
shown 1 FIG. 1.

S100: Receive an IMSI update command. The IMSI
update command may be a command transmitted by a user
terminal. The user terminal may generate an IMSI update
command after recerving IMSI update request information
which 1s externally mnput, and transmit the IMSI update
command to an execution subject of S100. The IMSI update
request information received by the user terminal may
represent contents such as that a user needs to apply for a
new IMSI or a user needs to delete a certain IMSI. The IMSI
update command generated by the user terminal according
to the IMSI update request information may also represent
contents such as that the user needs to apply for the new
IMSI or the user needs to delete a certain IMSI. The
foregoing IMSI update command may be an IMSI update
command based on an envelope command, that 1s, the IMSI
update command adopts a form of the envelope command.
The foregoing IMSI update command may also adopt a
command of another form except the envelope command,
and 1n this embodiment, a specifically-adopted protocol type
and a specific format of the command which are of the IMSI
update command are not limited.

S110: After receiving the IMSI update command, send
IMSI update request information to the user terminal accord-
ing to the IMSI update command, so as to trigger the user
terminal to send an IMSI update request message to a server
according to the IMSI update request information. The IMSI
update request message may be an IMSI application request
message, and may also be an IMSI deletion request message.
The IMSI application request message 1s used to apply for
a new IMSI for the user terminal, and the IMSI deletion
request message 1s used to cancel a certain IMSI occupied by
the user terminal. The IMSI deletion request message may
carry IMSI mnformation which needs to be deleted, such as
an IMSI and authentication data. The authentication data
here 1s authentication data corresponding to the IMSI. The
foregoing IMSI update request information may be sent to
the user terminal based on the form of the envelope com-
mand, and may also adopt a command of another form
except the envelope command, and 1n this embodiment, the
specifically-adopted protocol type and the specific format
which are of the IMSI update request mformation are not
limited.

The execution subject of S110 may encrypt the IMSI
update request mnformation, and transmit the encrypted
information to the user terminal. In addition, the execution
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subject of S110 may also transmit information which 1s used
for security authentication and the foregoing encrypted
information to the user terminal. Content included in the
information which 1s used for security authentication may be
set according to a specific form of actual security authenti-
cation. For example, the information which 1s used {for
security authentication includes identity information of the
smart card. In this embodiment, a specific implementation
manner of security authentication, content specifically
included in the information which i1s used for security
authentication, and a specific implementation manner of
encryption are not limited.

The foregoing IMSI update request message may be sent
to the server by the user terminal through a form of an Over
The Air (over the air, OTA) short message. Definitely, the
IMSI update request message may also be sent to the server
through another form except the OTA short message. For
example, the IMSI update request message 1s sent to the
server through a Bearer Independent Protocol (bearer inde-
pendent protocol, BIP). In this embodiment, the protocol
type specifically adopted by the IMSI update request mes-
sage and the content specifically included in the IMSI update
request message are not limited.

It should be particularly noted for the foregoing S100 and
S110 that, the foregoing S100 and S110 describe a process
where the user terminal passively sends the IMSI update
request message to the server according to triggering. In
fact, the user terminal may also actively send the IMSI
update request message to the server. In this embodiment.
the specific implementation manner that the user terminal
sends the IMSI update request message to the server 1s not
limaited.

S120: Receive a response message that 1s returned by the
server 1n response to the recerved IMSI update request
message and transmitted by the user terminal.

After the user terminal receirves the response message
returned by the server, the response message may be trans-
mitted to an execution subject of S120 by using a protocol
between the user terminal and the execution subject of S120.
The response message returned by the server may carry

information which 1s used for executing an operation of

adding an IMSI 1n the smart card, such as assigning a new
IMSI and authentication data corresponding to the IMSI to
the user terminal. The response message may also carry
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deleting an IMSI from the smart card, such as deletion
permission information (that is, recycling success informa-
tion). Optionally, the information which 1s used for execut-
ing the operation of deleting an IMSI from the smart card
may include an IMSI needing to be deleted, or include an
IMSI and authentication data that corresponds to the IMSI
which need to be deleted. The user terminal may transmit the
response message returned by the server to the execution
subject of S120 through the response message which 1s
based on the envelope command. In this embodiment, the
protocol type specifically adopted by the response message

transmitted by the user terminal to the execution subject of

S120, and the specific command format of the response
message are not limited.

S130: Execute an IMSI update operation for a smart card
according to information carried in the received response
message. The smart card here 1s a smart card supporting,
multiple IMSIs. The foregoing IMSI update operation for

the smart card may include: at least one of an operation of

50

55

60

adding an IMSI in the smart card and an operation of 65

deleting an IMSI from the smart card. It should be noted
that, the operation of adding an IMSI in the smart card

6

includes: adding an IMSI and authentication data corre-
sponding to the IMSI in the smart card. The operation of
deleting an IMSI from the smart card includes: deleting an
IMSI and authentication data corresponding to the IMSI
from the smart card. The operation of adding an IMSI and
the operation of deleting an IMSI which are recorded 1n the
following embodiments are also the same, which are not
described 1n detail again.

In S130, after recerving the response message, the execu-
tion subject may perform security authentication on the
received response message according to the information
carried 1n the response message, for example, perform
security authentication on the response message by using
server 1dentity information carried in the response message.
After the security authentication 1s passed, the execution
subject executes an IMSI update operation for the smart card
according to the information carried in the response mes-
sage. IT the response message sent by the server 1s an
encrypted response message, aiter the security authentica-
tion 1s passed, the execution subject of S130 further needs to
decrypt the received response message, and execute the
IMSI update operation for the smart card according to
information obtained by decrypting. In addition, the execu-
tion subject of S130 may judge after decryption whether the
information obtained after decryption 1s complete and valid,
and 11 1t 1s judged to be complete and valid, execute the IMSI
update operation for the smart card according to the infor-
mation obtained after decryption; and 11 i1t 1s judged to be not
complete or valid, may not execute the IMSI update opera-
tion for the smart card.

The mformation carried in the foregoing response mes-

sage may include: a response command type representing
applying for a new IMSI, the newly applied IMSI (that 1s, a
new IMSI assigned for the user terminal) and authentication
data. The information carried 1n the response message may
also 1include: a response command type representing deleting
an IMSI and information indicating whether recycling is
successiul, and optionally may further include: an IMSI and
authentication data which need to be deleted.
The execution subject of S130 may add a newly applied
IMSI and the authentication data 1n the response message to
the smart card according to a response command type of the
applied new IMSI. The execution subject of S130 may also
determine, according to the response command type of
deleting an IMSI, a certain IMSI that the user needs to delete
as indicated by the IMSI update command which corre-
sponds to the response message, and delete the IMSI and
authentication data corresponding to the IMSI from the
smart card. In a case where the response message carries an
IMSI and authentication data which need to be deleted, the
execution subject of S130 may delete the IMSI and the
authentication data corresponding to the IMSI which are
carried 1n the response message from the smart card.

Optionally, the execution subject of S130 may output an
execution condition of the IMSI update operation for the
smart card, so that the user can know whether a new IMSI
1s successiully applied, or whether a certain IMSI 1s suc-
cessiully deleted.

It should be particularly noted that, in a general case, the
smart card 1s a smart card which 1s set independently of the
user terminal, while 1n some cases, the smart card may also
be fixed 1n the user terminal. The smart card in this embodi-
ment may be a smart card which 1s set independently of the
user terminal, and may also be a smart card which 1s fixed
in the user terminal. In addition, the execution subject in this
embodiment may be set 1n the smart card, and may also be
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set independently of the smart card. In this embodiment, a
specific existence manner of the smart card and the execu-
tion subject 1s not limited.

It can be known from the description in the foregoing
Embodiment 1 that, IMSI update request information 1s sent
to the user terminal to trigger the user terminal to send the
IMSI update request message, such as an IMSI application
request message or an IMSI deletion request message, to the
server, so that the server can return a corresponding response
message to the user terminal according to the IMSI update
request message. In this way, according to the response
message recerved by the user terminal, an operation of
adding an IMSI 1n the smart card may be executed or an
operation of deleting an IMSI from the smart card may be
executed, so that the IMSI in the smart card may be
dynamically updated, and the user terminal may dynami-
cally occupy the IMSI, thereby avoiding a phenomenon that
one user must occupy multiple IMSIs all along. Operations
such as security authentication and decryption are performed
on the response message received by the user terminal,
thereby ensuring the security of the IMSI update operation
for the smart card. Finally, in Embodiment 1, a utilization
ratio of IMSIs 1s improved, and IMSI resources are saved.

Embodiment 2: a method for supporting multiple IMSIs.
A process of the method 1s as shown i FIG. 2.

In FIG. 2, S200: Receive an IMSI update request message
sent by a user terminal. The IMSI update request message
here may be an IMSI application request message, and may
also be an IMSI deletion request message. The IMSI update
request message received 1n S200 may be 1n a form based on
an OTA short message, and may also be another form.

S5210: Execute an IMSI management operation according

to the received IMSI update request message. The IMSI
management operation here may be: when the IMSI update
request message 1s an IMSI application request message,
assigning a new IMSI and authentication data for the user
terminal. The IMSI management operation may also be:
when the IMSI update request message 1s an IMSI deletion
request message, recycling an IMSI according to the IMSI
deletion request message. The recycling the IMSI may be
such as: unbinding a binding relationship between the IMSI
and the authentication data corresponding to the IMSI and
the user terminal.

After the IMSI update request message 1s received, secu-
rity authentication may be performed according to informa-
tion carried in the IMSI update request message first. For
example, security authentication 1s performed on the IMSI
update request message by using smart card i1dentity infor-
mation carried in the IMSI update request message. If the
security authentication i1s passed, the IMSI management
operation 1s performed according to the received IMSI
update request message. If the security authentication fails
(that 1s, not passed), the IMSI management operation 1s not
performed. In this embodiment, the existing security authen-
tication manner may be adopted to perform security authen-
tication on the IMSI update request message, and 1n this
embodiment, a specific implementation process of security
authentication 1s not limited.

If the IMSI update request message 1s encrypted, an
execution subject of S210 may decrypt the information
carried in the IMSI update request message, and then
execute the IMSI management operation according to the
decrypted information. For example, after the security
authentication 1s passed, the information carried 1 the IMSI
update request message 1s decrypted, and the IMSI manage-
ment operation 1s executed according to the decrypted
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information. In this embodiment, the specific implementa-
tion process of decryption 1s not limited.

S220: Return a response message to the user terminal
according to an execution result of the IMSI management
operation.

The response message here carries information which 1s
used for executing an IMSI update operation for a smart
card, and the IMSI update operation for the smart card may
include: at least one of an operation of adding an IMSI 1n the
smart card and an operation of deleting an IMSI from the
smart card.

When the IMSI update request message 1s an IMSI
application request message (that 1s, the IMSI update opera-
tion for the smart card 1s the operation of adding an IMSI 1n
the smart card), an execution subject of S220 may carry a
new IMSI and authentication data which are assigned for the
user terminal 1n the response message, and return the
response message to the user terminal.

When the IMSI update request message 1s an IMSI
deletion request message (that 1s, the IMSI update operation
for the smart card 1s the operation of deleting an IMSI from
the smart card), the execution subject of S220 may carry
deletion permission information (that is, recycling success
information) or deletion forbidding information (that is,
recycling failure information) in the response message, and
return the response message to the user terminal.

The foregoing response message may be sent to the user
terminal through a form of an OTA short message. Defi-
nitely, the response message may also be sent to the user
terminal through another form except the OTA short mes-
sage. For example, the response message 1s sent to the user
terminal through a BIP. In this embodiment, a protocol type
specifically adopted by the response message and a specific
command format of the response message are not limited.

The execution subject of S220 may encrypt the informa-
tion needing to be carried in the response message, carry the
encrypted information 1n the response message, and return
the response message carrying the encrypted information to
the user terminal. For example, a new IMSI and authenti-
cation data corresponding to the IMSI which are assigned
are encrypted, and then the encrypted IMSI and authentica-
tion data are carried in the response message and sent to the
user terminal. For another example, deletion permission
information or deletion forbidding information 1s encrypted,
and the encrypted information 1s carried in the response
message and sent to the user terminal. In this embodiment,
a specific implementation process of encryption 1s not
limaited.

Embodiment 3: a method for supporting multiple IMSIs.
A process of the method 1s as shown 1n FIG. 3.

In FIG. 3, S300: A user requests to add an IMSI through
a UE STK (User Equipment SIM Toolkit, user equipment
SIM toolkat) application. For example, the user inputs IMSI
adding request information through the UE STK to request
to add a local IMSI of one certain area.

S310: After receiving the IMSI adding request informa-
tion, a UE invokes an envelope command (such as a menu
select MENU Select command) to send an IMSI update
command to a SIM card so as to trigger a process of adding
an IMSI.

S5320: After recerving the IMSI update command, the SIM

[ 1

card sends an IMSI adding request secured packet to the UE,
so as to trigger the UE to send an OTA short message to a
CAT server (that 1s, a server that manages and controls a file
system of the SIM card through an air interface). The IMSI
adding request secured packet includes information which 1s
used for security authentication and encrypted information.
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S330: After receiving the IMSI adding request secured

packet, the UE sends the OTA short message to the CAT
server (that 1s, the IMSI adding request secured packet 1s
encapsulated i the OTA short message and sent to the CAT
server), so as to request the CAT server to assign a new IMSI
for a user terminal.

S340: After receiving the OTA short message, the CAT
server performs security authentication on the IMSI adding
request secured packet 1n the OTA short message.

S350: After the security authentication 1s passed, the CAT
server sends an IMSI data secured packet to the user
terminal. The IMSI data secured packet carries a local IMSI
of one certain area and authentication data corresponding to
the IMSI which are newly assigned for the user terminal.
The IMSI and the authentication data corresponding to the
IMSI which are newly assigned may be carried in the IMSI
adding request secured packet after encryption. The IMSI
adding request secured packet may include information
which 1s used for security authentication and encrypted
information. The IMSI data secured packet 1s sent to the user
terminal through a form of the OTA short message (that 1s,
the IMSI data secured packet i1s encapsulated 1n the OTA
short message and sent to the user terminal).

S360: After recerving the IMSI data secured packet that 1s
transmitted by the CAT server through the form of the OTA
short message, the UE does not perform operations such as
encryption and decryption on the IMSI data secured packet
in the OTA short message. but transmits the IMSI data
secured packet in the OTA short message to the SIM card
through a Short Message Services point-to-point Download
(short message services point-to-point download, SMS PP
Download) command.

S370: After receiving the SMS PP Download command,
the SIM card performs security authentication on the IMSI
data secured packet in the command. After the security
authentication 1s passed, the SIM card decrypts the IMSI
data secured packet. If 1t 1s determined that the decrypted
information 1s complete and valid, the SIM card stores the
IMSI and the authentication data which are obtained after
decryption. If 1t 1s determined that the decrypted information
1s not complete or valid, the SIM card does not perform an
operation of storing the IMSI and the authentication data.
After successtully adding a new IMSI, the SIM card sends
to the UE noftification information of Successfully adding a
new IMSI. In addition, 1f a new IMSI 1s not successtully
added, the SIM card also should send to the UE notification
information of not successtully adding a new IMSI.

S380: After recerving the notification information, the UE
displays the notification information of successtully adding
a new IMSI, so that the user knows an execution result of the
IMSI adding request.

S390: When selecting to use the newly added IMSI, the
user inputs request information of switching to the new
IMSI.

S391: The UE transmits the request information of
switching to the new IMSI to the SIM card, and the UE may
invoke a MENU Select command to transmit the request
information of switching to the new IMSI to the SIM card.

S392: The SIM card executes the received MENU Select
command, and transmits information about an execution
result of the MENU Select command to the UE through a
Display Text (display text) command

S393: The UE displays the information about the execu-
tion result of the MENU Select command 1n the Display
Text command, so that the user knows whether the new

IMSI 1s successtully switched to.
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Embodiment 4: a method for supporting multiple IMSIs.
A process of the method 1s as shown 1n FIG. 4.

In FIG. 4, S400: A user requests to delete an IMSI through

a UE STK application. For example, the user inputs infor-
mation of an IMSI deletion request message through the UE
STK to request to delete a local IMSI of one certain area.

S410: After receiving the mformation of the IMSI dele-
tion request message, a UE invokes an envelope command
(such as a menu select MENU Select command) to send an
IMSI update command to a SIM card so as to trigger a
process of deleting the IMSI.

S420: After recerving the IMSI update command, the SIM

card sends an IMSI deletion request secured packet to the
UE, so as to trigger the UE to send an OTA short message
to a CAT server. The IMSI deletion request secured packet
includes: information which i1s used for security authentica-
tion and encrypted information. The encrypted information
includes: an IMSI and authentication data corresponding to
the IMSI which need to be deleted.

S430: After receiving the IMSI deletion request secured
packet, the UE sends the OTA short message to the CAT
server (that 1s, the IMSI deletion request secured packet 1s
encapsulated in the OTA short message and sent to the CAT
server), so as to request the CAT server to delete an IMSI
which 1s assigned for a user terminal.

S440: After receiving the OTA short message, the CAT

server performs security authentication on the IMSI deletion
request secured packet 1n the OTA short message.

S450: After the security authentication 1s passed, the CAT

server decrypts the encrypted information carried in an IMSI
data secured packet to obtain the IMSI and the authentica-
tion data which need to be deleted, the CAT server recycles
the IMSI according to the obtained IMSI and authentication
data, and then the CAT server sends the IMSI data secured
packet to the user terminal. The IMSI data secured packet
carries mnformation which 1s used for security authentication
and encrypted information. The encrypted information
includes information obtained after encrypting recycling

success information. The IMSI data secured packet 1s sent to
the user terminal through a form of the OTA short message

(that 1s, the IMSI data secured packet 1s encapsulated 1n the
OTA short message and sent to the user terminal).

S460: After recerving the IMSI data secured packet 1n the
OTA short message that 1s transmitted by the CAT server, the
UE does not perform operations such as encryption and
decryption on the IMSI data secured packet in the OTA short
message, but transmits the IMSI data secured packet in the
OTA short message to the SIM card through a SMS PP
Download command.

S470: After recerving the SMS PP Download command,
the SIM card performs security authentication on the IMSI
data secured packet in the command. After the security
authentication 1s passed, the SIM card decrypts the IMSI
data secured packet. If 1t 1s determined that the decrypted
information 1s complete and valid, the SIM card deletes,
according to the recycling success information obtained
alter decryption, the IMSI and the authentication data which
need to be deleted and are stored 1n the SIM card. If it 1s
determined that the decrypted information 1s not complete or
valid, the SIM card does not perform a deletion operation.
After successtully deleting the IMSI, the SIM card sends to
the UE notification information of successiully deleting the
IMSI. In addition, if the IMSI 1s not successtully deleted, the
SIM card should also send to the UE notification informa-
tion of not successiully deleting the IMSI.
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S480: After recerving the notification information, the UE
displays the notification information of successiully deleting
the IMSI, so that the user knows an execution result of an
IMSI deletion request.

S490: When selecting to use another IMSI, the user inputs
request mformation of switching to a designated IMSI.

S491: The UE transmits the request information of
switching to the designated IMSI to the SIM card, and the
UE may mvoke a MENU Select command to transmait the
request mformation of switching to the designated IMSI to
the SIM card.

S492: The SIM card executes the received MENU Select
command, and transmits information about an execution
result of the MENU Select command to the UE through a
Display Text command.

S493: The UE displays the information about the execu-
tion result of the MENU Select command 1n the Display
Text command, so that the user knows whether the desig-
nated IMSI 1s successiully switched to.

Embodiment 3: an apparatus for supporting multiple
IMSIs. The apparatus may be set 1n a smart card (such as a
SIM card), and may also be set independently of the smart
card. A structure of the apparatus 1s as shown i FIG. 5.

The apparatus 1 FIG. 5 includes: a first recerving module
500 and an update module 520. Optionally, the apparatus
may further include: a first sending module 510.

The first receiving module 500 1s configured to receive a
response message that 1s returned by a server 1n response to
an IMSI update request message and transmitted by a user
terminal. Optionally, the first receiving module 1s further
configured to receive an IMSI update command.

The IMSI update command recerved by the first receiving
module 500 may be a command transmitted by the user
terminal, and the user terminal may generate the IMSI
update command after recerving IMSI update request infor-
mation which 1s externally input, and transmit the IMSI
update command to the apparatus for supporting multiple
IMSIs. The IMSI update request information received by the
user terminal may represent contents such as that a user
needs to apply for a new IMSI or a user needs to delete one
certain IMSI. The IMSI update command generated by the
user terminal according to the IMSI update request infor-
mation may also represent contents such as that the user
needs to apply for a new IMSI or the user needs to delete one
certain IMSI. The IMSI update command received by the
first receiving module 500 may be an IMSI update command
which 1s based on an envelope command. The IMSI update
command received by the first receiving module 500 may
also adopt a command of another form except the envelope
command, and 1n this embodiment, a protocol type specifi-
cally adopted by the IMSI update command and a specific
format of the command are not limited.

The first sending module 510 1s configured to send IMSI
update request information to the user terminal according to
the IMSI update command received by the first receiving
module 500, so as to trigger the user terminal to send an
IMSI update request message to the server according to the
IMSI update request information. The IMSI update request
message here includes: an IMSI application request message
or an IMSI deletion request message.

The IMSI update request message here may be an IMSI
application request message, and may also be an IMSI
deletion request message. The IMSI application request
message 15 used to apply a new IMSI for the user terminal,
and the IMSI deletion request message 1s used to delete one
certamn IMSI occupied by the user terminal. The IMSI
deletion request message may carry IMSI information need-
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ing to be deleted, such as an IMSI and authentication data.
The authentication data here 1s authentication data corre-
sponding to the IMSI. The first sending module 510 may
send the IMSI update request information to the user ter-
minal based on a form of the envelope command, and the
first sending module 510 may also adopt a command of
another form except the envelope command to send the
IMSI update request information to the user terminal, and 1n
this embodiment, a specific protocol type and a specific
format which are adopted by the first sending module 500 to
send the IMSI update request information are not limited.

The first sending module 510 may include: a first sub-
module 511 and a second sub-module 512.

The first sub-module 511 1s configured to, according to the
IMSI update command recerved by the first receiving mod-
ule 500, determine the IMSI update request information, and
encrypt the IMSI update request information.

The second sub-module 512 1s configured to transmit
information obtained aiter encryption by the first sub-mod-
ule 511 and information which 1s used for security authen-
tication to the user terminal. For example, the second
sub-module 512 sends the foregoing information obtained
after encryption and the information which 1s used {for
security authentication to the user terminal based on the
form of the envelope command.

The update module 520 1s configured to execute an IMSI
update operation for a smart card according to information
carried 1n the response message received by the first recerv-
ing module 500. The smart card here 1s a smart card
supporting multiple IMSIs, and the IMSI update operation
for the smart card may be an operation of adding an IMSI 1n
the smart card, and may also be an operation of deleting an
IMSI from the smart card. Optionally, the update module
520 may output an execution condition of the IMSI update
operation for the smart card, so that the user can know
whether a new IMSI 1s successiully applied, or whether a
certain IMSI 1s successiully deleted.

The update module may include: a third sub-module 521,
a fourth sub-module 522, and a fifth sub-module 523.

The third sub-module 521 is configured to perform secu-

rity authentication on the response message recerved by the
first receiving module 500. For example, the third sub-
module 521 performs security authentication on the
response message by using server 1dentity information car-
ried in the response message.

The fourth sub-module 522 1s configured to decrypt the
response message aiter the security authentication per-
formed by the third sub-module 521 1s passed. The infor-
mation obtained aiter decryption by the fourth sub-module
522 may include: a new IMSI and authentication data which
are assigned for the user terminal. The information obtained
alfter decryption by the fourth sub-module 522 may also
include: information indicating whether recycling 1s suc-
cessiul. In this embodiment, a specific implementation pro-
cess of decrypting the response message by the fourth
sub-module 522 1s not limited.

The fifth sub-module 523 i1s configured to execute the
IMSI update operation for the smart card according to the
information obtained after decryption by the fourth sub-
module 522.

Optionally, the fifth sub-module 523 may judge whether
the information obtained after decryption 1s complete and
valid. After 1t 1s judged to be complete and valid, the fifth
sub-module 523 executes the IMSI update operation for the
smart card according to the information obtained after
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decryption. After 1t 1s judged to be not complete or valid, the
fifth sub-module 523 may not execute the IMSI update
operation for the smart card.

Optionally, the fifth sub-module 523 may output the
execution condition of the IMSI update operation for the
smart card, so that the user can know whether a new IMSI
1s successiully applied, or whether one certain IMSI 1s
successiully deleted.

Embodiment 6: a user terminal. A structure of the user
terminal 1s as shown 1n FIG. 6.

The user terminal 1 FIG. 6 includes: a control module
600 and an apparatus 610 for supporting multiple IMSIs.
The apparatus 610 for supporting multiple IMSIs here may
be a smart card (such as a SIM card), and may also be set
independently of the smart card.

The control module 600 1s configured to send an IMSI
update request message to a server, and after receiving a
response message that 1s returned by the server 1n response
to the IMSI update request message, send the response
message to the apparatus 610 for supporting multiple IMSIs.
The IMSI update request message here includes: at least one
of an IMSI application request message and an IMSI dele-
tion request message.

The control module 600 may also be configured to send
an IMSI update command to the apparatus 610 for support-
ing multiple IMSIs according to received IMSI update
request information, so that after recerving the IMSI update
command, the apparatus 610 for supporting multiple IMSIs
sends IMSI update request information to 1t; and send the
IMSI update request message to the server after receiving
the IMSI update request information. Definitely, the control
module 600 may also actively send the IMSI update request
message to the server, that 1s, the control module 600 sends
the IMSI update request message to the server 1n a case that
the IMSI update request information sent by the apparatus
610 for supporting multiple IMSIs 1s not received

The control module 600 may send the IMSI update
request message to the server through a form of an OTA
short message. Definitely, the control module 600 may also
adopt another form except the OTA short message to send
the IMSI update request message to the server. For example,
the control module 600 sends the IMSI update request
message to the server through a BIP. In this embodiment, a
protocol type specifically adopted by the control module 600
for sending the IMSI update request message and content
specifically included in the IMSI update request message are
not limited.

After receiving the response message returned by the
server, the control module 600 may transmit the response
message to the apparatus 610 for supporting multiple IMSIs
through a protocol between the control module 600 and the
apparatus 610 for supporting multiple IMSIs. For example,
the control module 600 may transmit the response message
returned by the server to the apparatus 610 for supporting
multiple IMSIs through a response message which 1s based
on an envelope command. The response message returned
by the server may carry information which 1s used for
executing an operation of adding an IMSI 1n the smart card,
such as a new IMSI and authentication data corresponding
to the IMSI which are assigned by the server for the user
terminal. The response message may also carry information
which 1s used for executing an operation of deleting an IMSI
from the smart card, such as deletion permission information
(that 1s, recycling success information). Optionally, the
information which 1s used for executing the operation of
deleting an IMSI from the smart card may include an IMSI
needing to be deleted, or include an IMSI and authentication
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data corresponding to the IMSI which need to be deleted. In
this embodiment, a protocol type specifically adopted by the
control module 600 for transmitting the response message to
the apparatus 610 for supporting multiple IMSIs and a
specific command format of the response message are not
limaited.

The apparatus 610 for supporting multiple IMSIs 1s
configured to receive the response message sent by the
control module 600, and execute an IMSI update operation
for the smart card according to information carried in the
response message. The smart card here 1s a smart card
supporting multiple IMSIs, and the IMSI update operation
for the smart card here includes: at least one of an operation
of adding an IMSI 1n the smart card and an operation of
deleting an IMSI from the smart card.

The apparatus 610 for supporting multiple IMSIs 1s
further configured to receive the IMSI update command sent
by the control module 600, and send IMSI update request
information to the control module 600 according to the IMSI
update command.

A specific structure of the apparatus 610 for supporting
multiple IMSIs 1s as the description 1 the foregoing
Embodiment 5, which 1s not repeatedly described here
again.

Embodiment 7: a server. A structure of the server 1s as
shown 1 FIG. 7.

The server shown 1n FIG. 7 includes: a second receiving
module 700, a management module 710, and a second
sending module 720.

The second receiving module 700 1s configured to receive
an IMSI update request message sent by a user terminal. The
IMSI update request message here may be an IMSI appli-
cation request message, and may also be an IMSI deletion
request message. The IMSI update request message recerved
by the second receiving module 700 may be 1n a form based
on an OTA short message, and may also be 1n another form.

The management module 710 1s configured to execute an
IMSI management operation according to the IMSI update
request message received by the second receiving module
700. The IMSI management operation executed by the
management module 710 includes: when the IMSI update
request message includes the IMSI application request mes-
sage, the management module 710 assigns a new IMSI and
authentication data for the user terminal. When the IMSI
update request message includes the IMSI deletion request
message, the management module 710 recycles an IMSI
according to the IMSI deletion request message. For
example, the management module 710 unbinds a binding
relationship between an IMSI needing to be deleted and the
user terminal.

The management module 710 may include: a sixth sub-
module 711, a seventh sub-module 712, and an eighth

sub-module 713.

The sixth sub-module 711 1s configured to perform secu-
rity authentication on the IMSI update request message
received by the second receiving module 700. For example,
the sixth sub-module 711 performs security authentication
on the IMSI update request message by using smart card
identity information carried in the IMSI update request
message. The sixth sub-module 711 may adopt the existing
security authentication manner to perform security authen-
tication on the IMSI update request message, and 1n this
embodiment, a specific implementation process that the
sixth sub-module 711 performs security authentication 1s not
limited.

The seventh sub-module 712 1s configured to decrypt the
IMSI update request message after the security authentica-
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tion performed by the sixth sub-module 711 1s passed. If the
security authentication performed by the sixth sub-module
711 1s not passed, the seventh sub-module 712 does not
perform decryption. In this embodiment, a specific imple-
mentation process of decryption performed by the seventh
sub-module 712 1s not limited.

The eighth sub-module 713 i1s configured to execute the
IMSI management operation according to information
decrypted and obtained by the seventh sub-module 712.
When the IMSI update request message 1s the IMSI appli-
cation request message, the eighth sub-module 713 may
assign a new IMSI and authentication data for the user
terminal. When the IMSI update request message 1s the
IMSI deletion request message, the eighth sub-module 713
may recycle an IMSI according to the IMSI deletion request
message.

The second sending module 720 1s configured to return a
response message to the user terminal according to an
execution result of the IMSI management operation
executed by the management module 710. The response
message here carries information which 1s used for execut-
ing an IMSI update operation for a smart card.

The second sending module 720 may carry a new IMSI
and authentication data which are assigned for the user
terminal by the management module 710 in the response
message, and return the response message to the user
terminal. The second sending module 720 may also carry
deletion permission mformation (that 1s, recycling success
information) or deletion forbidding information (that is,
recycling failure information) in the response message, and
return the response message to the user terminal.

The second sending module 720 may send the response
message to the user terminal through a form of the OTA
short message. Definitely, the second sending module 720
may also adopt another form except the OTA short message
for sending to the user terminal. For example, the second
sending module 720 sends the response message to the user
terminal through a BIP. In tlhus embodiment, a specific
protocol type adopted by the second sending module 720 for
sending the response message and a specific command
format of the response message are not limited.

The second sending module 720 may include: a ninth
sub-module 721 and a tenth sub-module 722.

The ninth sub-module 721 1s configured to encrypt infor-
mation about the execution result of the IMSI management
operation executed by the management module 710. For
example, the ninth sub-module 721 encrypts a new IMSI and
authentication data corresponding to the IMSI which are
assigned by the management module 710. For another
example, the ninth sub-module 721 encrypts recycling suc-
cess mnformation or recycling failure information. In this
embodiment, a specific implementation process of encryp-
tion performed by the ninth sub-module 721 1s not limated.

The tenth sub-module 722 1s configured to carry infor-
mation obtained after encryption by the ninth sub-module
721 and information which 1s used for security authentica-
tion i1n the response message, and return the response
message to the user terminal. The mnformation which 1s used
for security authentication 1s, such as identity information of
the server.

Embodiment 8: a system for supporting multiple IMSIs.
A structure of the system 1s as shown in FIG. 8.

The system shown 1n FIG. 8 includes: a user terminal 800
(such as a UE) and a server 810. Although only one user
terminal 800 1s shown 1in FIG. 8, the number of the user
terminals 800 may be multiple.
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The user terminal 800 1s configured to send an IMSI
update request message to the server 810, where the IMSI
update request message ncludes: at least one of an IMSI
application request message and an IMSI deletion request
message; and receive a response message that 1s returned by
the server 810 in response to the IMSI update request
message, and according to information carried in the
response message, execute an IMSI update operation for a
smart card. The smart card here 1s a smart card supporting
multiple IMSIs, and the IMSI update operation for the smart
card here includes: an operation of adding an IMSI 1n the
smart card or an operation of deleting an IMSI from the
smart card.

The server 810 1s configured to execute an IMSI man-
agement operation according to the IMSI update request
message sent by the user terminal 800, and return the
response message to the user terminal 800 according to an
execution result of the IMSI management operation.

The IMSI management operation executed by the server
800 includes: when the received IMSI update request mes-
sage includes the IMSI application request message, assign-
ing a new IMSI and authentication data for the user terminal
800, and when the received IMSI update request message
includes the IMSI deletion request message, recycling an
IMSI according to the IMSI deletion request message.

Specific operations executed by the user terminal 800 and
the server 810 and specific structures are as described 1n the
foregoing method and apparatus embodiments, which are
not repeatedly described here again.

Embodiment 9: a method for supporting multiple IMSIs.
A process of the method 1s as shown 1n FIG. 9.

In FI1G. 9, S900: Send an IMSI update request message to
a server, where the IMSI update request message includes:
at least one of an IMSI application request message and an
IMSI deletion request message.

Optionally, before 5900, Embodiment 9 may further
include: sending an IMSI update command to a smart card,
and receiving IMSI update request information returned by
the smart card, so that afterward, in S900, the IMSI update
request message may be sent to the server according to the
received IMSI update request information.

The IMSI update command 1n this embodiment may be an
IMSI update command which 1s based on an envelope
command, that 1s, the IMSI update command adopts a form
of the envelope command. The foregoing IMSI update
command may also adopt a command of another form
except the envelope command, and 1n this embodiment, a
protocol type specifically adopted by the IMSI update com-
mand and a specific format of the command are not limited.

The IMSI update request message 1n this embodiment
may be sent to the server by a user terminal through a form
of an OTA short message. Definitely, the IMSI update
request message may also be sent to the server by adopting
another form except the OTA short message. For example,
the IMSI update request message 1s sent to the server
through a BIP. In this embodiment, a protocol type specifi-
cally adopted by the IMSI update request message and
content specifically included 1in the IMSI update request
message are not limited.

The IMSI update request information received by an
execution subject (such as the user terminal) in this embodi-
ment may be encrypted IMSI update request information. In
addition, information which 1s used for security authentica-
tion may be transmitted together with the encrypted IMSI
update request imnformation, that 1s, the user terminal may
receive the mmformation which i1s used for security authen-
tication.
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S910: Receirve a response message that 1s returned by the
server according to the IMSI update request message.

S920: Transmit the response message to the smart card, so
that the smart card executes an IMSI update operation for the
smart card according to information carried in the response
message, where the smart card 1s a smart card supporting
multiple IMSIs.

The executing, by the smart card, the IMSI update opera-
tion for the smart card according to the information carried
in the response message 1ncludes: performing security
authentication on the response message, and after the secu-
rity authentication 1s passed, decrypting the response mes-
sage, and executing the IMSI update operation for the smart
card according to the decrypted information. The IMSI
update operation for the smart card includes: at least one of
an operation of adding an IMSI in the smart card and an
operation of deleting an IMSI from the smart card. Specific
operations executed by the smart card are as described 1n the
foregoing embodiments, which are not repeatedly described
here again.

Through the description of the foregoing implementation
manners, persons skilled in the art may clearly understand
that the present mmvention may be implemented through a
manner of software plus a necessary hardware platform, and
definitely may also be implemented all by hardware, but 1n
many cases, the former one 1s an exemplary implementation
manner. Based on such understanding, a part of or all of the
technical solutions of the present invention that makes
contributions to the background art may be embodied 1n a
form of a software product. The software product may be
used to execute the foregoing method process. The computer
software product may be stored 1n a storage medium, for
example, a ROM/RAM, a magnetic disk, or a compact disk,
and includes several mstructions which are used to enable a
computer device (which may be a personal computer, a
server, or a network device, and so on) to execute the method
described 1n each embodiment of the present mmvention or
certain parts of the embodiments.

Although the present mmvention 1s described through
embodiments, persons of ordinary skill in the art should
know that, there are a lot of vanations and changes for the
present invention without departing from the spirit of the
present invention, and these vanations and changes should
be covered by the claims of the application document of the
present mvention.

What 1s claimed 1s:

[1. A method for supporting multiple international mobile
subscriber identities IMSIs, comprising:

receiving a response message that 1s returned by a server

in response to an IMSI update request message trans-
mitted by a user terminal for an IMSI update operation
for a smart card, wherein the IMSI update request
message comprises: an IMSI application request mes-
sage and/or an IMSI deletion request message, the
IMSI application request message 1s used to apply to
the server for a new IMSI, the IMSI deletion request
message 1s used to cancel a certain IMSI occupied by
the smart card; and

executing the IMSI update operation for the smart card

according to mformation carried in the response mes-
sage, wherein the smart card 1s a smart card supporting
multiple IMSIs, and the IMSI update operation for the
smart card comprises: an operation of adding a new
IMSI 1n the smart card according to the IMSI applica-
tion request message and/or an operation of deleting an
occupied IMSI from the smart card according to the
IMSI deletion request message.}
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[2. The method according to claim 1, wherein before the
receiving the response message transmitted by the user
terminal, the method comprises: receiving an IMSI update
command, and sending IMSI update request information to
the user terminal according to the IMSI update command, so
as to trigger the user terminal to send the IMSI update
request message to the server according to the IMSI update
request information. ]

[3. The method according to claim 2, wherein the IMSI
update command comprises: an IMSI update command
based on an envelope command, and/or, the IMSI update
request message being sent through a form of an over the air
OTA short message or a form of a bearer independent
protocol.]

[4. The method according to claim 2, wherein:

the sending IMSI update request information to the user
terminal comprises: encrypting the IMSI update
request information, and transmitting the encrypted
information and information which 1s used for security
authentication to the user terminal; and/or

the executing an IMSI update operation for a smart card
according to information carried in the response mes-
sage Comprises:

performing security authentication on the response mes-
sage, and after the security authentication i1s passed,
decrypting the response message, and executing the
IMSI update operation for the smart card according to
the decrypted information.]

[5. A method for supporting multiple IMSIs, comprising:

recerving an IMSI update request message sent by a user
terminal;

executing an IMSI management operation according to
the IMSI update request message; and

returning a response message to the user terminal accord-
ing to an execution result of the IMSI management
operation, wherein

the IMSI management operation comprises: when the
IMSI update request message comprises an IMSI appli-
cation request message, assigning a new IMSI and
authentication data for the user terminal, and/or, when
the IMSI update request message comprises an IMSI
deletion request message, recycling an occupied IMSI
according to the IMSI deletion request message.]

[6. The method according to claim 5, wherein:

the executing the IMSI management operation according
to the IMSI update request message comprises: per-
forming security authentication on the IMSI update
request message, and after the security authentication 1s
passed, decrypting the IMSI update request message,
and executing the IMSI management operation accord-
ing to the mformation obtained by decrypting; and/or

the returning the response message to the user terminal
according to the execution result of the IMSI manage-
ment operation comprises: encrypting information
about the execution result of the IMSI management
operation, carrying the encrypted information and
information which 1s used for security authentication in
the response message, and returning the response mes-
sage to the user terminal.]

[7. An apparatus for supporting multiple IMSIs, compris-

ng:

a {irst recerving module, configured to receive a response
message that 1s returned by a server 1n response to an
IMSI update request message transmitted by a user
terminal for an IMSI update operation for a smart card,
wherein the IMSI update request message comprises:
an IMSI application request message and/or an IMSI
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deletion request message, the IMSI application request
message 1s used to apply to the server for a new IMSI,
the IMSI deletion request message 1s used to cancel a
certain IMSI occupied by the smart card; and

an update module, configured to execute the IMSI update
operation for the smart card according to information
carried in the response message, wherein the smart card
1s a smart card supporting multiple IMSIs, and the IMSI
update operation for the smart card comprises: an
operation ol adding a new IMSI 1n the smart card
according to the IMSI application request message
and/or an operation of deleting an occupied IMSI from
the smart card according to the IMSI deletion request
message.}

[8. The apparatus according to claim 7, wherein the

apparatus further comprises a first sending module,

the first recerving module 1s further configured to receive
an IMSI update command; and

the first sending module 1s configured to send IMSI
update request information to the user terminal accord-

ing to the IMSI update command received by the first
receiving module, so as to trigger the user terminal to
send the IMSI update request message to the server
according to the IMSI update request information.]
[9. The apparatus according to claim 8, wherein the first

sending module comprises:

a first sub-module, configured to, according to the IMSI
update command, determine the IMSI update request
information, and encrypt the IMSI update request infor-
mation; and

a second sub-module, configured to ftransmit the
encrypted information and information which 1s used
for security authentication to the user terminal;

and/or, the update module comprises:

a third sub-module, configured to perform security
authentication on the response message;

a fourth sub-module, configured to decrypt the response
message after the security authentication 1s passed; and

a fifth sub-module, configured to execute the IMSI update
operation for the smart card according to the decrypted
information.}

[10. A user terminal, comprising: a control module and an

apparatus for supporting multiple IMSIs, wherein

the control module 1s configured to send an IMSI update
request message for an IMSI update operation for a
smart card to a server, and after recerving a response
message that 1s returned by the server 1n response to the
IMSI update request message, send the response mes-
sage to the apparatus for supporting a smart card with
multiple IMSIs; wherein the IMSI update request mes-
sage comprises: an IMSI application request message
and/or an IMSI deletion request message, the IMSI
application request message 1s used to apply to the
server for a new IMSI, the IMSI deletion request
message 1s used to cancel a certain IMSI occupied by
the smart card; and

the apparatus for supporting multiple IMSIs 1s configured
to recerve the response message sent by the control
module, and execute the IMSI update operation for the
smart card according to information carried in the
response message, and the IMSI update operation for
the smart card comprises: an operation of adding a new
IMSI 1n the smart card according to the IMSI applica-
tion request message and/or an operation of deleting an
occupied IMSI from the smart card according to the
IMSI deletion request message.}
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[11. The user terminal according to claim 10, wherein

the apparatus for supporting multiple IMSIs 1s further
configured to recerve an IMSI update command sent by
the control module, and send IMSI update request
information to the control module according to the
IMSI update command; and

the control module 1s further configured to send the IMSI
update request message to the server according to the
received IMSI update request information. ]

[12. A server, comprising:

a recerving module, configured to receive an IMSI update
request message sent by a user terminal;

a management module, configured to execute an IMSI
management operation according to the IMSI update
request message; and

a sending module, configured to return a response mes-
sage to the user terminal according to an execution
result of the IMSI management operation, wherein

the IMSI management operation comprises: when the
IMSI update request message comprises an IMSI appli-
cation request message, the management module
assigns a new IMSI and authentication data for the user
terminal, and/or, when the IMSI update request mes-
sage comprises an IMSI deletion request message, the
management module recycles an occupied IMSI
according to the IMSI deletion request message.]

[13. The server according to claim 12, wherein the man-

agement module comprises:

a sub-module, configured to perform security authentica-
tion on the IMSI update request message;

a sub-module, configured to decrypt the IMSI update
request message after the security authentication 1s
passed; and

a sub-module, configured to execute the IMSI manage-
ment operation according to the information obtained
by decrypting; and/or

the second sending module comprises:

a sub-module, configured to encrypt information about
the execution result of the IMSI management operation
executed by the management module; and

a sub-module, configured to carry the encrypted informa-
tion and imnformation which 1s used for security authen-
tication 1n the response message, and return the
response message to the user terminal.]

14. A method for supporting multiple IMSIs, comprising;:

sending an international mobile subscriber identity
(IMSI) update command to a smart card supporting
multiple IMSIs;

receiving IMSI update request information veturned by the
smart card;

sending an IMSI update request message, according to the
IMSI update request information, Tfor an IMSI update
operation for [a] #2e smart card to a server, wherein the
IMSI update request message comprises|[:] an IMSI
application request message and/or an IMSI deletion
request message, the IMSI application request message
1s used to apply to the server for a new IMSI, and the
IMSI deletion request message 1s used to cancel a
certain IMSI occupied by the smart card;

recerving a response message that i1s returned by the
server 1n response to the IMSI update request message;
and

transmitting the response message to the smart card[.] so
that the smart card executes the IMSI update operation
for the smart card according to information carried 1n
the response message, wherein [the smart card is a
smart card supporting multiple IMSIs, and] the IMSI
update operation for the smart card comprises: an
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operation of adding a new IMSI i1n the smart card
according to the IMSI application request message
and/or an operation of deleting an occupied IMSI from
the smart card according to the IMSI deletion request
message;

wherein executing the IMSI update operation for the

smart card accorvding to the information carvied in the
response message comprises: performing security
authentication on the vesponse message, and after the
security authentication is passed, decrypting the
response message and executing the IMSI update
operation for the smart cavd accorvding to the decrypted
information.

[15. The method according to claim 14, wherein before
the sending the IMSI update request message to the server,
the method further comprises: sending an international
mobile subscriber identity IMSI update command to the
smart card, and receiving IMSI update request information
returned by the smart card, so as to send the IMSI update
request message to the server according to the IMSI update
request information. ]

[16. The method according to claim 15, wherein the IMSI
update command comprises: an IMSI update command
based on an envelope command, and/or, the IMSI update
request message being sent through a form of an over the air

OTA short message or a form of a bearer independent
protocol.]

17. The method according to claim [15] /4, wherein][:] the
IMSI update request information 1s encrypted, and a user
terminal receives the encrypted IMSI update request infor-
mation and information which 1s used for security authen-
tication[; and/or

the executing the IMSI update operation for the smart

card according to the information carried in the
response message comprises:

performing security authentication on the response mes-

sage, and after the security authentication is passed,
decrypting the response message, and executing the
IMSI update operation for the smart card according to
the decrypted informationl].
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18. The method according to claim 14, wherein informa-
tion for security authentication comprises identity informa-
tion of the smart card.

19. The method according to claim 18, wherein perform-
ing security authentication on the vesponse message com-
prises.

performing security authentication on the response mes-

sage by using server identity information carried in the
response message and the identity information of the
smart cavd.

20. The method according to claim 19, further compris-
Ing:

outputting an execution condition of the IMSI update

operation.

21. The method according to claim 20, further compris-
Ing:

generating the IMSI update command after veceiving

externally inputted second IMSI update veguest infor-
mation.

22. The method according to claim 14, wherein the
response message comprises the new IMSI and authentica-
tion data corvesponding to the new IMSI.

23. The method according to claim 22, wherein the
operation of adding a new IMSI in the smart card com-
prises.

adding the new IMSI and the authentication data in the

smart card.

24. The method according to claim 14, the method further
COmprising:

Judging whether the information obtained after decryp-

tion is complete and valid.

25. The method according to claim 14, wherein the smart
card is fixed in a user terminal.

26. The method according to claim 14, further compris-
Ing:
displaying notification information of successfully adding
the new IMSI.
27. The method according to claim 14, further compris-
Ing:
receiving an IMSI deletion request message; and

deleting the new IMSI.

G ex x = e



	Front Page
	Drawings
	Specification
	Claims

