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1

DECENTRALIZED MULTI-CHANNEL
DISCOVERY SYSTEM THROUGH A
PLURALITY OF DATA STRUCTURES

Matter enclosed in heavy brackets | ] appears in the
original patent but forms no part of this reissue specifica-
tion; matter printed in italics indicates the additions
made by reissue; a claim printed with strikethrough
indicates that the claim was canceled, disclaimed, or held
invalid by a prior post-patent action or proceeding.

BACKGROUND

Conducting an Internet search based on a search term may
typically generate results that are often unhelpful and unio-
cused. Particularly, when a term 1s submitted for Internet
search, a large number of Internet locations 1s scanned and
browsed to match the submitted search term. Similarly, a
user may generally find many choices and sub-layers for the
many choices.

Google 1s an example of an Internet search engine or a
machine learning algorithm that searches locations or des-
tination sites throughout the Internet that may match the
term to be searched. The destination sites may be stored in
or hosted by Web servers. Using the Google Internet search
engine may vield the destination site results; however, the
resulting destination sites may not guarantee that they are
relevant, desirable, or helptul to the user.

To further narrow searches, the user may navigate numer-
ous destinations before achieving the sought-after objective
of the search. This narrowing of searches, however, may be
costly, time consuming, and worse, the searching may lead
to endless result-navigation on the part of the user.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates an example overview of implementing,
a decentralized consumption system as described herein.

FI1G. 2 1llustrates an example system for implementing the
technology described herein.

FIG. 3 illustrates an example implementation of a decen-
tralized consumption system using a plurality of configured
fuse-nodes as described herein.

FIG. 4 illustrates an example block diagram of imple-
menting a fuse-node as described herein.

FIG. 5 illustrates an exemplary process for creating a
tfuse-node that facilitates delivery of content specific data
during a search or discovery process as described herein.

FIG. 6 illustrates an exemplary process for selection and
retrieval of data i a plurality of created fuse-nodes as
described herein.

FIG. 7 illustrates an exemplary computer system that
implements the processes and techmiques described herein.

DETAILED DESCRIPTION

Described herein are technologies for implementing a
decentralized content consumption system that utilizes a
plurality of fuse-nodes to {facilitate delivery of content
specific data to a user. The plurality of fuse-nodes i1s a
proprietary owned database (or modules) that include rela-
tionship-links to an other fuse-nodes, and/or a particular
channel, media, and/or contents, which further include
social network-friends and social network activities of the
social network-friend, etc.
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In an embodiment, the plurality of fuse-nodes are first
created or mnitially configured by a user-owner. That 1s, the
initial configuration may include: marking of each of the
plurality of fuse-nodes with a corresponding identifier; set-
ting at least one user-selected input variable for a proprietary
social recommendation algorithm to filter the collecting of
data for each of the plurality of fuse-nodes; ranking the
collected data; and configuring a privacy setting of the
plurality of fuse-nodes.

After the configuration of the plurality of fuse-nodes, a
discovery process or a decentralized content consumption
system using the configured plurality of fuse-nodes may be
implemented. For example, an access-request from another
user may be received to access the created plurality of
fuse-nodes. In this example, an access-authorization of the
received access-request 1s determined by the algorithm
based on the configured privacy-setting of the plurality of
fuse-nodes. Thereafter, the collected data 1s browsed and
selected based on the determined access-authorization. The
selected collected data may then be transmitted or supplied
to the requesting user.

In an implementation, the collected data for the plurality
of fuse-nodes may be updated after a particular time period,
or aiter fulfillment of a condition. For example, the collected
data for a particular fuse-node 1s updated and arranged after
cach access to the particular fuse-node by the user. In
another example, the collected data for the fuse-node may be
updated and arranged when a ranked data 1s accessed a
number of times within a specific time duration.

FIG. 1 1llustrates an example scenario 100 showing an
overview ol implementing a decentralized discovery or
content consumption system to provide, for example, con-
tent specific data to one or more users ol fuse-nodes as
described herein. Particularly, the content specific data may
include filtered data that may be stored through a plurality of
fuse-nodes 1n a database. The plurality of fuse-nodes, for
example, may be created through an algorithm, and may be
proprietary owned by the one or more users. As opposed to
Google Search where the Google searching generally gen-
crate results based on key content tags and attributes of the
word(s) to be searched, the filtered data that may be gener-
ated by the plurality of fuse-nodes may be more specific to
user-selected interest, user-selected favorite links, user’s
selected channels, contents, media, and the like.

Scenario 100 shows a first user 102 with a mobile device
104 (e¢.g., cellphone, 1Pad, etc.), a second user 106 with a
(laptop) device 108, a network 110, and a database or data
structure 112 that stores a plurality of fuse-nodes 114 (or
may be interchangeably referred to as modules or fuse-node
dataset).

As an overview of the scenario 100, the first user 102, for
example, may own proprietary rights over a particular
module or fuse-node 114-2. To mitially configure the fuse-
node 114-2, the user 102 may open an app 1n the device 104
and the app may execute an algorithm that facilitates col-
lection of data by the fuse-node 114-2. The collected data,
for example, may be based upon user selected-filtering input
variables for each sub-node in the fuse node 114-2. The
collected data 1s subsequently organized by the algorithm
into different categories, ranking, accessibility, levels, and
attributes as well. The algorithm may further perform
dynamic ranking of the collected data and 1n addition, the
algorithm may configure a privacy setting of the fuse-node
114-2 based upon the user selected-filtering input variables
entered by the user 102. As described herein, the collection
of the data may utilize a proprietary social recommendation
algorithm, meaning the user 102 may configure 1ts own set
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ol user selected-filtering 1input variables to collect and store
the data at the fuse-node 114-2.

After the mitial configuration of the fuse-node 114-2, the
user 102, through the device app, may utilize the fuse-node
114-2 to search specific contents, media, channels, etc. based
upon the collected data. Similarly, another user such as the
user 106 may request access to the fuse-node 114 that 1s
owned by the user 102.

The contents, for example, may include products and
services related to user’s interest as may be pre-defined by
the user selected-filtering input variables during the initial
configuration of the fuse-node 114-2. In this example, search
results for the products and services may have been pre-
stored as collected data at the fuse-node 114-2. When the
products and services are not pre-stored, the search results
may be based from key content tags and attributes that were
mitially pre-defined during the initial configuration of the
fuse-node 114-2.

The media may include user’s favorite music channels,
artists, videos, human-readable data, converted machine-
readable data (1.e., XML), and the like, that may be related
to pre-defined user selected-filtering mput variables during,
the 1itial configuration of the fuse-node 114-2.

The channels may include social networking and other
sites such as Facebook, YouTube, Twitter, Amazon, and the
like. Unlike Facebook, for example, where a content with
most overall “likes” or most number of searches typically
pops out on a Facebook feed, the use of the fuse-node 114-2
by the user 102 may show substantially the content that may
be related to an individual user’s interest, favorites, etc.,
which ultimately result to more of a direct peer-2-peer
communication rather than one-to-many social network
communications. Furthermore, there 1s no time decay when
the fuse-node 114-2 1s accessed by another user (e.g., user
106) because the activities of the user 102 are stored through
the fuse-node 114-2.

Although FIG. 1 shows a limited number of users such as
the users 102 and 106, in reality, the network 110 may
connect multitudes of users (through their devices) to mul-
tiple number of fuse-nodes 114.

The network 110 1s a generic label for remote services
offered over a computer network (e.g., the Internet) that
entrusts a user’s data, software, and/or computation. For
example, the device 104 connects to the device 108 through
the network 110. In this example, the network 110 facilitates
wired or wireless form of communications between the user
device 104 and the other user-device 108.

FIG. 2 illustrates example system 200 for implementing
the technology described herein. The system 200 includes
the computing device 104 (such as a laptop computer), a
network 240, and cloud-based service 250.

As depicted, the computing device 104 includes a
memory 202, one or more processor(s) 204 (or simply a
processor), a fuse-node register 206, a local dataset 208, a
fuse-node customizer 210, a security engine 212, and a
communications unit 214. These functional components
may be separate or some combination of hardware units.
Alternatively, the components may be implemented, at least
in part, 1n soitware and thus be stored in the memory 202 and
executed by the processors 204.

The fuse-node register 206 may facilitate the mnitial con-
figuration and subsequent updating of the user proprietary
owned fuse-node (e.g., fuse-node 114-2) based upon the
user-selected mput variables and/or user-selected updating,
parameters that may have been stored on the fuse-node
114-2. For example, the user 102 opens a device app that
runs an algorithm for the imitial configuration of the fuse-
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node 114-2. The mitial configuration may include: marking
a plurality of fuse-nodes or sub-nodes owned by the user 102
with corresponding i1dentifiers; setting at least one user-
selected 1nput variable or user-selected parameters for col-
lecting data by each of the marked/identified sub-nodes or
the fuse-node 114-2; ranking of the collected data; and
conflguring a privacy setting of the marked and/or 1dentified
plurality of fuse-node or sub-nodes.

To determine the user-selected updating parameters or
user-selected input variables that may have been stored on
the fuse node 114-2, the fuse-node register 206 1s configured
to facilitate downloading of these parameters and user-
selected mput variables from the cloud-based service 250.
Furthermore, the fuse-node register 206 may be configured
to determine user history filter, user-selected trust filter,
user-catalogued content storage, user-content queue, storage
of user content history, collected data history, and the like,
as may be requested by the user 102 during the initial
configuration. In this regard, the fuse-node register 206
facilitates the requesting and downloading of this informa-
tion from the cloud-based service 250.

After the 1mitial configuration by the fuse-node register
206, the local dataset 208 may store the downloaded col-
lected data, user history filter, user-selected trust filter,
user-catalogued content storage, user-content queue, storage
of user content history, and the like, from the cloud-based
service 2350.

In an embodiment, another user e.g., user 106 may request
access to contents of the local dataset 208. In this embodi-
ment, an access-authorization for the access-request 1s first
determined. Furthermore, some of the collected data may be
modified or filtered for access based on the access-authori-
zation of the requesting user 106. Any supplied data or data
modifications to contents in the local dataset 208, for
example, may be communicated and stored to the cloud-
based service 250 in order to update the corresponding
fuse-node 114-2 for subsequent decentralized discovery
process 1.e., for a next user accessing and searching the
fuse-node 114-2.

The user-selected mput variables, for example, may limit
recommended data from social networking sites such as
Facebook, Twitter, YouTube, Amazon, and Instagram. In
this example, the fuse-node 114-2 may collect data that may
be limited to updates from iriends, a particular channel,
media, contents, and the like. The user-selected input vari-
ables may further include fulfillment of a condition prior to
updating of the fuse-node 114-2. For example, the fuse-node
114-2 retains activities within a particular period of a
previous but presently disconnected Facebook-1iriend. In this
example, the fuse-node 114-2 may still be used to view
content and other activities by the disconnected Facebook-
friend (1.e., no time decay).

Reterencing back FIG. 2, the fuse-node customizer 210
may be configured to dynamically arrange categories, rank-
ings, updates, etc. on the collected data based from the
configured privacy setting of the proprietary owned fuse-
node 114-2. Furthermore, the arranging by the fuse-node
customizer 210 may be based upon the user-selected 1nput
variables, and the collected data in response to the user-
selected mput varniables.

Without limiting features of the proprietary owned fuse-
node 114-2, an example graph representation of dynamically
arranged and categorized fuse-node 114-2 1s 1illustrated
below
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Sub-nodes Collected Data Ranking

Sub-node 100 Updates from 37 Priority
Facebook friends

Sub-node 200 YouTube Videos of 4" Priority
XYZ Band

Sub-node 300 Products/Services 1°* Priority
from Selected Sellers

Sub-node 400 Stocks Trending 27d Priority

As shown above, the fuse-node 114-2 may be configured
to have plurality of sub-nodes (or nodes) 100-400. The
collected data for the sub-node 100, for example, may
include updates from Facebook friends and 1s ranked third
with regard to 1ts weight value. Similarly, the sub-node 300
may include products and services from selected sellers and
1s ranked first 1n weight value. In these examples, when the
user 102 1s searching for updates through the fuse-node
114-2, the collected data at sub-node 300 may pop up first
at user’s device before the sub-node 100. In these examples
still, the fuse-node customizer 210 may be configured to
dynamically arrange categories, rankings, etc. of the col-
lected data of the sub-nodes based from: the configured
privacy setting of the user owned fuse-node 114-2; based
from the user-selected mput variables; based from recent
updates; and the like.

With the configured arrangement of categories, rankings,
etc. of the collected data, the fuse-node customizer 210 may
communicate the configured arrangement to the cloud-based
service 250 for storing or updating of the fuse-node 114-2.

As an example of current implementations herein, the
communications unit 214 facilitates transmission of the

contents of the local dataset 208 to the cloud-based service
250 and particularly, for storage to the fuse-node dataset 114.
Furthermore, the communications unit 214 facilitates trans-
mission ol access-request to the cloud-based service 2350,
and 1n response to this request, the communications unit 214
similarly facilitates the receiving of the requested data such
as, the collected data stored on the fuse-node dataset 114.

The security engine 212 1s configured to identily the level
ol access authorization by the individual who logs 1n and/or
the other user (e.g., user 106) who may want to view
activities of the user 102. For example, the collected data
from the sub-node 100 may not be available to the request-
ing user 106. In another example, the requesting user 106 1s
authorized to access the collected data of sub-node 400 and
to this end, the security engine 212 1s configured to facilitate
the access to collected data of sub-node 400 by the request-
ing user 106.

As an example of present implementations herein, the
security engine 212 1s configured to generate the collected
data based, for example, upon the downloaded data stored 1n
the local dataset 208. Furthermore, the security engine 1s
configured to encrypt the generated data that the requesting
user will receirve. That 1s, after the security engine 212
identifies the level of access authorization by the requesting
user, the requested data are encoded in order to avoid
cavesdroppers or hackers. For example, the requesting user
will recerve the report using additional password that allows
the requesting user to view the report for a certain number
ol times.

Although not shown, the computing device 104 also
includes a graphics subsystem, an audio subsystem, and a
user iput subsystem. The graphics subsystem 1s designed to
display, in a user-interface, the selected set of fuse-node
configurations. The user mput subsystem 1s designed to
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receive mput from the end users who view content filtered
by the fuse-node configuration and logs that activity to the
cloud-based service 250.

The network 240 may be a wired and/or wireless network.
It may include the Internet infrastructure and it may be

presented as the so-called “cloud.” The network 240 may
include wired or wireless local area network, a cellular
network, and/or the like. The network 240 links the com-
puting device 104 with one or more network servers or
cloud-based service 250.

The cloud-based service 250 includes a communications
subsystem 2352, a security access assistant 254, a dataset
assistant 256, the fuse-node dataset 114, and the database
112. The cloud-based service 250 need not be part of the
so-called “cloud.” Rather, it may be described as one or
more network servers or more simply as a computing
system.

The communications subsystem 252 facilitates receiving
of data requests and/or updates to the fuse-node dataset 114.
For example, any modifications to contents of the local
dataset 208 are stored to corresponding fuse-node dataset
114 1n the cloud-based service 250. While only one com-
puting device (which 1s computing device 104) 1s shown in
FIG. 2, i reality the communications subsystem 252
receives multitude of data updates and/or requests, for
example, from different users. These data updates may
correspond to different fuse-node datasets 114 1n the data-
base 112.

The security access assistant 254 determines the authen-
ticity of data updates and/or requests so that the contents of
the fuse-node dataset 114 will not be compromised or
exposed to malicious software. For example, the security
access 254 authenticates the authorization level that 1s given
to the requesting user by the computing device 104. In this
example, the data updates and/or data requests will not
compromise the contents of the fuse-node dataset 114.
Although a single fuse-node dataset 114 1s shown in FIG. 2,
multitudes of fuse-node dataset 114 are required for multiple
users that utilizes the decentralized discovery procedure as
described herein.

The dataset assistant 256 responds to requests from the
computing devices to access contents of a particular fuse-
node dataset 114.

FIG. 3 1llustrates an example implementation of a decen-
tralized consumption system using a plurality of configured
fuse-nodes as described herein. The configured plurality of
tuse-nodes 1includes relationship links to particular channels,
media, and contents, etc. The relationship links, for example,
may denote different arrays of relevance for the owner (e.g.,
user 102) of the plurality of fuse-nodes as related to the
channels, media, contents, etc. that are contained and linked-
to within a particular fuse-node. Furthermore, the relation-
ship links and their denotations of relevance between the
owner and the channels, media and contents may be used to
initiate a discovery process for the owner using the fuse-
node configuration as a filter for various content, media,
products and services that the owner may be likely to
consume. Furthermore still, various fuse-node configura-
tions and denotations of relevance may be created for
different categories of subjects, channels, media and content,
etc., creating a plurality of fuse-node configurations of
stored relationships to certain subjects and related media,
content, channels, friends, etc.

For example, as shown in FIG. 3, users 302 and 304
created fuse-nodes 114-2 and 114-4, respectively. Further-
more, the users 302 and 304 previously configured or
presently owns other fuse-nodes as well such as fuse-nodes
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114-6 and 114-8, respectively. Another user 306 may own
fuse-node 114-10, which includes channels 308 and media
310-2 to 310-6. FI1G. 3 turther shows the users 302 and 304
to be connected (e.g., Facebook “ifriend”) together and have
viewed and/or liked media 310-8 and 310-10.

As described herein, the plurality of fuse-nodes 114-2 to
114-10 may provide content specific content data to the
users 302-306. For example, the user 302 may have previ-
ously viewed and/or liked the media content 310-8. In this
example, the viewing and liking of the media content 310-8
may be stored at either the fuse-nodes 114-2 or 114-6, which
are proprictary owned by the user 302.

On the other hand, the user 304 may configure the
tfuse-node 114-4 or 114-8 to request access on stored data at
the fuse-nodes owned by the user 302 and 1n response to
approved request (or authorization) by the user 302, the user
304 may utilize the fuse-node 114-4 or 114-8 to access and
view the actions of the user 302 with regard to the media
310-8. In this regard, the relationship link when the user 304
accesses the actions of the user 302 with regard to the media
310-8 results to more of a peer-to-peer relationship search
rather than one-to-may social network site search results.

FI1G. 3 further shows relationships between the fuse-nodes
114 and as described herein, the viewing of the channels 308
and/or the media 310 may depend upon the configuration of
cach fuse-node 114.

FIG. 4 1llustrates an example block diagram of imple-
menting a fuse-node as described herein. For example, FIG.
4 illustrates a parallel implementation of two fuse-nodes
114-2 and 114-4 during the decentralized discovery as
described herein. In this example, each of the two fuse-
nodes 114-2 and 114-4 1s presumed to be owned by diflerent
users.

As shown, the fuse-node 114-2 may support a social
network 400 such as, for example, Facebook. Accordingly,
in this example, an intake social network connection 402-2
may be configured to receive data from the social network
400; a user-selected social trust filter 404-2 may be precon-
figured by the user (e.g., user 302) for screening data related
to user’s interest, likes, etc. of the received data from the
social network 400; an optional interchangeable user-se-
lected filter 406-2 may be pre-configured by the user 302 for
turther filtering of data received from the user-selected trust
filter 404-2; a user history filter 408-2 may be used by the
algorithm as basis for ranking collected and filtered data; an
optional interchangeable ranking method 10-2 may be con-
figured as basis for dynamic ranking of data as described 1n
FIG. 2 above; a user content queue 412-2 may be configured
to arrange ranking of collected data; and a user-discovery/
input 414-2 may be configured to supply a recommendation
416-2 to the fuse-node 114-4, which 1s owned and operated
by another user (e.g., user 304). Furthermore, FIG. 2 shows
content storage 418-2 that may supply crowd-sourced con-
tent classification to variable filter and ranking method
420-2 and fed back to the optional interchangeable user-
selected filter 406-2.

As described herein, the recommendation 416-2 may
depend upon level of access-authorization of the fuse-node
114-4.

With regard to operations of the fuse-node 114-4, the steps
described above may similarly apply. That 1s, the fuse-node
114-2 may support the social network 400 such as, for
example, Facebook. Accordingly, in this example, an intake
social network connection 402-4 may be configured to
receive data from the social network 400; a user-selected
social trust filter 404-4 may be pre-configured by the user
(e.g., user 304) for screening data related to user’s interest,
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likes, etc. of the received data from the social network 400;
an optional interchangeable user-selected filter 406-4 may
be pre-configured by the user 304 for further filtering of data
recelved from the user-selected trust filter 404-2; etc.

FIG. 5 shows an example process flowchart 500 1llustrat-
ing an example method for creating a plurality of fuse-nodes
that facilitates delivery of specific content data during a
search or discovery process. The order 1n which the method
1s described 1s not intended to be construed as a limitation,
and any number of the described method blocks may be
combined in any order to implement the method, or alternate
method. Additionally, individual blocks may be deleted from
the method without departing from the spirit and scope of
the subject matter described herein. Furthermore, the
method may be implemented in any suitable hardware,
software, firmware, or a combination thereof, without
departing from the scope of the mvention.

At block 502, marking each of a plurality of fuse-nodes
with a corresponding identifier 1s performed. For example,
the plurality of fuse-nodes i1s created and identified by
corresponding identifiers such as fuse-nodes 114-2, 114-4,
ctc. In another example, each fuse-node may include sub-

nodes marked as sub-nodes 100, 200, etc. In these examples,
a user (e.g., user 102) may exercise proprietary rights over
at least one (e.g., fuse node 114-2) of the created plurality of
fuse-nodes 114. Furthermore, the fuse-node register 206
may facilitate the marking may of each fuse-node 114,
which may form a hosted database (e.g., fuse-node dataset
114) that may be accessible, for example, through a network
connection (e.g., network 110). The accessibility of the
fuse-node dataset 114, however, may depend upon a verified
access-authorization of a requesting user or device.

At block 504, setting at least one user-selected nput
variable for an algorithm to collect data for the created
fuse-node 1s performed. For example, the fuse-node register
206 may be configured to receive at least one user or
channel-selected input variable that may define the collect-
ing of data for the fuse-node dataset 114. In this example, the
algorithm that may control flow of data into the fuse-node
dataset 114.

For example, one of plurality of user-selected input vari-
ables includes a particular user-selected social trust filter
setting that accepts and/or filters recommendations from
particular group members of a social network site such as
Facebook. The particular group members, 1n this example,
may be a user-selected close friends who share the same
interest 1n uploading classical music. In this regard, when
the user 102 performs a classical music search through the
fuse-node 114-2, for example, the user-selected social trust
filter may generate results from user-selected Facebook
friends or channels.

In another example, the user-selected mput variable may
include link(s) of a user’s social networking site, activities
performed by the user 102 on the social networking site,
activities of user’s social network-friend(s) on the social
networking site, fuse-nodes created by the user’s social
network-friend(s), contents of other fuse-nodes previously
created by the user, and the like.

At block 506, dynamic ranking of the collected data 1s
performed. For example, during the 1nitial configuration of
the fuse-nodes 114, the fuse-node register 206 1s configured
to perform the algorithm that defines a corresponding weight
value for each collected data stored 1n the local dataset 208
or the fuse-node dataset 114. In this example, the corre-
sponding weight value may be diferent for contents, chan-
nels, and fuse-nodes.
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As an embodiment, the algorithm may define a certain
weight value to data stored in the sub-node of the fuse-node
114. In this embodiment, the certain weight value may
turther qualily contents, channels, and other data of the
sub-node. Furthermore, the fuse-node customizer 210 may
be configured to dynamically arrange collected data stored
in the local dataset 208 based upon ranking, updates, and
categories, or completely randomly using a randomizer
algorithm.

At block 508, configuring a privacy setting of the created
tuse-node 1s performed. For example, after the ranking of
the collected data 1n block 506, the plurality of sub-nodes (or
fuse-nodes) are configured to have a particular privacy
setting such as, but not limited to, the time, mode, or manner
that collected data will be available to another fuse-node,
another user, another website, social networking site, and the
like.

FIG. 6 shows an example process flowchart 600 1llustrat-
ing an example method for selection and retrieval of data
from a plurality of created sub-nodes or fuse-nodes. The
order 1n which the method 1s described 1s not intended to be
construed as a limitation, and any number of the described
method blocks may be combined 1n any order to implement
the method, or alternate method. Additionally, imndividual
blocks may be deleted from the method without departing,
from the spirit and scope of the subject matter described
herein. Furthermore, the method may be implemented 1n any
suitable hardware, software, firmware, or a combination
thereot, without departing from the scope of the imnvention.

At block 602, receiving an access-request to at least one
of a plurality of created fuse-node 1s performed. For
example, the request 1s coming from a social network site
such as Facebook or Twitter. In this example, the request 1s
coming from a social network-friend (e.g., user 106) of the
user/owner (e.g., user 102) of the created fuse-node 114-2.

At block 604, determining an access-authorization of the
received access-request 1s performed. For example, the
sub-node 100 of the fuse-node 114-2 may be accessed only
by Facebook “friends” of the user 102. In this example, other
sub-nodes of the fuse-node 114-2 are not accessible to the
Facebook “Iriends™ of the user 102. Accordingly, the secu-
rity engine 212 may be configured to identify the level of
access authorization by the other user (e.g., user 106) who
may want to access the sub-node 100.

At block 606, browsing and selecting collected data of the
plurality of fuse-nodes based on the determined access-
authorization 1s performed. For example, the requesting user

1s authorized to access sub-node 100 1n the example above.
Furthermore, the requesting user 1s interested 1n accessing
latest data from the sub-node 100. In this regard, the stored
data from the local dataset 208 i1s browsed and selected
based on the determined access-authorization of the request-
Ing user.

At block 608, supplying the browsed collected data 1s
performed. For example, the updates at sub-node 100 of the
tfuse-node 114-2 1s supplied as collected data to the request-
Ing user.

The approaches and systems described herein may be
deployed 1n part or 1n whole through a machine that executes
computer software, program codes, and/or instructions on
one or more processors contained in the client devices
and/or the server or servers associated with the web-based
storage system.

Implementations of the disclosure may include a method
on a machine, a system or apparatus as part of or 1n relation
to the machine, or a computer program product embodied in
a computer readable medium executing on one or more of
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the machines. The one or more processors may be part of a
server, client, network infrastructure, mobile computing
platform, stationary computing platform, or other computing
platiorm.

A processor may be any kind of computational or pro-
cessing device capable of executing program instructions,
codes, binary instructions and the like. The processor may
include memory that stores methods, codes, istructions and
programs as described herein and elsewhere. The processor
may access a storage medium through an interface that may
store methods, codes, and instructions as described herein
and elsewhere. The storage medium associated with the
processor for storing methods, programs, codes, program
instructions or other type of instructions capable of being
executed by the computing or processing device may
include but may not be limited to one or more of a CD-
ROM, DVD, memory, hard disk, flash drive, RAM, ROM,
cache and the like.

FIG. 7 1s a block diagram illustrating an exemplary
computer system 700 with which the decentralized discov-
ery system through a plurality of fuse-nodes of FIG. 1 may
implement the scenario of implementing call to action
modules of FIG. 2 and the process of FIGS. 5-6. In certain
aspects, the computer system 700 may be implemented
using hardware or a combination of software and hardware,
either 1n a dedicated server, or integrated into another entity,
or distributed across multiple entities.

Computer system 700 includes a bus 708 or other com-
munication mechanism for communicating information, and
a processor 702 coupled with bus 708 for processing infor-
mation. By way of example, the computer system 700 may
be implemented with one or more processors 702.

Computer system 700 can include, 1n addition to hard-
ware, code that creates an execution environment for the
computer program in question, e.g., code that constitutes
processor firmware, a protocol stack, a database manage-
ment system, an operating system, or a combination of one
or more of them stored 1n an included memory 704, such as
a Random Access Memory (RAM), a flash memory, a Read
Only Memory (ROM), a Programmable Read-Only Memory
(PROM), an Erasable PROM (EPROM), registers, a hard
disk, a removable disk, a CD-ROM, a DVD, or any other
suitable storage device, coupled to bus 708 for storing
information and instructions to be executed by processor
702. The processor 702 and the memory 704 can be supple-
mented by, or incorporated in, logic circuitry.

The methods and systems described herein may be
deployed 1n part or in whole through a machine that executes
computer soltware on a server, client, firewall, gateway, hub,
router, or other such computer and/or networking hardware.
The software program may be associated with a server that
may include a file server, print server, domain server,
internet server, intranet server and other variants such as
secondary server, host server, distributed server and the like.
The server may include one or more of memories, proces-
sors, computer readable media, storage media, ports (physi-
cal and virtual), communication devices, and interfaces
capable of accessing other servers, clients, machines, and
devices through a wired or a wireless medium, and the like.
The methods, programs or codes as described herein and
clsewhere may be executed by the server. In addition, other
devices required for execution of methods as described 1n
this application may be considered as a part of the inira-
structure associated with the server.

The server may provide an interface to other devices
including, without limitation, clients, other servers, printers,
database servers, print servers, file servers, communication
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servers, distributed servers and the like. Additionally, this
coupling and/or connection may facilitate remote execution
of programs across the network. The networking of some or
all of these devices may facilitate parallel processing of a
program or method at one or more location without deviat-
ing from the scope of the disclosed subject matter. In
addition, any of the devices attached to the server through an
interface may include at least one storage medium capable
of storing methods, programs, code and/or instructions. A
central repository may provide program instructions to be
executed on different devices. In this implementation, the
remote repository may act as a storage medium for program
code, mstructions, and programs.

The methods and systems described herein may be
deployed 1n part or in whole through network infrastruc-
tures. The network infrastructure may include elements such
as computing devices, servers, routers, hubs, firewalls, cli-
ents, personal computers, communication devices, routing
devices and other active and passive devices, modules
and/or components as known in the art. The computing
and/or non-computing device(s) associated with the network
infrastructure may include, apart from other components, a
storage medium such as tflash memory, bufler, stack, RAM,
ROM and the like. The processes, methods, program codes,
instructions described herein and elsewhere may be
executed by one or more of the network infrastructural
clements.

The computer software, program codes, and/or 1nstruc-
tions may be stored and/or accessed on machine readable
media that may include: computer components, devices, and
recording media that retain digital data used for computing
for some 1nterval of time; semiconductor storage known as
random access memory (RANI); mass storage typically for
more permanent storage, such as optical discs, forms of
magnetic storage like hard disks, tapes, drums, cards and
other types; processor registers, cache memory, volatile
memory, non-volatile memory; optical storage such as CD,
DVD; removable media such as flash memory (e.g. USB
sticks or keys), floppy disks, magnetic tape, paper tape,
punch cards, standalone RANI disks, Zip drives, removable
mass storage, ofi-line, and the like; other computer memory
such as dynamic memory, static memory, read/write storage,
mutable storage, read only, random access, sequential
access, location addressable, file addressable, content
addressable, network attached storage, storage area network,
bar codes, magnetic ik, and the like.

The elements described and depicted herein, including in
flow charts and block diagrams throughout the figures,
imply logical boundaries between the elements. However,
according to software or hardware engineering practices, the
depicted elements and the functions thereof may be 1mple-
mented on machines through non-transitory computer
executable media having a processor capable of executing
program 1instructions stored thereon as a monolithic software
structure, as standalone software modules, or as modules
that employ external routines, code, services, and so forth, or
any combination of these, and all such implementations may
be within the scope of the present disclosure.

Thus, while the foregoing drawings and descriptions set
forth functional aspects of the disclosed systems, no par-
ticular arrangement of software for implementing these
functional aspects should be inferred from these descriptions
unless explicitly stated or otherwise clear from the context.
Similarly, 1t will be appreciated that the various techmques
identified and described above may be varied, and that the
order of techniques may be adapted to particular applica-
tions of the techmques disclosed herein. All such variations
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and modifications are intended to fall within the scope of this
disclosure. As such, the depiction and/or description of an
order for various techniques should not be understood to
require a particular order of execution for those techniques,
unless required by a particular application, or explicitly
stated or otherwise clear from the context.

The methods and/or processes described above, and tech-
niques thereol, may be realized 1n hardware, or any combi-
nation of hardware and software suitable for a particular
application. The hardware may include a general purpose
computer and/or dedicated computing device or specific
computing device or particular aspect or component of a
specific computing device. The processes may be realized 1n
one or more microprocessors, microcontrollers, embedded
microcontrollers, programmable digital signal processors or
other programmable device, along with internal and/or
external memory. The processes may also, or instead, be
embodied 1n an application specific integrated circuit, a
programmable gate array, programmable array logic, or any
other device or combination of devices that may be config-
ured to process electronic signals. It will further be appre-
ciated that one or more of the processes may be realized as
a computer executable code capable of being executed on a
machine readable medium.

The structions may be stored in the memory 704 and
implemented 1n one or more computer program products,
1.€., one or more modules of computer program instructions
encoded on a computer readable medium for execution by,
or to control the operation of, the service 100, and according
to any method well known to those of skill in the art,
including, but not limited to, computer languages such as
data-oriented languages (e.g., SQL, dBase), system lan-
guages (e.g., C, Objective-C, C++, Assembly), architectural
languages (e.g., Java, .NET), and application languages
(e.g., PHP, Ruby, Perl, Python).

A computer program as discussed herein does not neces-
sarily correspond to a file 1n a file system. A program can be
stored 1n a portion of a file that holds other programs or data
(e.g., one or more scripts stored in a markup language
document), in a single file dedicated to the program in
question, or 1n multiple coordinated files (e.g., files that store
one or more modules, subprograms, or portions of code). A
computer program can be deployed to be executed on one
computer or on multiple computers that are located at one
site or distributed across multiple sites and interconnected
by a communication network. The processes and logic flows
described in this specification can be performed by one or
more programmable processors executing one or more com-
puter programs to perform functions by operating on input
data and generating output.

Computer system 700 further includes a data storage
device 706 such as a magnetic disk or optical disk, coupled
to bus 708 for storing information and instructions. Com-
puter system 700 may be coupled via an input/output
module 710 to various devices. The mput/output module 710
can be any mnput/output module. Example input/output mod-
ules 710 include data ports such as USB ports. The input/
output module 710 1s configured to connect to a communi-
cations module 712. Example communications modules 712
include networking interface cards, such as Ethernet cards
and modems. In certain aspects, the mnput/output module 710
1s configured to connect to a plurality of devices, such as an
input device 714 and/or an output device 716. Example input
devices 714 include a keyboard and a pointing device, e.g.,
a mouse or a trackball, by which a user can provide 1nput to
the computer system 700. Other kinds of mput devices 714
can be used to provide for interaction with a user as well,
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such as a tactile mput device, visual mput device, audio
input device, or bramn-computer interface device. For
example, feedback provided to the user can be any form of
sensory feedback, e.g., visual feedback, auditory feedback,
or tactile feedback; and mput from the user can be received
in any form, including acoustic, speech, tactile, or brain

wave mput. Example output devices 716 include display
devices, such as a CRT (cathode ray tube) or LCD (liquid
crystal display) monitor, for displaying information to the
user.

According to one aspect of the present disclosure, the
system for associating a file type with an application as
shown 1 FIGS. 1-2, can be implemented using a computer
system 700 in response to processor 702 executing one or
more sequences of one or more instructions contained in
memory 704. Such instructions may be read into memory
704 {from another machine-readable medium, such as data
storage device 706. Execution of the sequences of instruc-
tions contained 1n main memory 704 causes processor 702
to perform the processes described herein. One or more
processors 1n a multi-processing arrangement may also be
employed to execute the sequences of instructions contained
in memory 704. In alternative aspects, hard-wired circuitry
may be used in place of or 1n combination with software
instructions to implement various aspects ol the present
disclosure. Thus, aspects of the present disclosure are not
limited to any specific combination of hardware circuitry
and software.

Various aspects ol the subject matter described in this
specification can be implemented in a computing system that
includes a back end component, ¢.g., as a data server, or that
includes a middleware component, e.g., an application
server, or that includes a front end component, e.g., a client
computer having a graphical user interface or a Web browser
through which a user can interact with an implementation of
the subject matter described in this specification, or any
combination of one or more such back end, middleware, or
front end components. The components of the system can be
interconnected by any form or medium of digital data
communication, €.g., a communication network. The com-
munication network can include, for example, any one or
more of a personal area network (PAN), a local area network
(LAN), a campus area network (CAN), a metropolitan area
network (MAN), a wide area network (WAN), a broadband
network (BBN), the Internet, and the like. Further, the
communication networks can include, but are not limited to,
for example, any one or more of the following network
topologies, including a bus network, a star network, a ring
network, a mesh network, a star-bus network, tree or hier-
archical network, or the like. The communications modules
can be, for example, modems or Ethernet cards.

As discussed above, computing system 700 can include
clients and servers. A client and server are generally remote
from each other and typically interact through a communi-
cation network. The relationship of client and server arises
by virtue of computer programs running on the respective
computers and having a client-server relationship to each
other. Computer system 700 can be, for example, and
without limitation, an enterprise server or group of servers,
one or more desktop computers, one or more laptop com-
puters, etc. Computer system 700 can also be embedded in
another device, for example, and without limitation, a
mobile telephone, a personal digital assistant (PDA), a
mobile audio player, a Global Positioming System (GPS)
receiver, a video game console, and/or a television set top
box.
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The term “machine-readable storage medium” or “com-
puter readable medium™ as used herein refers to any medium
or media that participates 1n providing instructions to pro-
cessor 702 for execution. Such a medium may take many
forms, including, but not limited to, non-volatile media,
volatile media, and transmission media. Non-volatile media
include, for example, optical or magnetic disks, such as data
storage device 706. Volatile media include dynamic
memory, such as memory 704. Transmission media include
coaxial cables, copper wire, and fiber optics, including the
wires that comprise bus 708. Common forms of machine-
readable media include, for example, tloppy disk, a flexible
disk, hard disk, magnetic tape, any other magnetic medium,
a CD-ROM, DVD, any other optical medium, punch cards,
paper tape, any other physical medium with patterns of
holes, a RAM, a PROM, an EPROM, a FLASH EPROM,
any other memory chip or cartridge, or any other medium
from which a computer can read. The machine-readable
storage medium can be a machine-readable storage device,
a machine-readable storage substrate, a memory device, a
composition of matter effecting a machine-readable propa-
gated signal, or a combination of one or more of them.

While this specification contains many specifics, these
should not be construed as limitations on the scope of what
may be claimed, but rather as descriptions of particular
implementations of the subject matter. Certain features that
are described 1n this specification in the context of separate
implementations can also be implemented 1n combination 1n
a single implementation. Conversely, various features that
are described 1n the context of a single implementation can
also be implemented 1n multiple implementations separately
or 1 any suitable subcombination. Moreover, although
features may be described above as acting 1n certain com-
binations and even imtially claimed as such, one or more
features from a claimed combination can in some cases be
excised from the combination, and the claimed combination
may be directed to a subcombination or variation of a
subcombination.

While operations are depicted in the drawings 1n a par-
ticular order, this should not be understood as requiring that
such operations be performed 1n the particular order shown
or 1n sequential order, or that all illustrated operations be
performed, to achieve desirable results. In certain circum-
stances, multitasking and parallel processing may be advan-
tageous. Moreover, the separation of various system com-
ponents 1 the aspects described above should not be
understood as requiring such separation 1n all aspects, and 1t
should be understood that the described program compo-
nents and systems can generally be integrated together 1n a
single software product or packaged into multiple software
products.

The subject matter of this specification has been described
in terms ol particular aspects, but other aspects can be
implemented and are within the scope of the following
claims. For example, the actions recited in the claims can be
performed in a diflerent order and still achieve desirable
results. As one example, the processes depicted in the
accompanying figures do not necessarily require the par-
ticular order shown, or sequential order, to achieve desirable
results. In certain implementations, multitasking and parallel
processing may be advantageous. Other varnations are
within the scope of the following claims.

In the claims appended herein, the inventors mvoke 35
U.S.C. § 112, paragraph 6 only when the words “means for”
or “steps for” are used 1n the claim. If such words are not
used 1n a claim, then the inventors do not intend for the claim
to be construed to cover the corresponding structure, mate-
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rial, or acts described herein (and equivalents thereof) in
accordance with 35 U.S.C. § 112, para. 6.
What 1s claimed 1s:
1. A method implemented on one or more computing
devices to populate a database comprising:
initially configuring a plurality of fuse-nodes by a cus-
tomizer that receives input variables and arranges one
or more of categories, rankings, updates as to collected
data from fuse-nodes, wherein a fuse-node includes
relationship links to particular channels, media, and
content, and denote different arrays of relevance to a
user, wherein the 1mtially configuring includes: mark-
ing each of the plurality of fuse-nodes with a corre-
sponding identifier;
setting at least one user-selected input variable, or content
source, for a proprietary social recommendation algo-
rithm to receive from and filter data for each of the
plurality of fuse-nodes, wherein the algorithm 1s
directed to a discovery process that 1s a request to show
content from a collection of sources that are organized
by [fuse node] fise-node;
ranking the collected data;
configuring a privacy setting of the plurality of [fuse
nodes] fuse-nodes, wherein the privacy setting includes

a different permission model for each of the plurality of

fuse-nodes; and

forming a user-selected trust filter;

storing the collected data based upon the 1mitial configu-

ration of the plurality of fuse-nodes;

receiving an access-request to a plurality of fuse-nodes;

determining an access-authorization of the received

access-request based on a configured [privacy-setting}
privacy setting of the plurality of fuse-nodes, wherein
the access-request 1s received from a social networking
site, and determining access level authorization of a
requesting user;

selecting collected data of the plurality of fuse-nodes

based on the determined access-authorization; and
supplying and encrypting the selected collected data to the
requesting user.

2. The method of claim 1, wherein each [data structure]
fuse-node 1n the plurality of fuse-nodes 1s a proprietary
owned database, wherein the fuse-nodes include links to
other fuse-nodes, channels, media, and contents, which
turther include social network-friends and social network
activities of the social network-iriends.

3. The method of claim 1, wherein the algorithm uses the
user-selected [social] trust filter that limits recommended
data from a social networking site, which 1s selected from a
group ol social media sources.

4. The method of claim 1, wherein the ranking of the
collected data includes an assignment of a corresponding
weilght value to a sub-node, a channel, or a content of each
of the plurality of fuse-nodes.

5. The method of claim 1, wherein the algorithm dynami-
cally updates ranking of the collected data based on a
user-selected time period.

6. The method of claim 1, wherein the algorithm dynami-
cally [updating of] updates the collected data based on a
tulfilment of a condition.

7. A computing device comprising:

one or more processors; and

memory accessed by the one or more processors, the

memory further comprises:

a luse-node register configured to facilitate initial con-

figuration of a plurality of fuse-nodes, wherein the
initial configuration 1s by a customizer that receives
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input variables and arranges one or more of categories,
rankings, updates as to collected data from fuse-nodes
wherein a fuse-node includes relationship links to par-
ticular channels, media, and content, and denote dif-
ferent arrays of relevance to a user, wherein the com-
puting device receives an access request to the plurality
of Tuse-nodes, wherein access request 1s recerved from
a social networking site, determination 1s made as to the
received access-request based on a configured [pri-
vacy-setting] privacy setting that includes a different
permission model for each of the plurality of fuse-
nodes and access level authorization of the user; selec-
tion 1s made as to collected data of the plurality of
fuse-nodes based on the determined access-authoriza-
tion, and supplying and encrypting the collected data to
the user; and

supplying the selected collected data to a requesting user;

wherein the plurality of fuse-nodes [is] are created by a

local dataset that stores collected data based upon the
initial configuration of the plurality of fuse-nodes; and

a fuse-node customizer configured to arrange the stored

collected data, wherein the initial configuration [com-
prise] comprises:

marking each of the plurality of fuse-nodes with a corre-

sponding 1dentifier;

setting at least one user-selected mput variable for a

proprictary social recommendation algorithm to
receive from and filter data for each of the plurality of
fuse-nodes, wherein the algorithm 1s directed to a
discovery process that 1s a request to show content from
a collection of sources that are organized by [fuse node]
fuse-node; and

configuring the privacy setting of the plurality of fuse-

nodes.

8. The computing device of claim 7, wherein each fuse-
node in the plurality of fuse-nodes 1s a proprietary owned
database that include links to other fuse-nodes, channels,
media, and contents, which further include social network-
friends and social network activities of the social network-
friends.

9. The computing device of claim 7, wherein the nitial
configuration further comprises:

ranking the collected data.

10. The computing device of claim 7, wherein the algo-
rithm uses a user-selected social trust filter that limits
recommended data from a social networking site, which 1s
selected from a group of social media sources.

11. The computing device of claim [7] 9, wherein the
ranking of the collected data includes an assignment of a
corresponding weight value to a channel and a content of
cach of the plurality of fuse-nodes.

12. The computing device of claam 7, wherein the fuse-
node customizer 1s further configured to dynamically update
ranking of the collected data based on a user-selected time
period.

13. The computing device of claim 7, wherein the algo-
rithm updates ranking of the collected data based on a
tulfilment of a condition.

14. A non-transitory computer readable medium that
comprises program instructions that causes a computer to
perform the method comprising:

imitially configuring a plurality of fuse-nodes by a cus-

tomizer that receives mput variables that arranges one
or more of categories, rankings, updates as to collected
data from fuse-nodes, wherein a fuse-node includes
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relationship links to particular channels, media, and
content, and denote different arrays of relevance to a
user;

storing collected data based upon the initial configuration
of the plurality of fuse-nodes;

receiving an [access-request] access request to a plurality
of fuse-nodes, wherein th2e access request 1s received
from a social networking site;

determining an access-authorization of the receirved
[access-request] access request based on a configured
[privacy-setting] privacy setting of the plurality of
fuse-nodes, wherein the [privacy-setting] privacy set-
ting 1ncludes a diflerent permission model for each of
the plurality of fuse-nodes, and determiming access
level authorization of a requesting user;

selecting collected data of the plurality of fuse-nodes
based on the determined access-authorization; and

supplying and encrypting the selected collected data to the
requesting user, wherein the fuse-nodes are created by:

marking each of the plurality of fuse-nodes with a corre-
sponding 1dentifier;

setting at least one user-selected mmput variable for a
proprictary social recommendation algorithm to
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receive from and filter data for each of the plurality of
[fuse nodes] fuse-nodes, wherein the algorithm is
directed to a discovery process that 1s a request to show
content from a collection of sources that are organized
by [fuse node] fise-node; and

configuring the privacy setting of the plurality of fuse-

nodes.

15. The non-transitory computer readable medium of
claim 14, wherein each [data structure] fuse node in the
plurality of fuse-nodes 1s a proprietary owned database that
include links to other fuse-nodes, channels, media, and
contents, which further include social network-iriends and
social network activities of the social network-iriends.

16. The non-transitory computer readable medium of
claim 14, wherein creating the plurality of fuse-nodes further
COmprises

ranking the collected data.

17. The non-transitory computer readable medium of
claim 15, wherein the algorithm uses a user-selected social
trust filter that limits recommended data from a social
networking site, which 1s selected from a group of social
media sources.
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