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(57) ABSTRACT

An application for mobile devices that enables a server
device to control multiple client devices with numerous
features and capabilities relevant to both server and client
devices, such as learning gamification and safety controls.
Running on popular operating systems, this application 1s
compatible with other mobile applications and provides a
mechanism for the server device to override internal controls
on one or more client devices with ability to configure access
controls based on gamification features using parameters
that include but not limited to applications, programs, goals,
and rewards. This application includes safety and security
control features that enables the server device to remotely
monitor and control one or more client devices.

5> Claims, 9 Drawing Sheets

Examples of User Scenarios for Learning Gamification and

Safety Control Application
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Examples of User Scenarios for Learning Gamification and
Safety Control Application

~
g

-
e

Server Device Client Device
Users 1092 Users 1004

\
:
|
|
|
I
Employer or |
Manager 1204

Employees or
Contractor

Contributors or
_ Volunteers 1410

Organization
leader 1206

Teacher or Students or

\-_——:_-_--_-‘_“-l-“““ﬂ“““uﬂ#ﬂm“““““““““m“u“

ki A AR AR R E 3 - EE N B ]
A T A TR T e - AR P S T A A T dphiels el SRR e AN N RN

#mm“—n““““mmm“mn_“-m“_“m“"m#“ﬂh“ﬂ-m““m““

Instructor 1208 Trainees 1218
Examiner 1210 | | , 1220
\ /1 ‘\ /’

FIG. 3



US RE48,897 L

Sheet 4 of 9

Jan. 18, 2022

U.S. Patent

'$3ss92%0x

uoqdwapas pue buyas (eod L 32U

1ad aunjesy buoas Suied e spnpul pue pauyap
-13SN ase sprema X ‘uonelidx3 pue ‘@usundd)
53d Jiua ‘21035 10 [3A37 ‘uoieIng apnjoul sjysuag
'Siauag 2JOW JO U0 0} pajeIdosse ‘aduUdAUNID0
19d s)u0d pue (pauyap Jasn) JYJ0 ‘aunesd o
uogeliddy ue Buisssooe ¢} pajiual jou Inq apnjow
1EY} Syauag J0W JO U0 O} pREISOSSE S)nsey

aIOW JO U0 3PN|IUI SPIEMAY SBUBLUNIID
JO JaqUINN pue ‘s2J00S ‘suogen( sywn

O} payiug Jou Inq apnjoul suolejdadx3 “(1asn

ay} Aq pauyap) 1ayj0 pue ‘suribold ‘suogediddy
‘s)Se | apNn|oul JuswRIINbaY ‘spiemoy

QI0tU JO SUO Ul Jnsal [pm Jey) suoneidadxg asouw

10 U0 0} P3JRIO0SSE SJUaWRINDb3aY AUoW JO JUO
apNjoul S[e05) ‘SPIEMAY pue sjeos) dnjas Aew Jas|)

uondunsaQ

;

_ I _
_ | 1} aquainoag |
| | “ 1| 10d swiod X “

_
_ | | |
| 1| 8ET) " otcl “
_ " wieing | o0 |
| | | _

—rt |

| & | @@
] ucnendxy _ weiboid |
_ | _ |

_ _ _
11} 0E¢l |l _

| 83L31NNQ |, anjea4 10 ||
_ _ ! uoiieaddy |,
) | _ _
|
| _deueg | | jnsey
_ 310] SPEMaY

vell

9ccl

§39U24INX0 Q0

10 #

Sh0i
18410

uofjein(

¢L0l

81098
10

|

|

|

|

|

|

|

|

|

E S —
" 9t0l
|

|

,

|

|

|

|

| ¢201
|

744)

a—

NV3oO0dd zo_._.<o_...=E<o ONINYdV3

8hot 9o0Ud1INO220 dUQD



US RE48,897 L

Sheet 5 of 9

Jan. 18, 2022

U.S. Patent

| PINOYR UB 0] $53008 SINOY O] 195 A wapnis ayt ‘ prema ,. w
ey 129bud ayi s wod 0) Japio W YOe3 SInoy jey € pue _ . A
u
“

‘1eob uual-buoy e premo syoam ¢ ulandxa eyl suod
g pue ‘006S o dn ywa busddoys ‘wsnw o sinoy ¢ ‘saweb
01 $532e samuru of 1D g pesb ay) ‘emal e sy 03PN
£ UDIEM DUE ‘1NOY UB 10} SEEI dn-mo0] 3B 'sanui
0f 01dn 10§ UL | 3y DUIsN SAWNS3I ge LB 'IIN0Y O/
1583 12 40y sdde yoieas qof aiow Jo au0 $Sa30e 01 $HPIJY
pesb w1 ‘Aep yoea gof e syeas pesd abagor wara y

20D uua)-Duoy) e pEMO SIB3A ¢ 1 a3 1B
wi0d ¢ pUB ‘Yow Xau ayl unjiva uonedea e ‘reuod 1uabel

Y} 01 553008 sywow g 6 1m aalodwa ay ‘premal e sy !
'310059%,08 1SE3| 1B YW wexa ue ssed pue 'Yoes sinoy g . E _
,, | by
01 dn 10} SUOISS3S G pudne wnw afodwe ayt “weibad ,I_ |
Bussesi e 219102 0) Spaau aauril 10 sakadus uy W .
120D LW3TDUO] R IBMO)
su0d G PUB ‘SINOY 2| IX3U By} LA Yoeus e ‘uoneoydde

T epwexy

SUO JOL SAUM OF ¥ 12 NIOM IS PN 1S 3] "pul-yuow _Hm
®© anp poid e o aedaid pue Apnis 03 SpedU WIPNIS Y .HZ‘
$

Ody |
'saweb 0} ssa00e 1noy Jiey $130 P Yl ‘prems! ' sownumy o “ *E"
, .

B SY "1hOY UE UBY) SI0W 10} YOO Ue peal s pipy

i e

‘853706 PANUIS3IUN j0 1oy ey 9D salopws ay ‘piemd) |

b ral
SHAAX O 1 + E&%% 5_

sy ‘buseawinoy ue puale snw axfodwe 20nas pRy Y |

‘YY¥eay 19194 10} 120D SIEBA MAN B pNBMO) _
sunod ¢ pue yoeus e 1ab Aayr ‘sasoiaxe vosiad smpowe |
yde3 ‘GNP Yreay 2y} 1B swianwa ayl asmu o Huwasy |

SARYA INOY SU0 10y as1uaxa 01 eod Agep e s uosd v |

PuaRg o HB¥,  rploumndd, LD
uogdinseQ %201 9107 SPEMY  BZ0) Z20v  7i0r SEOD

SITdAVXI AVHOOUd NOILVIIJIAVO ONINAVI



US RE48,897 L

Sheet 6 of 9

Jan. 18, 2022

U.S. Patent

9 'O
S w0 E———

0971 Ly, veyj sajeass < uolesdx3 L, Uey) JBIBaIS) <
8GZ1 0C7]  OHenba uoiieing 0CZ] O fenba

10 UBY] J8]E3I0) 2 10 UBY) JOJRaL9) 2
w:w.m.m » 3iqejieAY she(] o
o ab71 ojenby= 8bCl ojjenb3=
= 874!

[74] 0} jenba

b7l  O}jjenba
gpcl giewn dx3  Nd 10 UBY) 6597 5

gisuijueg Md X ueylseals

>t uoneadxy PPel uey; sso >

llllllllllllllllllllllllllllllllllllllllllllllllllll

glaroogdxy Nd

2G0T aui) yduag FHEL Uey) 5697 >

geiogusy Md
mgmeEwEmBmm

QIEMEISIESD  Wd 340725 uoneIddx3y

omov 3102S 1yauag

hJ-h---—-—-ﬂ--ﬂu*“uﬂﬂ-ﬂﬂﬂnﬂuﬂtﬂ_-ﬂaﬂ-ﬁﬂ-ﬂl#—n**ﬂﬁﬁ-H-#ﬂ#““ﬂﬁﬂﬂ“m“"*#ﬂﬂﬂi

ge01 Shiels |eoo ——

Nwmw 91008 10 A8 35UBLNIIQ
18d sjuod 8109 10 Jwn

. 30UBLNIY) . | ¢E0L
0ECl  sad yun J3Y10 " P 632UALINVQ) JO #
Rel vomudxy | weibosg |9 IR seuio
T ewy || BT wwenddy 0T ewy

Qv Hid anneey d Qluogeradxy  yd

9701  ysuag ¥e0l unsay m

gI0l QuvMm3y m

13dO0N V1Vd s_<zooma zo_._.<o_u=§<@ OZ_zm.qm._



U.S. Patent Jan. 18, 2022 Sheet 7 of 9 US RE48.897 E

GROUP X* 1010

‘ CUENT DEVICE X* 1004 |

CUENT DEVICE 21004

o T
CLIENT DEVICE 1
SERVER DEVICE 1004
1002 ‘o |
t " ,“ ' Appl!ﬁﬂwm 1068

Learning Gamyfication & ——

Safety Cortrol Application | Device Features | _ 1070
19....5..4;""“""( Manage Devices ) Group 1010 ( Caenda | ) _ 1072
1056 ' | o rors
1058 @ ,"‘WE Content - 1076
s | (C:—%
e AT S
1064 —+»i|  Rewards Programs = .- :gBZ
1066 [ Server Preferences b C

l ser Preferenc:ea

=

X* is unlimited

FIG. 7



U.S. Patent Jan. 18, 2022 Sheet 8 of 9 US RE48.897 E

SERVER DEVICE CLIENT DEVICE X*
1002 1004

-IHPH

" _"E:' iﬂ

n hen! Devce 1

- Y
L~
wn
+»
i
£
)
Qo

Applications

-l
-
'S

-

O

. |

-

User Setﬁns Device Fealures

i Allowed Applicabons ] — Cai;{;af

Allowed Websites, URLs &

i
(-
¥4
(&}

N

Q)

"~

g

|

|

1088 Domains Client Device J_Q_Qﬁ Safely Featur&? 1074
1090 Allowed Content Content 1070
—————— — p—

1092 Safely Controls ( Tasks & Actwties 1078
1094 Learning Gamification Learning Gar;gﬁcatian 1080
- QCIQ[!III}!& } Froarams —

1T T T T T -
S |
o
~~d
oD

N
-
LD
»
—
-
o
N

Reporing & Logs User Preferences

O O

X* is unlimited

FIG. 8



€2

N

3 6 Ol4

v o

4

M §5300Y PUIA)

J3pN0Id

0 30N

— ”?memﬁ 5913y paro.ddy
uogeorddyy ee ‘S 'SIOQUO])  LOKRIRALIEY)

uogeopwes) buwes ST Bunwea) 'sjoquon

'Suogeonddyy buuoguoly 3 ARges

busoguoy 9 Ageg oo DHeoNWO0 ooy g syse)
sogapy gsyse)  SoOIMNMIOPAIM - yuanon g saimeay

Ao g S3JMea . 'sddy 10y sbugeg
o 'sddy pamogy g 'suogesnbyuo)
S e’
s eeQ g 'sabessay eegy Wauo)
= 'Sge]) ‘senbay oo 4 o oy S0QUOD
& ddy 9 uauo) MMW mm.ua Aaes sbo g
83 8 %mm syodey 'ssanboy
sl loeg
= >y 12 » =
o 50 = - D
o~ nm m 03 m........,.mu €L
0 - | -
3
- W0y paysng ‘dnyoeg
= p ebeiag e ‘Gugioday
- 10417 ‘Wawabevepy Wnoooy

305U UUPY 'SISNbaY
§00) levod \
[o53u0D Ayajes vonesguaPny ‘dnyoeq 3
abeiag ee( ‘bugioday

9 uonedIWen
Suiwea Jou3 uawabevey unoody
'0SU0) ULPY (S)S8NnbaY

FJUNLIILIHOYY 13AIT-HOIH

U.S. Patent



US RE48.,897 E

1

LEARNING GAMIFICATION AND SAFETY
CONTROL APPLICATION FOR MOBILE
DEVICES

Matter enclosed in heavy brackets | ] appears in the
original patent but forms no part of this reissue specifica-
tion; matter printed in italics indicates the additions
made by reissue; a claim printed with strikethrough
indicates that the claim was canceled, disclaimed, or held
invalid by a prior post-patent action or proceeding.

BACKGROUND

With the proliferation of technology making mobile
devices relatively inexpensive to own and affordable for
parents, employers, organizations, and others to provide one
or more client devices to their dependents, employees,
contractors, or others. By enabling a server device with the
ability to closely monitor and control usage of one or more
client devices while encouraging and rewarding each user
(dependent, employee, contractor, or other) for performing
certain activities and tasks, along with reinforcement and
rewards for achieving such critenna while performing the
activities and tasks.

The Learning Gamification and Safety Control Applica-
tion delivers parents, managers and others with peace of
mind regarding their children, employees’, or others” safety
and security while utilizing a mobile device to browse the
Internet, and access applications and content. With feature-
rich user access and usage controls, parents and managers
benefit from a user-friendly administrative interface while
users operate their devices seamlessly. The Learning Gami-
fication and Safety Control Application provides a mecha-
nism for managing and mitigating foreseeable risks while
using a mobile computing device and provides important
safety and communication tools.

Dependents, employees, contractors, and others are often
provided with a mobile device for entertainment or because
their parent or employer wants quick access to call their
dependent, employee or contractor. Resulting from the wide
range of mobile device applications, holders of mobile
devices often lose focus, poorly manage their time, and lose
productivity due to playing games, watching videos, and
searching the Internet, among other things. Examples
include forgotten appointments, failure to communicate with
others, failure to meet deadlines, failure to adequately pre-
pare for important events or exams. This solution provides
parents, employers, organizations, and others with the abil-
ity to elfectively deploy one or more mobile devices with the
Learning Gamification and Safety Control Application to

enable a server device to configure, monitor, and control one
or more client device features, applications, and content.

SUMMARY

Dependents, employees and contractors operating a client
device will benefit from the task-oriented features that will
so help improve learning; shared calendar and integrated
timer that strengthens time management and concentration;
advanced communications preferences with group policies
for prioritizing and managing interactions and interruptions;
enhanced security capabilities with device tracking {for
quicker response and one-touch device locator; safety dash-
board for overseeing and preventing inappropriate content
and usage; alert and notification engine to automatically
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communicate with either server or one or more client mobile
devices based on system-defined and user-defined criteria.

In embodiments, a server device and one or more client
devices include but not limited to mobile phones, tablets,
and handheld or mobile computing devices with communi-
cations capabilities, 1deal for members of one or more
groups that may include but are not limited to family
members, employees of a business, or members of an
organization.

In embodiments, a server device includes a user interface
for monitoring and managing each of one or more client
devices. The server device provides an interface for estab-
lishing and configuring access and control for each of one or
more client devices.

In embodiments, a client device includes a controller for
managing, monitoring, and configuring user access to each
application, feature, and content installed on the associated
client device. Each client device 1s controlled by one or more
authorized and associated server devices.

BRIEF DESCRIPTION OF THE DRAWINGS

Embodiments of Learning Gamification and Safety Con-
trol Application are described within and with reference to
the following Figures. These same Figures are referenced
throughout to such details that include but are not limited to
features and components, capabilities, functionality and
Processes;

FIG. 1 illustrates the features available with the Learning
Gamification and Safety Control. Application based on
either the Server Device or Client Devices. These features
include common features available to both Server Device
and Client Device, along with features enabled by the
Learning Gamification and Safety Control Portal;

FIG. 2 illustrates the concept of hub and spoke mobile
device computing with the Server Device controlling one or
more Client Devices and groups of Client Devices. The
Server Device communicates with the Client Devices using
a Learning Gamification and Safety Control Portal acces-
sible via wireless communications and the Internet;

FIG. 3 illustrates examples of user scenarios for Learning,
Gamification and Safety Control. Application;

FIG. 4 1llustrates the functionality of the Learning Gami-
fication Program. The Learning. Gamification Program
cnables users to setup one or more Goals that, upon being
established, allow the user to setup Requirements with one
or more Expectations that result in one or more Rewards;

FIG. 5 illustrates the Learning Gamification Program
Examples. These examples include but are not limited to
those shown;

FIG. 6 illustrates the Learning Gamification Program
Data Model. This model 1llustrates the critical field attributes
necessary to configure one or more Goals with Require-
ments, Expectations, Scores and Times, associated to one or
more Rewards with Results, Limits, Scores, and Times;

FIG. 7 illustrates an example of how the Server Device
controls and manages related features and capabilities
installed on one or more Client Devices;

FIG. 8 1llustrates an example of how the Server Device
controls and manages related features and capabilities
installed on a Group of one or more Client Devices, whereas
the number of Groups and number of Client Devices are
unlimited by the Learning Gamification and Safety Control
Application; and

FIG. 9 illustrates the high-level architecture for the Server
Device and Client Device utilizing Wired or Wireless Com-
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munications to access the Internet and Learning Gamifica-
tion and Safety Control Portal.

DETAILED DESCRIPTION

Overview

The Learning Gamification and Safety Control Applica-
tion features and components are described herein. In some
embodiments, processes and techniques involving server
and one or more client devices are described to share
features and content. A server device may be configured to
control one or more client devices. Based on parameters set
by the server device, sharing of features and content may be
enabled and accessible, enabled and restricted, or disabled to
one or more associated client devices.

In addition, the common features for server and client
devices with the Learning Gamuification and Safety Control
Application installed include direct two-way communica-
tions between the devices; group calendars; group task lists;
one or more group policy alerts and notifications that may be
associated to a task, meeting, email, appointment, timer or
other activity; emergency mode with features that include
user-defined programmable personal 1dentification numbers
(PINs) with preset actions and processes; contact manager
application for the server device user to manage contacts on
one or more client devices; audio and video telephone; text
and SMS messaging.

In addition, when the Learning Gamification and Safety
Control Application 1s mstalled on both server and one or
more client devices, the server device will authenticate,
configure, manage, and control the features, components,
applications, and content accessible or non-accessible,
enabled or disabled on each of one or more client devices.
The server device with the Learning Gamification and
Safety Control Application installed features, components,
and applications on the client mobile device, such as but not
limited to tasks, timers, application controller, URL control-
ler, usage reporting, usage controller, administrator desktop,
key and screen logger, remote application manager, mobile
device manager, camera controller, screen shot generator,
remote wipe, and network manager.

In addition, when the Learning Gamification and Safety
Control Application 1s mstalled on both server and one or
more client devices, the client devices will authenticate,
provision, and grant full access into MI nstalled features,
components, applications, and content to the server device
while maintaining the communications services provided to
cach mobile device by their respective telephone service
providers.

In addition, with the Learming Gamification and Safety
Control Application, the features and components may
employ a subscription service that provides a limited use
license to access value-added services and features that
scamlessly integrate and enhance the applications. Such
value-added services and features include but are not limited
to content sniffer that searches and quarantines inappropriate
content (examples include images, videos, music, texts,
social media, email, games, chat, etc.; payment processing
for collecting subscription and licensing fees from custom-
ers; mobile device activation for validating license and
subscription; account management for maintaining contact
information and other relevant details; targeted advertising
by customer segment.

FI1G. 1 illustrates the features available with the Learning
Gamification and Safety Control Application on the Server
Device 1002 or Client Devices 1004. These features include
Common Features 1006 available to both Server Device
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1002 and Chient Device 1004, along with the Learning
Gamification and Safety Control Portal Features 1008.

FIG. 1 further illustrates the Server Device Features 1098
include but not limited to: Create or Update Task 1060;
Create or Update Timer 1128; Enable or Disable Applica-
tions 1086; Remote Application Install and Removal Tool
1130; Setup Websites, URLs and Domains 1088; Setup
Applications and Features 1132; Administrator’s Desktop
1134; Usage Controls & Viewer 1136; Enable or Disable
Client Devices 1054; Remote Audio, Video, and Camera
Controls and Viewer 1138; Remote Content Sniffer 1140;
Remote Data, Application, and Device Erase 1142; User and
Usage Reporting 1096; Key and Screen Logs 1144; Stealth
Mode Controls and Viewer 1146; Content Controls and
Viewer 1148; Learning Gamification Controls and Viewer
1150; Safety Controls and Viewer 1152; and Communica-
tions Controls 1154. The Server Device 1002 will control the
features available and accessible on one or more Client
Devices 1004.

FIG. 1 further illustrates the Client Device Features 1200
include but are not limited to: Perform Tasks and Activities
1078; Access Allowed Features 1070; Access Allowed
Applications 1068; Access Allowed Content 1076; Access
Allowed Websites, URLs, and Domains 1100; Usage and
Content Tracker 1102; User Preferences 1082: Audio, Video,
and Camera Hijacker 1168; Manage Networks 1104; Print
1106; Key and Screen Logger 1108; Screen Shot Generator
1110; Application, Content, and Device Eraser 1112; Alerts
and Notifications 1114; Stealth Mode 1116; Emergency
Mode 1118; Content Sniffer 1120; Unrestricted Applications
and Features 1122; Learning Gamification Program 1124;
Existing Device System Applications and Features 1126.

FIG. 1 further illustrates the Common Features 1006 for
Server Device 1002 and Client Devices 1004 include but are
not limited to: Group Calendar 1156; Email Management
1158; Rewards Management 1160; Alert and Notification
Engine 1166; Safety Features 1074; Content Management
1170; Task Management 1172; Contact Management 1174;
Communications Management 1176; Application and Fea-
ture Management 1180; Learning Gamification Manage-
ment 1182; and Wireless Access Management 1184.

FIG. 1 further illustrates the Learning Gamification and
Satety Control Portal 1008 features include but are not
limited to: Activate or Deactivate Server(s) and/or Client(s)
1186; Licensing 1188; Subscription Services 1190; Payment
Processing 1192; Account Management 1194; and User
Management 1196.

FIG. 2 1llustrates the Association Types for Server-Client
Devices. The concept of hub and spoke mobile device
computing with the Server Device 1002 controlling one or
more Client Devices 1004 and/or one or more Groups 1010
of Client Devices 1004. The Server Device 1002 commu-
nicates with the Client Devices 1004 and Groups 1010 of
Client Devices 1002 using the Learning Gamification and
Satety Control Portal 1008 accessible via wired or wireless
communications 1098 and the Internet 1012. This diagram
illustrates the concept that one or more Server Devices 1002
control one or more Client Devices 1004 and Groups 1010
of Client Devices 1004. There 1s no limit on the number of
Server Devices 1002, Client Devices 1004, or Groups 1010
of Client Devices 1004 that associate together. A Server
Device 1002 may not control another Server Device 1002.

FIG. 3 illustrates Examples of User Scenarios for the
Learning Gamification and Satety Control Application 1222.
Examples of the types of users of Server Devices 1002 and
Client Devices 1004 include but not limited to: Parents 1202
with Children 1212; Employers and Managers 1204 with
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Employees or Contractors 1214; Organization Leaders 1206
with Contributors or Volunteers 1216; Teachers and Instruc-
tors 1208 with Students and Trainees 1218; and Exam
Proctors and Examiners 1210 with Examinees 1220.

FIG. 4 1llustrates the Learning Gamification Program
1124. The Learning Gamification Program 1124 shows how
a Server Device 1002 user may setup one or more Goals
1014 to earn one or rime Rewards 1016. Goals 1014 are
established using one or more Requirements 1020 with one
or more Expectations 1022 that result 1n one or more
Rewards 1016. The program 1s designed following a flexible
architecture that allows the user to specily Requirements
1020 that comprises a Task 1030, Application 1034, Pro-
gram 1224, and Other Requirement 1044. Requirement
Tasks 1030 include Activities, Emails, Meetings, Appoint-
ments, or other actions or records that can be maintained
using existing legacy applications, such as but not limited to:
calendar 1156, 1072; alarm clock, phone, camera, messag-
ing, mail, audio and video player, or other existing device
system applications and features 1126 designed to operate
seamlessly with the mobile computing device. Application
1034 includes each of one or more non-system applications
installed on the mobile computing device. Program 1224
represents the ability for one or more Learming Gamification
Programs 1124 to be subordinate to another Learning Gami-
fication Program 1224, where completing one or more
Learning Gamification Programs 1224 i1s required to suc-
cessiully complete another Learning Gamaification Program
1224 that packages all the subordinate programs into a
higher-level program. Other 1044 includes any action that 1s
completed without using the Client Device 1004. Expecta-

tion 1022 includes but not limited to one or more Limit or
Score 1032, Duration 1036, Other 1046, and Number of

Occurrences 1226 associated with a Goal 1014. When One
Occurrence 1018 of the Learning Gamification Program
1224 occurs, where one or more Requirements 1020 and one
or more Expectations 1022 are completed, one or more
Rewards 1016 may be granted to the Client Device 1004
user. One or more Rewards 1016 are associated to one or
more Goals 1014 and defined with one or more Results 1024
associated to one or more Benefits 1026. A Result 1024
includes but 1s not limited to accessing one or more Appli-
cations 1228 and Features 1232, Other 1236 (a user-defined
field), and Points per Occurrence 1240, associated to one or
more Benefits 1026 that include but not limited to ability to
set a Limit per Occurrence 1230, Expiration 1234, Duration
1238, and Level or Score 1242. Rewards 1016 include
short-term Rewards 1016, such as accessing games and
applications on the Client Device 1004 or exercising to lose
weilght, and long-term Rewards 1016, such as exercising to
carn a savory dessert, or completing an online certification
program to qualily for a promotion.

FIG. 5 illustrates the Learning Gamification Program
Examples. A variety of Examples 1028 with narratives are
shown about how the Learning Gamification Program 1124
may be utilized. These Examples 1028 include but are not
limited to those shown 1n FIG. 5.

FIG. 6 illustrates the Learning Gamification Program
Data Model. This model 1llustrates the critical field attributes
necessary to configure one or more Goals 1014 with
Requirements 1020, Expectations 1022, Expectation Scores

1040 and Expectation Times 1042, associated to one or more
Rewards 1016 with Results 1024, Benefits 1026, Benefit

Scores 1050, and Benefit Times 1052.
FIG. 6 further illustrates the Requirements 1020 include
one or more of the following, but not limited to a Task 1030

or Activity, Application 1034, Program 1224, or Other 1044.
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Based on the selected Requirement 1020, the applicable
Expectations 1022 will be dynamically visible, such as but
not limited to Duration 1036, Other 1046, Number of
Occurrences 1226, Limit or Score 1032, and Goal Status
1038. The user may set one or more Expectations 1022 to
cach Requirement 1020. Based on the selected Expectations
1022, the applicable Expectation Score 1040 and Expecta-
tion Time 1042 fields will be dynamically visible for the user
to enter values. The Goal Status 1038 field will be auto-
matically populated.

FIG. 6 further illustrates the Rewards 1016 include one or
more of the following, but not limited to a Task 1030 or
Activity, Application 1034, Program 1224, or Other 1044.
Based on the selected Result 1024, the applicable Benefits
1026 will be dynamically visible, such as but not limited to
Duration 1238, Expiration 1234, Limit per Occurrence
1230, and Level or Score 1242, and Reward Status 1048.
The user may set one or more Benefits 1026 to each Result
1024. Based on the selected Benefits 1026, the applicable
Benefit Score 1050 and Benefit Time 1052 fields will be

dynamically visible for the user to enter values. The Reward
Status 1048 field will be automatically populated.

FIG. 7 illustrates an example of Server Device Controls
and Client Device Capabilities. This diagram shows how the
Server Device 1002 controls and manages related features
and capabilities installed on a Group 1010 of one or more
Chient Devices 1004, whereas the number of Groups 1010
and number of Client Devices 1004 are unlimited by the
Learning Gamification and Safety Control Application. The
Server Device 1002 controls and manages related features
and capabilities installed on one or more Groups 1010 of one
or more Client Devices 1004. Similar to FIG. 6, the Server

Device 1002 will establish the association to one or more
Groups 1010 of one or more Client Devices 1004 and
provide a user interface for managing the capabilities and
features accessible to each Group 1010 of one or more Client
Devices 1004. The Server Device 1002 manages one or
more Groups 1010 of Chient Devices 1004 with configura-

tions that include but are not limited to: Manage Devices
1054; Manage Groups 1056; Manage Users 1038; Tasks and

Activities 1060; Learning Gamification Programs 1062,

1150; Rewards Programs 1064; and Server Preferences
1066.

FIG. 7 further illustrates that each Client Device 1004
within a Group 1010 of Client Devices 1004 will individu-
ally authenticate and associate to the Server Device 1002
and provide a user interface for utilizing the enabled and
allowed capabilities and features. The Client Device 1004
enabled and allowed capabilities and features include but not
limited to: Applications 1068; Device Features 1070; Cal-
endar 1072; Safety Features 1074; Content 1076; Tasks and
Activities 1078; Learning Gamification Programs 1062,
1080; and User Preferences 1082.

FIG. 8 illustrates an example of Server Device Controls
and Client Device Capabilities. This diagram shows how the
Server Device 1002 controls and manages related features
and capabilities installed on one or more Client Devices
1004, or Groups 1010 of Client Devices 1004. The Server
Device 1002 will establish the association to one or more
Client Devices 1004 and provide a user interface for man-
aging the capabilities and features accessible to the Client
Devices 1004. The Server Device 1002 allows the user to
Manage a Client Device 1054, 1004 with configurations that
include but not limited to: User Settings 1084; Allowed
Applications 1068, 1086; Allowed Websites, URLs, and
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Domains 1088; Allowed Content 1076, 1090; Safety Con-
trols 1092; Learning Gamification Controls 1094; and
Reporting and Logs 1096.

FIG. 8 further illustrates the Client Devices 1004 waill
authenticate and associate to the Server. Device 1002 and
provide a user interface for utilizing the enabled and allowed
capabilities and features. The Client Device 1004 enabled
and allowed capabilities and features include but are not
limited to: Applications 1068; Device Features 1070; Cal-
endar 1072; Safety Features 1074; Tasks and Activities
1078; Learning Gamification Program 1080, 1124; and User
Preferences 1082.

FIG. 9 illustrates the High-Level Architecture. FIG. 9
illustrates how the Server Device 1002 and Client Device
1004 utilize Wired and Wireless Communications 1098 to
access the Internet 1012 and Learning Gamification and
Safety Control Portal 1008. The Server Device 1002 com-
municates with the Client Devices 1004 using the existing,
wireless communications hardware and software installed
on the computing device to send and recerve various instruc-
tions, commands, applications, and content to one or more
Client Devices 1004 or Groups 1010 of Client Devices 1004.
Utilizing the Wired and Wireless Communications 1098 to
access the Internet 1012, the Server Device 1002 and Client
Devices 1004 automatically update with the relevant appli-
cations, content, features, and capabilities installed and
configured as enabled and/or allowed by the Server Device
1002.

FIG. 9 further illustrates that the Server Device 1002
interacts with the Client Device(s) 1004 or Groups 1010 of
Client Devices 1004, whether individually or 1n a Group
1010, and Learning Gamification and Safety Control Portal
1008 using the Wired and Wireless Communications 1098
features and capabilities to transmit data that includes but
not limited to: Configurations; Settings for Applications,
Features, and Content; Tasks and Activities 1060, 1078;
Safety and Monitoring Controls and Settings, Learning
Gamification Controls and Settings 1094; and Approved
Requests; Allowed Applications, Features, and Content;
Safety and Monitoring Applications; and Learning Gamaifi-

cation Application.

FIG. 9 further illustrates that the Client Devices 1004
interacts with the Server Device 1002 and Learning Gami-
fication and Safety Control Portal 1008 using the Wired and
Wireless Communications 1098 features and capabilities to
transmit data that includes but not limited to: Content
Requests 1090, 1076; Application Requests 1086, 1068:;
Device Features 1070 (includes but not limited to phone
calling, text and SMS messaging, video calling, image and
video viewers, contact manager, calendar, video player and
other device features pre-installed by the device manufac-
turer and intended for the specific device); Safety Features
1074 (includes but not limited to Emergency Mode 1118,
device locator, parental controls, user and usage reporting;
camera, tlashlight, and other device features pre-installed by

the device manufacturer and intended for the specific
device) 1070; Reports and Logs 1096; Safety Controls 1092;

Client Content and Data 1076, 1090.
FIG. 9 further illustrates that the Wired and Wireless

Communications 1098 features and capabilities provide the
Server Device 1002, Client Devices 1004 and Groups 1010

of Client Devices 1004 with access to the Internet 1012 and

the Learning Gamification and Safety Control Portal 1008.
The Wired and Wireless Communications 1098 include

capabilities to answer incoming and complete outgoing
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audio and video phone calls, transmit data, and respond to
and create outgoing messages using a mobile service pro-
vider.

FIG. 9 further illustrates the Learning Gamification and
Satety Control Portal 1008 provides the Server Device 1002,
Client Devices 1004 and Groups 1010 of Client Devices
1004 with features and capabilities that operate using data
that includes but not limited to: Requested Content;
Requested Applications; Administrator Console; Account
Management; FError Reporting; Data Storage; Device
Backup; Authentication; Pushed Content, Acceptable Con-
tent; Acceptable Applications; and Device Settings.

The mvention claimed 1s:

[1. A method for enabling a server device to control at
least one client device, the method comprising the steps of:

providing a server device having a control application

loaded thereon and a user interface, wherein the user
interface enables the server device to control one or
more associated client devices via the control applica-
tion;

installing a control application via the user interface to

cach of the one or more associated client devices
controllable by the server device;
connecting the server device and each of the one or more
associated client devices to a wireless network;

providing direct bi-directional communication between
the server device and each of the one or more associ-
ated client devices via the wireless network, wherein
the direct bi-directional commumnication allows the con-
trol application of the server device to manage appli-
cation configurations and settings of each associated
client device;

controlling the one or more client devices by performing

at least one of the following steps:

managing each of the one or more associated client
devices using the server device, wherein the step of
managing comprises at least one of the steps of:

creating and editing calendar events;

creating, editing, and updating tasks;

creating and updating a timer for measuring days and
time with timer functionality;

setting and assigning user-defined requirements and
user-defined expectations with timer functionality;

creating one or more timer activities, wherein the timer
activities mvolve one or more requirements and one
or more expectations that include one or more
mobile applications or tasks with pre-defined expec-
tations corresponding to one or more rewards;

configuring allowed and disallowed mobile applica-
tions based on settings that include age appropnate
content, category, rating, and content type;

configuring allowed and disallowed content based on
settings that include age appropriate content, cat-
egory, rating, and content type;

enabling and disabling mobile applications based on
age appropriate content, category, rating, and content
type;

enabling and disabling access and control;

controlling access to mobile applications based on
settings established by the server device user that
include age appropriate content, category, rating, and
content type;

configuring allowed and disallowed URLs based on
settings that include age appropriate content, cat-
egory, rating and content type;

receiving, viewing and resetting usage history;

remotely installing and removing mobile applications;
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remotely triggering an erase feature of selected appli-
cations or data:

remotely deleting all data and applications;

remotely configuring and controlling, enabling
disabling wireless network access;

remotely configuring and controlling, enabling
disabling a key and screen logger application;

remotely configuring and controlling, enabling
disabling an existing camera application;

remotely configuring and controlling, enabling
disabling, an existing screenshot application;

sending computerized mstructions from the server
device to the one or more associated client devices
that enables instant audio or video communications
between the server device and the one or more client

devices;
controlling an ability for the server device user to
create, edit, or delete contact records;
controlling an ability for the server device to disable or
password protect a delete function;
creating alerts and noftifications and associating the
alert or notification to at least one of a task, calendar
event, and timer activity;
initiating emergency calls and activating an emergency
mode by pressing a user-defined sequence of num-
bers, referred to as a personal 1dentification number;
and
initiating a device locator feature.}
2. The method as recited in claim [1] 6, further comprising
the steps of:
managing the server device and each of the one or more
associated client device settings using the server device
and a web-based administrator portal; and
offering monitoring, support, and administrative services
via a web-based administrator portal, for a fee.
3. A method as recited in claim [1] 6, further comprising
at least one of the [step] following steps of:
enabling the server device user to control and monitor the
features and usage of each of the one or more client
devices:
ecnabling the server device user to configure settings,
features, and usage of each of the one or more client
devices:
cnabling the server device user to create, edit, and view
tasks and calendar activities, events, and records on
each of the one or more client devices;
ecnabling each of the one or more client device users to
perform each of one or more tasks, activities, events, or
records created and assigned to each respective client
device;
enabling each of the one or more client device users to
run, pause, and complete one or more requirements and
expectations created and assigned to each respective
client device;
enabling each of the one or more client device users to
access each of one or more allowed mobile applica-
tions, websites, URLs, content, or features based on the
configurations and settings defined by the server
device;
ecnabling each of the one or more client device users to
operate, play, or view each of the one or more allowed
mobile applications, websites, URLs content, or fea-
tures based on the configurations and settings defined
by the server device;
enabling the server device to access, monitor, and view
usage history for each of the one or more client devices;

and

and

and

and
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enabling the server device to access, capture, transmit,
and erase audio, video, and 1images from each of the one
or more client devices to the server device or other
pre-defined location;

enabling the server device to access, capture, transmit,

and erase report logs created by the key and screen
logger application from each of the one or more client
devices:

enabling the server device to access, capture and transmit

audio, video, and 1mages to the server device using the
camera application from each of the one or more client
devices:

enabling the server device to access, capture, transmit,

and erase audio, video, and 1mages to the server device
using the screenshot application from each of the one or
more client devices:

enabling the server device to take control of each of the

one or more client devices by disabling an on/off
switch, volume, screen, and other buttons and switches
built into the device without powering a screen, similar
to turning off the device, for each of the one or more
client devices:

enabling the server device to erase all or selected data or

applications, or delete all data and applications on each
of the one or more client devices:
enabling the server device to create, edit, or delete contact
records on each of the one or more client devices; and

enabling the server device to create, edit, and view emails
for one or more email accounts using the existing email
application on each device for each of the one or more
client devices.

4. A method as recited in claim [1] 6, further comprising
the step of associating a server device with the one or more
client devices to access a password protected administrative
interface for at least one of the steps of:

creating and maintaining a customer account utilizing

account management functionality;

creating and maintaining a profile utilizing profile man-

agement functionality for each client device user and
the server device user;

creating and maintaining a purchase and payment history;

activating or deactivating the server device or the one or

more client devices:

allowing the server device to create, change, or delete a

masked password that controls each of the one or more
client devices;

allowing each of the one or more client device to access

the password protected administrative interface 1t the
user enters the correct password, as defined and con-
trolled by the server device;

entering and updating a unique license key 1ssued for each

server device and client device, as necessary to enable
and operate the control application;

accessing a purchase history for the server device and

each of the one or more client devices;

accessing each of the one or more client device usage

history reports or logs with date and time stamps and
details on applications accessed, time duration by
application, URL’s accessed, time duration by URL,
tasks completed, time to complete tasks, mmcomplete
tasks, texts and text history, phone call history, emails
and email history, instant messaging and message his-
tory, video and image history;

allowing an account holder to view, enter, and delete

credit or debit card information and process payments
for licensing server devices and client devices to oper-
ate the Control Application;
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allowing an account holder to create, edit, and delete each
of the one or more groups of devices;

allowing an account holder to create, edit, and delete each
of the one or more server device users;

allowing an account holder to assign and un-assign one or
more device groups to each of the one or more server

device users;
allowing the server device user to create, edit, and delete
each of the one or more client devices users;
allowing the server device user assigned to a device group
to assign and un-assign each of the one or more client
devices to device groups;
allowing the one or more server device users to assign and
un-assign one or more client devices to each of the one
or more client device users, respectively;

allowing the server device user to create, edit, and delete

one or more timers with one or more user-defined
requirements, expectations, and rewards for each of the
one or more client devices;

allowing the server device user to designate one or more

applications as allowed or disallowed, and assign one
Oor more requirements, expectations, and rewards to
cach allowed application for each of the one or more
client devices:

allowing the server device user to designate one or more

Internet websites, URLs, or domains as allowed or
disallowed and assign one or more requirements,
expectations, and rewards to each allowed website,
URL, or domain for each of the one or more client
devices:

allowing the server device user to enable and disable each

of the one or more client devices based on a user-
defined programmable schedule;

allowing the server device user to configure and trigger a

data erase feature on each of the one or more client
devices to erase the entire device or one or more
user-defined applications or databases, or other content
installed on the client device;

allowing the server device user to track and locate each of

the one or more client devices;
allowing the server device to install one or more mobile
applications on each of the one or more client devices;

allowing the server and client devices to communicate
using any Internet-accessible access point or wireless
service;

allowing the server device to enable or disable each of the

one or more client devices;

allowing the server device to send one or more emergency

notifications, alerts, and messages to each of the one or
more client devices:

allowing each client device to send one or more emer-

gency notifications, alerts, and messages to one or more
server devices;
allowing the server device to setup notifications, alerts
and messages for the server and client devices; and

allowing the server and client devices to access and utilize
the telephone and text features for emergency purposes
without restrictions.

5. A method as recited in claim [1] 6, further comprising
the step of allowing the server device and the one or more
client devices to integrate with peripheral devices attached
to a computer network, local computer, or the device using
a device data cable or existing wireless communication
features.

6. A method for enabling a server device to control one or
morve client devices, the method comprising the steps of:
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providing a server control application for loading onto
the server device, the server control application having
a user interface which enables control of the one or
morve client devices each having a client control appli-
cation loaded therveon:
preventing uninstallation of the client contvol application
by the one or more client devices based on parameters
set by the server device;
providing bi-directional connectivity of the server and the
one or more client devices to a wireless network;
allowing the server device management of the application
configurations and settings on the one or more client
devices via the client control application;
wherein, the server device manages application configu-
rations and settings of the one or movre client devices by
performing at least one of the following steps:
creating and editing calendar events;
creating, editing, and updating tasks;
creating and updating a timer for measuring days and
time with timer functionality;
setting and assigning user-defined requivements and
user-defined expectations with timer functionality;
creating one or morve timer activities, whervein the timer
activities involve one or more requirements and one
or more expectations that include one or more
mobile applications or tasks with pre-defined expec-
tations corresponding to one or more rewards;
configuring allowed and disallowed mobile applica-
tions based on settings that include age-appropriate
content, category, rating, and content type;
configuring allowed and disallowed content based on
settings that include age-appropriate content, cat-
egory, rating, and content type;
enabling and disabling mobile applications based on
age-appropriate content, category, rating, and con-
tent type;
enabling and disabling access and control;
controlling access to mobile applications based on
settings established by the server device user that
include age-appropriate content, category, rating,
and content type;
configuring allowed and disallowed URLs based on
settings that include age-appropriate content, cat-
egory, rating and content type;
receiving, viewing, and vesetting usage history;
remotely installing and removing mobile applications;
remotely triggering an evase feature of selected appli-
cations or data;
remotely deleting all data and applications;
remotely configuring and controlling, enabling, and
disabling wireless network access;
remotely configuring and controlling, enabling, and
disabling a key and screen logger application;
remotely configuring and controlling, enabling, and
disabling an existing camera application;
remotely configuring and controlling, enabling, and
disabling, an existing screenshot application;
sending computerized instructions to the one or more
client devices that enables instant audio or video
communications between the server device and the
one or morve client devices;
controlling an ability for the server device user to
create, edit, or delete contact records;
controlling an ability for the server device to disable or
password protect a delete function;
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creating alerts and notifications and associating the
alert or notification to at least one of a task, calendar
event, and timer activity,

initiating emervgency calls and activating an emergency
mode by pressing a user-defined sequence of num- 5
bers, referred to as a personal identification number;
and

initiating a device locator feature.
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