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(57) ABSTRACT

A Virtual Single Account (VSA) system and method that
provides a mobile user with automatic authentication and
connection to a remote network via local access networks
with a single password, where the local access networks may
be independent of the remote network. A mobile user has a
single authentication credential for one VSA that 1s utilized
by a VSA client installed on a mobile computing device. The
VSA client provides for automatically authenticating and
connecting the user’s mobile device to a current local access
network, and the target remote network such as the user’s
oflice network. All authentication credentials are encrypted
using a key generated from the user’s VSA password that 1s
generated from the user’s single password. The VSA client
derives the key from the submitted VSA password and
decrypts all authentication credentials that are required 1n
order to connect the mobile device to the current local access
network and thereatfter to the office network.
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MOBILE HOST USING A VIRTUAL SINGLE
ACCOUNT CLIENT AND SERVER SYSTEM
FOR NETWORK ACCESS AND
MANAGEMENT

Matter enclosed in heavy brackets | ] appears in the
original patent but forms no part of this reissue specifica-
tion; matter printed in italics indicates the additions
made by reissue; a claim printed with strikethrough indi-
cates that the claim was canceled, disclaimed, or held
invalid by a prior post-patent action or proceeding.

FIELD OF THE INVENTION

The present invention relates generally to mobile network-
ing, and more particularly, to a system and method that
enables mobile computing users to remotely access oifice
networks via various local access networks with a single
password. The system also enables system administrators to
manage user access capabilities independently from authen-
tication and access control methods implemented 1n office
networks and local access networks.

BACKGROUND

Using current methods, a mobile user must undertake sev-

eral steps to access a corporate office network from a remote
wireless LAN (WLAN) site (such as from an airport). These
include first authenticating to an access network on the site
(such as a WLAN) to gain IP connectivity, and thereafter
authenticating to a corporate remote access gateway (such as
a firewall, an IPsec gateway, etc) to establish an oflice net-
work connection. Upon successiully authenticating to the
remote network, the mobile user can then initiate network
applications that require access to resources on the office
network. If the mobile user subsequently moves to another
site thereby discontinuing the prior IP connection, the user 1s
then forced to go another time-consuming procedure to set up
the connection to the office network through a new access
network, and may have to shut down and restart all network-
ing application programs.

This procedure 1s inconvenient to mobile users 1n a variety
of ways. First, a mobile user who seeks access to the targeted
olflice network via a plurality of access networks must have
valid accounts at each of these access networks, and needs to
remember or possess authentication credentials (username,
password, security certificate, etc.) for each of these access
accounts. Second, the mobile user must have knowledge of
the authentication method that 1s being implemented 1n each
access network. Third, the mobile user has to determine
which current access network 1s being utilized 1n order to
implement the authentication method required by this access
network, and has to submit the authentication credentials
accordingly. These tasks can create tremendous problems for
mobile users who are not networking professionals. In addi-
tion, this procedure can cause serious security problems. For
example, currently public WL AN operators often use a Web-
based username/password pair for the authentication method.
Accordingly, a “look-over-shoulder” crook can easily steal
them from a naive user working in public. An 1rresponsible
user might share his or her credentials with others, and a
careless user might leave them 1n an obvious place on the
portable device (laptop, PDA, etc.). The obvious consequence
1s thett of service from public WL AN operators, and a poten-
tial security breach for the user’s corporate office network.
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One well-known approach for streamlining authentication
1S known as Kerberos, a mutual authentication method
between two parties that each shares a secret with a trustiul
third party. Using the Kerberos method 1n the scenario of
remote mobile access, either the mobile host or the authenti-
cation server in the access network needs to retrieve a ticket in
real time from the authentication server 1in the mobile’s home
network. Using the ticket that contains a session key
encrypted using two shared secrets respectively, the mobile
host and the access network can authenticate to each other and
then the mobile host can get the access service.

Another well-known authentication protocol on the Inter-
net 1s referred to as RADIUS (Remote Access for Dial-Up
Services). With the enhancement of EAP (Extensible Authen-
tication Protocol), it supports many authentication algorithms
and 1t provides a relay mechanism such that a remote user can
be authenticated to an access network using a RADIUS server
that relays the authentication protocol to the RADIUS server
in the mobile’s home network 1n real time.

Passport 1s an application-layer authentication method for
e-commerce. After a Web user 1s authenticated to a Passport
server, his e-commerce profile (including credit card number,
mail address, etc) 1s automatically transierred to an e-com-
merce Web server that partners with the Passport server so
that the Web user does not need to re-create his e-commerce
profile everywhere. However, neither Passport nor other simi-
lar application-layer single-sign on methods are designed and
therefore appropriate for remote mobile access.

SUMMARY OF THE INVENTION

In view of the above, 1t 1s an object of the present invention
to provide a system and method using a Virtual Single
Account (VSA) that can significantly improve the conve-
nience and security performance for mobile users who
remotely access ollice networks via various local access net-
works.

It 1s another object of the invention to automate the authen-
tication and connection procedure for a remote mobile user to
access a home network via an access network with a single
user password.

It 1s another object of the mvention to provide a mobile
computing device with client software/and or hardware that
manages local and remote network information, provides
automatic local and remote access services for the mobile
host, and communicates with external VS A servers to obtain
local and remote access information updates.

It 1s yet another object of the invention to improve security
for mobile users as well as local access networks and office
networks, by using encrypted authentication credentials, such
that the mobile user doesn’t have knowledge of the authenti-
cation credentials.

It1s another object of the invention to enable system admin-
1strators to consistently manage access capabilities indepen-
dent of the specific authentication and access control methods
implemented 1n office networks and local access networks.

It a further object of the invention to not require any
changes to existing local access networks, thereby facilitating
maximum interoperability between office networks that sup-
port remote access and local access networks that provide IP
connectivity. The only requirement regarding local access
networks 1s that VS A system administrators be able to open,
modily, and close accounts as ordinary users. Such basic
functions are mvariably supported by local access networks.
The VS A system and method gives system administrators the
flexibility to selectively configure a mobile user’s VS A client,
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such that the user can only connect to an office network via a
specific subset of existing local access networks.

In accordance with the present mvention, a mobile user
only needs to remember a single authentication credential
(hereafter it 1s assumed to be a username/password pair for
simplicity) for one account (1.e., a VSA), managed by an
administrator 1n the user’s office network. The user’s mobile
computing device (heremafter, a “mobile host”) 1s provided
with client software/and or hardware (hereinafter, “a VSA
client”) that manages local and remote network information,
provides automatic local and remote access services for the
mobile host, and communicates with external VS A servers to
obtain local and remote access information updates. After the
user supplies the correct username and single password to the
VSA client, the VSA client operates to automatically authen-
ticate the user and connect the user’s mobile device to a
current local access network, and then automatically authen-
ticates the user and connects the mobile device to the user’s
ollice network. In this regard, the mobile host’s connection to
the office network can be maintained as the user “roams” and
thus all networking application programs can continue run-
ning when the user moves from the coverage of one access
network to another access network. All authentication cre-
dentials are encrypted using a key generated from the user’s
VS A password. The user supplies a single password to imitiate
the connection procedure, and the VSA client derives the key
from the submitted VS A password and decrypts all authenti-
cation credentials that are needed in order to connect the
mobile device to current local access network and then to the
ollice network. Accordingly, even if someone steals the user’s
VSA username and password, local and remote network
access cannot be obtained without possessing the user’s
mobile host (specifically, the encrypted authentication cre-
dentials managed by the VSA client). Even 1f the user’s
mobile host 1s lost, none of authentication credentials are 1n
danger because they are encrypted using akey generated from
the VSA password that only exists in the user’s mind. This
renders an offline dictionary attack almost impossible,
because the only way to test whether a guessed VSA pass-
word 1s the actual one 1s to obtain actual online network
access, and an authentication server can be configured to
reject any access attempt after several failures. In addition, to
turther guard against an ofiline dictionary attack, the user can
choose a strong password for the VSA, such as, for example,
by using the common password method disclosed 1n co-
owned U.S. application Ser. No. 09/6377,409, filed Aug. 11,
2000, and entitled System And Method For Providing Access
To Multiple User Accounts Via A Common Password, the
disclosure of which i1s incorporated herein. Security 1is
increased since the only way to compromise the VS A system
and method 1s to steal both the VS A password and the mobile
device that has a VSA client installed (which happens with a
much smaller probability than either of them being lost). In
one embodiment, a time-varying password method can be
employed to further protect encrypted authentication creden-
tials from being broken.

In accordance with the present invention, there 1s provided
a method for connecting a mobile host to a remote network
through an access network with a single user password, where
a VSA has been set up for a user to connect to the access
network and the remote network. The method generally com-
prises the steps of: generating a VSA password and decryp-
tion key from the single password recerved from the user;
decrypting at least one of a local access network authentica-
tion credential and a remote access authentication credential;
initiating a local access network connection; and 1nitiating a
remote network access connection. A VSA server may be
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deployed 1n the remote network and a VSA configuration
update process may be implemented with the VSA server to
update the VS A client software on the mobile host. The VSA
configuration update process may occur before authorizing
the VSA client to decrypt the remote network authentication
credential prior to mitiating the remote network access pro-
cedure.

In the 1llustrative embodiment, the VSA password 1s gen-
erated using the expression: VSA password=hash(VSA
usernameljcommon password|[VSA server|remote network
ID), wherein the VS A username 1dentifies the user to a VSA
server, the common password 1s the single password from the
user, and the remote network ID 1dentifies the remote network
serving as a home network for the mobile host. The VSA
password also 1dentifies a VSA record for the user. That 1s,
although a user may have many other VS A records managed
by a VSA client mnstalled on the user’s computer, the system
administrator of the remote network can only configure this
particular VSA record for the user, and cannot access any
other VS A records managed by the VSA client.

The VSA configuration update process includes sending a
VS A request message “Q” to the VS A server dertved from the
expression: Q=VSA username |X||E., (Synchronization
time||Request content), where X is a random sequence; and
K1 1s an encryption key calculated from hash (hash (VSA
password)||X). The VS A server in turn responds with an infor-
mation update response message “A” dertved from the
expression: A=Response Code||Y||E., (Synchronization
time||Response content), wherein Y is a random sequence,
and K2 1s an encryption key calculated from hash (hash (VSA
password)|[Y). The VSA server selects local access param-
eters and remote access parameters from a VS A access record
and sends them to the mobile host as part of the update
procedure.

The present invention will now be described 1n detail with
particular reference to the accompanying drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 1s a schematic diagram of a mobile host and 1ntel-
ligent device for interfacing with an access network;

FIG. 2 1s a schematic diagram of a VSA client;

FIG. 3 1s a tlow diagram of an authentication process to a
local access network;

FIG. 4 1s a schematic diagram of a VS A server deployed 1n
a remote network;

FIG. 5 1s a diagram of an illustrative data structure for a
basic-type local access record;

FIG. 6 1s a diagram of an illustrative data structure for a
hierarchical-type access management record;

FIG. 7A 1s a tlow diagram of an exemplary VSA 1nforma-
tion update protocol;

FIG. 7B 1s aflow diagram of the VS A client side of the VS A
information update protocol;

FIG. 8A 1s a diagram of the signaling flow 1n an external
remote access example for a company using a centralized
VS A system;

FIG. 8B 15 a diagram of the signaling flow 1n a controlled
intranet access example for a company using a centralized
VSA system;

FIG. 8C 1s a diagram of the signaling tlow of a hierarchical
VSA system; and

FIG. 8D 1s a diagram of the signaling flow of another
hierarchical VS A system utilizing a single public access net-
work operator.
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DETAILED DESCRIPTION OF THE PREFERRED
EMBODIMENTS

Referring now to the several views of the drawings, a VSA
system for network access management 1s depicted 1n accor-
dance with the present invention. Two primary illustrative
embodiments of the invention are shown and described. The
first 1s referred to as “client-only” embodiment, 1n which a
VSA client (1.e., software and/or hardware) 1s installed on
cach mobile host to implement all functions of the VSA
system and where there 1s no central VS A server or networks
ol servers. All local and remote access information 1s man-
aged by a VSA client and manually imtialized and updated by
a mobile user or by a system administrator. In the second
embodiment (referred to as a “system embodiment™) VSA
servers are utilized in home networks for the mobile hosts.
System administrators can remotely configure a mobile
host’s networking profiles through the VS A client and server
(s) to control a mobile user’s access authorization to access
and remote networks.

Referring now to FIG. 1, a mobile host (MH) 100 1s a
network access device such as a personal computer, informa-
tion appliance, personal data assistant, data-enabled wireless
handset, or any other type of device capable of accessing
information through a packet-switched data network. Fach
MH 100 has an intelligent device that 1s identified generally
by the reference numeral 102. The intelligent device 102
emulates a standard network interface device on a mobile host
100 and controls multiple network interfaces to enable MH
100 to access different networks. The intelligent device 102
includes a dedicated central processing unit (CPU) 104 and
memory 106, thereby operating as an independent microcom-
puter. In lieu of a pure hardware implementation, the intelli-
gent interface can be a logical module that appears as an
intermediate network device driver (such as an NDIS-com-
pliant driver in Windows system), to control a plurality of
different network interface devices installed on the mobile
host. In this istance, the logical module obtains the mobile
host’s CPU cycles whenever a layer-3 packet 1s written to the
device driver by the mobile host or alayer-3 frame 1s admitted
by one of network interface devices. Utilizing a timer call-
back function, the logical module periodically “steals” the
mobile host’s CPU cycles for monitoring all network inter-
faces.

In the illustrative embodiment, the intelligent device emu-
lates an Ethernet card installed on the MH 100. To access, for
example, a CDPD network and WL AN, the intelligent device
102 has two network interface devices, a CDPD modem 108
and a WLAN card 110. The components of the intelligent
device 102 are connected via a bus 109 1n accordance with
conventional practice. The intelligent device 102 has an
appropriate iterface 105, like a PCMCIA card, for connect-
ing to the MH 100 via a corresponding interface 107. The
intelligent device 102 has two Ethernet MAC addresses—
MAC 1 and MAC 2. MAC 1 1s “owned” by the “emulated
Ethernet card” 102 and is therefore known to the MH 100.
The intelligent device 102 utilizes MAC 2 to emulate the
MAC address of the first-hop router to the MH 100. In the
exemplary embodiment, WLAN 1s considered to be the
“best” access network. That 1s, 11 the mobile host 1s under
coverage of a WLAN, the intelligent device 102 will always
use the WLAN as the access network.

By way of example, a host configuration protocol such as
the Dynamic Host Configuration Protocol (DHCP) 1s utilized
to configure the network address of the MH 100. See R.
Droms, “Dynamic Host Configuration Protocol,” IETF Net-
work Working Group, RFC 3131 (March 1997); S. Alex-
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ander, R. Droms, “DHCP Options and BOOTP Vendor Exten-
sions,” IETF Network Working Group, RFC 3133 (March
1997); which are incorporated by reference herein.

Referring now to FIG. 2, amobile host 200 includes aVSA
client 202, for managing local and remote access information,
providing automatic local and remote access services for the
mobile host 200, and communicating with a VSA server(s)
for updating local and remote access information. The func-
tions of the VSA client 202 include: storing encrypted local
and remote access information; providing an interface for
mobile users to manage VSA information; authenticating a
mobile user to access and remote networks; identifying the
current access network; providing automatic local access ser-
vice; updating VS A mnformation as instructed by a VS A serv-
er(s); and providing automatic remote access service.

The VSA client maintains a list of VSA access records.
Each access record 204 corresponds to a remote network (1.e.,
a corporate or Virtual Private Network (VPN)) that can be
accessed by a mobile user. Every VSA access record 204

includes remote access parameters 206 that are necessary to
access the remote network, and a list of local access records
208. Each local access record 210 describes a local access
network that can connect the mobile host to the remote net-
work. An exemplary data structure of a VSA access record
204 1s depicted in FIG. 2. Each VSA access record 204
includes a “remote network 1D 212 that identifies a remote
network that can serve as the home network for the mobile
host 200. If a VSA server 1s deployed 1n the remote network,
a VSA server name and/or IP address 1s provided at 214. A
“VSA username™ 216 1s used to identify the mobile user to the
VSA server. A “VSA password” 218 1s generated using the
common password formula “VSA password=hash (VSA
usernameljcommon password|[VSA server|remote network
ID)”. Normally, the VSA password 218 1s not stored 1n the
VSA access record 204. However, 1t the user chooses an
optional “time-varying password” method, the VSA pass-
word 218 1s saved alter being encrypted using a key generated
from the next time-varying password. This 1s described 1n
turther detail below. The “remote access method” 220 can be
[Psec-based, Mobile IP-based, PPP/Radius-based, or some
other protocol-based method. If a special remote access
method 1s required, a portion of binary code that carries out
this special remote access method should be included 1n the
record. The “remote access gateway’ 222 can be a firewall, an
IPsec gateway, a Mobile IP home agent, or the VS A server. If
the remote access gateway 222 1s not a VSA server, some
remote access authentication credential other than the VSA
password may be needed. In that case, a “remote access
authentication credential” 224 1s encrypted using a key
derived from the user’s VS A password. It can take the form of
a username/password pair, a public/private key patir, or other
kind of credentials. The “synchronization time” 226 1s used to
query a VSA server whether the VSA access record needs to
be updated after a remote access connection has been estab-
lished.

The local access record contains information that enables a
mobile host with a VSA client to obtain IP connectivity from
a local access network. An exemplary data structure of a local
access record 1s depicted at 228. The “local access network
ID” 230 may contain wild characters and thus represent a
group ol local access networks that share common AAA
servers. The “local access method” 232 can be Web-based,
WEP-based, 802.1x-based, or some other protocol-based
method. “None™ 1s selected as a local access method 11 a local
access network 1s unconditionally accessible. Similarly, 1f a
special local access method 1s required by the local access
network, a portion of binary code that implements the special
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local access method should be included in the record. If
authentication 1s required to get local access, an encrypted
local “authentication credential” 234 1s saved 1n the record.
The local authentication credential 1s encrypted using a key
derived from the user’s VSA password. In this manner, the
mobile user does not need to know this authentication cre-
dential, and system security 1s thereby enhanced. In order to
avold an oitline dictionary attack on the VS A password, some
rules on choosing and encrypting the local authentication
credential must be enforced. If the local authentication cre-
dential 1s a username/password pair, they should be chosen as
random sequences 1nstead of meaningtul words. If the local
authentication credential 1s a security certificate with known
data structure, only the random portion (such as the public/
private key pair) can be encrypted. Other known portions
should not be encrypted.

The VSA client 202 can be configured to provide an inter-
face that enables a mobile user to add, remove, and edit VSA
access records. IT a record that 1s managed by a VS A server 1s
added, the user only need provide the VS A server name, his or
her VS A username, an 1mnitial VSA password (likely assigned
by a system administrator), and a common password that 1s
used to generate a new VSA password to replace the mnitial
VSA password. The VSA client 202 and server take care of
the rest of the procedure, provided that the mobile host 1s
already connected to the desired remote network using some
special connection method (e.g., connecting to an Ethernet
that 1s physically inside the remote network, or using a dial-up
circuit). That 1s, when the VSA client 202 contacts the speci-
fled VS A server, 1t communicates a zero synchronization time
and the user’s 1itial and new VSA passwords. In response,
the VSA server updates the user’s VSA password in 1ts VSA
management record and sends back all local and remote
access mformation. The VSA client encrypts all authentica-
tion credentials for local and remote access using a key
derived from the user’s new VSA password and stores the
completed VSA access record on the mobile host. As previ-
ously discussed, the new VSA password 1s generated using
the common password formula “VSA password=hash (VSA
username|[common password||[VSA server name|[remote net-
work ID)”. The encryption key can be calculated from the
VSA password using various cryptographic algorithms that
are well known to those skilled in the art. For example, a
128-bit key can be obtained by applying the MD5 algorithm
to the VSA password.

Referring now to FIG. 3, a flow diagram 1s depicted of the
authentication process 300 to a local access network. A
mobile user mitiates the procedure through the VSA client,
which requests the user to submit the user’s common pass-
word and to select a targeted remote network that will serve as
the mobile host’s home network at 302 from a VSA access list
stored on the mobile host. After the mobile user enters all the
required information, the VS A client generates the VS A pass-
word using the common password formula and calculates the
key that can decrypt various local and remote access authen-
tication credentials at 304. The common password 1s then
deleted from memory at 306. The decryption key and the VS A
password are stored 1n memory until the remote access con-
nection 1s terminated. These credentials can be stored 1n vola-
tile memory 1n the intelligent device described above, and are
never saved onthe mobile host’s permanent storage media for
security reasons. The authentication process 1s not completed
until the local and remote access authentication is finished. In
this regard, if the user submits a correct VSA password, the
decryption key 1s then correct, the decrypted local and remote
authentication credentials are then correct, and the mobile
host should obtain local IP connectivity and a remote access
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connection to the targeted remote network. Otherwise, the
local access request from the VS A client will be rejected. This
online password verification feature can effectively protect
VSA passwords from offline dictionary attacks.

After a local access network 1s discovered at the mobile
host’s current location, the VS A client will check stored local
access 1D and local access information at 308. If the VSA
client verifies that the user has a local access privilege at 310,
it decrypts the stored authentication credentials at 314. Oth-
erwise, the VS A client has to find whether other local access
networks are available to the mobile host at 1ts current loca-
tion. IT another local access network 1s found, the VS A client
shall repeat the above procedure. If the user has the local
access privilege to another local access network, as an option,
the VSA client may make a note that the mobile host wishes
to get the local access privilege to the first local access net-
work, which will be sent to the VS A server in the coming VS A
information update process. If no other local access network
can be found, a failure message shall be generated by the VS A
client to notity the mobile user. After the VSA decrypts the
stored authentication credentials, 1t sends the VS A password
and authentication credentials to the local access network at
316. If the user 1s denied access to the local access network at
318, then the process ends at 322. After the user obtains
access to the local access network, the user will authenticate
to the targeted remote network.

When a VSA server 1s deployed on the targeted remote
network, the VS A client immediately contacts the VS A server
at 324 to request a VSA information update after obtaining
local IP connectivity. The VS A request message includes the
VSA username for the mobile user and a synchromization
time. This information enables the VS A server to update the
VSA client’s VSA access record, or a portion thereof, it
necessary. At 328, the VSA server sends the VSA client
up-to-date remote access parameters (e.g., the remote access
gateway’s IP address, remote access protocol name, etc.), and
updates local and remote access information for the VSA
client at 330. The VSA client and VSA server authenticate to
cach other and the respective communications between them
are encrypted. The authentication 1s predicated upon the VS A
password shared between VSA client and VSA server. An
exemplary implementation of the VSA information update
protocol 1s described 1n more detail below with regard to the
VSA server. After the VS A mformation update 1s completed,
the VSA client establishes a connection remote access con-
nection with a remote access gateway at 334. More detail on
this 1s described below.

The VSA client will repeat the VSA information update
procedure with the VSA server 1f an update timer expires or i
the remote access connection 1s unexpectedly broken. If the
VSA server 1s configured to manage multiple remote access
gateways, 1t can provide load balancing by providing mobile
hosts with instructions to shift from busy remote access gate-
ways to remote access gateways having relatively lighter
loads. If a VS A server 1s deployed on the remote network, the
VSA client contacts the VSA server to retrieve up-to-date
remote access parameters before establishing remote access
connections with some remote access gateway. Otherwise,
the VSA client decrypts the remote access authentication
credential from a current VS A access record, and follows the
required remote access methodology to submit the credential
and then establish remote access connections to a targeted
remote network for the mobile host.

The VSA client can utilize a time-varying password to
enhance the security of the encrypted authentication creden-
tials for local and remote access. In this connection, when the
VSA authentication interface i1s presented to a mobile user,
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the VSA client randomly generates and displays a short
sequence that the user can easily remember. The authentica-
tion interface 1s adapted to present the user with a “time
varying~ option. It this option 1s selected, the next time the
user starts the connection procedure, a prompt 1s given to
enter the short random sequence mstead of the common pass-
word. This sequence must be entered properly 1n order to get
everything correct, because all encrypted authentication cre-
dentials for local and remote access have been re-encrypted
using a key generated from it. The re-encryption occurs after
the VSA client successtully obtains local access (which
means the user knows the previous password). All VSA pass-
words dertved from the common password are saved on the
mobile host/intelligent device after being encrypted using the
key discussed above. This online password verification fea-
ture effectively protects time-varying passwords, even
though they are short, from oitline dictionary attacks.

The VSA client needs to 1dentify current access network
before requesting local IP connectivity. If multiple access
networks are available, some criteria must be presented such
that the VSA client can make a choice. The i1dentification
results include local access network ID and local access
method. After current access network 1s i1dentified, the VSA
client looks for a match in the local access network list 1n
current VS A access record. If a match 1s found, the VS A client
decrypts authentication credential in the matched local access
record and submits 1t to current access network by following,
required local access method. If the mobile user supplied
correct common password and 1f the system administrator 1n
targeted remote network has not closed the account at current
access network, the mobile host should get IP connectivity
successiully.

Referring now to FIG. 4, a VS A server 400 1s deployed in
a remote network (e.g., an oifice network 402) that 1s a home
network for mobile hosts (e.g., mobile host 404). The mobile
host 404 includes a VSA client 406 as described above. The
VSA client 406 facilitates access to a local access network
408 and the office network 402 over the Internet 410. The
local access network includes an AAA server 412 for authen-
ticating a mobile host to the local access network. The office
network 402 has a gateway conceptually represented at 414.
The VSA 400 maintains local and remote access information
for every user that has a VSA client, and includes appropriate
provisions for system administrators to manage this access
information. The VSA server 400 also responds to VS A 1nfor-
mation update requests sent by VSA clients or by other cus-
tomer VSA servers. If the VSA server can read/write access
control lists in remote access gateways, it may manage remote
access for mobile hosts 1n real time based on recetved VSA
information update requests. If remote access traflic 1s not
heavy and 1f only one remote access gateway 1s needed, a
VSA server 1tself can serve as the remote access gateway.
Specifically, a VS A server provides the following functions.

A VSA server maintains VSA management records for
every user having a VSA. The “user” can be characterized as
a regular mobile user having a VSA client installed on a
mobile host, or a system administrator of another VSA server.
The system administrator of another VS A server1s referred to
as a customer VSA server, which provides remote access
services to mobile users via local access networks governed
by this VSA server. In this connection, there are two types of
VSA management records—client-type and server-type. A
client-type VS A management record contains a regular user’s
VSA authentication credential (for the user’s VSA client to
request VSA information updates from the VSA server),
remote access parameters (for the user’s VSA client to estab-
lish remote access connections to the VSA server’s network),
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remote access management parameters (for the VS A serverto
manage such remote access), and a list of local access man-
agement records, each of which contains local access param-
cters (for the user’s VSA client 406 to obtain local IP con-
nectivity from a local access network) and local access
management parameters (for the VSA server to manage such
local access at the local access network). An exemplary data

structure of a client-type VS A management record 1s depicted
at 414.

The “VSA username” 416 and “VSA password” 418 are
the user’s VS A authentication credential. The “remote access
method” 420, “remote access gateway name” 422, and
“remote access authentication credential” 424 are presented
as remote access parameters that are required when the VSA
client 406 establishes remote access connections for the
mobile host 404. These parameters are omitted from the
record 1f the VSA server 400 can manage remote access
gateways 1n real time. In that case, the remote access param-
cters are assigned values by the VSA server 400 1n the VSA
information update response message after the VSA client
406 submits a valid VS A authentication credential inthe VS A
information update request message. The “remote access
management method™” 425 and “remote access management
authentication credential”” 426 are presented as remote access
management parameters. These are necessary when the VSA
server 400 implements remote access control by modifying,
access control lists in remote access gateways. The “synchro-
nization time” 428 refers to the time when a system admin-
istrator(s) made the last change on this VSA management
record 414. The “last-confirmed synchromization time™ 430 1s
the synchronization time included 1n the most recent recerved
VSA information update request, which indicates the VSA
client has successiully updated 1ts VSA access record at that
time. By comparing these two time values, the VSA server
400 determines whether an update i1s necessary and, 1f
needed, what portion of the VSA access information shall be
sent back to the mobile host. The number of local access
management records 1s shown at 432 and the local access
management records at 434.

A server-type VSA management record 436 only contains
the VSA authentication credential of a system administrator
of a customer VSA server and a list of local access manage-
ment records, each of which contains local access parameters
(for the customer VSA server to provide its own remote
access service to 1its mobile users via a local access network
governed by the VSA server) and local access management
parameters (for the VSA server to manage such local access
for the customer VSA server). Compared with a client-type
VSA management record, a server-type VSA management
record does not have remote access parameters and remote
access management parameters. In this case, neither the cus-
tomer VS A server nor 1ts mobile users require (and should be
allowed) remote access to the VSA server’s network. In the
illustrative embodiment, the server-type VS A record includes
a VSA username 438 and VSA password 440 that form the
authentication credential. The synchronization time 442 and
last confirmed synchronization time 444 are utilized as
described above with respect to record 414. The number of
local access management records 1s 1dentified at 446 and the
local access management records at 448.

In the 1llustrative embodiment, two types of local access
management records are shown and described. The first 1s
shown 1n FI1G. 5 and 1s referred to as a basic-type local access
management record. The basic-type local access manage-
ment record 500 contains local access parameters and local
access management parameters for a local access network
governed by the VS A server. An exemplary data structure of
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a basic-type local access management record 500 has local
access parameters that include a “local access network 1D”
502, “local access method” 504, and “local access authenti-
cation credential” 506. These are the same as those 1n the local
access record managed by VSA clients. The “local access
management method” 508, “local AAA server name” 510,
and “local access management authentication credential” 512
are local access management parameters, which may or may
not be available to the VSA server. 11 they are available, the
VSA server can effectively manage local access by changing,
access control lists 1n local AAA servers. If they are not
available, VSA system administrators can manually open,
change, and close accounts at local access networks.

Referring now to FIG. 6, a hierarchical-type local access
management record 600 contains dedicated local access
parameters for local access networks that are governed by a
special VSA server that 1s referred to as “an owner VSA
server.” Accordingly, the current VS A server 1s considered to
be a “customer VSA server” of the owner VSA server. The
customer VSA server provides remote access to 1ts mobile
users using the local access networks of the owner VSA
server, but it cannot directly manage such local access. IT a
management operation 1s required, 1t 1s implemented by send-
ing a VSA information update request from current VSA
server to the owner VS A server. An exemplary data structure
for a hierarchical-type local access management record 1s
shown 1n FIG. 6., and all parameters are defined in the same
way as those 1n VS A access records managed by VSA clients.
Specifically, 602 corresponds to the remote network 1D, 604
to the VSA server name and/or IP address. The VSA user-
name 1s shown at 606, the VSA password at 608, synchroni-
zation time at 610 and number of local access records at 612.
The local access records are characterized by the reference
numeral 614. A VSA server maintaining hierarchical-type
local access records will periodically send VSA information
update requests to owner VSA servers to ensure that such
local access records are up-to-date.

A VSA server listens to a dedicated TCP port for incoming
VSA mnformation update requests sent by VSA clients or by
customer VSA servers and responds accordingly. Both
request and response messages are encrypted with message
authentication codes, all based on the VSA password shared
between them. Referring now to FIG. 7A, there 1s depicted an
exemplary implementation of a VSA information update pro-
tocol 700. At 702, the VSA client constructs a VSA update
request message (Q by generating a random sequence X; cal-
culating an encryption key K1 from “hash (hash (VSA pass-
word)|[X)’; and using the formula “Q=VSA username|[X||E -,
(Synchronization time||[Request content)”. At 704, the VSA
client sends the update request message (Q and a message
authentication code “hash (Q||K1)” to the VSA server to
enable the VS A server to detect unauthorized modifications.
The synchronization time may be utilized by the VS A server
to detect replay attacks. Requests such as “Updating local and
remote access parameters’”, “Changing VSA password™, and
“Closing VSA account” may be communicated from VSA
clients or customer VSA servers, whereas requests such as
“Changing local access account passwords” and “Closing
local access accounts™ can be sent only from customer VSA
servers. Alter recerving the VSA 1mformation update request
message, at 706 the VSA server searches for a VSA manage-
ment record that matches the VSA username encompassed in
the request message. 1T a match cannot be found at 708, the
VSA server sends a denial code back to the VSA client/
mobile host in clear text as a response message (no message
body). I a management record i1s found at 708, the VSA
server retrieves the hashed VSA password from the matched
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VSA management record, calculates the decryption key K1
from “hash (hashed VS A password|[X)”, verifies the message
authentication code “hash (Q||K1)”, and decrypts the syn-
chronization time and request content at 710. The message
authentication code 1s utilized to verily the integrity of the
request message. If the mntegrity of the message 1s not verified
at 712, the VSA server sends a denial code 1n clear text (no
message body) to the VSA client/mobile host at 714. Alter-
natively, if the itegrity of the message 1s verified, the VSA
server saves the synchromization time 1n the request message
as the last-confirmed synchromization time in the VS A man-
agement record for the mobile host at 716. At 718, the VSA
server constructs a VSA information update response mes-
sage A by generating a random sequence Y, calculating an
encryption key K2 from “hash (hash (VSA password)|[Y)”,
and using the formula “A=Response Code||Y||E ., (Synchro-
nization timel|Response content)”. The response code is
either “success” or “denial”, and 1s transmitted 1n clear text
such that some access control point between the mobile host
and the VS A server can make use of this information. At 720,
the response message A and a message authentication code
“hash (A||[K2)” are communicated back to the VSA client/
mobile host.

Referring now to FIG. 7B, after receiving the VSA infor-
mation update response message, at 722 the VSA client first
checks the response code that 1s transmitted 1n clear text. At
724, 11 the response contains a denial code and 11 there 1s no
message body at 726, the VSA client 1ignores the response
message at 728 and may re-send VSA information update
requests up to a preset number of times at 730. If the response
code 1s a denial code at 724 and 11 the message authentication
code of the response message 1s correct at 726 (which means
the VSA server has already closed the VSA for the mobile
user) the VSA client permanently deletes the corresponding
VSA access record stored on the mobile host at 732. If the
response code 1s a success code and 11 the message authenti-
cation code of the response message 1s correct, the VS A client
decrypts the message, saves the updated information, 11 there
1s any, 1nto the corresponding VS A access record, and updates
the synchronization time using the synchronization time
value included 1n the response message at 734.

A VSA server can include a suitable interface to enable
system administrators to add, change, or remove VSA man-
agement records and to add, change, or remove local access
management records within any VSA management record.
Whenever a modification 1s made, the synchronization time 1s
updated. Thus, when the corresponding VSA client (or cus-
tomer VSA server) sends in a VSA information update
request, the updated portion of the VSA management record
can be sent back accordingly. If a VSA management record 1s
deleted, it 1s not removed from the VS A server immediately.
Instead, an empty VSA management record with the same
VSA credential will be reserved until either of the following
two events happens—the corresponding VSA client (or cus-
tomer VSA server) sends i a VSA information update
request and a “delete everything” response 1s sent back, or the
lingering timer expires.

If Application Program Interfaces (APIs) are available to a
VSA server to edit access control list in remote access gate-
ways, the VS A server can implement remote access control in
real time using the VSA information update protocol. For
example, 11 a VSA server can edit the SPD (Secure Policy
Database) and SAD (Security Association Database) at IPsec
gateways, 1t can allow a mobile host to establish a remote
access connection with an IPsec gateway instantly by sending
a pre-established security association back to the mobile host
in the VSA information update response message. This
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implementation can speed up the IPsec tunnel establishment

as well as simplifying the IPsec key management, because
those pre-established security associations are prepared
betfore the mobile host starts to establish remote access con-
nections and the mobile host does not need a security certifi- 53
cate 1n order to negotiate a security association with the IPsec
gateway.

Referring now to FIGS. 8A-8D, a VSA system consists of
VSA clients and servers. In accordance with the invention,
there are depicted two 1llustrative VS A system architectures: 10
a centralized architecture and hierarchical architecture. A
centralized VS A system has a single VSA server and may be
utilized by small to mid-size companies that require manage-
ment of external remote access (e.g., accessing an oifice
network from airport WLAN), and controlled intranet access 15
(e.g., accessing an office network from office WLAN) at a
single, centralized point. FIG. 8A 1s a flow diagram that
illustrates the signaling flow 1n an external remote access
example for a company using a centralized VSA system. In
this example, a mobile user 800 1s within the coverage of an 20
access network 802 at which the system administrator of the
mobile user’s employer has already set up an account (or a
plurality of accounts for employees). The mobile user 800 has
a mobile host 804 with an associated VSA client 806 as
described 1n the foregoing. The local access network 802 25
includes an AAA server 808. The local access network 802
communicates via the Internet 810 with an office network 812
having a gateway 814. A VSA server 816 1s provided for
implementing VSA management and logon procedures. The
mobile user 800 iitiates the connection procedure as 30
described above and 1llustrated 1n FIG. 3. The procedure 1s
simplified here for clarity. At 818 the user selects the logon
function of the VSA client 806, and inputs a password (com-

mon or time-varying as described above). Using this pass-
word, at 820 the VSA client calculates the user’s VSA pass- 35
word and a decryption key. At 822 the VSA client identifies
the current access network that will be used, here local access
network 802. At 824, the VS A client decrypts the authentica-
tion credential corresponding to this access network and at
826 1nitiates a local access request procedure by following the 40
access method required 1n the access network. For example, 1f
the access network 1s a public WLAN that adopts a Web-
based authentication method, the VSA client will implement
the following procedure: (1) run a DHCP (or some other
protocol) to get a local IP address; (2) send an HT'TP request 45
to the local AAA (Web) server as 1f the HT'TP request were
generated by a Web browser after the user clicks a “Submit™
button displayed in the authentication Web page (which
includes the local access authentication credential (username
and password) that are decrypted using the key generated 50
from the VSA password); and (3) mterpret the local access
response from the retrieved Web page that either confirms or
denies the local access request. If the user submitted the
correct VSA password and 11 his system administrator has not
closed the user’s account, the mobile host receives IP con- 55
nectivity at 828. After IP connectivity has been established,
the VSA client sends a VSA information update request 830
to the VSA server 816 as described 1n detail above and 1llus-
trated in FIGS. 7A and 7B. The VSA server 816 1s accessible
from the Internet even though it 1s protected by a firewall 814. 60
The firewall 814 1s configured to discard incoming IP packets
that are addressed to the VSA server but assigned to ports
other than the VSA protocol port. The VSA server 816
responds at 832 with aresponse message (Step 720, FIG. 7A).
The VSA client 806 decrypts a successiul response message 65
at 834 and initiates a remote access connection at 836 with the
remote access gateway 814. The remote access gateway 814
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would have recetved instructions from the VS A server 816 to
permit the connection to be made between the mobile user
800 and the remote network 812. After the remote access
connection 1s created successtully, aresponse message 838 1s
sent back to the mobile host/VSA client and the mobile user
800 can access any resources at the user’s office network 812
as 11 the user were still 1n the office.

FIG. 8B shows the signaling flow 1n a controlled intranet
access case for a company using a centralized VSA system.
This embodiment 1s similar to that described above and 1llus-
trated 1n F1G. 8A, except 1n thus case the VSA client does not
need mobility support and therefore does not have to send a
remote access request. All steps contain common reference
numerals with FIG. 8A. Here, the corporate WLAN 802
contains the local AAA server 808. Public access network
operators that manage multiple access networks under direct
control or through roaming agreements can also utilize a
centralized VSA system to present an integrated access ser-
vice to their customers. For example, a public WLAN opera-
tor can use a centralized VSA system to provide WLAN
access services to 1ts own customers via other public WLANSs
without requiring any special protocols to be employed
between their networks. A public WLAN operator can nego-
tiate a wholesale price with other public WLAN operators,
and open a plurality of accounts at their AAA servers, each of
which will be used as a local access network account gov-
ermned by a VSA at the WLAN operator’s VSA server.

Referring now to FIG. 8C, there 1s depicted a tlow diagram
of a hierarchical VSA system adapted for mid to large size
corporations that have separate branch offices to manage
external/internal remote access and controlled intranet access
from each of these branch offices. A hierarchical VSA system
in a large company with separate branch offices may have a
plurality of VSA servers, each VSA server residing 1n a
branch oflice network that requires other branch oifice net-
works to provide intranet access to 1ts mobile users visiting
their branch office networks and/or to provide intranet access
to visiting mobile users from other branch offices. In FIG. 8C,
a mobile user (employee) can obtain controlled intranet
access from every branch office. In accordance with the 1llus-
trative embodiment of the invention, the mobile employee’s
home VSA server 842 requests a VSA from another branch
VSA server 816 on behalf of the mobile employee. Informa-
tion from all intranet access networks that are in other branch

ollice networks having their own dedicated VSA servers are
communicated to the VSA client 806 installed on the mobile
host 804. The VSA client 806 obtains access to all intranet
networks under the control of a single VSA server 842 in the
home branch office network 840. Thus, from the VS A client’s
perspective, 1t doesn’t see a difference between access net-
works. However, the home VSA server 842 cannot directly
communicate with intranet access networks in other branch
olfice networks on VS A management issues. Accordingly, the
home VSA server 842 utilizes the VSA information update
protocol (described above and illustrated 1n FIGS. 7A, 7B) to
request the governing VSA server to carry out such manage-
ment operations.

Referring now to FI1G. 8D, there 1s depicted another exem-
plary embodiment of the imvention, wherein a hierarchical
VSA system enables a company to choose a single public
access network operator to provide local access services to 1ts
mobile employees so that they can obtain remote access to an
olflice network from any location outside of the office. The
public access network operator 810 utilizes a central VSA
server 844 to provide a single VS A for each mobile employee.
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FIG. 8D 1s a flow diagram for such an external remote access
embodiment. The reference numerals common to FIG. 8 A are
utilized.

The present invention has been shown and described in
what are considered to be the most practical and preferred

embodiments. It 1s anticipated, however, that departures may
be made therefrom, and that obvious modifications will be
implemented by those skilled 1n the art.

The mvention claimed 1s:

1. A non-transitory computer readable medium storing
program instructions, executable by a processor, which, when
executed by the processor, perform a method for connecting
to a remote network through an access network with a single
user password, wherein an authentication server in the access
network does not perform a protocol conversation with an
authentication server in the remote network, wherein the
method 1ncludes:

generating a virtual single account password and decryp-

tion key from the single user password;

decrypting at least one of a local access network authenti-

cation credential and a remote access authentication cre-
dential stored in encrypted form 1n a computer readable
medium on a mobile host;

initiating a local access network connection; and

initiating a remote network access connection.

2. The computer readable medium of claim 1, wherein the
mobile host 1s configured to 1nitiate a virtual single account
configuration update process with a virtual single account
Server.

3. The computer readable medium of claim 2, wherein the
virtual single account configuration update process includes:

constructing a virtual single account information update

request message;

sending the virtual single account imformation update

request message to the virtual single account server; and
receiving a virtual single account information update
response message from the virtual single account server.

4. The computer readable medium of claim 3, wherein the
virtual single account information update request message
contains an 1instruction authorizing the decrypting of the
remote network authentication credential prior to 1nitiating,
the remote network access connection.

5. The computer readable medium of claim 1, wherein the
mobile host selects a local access network from a current
virtual single account access record.

6. The computer readable medium of claim 1, wherein the
mobile host generates a decryption key 1n response to a ran-
dom sequence received from the user.

7. The computer readable medium of claim 1, wherein the
virtual single account password 1s generated using the expres-
sion: virtual single account password=hash(virtual single
account usernamel|common password||virtual single account
server|remote network ID), wherein the virtual single
account username 1dentifies the user to a virtual single
account server, the common password 1s the single user pass-
word, and the remote network ID 1dentifies the remote net-
work server as a home network for the mobile host.

8. The computer readable medium of claim 3, wherein the
virtual single account update request message “Q” 1s derived
from the expression: Q=virtual single account
usernamel||X||E .-, (Synchronization time||Request content),
where X 15 a random sequence; and K1 1s an encryption key
calculated from hash (hash (virtual single account password)
IX).

9. The computer readable medium of claim 8, wherein the
virtual single account information update response message
“A” 1s dernived {from the expression: A =Response
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Code|[Y||Er, (Synchronization time|[Response content),
whereinY 1s a random sequence, and K2 1s an encryption key
calculated from hash (hash (virtual single account password)
IY).

10. The computer readable medium of claim 1, wherein the
mobile host 1s configured to select local access parameters
and remote access parameters from a virtual single account
access record.

11. A non-transitory computer readable medium storing
processor executable mstructions which, when executed by a
processor, perform a method for connecting to a remote net-
work through an access network with a single password,
wherein an authentication server in the access network does
not perform a protocol conversation with an authentication
server 1n the remote network, wherein the method includes:

recerving a virtual single account information update

request message from a mobile host;
sending a wvirtual single account information update
response message to the mobile host, the virtual single
account update response message including current
remote access parameters for the remote network;

receving an authentication credential for the remote net-
work:

verilying the authentication credential; and

granting remote network access to the mobile host.

12. The computer readable medium of claim 11, wherein
the virtual single account imnformation update request mes-
sage “Q” 1s derived from the expression: Q =virtual single
account username|[X||[E., (Synchronization time|[Request
content), wherein X 1s a random sequence; K1 1s an encryp-
tion key calculated from hash (hash (virtual single account
password)|[X).

13. The computer readable medium of claim 12, wherein
the virtual single account information update response mes-
sage “A” 1s dertved from the expression: A =Response
Code||Y|[Ex» (Synchronization time|[Response content),
whereinY 1s a random sequence, and K2 1s an encryption key
calculated from hash (hash (virtual single account password)
IY).

14. The computer readable medium of claim 11, wherein
the computer readable medium contains a plurality of virtual
single account management records, each management
record including a user’s virtual single account authentication
credential.

15. The computer readable medium of claim 11, wherein
the user’s virtual single account authentication credential
includes a virtual single account password generated from the
single password.

16. The computer readable medium of claim 15, wherein
the virtual single account password 1s generated using the
expression: virtual single account password =hash(virtual
single account usernamel|jcommon password|virtual single
account server|remote network ID), wherein the virtual
single account username 1dentifies a user to a virtual single
account server, the common password 1s the single user pass-
word, and the remote network ID 1dentifies the remote net-
work serving as a home network for the mobile host.

17. The computer readable medium of claim 11, wherein
the server 1s configured to maintain access information for at
least one local access network and at least one remote net-
work.

18. The computer readable medium of claim 17, wherein
the access information includes client information for mobile
hosts, and management information for at least one additional
Server.

19. The computer readable medium of claim 11, wherein
the method includes:
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signaling, by a wvirtual single account server, a remote
access gateway to verily the remote authentication cre-
dential.

20. A server including a processor and a computer readable
medium storing instructions, executable by the processor,
which, when executed by a processor, perform a method for
establishing a virtual single account connecting a mobile host
to a remote network through an access network with a single
password, wherein an authentication server in the access net-
work does not perform a protocol conversation with an
authentication server in the remote network, the method com-
prising:

receiving a virtual single account information update

request message from a mobile host;
sending a virtual single account information update
response message to the mobile host, the virtual single
account update response message including current
remote access parameters for the remote network;

receiving an authentication credential for the remote net-
work;

verilying the authentication credential; and

granting remote network access to the mobile host.
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