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DETECTING DISPENSABLE INVERTER
CHAINS IN A CIRCUIT DESIGN

BACKGROUND

One or more aspects of the mvention relate generally to
analyzing design problems of electronic chips, and in par-
ticular, to analyzing a timing endpoint report for a design of
an electronic circuit.

Advancing semiconductor manufacturing technology
allows squeezing more and more functionality, and thus,
transistors on a single semiconductor chip. By increasing the
complexity within a chip design, dependencies between
different functional points, size and placement of individual
devices, as well as physical/geometrical paths between logi-
cally dependent functions also increase. Additionally, the
operational speed 1s ever increasing using higher and higher
clock rates. Timing 1ssues arise even when using synthesis
tools for selected functions because these synthesis tools
may not be perfect. That 1s, several timing problems remain
in synthesized circuits. Thus, a manual analysis and repair of
the circuit design may be required. One solution to address
this problem 1s a usage of endpoint reports as a result of an
automatic analysis of a designed circuit. Such endpoint
reports look for critical signal paths 1n the design but which
do not directly reveal what circuit design tlaws need to be
improved. In order to find these circuit design flaws 1n an
endpoint report, a series of manual steps are currently
required to be performed by a system designer. The system
designer needs to bring in his/her experience and time to find
the circuit design tlaws.

SUMMARY

In one aspect, a computer-implemented method of ana-
lyzing an endpoint report for a design of an electronic circuit
1s provided. The computer-implemented method includes:
ascertaining, by a processing device, that one or more test
points of a selected path of the endpoint report are associated
with one or more 1mverter devices of an inverter chain of the
design of the electronic circuit; establishing, by the process-
ing device, a chain criticality value for the inverter chain;
and determining, by the processing device, whether to
identily the inverter chain as a dispensable inverter chain,
the determining using, at least in part, the chain criticality
value for the mverter chain.

As a further aspect, a computer system for analyzing an
endpoint report for a design of an electronic circuit 1is
provided. The computer system includes a memory; and a
processing device i communication with the memory,
wherein the computer system performs a method which
includes: ascertaining, by a processing device, that one or
more test points of a selected path of the endpoint report are
associated with one or more 1mverter devices of an nverter
chain of the design of the electronic circuit; establishing, by
the processing device, a chain cnticality value for the
inverter chain; and determining, by the processing device,
whether to identily the inverter chain as a dispensable
inverter chain, the determining using, at least in part, the
chain criticality value for the inverter chain.

In yet another aspect, a computer program product for
analyzing an endpoint report for a design of an electronic
circuit 1s provided. The computer program product includes
a computer readable storage medium readable by a process-
ing circuit and storing instructions for execution by the
processing circuit for performing a method, which includes:
ascertaining, by a processing device, that one or more test
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2

points of a selected path of the endpoint report are associated
with one or more mverter devices of an inverter chain of the
design of the electronic circuit; establishing, by the process-
ing device, a chain criticality value for the inverter chain;
and determining, by the processing device, whether to
identily the inverter chain as a dispensable inverter chain,
the determining using, at least in part, the chain criticality
value for the inverter chain.

Additional features and advantages are realized through
the techniques of the present invention. Other embodiments
and aspects of the mvention are described 1n detail herein
and are considered a part of the claimed 1invention.

BRIEF DESCRIPTION OF THE DRAWINGS

One or more aspects of the present invention are particu-
larly pointed out and distinctly claimed as examples 1n the
claims at the conclusion of the specification. The foregoing
and other objects, features, and advantages of the mnvention
are apparent from the following detailed description taken 1n
conjunction with the accompanying drawings in which:

FIG. 1 shows an embodiment of a method of analyzing an
endpoint report for a design of an electronic circuit, 1n
accordance with one or more aspects of the present inven-
tion;

FIG. 2 illustrates a typical endpoint report to be analyzed,
in accordance with one or more aspects ol the present
invention;

FIG. 3 depicts a more detailed process for analyzing an
endpoint report for a design of an electronic circuit, 1n
accordance with one or more aspects of the present inven-
tion;

FIG. 4 1llustrates a process embodiment for analyzing test
points of an endpoint report for a design of an electronic
circuit, 1 accordance with one or more aspects of the
present 1nvention;

FIG. 5 shows one embodiment of a process of analyzing
an endpoint report for potentially dispensable inverter
chains, in accordance with one or more aspects of the
present 1nvention;

FIG. 6 1llustrates one embodiment of a process for ana-
lyzing an inverter chain to establish a chain criticality value,
in accordance with one or more aspects ol the present
invention;

FIG. 7 depicts one embodiment of a process for estab-
lishing a final chain crticality value, which takes into
consideration one or more characteristics of the inverter
chain, in accordance with one or more aspects of the present
invention;

FIG. 8 shows a sample endpoint report, with one or more
dispensable inverter chains highlighted, in accordance with
one or more aspects of the present invention;

FIG. 9 depicts one example of a text-based endpoint
report analysis result, with multiple potentially dispensable
inverter chains highlighted with a warning tlag or an error
flag, and with a suggested change to the circuit design noted,
which will allow removal of the flagged, dispensable
inverter chain, 1n accordance with one or more aspects of the
present 1nvention;

FIG. 10 depicts one embodiment of a design circuit
analysis system, 1n accordance with one or more aspects of
the present invention;

FIG. 11 depicts one example of a computer system/server
of a computing environment to incorporate a design circuit
analysis process or system, 1 accordance with one or more
aspects of the present mvention;
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FIG. 12 depicts one embodiment of a cloud computing
environment, which may implement one or more aspects of
the present invention; and

FIG. 13 depicts an example of extraction model layers
which may use or implement a design circuit analysis
process, 1n accordance with one or more aspects of the
present invention.

DETAILED DESCRIPTION

In the context of this description, the following conven-
tions, terms and/or expressions may be used:

The term circuit design flaw may denote deficiencies 1n a
design of an electronic chip. The electronic circuit of the
chip may be unstable, not fast enough or may produce
inconsistent output signals. In general, an optimization of
devices, connection and signal flows may be achieved by a
detailed analysis of the circuit design and chip design to
overcome circuit design flaws.

The term electronic circuit may denote an integrated
semiconductor circuit of electronic and electric components
commonly referred to as an electronic chip. Such a chip may
be manufactured using different technology processes like a
bipolar process or a CMOS process with different numbers
of steps relating to different layers of the semiconductor
chip. Individual devices of the electronic circuit may be
linked to each other via on-chip wires. The electronic
circuits may also be designed as three-dimensional chips
being connected to each other through vias. Many millions
of different devices may be itegrated into a semiconductor-
based electronic circuit.

The term endpoint report may denote a list of timing
critical paths through the circuit, each one being a path
between an mput and an output with the maximum delay.
The endpoint report may be one of the results of a static
timing analysis.

An endpoint report may be a list of textual tables of
different simulation calculations comprising a lot of diflicult
to interpret abbreviations and acronyms. A possible example
ol an endpoint report path 1s shown as FIG. 2. This may be
hard to read and interpret. Typical values given are data
values for clock phase, arrival time, total capacity, sink
capacity, drain capacity, gate capacity, fan out, or delay.

The term static timing analysis run may denote a simu-
lation method to compute the expected timing of a digital
circuit without requiring a full simulation of the circuait.
Static timing analysis may provide a fast and reasonably
accurate measurement of circuit timing. It may provide a list
of timing critical paths through the circuit.

The term path may denote a route through an electronic
circuit. Flectric signals may travel along such a path. The
signals may be delayed by individual devices—including
wires between the devices—when traveling along such a
path. The delays may, e.g., be characteristic values of the
related devices and or wire laying or characteristics. A path
may be denoted as “critical” 11 the signals progressing along
such a critical path determine a general chip behavior, e.g.,
the overall processing speed of the chip.

The term technology specific context data may denote
characteristic values for specific device type manufacturers
using a specific manufacturing technology. Typical devices
using one manufacturing technology may cause diflerent
signal delays 11 compared to equivalent devices manufac-
tured using another manufacturing technology, 1.e., another
production process.

The term test point may denote an element regarding a
row 1n a critical path computed by static timing analysis.
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Each test point may correspond to a device pin 1n an
clectronic circuit, which may be traversed by the critical
path. Each test point may describe specific parameters for
this device pin, like 1ts name, connected net name, arrival
time, slew, capacitances, delays, etc. The relevant param-
cters 1n the context of thus document are called ‘design
quality parameters’ throughout this document.

The term design quality parameters may denote different
numeric values designed to differentiate a good design
compared to a bad design of an electronic chip layout. A
good design may, e.g., cause only little delays 1n comparison
to high delays 1n bad designs or chip layouts. The same may
apply to signal slews and/or placements of devices or
wirings as part of the electronic chip. It may be understood
that a placement relates to a geometric position within the
chip layout.

The term design problem area may denote a group of
devices, test points and/or wirings causing, €.g., signal
delays or, other physical efiects influencing the functionality
ol an electronic chip 1n a negative way. A design problem
area may relate to only one device or even one single feature
of a device or the way different devices are linked to each
other and/or interact with each other. A design problem area
may typically be related to a test point. However, also more
than one design problem area may relate to one test point.
Additionally, a design problem area may also relate to
different test points.

The term root cause may denote a fundamental ground for
a design problem area. The real cause may also be under-
stood as a relative “problem importance”. By identifying a
root cause—or identifying a problem importance—ior a
given design problem area, the functional design problem
may be addressed by a different design of the electronic
chip. Thus, the design problem area may be eliminated
resulting in high-quality electronic chips.

The term design problem area data may denote data
and/or measurement values relating to a design problem
arca. This may enable a comparison of different design
problem areas. The data may also be used for a further
analysis process to optimize the chip design.

The term phase may denote a timing phase corresponding,
to a clocking scheme applied when computing the static
timing analysis. Some circuits may support multiple clock-
ing schemes, like, e.g., scannable latches that both support
a normal data clocking but also a scan clocking for circuit
initialization and debugging. When performing static timing
analysis for a circuit that supports multiple clocking
schemes, simulation may have to be performed for each
clocking scheme separately and the clocking scheme may be
denoted as phase 1n the endpoint report.

The term placement may denote a geometrical position of
a device or any other component of the electronic circuit of
the chip relative to an edge or corner of the chip. Based on
such placement data, distances 1 an x- and/or y-direction
between different devices may be calculated.

The term adjust may denote a timing adjustment per-
formed during static timing analysis due to external condi-
tions like noise and capacitive coupling between diflerent
nets. The additional delay introduced by this coupling may

be added as an adjust test point to the critical path.

The term assertion may denote the contract applied to the
primary input and output pins of a circuit during static
timing analysis. It may mainly comprise an asserted arrival
time and slew for iput pins, and the required arrival time
and capacitive load for output pins.

"y
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The methods, systems, and computer program products
disclosed herein for analyzing an endpoint report for a
design of an electronic circuit offer a number of advantages.

Although endpoint reports of a circuit design analysis are
available, they are typically delivered 1n a list form which 1s
not easy to interpret, requires a lot of experience of the
circuit designer to interpret, and requires time for the circuit
designer to 1dentify circuit design flaws and determine how
to address them, such as how to repair.

One or more aspects of the methods, systems, and com-
puter program products described herein improve the tool
support for identifying circuit design flaws, and 1n addition
to giving recommendations of how to improve the circuit
design 1n order to meet predefined design criteria. Thus,
average circuit designers, not having many years ol expe-
rience 1n enhancing existing circuit designs by addressing
timing 1ssues on critical paths, may be able to improve
circuit designs by using the recommendations generated by
one or more of the aspects provided herein.

One or more aspects may use most of the available
information about the actual design as well as technology
specific context data that 1s generally available and put 1nto
context of a specific circuit design. For each test point, a
series ol analysis 1s performed automatically based on
known parameters of implemented devices, placement of
devices as part of the physical layout of the circuit in
comparison to a critical path, as well as specific device pins,
wire delays, adjusts, device delays (like inverter, NAND,
NOR, or bufler), assertions, slews, just to name a few. For
this, known device and placement data may be used, and
expected delays, etc. may be tested against typical threshold
values (warning and/or error threshold values).

Thus, a complete behavior of devices and wires as part of
critical paths may be analyzed automatically. Design prob-
lem areas may be identified and may be highlighted in a
graphically enhanced way and recommendations may be
given to the circuit designer to improve chip design work.
This may improve the speed in which circuit design tlaws
(such as dispensable inverter chains) may be detected and
addressed. Thus, the design process may be shorter and the
quality and functionality of the designed circuit may be
improved.

An example may demonstrate achieved eflects: an
inverter has a typical delay of 4 to 6 ps (pico seconds) when
properly used. I the delay of the inverter 1s comparably
high, this may be caused by:

an 1nverter iput pin slew that 1s too high; 1n this case, a

better wiring 1n front of the iverter may be recom-
mended;

the inverter transistors have a high threshold voltage; 1n

this case, using faster transistors may be recommended;
the inverter may have a too high of a capacity to load on
its output; 1f the inverter output fan i1s too high, 1t may
be recommended cloming the iverter (or other com-
ponents 1n front of 1t) and that may distribute the fan out
in the resulting circuit—it the load 1s too high but the
fan out 1s low, 1t may be recommended using a better
wire quality after the inverter or reduce the wire length.

This way, the designer automatically obtains a set of
recommendations to improve the circuit without personally
intensively analyzing details of an available endpoint path.
The findings and resulting recommendations may be dis-
played in an augmented representation as part of an
enhanced endpoint path report and/or 1n addition 1n the form
of textually expressed recommendations (as explained fur-

ther below with reference to FIGS. 8 & 9).
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FIG. 1 shows an embodiment 100 of a method for
analyzing an endpoint report for a design of an electronic
circuit, 1 accordance with one or more aspects of the
present invention. In the depicted embodiment, method 100
includes loading results of a static timing analysis run 102;
selecting a path from the loaded results 104; and providing
technology specific context data 106. Additionally, the
method includes determining for one or more (e.g., every)
test point of the selected path, design quality parameters for
determining a design problem area 108; and determining for
one or more (e.g., every) design problem area, a root cause
by analyzing the design problem area, including associated
data 1n comparison to related ones of the technology specific
context data 110. It may be noted that the mentioned root
cause may also be interpreted as a problem severance in the
endpoint report.

According to one or more embodiments of the method,
the technology specific context data may comprise at least
one out of the group comprising a threshold value—e.g., a
misplacement of error distance threshold value, a critical
wire delay threshold, a device output slew, etc.—a typical
delay value or, a maximum slew value for each phase.
Technology specific context data may thus relate to a context
of the used underlying manufacturing or production tech-
nology process of the electronic circuit. This may, e.g., relate
to the semiconductor material used, manufacturing process
boundaries of the resulting electronic chip or other environ-
mental parameters in the context of the semiconductor
circuit manufacturing process.

According to one or more embodiments of the method,
the design quality parameter may comprise at least one out
of the group comprising a comparably high delay, in par-
ticular 11 compared with an expected average delay, a signal
slew, and/or a placement of a device within a layout of the
clectronic circuit. The placement of the device may describe
a geographical position of a device within a chip or circuit
layout 1n terms of coordinates relative to, e.g., a corner of a
circuit.

According to one or more other embodiments of the
method, a color rendering attribute and/or test point design
quality parameter may be assigned to a test point relating to
a design problem area. This way, a designer may obtain high
quality advice to address design flaws which even an unex-
perienced circuit designer may use without in-depth analysis
of the endpoint report and years of experience.

According to another embodiment of the method, the test
point may be selected out of the group comprising a pin, a
wire delay, an adjust, a device delay, and an assertion. This
way, different basic categories of root causes may be
addressed. These may be analyzed in more detail. As one
specific example, a delay category analysis may be per-
formed to identify potentially dispensable inverter chains of
a selected path, such as a critical path, 1n the endpoint report
for the design of the electronic circuait.

According to a further embodiment of the method, and 1n
the case the design quality parameter 1s a placement, the
method may comprise determining a previous or penulti-
mate test point position, determining a placement delta of a
current test point in relation to the previous or penultimate
test point position, loading a global path direction vector,
determining whether the placement delta 1s following the
global path direction vector, determining whether the place-
ment delta 1s above an 1gnore placement mismatch thresh-
old; and determining whether the placement delta 1s above
a critical placement mismatch threshold. These steps of the
method may ensure that comparable short wire lengths are
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used and that components actually belonging tunctionally
together may be placed 1n close proximity to each other.

In accordance with a further embodiment and 1n the case
the test point 1s of a type wire delay, the method may
comprise determining a source pin load and a related sink
pin slew. This way detailed information may be generated
about specific wires connecting devices of the electronic
chup.

In accordance with a further embodiment and 1n the case
the test point 1s of a type device delay, the method may
comprise analyzing a device, an inverter chain, a bufler,
and/or a latch. The device 1tself may cause a high delay. Also
in the case the device may be a bufler or a latch, these
devices may undergo device-specific tests.

According to another embodiment of the method, the
analyzing the device may comprise determining at least one
out of the group comprising a device voltage threshold, a
device primary output slew, a device primary output load 1n
comparison to a device size, and a device fan out value.
These parameters of the device have proven to be, e.g.,
critical 1n the sense of design flaws. A further investigation
may be required.

If, according to an embodiment of the method, the device
analyzed may be a bufler, the method may comprise deter-
mimng a warning threshold value and an error threshold for
a primary input slew of a bufler, and 1n the case the buller
primary input slew may be better than a primary output slew
of the bufler, an obsolete buller error message may be
reported, and 1n the case the bufler primary mput slew may
be better than an error threshold, an obsolete bufler error
message may be reported. This way, different levels of
design flaws may be detected and different recommenda-
tions may be given to a designer.

If, according to an additional embodiment of the method,
the device analyzed may be a latch, the analyzing the device
may comprise identifying a latch type, and loading a local
clock wire delay, a slew, and a fan out from a previous test
point 1n the selected path. These may be compared to gain
a deeper understanding of circuit design deficiencies.

FIG. 3 shows a more detailed process 300 of analyzing an
endpoint report, 1n accordance with one or more aspects of
the present invention. The process 300 starts with loading
endpoint report (EPR) data mnto a method related analysis
tool and selecting a path, e.g., a critical path 302. Next,
technology specific context data may also be loaded 304.
Then a loop process, starting at block 306 and ending at
block 320, 1s performed. A test point may be checked for
problems regarding high delays, slews, wrong positions and
so on, as examples 308. If the problem may be found, 310,
case “yves”, a context for reasons, like fan outs, high load,
high voltage threshold (VT), dispensable inverter chain, and
so on may be analyzed 312. If it 1s determined that the
problem 1s critical 314, then the results may be added to an
error list 316. If 1t 1s determined that the problem 1s less
critical 314, then the results may be added to a warnings list
318.

If no problems are found (compare determination point
310) or 1t the last test point has not been reached, 320, then
the process returns back to the beginning of the loop 306.
Otherwise, the findings and recommendations are reported
and, for instance, displayed 1n a graphical form to a user 322.

FIG. 4 shows one example of a process 400 of how to
analyze test points of an endpoint report, 1n accordance with
one or more aspects of the present invention. For each test
point 402, a slew may be analyzed 404, and a placement of
a device may be analyzed 406. It may be determined 408,
what characteristic the test point may have. The test point
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may be a pin of a device, a wire, an adjust, a device, or an
assertion, as examples. In each of the cases, a specific
analysis may be performed; namely, an analyze pin proce-
dure 410, an analyze wire delay procedure 412, an analyze
adjust procedure 314, an analyze device delay (such as an
inverter chain) procedure 416, and an analyze assertion
procedure 418. In case not all test points have been analyzed
420, the process may return back to the beginning 402.
Otherwise, the findings and recommendations may be
returned and reported 422.

For special pins, like macro or unit primary output pins
(PO), a load check may be performed. If the PO load value
exceeds the related threshold value, an error or warning may
be reported that recommends reducing the PO load i order
to avoid electro-migration 1ssues. The threshold values may
be different for macros and units, since units may drive
higher loads due to larger buflers.

When the unit timing context 1s available, an additional
check may be performed for macro mput and output pins.
The unit integration report may be parsed together with the
unit timing data and may contain information about macro
pins that are not optimally placed and cause supertluous wire
delay (this excessive delay may be called *“credit”). The
method may search for the macro pins of the test point 1n this
report. If found, it may extract the pin credit values and
compare them against the error and warning threshold
values. If the pin credit value 1s higher than the threshold
value, 1t highlights the pin in the report and generates a text
message that recommends moving the pin and indicates the
potential of timing improvement that may be achieved by
the move.

For instance, for each macro (or unit) mput and output
pin, the assertions may be compared for excessive difler-
ences. When timing data 1s loaded, the assertions used to
build the macro, as well as those newly generated by the unit
timing run (to be used in a next macro build iteration), are
loaded as well. The method may compare the arrival time
and output pin load values on these assertions. If the
differences exceed the threshold, a warning or error may be
reported, recommending refreshing the assertions for the
next macro build iteration. In addition, the asserted PO load
value may be checked against threshold values. If it exceeds
a threshold, an error or warning may be written that recom-
mends reducing the PO load 1n order to avoid electro
migration 1ssues. The thresholds may be diflerent for macros
and units, since units can drive higher loads due to larger
buflers.

For each adjust test point, a check may be performed to
verily whether the adjust value 1s above the warning or error
threshold. Such errors and warnings may be highlighted and
reported together with the recommendation to modity the
wire 1n order to reduce the coupling. In addition, all adjust
values may be accumulated and the sum may be compared
against warning and error thresholds for the overall adjusts
in the path. In case the adjust sum may exceed the thresh-
olds, an overall warning or error for the wire quality of this
path may be reported.

As noted, for high-performance and/or high-frequency
circuits, a significant limitation on the operational capability
of the circuit 1s i1ts timing characteristics. A circuit can only
tulfill a desired timing specification 1f the switching speed 1s
su 101ently fast. To test whether a circuit’s timing charac-
teristic 1s within a timing specification, late mode timing
analysis may be performed and used to analyze timing fails
in the endpoint report. As discussed, the endpoint report
typically contains a set of timing paths that report, 1n part, an
amount of failure, using the so-called late-mode slack. A
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principal goal of the circuit design process 1s to modily a
circuit design until no more late-mode paths with negative
slack are reported.

One possible design flaw 1s the presence of an inverter
chain which does not contribute to the logical function of the
circuit, but only delays the signal and leads to or causes a
timing fail. Certain mverter chains are beneficial, such as
those needed to power up signals, or to drive large fan-outs.
Other 1inverter chains are itroduced by the design synthesis
tool due to misplaced pins or devices in the circuit design,
or due to a bad wire quality specification. These later reasons
can be identified and corrected by the designer. Currently,
however, the circuit designer’s experience 1s required to find
any dispensable or obsolete inverter chains, and the reasons
causing them to be dispensable, based on data reported 1n an
endpoint path of the endpoint report.

Advantageously, disclosed heremn are automated
approaches to detecting dispensable (for imnstance, obsolete)
inverter chains based on an endpoint report path, or alter-
natively, based on a similar path created based on a circuit
net list.

Circuit synthesis tools typically contain methods to ana-
lyze timing and improve a circuit design, but the results are
not perfect. They often introduce inverter chains, one or
more of which may be obsolete or potentially dispensable
inverter chains. Conventionally, a large amount of failing
paths still need to be manually analyzed, and a human needs
to distinguish between necessary or good inverter chains and
dispensable inverter chains, as well as determine what
design changes may be pursued to eliminate a dispensable
inverter chain from the design.

Described herein therefore 1s an automated approach to
detect dispensable inverter chains 1n endpoint paths based,
in part, on endpoint report timing data. In operation, a
designer owning a circuit design may select one of the
timing endpoint report paths with negative slack in order to
analyze the path further to find the reason causing the
negative slack. For instance, all inverter chains in a path may
be detected, and then, for each chain, the chain topology and
inverter gains (and fan-outs and sizes) within the chain may
be used to analyze the chain. If the inverter chain does not
tulfill certain predefined criteria, then the inverter chain may
be marked as dispensable (e.g., obsolete), and reported out
or highlighted to a circuit designer or automated circuit
design tool for removal.

As explamed further below, inverter gain and macro
primary output (PO) fan-out, the context or topology of the
chain in the circuit, the distance the chain has to bridge, etc.,
may be considered and used to intluence a decision criterion,
referred to herein as the chain criticality value. When these
clements are analyzed, the resultant chain criticality value
may be compared against, for instance, two threshold val-
ues, such as a warning threshold value and an error threshold
value, and 1f the chain crticality value fails one or both
compares, then the chain may be reported as potentially
dispensable based on a warning, or dispensable based on an
error flag. The resultant report may be augmented with
recommendations on how to resolve the possible reason(s)
that caused the design synthesis tool to introduce the dis-
pensable inverter chain. For example, if an inverter chain
starts from a macro primary mput (PI), the report may
recommend moving the PI closer to the inverter chain end
location. If the inverter chain ends at a macro primary output
pin (PO), and the chain 1s reported dispensable, then the
report may recommend moving the PO closer to the inverter
chain begin location. If a dispensable mverter chain ends
with a latch, the report may recommend to check whether
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the latch position has been locked, and thereby cause the
chain creation by synthesis. As another example, 1f a dis-
pensable inverter chain starts from a latch, 1t may be
recommended to check whether the latch position has been
locked, and thereby cause the chain, or to duplicate this
latch, 1 order to avoid the chain creation by synthesis. In
this manner, a designer automatically recerves recommen-
dations to improve a circuit design, without intensely requir-
ing analysis of the endpoint path. The findings and resulting
recommendations can be displayed 1n an augmented repre-
sentation of the endpoint report path, and/or 1n addition as
textual recommendations.

Generally stated, disclosed herein are a computer-imple-
mented method, computer system, and computer program
product for analyzing an endpoint report for a design of an
electronic circuit. The method includes, for instance, ascer-
taining, by a processing device, that one or more test points
of a selected path (e.g., critical path) of the endpoint report
are associated with one or more inverter devices ol an
inverter chain of the design of the electronic circuit; estab-
lishing, by the processing device, a chain criticality value for
the inverter chain; and determining, by the processing
device, whether to 1dentity the iverter chain as a dispens-
able (e.g., obsolete) inverter chain, the determining using, at
least 1n part, the chain criticality value for the inverter chain.

In one or more implementations, establishing the chain
criticality value may include updating the chain criticality
value for each inverter device of the inverter chain, where
the chain criticality value may be a summed value obtained
from criticality values determined for each of the one or
more 1mverter devices of the inverter chain.

In one or more embodiments, establishing the chain
criticality value for the inverter chain may include updating
the chain criticality value by a criticality value for an
inverter device 1n the nverter chain, where the criticality
value 1s determined, at least 1n part, using a fan-out number
for a previous mverter device in the inverter chain (Previ-
ouslnverterFO).

In one or more embodiments, establishing the chain
criticality value may include updating, for an inverter device
in the inverter chain, the chain criticality value by a criti-
cality value determined, 1n part, by a gain value associated
with the mverter device. The gain value may be determined
as a current inverter size of the inverter device (Currentln-
verterSize) divided by a previous inverter size ol a previous
inverter device 1in the inverter chain (PreviouslnverterSize).

In one or more implementations, establishing the chain
criticality value may include, for an mnverter device in the
inverter chain, adding a criticality value to the chain criti-
cality value. The crniticality value may be determined as a
preset number n, such as n=3, divided by (the value of the
gain multiplied by the fan-out number for the previous
inverter device in the inverter chain (PreviouslnverterFQO)).
In such an embodiment, the gain may be determined as the
current inverter size of the inverter device divided by a
previous inverter size of a previous inverter device 1n the
inverter chain.

In a turther embodiment, determining whether to identify
the mnverter chain as a dispensable inverter chain may
include, in part, ascertaining whether the chain criticality
value divided by a number of inverter devices 1n the inverter
chain 1s greater than a set threshold, and 11 so, 1dentifying the
inverter chain as a dispensable inverter chain. Alternatively,
or further, the mverter chain may be 1dentified as a dispens-
able or obsolete inverter chain where a device message flag
has been set, associated with one or more 1inverter devices of
the 1nverter chain. In one or more implementations, the
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device message flag may be set if a criticality value deter-
mined for the inverter device 1s greater than one or more
criticality value thresholds, such as a warning threshold,
and/or an error threshold.

Still further, the method may include determiming to
identily the inverter chain as a dispensable mnverter chain
where a number of mverter devices in the iverter chain 1s
greater than or equal to a predefined number of nverter
devices. For instance, if the inverter chain contains three or
more inverter devices, the chain may be automatically
identified as potentially dispensable, requiring further analy-
S18.

As explained further below, 1n one or more implementa-
tions, the method may also include determining a final chain
criticality value for the iverter chain by modifying the
chain criticality value based upon one or more characteris-
tics of the mverter chain. The one or more characteristics
may 1nclude: an mput fan-out of a first inverter device in the
inverter chain; an output load of a last inverter device 1n the
inverter chain; whether the inverter chain starts atter a macro
primary input (PI); whether the inverter chain feeds a macro
primary output (PO); or a distance between a last pin (or last
device) of the electronic circuit before the nverter chain,
and a first pin (or first device) of the electronic circuit after
the iverter chain.

FIG. 5 depicts one embodiment of a process for auto-
matically analyzing a timing endpoint report for a design of
an electronic circuit, in accordance with one or more aspects
of the present invention. The automated approach may be
implemented, for instance, as part of the analyze device
delay 416 process of FIG. 4, and 1n one or more embodi-
ments, 1s able to distinguish between advantageous and
dispensable inverter chains. For instance, an advantageous
or good mverter chain may be an inverter chain which
powers up signals to drive a macro primary output(s) (PO)
with high load(s), to power up signals to drive large fan-outs,
or to power up signals to bridge large distances. Conversely,
an obsolete or dispensable inverter chain may drive signals
with small fan-outs, may start after a macro primary input
(PI), or drive a small macro primary output (PO), both of
which may be an indication of a pin placement 1ssue. In
addition, a dispensable mverter chain may bridge large
distances that are caused by bad device placement, or have
too many inverters due to, for instance, a thin wire being
selected 1n the design, such as an mexpensive wire code 1n
the design.

In one or more implementations, the automated approach
disclosed herein to evaluating inverter chains of a design
may utilize, for instance, mverter size and gain, chip topol-
ogy, including fan-outs, and start and endpoint-related
devices and/or pins, as explained further below.

Referring to FIG. 5, mn one or more implementations,
process 500 may include loading endpoint report (EPR) data
into a method-related analysis tool, and selecting a path, for
instance, a critical path 502. Next, technology-specific con-
text data may be loaded 504. For instance, technology-
specific context data may include thresholds, phases, typical
delays, threshold voltages, etc.

A loop process, starting at block 506, and ending at block
514, 1s performed for each test point 1n the selected test path.
For each test point 506, processing determines whether the
test point 1s associated with an imverter device 508. I “yes”,
then an inverter chain list may be created (for the first
inverter device 1n a chain) or updated (for the second and
later inverter devices in the chain), which may include a list
of test points associated with the mverter chain 512. Pro-
cessing determines whether the last test point 1n the selected
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test path has been reached 514, and 1f “no™, returns to obtain
a next test point 506. If the next test point 1s not associated
with an inverter device 508, then processing analyzes the
inverter chain just completed 510. Once all test points of the
test path have been processed, meaning that all inverter
chains 1n the test path have been processed, processing for
the selected path 1s complete and the findings and recom-
mendations are reported.

FIG. 6 depicts one embodiment of a process for analyzing
an 1nverter chain 510. Imitially, processing determines
whether the mverter chain has more than one inverter 600.
If “no”, then the mverter chain 1s removed and processing
returns 618. Assuming that there i1s more than one inverter
device 1n the nverter chain, then a loop process, starting at
block 602, and ending at block 608, 1s performed. Specifi-
cally, for each test point 608 1n the list of test points that are
part of the current inverter chain, processing determines the
test point type 604. In one or more implementations, the test
point type may be either a device-type or a wire-type. It the
test point 1s a device-type, then the chain criticality value for
the 1inverter chain 1s updated, and a minimum message flag
1s set 606. In one or more implementations, the chain
criticality value may be determined or updated per inverter
device 1n the imverter chain. For instance, in one or more
embodiments, the chain criticality value may be defined as
the sum of the criticality values for the mverter devices in
the inverter chain. As a specific example, 1n one or more
implementations, the criticality value of an inverter device
may be determined by a formula, such as:

3

(Gain X PreviousinverterF O

Criticality Value =

wherein:

CurrentinverterSize

(Gain = _ —
PreviousinverterSize

PreviousInverterFO=Number of fan-out (FO) wires asso-
ciated with a previous nverter device in the mverter
chain;

CurrentlnverterSize=An inverter size of the inverter
device; and

PreviouslnverterSize=An 1inverter size of the previous
inverter device in the iverter chain.

Note that the number “3” represents one example of the
numerator constant, and that other values may be selected,
if desired, for a particular analysis. In one or more embodi-
ments, the number “3” may be the optimum gain for
maximum circuit speed. A higher gain might overload the
first inverter, and thus make it slower, while a lower gain
may be a waste of chained circuit devices, and make the
circuit slower by having too many devices in the critical
path. In one or more embodiments, the optimum criticality
value for an inverter device 1s a value of 1, which once
determined 1s added to the chain criticality value. Further, 1n
one or more embodiments, an added criticality value of 1.2
may set a warning flag, while a value of 2 or greater may set
an error flag, which may be reported out as described herein.

Once the chain criticality value 1s updated, processing
determines whether the last mnverter device has been pro-
cessed 1n the current inverter chain 608. If “no”, then
processing returns to obtain a next test point in the list of test
points obtained for the current inverter chain. If the test point
1s a wire-type test point, then the fan-out statistics for the
associated inverter device may be updated 610. In one or
more implementations, processing may maintain a short text
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with chain fan-out values, such as “1:2:3:5” for later report-
ing. Processing may also maintain a maximum fan-out
(FO_ ) and a fan-out sum (FO_, ) over the complete chain
for later evaluation when computing, for instance, a final

chain criticality value. The fan-out sum may be the sum of 5

the fan-outs of each inverter device 1n the chain.

Once the last mverter 1n the current inverter chain has
been processed through the loop, then, mn one or more
implementations, a final chain criticality value 612 1s deter-
mined. One detailed embodiment for determining a final
chain criticality value 1s described below with reference to
FIG. 7.

After the final chain criticality value has been determined,
processing determines whether the mverter chain 1s longer
than 3 devices, or 1f the message flag has been set to a
warning tlag, or an error tlag, or whether the chain criticality
value divided by the size ratio of the inverter chain 1s greater
than a set threshold 614. In one or more implementations,
the set threshold may be 1, where the chain criticality value
1s divided by (inverter chain size+1.5), and a determination
1s made whether the result 1s greater than 1. If *“yes” to any
of these considerations, then processing may automatically
report or identify the imnverter chain as a potentially dispens-
able inverter chain 616, after which the inverter chain 1s
removed from the maintenance list of step 312 (FIG. §), and
processing returns to the point of call, for instance, the
analyze inverter chain 514 block of the process 500 of FIG.
5.

As noted, FIG. 7 depicts one embodiment of a process for
determining a final chain criticality value 612. Referring to
FIG. 7, a medium fan-out value (medium FO) for eventual
latch reporting may be determined 700. In one or more
implementations, the medium fan-out value may equal the
sum of the device fan-outs (FO_ ) divided by the mnverter
chain size. If the imverter chain begins from a latch, and
cither the medium fan-out i1s greater than 1.5, or the maxi-
mum fan-out 1s greater than 2, then the report may recom-
mend cloning this latch.

Processing may update the chain criticality value based on
the first inverter input fan-out 702. For instance, the chain
criticality value may be updated by 1.5 divided by the first
inverter mput fan-out value. Further, the chain crticality
value may be updated based on the last inverter output load
704. For instance, the chain criticality value may be updated
by a value equal to the output pin load divided by (5xLast-
InverterSize), in one or more implementations, where the
pin load may be 1n femtoFarad, and the mverter size 1s in
micrometers.

The chain criticality value may be increased if the inverter
chain begins after a macro primary input (PI) 706. If true, the
chain criticality value may be increased by, for instance, a
value of 1. Further, the chain criticality value may be
increased 1f the iverter chain feeds a macro primary output
(PO) 708. In such a case, the chain criticality value may
turther be, for instance, increased by a value of 1.

Additionally, the chain criticality value may be updated
based, for instance, on a distance between the last pin (or last
device) 1n the circuit design path before the inverter chain
begins, and a first pin (or first device) after the inverter chain
710. In one or more technology-dependent examples, the
chain criticality value may be decreased by, for instance,
mdistance PIPO/400, where the mdistance 1s the Manhattan
distance between the chain mput pin and output pin 1n
micrometers. Once the final chain criticality value 1s
obtained, processing returns to place of call 712, such as the
compute final chain criticality value step 612 of the FIG. 6
process.
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By way of example, FIGS. 8 & 9 depict sample outputs
of an automated tool for analyzing an endpoint report, 1n
accordance with one or more aspects of the present inven-
tion. As an example, FIG. 8 depicts a sample output of the
endpoint report, where highlighting 1s provided 1dentifying
one or more 1nverter devices or mverter chains which have
been identified as potentially dispensable in the circuit
design. FIG. 9 depicts similar information, only 1 a text
report format. In one or more embodiments, whether 1n a
table or text format, the automated design circuit analysis
approach described herein both identifies potentially dis-
pensable mverter chains, as well as offers possible fixes or
work-arounds 1n the circuit design which would, for
instance, allow for removal of the inverter chain. In one or
more embodiments, with the information provided i the
analysis report, a circuit designer could, for instance, remove
flagged mverter chains from the design, as well as take one
or more further actions recommended 1n the design circuit
analysis report, to reduce the likelihood that the design
synthesis tool will reinsert the subject inverter chain with the
next electronic circuit design iteration. For instance, based
on the analysis performed, the report may recommend
moving a macro pin or latch, changing a specified wire size
or code, etc.

One or more embodiments of a computing environment to
implement one or more aspects of the present invention are
described below with reference to FIGS. 10-13.

FIG. 10 shows one example of a block diagram of an
embodiment of a design circuit analysis system 1000, 1n
accordance with one or more aspects of the present inven-
tion. The design circuit analysis system may comprise a
loading unit 1002 adapted to load results of a static timing
analysis run; a selection unit 1004 adapted to select a path
from the loaded results; and a storage unit 1006 adapted to
provide technology specific context data. Additionally, the
design circuit analysis system 1000 may comprise a {first
(1°") determination module 1008 adapted to determine, for
one or more (e.g., every) test point of the selected path,
design quality parameters for determining a design problem
area, and a second (27%) determination module 1010 adapted
to determine, for one or more (e.g., every) design problem
area, a root cause by analyzing design problem area data 1n
comparison to related ones of the technology specific con-
text data.

By way of further example, FIG. 11 depicts one embodi-
ment ol a computing environment 1100, which includes at
least one computer system/server 1102 that is operational
with numerous other general purpose or special purpose
computing system environments or configurations.
Examples of well-known computing systems, environments,
and/or configurations that may be sutable for use with
computer system/server 1102 include, but are not limited to,
personal computer systems, server computer systems, thin
clients, thick clients, handheld or laptop devices, multipro-
cessor systems, microprocessor-based systems, set top
boxes, programmable consumer electronics, network PCs,
minicomputer systems, mainirame computer systems, and
distributed cloud computing environments that include any
of the above systems or devices, and the like.

Computer system/server 1102 may be described 1n the
general context ol computer system-executable instructions,
such as program modules, being executed by a computer
system. Generally, program modules may include routines,
programs, objects, components, logic, data structures, and so
on that perform particular tasks or implement particular
abstract data types.
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As depicted 1n FIG. 11, computer system/server 1102 1s
shown 1n the form of a general-purpose computing device.
The components of computer system/server 1102 may
include, but are not limited to, one or more processors or
processing units 1106, a system memory 1108, and a bus
1110 that couples various system components including
system memory 1108 to processor 1106.

In one embodiment, processor 1106 1s based on the
7/ Architecture® offered by International Business Machines
Corporation, or other architectures offered by International
Business Machines Corporation or other compames. z/Ar-
chitecture® 1s a registered trademark of International Busi-
ness Machines Corporation, Armonk, N.Y., USA. One
embodiment of the z/Architecture® 1s described 1n “z/Ar-
chitecture® Principles of Operation,” IBM Publication No.
SA22-7832-10, March 2015, which 1s hereby incorporated
herein by reference 1n 1ts entirety.

In other examples, 1t may be based on other architectures,
such as the Power Architecture offered by International
Business Machines Corporation. One embodiment of the
Power Architecture 1s described in “Power ISA™ Version
2.07B,” International Business Machines Corporation, Apr.
9, 20135, which 1s hereby incorporated herein by reference 1n
its entirety. POWER ARCHITECTURE 1s a registered
trademark of International Business Machines Corporation,
Armonk, N.Y., USA. Other names used herein may be
registered trademarks, trademarks, or product names of
International Business Machines Corporation or other com-
panies.

Bus 1110 represents one or more of any of several types
of bus structures, including a memory bus or memory
controller, a peripheral bus, an accelerated graphics port, and
a processor or local bus using any ol a variety of bus
architectures. By way of example, and not limitation, such
architectures include Industry Standard Architecture (ISA)
bus, Micro Channel Architecture (IMCA) bus, Enhanced ISA
(EISA) bus, Video Flectronics Standards Association
(VESA) local bus, and Peripheral Component Interconnect
(PCI) bus.

Computer system/server 1102 typically includes a variety
of computer system readable media. Such media may be any
available media that 1s accessible by computer system/server
1102, and 1t includes both volatile and non-volatile media,
removable and non-removable media.

System memory 1108 can include computer system read-
able media 1n the form of volatile memory, such as random
access memory (RAM) 1112 and/or cache memory 1114.
Computer system/server 1102 may further include other
removable/non-removable, volatile/non-volatile computer
system storage media. By way of example only, storage
system 1116 can be provided for reading from and writing to
a non-removable, non-volatile magnetic media (not shown
and typically called a “hard drive”). Although not shown, a
magnetic disk drive for reading from and writing to a
removable, non-volatile magnetic disk (e.g., a “floppy
disk’), and an optical disk drive for reading from or writing
to a removable, non-volatile optical disk such as a CD-
ROM, DVD-ROM or other optical media can be provided.
In such instances, each can be connected to bus 1110 by one
or more data media interfaces. As will be further depicted
and described below, memory 1108 may include at least one
program product having a set (e.g., at least one) of program
modules that are configured to carry out the functions of
embodiments of the mvention.

Program/utility 1120, having a set (at least one) of pro-
gram modules 1122, may be stored in memory 1108 by way
of example, and not limitation, as well as an operating
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system, one or more application programs, other program
modules, and program data. Each of the operating system,
one or more application programs, other program modules,
and program data or some combination thereot, may include
an 1mplementation of a networking environment. Program
modules 1122 generally carry out the functions and/or

methodologies of embodiments of the invention as described
herein.

Computer system/server 1102 may also communicate
with one or more external devices 1130 such as a keyboard,
a pointing device, a display 1132, etc.; one or more devices
that enable a user to interact with computer system/server
1102; and/or any devices (e.g., network card, modem, etc.)
that enable computer system/server 1102 to communicate
with one or more other computing devices. Such commu-
nication can occur via Input/Output (I/0) interfaces 1140.
Still yet, computer system/server 1102 can communicate
with one or more networks such as a local area network
(LAN), a general wide area network (WAN), and/or a public
network (e.g., the Internet) via network adapter 1150. As
depicted, network adapter 1150 communicates with the
other components of computer system/server 1102 via bus
1110. It should be understood that although not shown, other
hardware and/or soiftware components could be used in
conjunction with computer system/server 1102. Examples,
include, but are not limited to: microcode, device drivers,
redundant processing units, external disk drive arrays, RAID
systems, tape drives, and data archival storage systems, efc.

Additionally, a design circuit analysis system tool 1101,
such as the design circuit analysis system 1000 of FIG. 10,
may optionally be attached to the bus system.

One or more aspects may relate to cloud computing.

It 1s understood 1n advance that although this disclosure
includes a detailed description on cloud computing, 1imple-
mentation of the teachings recited herein are not limited to
a cloud computing environment. Rather, embodiments of the
present invention are capable of being implemented in
conjunction with any other type of computing environment
now known or later developed.

Cloud computing 1s a model of service delivery for
enabling convenient, on-demand network access to a shared
pool of configurable computing resources (e.g. networks,
network bandwidth, servers, processing, memory, storage,
applications, virtual machines, and services) that can be
rapidly provisioned and released with minimal management
cllort or interaction with a provider of the service. This cloud
model may include at least five characteristics, at least three
service models, and at least four deployment models.

Characteristics are as follows:

On-demand self-service: a cloud consumer can unilater-
ally provision computing capabilities, such as server time
and network storage, as needed automatically without
requiring human interaction with the service’s provider.

Broad network access: capabilities are available over a
network and accessed through standard mechanisms that
promote use by heterogeneous thin or thick client platforms
(e.g., mobile phones, laptops, and PDAs).

Resource pooling: the provider’s computing resources are
pooled to serve multiple consumers using a multi-tenant
model, with different physical and virtual resources dynami-
cally assigned and reassigned according to demand. There 1s
a sense ol location independence in that the consumer
generally has no control or knowledge over the exact
location of the provided resources but may be able to specity
location at a higher level of abstraction (e.g., country, state,
or datacenter).
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Rapid elasticity: capabilities can be rapidly and elastically
provisioned, 1n some cases automatically, to quickly scale
out and rapidly released to quickly scale in. To the consumer,
the capabilities available for provisioning often appear to be
unlimited and can be purchased 1n any quantity at any time.

Measured service: cloud systems automatically control
and optimize resource use by leveraging a metering capa-
bility at some level of abstraction appropriate to the type of
service (e.g., storage, processing, bandwidth, and active user
accounts). Resource usage can be monitored, controlled, and
reported providing transparency for both the provider and
consumer of the utilized service.

Service Models are as follows:

Software as a Service (SaaS): the capability provided to
the consumer 1s to use the provider’s applications running on
a cloud infrastructure. The applications are accessible from
various client devices through a thin client interface such as
a web browser (e.g., web-based email). The consumer does
not manage or control the underlying cloud infrastructure
including network, servers, operating systems, storage, or
even individual application capabilities, with the possible
exception of limited user-specific application configuration
settings.

Platform as a Service (PaaS): the capability provided to
the consumer 1s to deploy onto the cloud infrastructure
consumer-created or acquired applications created using
programming languages and tools supported by the provider.
The consumer does not manage or control the underlying
cloud infrastructure including networks, servers, operating
systems, or storage, but has control over the deployed
applications and possibly application hosting environment
configurations.

Infrastructure as a Service (IaaS): the capability provided
to the consumer 1s to provision processing, storage, net-
works, and other fundamental computing resources where
the consumer 1s able to deploy and run arbitrary software,
which can include operating systems and applications. The
consumer does not manage or control the underlying cloud
infrastructure but has control over operating systems, stor-
age, deployed applications, and possibly limited control of
select networking components (e.g., host firewalls).

Deployment Models are as follows:

Private cloud: the cloud infrastructure 1s operated solely
for an organization. It may be managed by the organization
or a third party and may exist on-premises or ofl-premises.

Community cloud: the cloud infrastructure i1s shared by
several organizations and supports a specific community that
has shared concerns (e.g., mission, security requirements,
policy, and compliance considerations). It may be managed
by the organizations or a third party and may exist on-
premises or oll-premises.

Public cloud: the cloud infrastructure 1s made available to
the general public or a large industry group and 1s owned by
an organization selling cloud services.

Hybrid cloud: the cloud infrastructure 1s a composition of
two or more clouds (private, community, or public) that
remain unique entities but are bound together by standard-
1zed or proprietary technology that enables data and appli-
cation portability (e.g., cloud bursting for loadbalancing
between clouds).

A cloud computing environment 1s service oriented with
a focus on statelessness, low coupling, modularity, and
semantic interoperability. At the heart of cloud computing 1s
an infrastructure comprising a network of interconnected
nodes.

A cloud computing node may include a computer system/
server, such as the one depicted in FIG. 11. Computer
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system/server 1102 of FIG. 11 may be practiced in distrib-
uted cloud computing environments where tasks are per-
formed by remote processing devices that are linked through
a communications network. In a distributed cloud comput-
ing environment, program modules may be located 1n both
local and remote computer system storage media including
memory storage devices. Computer system/server 1102 1s
capable of being implemented and/or performing any of the
functionality set forth hereinabove.

Referring now to FIG. 12, illustrative cloud computing
environment 50 1s depicted. As shown, cloud computing
environment 50 comprises one or more cloud computing
nodes 10 with which local computing devices used by cloud
consumers, such as, for example, personal digital assistant
(PDA) or cellular telephone 34A, desktop computer 54B,
laptop computer 54C, and/or automobile computer system
54N may communicate. Nodes 10 may communicate with
one another. They may be grouped (not shown) physically or
virtually, 1n one or more networks, such as Private, Com-
munity, Public, or Hybrid clouds as described hereinabove,
or a combination thereof. This allows cloud computing
environment 50 to offer infrastructure, platforms and/or
software as services for which a cloud consumer does not
need to maintain resources on a local computing device. It
1s understood that the types of computing devices 54A-N
shown 1n FIG. 12 are intended to be illustrative only and that
computing nodes 10 and cloud computing environment 50
can commumnicate with any type of computerized device over
any type ol network and/or network addressable connection
(e.g., using a web browser).

Referring now to FIG. 13, a set of functional abstraction
layers provided by cloud computing environment 50 1is
shown. It should be understood 1n advance that the compo-
nents, layers, and functions shown in FIG. 13 are intended
to be illustrative only and embodiments of the invention are
not limited thereto. As depicted, the following layers and
corresponding functions are provided:

Hardware and software layer 60 includes hardware and
software components. Examples of hardware components
include mainframes 61; RISC (Reduced Instruction Set
Computer) architecture based servers 62; servers 63; blade
servers 64; storage devices 65; and networks and networking
components 66. In some embodiments, software compo-
nents include network application server software 67 and
database soltware 68.

Virtualization layer 70 provides an abstraction layer from
which the following examples of virtual entities may be
provided: wvirtual servers 71; virtual storage 72; virtual
networks 73, including virtual private networks; virtual
applications and operating systems 74; and virtual clients
75.

In one example, management layer 80 may provide the
functions described below. Resource provisioning 81 pro-
vides dynamic procurement of computing resources and
other resources that are utilized to perform tasks within the
cloud computing environment. Metering and Pricing 82
provide cost tracking as resources are utilized within the
cloud computing environment, and billing or invoicing for
consumption ol these resources. In one example, these
resources may comprise application software licenses. Secu-
rity provides identity vernification for cloud consumers and
tasks, as well as protection for data and other resources. User
portal 83 provides access to the cloud computing environ-
ment for consumers and system administrators. Service level
management 84 provides cloud computing resource alloca-
tion and management such that required service levels are
met. Service Level Agreement (SLA) planning and fulfill-




US 9,996,656 B2

19

ment 85 provide pre-arrangement for, and procurement of,
cloud computing resources for which a future requirement 1s
anticipated 1n accordance with an SLA.

Workloads layer 90 provides examples of functionality
tor which the cloud computing environment may be utilized.
Examples of workloads and functions which may be pro-
vided from this layer include: mapping and navigation 91;
soltware development and lifecycle management 92; virtual
classroom education delivery 93; data analytics processing
94 transaction processing 935; and Design Circuit Analysis
96.

As described herein, according to one or more aspects of
the present invention, a method for analyzing an endpoint
report for a design of an electronic circuit may be provided.
The method may include loading results of a static timing
analysis run, selecting a path from the loaded results, and
providing technology specific context data. Furthermore, the
method may 1include determining, for every test point of the
selected path, design quality parameters for determining a
design problem area, as well as determiming, for every
design problem area, a root cause by analyzing design
problem area data in comparison to related ones of the
technology specific context data.

According to one or more other aspects of the present
invention, a design circuit analysis system may be provided.
The design circuit analysis system may include a loading
unit adapted for loading results of a static timing analysis
run, a selection unit adapted for a selection of a path from
the loaded results, and a storage unit adapted for providing
technology specific context data.

Additionally, the design circuit analysis system may
include a first determination module adapted for a determi-
nation, for every test point of the selected path, of design
quality parameters for determining a design problem area,
and a second determination module adapted for a determi-
nation, for every design problem area, of a root cause by
analyzing design problem area data in comparison to related
ones of the technology specific context data.

Furthermore, embodiments may take the form of a related
computer program product, accessible from a computer-
usable or computer-readable medium providing program
code for use, by or 1n connection with a computer or any
instruction execution system. For the purpose of this
description, a computer-usable or computer-readable
medium may be any apparatus that may contain means for
storing, communicating, propagating or transporting the
program for use, by or 1n a connection with the instruction
execution system, apparatus, or device.

It should be noted that embodiments of the invention are
described with reference to diflerent subject-matters. In
particular, some embodiments are described with reference
to method type claims whereas other embodiments have
been described with reference to apparatus type claims.
However, a person skilled in the art will gather from herein
that, unless otherwise notified, 1n addition to any combina-
tion of features belonging to one type of subject-matter, also
any combination between features relating to diflerent sub-
ject-matters, e.g., between features of the method type
claims, and features of the apparatus type claims, 1s consid-
ered as to be disclosed within this document.

The descriptions of the various embodiments of the
present 1nvention have been presented for purposes of
illustration, but are not intended to be exhaustive or limited
to the embodiments disclosed. Many modifications and
variations will be apparent to those of ordinary skills 1n the
art without departing from the scope and spirit of the
described embodiments. The terminology used herein was
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chosen to best explain the principles of the embodiments, the
practical application or technical improvement over tech-
nologies found 1n the marketplace, or to enable others of
ordinary skills in the art to understand the embodiments
disclosed herein.

Aspects of the present invention may be embodied as a
system, a method, and/or a computer program product. The
computer program product may include a computer readable
storage medium (or media) having computer readable pro-
gram 1nstructions thereon for causing a processor to carry
out aspects of the present invention.

The medium may be an electronic, magnetic, optical,
clectromagnetic, infrared or a semi-conductor system for a
propagation medium. Examples of a computer-readable
medium may include a semi-conductor or solid state
memory, magnetic tape, a removable computer diskette, a
random access memory (RAM), a read-only memory
(ROM), a ngid magnetic disk and an optical disk. Current
examples of optical disks include compact disk-read only
memory (CD-ROM), compact disk-read/write (CD-R/W),
DVD and Blu-Ray-Disk.

The computer readable storage medium can be a tangible
device that can retain and store instructions for use by an
instruction execution device. The computer readable storage
medium may be, for example, but 1s not limited to, an
clectronic storage device, a magnetic storage device, an
optical storage device, an electromagnetic storage device, a
semiconductor storage device, or any suitable combination
of the foregoing. A non-exhaustive list of more specific
examples of the computer readable storage medium 1ncludes
the following: a portable computer diskette, a hard disk, a
random access memory (RAM), a read-only memory
(ROM), an erasable programmable read-only memory
(EPROM or Flash memory), a static random access memory
(SRAM), a portable compact disc read-only memory (CD-
ROM), a digital versatile disk (DVD), a memory stick, a
floppy disk, a mechanically encoded device such as punch-
cards or raised structures in a groove having instructions
recorded thereon, and any suitable combination of the fore-
going. A computer readable storage medium, as used herein,
1s not to be construed as being transitory signals per se, such
as radio waves or other freely propagating electromagnetic
waves, electromagnetic waves propagating through a wave-
guide or other transmission media (e.g., light pulses passing
through a fiber-optic cable), or electrical signals transmitted
through a wire.

Computer readable program 1nstructions described herein
can be downloaded to respective computing/processing
devices from a computer readable storage medium or to an
external computer or external storage device via a network,
for example, the Internet, a local area network, a wide area
network and/or a wireless network. The network may com-
prise copper transmission cables, optical transmission fibers,
wireless transmission, routers, firewalls, switches, gateway
computers and/or edge servers. A network adapter card or
network interface 1 each computing/processing device
receives computer readable program 1instructions from the
network and forwards the computer readable program
instructions for storage into a computer readable storage
medium within the respective computing/processing device.

Computer readable program instructions for carrying out
operations of the present invention may be assembler
instructions, instruction-set-architecture (ISA) instructions,
machine 1nstructions, machine dependent instructions,
microcode, firmware instructions, state-setting data, or
either source code or object code written 1n any combination
of one or more programming languages, including an object-
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oriented programming language such as Smalltalk, C++ or
the like, and conventional procedural programming lan-
guages, such as the “C” programming language or similar
programming languages. The computer readable program
istructions may execute entirely on the user’s computer,
partly on the user’s computer as a stand-alone software
package, partly on the user’s computer and partly on a
remote computer or entirely on the remote computer or
server. In the latter scenario, the remote computer may be
connected to the user’s computer through any type of
network, including a local area network (LAN) or a wide
area network (WAN), or the connection may be made to an
external computer (for example, through the Internet using
an Internet Service Provider). In some embodiments, elec-
tronic circuitry including, for example, programmable logic
circuitry, field-programmable gate arrays (FPGA), or pro-
grammable logic arrays (PLA) may execute the computer
readable program instructions by utilizing state information
of the computer readable program 1nstructions to personalize
the electronic circuitry in order to perform aspects of the
present mvention.

Aspects of the present invention are described herein with
reference to flowchart illustrations and/or block diagrams of
methods, apparatus (systems), and computer program prod-
ucts according to embodiments of the invention. It will be
understood that each block of the flowchart illustrations
and/or block diagrams, and combinations of blocks 1n the
flowchart 1llustrations and/or block diagrams, can be 1imple-
mented by computer readable program instructions.

These computer readable program instructions may be
provided to a processor of a general purpose computer,
special purpose computer, or other programmable data pro-
cessing apparatus to produce a machine, such that the
instructions, which execute via the processor of the com-
puter or other programmable data processing apparatus,
create means for implementing the functions/acts specified
in the tlowchart and/or block diagram block or blocks. These
computer readable program instructions may also be stored
in a computer readable storage medium that can direct a
computer, a programmable data processing apparatus, and/
or other devices to function 1n a particular manner, such that
the computer readable storage medium having instructions
stored therein comprises an article of manufacture including
instructions which implement aspects of the function/act
specified 1n the flowchart and/or block diagram block or
blocks.

The computer readable program 1nstructions may also be
loaded onto a computer, other programmable data process-
ing apparatus, or another device to cause a series ol opera-
tional steps to be performed on the computer, other pro-
grammable apparatus or other devices to produce a
computer implemented process, such that the instructions
which execute on the computer, other programmable appa-
ratus, or another device implement the functions/acts speci-
fied 1n the flowchart and/or block diagram block or blocks.

The tlowcharts and/or block diagrams in the Figures
illustrate the architecture, functionality, and operation of
possible 1implementations of systems, methods, and com-
puter program products according to various embodiments
of the present mvention. In this regard, each block 1n the
flowchart or block diagrams may represent a module, seg-
ment, or portion of instructions, which comprises one or
more executable mnstructions for implementing the specified
logical function(s). In some alternative implementations, the
functions noted 1n the block may occur out of the order noted
in the Figures. For example, two blocks shown 1n succession
may, in fact, be executed substantially concurrently, or the
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blocks may sometimes be executed in the reverse order,
depending upon the functionality involved. It will also be
noted that each block of the block diagrams and/or flowchart
illustration, and combinations of blocks in the block dia-
grams and/or flowchart i1llustration, can be implemented by
special purpose hardware-based systems that perform the
specified functions or act or carry out combinations of
special purpose hardware and computer instructions.

The terminology used herein 1s for the purpose of describ-
ing particular embodiments only and 1s not intended to be
limiting of the invention. As used herein, the singular forms
“a”, “an” and “the” are intended to include the plural forms
as well, unless the context clearly indicates otherwise. It will
be further understood that the terms “comprise” (and any
form of comprise, such as “comprises” and “comprising’),
“have” (and any form of have, such as “has” and “having”),
“include” (and any form of include, such as “includes™ and
“including™), and “contain” (and any form contain, such as
“contains” and “containing’”) are open-ended linking verbs.
As a result, a method or device that “comprises”, “has”,
“includes™ or “contains” one or more steps or elements
possesses those one or more steps or elements, but 1s not
limited to possessing only those one or more steps or
clements. Likewise, a step of a method or an element of a
device that “comprises”, “has”™, “includes” or “contains’ one
or more features possesses those one or more features, but
1s not limited to possessing only those one or more features.
Furthermore, a device or structure that 1s configured 1n a
certain way 1s configured 1n at least that way, but may also
be configured 1n ways that are not listed.

The corresponding structures, matenals, acts, and equiva-
lents of all means or step plus function elements 1n the
claims below, 1f any, are intended to include any structure,
material, or act for performing the function 1n combination
with other claimed elements as specifically claimed. The
description of the present invention has been presented for
purposes of 1llustration and description, but 1s not intended
to be exhaustive or limited to the invention in the form
disclosed. Many modifications and variations will be appar-
ent to those of ordinary skill 1 the art without departing
from the scope and spirit of the invention. The embodiment
was chosen and described 1n order to best explain the
principles of one or more aspects of the mvention and the
practical application, and to enable others of ordinary skill
in the art to understand one or more aspects of the mnvention
for various embodiments with various modifications as are
suited to the particular use contemplated.

What 1s claimed 1s:

1. A method of facilitating design and manufacture of an
clectronic circuit, the computer-implemented method com-
prising:

performing a static timing analysis run of the design of the

clectronic circuit, the static timing analysis run produc-
ing an endpoint report;

providing a computer tool to facilitate enhancing the

design of the electronic circuit to meet predefined

design criteria, the computer tool facilitating:

ascertaining, by a processing device, that one or more
test points of a selected path of the endpoint report
are associated with one or more mverter devices of
an iverter chain of the design of the electronic
circuit;

establishing, by the processing device, a chain critical-
ity value for the mverter chain relative to electronic
circuit performance;

determining, by the processing device, whether to
identily the inverter chain as a dispensable inverter
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chain, the determining using, at least in part, the
chain criticality value for the inverter chain;
based on the determining 1dentifying the inverter chain
as a dispensable inverter chain, indicating that the
inverter chain 1s dispensable, the indicating facilitat-
ing enhancing the design of the electronic circuit
through revision of the design of the electronic
circuit to produce a revised design of the electronic
circuit; and
initiating manufacture of the electronic circuit pursuant, at
least 1n part, to the revised design of the electronic
circuit.

2. The method of claim 1, wherein the establishing
comprises updating the chain criticality value for each
inverter device of the mverter chain, the chain criticality
value being a summed value obtained from criticality values
determined for the one or more inverter devices of the
inverter chain.

3. The method of claim 1, wherein the establishing
comprises updating the chain criticality value by a criticality
value for an inverter device 1n the inverter chain, the
criticality value being determined, in part, using a fan-out
number for a previous inverter device in the iverter chain
(PreviousInverterFO).

4. The method of claim 1, wherein establishing the chain
criticality value comprises updating, for an inverter device 1n
the mnverter chain, the chain criticality value by a criticality
value determined, 1n part, by a gain value associated with the
inverter device, the gain value being determined as a current
inverter size of the mverter device divided by a previous
inverter size of a previous inverter device 1n the inverter
chain.

5. The method of claim 1, wherein for an inverter device
in the inverter chain, the establishing comprises adding a
criticality value to the chain cniticality value, wherein the
criticality value 1s determined as:

3
Criticality Value = : _
Y (Gain X PreviousInverterF O
wherein:
_ CurrentinverterSize
(Gain = .

7

LastinverterSize

PreviouslnverterFO=Number of fan-out (FO) wires asso-
ciated with a previous inverter device in the inverter
chain;

CurrentlnverterSize=An 1nverter size of the inverter
device; and

PreviouslnverterSize=An inverter size of the previous
inverter device 1n the mverter chain.

6. The method of claim 1, wherein the determining
comprises, 1n part, ascertaining whether the chain criticality
value divided by a number of inverter devices 1n the inverter
chain 1s greater than a set threshold, and 11 so, 1dentifying the
inverter chain as the dispensable inverter chain.

7. The method of claim 1, wherein the establishing
comprises ascertaining for an inverter device of the inverter
chain a crnticality value to be summed into the chain
criticality value, and wherein the establishing further com-
prises setting a device message flag 11 the criticality value for
the mverter device 1s greater than a criticality value thresh-
old, and wherein the determinming comprises 1dentitying the
inverter chain as the dispensable inverter chain where the
device message flag associated with the iverter device 1s
set.
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8. The method of claim 1, wherein the determining turther
comprises 1dentitying the inverter chain to be the dispens-
able inverter chain where a number of 1nverter devices 1n the
inverter chain 1s greater than or equal to a defined number of
inverter devices.

9. The method of claim 1, wherein the establishing
comprises establishing a final chain criticality value for the
inverter chain by modifying the chain criticality value based
upon one or more characteristics of the iverter chain, the
one or more characteristics being selected from the group
consisting of:

an mput fan-out of a first iverter device 1n the nverter

chain;

an output load of a last inverter device in the inverter

chain;

whether the inverter chain starts after a macro primary

mput (PI);
whether the mverter chain feeds a macro primary output
(PO); and

a distance between a last pin (or last device) of the
electronic circuit before the inverter chain, and a first
pin (or first device) of the electronic circuit after the
iverter chain.

10. A computer system for facilitating design and manu-
facture of an electronic circuit, the computer system com-
prising;:

a memory; and

a processing device 1n communication with the memory,

wherein the computer system performs a method com-
prising:
performing a static timing analysis run of the design of
the electronic circuit, the static timing analysis run
producing an endpoint report;
facilitating, via a computer tool, enhancing the design
of the electronic circuit to meet predefined design
criteria, the facilitating;
ascertaining, by a processing device, that one or
more test points of a selected path of the endpoint
report are associated with one or more inverter
devices of an inverter chain of the design of the
electronic circuit;
establishing, by the processing device, a chain criti-
cality value for the inverter chain relative to
clectronic circuit performance;
determining, by the processing device, whether to
identily the inverter chain as a dispensable
inverter chain, the determining using, at least 1n
part, the chain criticality value for the inverter
chain;
based on the determining identifying the inverter
chain as a dispensable 1mnverter chain, indicating
that the inverter chain 1s dispensable, the indicat-
ing facilitating enhancing the design of the elec-
tronic circuit through revision of the design of the
clectronic circuit to produce a revised design of
the electronic circuit; and
initiating manufacture of the electronic circuit pursu-
ant, at least 1 part, to the revised design of the
electronic circuit.

11. The computer system of claim 10, wherein the estab-
lishing comprises updating the chain criticality value for
each inverter device of the inverter chain, the chain criti-
cality value being a summed value obtained from criticality
values determined for the one or more inverter devices of the
inverter chain.

12. The computer system of claim 10, wherein the estab-
lishing comprises updating the chain criticality value by a
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criticality value for an iverter device in the inverter chain,
the criticality value being determined, in part, using a
fan-out number for a previous mverter device 1n the inverter
chain (PreviousInverterFQO).

13. The computer system of claim 10, wherein establish-
ing the chain criticality value comprises updating, for an
inverter device in the inverter chain, the chain criticality
value by a criticality value determined, in part, by a gain
value associated with the inverter device, the gain value
being determined as a current inverter size of the inverter
device divided by a previous inverter size of a previous
inverter device 1n the mverter chain.

14. The computer system of claim 10, wheremn for an
inverter device 1n the mverter chain, the establishing com-
prises adding a criticality value to the chain criticality value,
wherein the criticality value 1s determined as:

3

(Gain X PreviousinverterF O

Criticality Value =

wherein:

CurrentinverterSize

Gain = _ —
PreviousinverterSize

PreviousInverterFO=Number of fan-out (FO) wires asso-
ciated with a previous inverter device in the inverter
chain;

CurrentlnverterSize=An 1nverter size of the inverter
device; and

PreviouslnverterSize=An 1inverter size of the previous
inverter device in the mverter chain.

15. The computer system of claim 10, wherein the deter-
mimng comprises identifying the inverter chain as a dis-
pensable inverter chain where:

the chain criticality value divided by a number of inverter
devices 1n the inverter chain i1s greater than a set

threshold;

a criticality value ascertained for an inverter device of the
inverter chain 1s greater than a criticality value thresh-
old; or

a number of inverter devices in the inverter chain 1s
greater than or equal to a defined number of inverter
devices indicative of the dispensable inverter chain.

16. The computer system of claim 10, wherein the estab-

lishing comprises establishing a final chain criticality value
for the inverter chain by modilying the chain criticality
value based upon one or more characteristics of the inverter
chain, the one or more characteristics being selected from
the group consisting of:

an input fan-out of a first inverter device 1n the mverter
chain;

an output load of a last inverter device 1n the inverter
chain;

whether the mverter chain starts after a macro primary
input (PI);

whether the inverter chain feeds a macro primary output
(PO); and
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a distance between a last pin (or last device) of the
electronic circuit before the inverter chain, and a first
pin (or first device) of the electronic circuit after the
inverter chain.

17. A computer program product for facilitating design
and manufacture of an electronic circuit, the computer
program product comprising;

a computer-readable storage medium readable by a pro-
cessing circuit and storing mstructions for execution by
the processing circuit for performing a method com-
prising:
performing a static timing analysis run of the design of

the electronic circuit, the static timing analysis run
producing an endpoint report;
facilitating enhancing the design of the electronic cir-
cuit to meet predefined design criteria, the facilitat-
ng:
ascertaining, by a processing device, that one or
more test points of a selected path of the endpoint
report are associated with one or more inverter

devices of an inverter chain of the design of the
electronic circuit;

establishing, by the processing device, a chain criti-
cality value for the inverter chain relative to
clectronic circuit performance;

determining, by the processing device, whether to
identily the inverter chain as a dispensable
inverter chain, the determining using, at least 1n
part, the chain criticality value for the inverter
chain;

based on the determining identifying the inverter
chain as a dispensable inverter chain, indicating
that the inverter chain 1s dispensable, the indicat-
ing facilitating enhancing the design of the elec-
tronic circuit through the revision of the design of
the electronic circuit to produce a revised design
of the electronic circuit; and

initiating manufacture of the electronic circuit pursu-

ant, at least in part, to the revised design of the

clectronic circuit.

18. The computer program product of claim 17, wherein
the establishing comprises updating the chain criticality
value for each inverter device of the inverter chain, the chain
criticality value being a summed value obtained from criti-
cality values determined for the one or more inverter devices
of the mverter chain.

19. The computer program product of claim 17, wherein
the establishing comprises updating the chain criticality
value by a criticality value for an inverter device in the
inverter chain, the criticality value being determined, 1n part,
using a fan-out number for a previous inverter device in the
inverter chain (PreviouslnverterFO).

20. The computer program product of claim 17, wherein
establishing the chain criticality value comprises updating,
for an 1nverter device 1n the inverter chain, the chain
criticality value by a criticality value determined, 1n part, by
a gain value associated with the inverter device, the gain
value being determined as a current inverter size of the
iverter device divided by a previous inverter size of a
previous inverter device in the mverter chain.
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