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FIG. 5
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SHORT MESSAGE SERVER, TERMINAL
TRIGGER METHOD OF SERVER THEREOF,
TRIGGER REQUEST DELIVERY SERVER,
TRIGGER REQUEST DELIVER METHOD OF
SERVER THEREOFK

CROSS REFERENCE TO RELATED
APPLICATIONS

This application 1s a National Stage Patent Application of
PCT International Patent Application No. PCT/KR2012/
008101 (filed on Oct. 5, 2012) under 35 U.S.C. § 371, which
claims priority to Korean Patent Application No. 10-2011-
0103220 (filed on Oct. 10, 2011), the teachings of which are

incorporated herein 1n their entireties by reference.

TECHNICAL FIELD

The present disclosure relates to a control function related
to a trigger 1n a communication network for machine-type
communication.

BACKGROUND ART

Machine type communication (MTC) as one type of data
communications may refer to device to device or machine to
machine communication where one or more entities cannot,
or can minimally, require interaction with a human 1n the
process ol communication. A MTC user terminal or MTC
apparatus such as an electric meter, a gas meter, a bending
machine and the like equipped with a mobile communica-
tion module can communicate with a MTC server (e.g., SCS
(service capability server) or MTC application server) which
controls the MTC apparatus and collects data through a
mobile network of a mobile network operator.

Alot of MTC application services provided through MTC
communication infrequently transmit data with long dura-
tion. In case of this application service, a MTC user can
make a MTC apparatus regularly (or periodically) initiate
data communication and transmit the data to the MCT server
through the mobile network of the mobile network operator.
As another scheme, a request of the MTC server for control
and management for the M'TC apparatus and data collection
on demand of the user can make a MTC apparatus regularly
(or periodically) mitiate data communication and transmait
the data to the MTC server through the mobile network of
the mobile network operator. When a trigger request of the
MTC server 1s transmitted through the mobile network of
the mobile network operator and when the MTC apparatus
receives the trigger request and 1mtiates the data communi-
cation and communicates with the MTC server through the
mobile network of the mobile network operator may be
referred to as MTC apparatus triggering.

Use of short message service (SMS) can be considered as
a message transmitted to a terminal for such MTC apparatus
triggering.

DISCLOSURE OF INVENTION

Technical Problem

An objective of the present embodiment 1s to provide a
server and a method of triggering a terminal by using SMS
in a communication network for MTC.

Technical Solution

In order to accomplish the above-described objective, in
accordance with at least one embodiment, a short message
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2

server may be provided. The short message server may
include an interface module of a server side configured to
receive a terminal trigger request from an external server; a

terminal identifier mapping module configured to map a
identifier of the terminal except for a MSISDN (Mobile
Subscriber ISDN Number) to an IMSI (International Mobile
Subscriber Identity) of the terminal when the 1dentifier of the
terminal 1s not the MSISDN; a generation module of a short
message configured to change the trigger request to the short
message; and an interface module of a short message server
side configured to deliver the short message to the terminal
using the IMSI of the terminal.

In accordance with another embodiment, a short message
server may be provided. The short message server may
include an intertace module of a server side configured to
receive a terminal trigger request from an external server; a
generation module of a short message configured to change
the trigger request to a short message; and an interface
module of terminal side configured to receive whether the
transmission of the short message to the terminal 1s suc-
cessful, wherein the interface module of the server side
delivers, to the external server, whether the transmission of
the short message 1s successiul.

In accordance with yet another embodiment, a short
message server may be provided. The short message server
may include an interface module of a server side configured
to rece1ve a terminal trigger request from an external server;
a generation module of a short message configured to
change the trigger request to a short message; and an
interface module of terminal side configured to deliver the
short message to the terminal and receive, whether the
transmission of the short message to the terminal 15 suc-
cessful, wherein the interface module of the server side
delivers, to the external server, whether the transmission of
the short message 1s successiul; and a determination module
ol a duplicate message configured to determine the follow-
ing trigger request as a duplicate message when receiving
the trigger request includes the same identifier of the termai-
nal or the same 1dentifier of the external server within the
validity time thereof and report a determination of the
duplicate message to the external server.

In accordance with still another embodiment, a trigger
request delivery server may be provided. The trigger request
delivery server may include an interface module of a server
side configured to receive a trigger request of the terminal
from an external server; a terminal 1dentifier mapping mod-
ule configured to map a identifier of the terminal except for
a MSISDN (Mobile Subscriber ISDN Number) to an IMSI
(International Mobile Subscriber Identity) of the terminal
when the identifier of the terminal 1s not the MSISDN: and
an interface module of a short message server side config-
ured to generate a short message using the trigger request
and the IMSI of the terminal and transmit the short message
to the terminal.

In accordance with yet still another embodiment, a trigger
request delivery server may be provided. The trigger request
delivery server may include an interface module of a server
side configured to receive a trigger request of the terminal
from an external server; and an interface module of a short
message server side configured to generate a short message,
transmit the generated message to a short message server
which delivers it to the terminal and receives whether the
transmission of the short message for the short message
server 15 successiul, wherein the interface module of the
server side delivers, to the external server, whether the
transmission of the short message 1s successiul.
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In accordance with still another embodiment, a trigger
request delivery server may be provided. The trigger request
delivery server may include an interface module of a server
side configured to receive a trigger request of the terminal
from an external server; an interface module of a short
message server side configured to generate a short message,
transmit the generated message to a short message server
which delivers it to the terminal and receive whether the
transmission of the short message for the short message
server 15 successiul; and a determination module of a
duplicate message configured to determine the following
trigger request as a duplicate message when recerving the
trigger request including the same identifier of the terminal
or the same identifier of the external server within the
validity time thereol included in the trigger request and
report a determination of the duplicate message to the
external server.

In accordance with still another embodiment, a method
may be provided for delivering a trigger request 1n a short
message delivery server. The method may include receiving
the trigger request of the terminal from the external server;
mapping an identifier of the terminal except for a MSISDN
(Mobile Subscriber ISDN Number) to an IMSI (Interna-
tional Mobile Subscriber Identity) of the terminal when the
identifier of the terminal 1s not the MSISDN; and transmit-
ting the generated short message using the IMSI of the
terminal to the terminal.

In accordance with still another embodiment, a method
may be provided for delivering a trigger request in a short
message delivery server. The method may include receiving
the trigger request of the terminal from the external server;
changing the trigger request to a short message; delivering
the short message to the terminal and receiving whether the
transmission of the short message to the terminal 15 suc-
cessiul; and determining the following trigger request as a
duplicate message when receiving the trigger request includ-
ing the same identifier of the terminal or the same 1dentifier
of the external server within the validity time thereof and
report a determination of the duplicate message to the
external server.

In accordance with still another embodiment, a method
may be provided for delivering a trigger request 1n a trigger
request delivery server. The method may include receiving
the trigger request of the terminal from the external server;
changing the trigger request to a short message; transmitting
the short message to a terminal and receiving whether the
transmission of the short message to the terminal 15 suc-
cessiul; and determining the following trigger request as a
duplicate message when receiving the trigger request includ-
ing the same identifier of the terminal or the same 1dentifier
of the external server within the validity time thereof and
report a determination of the duplicate message to the
external server.

In accordance with still another embodiment, a method
may be provided for delivering a trigger request 1n a trigger
request delivery server. The method may include receiving
the trigger request of the terminal from the external server;
mapping an identifier of the terminal except for a MSISDN
(Mobile Subscriber ISDN Number) to an IMSI (Interna-
tional Mobile Subscriber Identity) of the terminal when the
identifier of the terminal 1s not the MSISDN; and generating
the short message using and trigger request and the IMSI of
the terminal and transmitting 1t to a short message server
which delivers it to the terminal.

In accordance with still another embodiment, a method
may be provided for delivering a trigger request 1n a trigger
request delivery server. The method may include receiving
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the trigger request of the terminal from the external server;
generating a short message with the trigger request, trans-
mitting the generated message to a short message server
which delivers 1t to the terminal and receiving whether the
transmission of the short message for the short message
server 1s successiul; and delivering, to the external server,
whether the transmission of the short message 1s successiul.

In accordance with still another embodiment, a method
may be provided for delivering a trigger request 1n a trigger
request delivery server. The method may include receiving
the trigger request of the terminal from the external server;
generating a short message with the trigger request, trans-
mitting the generated message to a short message server
which delivers 1t to the terminal and receiving whether the
transmission of the short message for the short message
server 1s successiul; and determining the following trigger
request as a duplicate message when receiving the trigger
request including the same identifier of the terminal or the
same 1dentifier of the external server within the validity time
thereof included in the trigger request and reporting a

determination of the duplicate message to the external
Server.

Advantageous Ellects

According to the above-described embodiments, the
server and the method may trigger the terminal by using
SMS 1n the communication network for MTC.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates a structure of a communication network
in which a MTC-IWF (Machine Type Communication-
Inter Working Function) 1s included.

FIG. 2 1illustrates a structure of delivering a terminal
trigger request by using SMS.

FIG. 3 1s a flowchart 1llustrating a method of performing
the terminal triggering using SMS according to one embodi-
ment.

FIG. 4 15 a terminal triggering method using SMS accord-
ing to the other embodiment.

FIG. 5 1s a block diagram illustrating a structure of the
SMS SC according to one embodiment.

FIG. 6 1s a block diagram illustrating a structure of the
MTC-IWF according to one embodiment.

MODE FOR CARRYING OUT THE INVENTION

Heremaiter, exemplary embodiments of the present
invention will be described with reference to the accompa-
nying drawings. In the following description, the same
clements will be designated by the same reference numerals
although they are shown 1n different drawings. Furthermore,
in the following description of the present embodiment, a
detailed description of known functions and configurations
incorporated herein will be omitted when 1t may make the
subject matter of the present embodiment unclear.

The present embodiments will be described based on an
MTC communication. Herein, the MTC communication
may be variously referred to as a machine to machine
(M2M) communication, Internet of things (IoT), a smart
device communication (SDC), or a machine oriented com-
munication (MOC).

Machine type communication (IMTC) as one type of data
communications may refer to device to device or machine to
machine communication where one or more entities cannot,
or can minimally, require interaction with a human 1n the
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process of communication. A MTC user terminal or MTC
apparatus such as an electric meter, a gas meter, a bending
machine and the like equipped with a mobile communica-
tion module can communicate with a MTC server (e.g., SCS
(service capability server) or MTC application server) which
controls the MTC apparatus and collects data through a
mobile network of a mobile network operator.

A lot of MTC application service 1s provided through
MTC communication and infrequently transmits data with a
long duration. In case of this application service, a M'TC user
can make a MTC apparatus regularly (or periodically)
initiate data commumnication and transmit the data to the
MCT server through the mobile network of the mobile
network operator. As to another scheme, a request of the
MTC server for control and management for the MTC
apparatus and data collection on demand of the user can
make a MTC apparatus regularly (or periodically) initiate
data communication and transmit the data to the MTC server
through the mobile network of the mobile network operator.
When a trigger request of the MTC server 1s transmitted
through the mobile network of the mobile network operator
and the MTC apparatus recerving the trigger request initiates
the data communication and communicates with the MTC
server through the mobile network of the mobile network
operator may be referred to as MTC apparatus or MTC
terminal triggering.

FIG. 1 1llustrates a structure of a communication network
in which a MTC-IWF (Machine Type Communication-
Inter Working Function) 1s mcluded.

Referring to FIG. 1, a MTC terminal 102 may commu-
nicate with one or more MTC server 104 through a mobile
network 110.

The mobile network 110 may include a MSC/SGSN
(Mobile Switching Center/Serving GPRS Support Node)
112, a HLR/HSS (Home Location Register/Home Sub-
scriber Server) 114, a SMS-GMSC (Short Message Service-
Gateway Mobile Switching Center) 116, a SMS-SC (Short
Message Service-Service Center) 118, a MTC-IWF (Ma-
chine Type Communication-InterWorking Function) 120,
and the like.

For general SMS, a short message transmitted from SME
(Short Message Entity) 1s received by the SMS-SC 118 and
the SMS-SC 118 may transmit the short message to the
SMS-GMSC 116. The SMS-GMSC 116 may interrogate
necessary routing information to the HLR/HSS 114 1n order
to deliver the short message. When interrogating the routing,
information, the SMS-GMSC 116 may use a MSISDN
(Mobile Subscriber ISDN Number) as an identity of the
terminal. The SMS-GMSC 116 interrogating the routing
information may transmit the short message to the MSC/
SGSN 112 and then the MSC/SGSN 112 may transmit 1t to
the terminal 102. The MSC/SGSN 112 may report a message
for success of delivering the short message to the SMS-
GMSC 116. The SMS-GMSC 116 may update information
on the HLR/HSS 114 when the user terminal performs
network attach and the transmission of the short message 1s
successiul, in a state that there i1s previously failed the
transmission of the short message because of network attach
release or network detach and the like so that indication
about terminal inaccessible and the like may be configured
through the HLR/HSS 114. The SMS-GMSC 116 may report
the message for success of delivering the short message to
the SMS-SC 118.

When there 1s failed transmission of the short message
from the MSC/SGSN 116 to the terminal 102, the SMS-
GMSC 116 reports the failure of transmission and the
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6

SMS-SC 118 performs retransmission of the short message
according to pre-configured retransmission scheme.

Such a transmission scheme may be used for the terminal
triggering. FIG. 2 illustrates a structure of delivering a
terminal trigger request by using the SMS.

Referring to FIG. 2, MTC servers 104-1 and 104-2

requesting the terminal triggering may deliver a trigger
request message to the SMS-SC 118 as the SME. The MTC
server 104-1 may directly deliver the trigger request mes-
sage to the SMS-SC 118 or the MTC server 104-2 may
deliver the trigger request message to the SMS-SC 118
through the MTC-IWF 120. The SMS-SC 118 may transier
the short message including the trigger request message to
the terminal 102 through the SMS-GMSC 116 and the
MSC/SGSN 112. The short message may include address
information of the MTC server 104 (e.g., IP address) so that
the terminal 102 can perform the data communication with
the server 104. The calling phone number of the short
message may be MSISDN to which the MTC server 104 1s
allocated and the called phone number thereof may be
MSISDN of the terminal 102.

In this system, when there 1s a failed transmission of the
short message such as the transmission of the short message
1s delayed because of the network detach of the terminal 102
and the like, 1t 1s difhicult for the MTC server 104 to
instantaneously confirm information about the status of
delivery so that the MTC server 104 can continuously
transmit the trigger request 1n spite of the failure of the
transmission of the short message, which may cause an
unexpected network load.

The terminal triggering scheme using the SMS may be
configured to operate only when the MSISDN 1s set to the
calling phone number. MSISDN resource may be insuili-
cient according to the increase of the MTC terminal 102.
Further, this scheme may generally not be used when using

any other terminal identity (e.g., FQDN (Fully Qualified
Domain Name), NAI (Network Access Identifier), SIP (Ses-
s1on Initiation Protocol) URI (Umiform Resource Identifier),
IP address, and the like) other than the MSISDN.

FIG. 3 1s a flowchart illustrating a method of performing
the terminal triggering using the SMS according to at least
one embodiment.

Reterring to FIG. 3, the MTC server 104 may transmit the
trigger request message to the SMS-SC 118. The MTC
server 104 may perform the SME {function capable of
transmitting and receiving the short message through the
SMS-SC 118. The MTC server 104 may transmit the trigger
request message by using one of SMPP (Short Message Peer
to Peer) protocol for an interface between general SME and
the SMS-SC 118, protocol for an interface between SME
based on TCP/IP and the SMS-SC 118, and changed proto-
col thereol. The MTC server 104 may know information
about either the SMS-SC 118 or the MTC server 104, such
as the address of the SMS-SC 118 or the address of MTC
server 104.

The trigger request message may include all or some of
information indicating a table 1 below.

TABLE 1
Parameter Description Remarks
Validity time Information on time where a trigger request 1s
stored within network when the trigger request
cannot be transmitted to a device.
MTC Information for identifying a MTC device user

external terminal used i1n an external of 3GPP(3rd
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TABLE 1-continued

Parameter Description Remarks

Generation Partnership Project) system which
can use one of MSISDN, FQDN(Fully
Qualified Domain Name), NAI{Network
Access Identifier), SIP URI, IP address and the
like.

Information for identifying a MTC server
capable of requesting a device triggering
through mobile network of a mobile network
operator which can use one of MSISDN,
FQDN(Fully Qualified Domain Name),
NAI(Network Access Identifier), SIP URI, IP
address and the like and be used for billing a
device triggering and the like.

Information for identifying an application
which 1s operated in a MTC device user
terminal by a trigger request of a MTC server.
Information indicating priority and urgent
process necessary for indicating whether there
is priority (e.g., whether there 1s performed the
trigger request 1n case of a number of the
trigger request which must be processed than
the network capacity) in a overload state of
mobile network of a mobile network operator.
Information specific for being used by an
application of a MTC device to which a trigger
request 1s delivered (e.g., the number of port of
a application, URL and the like).

Identifier for indicating what the trigger request
is transmitted by protocol for a MTC device
triggering.

Information including the time and the number
of retransmission when it fails to transmit a

SMS from the SMS-SC to a MTC device.

identifier

MTC server
identifier

Application
1D

Priority

Application
specific
information

Protocol
identifier

Message
transmission
scheme

The SMS-SC 118 may perform load control for the trigger
request, authentication for the MTC server, authentication
on whether the MTC server has right to request the trigger-
ing to the terminal by using the SMS, and the like.

In order to perform the load control for the trigger request,
the SMS-SC 118 may perform the load control by managing,
a number of the mcoming trigger requests from a specific
MTC server or a number of incoming trigger requests from
all MTC servers. It either the number of the incoming trigger
requests from specific MTC server or the number of the
incoming trigger requests from all MTC servers exceeds the
predetermined threshold value, or 1t the request information
restricting the specific trigger request or all trigger requests
1s mput (for example, by the operator of the network), the
SMS-SC 118 may either restrict the process for new trigger
requests or report to the M'TC server 104 that 1t 1s unable to
process the trigger request because of the overload state. IT
The SMS-SC 118 keeps the trigger request until the overload
state 1s released and then the overload state 1s released, 1t 1s
capable of processing the trigger request. It 1s possible to
process the trigger request either with higher priority based
on the priority in the table 1 or urgent 1n spite of the overload
state.

In order to authenticate the MTC server, the SMS-SC 118
may prepare 1dentifier information on the MTC server 104
capable of requesting the triggering 1n advance. In order to
permit authority, 1t 1s possible to prepare the table in which
the 1identifier of the terminal 102 1s mapped with the 1den-
tifier of the M'TC server 104 capable of requesting the trigger

for the terminal 102. Such the table may be prepared at an
external entity such as the HLR/HSS 114 and the SMC-5C

118 may access 1t through MAP (Mobile Application Part)

protocol and the like.
When the external 1dentifier of the terminal 102 included
in the trigger request may not be any other type except for
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the MSISDN (e.g., FQDN (Fully Qualified Domain Name),
NAI (Network Access Identifier), SIP URI (Session Initia-
tion Protocol Uniform Resource Identifier), IP address, and
the like), the SMS-SC 118 may be provided with the
mapping table between the 1dentifier of the terminal 102 and
IMSI (International Mobile Subscriber Identity) capable of
identifying 1t within the mobile network of the mobile
network operator. The external entity such as the HLR/HSS
114 may also be provided with the mapping table 1n advance
and the SMS-SC 118 may access the IMSI information of
the external entity through the MAP protocol.

The SMS-SC 118 delivers, to the SMS-GMSC 116, the
message including some of information included in the
received trigger request. Some of information above may be
mapped to one of SMS application protocol parameter, SMS
transfer layer protocol parameter and SMS relay layer
protocol parameter to be delivered.

For example, the SMS-SC 118 may include information
on the validity time 1 one of SMS application protocol
parameter, SMS transier layer protocol parameter and SMS
relay layer protocol parameter.

The SMS-SC 118 may include information on the priority
in one of SMS application protocol parameter, SMS transfer
layer protocol parameter and SMS relay layer protocol
parameter. The information on the priority may be delivered
as 1ts value or as a mapping relationship. The information on
the priority may be used for processing a message in the
network with priority or determining priority ol network
access used for the configuration of PDD context.

The SMS-SC 118 may make the information on the
application ID included in the trigger request as being
included 1n the SMS transfer layer protocol parameter, for
example a TP-UD (Transier Protocol-User Data). The value
of the application ID may be the value of an application port
and have an address range with 8 or 16 bits. The value of the
application ID may be used for identilying trigger applica-
tion/function operated by the terminal 102.

The SMS-SC 118 may make the information on the
protocol 1dentifier included in the trigger request as being
included 1n the SMS transfer layer protocol parameter, for
example a TP-PID (TP-Protocol Identifier). The information
on the protocol identifier may 1dentify whether or not the
message 1s the short message for the MTC apparatus trig-
gering and may be used for identitying the procedure on a
message, retransmission scheme and the like.

The SMS-GMSC 116 may interrogate routing informa-
tion through the HLR/HSS 114 at step S303. The SMS-

GMSC 116 may interrogate the routing information using
the MSISDN. When the external identifier of the terminal

102 15 not the MSISDN, the SMS-GMSC 116 may interro-
gate the routing information to the SMS-SC 118 using the
mapped IMSI.

The SMS-GMSC 116 transmits to the MSC/SGSN 112
the short message based on the routing information at step
S304. The MSC/SGSN 112 transmits to the terminal the
short message at step S305. The MSC/SGSN 112 reports the
success or the failure of delivering the message to the
SMS-GMSC 116 at step S306. The SMS-GMSC 11
updates mnformation on the HLR/HSS 114 based on the
transmission report at step S307 and reports the success or
the failure of delivering the message to the SMS-SC 118 at
step S308. The SMS-SC 118 reports the success or the
tailure of delivering the message, the cause of the failure and
the like to the MTC server 104 at step S309. In the
above-described scheme, the terminal 102 receiving the
trigger request initiates the data communication with the

MTC server 104 at step 5310.
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When the SMS-SC 118 recerves the report with the failure
of the transmaission of the short message within the validity
time 1ncluded 1n the trigger request, the SMS-SC 118 may
transmit the failure of the transmission including informa-
tion on the cause of the failure. In such a case, the SMS-SC
118 may select the retransmission scheme or the number
thereol from the trigger request and try the retransmission of
the trigger request message to the terminal 102. Require-
ments for the retransmission may be set 1n advance. When
the SMS-SC 118 recerves the report about the failure of the
transmission of the short message within the validity time
included 1n the trigger request, the SMS-SC 118 may discard
the short message and report the result to the MTC server
104.

Meanwhile, when the SMS-SC 118 receives the trigger
request with mformation on the same terminal identifier
and/or the same MTC server 1dentifier within the validity
time included in the previous trigger request, the SMS-SC
118 may determine the following trigger request as a dupli-
cate message and report the result to the MTC server 104. As
to one example, the SMS-SC may delete the duplicate
message. As to other example, the SMS-SC may update the
information included 1n the previous trigger request with the
information included in the duplicate message.

FIG. 4 1s a terminal triggering method using the SMS
according to another embodiment.

Referring to FIG. 4, the MTC server 104 transmits the
trigger request message to the MTC-IWF 120 at step S401.
The MTC server 104 may know the IP address of the
MTC-IWF 120 which performs control function of the
trigger for the specific terminal 102. The MTC server 104
may also know the domain name of the MTC-IWF 120
which performs control function of the trigger for the
specific terminal 102 and access it via a DNS (Domain
Name Server), thereby knowing the IP address thereof.

The trigger request message that the MTC server 104
transmits to the MTC-IWF 120 may include all or some of
information indicated in the table 2 below.

TABLE 2

Parameter Description

Validity time Information on time where a trigger request 1s
stored within network when the trigger request
cannot be transmitted to a device.

Information for 1dentifying a MTC device user
terminal which can use one of MSISDN, FQDN
(Fully Qualified Domain Name), NAI (Network
Access Identifier), SIP URI, IP address and the
like.

Information for identifying a MTC server capable
of requesting a device triggering through mobile
network of a mobile network operator which can
use one of MSISDN, FQDN (Fully Qualified
Domain Name), NAI (Network Access Identifier),
SIP URI, IP address and the like and be used for
billing a device triggering and the like.
Information for identifying an application which is
operated 1n a MTC device user terminal by a
trigger request of a MTC server.

Information indicating priority and urgent process
necessary for indicating whether there 1s priority
(e.g., whether there i1s performed the trigger
request 1 case of a number of the trigger request
which must be processed than the network
capacity) in a overload state of mobile network of
a mobile network operator.

Information specific for being used by an
application/function of a MTC device to which a
trigger request 1s delivered (e.g., the number of
port of a target application, URL and the like).

MTC device identifier

MTC server 1dentifier

Application 1D

Priority

Application specific
information
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The MTC-IWF 120 controls the triggering and stores
control information at step S402. In detail, the MTC-IWF
120 may perform load control, authentication for the MTC
server 104 and authentication on whether the MTC server
has right to request the triggering to the specific terminal.

In order to perform the load control for the trigger request,
the MTC-IWF 120 may perform the load control by man-
aging the number of the mmcoming trigger requests from
specific MTC server 104 or the number of the incoming
trigger requests from all MTC servers 104. If either the
number of the incoming trigger requests from specitic MTC
server 104 or the number of the incoming trigger requests
from all MTC servers exceed the predetermined threshold
value or 1f request information restricting the trigger request
for the specific terminal or all terminal 1s input through the
wireless network of the mobile network operator (for
example, by the mput of the operator), the MTC-IWF 120
may either restrict process for new trigger requests and
report to the MTC server 104 whether 1t 1s unable to process
the trigger request because of the overload state. If the
MTC-IWF 120 keeps the trigger request until the overload
state 1s released and then the overload state 1s released, 1t 1s
capable of restarting the process of the trigger request. It 1s
possible to perform the process of the trigger request based

on the priority 1n the table 2 despite the overload state.

In order to authenticate the MTC server 104, the MTC-
IWF 120 may be provided with identifier information on the
MTC server 104 capable of requesting the triggering 1in
advance.

In order to permit the MTC server 104 the authority of the
trigger request for the specific terminal 102, the MTC-IWF
120 may be provided with the table including the identifier
of the terminal 102 capable of triggering the terminal, and
the 1dentifier of the MTC server 104 capable of requesting
the apparatus triggering for the terminal 102. Alternatively,
The HLR/HSS 114 may be provided with the table above 1n
advance and the MTC-IWF 120 may interrogate speciiic
information through MAP (Mobile Application Part) proto-
col.

Remarks
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Next, the MTC-IWF 120 transmits the trigger request
message to the SMS-SC 118. The MTC-IWF 120 may be

provided with the SME function capable of transmitting and
receiving the short message using the SMS-SC 118. The
MTC-IWF 120 may transmit the trigger request message by
using protocol for an interface between SME and the SMS-

SC based on TCP/IP such as SMPP (Short Message Peer to
Peer) protocol, and a changed protocol thereol. The MTC-
IWF 120 may know the IP address of the SMS-SC capable
of recerving the trigger request in advance and the SMS-SC
118 may receive information about the MTC-IWF 120 1n

advance.

The MTC-IWF 120 may transmit the trigger request
including the information of the table 2 to the SMS-SC 118.
The MTC-IWF 120 may add the information of the table 2,

for example, information on the protocol identifier for
indicating that the transmitted message through protocol 1s
for the termuinal triggering, or message retransmission

method including the time and the number thereof when 1t
fails to transmit the SMS from the SMS-SC 118 to the

terminal 102, to the trigger request and transmit 1t to the
SMS-SC 118.

When any other terminal identifier (e.g., FQDN (Fully
Qualified Domain Name), NAI (Network Access Identifier),
SIP (Session Initiation Protocol) URI (Uniform Resource
Identifier), IP address, and the like) 1s used except for the
MSISDN as the termlnal identifier included 1n the trigger
request from the MTC server 104, the MTC-IWF 120 may
map the information of the termmal identifier except for the
MSISDN to mformation on the IMSI identifier capable of
identifying in the mobile network of the mobile network
operator and transmuit it to the SMS-SC 118. The MTC-IWF
120 may be provided with a table capable to mapping the
information on the terminal i1dentifier except for the
MSISDN to the information on the IMSI identifier of the
terminal 102 1 advance. Altematwelyj the HLR/HSS 114
may be provided with the mapping table 1n advance and then
the MTC-IWF 120 may interrogate the information on the
IMSI 1dentifier of the terminal 102 to the HLR/HSS 114
through the MAP protocol using the terminal 1dentifier.

The SMS-SC 118 may perform functions such as the load
control for the trigger request from the MTC-IWF 120, the
authentication for the MTC-IWF 120 and the like.

In order to perform the load control for the trigger request,
the SMS-SC 118 may perform the load control by managing
the number of the incoming trigger requests from specific
MTC server 104 or the number of the incoming trigger
requests from all M'TC servers 104. I1 either the number of
the incoming trigger requests from specific MTC server 104
or the number of the incoming trigger requests from all MTC
servers 104 exceeds the predetermined threshold value, or 1t
request information restricting the trigger request for the
specific terminal or all terminal, 1s input through the wireless
network of the mobile network operator (for example, by the
input of the operator), the SMS-SC 118 may either restrict
the process for new ftrigger requests and report to the
MTC-IWF 120 that 1t 1s unable to process the trigger request
because of the overload state. If the SMS-SC 118 keeps the
trigger request until the overload state 1s released and then
the overload state is released, it 1s capable of restarting the
process of the trigger request. It 1s possible to perform the
process of the trigger request based on the priority in the
table 2 despite the overload state.

In order to permit the MTC-IWF 120 authority, the
SMS-SC 118 may be provided with information on the

identifier of the MTC-IWF 120 (1.e., IP address) to enable
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the capability of requesting the terminal triggering through
the short message in advance.

In order to transmit the trigger through the SMS, the
SMS-SC 118 may deliver the trigger request to the terminal
102 using a mobile terminated SMS procedure. The SMS-
SC 118 may map some ol information included in the
received trigger request from the MTC-IWF 120 to one of
SMS application protocol parameter, SMS transier layer
protocol parameter and SMS relay layer protocol parameter
to be deliver.

In detail, the SMS-SC 118 may transmit the message
including the terminal triggering request to the SMS-GMSC
116 at step S404. The SMS-GMSC 116, 11 necessary, inter-
rogates the routing information to HLR/HSS 114 at step
S405. The SMS-GMSC 116 transmits the message including,
the terminal triggering request to the corresponding MSC/
SGSN 112 based on the routing information at step S406.
The MSC/SGSN 112 transmits the message including the
terminal triggering request to the terminal 102 at step S407.
The MSC/SGSN 112 reports the success or the failure of the
transmission to the SMS-GMSC 116 at step S408. The
SMS-SMSC 116 updates, to HLR/HSS 114, the status of
transmission report, for example, the addition of the address
of the SMS-SC to the message waiting list when failed at
step S409, and reports the success or the failure of the
transmission to the SMS-SC 118 at step S410. The SMS-SC
118 reports the success or the failure of the transmission to
the MTC-IWF 120 at step S411. If the MTC-IWF 120
receives the report about the success of the transmission, at
step S412, 1t deletes the information stored at step S402. The
MTC-IWF 120 transmits the success or the failure of the
transmission, the cause of the failure, and the like to the
MTC server 104 at step S413. Furthermore, the terminal 102
initiates the data communication with the MTC server 104
at step S414.

It one or more of the SMS-GMSC, the SMS-SC and HSS
fails to transmit the message at step S409, information may
be 1included indicating whether the message that 1t failed to
transmit 1s equal to the message for the device triggering in
the message waiting list. Alternatively, 11, at step S409, one
or more of the SMS-GMSC, the SMS-SC and HSS {fails to
transmit the message because of the overload, information to
indicate whether the message 1t fails to transmit 1s equal to
the failed message for the device triggering or whether the
cause of the failure with the overload 1n the message waiting
list 1s according to the alternative method. If one or more of
the SMS-GMSC, the SMS-SC and HSS {fails to transmit the
message at step S409, the information above according to
the alternative may not be included.

The SMS-SC 118 may transmit the message including
some of the recerved information included in the trigger
request at step S404. Some of the information above may be
mapped to the SMS application layer protocol parameter, the
SMS transfer layer protocol parameter, or the SMS relay
layer protocol parameter for delivery.

For example, the SMS-SC 118 may make the information
on the validity time be included 1n the trigger request 1n the
SMS application layer protocol parameter or the SMS
transier layer protocol parameter (e.g., TP-VP (Transfer
Protocol-Validity Period)), and deliver it.

The SMS-SC 118 may make the information on the
priority 1ncluded 1n the trigger request be included 1n the
SMS application layer protocol parameter or the SMS
transier layer protocol parameter or SMS relay layer proto-
col (e.g., RP-Prionity-Request), and deliver 1t. The informa-
tion on the priority may be delivered as its value or mapping
relationship. The information on the priority may be used for
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processing a message 1n the network with priority or deter-
minming, by the terminal 102, priority of network access used
for the configuration of PDD context and the like.

The SMS-SC 118 may make the information on the
application ID included 1n the trigger request being included
in the SMS transier layer protocol parameter, for example
TP-UD (Transfer Protocol-User Data), and deliver 1t. The
value of the application ID may be the value of an applica-
tion port and have an address range with 8 or 16 bits. The
value of the application ID may be used for identifying
trigger application/function performed by the terminal 102.

The SMS-SC 118 may make the information on the
protocol 1dentifier included 1n the trigger request be included
in the SMS ftransfer layer protocol parameter, for example
TP-PID (TP-Protocol Identifier), and deliver 1t. The infor-
mation on the protocol identifier may 1dentify whether or not
the message 1s the short message for the MTC apparatus
triggering and be used for i1dentifying the procedure on a
message, retransmission scheme and the like.

When the MTC server 104 uses any other terminal
identifier except for the MSISDN as the terminal 1dentifier
and the MTC-IWF 120 changes the terminal identifier to the
IMSI and transmits 1t to the SMS-SC 118, the SMS-GMSC
116 may interrogate the routing information using the IMSI
information to the message over the MAP protocol.

Meanwhile, when the SMS-SC 118 receives the report
about the failure of transmission of the short message for
terminal triggering within the validity time included 1n the
trigger request from the MTC-IWF 120, it may report the
result thereot to the MTC-IWF 120. In this case, the SMS-
SC 118 may select the retransmission scheme and the
number of the retransmissions for the trigger request and try
to perform the retransmission of the trigger request message.
If the retransmission performance 1s not configured, the
SMS-SC 118 may not try to perform 1it. If the validity time
included 1n the trigger request from the MTC-IWF 120 1s
exceeded, the SMS-SC 118 may discard the short message
for the trigger request and report 1t to the MTC-IWF 120.

Meanwhile, when MTC-IWF 120 receives the trigger
request with mformation on the same terminal identifier
and/or the same MTC server identifier within the validity
time 1included 1n the previous trigger request, the MTC-IWF
120 may determine the following trigger request as a dupli-
cate message and report the result to the MTC server 104. As
to one example, the MTC-IWF 120 may delete the duplicate
message. As to other example, the MTC-IWF 120 may
update the mnformation included in the previous trigger
request with the information included in the duplicate mes-
sage.

Furthermore, when the SMS-SC 118 receives the trigger
request with information on the same terminal i1dentifier
and/or the same MTC server i1dentifier within the validity
time included in the previous trigger request, the SMS-SC
118 may determine the following trigger request as a dupli-
cate message and report the result to the MTC-IWF 120. As
to one example, the SMS-SC 118 may delete the duplicate
message. As to another example, the SMS-SC 118 may
update the information included in the previous trigger
request with the information included in the duplicate mes-
sage.

FIG. 5 1s a block diagram illustrating a structure of the
SMS-SC 118 according to one embodiment.

Referring to FIG. 5, the SMS-SC 118 may include an
interface module of external server 502, an interface module
of SMS-GMSC 504, an authentication module of MTC
server 506, a permission module of trigger 508, a storage
module of triggering information 510, a mapping module of
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terminal i1dentifier 512, a generation module of short mes-
sage 514, a determination module of overload 516, a deter-
mination module of retransmission 518 and a determination
module of duplicate message 520.

The mterface module of external server 502 may receive
the triggering message from the MTC server 104 or the
MTC-IWF 120 and report the success or the failure of
delivering the trigger message, the cause of the failure and
the like to the MTC server 104 or the MTC-IWF 120. The
interface module of SMS-GMSC 504 may transmit the
generated short message to the SMS-GMSC 116 and receive
the report about the success or the failure of delivering the
trigger message and the cause of the failure from the
SMS-GMSC 116.

The authentication module of MTC server 306 may
perform the authentication for the MTC server 104. The
authentication module of MTC server 506 may be provided
with the information on the identifier of the MCT server 104.

The permission module of trigger 508 may perform the
permission for the MTC server 104 capable of transmitting
the trigger message for the specific terminal 102. The
permission module of trigger 508 may include the mapping
table between the identifier of the terminal 102 and the
identifier of the MTC server 104 capable of permitting the
trigger. The permission module of the trigger 508 may also
access the mapping information to the external entity such as
the HLR/HSS 114 provided with the mapping table.

The storage module of triggering information 510 stores
information included in the trigger request received from the
MTC server 104 directly or through the MTC-IWF 120.

When the external identifier of the terminal 102 included
in the trigger request may not be any other type except for
the MSISDN (e.g., FQDN (Fully Qualified Domain Name),
NAI (Network Access Identifier), SIP URI (Session Initia-
tion Protocol Uniform Resource Identifier), IP address, and
the like), the mapping module of the terminal 1dentifier 512
maps the identifier of the terminal 102 to the IMSI. It may
include the mapping table between the identifier of the
terminal 102 and the IMSI. It may also interrogate the
mapping information of the external enftity such as the
HLR/HSS 114 provided with the mapping table.

The generation module of the short message 514 gener-
ates the short message based on the trigger request received
from the MTC server 104 or the MTC-IWF 120.

The determination module of overload 516 may deter-
mine the overload state based on the number of the trigger
requests from a specific MTC server or all MTC servers, not
perform the transmission of the message for the trigger
request for the terminal 102 1n case of the overload state, and
report the result to the MTC server 104 or the MTC-IWF
120. The determination module of overload 516 may control
transmission of the trigger request message to the terminal
if the overload state is released within the validity time.

When receiving the report about the failure of the trans-
mission for the trigger request message, the determination
module of retransmission 518 may report 1t along with the
cause of the failure to the MTC server 104 or the MTC-IWF
120, select the retransmission scheme or the number thereof
from the trigger request and try the retransmission of the
trigger request message. When receiving the report about the
failure of the transmission for the trigger request after the
validity time, the determination module of retransmission
518 may report 1t along with the cause of the failure to the
MTC server 104 or the MTC-IWF 120 and discard infor-
mation on the trigger request.

When receiving the trigger request including one or more
of an identifier of the terminal and the identifier of MTC
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server, and the same ones thereof included i the previous
trigger message within the validity time of the previous
trigger request, the determination module of the duplicate
message 520 determines the following trigger request as a
duplicate message. The determination module of duplicate
message 520 may report the reception of the following

duplicate message to the MTC server 104 or the MTC-IWF
120.

FIG. 6 1s a block diagram 1illustrating a structure of the
MTC-IWF 120 according to one embodiment.

Referring to FIG. 6, the MTC-IWF 120 may include an
interface module of MTC server 602, an interface module of
SMS-SC server 604, an authentication module of MTC
server 606, a permission module of trigger 608, a storage
module of triggering information 610, a mapping module of
terminal 1dentifier 612, a determination module of overload
614, a determination module of retransmission 616 and a
determination module of duplicate message 618.

The interface module of external server 602 may receive
the triggering message from the MTC server 104 and report
the success or the failure of delivering the trigger message,
the cause of the failure and the like to the MTC server 104.
The interface module of SMS-SC 604 may transmit the
triggering message to the SMS-SC 118 and receive the
report about the success or the failure of delivering the
trigger message and the cause of the failure from the
SMS-SC 118.

The authentication module of MTC server 606 may
perform the authentication for the MTC server 104. The
authentication module of MTC server 606 may be provided
with the information on the 1dentifier of the MCT server 104.

The permission module of trigger 608 may perform the
permission operation for the MTC server 104 capable of
transmitting the trigger message for the specific terminal
102. The permission module of trigger 608 may 1nclude the
mapping table between the 1dentifier of the terminal 102 and
the 1dentifier of the MTC server 104 capable of permitting,
the trigger. The permission module of trigger 608 may also
interrogate the mapping information to the external entity
such as the HLR/HSS 114 being provided with the mapping
table.

The storage module of triggering information 610 stores
information included in the trigger request received from the
MTC server 104.

When the external 1dentifier of the terminal 102 included
in the trigger request may not be any other type except for
the MSISDN (e.g., FQDN (Fully Qualified Domain Name),
NAI (Network Access Identifier), SIP URI (Session Initia-
tion Protocol Unmiform Resource Identifier), IP address, and
the like), the mapping module of terminal identifier 612
maps the identifier of the terminal 102 to the IMSI. The
mapping module of terminal identifier 612 may include the
mapping table between the 1dentifier of the terminal 102 and
the IMSI. The mapping module of terminal identifier 612
may also interrogate the mapping information to the external
entity such as the HLR/HSS 114 involving the mapping
table.

The determination module of overload 614 may deter-
mine the overload state based on the number of trigger
requests from a specific MTC server or all MTC servers,
suspend the transmission of the message for the trigger
request for the terminal 102 in case of the overload state and
report the result to the MTC server 104. The determination
module of overload 614 may control transmission of the
trigger request message to the terminal 1f the overload state
1s released within the validity time.
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When receiving the report about the failure of the trans-
mission for the trigger request message, the determination
module of retransmission 616 may report 1t along with the
cause of the failure to the MTC server 104, select the
retransmission scheme or the number thereof from the
trigger request and try the retransmission of the trigger
request message. When receiving the report about the failure
of the transmission for the trigger request after the validity
time, the determination module of retransmission 616 may
report 1t along with the cause of the failure to the MTC
server 104 and discard information on the trigger request.

When receiving the trigger request including one or more
of an identifier of the terminal, the 1dentifier of MTC server
and the same ones thereot included 1n the previous trigger
message within the validity time of the previous trigger
request, the determination module of duplicate message 618
determines whether the following trigger request 1s a dupli-
cate message. The determination module of duplicate mes-
sage 618 may report the reception of the following duplicate
message to the MTC server 104.

As described above, since the technical idea of the present
invention 1s described by exemplary embodiments, various
forms of substitutions, modifications and alterations may be
made by those skilled 1n the art from the above description
without departing from essential features of the present
invention. Therefore, the embodiments disclosed in the
present invention are intended to illustrate the technical idea
of the present invention, and the scope of the present
invention 1s not limited by the embodiment. The scope of the
present mvention shall be construed on the basis of the
accompanying claims in such a manner that all of the
technical 1deas included within the scope equivalent to the
claims belong to the present invention.

The mvention claimed 1s:

1. A trigger request delivery server comprising at least one
hardware processor that executes:

an interface module of a server side configured to receive

a trigger request for triggering a terminal from a
machine type communication (MTC) external server,
wherein the trigger request includes (1) an i1dentifier of
the terminal to be triggered and (11) a validity time to
store the trigger request 1n a network when the trigger
request 1s not delivered to the terminal;

a terminal identifier mapping module configured to:

determine whether the identifier of the terminal
included 1n the trigger request 1s a mobile subscriber
ISDN number (MSISDN) or a non-MSISDN 1den-
tifier, wherein the non-MSISDN i1dentifier includes
at least one of a fully qualified domain name
(FQDN), a network access 1dentifier (NAI), a session
imitiation protocol uniform resource identifier (SIP
URI), and an Internet protocol (IP) address; and

map the i1dentifier of the terminal to an IMSI (Interna-
tional Mobile Subscriber Identity), capable of 1den-
tifying 1n a mobile network, of the terminal when the
identifier of the terminal 1s the non-MSISDN 1den-
tifier; and

an interface module of a short message server side con-

figured to:

generate a {irst short message using the trigger request
and the IMSI of the terminal according to a short
message service (SMS) protocol when the 1dentifier
of the terminal 1s the non-MSISDN identifier,
wherein the first short message 1s generated to
include the IMSI of the terminal such that the IMSI
1s used as information identifying the terminal in the
mobile network,
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generate a second short message using the trigger
request and the MSISDN of the terminal according
to the SMS protocol when the identifier of the
terminal 1s the MSISDN, wherein the second short
message 1s generated to include the MSISDN of the
terminal such that the MSISDN 1s used as informa-
tion 1dentifying the terminal in the mobile network,
and

transmit the generated first short message or the gen-
erated second short message to a short message
server such that the first short message or the second
short message 1s delivered by the short message
server to the terminal through the mobile network.

2. The trigger request delivery server of claim 1, wherein
the terminal 1dentifier mapping module nterrogates a HLR/
HSS (Home Location Register/Home Subscriber Server) in
order to map the identifier of the terminal to the IMSI
(International Mobile Subscriber Identity) of the terminal.

3. The trnigger request delivery server of claim 1, wherein
the validity time 1s included 1n a parameter of at least one of
the first short message and the second short message.

4. The trigger request delivery server of claim 1, wherein
the trigger request comprises at least one of an i1dentifier of
the MTC external server, the identifier of the terminal, an
identifier of an application operated on the terminal and a
priority.

5. The trigger request delivery server of claim 1, further
comprising an overload determining module configured to
determine an overload by managing a number of trigger
requests transmitted from a specific MTC external server or
a total number of trigger requests transmitted from all MTC
external servers.

6. The tnigger request delivery server of claim 5, wherein
the trigger request comprises information on a priority.

7. The trigger request delivery server of claim 1, wherein
the interface module of the short message server side
receives a report with success or failure of delivery of at
least one of the first short message and the second short
message from the short message server.

8. A short message server comprising at least one hard-
ware processor that executes:

an 1nterface module of a server side configured to receive

a trigger request message for triggering a terminal,
delivered from a trigger request delivery server con-
figured to deliver a trigger request from a machine type
communication (MTC) external server, wherein the
trigger request includes (1) an identifier of the terminal
to be triggered and (1) a validity time to store the
trigger request 1n a network when the trigger request 1s
not delivered to the terminal, and

an interface module of a terminal side configured to

deliver the trigger request message to the terminal,
through a mobile network, using a mobile terminated
short message,

wherein a short message transfer layer parameter repre-

sents that the mobile terminated short message 1s a
short message for a MTC device triggering;

wherein the mobile terminated short message includes an

IMSI (International Mobile Subscriber Identity) of the
terminal mapped to the identifier of the terminal such
that the IMSI 1s used as information identifying the
terminal 1n the mobile network;

wherein the mapping of the 1dentifier of the terminal and

the IMSI 1includes determining whether the 1identifier of
the terminal 1s a mobile subscriber ISDN number
(MSISDN) or a non-MSISDN 1identifier, and mapping
the 1dentifier of the terminal to the IMSI, capable of
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identifying 1n the mobile network, of the terminal when
the 1identifier of the terminal 1s the non-MSISDN 1den-
tifier;

wherein the non-MSISDN 1dentifier includes at least one

of a fully qualified domain name (FQDN), a network
access 1dentifier (NAI), a session 1nitiation protocol
uniform resource 1dentifier (SIP URI), and an Internet
protocol (IP) address; and

wherein when the identifier of the terminal 1s the

MSISDN, the mobile terminated short message
includes the MSISDN of the terminal such that the
MSISDN 1s used as information 1dentifying the termi-
nal 1n the mobile network.

9. The short message server of claim 8, wherein at least
a portion of the trigger request message 1s mapped to a SMS
application layer protocol parameter, a SMS transfer layer
protocol parameter, or SMS relay layer protocol parameter.

10. The short message server of claim 8, wherein an
application identifier included 1n the trigger request message
1s 1n a TP-UD (Transfer Protocol-User Data) which 1s a SMS
transier layer protocol parameter.

11. A method for delivering a trigger request in a short
message delivery server delivering the trigger request from
a machine type communication (MTC) external server to a
terminal, the method comprising:

receiving the trigger request for triggering the terminal

from the MTC external server, wherein the trigger
request includes (1) an 1dentifier of the terminal to be
triggered and (11) a validity time to store the trigger
request 1n a network when the trigger request 1s not
delivered to the terminal;

determining whether the identifier of the terminal

included 1n the trigger request 1s a mobile subscriber

ISDN number (MSISDN) or a non-MSISDN 1dentifier,
wherein the non-MSISDN identifier includes at least
one of a fully qualified domain name (FQDN), a
network access identifier (NAI), a session 1nitiation
protocol uniform resource identifier (SIP URI), and an
Internet protocol (IP) address;

mapping the 1dentifier of the terminal to an IMSI (Inter-
national Mobile Subscriber Identity), capable of 1den-
tifying 1n a mobile network, of the terminal when the
identifier of the terminal 1s the non-MSISDN 1dentifier;

generating a first short message using the trigger request
and the IMSI of the terminal according to a short
message service (SMS) protocol when the 1dentifier of
the terminal 1s the non-MSISDN identifier, wherein the
first short message 1s generated to include the IMSI of
the terminal such that the IMSI 1s used as information
identifying the terminal in the mobile network;

generating a second short message using the trigger
request and the MSISDN of the terminal according to
the SMS protocol when the identifier of the terminal 1s
the MSISDN, wherein the second short message 1is
generated to include MSISDN of the terminal such that
the MSISDN 1s used as information identifying the
terminal in the mobile network:; and

transmitting the generated first short message or the

generated second short message to a short message
server such that the first short message or the second
short message 1s delivered by the short message server
to the terminal through the mobile network.

12. The method of claim 11, wherein the mapping com-
prises 1nterrogating a HLR/HSS (Home Location Register/
Home Subscriber Server) and so mapping the identifier of
the terminal to the IMSI (International Mobile Subscriber
Identity) of the terminal.
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13. The method of claim 11, wherein the validity time 1s
included in a parameter of at least one of the first short
message and the second short message.

14. The method of claam 11, wherein the trigger request
comprises at least one of an identifier of the MTC external 5
server, the identifier of the terminal, an identifier of an
application operated on the terminal, and a priority.

15. The method of claim 11, further comprising:

determining an overload state by managing at least one of

a number of trigger requests transmitted from a specific 10
MTC external server and a total number of trigger
requests transmitted from all MTC external servers.

16. The method of claim 15, wherein the trigger request
comprises information on a priority.

17. The method of claim 11, further comprising: 15

receiving a report on a success or a failure of the delivery

of at least one of the first short message and the second
short message from the short message server.
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