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1
FILE TRANSFER METHOD

CROSS-REFERENCE TO RELATED
APPLICATIONS

This non-provisional application claims priority under 35
U.S.C. §119(a) on Patent Application No. 104105623 filed
in Tatwan, R.O.C on Feb. 17, 2015, the entire contents of

which are hereby incorporated by reference.

BACKGROUND

Technical Field

The present disclosure relates to a file transfer method,
particularly relates to a file transter method combining
Transmission Control Protocol (TCP) and User Datagram
Protocol (UDP).

Description of the Related Art

Transmission Control Protocol (TCP) 1s a connection
oriented and reliable transmission and applies data valida-
tion during transmission to ensure data correctness, so that
the transmission based on TCP requires more time.

On the contrary, User Datagram Protocol (UDP) 1s a
connectionless and non-reliable transmission and does not
apply data validation to ensure data correctness. In addition,
UDP does not re-send the lost data, receive the data 1n order,
and provide a reply mechanism to control the speed of data
flow. Theretore, the data transmission speed based on UDP
may be faster than the processing speed of the receiving
terminal and UDP packets may be lost or repeated during
network transmissions.

SUMMARY

A file transfer method applicable for a server includes
dividing a file into a plurality of fragments, sending a piece
of validation data of the file to at least one client based on
Transmission Control Protocol (TCP), multicasting the plu-
rality of fragments to the at least one client based on User
Datagram Protocol (UDP), determining whether a command
from the at least one client questing for reissuing to send a
lost part of the plurality of fragments 1s received, and
sending the lost part of the plurality of fragments to the
corresponding client based on TCP when the command 1s
received.

A file transfer method applicable for a client includes
receiving a piece of validation data of a file from a server
based on TCP, receiving a non-lost part of a plurality of
fragments multicasted by the server based on UDP, gener-
ating a command for reissuing to send a lost part of the
plurality of fragments based on the validation data and the
received non-lost part of the plurality of fragments, sending,
the command to the server, and recerving the lost part of the
plurality of fragments sent by the server based on TCP.

A file transfer method includes dividing a file into a
plurality of fragments 1n a server, the server sending a piece
of validation data of the file to at least one client based on
TCP, the server multicasting the plurality of fragments to the
at least one client based on UDP for the at least one client
to receive a non-lost part of the plurality of fragments,
generating a command for reissuing to send the lost part of
the plurality of fragments based on the validation data and
the recerved non-lost part of the plurality of fragments, the
at least one client sending the command to the server, the
server determining whether the command from the at least
one client questing for reissuing to send the lost part of the
plurality of fragments 1s recerved, and the server sending the
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lost part of the plurality of fragments to the corresponding
client based on TCP when the server receives the command.

BRIEF DESCRIPTION OF THE

DRAWINGS

The present disclosure will become more fully understood
from the detailed description given hereinbelow and the
accompanying drawings, which are given by way of 1llus-
tration only and thus are not limitative of the present
disclosure and wherein:

FIG. 1 and FIG. 2 are diagrams of the file transier method
according to an embodiment; and

FIG. 3 1s a flowchart of the file transfer method according,
to an embodiment.

DETAILED DESCRIPTION

In the following detailed description, for purposes of
explanation, numerous specific details are set forth 1n order
to provide a thorough understanding of the disclosed
embodiments. It will be apparent, however, that one or more
embodiments may be practiced without these specific

details. In other instances, well-known structures and
devices are schematically shown in order to simplify the
drawings.

Please refer to FIG. 1 and FIG. 2. FIG. 1 and FIG. 2 are
diagrams of the file transfer method according to an embodi-
ment. In FIG. 1, the communication between the server 100
and the client 200 1s based on Transmission Control Protocol
(TCP). In FIG. 2, the commumnication between the server 100
and the client 200 1s based on User Datagram Protocol
(UDP). In addition, the client 200 further includes the clients
200a~200z.

In the embodiment of the present disclosure, the server
100 and the client 200 are various electronic devices with
network transmission functions, such as tablet computers or
smart phones. In the following explanations, an example 1s
used to describe the interactions between the tablet comput-
ers of a teacher and multiple students. The server 100 refers
to the tablet computer of the teacher, and the clients
200a~200% refer to the tablet computers of multiple stu-
dents.

When the teacher wants to send lecture slide contents
saved 1n the server 100 to a plurality of students, after the
teacher activates the file transmission, the server 100 firstly
divides the file of the lecture slide contents into a plurality
of fragments, and each of the plurality of fragments has a
corresponding serial number, such as F1, F2, F3, F4, F5 1n
FIG. 2. The number of the plurality of fragments of the
divided file 1s determined based on diflerent situations and
1s not limited to the present embodiment. In the present
embodiment, the size of the fragment does not exceed 13500
byte. Next, as shown in FIG. 1, the validation data 1s sent to
the clients 200a~2007 based on TCP before the server 100
sends the plurality of fragments to the students.

In addition, 1n the embodiment of the present disclosure,
the server 100 adds a corresponding serial number to each of
the plurality of fragments of the file, and records the serial
numbers ol the plurality of fragments of the file to the
validation data, and sends the validation data to the clients
200a~2007 based on TCP. Because the correctness of the
data transmission 1s ensured 1n TCP, after the validation data
1s sent by the server 100 based on TCP, the clients
200a~2007n are able to obtain the serial numbers of the
plurality of fragments corresponding to the file of the lecture
slide contents from the validation data before receiving the
file sent from the server 100. The obtained serial numbers
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are for confirming whether some fragments are lost during
the transmission. The details are specifically explained here-
inafter.

As shown 1n FIG. 2, the server 100 multicasts all of the
plurality of fragments F1, F2, F3, F4, F5 to the clients
200a~2007 based on UDP. In addition, after multicasting all
of the plurality of fragments, the server 100 further sends a
termination message to the client 200, and each of the clients
determines whether the termination message 1s received to
coniirm whether the multicasting process by the server 100
1s finished. The advantage of UDP 1s the fast transmaission.
However, UDP 1s not a reliable and packets may be lost
during the multicasting transmission because of electromag-
netic interference or bad connection. Therefore, the clients
200a~200# possibly receive the non-lost part of the plurality
of fragments multicasted by the server based on UDP. In
other words, part of the students possibly do not receive the
whole lecture contents. Therefore, the clients which do not
receive the whole lecture contents activate the mechanism
for reissuing file transmission.

In the embodiment of the present disclosure, each of the
clients 200a~200# 1s able to capture the corresponding serial
numbers of the received non-lost part of the plurality of
fragments from the packet headers. For example, the serial
numbers of the non-lost part of the plurality of fragments
received by the client 200q are F1, F3, F4, FS, and the sernial
numbers of the non-lost part of the plurality of fragments
received by the client 2006 are F1, F2, F4, FS, and the sernal
numbers of the non-lost part of the plurality of fragments
received by the client 200¢ are F1, F2, F3, and the client
2007 does not have any lost fragment.

When the clients 200a~20072 respectively receive the
non-lost part of the plurality of fragments multicasted by the
server 100 based on UDP and ensure that the multicasting
process ol the server 100 1s finished, each of the clients
turther generates a command based on the validation data
and the recerved non-lost part of the plurality of fragments,
wherein each of the clients 200a~2002 ensures that the
multicasting process of the server 100 1s finished when a
termination message 1s received. The command 1s for reis-
suing to send the lost part of the plurality of fragments later.
In addition, each of the clients 200a~200% generates the
command based on the serial numbers of the plurality of
fragments 1n the validation data and the serial numbers of the
received non-lost part of the plurality of fragments. There-
fore, the command has at least one serial number of the lost
part of the plurality of fragments. For example, when the
clients know that the plurality of fragments are F1~F3 and
receive the non-lost part of the plurality of fragments, the
client 200a generates a command for reissuing to send the
lost part of the plurality of fragments F2, and the client 20056
generates a command for reissuing to send the lost part of
the plurality of fragments F3, and the client 200¢ generates
a command for reissuing to send the lost part of the plurality
of fragments F4, F5. Next, the clients 200a~200¢ send the
corresponding command to the server 100.

Correspondingly, the server 100 determines whether the
commands for reissuing to send the lost part of the plurality
of fragments F1~F5 from the clients 200a~200n are
received. Next, as shown 1n FIG. 1, the server 100 sends the
lost part of the plurality of fragments F1~F5 to the corre-
sponding client based on TCP when receirving the corre-
sponding command. In addition, in the embodiment of the
present disclosure, the server 100 sends the lost part of the
plurality of fragments to the corresponding client based on
the at least one serial number of the lost part of the plurality
of fragments. For example, based on TCP, the server 100
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sends the fragment F2 to the client 200q, and sends the
fragment F3 to the client 2005, and sends the fragments F4,
F5 to the client 200c. Correspondingly, the clients
200a~200c¢ respectively receive the lost part of the plurality
of fragments from the server 100 based on TCP.

Generally, transierring a {file based on TCP takes more
time than transierring the same file based UDP because TCP
1s a reliable transmission. However, in the present disclo-
sure, the proportion of the lost part of the plurality of
fragments 1s relatively small related to the proportion of the
non-lost part of the plurality of fragments. Therefore, the
server 100 sends most of the plurality of fragments, that 1s,
the non-lost part of the plurality of fragments, or all of the
plurality of fragments based on UDP, and receives the
command for reissuing to send the lost part of the plurality
of fragments from the clients 200a~200c¢ to send the lost part
of the plurality of fragments based on TCP. The reliability of
TCP and the advantage of fast transmission of UDP are
combined accordingly.

Please refer to FIG. 3. FIG. 3 1s a flowchart of the file
transier method according to an embodiment. As shown in
FIG. 3, the file transfer method of the present disclosure
includes the steps S310~S350 for the server and the steps
S410~5S450 for the client. In FIG. 3, the circled two steps
refer to a corresponding relationship between the two steps,
such as the step S320 and the step S410, the step S330 and
the step S420, the step S340 and the step S440, and the step
S350 and the step S450.

In the step S310, the server divides a file into a plurality
of fragments. In the step S320, the server sends a piece of
validation data of the file to at least one client based on TCP.
In the step S330, the server multicasts the plurality of
fragments to the at least one client based on UDP. In the step
S340, the server determines whether a command from the at
least one client questing for reissuing to send a lost part of
the plurality of fragments 1s recerved. In the step S350, the
server sends the lost part of the plurality of fragments to the
corresponding client based on the TCP when the command
1s recerved.

In the step S410, the client receives a piece of validation
data of a file from a server based on TCP. In the step S420,
the client receives a non-lost part of a plurality of fragments
multicasted by the server based on UDP. In the step S430,
the client generates a command for reissuing to send a lost
part of the plurality of fragments based on the validation data
and the received non-lost part of the plurality of fragments.
In the step S440, the client sends the command to the server.
In the step S450, the client receives the lost part of the
plurality of fragments sent by the server based on TCP. The
alorementioned steps are explained above and are not fur-
ther described heremafiter.

The server of the present disclosure divides a file into a
plurality of fragments and adds a corresponding serial
number to each of the plurality of fragments, and multicasts
the plurality of fragments to clients based on UDP to transier
most of the file data. The client receives the validation data
based on TCP and generates the command for reissuing to
send a lost part of the plurality of fragments to the server
based on the validation data and the received non-lost part
of the plurality of fragments after receiving the termination
message. The server sends the lost part of the plurality of

fragments to the client based on the command based on TCP.
Theretore, the reliability of TCP and the advantage of fast
transmission of UDP are combined.

The foregoing description has been presented for pur-
poses of illustration. It 1s not exhaustive and does not limit
the disclosure to the precise forms or embodiments dis-
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closed. Modifications and adaptations will be apparent to
those skilled 1n the art from consideration of the specifica-
tion and practice of the disclosed embodiments of the
disclosure. It 1s intended, therefore, that the specification and
examples be considered as exemplary only, with a true scope
and spirit of the disclosure being indicated by the following
claims and their full scope of equivalents.

What 1s claimed 1s:

1. A file transfer method applicable for a server, the
method comprising:

dividing a file mto a plurality of fragments;

sending a piece of validation data of the file to at least one

client based on Transmission Control Protocol (TCP);
multicasting the plurality of fragments to the at least one
client based on User Datagram Protocol (UDP);
determining whether a command from the at least one
client questing for reissuing to send a lost part of the
plurality of fragments 1s received; and
sending the lost part of the plurality of fragments to the
corresponding client based on TCP when the command
1s recerved.

2. The file transier method of claim 1, wherein the step of
sending the validation data of the file to at least one client
based on TCP comprises:

adding a corresponding serial number to a header of a

packet corresponding to each of the plurality of frag-
ments; and

recoding the plurality of serial numbers of the plurality of

fragments to the validation data.

3. The file transter method of claim 2, wherein the
command has at least one serial number of the lost part of
the plurality of fragments, and the step of sending the lost
part of the plurality of fragments to the corresponding client
based on TCP when the command 1s received comprises:

sending the lost part of the plurality of fragments to the

client based on the at least one serial number of the lost
part of the plurality of fragments.

4. The file transfer method of claim 3, after the step of
multicasting the plurality of fragments to the at least one
client based on UDP, further comprising;

sending a termination message to the at least one client.

5. A file transfer method applicable for a client, the
method comprising:

receiving a piece of validation data of a file from a server

based on TCP;

receiving a non-lost part of a plurality of fragments

multicasted by the server based on UDP;

generating a command for reissuing to send a lost part of

the plurality of fragments based on the validation data
and the received non-lost part of the plurality of frag-
ments;
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sending the command to the server; and

recerving the lost part of the plurality of fragments sent by

the server based on TCP.

6. The file transfer method of claim 5, wherein a serial
number corresponds to each of the plurality of fragments,
and the validation data records the plurality of serial num-
bers, and the step of receiving the non-lost part of the
plurality of fragments multicasted by the server based on
UDP further comprises:

capturing the corresponding serial number from a header

of a packet corresponding to each of the non-lost part
of the plurality of fragments.

7. The file transier method of claim 6, wherein the step of
generating the command for reissuing to send the lost part of
the plurality of fragments based on the validation data and
the received non-lost part of the plurality of fragments
COmprises:

generating the command based on the plurality of serial

numbers of the plurality of fragments 1n the validation
data and the serial numbers of the non-lost part of the
plurality of fragments;

wherein the command has at least one serial number of the

lost part of the plurality of fragments.

8. The file transter method of claim 7, before the step of
generating the command based on the validation data and
the received non-lost part of the plurality of fragments,
further comprising:

determining whether a termination message sent by the

server 1s recetved; and

generating the command based on the validation data and

the received non-lost part of the plurality of fragments
when the termination message 1s received.

9. A file transfer method, comprising:

dividing a file into a plurality of fragments 1n a server;

the server sending a piece of validation data of the file to

at least one client based on TCP;
the server multicasting the plurality of fragments to the at
least one client based on UDP for the at least one client
to recerve a non-lost part of the plurality of fragments;

generating a command for reissuing to send the lost part
of the plurality of fragments based on the validation
data and the received non-lost part of the plurality of
fragments;

the at least one client sending the command to the server;

the server determining whether the command from the at

least one client questing for reissuing to send the lost
part of the plurality of fragments 1s received; and

the server sending the lost part of the plurality of frag-

ments to the corresponding client based on TCP when
the server receives the command.
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