a2 United States Patent
Caldwell et al.

US009843544B2

US 9,843,544 B2
*Dec. 12, 2017

(10) Patent No.:
45) Date of Patent:

(54)

(71)

(72)

(73)

(%)

(21)

(22)

(65)

(63)

(1)

(52)

(58)

FORGOTTEN ATTACHMENT DETECTION

Applicant: Microsoft Technology Licensing,
LLC., Redmond, WA (US)

Nicholas Van Caldwell, Bellevue, WA
(US); David Claux, Redmond, WA
(US); Benjamin Edward Childs,
Seattle, WA (US); Saliha Azzam,
Redmond, WA (US); Fetive Karabay,
Redmond, WA (US)

Inventors:

Assignee: Microsoft Technology Licensing, LLC,

Redmond, WA (US)

Notice: Subject to any disclaimer, the term of this

patent 1s extended or adjusted under 35
U.S.C. 1534(b) by 0 days.

This patent 1s subject to a terminal dis-
claimer.

Appl. No.: 14/550,175

Filed: Nov. 21, 2014

Prior Publication Data
US 2015/0081824 Al Mar. 19, 2015
Related U.S. Application Data

Continuation of application No. 13/542,102, filed on
Jul. 5, 2012, now Pat. No. 8,903,929.

Int. CIL.
GO6F 15/16 (2006.01)
HO4L 12/58 (2006.01)
(Continued)
U.S. CL
CPC ........ HO4L 51/08 (2013.01); GO6F 17/30634

(2013.01); GO6Q 10/107 (2013.01)

Field of Classification Search
CPC .... GO6F 15/16; GO6F 2209/461; GO6F 9/547:
GO6F 19/3462; HO4L 47/10; HO4L 69/16;
HO4L, 12/58; HO4L 12/589

(Continued)
115A
110A NETWORK
SERVER
1108 \,
110C
110D |-
1158
11CE NETWORK
SERVER
110F |
110G

(56) References Cited

U.S. PATENT DOCUMENTS

HO4M 1/652

379/199
G10L 17/08

704/246

4,488,005 A * 12/1984 Frantz

ttttttttttttttttttt

5,339,385 A * 8/1994 Higgins

tttttttttttttttttt

(Continued)

FOREIGN PATENT DOCUMENTS

3/2010
11/2010
3/2001

CA
CN
EP

2318595
101877644
1087315 A2

OTHER PUBLICATIONS

“Forgotten Attachment Detector,” Published on Nov. 9, 2011,
Available  at:  http://www.oflicelabs.com/projects/forgottenat-
tachmentdetector/Pages/default.aspx, 1 page.

(Continued)

Primary Examiner — Tesfay Yohannes

(74) Attorney, Agent, or Firm — Michael Best &
Friedrich LLP

(57) ABSTRACT

A user 1s writing an email or other message. The message 1s
ispected for a predetermined word and for at least one of:
a predetermined phrase or a template match. A score is
generated 1f the predetermined phrase or the template match
1s detected. A suggestion 1s provided to a user that the
message may need an attachment 11 the predetermined word
1s detected or 1f the score 1s greater than a predetermined
score. The inspection may begin when the user begins
creating the message, indicates that the message should be
sent, or at some point 1n between. The user may provide
teedback that the suggestion 1s accepted or that the sugges-
tion 1s rejected.

18 Claims, 7 Drawing Sheets

120A

INTERNET
SERVICE

PROVIDER

------------------




US 9,843,544 B2

Page 2

(51) Imt. CL 2009/0254836 Al* 10/2009 Bajrach ................ G11B 27/105
G060 10/10 (2012.01) | 715/745

GOGF 17/30 (2006.01) 20100223097 Al 93010 Kramer of al

. . . 1 1 AIMCT C .

(58) Field of Classification Search 2011/0080853 Al  4/2011 Thubert et al.
USPC .......................... 709/2063 2243 223; 382/173 20 1/0236974 A 253 9/2011 Ogle ““““““““““““““““ B82Y 5/00
See application file for complete search history. 435/375

2012/0096036 Al  4/2012 Ebaugh et al.

(56) References Cited 2014/0012923 Al 1/2014 Caldwell et al.

| 2015/0206443 Al*  7/2015 Aylesworth ............. GO9B 5/00
U.S. PATENT DOCUMENTS 434739

6,073,133 A 6/2000 Chrabaszcz
6418434 B1* 7/2002 Johnson ............ GO6F 17/30675
6,970,908 B1  11/2005 Larky et al.
7,016,937 Bl 3/2006 Malik
7,574,349 B2 8/2009 Perronnin
8,286,085 B1* 10/2012 Denise ................. G06Q 10/107
707/705
8,676,273 Bl 3/2014 Fujisaki
2002/0138579 Al 9/2002 Goldberg
2003/0028647 Al 2/2003 GQGrosu
2004/0093383 Al 5/2004 Huang et al.
2004/0177271 Al1*  9/2004 Armold ................. G06Q 10/107
713/154
2006/0123090 Al 6/2006 Youngs
2006/0291404 A1  12/2006 Thubert et al.
2007/0100946 Al 5/2007 Karis, Jr.
2007/0100947 Al 5/2007 Chen et al.
2007/0233459 Al 10/2007 Perronnin
2007/0244975 Al  10/2007 Dillon et al.
2007/0261099 Al  11/2007 Broussard et al.
2007/0299924 Al  12/2007 Tremblay
2008/0244750 A1  10/2008 Romero
2008/0250112 A1 10/2008 Chen et al.
2008/0256101 A1 10/2008 Kochan et al.
2009/0019119 Al 1/2009 Schefller
2009/0228583 Al* 9/2009 Pocklington ............ HO4L. 51/00
709/224

OTHER PUBLICATTONS

International Search Report dated Oct. 8, 2013 in International

Applciation No. PCT/US2013/049393.

Kewisch et al., “Attachment Reminder 0.3.10.” Published on: Nov.
11, 2011, Available at: hittps://addons.mozilla.org/en-US/
thunderbird/addon/attachment-reminder/?src=ss, 9 pages.

Knichel, Mark, “Gmail Labs Graduation and Retirement,” Feb. 25,
2010, Official Gmail Blog, Available at: http://gmailblog.blogspot.
com/2010/02/gmail-labs-graduation-and-retirement. html#!/2010/
02/gmail-labs-graduation-and-retirement.html, 4 pages.

U.S. Notice of Allowance dated Mar. 28, 2014 1n U.S. Appl. No.
13/542,102.

U.S. Notice of Allowance dated Jul. 30, 2014 in U.S. Appl. No.
13/542,102.

The Chinese Oflice Action dated Oct. 19, 2016 for Chinese patent
application No. 201380035862.1, a counterpart foreign application
of U.S. Appl. No. 14/550,175, 13 pages.

The Chinese Office Action dated Apr. 5, 2017 for Chinese Patent

Application No. 201380035862.1, a counterpart foreign application
of U.S. Pat. No. 8,903,929.

* cited by examiner



US 9,843,544 B2

dSiH
™~
= a0zt
y—
2
= |
© . HEE o feeeeemeoesesosseces [
~ :
y— '
0 |
-
R (dS1)
M A40INOEd
m JOINHAES
LANSHFLN]

VOcl

U.S. Patent

L 'Ol

HANHES
NHOMLIN

oy
iy
b
[ ]
lllll
all
e I
b ™

- -
» -
-
™
-
b I ™
"
lllll
-
e
-
b ™
™ -
- -

HIAHAS
AHOMLEN

Vait

I
-
<
F

O
S
-
—

Ll
-
-
-

LL]
-
-
-



U.S. Patent Dec. 12,2017 Sheet 2 of 7 US 9,843,544 B2

110 115

205 OPERATING 230 OPERATING
SYSTEM SYSTEM

540 DOCUMENT a5 MESSAGE
PROCESSING HANDLING
PROGRAM PROGRAM

215

ATTACHMENT 240 ATTACHMENT
DETECTOR
MODULE

DETECTOR
MODULE

215A DETECTION 240A DETECTION

RULES RULES
DATABASE DATABASE

220 OTHER 245 OTHER
PROGRAMS PROGRAMS

FIG. 2A FIG. 2B




U.S. Patent Dec. 12,2017 Sheet 3 of 7 US 9,843,544 B2

USER IS WRITING AN 305
EMAIL MESSAGE —

310

TEXT

ANALYTICS

PROCESSING 319 L AYER
320

L AYER
SENTENCE 315A
SEPARATOR
TOKENIZER 3158

REGULAR 290A
EXPRESSIONS

o TATISTICAL
NATURAL

L ANGUAGE
PROCESSING

UNIQUE
BODY
IDENTIFIER

OTHER 313D
FILTERS

SUGGEST ATTACHMENT 323

TEMPLATE 320C
MATCHING

SUGGESTION
ACCEPTED

395 MESSAGE IS SENT

(o > FIG. 3




U.S. Patent

400

N

424

426

Dec. 12, 2017

DOCUMENT \\YES
ATTACHED ?

NO

INSPECT SUBJECT LINE

414

ATTACHMENT \YES
SUGGESTED ?

NO

ANALYZE CURRENT TEXT

IDENTIFY CURRENT TEX
IN MESSAGE THREAD

FIG. 4A

Sheet 4 of 7

USER COMPOSES EMAIL fr— 402

412

US 9,843,544 B2



U.S. Patent Dec. 12,2017 Sheet 5 of 7 US 9,843,544 B2

428

ATTACHMENT \ NO

SUGGESTED
?

YES

418

USER

RESPONSE
?

420 YES (1)

UPDATE DATABASE

YES (2)

TO 402 ATTACH DOCUMENT

NO

408~ UPDATE DATABASE

410 SEND MESSAGE

FIG. 4B



U.S. Patent Dec. 12,2017 Sheet 6 of 7 US 9,843,544 B2

START
500
r—-
509 TOKENIZE THE TEXT

504 IDENTIFY SENTENCE SEGMENTS

508 DISCARD SHORT SENTENCES
=08 DISCARD NON-KEYWORD SENTENCES

ANALYZE REMAINING ANALYZE
SENTENCES USING SENTENCES USING

REGULAR STATISTICAL
EXPRESSIONS METHODS

ANALYZE
SENTENCES USING
TEMPLATES

408
YES /CONFIDENCE\\NO

SCORE>N?

DISPLAY SUGGESTION UPDATE DATABASE
1O USER
SEND
MESSAGE
UPDATE DATABASE
410
408, END
420

FIG. 5



9 Ol

US 9,843,544 B2

029 S3TNAON

570 0NV SAVY9049d
& (SIININOJWNOD
S TOVAMOOVH
- 93HLO 30IA3A IOVHOLS SSYIN
5
™~
= 819 m_ﬂ_ﬂ
= HITIOHLINOD SV IMT LN
~ O/l MHOMLIN
P
=

»

FARS 0%
(S)3DIN3A (S)3DIAIQ

AV 1dSid LMNdNI
H4SN =R

U.S. Patent

019

AHOWIN

09
NdO

009



US 9,843,544 B2

1
FORGOTTEN ATTACHMENT DETECTION

CROSS-REFERENCE TO RELATED
APPLICATION

This application 1s a continuation of U.S. patent applica-
tion Ser. No. 13/542,102, filed Jul. 5, 2012, titled “Forgotten
Attachment Detection”, now U.S. Pat. No. 8,903,929, 1ssued
Dec. 2, 2014, the entire disclosure and contents of which are
hereby incorporated by reference herein. 10

BACKGROUND

E-Mail has become a common mode of communication in
both personal and business settings. In many cases, a user 15
intends to attach something to an email, such as a text
document, a picture, a movie, a sound clip, a presentation,

a scan, etc. Unifortunately, the user may be 1n such a hurry,
or may be so distracted, or may be concentrating so much on
the message, that the user forgets the attachment and just 20
clicks “Send”. Sometimes the user immediately notices the
error and resends the email with the attachment. Other times
the user gets a notice from one or more of the recipients that
there was no attachment and the user then re-sends the email
with the attachment. This double-transmission of the origi- 25
nal message, one without the attachment, and one with the
attachment, and the notices from recipients that there was no
attachment, waste the time of the user and the recipients, and
waste bandwidth on the communications media used to send
the email. 30

SUMMARY

When a user begins creating a message, indicates that the
message should be sent, or at some point 1n between, the 35
message, such as but not limited to an email message, 1s
examined to determine whether the message should likely
include an attachment, such as a word processing document,

a spreadsheet, a photograph, a scan, a music file, a video file,
ctc. If the message already has an attachment then the 40
message can be sent without further inspection. It the
message does not have an attachment then a subject line of
the message and/or a body of the message 1s examined to
determine the likelihood that the message should have an
attachment. 45

If the subject line has at least one predetermined keyword
then a suggestion 1s presented to the user that the message
may need an attachment. I1 the user replies 1n the aflirmative
then the message 1s not sent and the user 1s allowed to add
an attachment and/or to edit the message. I the user replies 50
in the negative then the message i1s sent as originally
composed by the user. The message may also be sent even
if the user does not respond to the suggestion. The message
may also be sent without user response 1f suggestions have
been previously sent to the user. 55

If the subject line does not have any predetermined
keywords, then the body of the message 1s examined by
parsing the message to 1dentily at least one sentence within
the message. Each sentence 1s then examined for at least one
predetermined word, at least one statistically significant 60
phrase, or at least one template match. Based upon this
examination, a score 1s generated that indicates the likel:-
hood that the message should have an attachment.

If the score 1s greater than some predetermined value, then
a suggestion 1s presented to the user that the message may 65
need an attachment. If the user replies in the athirmative then
the message 1s not sent and the user 1s allowed to add an

2

attachment and/or to edit the message. If the user replies 1n
the negative then the message 1s sent as originally composed
by the user.

A database containing a list of predetermined keywords,
predetermined phrases, and templates may be utilized to
identily words in a message indicating that that a message
should have an attachment. The database may be updated to
add, remove, modily, or change the score of, keywords,
phrases, and templates each time a message 1s sent.

The subject matter described herein may be implemented
as a computer-controlled apparatus, a computer process, a
computing system, or as an article of manufacture such as a
computer-readable storage medium. These and various other
teatures will be apparent from a reading of the following
Detailed Description and a review of the associated drawing.

This Summary 1s a brief and/or simplified introduction to
some of the concepts that are described below 1in the
Detailed Description. This Summary 1s not intended to
identify key features or essential features of the claimed
subject matter, nor 1s i1t intended that this Summary be used
to limit the scope of the claimed subject matter. Further-
more, the claimed subject matter 1s not limited to 1mple-

mentations that solve any or all disadvantages noted 1n any
part of this disclosure.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 1llustrates an exemplary environment wherein a
plurality of communication devices 1s connected via one or
more of anetwork server, an Internet Service Provider (ISP),
and a communications medium.

FIG. 2A illustrates an exemplary configuration of a sub-
scriber communications device.

FIG. 2B 1illustrates an exemplary configuration of a net-
work server or an ISP.

FIG. 3 illustrates an exemplary, brief, high-level flowchart
illustrating a typical sequence of events for forgotten attach-
ment detection.

FIGS. 4A-4B are a flowchart showing an exemplary
procedure 1illustrating the operation of an attachment detec-
tion module.

FIG. 5 illustrates an exemplary procedure for analyzing
the text ol a message to determine whether it 1s likely that
the message should have an attachment thereto.

FIG. 6 1llustrates exemplary computer architecture for
devices capable of performing as described herein.

DETAILED DESCRIPTION

The following detailed description 1s directed to concepts
and technologies for identification of messages or other
documents that should have an attachment thereto. While the
subject matter described herein 1s presented 1n the general
context of program modules that execute 1n conjunction with
the execution of an operating system and application pro-
grams on a computer system, those skilled in the art will
recognize that other implementations may be performed in
combination with other types of program modules. Gener-
ally, program modules include routines, programs, compo-
nents, data structures, and other types of structures that
perform particular tasks or implement particular abstract
data types. Moreover, those skilled 1n the art will appreciate
that the subject matter described herein may be practiced
with other computer system configurations, including hand-
held devices, multiprocessor systems, microprocessor-based
or programmable consumer electronics, minicomputers,
mainframe computers, and the like.
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In the following detailed description, references are made
to the accompanying drawings that form a part hereof, and
in which are shown by way of illustration specific embodi-
ments or examples. Referring now to the drawing, 1n which
like numerals represent like elements throughout the several
figures, aspects of a computing system, computer-readable
storage medium, and computer-implemented methodology
for forgotten attachment detection will be presented.

FIG. 1 1illustrates an exemplary environment 10 wherein
a plurality of subscriber communication devices 110A-110H
1s connected via one or more of a network mail server 115A,
1158, an Internet Service Provider (ISP) 120A, 1208, and a
communications medium 125. One example of a network
mail server 1s a server running the Microsoft Exchange
Server® program. A subscriber communication device 110
may be, for example, a personal computer, a smartphone, a
business computer, a tablet, or another type of computing
device that executes one or more programs. A network
server 115, or an ISP 120, 1s also a type of computing device.
The communications medium 125 may be, for example, a
local area network, a wide area network, the Internet, a
WI-FI® connection, or some other communications medium
which 1s capable of transferring data, including email mes-
sages and attachments, from one point to another.

Two subscriber devices 110 may communicate with each
in a variety of ways, depending upon the environment in
which each i1s operating. For example, they (e.g., 110A,
110B) may communicate via network mail server 115A 1t
both are connected thereto, they (e.g., 110C, 110D) may
communicate via an ISP 120A 1f both are connected thereto,
they (e.g., 110E, 110G) may communicate via an network
mail server 115B and an ISP 120B, and they (e.g., 110A,
110E) may communicate via the communications medium
125, typically via a network mail servers 115 and ISPs 120.
There are four methods (or protocols) typically used for
handling messages: “Exchange-enabled” (Microsoit
Exchange Server® program), IMAP (Internet Message
Access Protocol), POP (Post Office Protocol), and WebMaul.
Although there are significant differences in these protocols,
the primary difference between these protocols, for the
purposes ol forgotten attachment detection, 1s how an email
message 1s created. In an Exchange-enabled or POP system,
there 1s an email client program on the user’s computer
whereby the user can create an email message, even i1f
ofl-line. In IMAP and WebMail systems, however, the
program whereby the user can create the message 1s on the
server, so the user 1s connected to the mail server 115,
generally by using a web browser program, in order to create
an email message. These communication methods are
merely exemplary, and are not limiting.

FIG. 2A 1llustrates an exemplary configuration of a sub-
scriber communications device 110, such as subscriber
communications device 110A. The device 110 has one or
more programs or modules stored on 1t, such as an operating,
system 203, a document processing program 210 whereby a
user can create a message, such as but not limited to an email
program or an Internet browser program, such as where the
network server 115 1s an IMAP or webmail server, an
attachment detection module 215 for performing the opera-
tions described herein, including, and/or including access to,
a detection rules database 215A, and one or more other
programs 220 such as but not limited to an Internet browser,
a virus/malware detection and prevention program, a word
processing program or a spreadsheet program, such as might
be used to create an attachment, etc.

FIG. 2B illustrates an exemplary configuration of a net-
work server 115. An ISP 120 might also utilize the configu-
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ration shown 1n FIG. 2. In one embodiment, the server 115
has one or more programs on 1t, such as an operating system
230, a message handling program 235 such as an email
server, a program whereby a user can create a message, or
other message-creation and/or handling host program, an
attachment detection module 240 for performing the opera-
tions described herein, including, and/or including access to,
a detection rules database 240A, and one or more other
programs 245 such as but not limited to network security,
server duty allocations, etc.

Referring brietly back to FIG. 1, also shown therein 1s a
central data gathering system 130. Preferably, but not nec-
essarily, the devices 110, 115, 120 which are runnming the
attachment detection modules 215, 240 send information to
the system 130 regarding user responses to suggestions that
an attachment may be indicated, and regarding text that has
been used when an attachment i1s already present 1n the
message. This provides for updating and fine-tuning of the
detection databases and rules described herein. Connection
between the system 130 and the devices may be, by way of
example and not of limitation, by the Internet or any other
convenient communications media.

FIG. 3 illustrates an exemplary, briet, high-level tlowchart
illustrating a typical sequence of events 300 for forgotten
attachment detection. Several embodiments are shown. In
one embodiment, a user 1s writing 305 a message, such as,
but not limited to, an email, and the user clicks “SEND”” 310.
The message may then be analyzed using a text processing
layer 315, an analytics layer 320, or both. These two layers
are shown 1n parallel but, 1n an alternative embodiment, may
be 1 series, with either one being first. In still another
alternative embodiment, only one of these layers 1s used.

The text processing layer 315, which may have several
modules, prepares the message for analysis and performs
some limited initial analysis, for example: a sentence sepa-
rator 315A, a “tokenizer” 315B, a “unique body” 1dentifier
315C, and possibly other filtering or analysis routines 315D.

The analytics layer 320 analyzes the message using either
a “regular expressions” analysis 320A, a statistical natural
language processing analysis 320B, a template matching
analysis 320C, any two of these, or all of these.

I text processing layer 315, the analytics layer 320, or
both indicates that an email should have an attachment
thereto, but does not, a suggestion to add an attachment 1s
provided 325 to the user. It the feedback 330 from the user
1s that the suggestion 1s accepted, then the user 1s returned
to the email process so that the user can attach a desired
attachment to the e-mail message. If the feedback 330 from
the user 1s that the suggestion to add an attachment 1s
rejected, then the message 1s sent 335 as originally com-
posed by the user.

In one alternative embodiment, indicated by the dashed
line from operation 305 to operations 315 and 320, which
bypasses operation 310, the text processing layver 315 and/or
the analytics layer 320 begins when the user indicates a
desire to create a new message, when the user indicates a
desire to reply to a message, when the user begins writing
305 the message, when the user has written a predetermined
number ol characters, paragraphs, or lines, when the user
first saves the message, and/or when the user opens a saved
drait of the message, etc. The text processing layer 315
and/or the analytics layer 320 might also begin when the
user attaches a document to the message, and that informa-
tion can be used to update and/or fine-tune the detection
rules database.

If etther layer 315 or layer 320, or both, indicates that an
email should have an attachment thereto, but does not, a
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suggestion to add an attachment 1s provided 325 to the user.
This suggestion could be a suggestion that requires a
response 330 from the user, as previously mentioned. In an
alternative embodiment, however, the suggestion 325 could
simply be via an informational message to the user, such as,
but not limited to, a pop-up box which the user could just
close or leave open as a reminder, or a pop-up box which
would fade away after a minute or two. Similarly, with
respect to FIGS. 4A and 4B, the analyses could begin at 406
or even 412 and the suggestion 416 and user response 418
would be treated as 1n 325 and 330. This alternative embodi-
ment 1s also indicated by the dashed lines in FIGS. 4A and
4B. Similarly, with respect to FIG. 5, the analyses could
begin at 502 or even 504, 506, 508, 510, 511 or 512, and the
suggestion 416 would be treated as i 325 and 330.

If the user does 1ndicate “Send” in response 330 to the
suggestion 325, then, as the user has previously been pro-
vided with suggestions that an attachment may be indicated,
the message may simply be sent without further notice to the
user. Alternatively, even 11 the user has already been pro-
vided with suggestions that an attachment may be indicated,
il the analyses still indicate that there should be an attach-
ment when the user presses “Send”, then any pop-up box
could be brought to the forefront, or the suggestion could be
sent again to the user, with or without requiring a response
from the user.

In one embodiment, the message 1s held until the user
provides feedback 330 as to whether the suggestion for an
attachment 1s accepted or rejected. In an alternative embodi-
ment, if the user does not respond to the suggestion that there
should be an attachment within a predetermined amount of
time, then the message may be sent, even without user
teedback, as indicated by the dashed line from operation 3235
to operation 335 which bypasses operation 330.

FIGS. 4A-4B are a flowchart of an exemplary procedure
400 1llustrating the operation of an attachment detection
module. The operations of the procedure 400 and the other
procedures disclosed herein are not necessarily presented in
any particular order and that performance of some or all of
the operations 1n an alternative order(s) 1s possible and 1s
contemplated. The operations have been presented in the
demonstrated order for ease of description and illustration.
Operations may be added, omitted, performed simultane-
ously, or performed 1n another order without departing from
the scope of the appended claims.

Also, the illustrated procedure can be ended at any time
and need not be performed 1n its enfirety. Some or all
operations of the procedure, and/or substantially equivalent
operations, can be performed by execution of computer-
readable 1nstructions included on a computer-storage media,
as defined herein. The term “computer-readable 1nstruc-
tions,” and variants thereof, as used in the description and
claims, 1s used expansively herein to include routines,
applications, application modules, program modules, pro-
grams, components, data structures, algorithms, and the like.
Computer-readable instructions can be implemented on vari-
ous system configurations, including single-processor or
multiprocessor systems, minicomputers, mainframe com-
puters, personal computers, hand-held computing devices,
microprocessor-based, programmable consumer electronics,
combinations thereot, and the like.

Thus, the logical operations described herein are imple-
mented (1) as a sequence of computer implemented acts or
program modules running on a computing system and/or (2)
as mterconnected machine logic circuits or circuit modules
within the computing system. The implementation 1s a
matter of choice dependent on the performance and other
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6

requirements of the computing system. Accordingly, the
logical operations described herein are referred to variously
as states, operations, structural devices, acts, or modules.
These operations, structural devices, acts, and modules may
be implemented 1n software, 1n firmware, 1n special purpose
digital logic, and any combination thereof.

The attachment detection module 215, 240 may be 1n the
communications device 110, may be 1n the network server
115, may be 1n the ISP 120, or any combination thereof. For
example, the device 110 may have the module 215 1n 1t.
Alternatively, 1 multiple devices 110 are connected to a
network server 115, such as 1n a company, then 1t may be
desirable to only have the attachment detection module 240
on the server 115, in addition to, or instead of, being on the
devices 110. Similarly, 1t may be desirable for an ISP 120 to
have the attachment detection module 240 to reduce the
traflic and use of ISP resources caused by a first email
message that failed to include an indicated attachment, one
or more reply emails indicating that there was no attach-
ment, and a further email including the attachment. For
brevity of discussion, the operation of attachment detection
module 215 will be discussed, 1t being understood that
attachment detection module 240 performs the same func-
tion. The attachment detection modules 215, 240 are pret-
erably modules or plug-ins within another program, such as
an email program 210, 235, but the attachment detection
could also be implemented as a separate program.

The procedure 400 begins at operation 402, where a user
1s composing a document, such as but not limited to an
¢-mail message, using a document processing program 210,
or using a web browser program which 1s in communication
with the message handling program 2335 in the network
server or ISP. Once the user 1s finished, the user will indicate
that the user wishes the document to be sent, such as by
clicking on a button such as, but not limited to, a “SEND”
button, clicking on a “SEND” command on a drop-down
menu, touching a “SEND” 1con on a touchscreen, or some
other action. It will be noted that, in some cases, a user may
inadvertently signal a “SEND” 1nstruction by accidentally
clicking on, selecting, or touching a “SEND” button, com-
mand, or i1con, such as when the user really meant to
“SAVE” the drait of the message.

At operation 404, the “SEND” instruction signal 1is
detected by the document processing program 210, or by the
attachment detection module 215. In response thereto, the
attachment detection module 215 examines the document to
determine whether something 1s already attached to the
document at operation 406. For example, 11 the document 1s
an email, then a picture, video, sound clip, text document,
spreadsheet document, clip art, “v-Card”, etc., may be
attached. In alternative embodiment, as indicated by the
dashed line between operations 402 and 406 which bypasses
operation 404, and as previously discussed, a “SEND”
instruction 1s not required for the document processing
program 210 to begin analysis 406. For convenience of
discussion below, such as to distinguish a document pro-
duced by the document processing program 210 or the
message handling program 235 from a document which may
be attached thereto, the document produced by a document
processing program 210 or message handling program 2335
will be referred to as a “message” and any attached docu-
ment, such as might be produced by a word processing,
spreadsheet, or other program 220, will be referred to as a
“document”.

If there 1s a document attached to the message then the
attachment detection module 215 will preferably, but not
necessarily, update 1ts detection rules database at operation
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408, and will allow the message and attached document to
be sent, as originally composed by the user, at operation 410,
or will allow the message and attached document to be
passed on to another program, such as a spellchecker pro-
gram, metadata removal program, or virus inspection pro-
gram, for further processing before being sent.

If desired, even when there 1s already an attachment, the
detection rules database may be updated by running the
analyses operations 412, 424, and/or 426 that are described
below. This provides additional assurance that the current
detection rules database 1s satistactory, and/or fine-tunes the
database to identily where an attachment may be desired
even when the current detection rules database might not
have suggested that there should be an attachment.

If a document 1s not attached to the message then the
attachment detection module 215 will examine the “Subject”
line (sometimes called a *“title”) of the message at operation
412 to determine whether there should be an attached
document. This may be accomplished by searching the
subject line for the presence of one or more keywords. Some
examples of keywords are, but are not limited to, attach,
attached, enclose, enclosed, enclosure, appended, appendix,
document, presentation, article, graph, etc. Other keywords
might also be utilized.

If, at operation 414, 1t 1s determined that the subject line
indicates that there should be an attachment, then the module
215 displays a dialog box or other type of user interface
clement to the user at operation 416, whereby the user 1s
asked whether there should be an attachment to the message
that 1s being composed. The dialog box may be, for example,
“Should there be an attachment?”, or “The message suggests
that an attachment should be included.”, or other such
dialog. The dialog box may have buttons, 1cons, a pull-down
menu or other type of user interface element, which allow
the user to respond, such as “Yes, there 1s an attachment.”,
“Yes, I would like to add an attachment.”, “No, there 1s no
attachment.”, “Send anyway.”, “No, and don’t ask again.”,
etc.

If the user response at operation 418 1s negative (for
example, no attachment, send anyway, don’t ask again) then
the module 215 will preferably, but not necessarily, update
its detection rules database at operation 408, and will allow
the message to be sent, as originally composed by the user,
or will allow the message to be passed on to another
program, such as a spellchecker program, metadata removal
program, or virus ispection program, for further processing,
before being sent. This occurs at operation 410.

If the user response at operation 418 1s positive (e.g., the
user wants to attach something to the message), then the
module 215 will preferably, but not necessarily, update its
detection rules database at operation 420, and return the user
to the document preparation program 210 where the user can
attach a document, edit the message, etc.

At operation 418, the module 215 may also present a
dialog box or other type of user imterface element which,
rather than returning the user to the document preparation
program 210, allows the user to directly select the document
to be attached at operation 422. Once a document 1s attached
then the module 215 will preferably, but not necessarily,
update 1ts detection rules database at operation 408, and will
allow the message and attached document to be sent, or will
allow the message and attached document to be passed on to
another program, such as a spellchecker program, metadata
removal program, or virus mspection program, for further
processing before being sent.
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In an alternative embodiment, as previously discussed, a
user response 418 1s not required, as indicated by the dashed
line between operations 416 and 408, and as previously
discussed above.

If, at decision operation 414, the subject line did not
indicate that a document should be attached, then the module
215 will begin a more detailed analysis of the message. It
will be appreciated that a message, especially an email
message, may not be an independently-created and totally
new message, but may contain text from one or more
previous email messages therein. For example, the message
being created by the user may be the latest message 1n a
thread of messages. An earlier message 1n the thread may
refer to an attachment, and the user may want to “REPLY”

or “REPLY TO ALL” to acknowledge receipt of the mes-

sage, to ofler comments about the content of the earlier
message or about the attachment to the earlier message, to
indicate that an earlier message did not have an indicated
attachment, etc., but may not want to attach anything to the
reply message.

Therelore, preferably, but not necessarily, the module 215
inspects 424 the message to identify and distinguish (unique
body identifier 315C in FIG. 3) the unique body in the
message; that 1s, to 1dentity and distinguish the current text
from older text in the message thread. This can be done by,
for example, and not by way of limitation, searching the text
in the message for such words as “Subject”, “From”, “To”,
“Sent”, “Subject: RE:”, “Subject: FWD:”, etc. In one type of
email message program, the new text 1s added above the
previous text in the thread, so that one reads the thread
chronologically from bottom to top, but one reads individual
messages within the thread from top to bottom. In this case,
such words typically indicate that the text below (following)
those words 1s Irom a previous message and, 1n that case, the
text after such a word or words 1s not considered.

In another type of email message program, the new text
1s added below the previous text in the thread, so that one
reads the entire thread from top to bottom. In this case, such
words typically indicate that the text above (preceding) the
lowest “TO” or “FROM” or “SUBJECT” line 1s from a
previous message and, 1n that case, such text 1s not consid-
ered. Alternatively, the document processing program 210
may 1nsert a unique character or code into the message when
the user clicks “REPLY” or “REPLY TO ALL” and the
module 215, upon detecting that character or code, would
know that the text above (or below) that character 1s the new
text.

Once the current text portion of the message has been
identified then the module 215 analyzes this portion at
operation 426 to determine whether an attachment 1s sug-
gested. This determination 1s discussed 1n detail below with
respect to FIG. 5. If the analysis performed at operation 426
indicates 428 that an attachment 1s suggested then, as
discussed above, the module 215 displays a dialog box or
other type of user interface element to the user at operation
416, whereby the user 1s asked whether there should be an
attachment to the e-mail message.

If the analysis performed at operation 426 does not
indicate 428 that an attachment i1s suggested, then the
module 215 will preferably, but not necessarily, update its
detection rules database at operation 408, and will allow the
message, as originally composed by the user, to be sent at
operation 410, or will allow the message to be passed on to
another program, such as a spellchecker program, metadata
removal program, or virus mspection program, for further
processing before being sent.
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Other filters (component 315D of FIG. 3) may also be also
be present and rely on other rules, keywords, and/or phrases
to overrule an indication from a different filter which has
determined that an attachment should be included. For
example, the phrase “attached garage” uses the keyword
“attached” and would indicate that an attachment should be
included. The negative filter “attached garage” would, how-
ever, overrule that indication. Other such negative filter
phrases include, for example, “attached to my house”,
“attached fence”, “enclosed yard”, “enclosed garden”, efc.

FIG. 5 illustrates an exemplary procedure 500 for ana-
lyzing the current text 1n a message to determine whether 1t
1s likely that the message should have an attachment thereto.
The procedure 500 begins at operation 502, where the text
1s “tokenized” by i1dentifying each part of the text as being
either a word or punctuation. The punctuation characters are
then analyzed at operation 504 to 1dentily sentence segments
by locating sentence separators. For example, a period (*.”)
1s often used as a sentence separator. A period, however, also
could be the decimal point 1n a number, part of an email
address, or part of a website URL. If a period 1s being used
as a sentence separator, however, it will typically be fol-
lowed by one or more spaces, or by a paragraph mark
(sometimes formerly known as a “carriage return™). Some
users do not use periods, or do not consistently use periods,
to indicate the end of a sentence and so a paragraph mark can
also be used to i1dentily the end of a sentence, especially
when there are two or more paragraph marks with no
intervening characters, or only one or more intervening
space characters between the paragraph marks.

Once the words have been separated 1nto sentences, then
short sentences are preferably “discarded” at operation 506,
1.€., they are not further analyzed. For example, “Hi1 Bob.”
and “Thanks!” would be discarded. Also, sentences that do
not contain one or more keywords may be discarded at
operation 308, at least with respect to regular expression
analysis 510 of FIG. 5. Some examples of keywords are, but
are not limited to, attach, attached, enclose, enclosed, enclo-
sure, appended, appendix, document, presentation, article,
graph, etc. For example, “We are writing to inquire as to the
status of our order of May 1, 2012.” And “As you may know,
the price of fuel directly afiects shipping costs.” would be
discarded. The remaining sentences are then candidates for
turther analysis. The further analysis preferably, but not
necessarily, has two components, which may be conducted
in parallel, 1n series 1n erther order, or only using either of the
components.

One component of the further analysis 1s a “regular
expression” analysis (operation 320A of FIG. 3) which
generates at operation 510 a “confidence” score. The con-
fidence score 1s a rating which indicates how likely it 1s that
the sentence indicates that an attachment should be included.
The confidence score may be any desirable and convenient
scale, such as from 1 (extremely unlikely) to 5 (extremely
likely), or A to E, etc. Other scales, e.g., 1 to 10, or 1 to 100,
may also be used.

The “regular expression” analysis 1s a rule-based analysis
and, preferably but not necessarily, looks for expressions
that only generate a high degree of confidence. For example,
“The attached file . . . 7, “Attached 1s . . . 7, “Attached are”,
“A copy 1s attached.”, “Copies are attached.”, “The enclosed
document . . . 7, etc.

Another component of the further analysis 1s a statistical
analysis (operation 320B of FIG. 3) at operation 511, which
also generates a “confidence” score. For example, the root
term ““attach” or “enclos” 1s within one, two or even N words
of the word “file” or the word “document”, such as 1n “As
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you will note from the file which I am attaching . . . 7. As
another example, “As can be seen from our advisory notice,
your order of May 1, 2012 has been shipped.” In the second
example, neither “attach” nor “enclose”, nor even “docu-
ment” 1s used, so the “regular expression” analysis would
not indicate that an attachment 1s likely, but the statistical
analysis would indicate that an attachment 1s likely based on
the phrase “As can be seen”. It may also be preferable for
operation 511 to be performed on the non-keyword sen-
tences which were discarded at operation 508.

The statistical analysis can be based upon monitoring the
teedback from a particular user, monitoring the feedback
from multiple users, by, for example, system 130 of FIG. 1,
or a combination of both. For example, if the statistical
analysis finds a particular phrase and determines that 1t 1s
likely that there should be an attachment and asks the user
about the attachment, but the user consistently (or at least
most of the time) replies and indicates that there 1s no
attachment, then the confidence level when that phrase
appears will be decreased and/or that phrase may be
removed from the statistical analysis, at least for that user.
Note that a phrase may have a high confidence that there
should be an attachment for most users but, based upon the
teedback from a particular user, may indicate low confi-
dence of an attachment with respect to that particular user.
It will be appreciated that some text strings may satisiy both
the regular expression analysis and the statistical analysis.

In addition, a user may, if desired, add words or phrases
that the user normally uses when an attachment 1s indicated.
For example, the user may often use “paper”, or “evidence”,
or some shorthand term instead of “attachment™ or “enclo-
sure”. Preferably, but not necessarily, this information would
be used to update the statistical analysis for other users.

Another component of the further analysis 1s a template
matching analysis (operation 320C of FIG. 3) at operation
512, which can also generate a “confidence” score. Template
matching 1s stmilar to, but not 1dentical to, phrase checking.
An example of a template 15 “please <word #1> the attached
<word #2>", where <word #1> would be a verb 1f 1t 1s to
match the template, and <word #2> would be a noun 11 1t 1s
to match the template. Preferably, but not necessarily, the
database would contain a list of acceptable verbs and
acceptable nouns for this template. Other templates might
use different verbs and nouns. Thus, for example, 11 the text
in the message was “please review the attached document”,
then “review”, being a verb, would meet the <word #1>
requirement and “document”, being a noun, would meet the
<word #2> requirement. This would therefore indicate con-
fidence that the user intended the message to have an
attachment. In contrast, however, 1f the text in the message
was, for example, “please 1gnore the attached dilapidated
garage’”, then “ignore” would be a verb, but preferably not
a verb on the verb list in the database, and *“dilapidated” 1s
an adjective, not a noun, so this would indicate that this
phrase does not indicate that the user intended the message
to have an attachment. Other templates, verb listings, and
noun listings are possible and contemplated. Templates are
preferably, but not necessarily, updated based upon user
response to the suggestion that the message should have an
attachment.

A response from a user (e.g., “Yes, I want to add an
attachment” or “No, I do not want to add an attachment™) at
operation 418 to a displayed question at operation 416 (e.g.,
“Is there an attachment for this message?”) 1s preferably, but
not necessarily, sent by the module 215 to the central data
gathering system 130 of FIG. 1 which views the responses
of multiple users to update and fine-tune both the regular



US 9,843,544 B2

11

expressions database and the statistical analysis database.
These updated databases can then be sent to the devices
running the module 215, 240.

At operation 514, a determination 1s made as to whether
the confidence score from either the regular expression
analysis or the statistical analysis 1s above a threshold value.
For example, above “4” on a scale of 1 to 5 provides
confldence that there should be an attachment. The threshold
value 1s not critical, and need not be an integer value, but 1t
will be appreciated that as the threshold value increases the
likelithood of a false attachment suggestion will decrease,
but the likelithood will increase that an email needing an
attachment will be sent without an attachment. Conversely,
it will be appreciated that as the threshold value decreases
the likelihood of a false attachment suggestion will increase,
but the likelihood will decrease that an email needing an
attachment will be sent without an attachment.

If at operation 514, the confidence score of either, or both,
analysis 1s above the threshold then a dialog box or other
type ol user interface element 1s displayed at operation 416
to the user asking whether there should be an attachment and
the database i1s preferably, but not necessarily, updated at
operation 408 or 420, depending upon the response of the
user. If at operation 514 the confidence score of both
analyses 1s below the threshold then the database 1s prefer-
ably, but not necessarily, updated at operation 408 and then
the message 1s sent, as originally composed by the user, at
operation 410.

It may happen that the document processing program 210
1s on the computer device 110, but the attachment detection
module 1s running on server 115 or ISP 120. In this envi-
ronment the device 115, 120, upon detecting that an attach-
ment 1s suggested, will hold the message until a response 1s
received from the user and, 11 the user indicates that the user
wishes to attach a document to the message, the device 115,
120 will move, or cause to be moved, the message from the
user’'s “OUT” folder or “SENT” {folder to the user’s
“DRAFT” folder for further processing by the user.

Although the operations, modules, and components men-
tioned herein have made reference to an email program, they
are not limited to such use. They may be used, with little or
no modification, on any communication that might be con-
figured to include an attachment. One type of such commu-
nication 1s, for example, an SMS (Short Message System)
message 1 an SMS system which allows attachments.
Another example 1s where a user may be providing personal
or order information on a web page of a company, and the
web page allows, but does not require, the user to attach a
document. Then, when the user clicks on, for example, a
“Submit” button, the completed web page and any specified
attachment 1s saved and/or sent to a specified electronic
address within the company. The operations, modules, and
components mentioned herein may be used to look for
keywords and/or phrases in the text fields completed by the
user i order to determine whether the user may have
forgotten to include an attachment.

Also, although the discussion herein referred to user input
in the form of clicking a button, or pressing an icon, etc.,
other forms of user mput are expected and contemplated.
The user may also indicate instructions by voice or by
gesture. For example, the user could say “Send”, or “Send
without attachment™ or “no attachment™ or “add attachment™
or “attachment needed”, and voice recognition soltware
would mterpret and implement the voice command. As
another example, the user could gesture to the rnight to
indicate “Send”, or “Send without attachment” or “no
attachment” and gesture to the left to imndicate “add attach-
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ment” or “attachment needed”, and motion detection soft-
ware would interpret and implement the gesture.

FIG. 6 illustrates exemplary computer architecture 600
for devices 110, 115, 120, 130 capable of performing as
described herein. Thus, the computer architecture 600 1llus-
trates an exemplary architecture for a server computer,
mobile phone, a PDA, a smart phone, a desktop computer,
a netbook computer, a tablet computer, and/or a laptop
computer. The computer architecture 600 may be utilized to
execute any aspects of the soltware operations presented
herein.

The exemplary computer architecture 600 includes a
central processing unit 602 (“CPU™), a system memory 604,
including a random access memory 606 (“RAM”) and a
read-only memory (“ROM”) 608, and a system bus 610 that
couples the memory 604 to the CPU 602. A basic mput/
output system containing the basic routines that help to
transier information between elements within the computer
architecture 600, such as during startup, 1s stored in the
ROM 608. The computer architecture 600 further includes a
mass storage device 612 for storing the operating system
614 and one or more programs or modules 620, such as the
modules described above with regard to FIGS. 1-5.

The mass storage device 612 1s connected to the CPU 602
through a mass storage controller (not shown) connected to
the bus 610. The mass storage device 612 and its associated
computer-readable media provide non-volatile storage for
the computer architecture 600. Although the description of
computer-readable media contained herein refers to a mass
storage device, such as a hard disk or CD-ROM drive, those
skilled 1n the art will appreciate that computer-readable
media can be any available computer storage media or
communication media that can be accessed by the computer
architecture 600.

Although the memory 604 and mass storage device 612
are prelferably separate components, the memory 604 could
be included in a mass storage device 612. The memory 604
and mass storage device 612 may be collectively considered
to be, and referred to as, a memory device.

Other hardware components 626 may also be present. For
example, a sensor component, such as a magnetometer, an
ambient light sensor, a proximity sensor, an accelerometer,
a gyroscope, a global positioning system (GPS) sensor, a
microphone or other audio input device, a camera, etc. may
be present.

By way of example, and not limitation, computer storage
media may mclude volatile and non-volatile, removable and
non-removable media implemented 1n any method or tech-
nology for storage of information such as computer-readable
instructions, data structures, program modules or other data.
For example, computer storage media includes, but 1s not
limited to, RAM, ROM, EPROM, EEPROM, flash memory
or other solid state memory technology, CD-ROM, digital
versatile disks (*DVD”), HD-DVD, BLU-RAY, or other
optical storage, magnetic cassettes, magnetic tape, magnetic
disk storage or other magnetic storage devices, or any other
medium which can be used to store the desired information
and which can be accessed by the computer architecture 600.
For purposes of the claims, the phrase “computer storage
medium” and variations thereof, does not include waves,
signals, and/or other transitory and/or itangible communi-
cation media, per se.

Communication media 1includes computer readable
instructions, data structures, program modules, or other data
in a modulated data signal such as a carrier wave or other
transport mechanism and includes any delivery media. The
term “modulated data signal” means a signal that has one or




US 9,843,544 B2

13

more of 1ts characteristics changed or set 1n a manner as to
encode mformation 1n the signal. By way of example, and
not limitation, communication media includes wired media
such as a wired network or direct-wired connection, and
wireless media such as acoustic, RF, infrared and other
wireless media. Combinations of the any of the above are
also 1included within the scope of computer-readable media.

According to various embodiments, the computer archi-
tecture 600 may operate 1n a networked environment using,
logical connections to remote computers and/or servers
through a network such as the network 125. The computer
architecture 600 may connect to the network through a
network interface unit 616 connected to the bus 610. The
network interface unit 616 also may be utilized to connect to
other types of networks and remote computer systems. The
computer architecture 600 also may include an input/output
controller 618 for receiving and processing mnput from one
or more user iput devices 630 such as, but not limited to,
a keyboard, mouse, touchscreen, touchpad, keypad, or elec-
tronic stylus (shown in dashed lines 1 FIG. 6). Similarly, the
input/output controller 618 may provide output to one or
more user display devices 632 such as, but not limited to, a
display screen, a printer, or other type of output device (also
shown 1n dashed lines 1n FIG. 6). A user mput device 630
and a user output device 632 may be embodied 1n the same
component, such as a touch-sensitive screen. The user input
device 630 and the user output device 632 may be integral
with a device, such as 1n the case of a handheld device, or
may be separate components, such as a keyboard, mouse and
display used with many desktop systems.

The software components described herein, when loaded
into the CPU 602 and executed, transtorm the CPU 602 and
the overall computer architecture 600 from a general-pur-
pose computing system 1nto a special-purpose computing,
system customized to facilitate the functionality presented
herein. The CPU 602 may be constructed from any number
of transistors or other discrete circuit elements, which may
individually or collectively assume any number of states.
More specifically, the CPU 602 may operate as a finite-state
machine, 1n response to executable instructions contained
within the software modules disclosed herein. The CPU 602
may be a single processor, or may be a plurality of proces-
sors. These computer-executable instructions may transform
the CPU 602 by specifying how the CPU 602 transitions
between states, thereby transforming the transistors or other
discrete hardware elements constituting the CPU 602,

Encoding the software modules presented herein also may
transform the physical structure of the computer-readable
media presented herein. The specific transformation of
physical structure may depend on various factors, 1in differ-
ent implementations of this description. Examples of such
factors may include, but are not limited to, the technology
used to implement the computer-readable media, whether
the computer-readable media 1s characterized as primary or
secondary storage, and the like. For example, 11 the com-
puter-readable media 1s implemented as semiconductor-
based memory, the software disclosed herein may be
encoded on the computer-readable media by transforming
the physical state of the semiconductor memory. For
example, the software may transform the state of transistors,
capacitors, or other discrete circuit elements constituting the
semiconductor memory. The software also may transform
the physical state of such components 1n order to store data
thereupon.

As another example, the computer-readable media dis-
closed herein may be implemented using magnetic or optical
technology. In such implementations, the software presented
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herein may transform the physical state of magnetic or
optical media, when the software 1s encoded therein. These
transformations may include altering the magnetic charac-
teristics of particular locations within given magnetic media.
These transformations also may include altering the physical
features or characteristics of particular locations within
given optical media, to change the optical characteristics of
those locations. Other transformations of physical media are
possible without departing from the scope and spirit of the
present description, with the foregoing examples provided
only to facilitate this discussion.

In light of the above, many types of physical transforma-
tions take place 1n the computer architecture 1in order to store
and execute the soltware components presented herein.
Also, the computer architecture may include other types of
computing devices, including hand-held computers, embed-
ded computer systems, personal digital assistants, and other
types ol computing devices known to those skilled in the art.
It 1s also contemplated that the computer architecture may
not include all of the components shown herein, may include
other components that are not explicitly shown herein, or
may utilize an architecture completely different than that
shown herein.

The subject matter described above 1s provided by way of
illustration only and are not to be construed as limiting.
Various modifications and changes may be made to the
subject matter described herein without following the exem-
plary embodiments and applications illustrated and
described herein. Although the subject matter presented
herein has been described 1n language specific to computer
structural features, methodological and transformative acts,
specific computing machinery, and computer readable
media, 1t 1s to be understood that the appended claims are not
necessarily limited to the specific features, acts, or media
described herein. Rather, the specific features, acts and
mediums are disclosed as example forms of implementing
the claims.

The mvention claimed 1s:

1. In an environment wherein electronic messages having
written text may be sent with or without an attachment, a
computer-implemented method for determining whether an
clectronic message should have an attachment, the method
comprising;

inspecting the written text 1in the electronic message to
detect any words which are 1n a database of predeter-
mined key terms;

inspecting the written text to detect any phrases which are
in the database of predetermined key terms;

1 a word which was detected 1n the written text 1s 1n a
database of predetermined negative terms then disre-
garding the word which was detected;

11 a phrase which was detected in the written text 1s 1n the
database of predetermined negative terms then disre-
garding the phrase which was detected; and

11 any word which was detected 1n the written text has not
been disregarded, or 1f any phrase which was detected
in the written text has not been disregarded, then
providing a suggestion that the electronic message may
need an attachment.

2. The method of claim 1 wherein the electronic message
has a body, the written text 1s at least 1n the body, and further
comprising;

inspecting the written text in the body to detect any
template matches which are in a database of key
templates; and
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if a template match 1s detected then providing the sug-
gestion that the electronic message may need an attach-
ment.
3. The method of claim 1 wherein the electronic message
has a body, the written text 1s at least 1n the body, the written
text 1 the body including current text and text of a previous
message, and the method further comprises distinguishing,
the current text from the previous message text, and mspect-
ing only the current text.
4. The method of claim 1 wherein mspecting the written
text to detect any words which are in the database of
predetermined key terms comprises:
accessing the database of predetermined key terms, the
database comprising predetermined words; and
inspecting the written text in the electronic message for at
least one of the predetermined words.
5. The method of claim 1 wherein mspecting the written
text to detect any phrases which are in the database of
predetermined key terms comprises:
accessing the database of predetermined key terms, the
database comprising predetermine phrases; and
inspecting the written text in the electronic message for at
least one of the predetermined phrases.
6. The method of claim 1 and further comprising:
after inspecting the written text in the electronic message
to detect any words or phrases which are in the database
of predetermined key terms, updating the database of
predetermined key terms based upon the indication
from the user whether the suggestion 1s accepted or 1s
rejected.
7. In an environment wherein electronic messages having
written text may be sent with or without an attachment, a
computing device to advise a user whether an electronic
message should have an attachment, the computing device
comprising;
a memory device containing mstructions for an operating,
system, a database of predetermined key terms, and at
least a document processing program;
a network interface unit:
a user mput and display device; and
a processor communicatively coupled to the memory
device, to the user mput and display device, and to the
network interface unit, the processor executing the
instructions to:
accept, from the user input and display device, written
text 1n an electronic message;

ispect the written text in the electronic message to
detect any words which are in the database of
predetermined key terms;

inspect the written text to detect any phrases which are
in the database of predetermined key terms;

if a word which was detected in the written text 1s 1n a
database of predetermined negative terms then dis-
regarding the word which was detected;

if a phrase which was detected in the written text 1s 1n
the database of predetermined negative terms then
disregarding the phrase which was detected;

if any word which was detected 1in the written text has
not been disregarded, or if any phrase which was
detected 1n the written text has not been disregarded,
then to cause the user input and display device to
provide a suggestion that the electronic message may
need an attachment; and

if the suggestion 1s not provided then to send the
clectronic message via the network interface unit.

8. The computing device of claim 7 wherein the electronic
message has a subject line, the written text 1s at least 1n the
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subject line, and the mstructions cause the processor to
inspect the written text in the subject line for any words
which are in the database of predetermined key terms.

9. The computing device of claim 7 wherein the electronic
message has a body, the written text 1s at least i the body,
and the mnstructions further cause the processor:

to mspect the written text in the body to detect any
template matches which are in a database of key
templates; and

iI a template match 1s detected then to provide the
suggestion that the electronic message may need an
attachment.

10. The computing device of claim 7 wherein the elec-
tronic message has a body, the written text 1s at least in the
body, the written text in the body including current text and
text of a previous message and wherein the processor
executes the instructions to distinguish the current text from
the previous message text, and to mspect only the current
text.

11. The computing device of claim 7 wherein the database
of predetermined key terms comprises predetermined words,
and wherein the processor executes the instructions to detect
any words which are 1n the database of predetermined key
terms by executing instructions to:

access the database of predetermined key terms; and

inspect the written text in the electronic message for at
least one of the predetermined words.

12. The computing device of claim 7 wherein the database
of predetermined key terms comprises predetermined
phrases, and wherein the processor executes the mnstructions
to detect any phrases which are 1n the database of predeter-
mined key terms by executing instructions to:

access the database of predetermined key terms; and

inspect the written text in the electronic for at least one of
the predetermined phrases.

13. The computing device of claim 7, and further com-
prising: after mspecting the written text in the electronic
message to detect any words or phrases which are in the
database of predetermined key terms, updating the database
of predetermined key terms based upon the indication from
the user whether the suggestion 1s accepted or 1s rejected.

14. In an environment wherein a user may enter infor-
mation as written text onto a web page, and the information
may be sent with or without an attachment, a computer-
implemented method for determining whether the informa-
tion should be sent with an attachment, the method com-
prising:

accepting written text entered onto the web page as the
information;

inspecting the written text to detect any words which are
in a database of predetermined key terms;

inspecting the written text to detect any phrases which are
in the database of predetermined key terms;

1 a word which was detected 1n the written text 1s 1 a
database of predetermined negative terms then disre-
garding the word which was detected;

11 a phrase which was detected in the written text 1s 1n the
database of predetermined negative terms then disre-
garding the phrase which was detected; and

11 any word which was detected 1n the written text has not
been disregarded, or 1t any phrase which was detected
in the written text has not been disregarded, then
providing a suggestion to a user that an attachment
should be provided belfore the information is sent.

15. The method of claim 14, and further comprising:

inspecting the written text to detect any template matches
which are 1n a database of key templates; and
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if a template match 1s detected then providing the sug-
gestion that the attachment should be provided before
the information 1s sent.

16. The method of claim 14 wherein inspecting the
written text to detect any words which are 1n the database of 53
predetermined key terms comprises:

accessing the database of predetermined key terms, the

database comprising predetermined words; and
inspecting the written text in the information for at least
one of the predetermined words. 10

17. The method of claim 14 wherein inspecting the
written text to detect any phrases which are 1n the database
ol predetermined key terms comprises:

accessing the database of predetermined key terms, the

database comprising predetermined phrases; and 15
inspecting the written text in the information for at least
one of the predetermined phrases.

18. The method of claim 14 and further comprising:

after mspecting the written text in the information to

detect any words or phrases which are 1n the database 20
of predetermined key terms, updating the database
based upon the indication from the user whether the
suggestion 1s accepted or 1s rejected.
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