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METHOD OF TARGETED DISCOVERY OF
DEVICES IN A NETWORK

RELATED APPLICATIONS

This application 1s a continuation of U.S. application Ser.
No. 12/344,994, entitled “Method of Targeted Discovery of
Devices 1n a Network”, filed Dec. 29, 2008, the contents of
which are incorporated herein.

The present invention 1s related to U.S. patent application
Ser. No. 12/345,010, entitled “Personal Identification Num-
ber (PIN) Generation between Two Devices 1n a Network™,
filed Dec. 29, 2008; U.S. application Ser. No. 12/344,997,
entitled “Secure and Eflicient Domain Key Distribution for
Device Registration”, filed Dec. 29, 2008; and U.S. appli-
cation Ser. No. 12/345,002, entitled “Multi-Mode Device
Registration™, filed Dec. 29, 2008; each of which are incor-
porated by reference in their entireties.

BACKGROUND

The WIRELESS HOME DIGITAL INTERFACE
(WHDI) 1s a wireless standard proposed for a wireless
multimedia device network, which may be used at home, 1n
the oflice or 1n other short-range wireless network environ-
ments. WHDI allows for high bandwidth wireless channels
for sending content between devices, which may support
uncompressed High Definition (HD) content. For example,
a DVD player may be connected to multiple HD'TVs wire-
lessly and send uncompressed content to the HDTVs using
WHDI. WHDI eliminates the need for cabling, such as High
Defimition Multimedia Interface (HDMI) cables, component
cables, etc., used to transmit uncompressed content between
devices. Conventional wireless technologies such as 802.11,
BLUETOOTH, etc., do not have the bandwidth or interface
to transmit uncompressed multimedia content between
devices.

WHDI can be used 1n various environments. For example,
a user located 1 a single family home or in an apartment
may connect a DVD player, an MP3 player, a laptop/
notebook or desktop personal computer (PC), a gaming
console, and flat panel TVs all together, wirelessly, using
WHDI. In another environment, a user wirelessly connects
a multimedia projector 1n a coniference room to a desktop PC
in his office, and to a set of notebook computers of numerous
meeting participants using WHDI. In these examples and
other examples, security 1s a concern because of the wireless
communication between the WHDI devices. Due to the
nature of wireless networks, typically they are easy to
identify by unauthorized users. Also, an unauthorized user
may attempt to 1identily and connect to the particular devices
connected 1 a home WHDI network. The homeowner may
desire to keep the 1dentity of their devices private and their
devices away from the unauthorized users. For example, a
homeowner may not want a neighbor to know they have five
HDTVs, or they may not want any non-family members to
know they have a server connected to their home network
because the server may contain confidential information,
such as personal videos, etc. While WHDI provides the
protocol and interfaces for high-bandwidth wireless net-
works, WHDI may lack the security procedures to maintain
user privacy. The present invention provides methods to

protect a user’s privacy based on the user’s current needs for
using the WHDI devices in a WHDI network.

BRIEF DESCRIPTION OF THE DRAWINGS

Features of the present invention will become apparent to
those skilled in the art from the following description with
reference to the figures, 1n which:
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2

FIG. 1 1illustrates a simplified block diagram of a WHDI
network, according to an embodiment of the present inven-
tion;

FIG. 2 1llustrates a flow diagram of a method for gener-
ating and entering a PIN for a domain key between a {first
device and a second device 1n a wireless network, according
to an embodiment of the present invention;

FIG. 3A 1illustrates a tlow diagram of a method for
securely delivering a domain key for device registration
between a first device and a second device 1n a wireless
network, according to an embodiment of the present imven-
tion;

FIG. 3B 1llustrates a flow diagram of a simplified method
for secure and ethcient domain key distribution for device
registration between a first device and a second device 1n a
wireless network, according to an embodiment of the pres-
ent 1nvention;

FIG. 4 illustrates a flow diagram of a method for targeted
discovery between a first device and a second device 1n a
wireless network, according to an embodiment of the pres-
ent 1nvention;

FIG. 5 1llustrates a flow diagram of a method for targeted
discovery that employs multiple device discovery response
modes between a first device and a second device 1 a
wireless network, according to an embodiment of the pres-
ent 1nvention; and

FIG. 6 shows a block diagram of a computer system that
may be used as a platform for devices shown in FIG. 1,
according to an embodiment of the present invention.

DETAILED DESCRIPTION

For simplicity and illustrative purposes, the present inven-
tion 1s described by referring mainly to exemplary embodi-
ments thereol. In the following description, numerous spe-
cific details are set forth to provide a thorough understanding
of the present invention. However, 1t will be apparent to one
of ordinary skill in the art that the present invention may be
practiced without limitation to these specific details. In other
instances, well known methods and structures have not been
described 1n detail to avoid unnecessarily obscuring the
present 1vention.

Embodiments of the present invention provide a more
secure method and system for a device to discover other
currently available wireless device(s) and receive some
information which 1s needed to start communication
between the devices. The communication may be any type
of communication, e.g. verilying device certificate, gener-
ating and veritying Personal Identification Numbers (PINs),
exchanging a device registration key and delivering the
domain key in a network. The network may be a WHDI
network.

WHDI 1s a proposed standard for high bandwidth wireless
digital data connectivity between multiple points. WHDI
wirelessly transmits multimedia data, such as high definition
video and the associated audio data, from source devices to
sink devices 1n the WHDI network reliably. Devices 1n a
WHDI network are referred to as WHDI devices, and a
WHDI network includes WHDI devices communicating
wirelessly amongst each other using the WHDI standard.
WHDI devices are characterized as two types. One type 1s
a source device and the other type 1s a sink device. A WHDI
device may be a source device, a sink device, or both
depending on 1ts functionality. A source device transmits
data streams across a WHDI network to a sink device, and
a sink device receives data streams across the WHDI net-
work from the source device. Examples of source devices
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are set-top box, notebook Personal Computer (PC), desktop
PC, DVD player, MP3 player, video camcorder, audio/video
receiver, gaming console, etc. Examples of sink device are
TVs, PCs, projectors, etc.

Many device networking technologies including WHDI
face the 1ssue of how to securely allow a new device to
become part of any existing network. According to an
embodiment, a Personal Identification Number (PIN) 1s used
during a device registration process to allow a new device to
become part of the network. The device registration 1s a
process to let a new device join another device or a network
of devices 1n a domain. A domain 1s a group of devices that
are approved to share content with each other. Device
registration or domain registration includes the process of
approving or denying a device to join a device or a domain.
Device registration can provide a user with control over
which devices are allowed to connect to other device(s) in
the user’s domain. So 1f a family has a domain, then all the
devices owned by the family may be members of the
domain, but a friend’s device may not be allowed to join the
domain.

Prior to a new device being allowed to connect to an
existing device or join a domain, the new device must be
authorized or pre-approved to ensure that the new device 1s
a device that a user wants to connect to the existing device
or be 1n the domain. The new device first needs to be verified
if 1t 1s a WHDI standard compliant device. Whether a device
1s a WHDI standard compliant device can be verified by an
existence of a valid WHDI certificate in the device, which
was 1ssued by the WHDI certificate authority. For example,
a family member purchases a new TV, and the family
member wants the TV to become part of the family domain,
so the TV can play content received from other devices 1n
the family domain, such as a set-top box or a DVD player.
However, i a neighbor purchases a TV, the family member
likely does not want the neighbor’s TV 1n the family’s
domain. Furthermore, through a wireless network, the
neighbor’s TV may 1nadvertently attempt to become part of
the family domain. In order to limit this possibility, a PIN
generation method 1s described 1n U.S. application Ser. No.
12/345,010, entitled “Personal Identification Number (PIN)
(Generation between Two Devices 1n a Network”, filed Dec.
29, 2008, to determine whether a new device 1s authorized
to join a domain. The PIN may also be used to generate a
device registration key, which 1s used to securely distribute
the domain key that 1s used by the new device to join the
domain.

After a device 1s determined to be authorized, {for
example, through exchange of WHDI certificates, according
to an embodiment, the PIN 1s used to generate a device
registration key (also referred to as a session key). The
session key 1s used to securely distribute a domain key to a
new authorized device, so the new device can join the
domain. According to an embodiment, the session key 1s
normally generated using some random numbers. Three
random numbers may also be used to generate the session
key, where the third random number may be the PIN or
another random number.

FIG. 1 illustrates a simplified block diagram of a WHDI
network 100 according to an embodiment of the present
invention. WHDI network 100 of FIG. 1, for example,
shows a set of sink devices 111-113 and a set of source
devices 116-118.

In one embodiment with respect to the WHDI network
100, the sink device 111 1s a flat panel HDTV 1n a living
room, the sink device 112 1sa TV 1n a kitchen, suchasa TV
installed on a refrigerator, and the sink device 113 1s a TV
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4

for a treadmill. Further, the source device 116 1s a notebook
PC, the source device 117 1s DVD player, and the source
device 118 1s a gaming console. It will be apparent that the
WHDI network 100 may include additional sink devices
and/or additional source devices not shown and that some of
the sink devices and the source device described herein
maybe removed or new WHDI devices added.

The source devices 116, 117, and 118, respectively may be
any source of content, such as a video content, audio
content, or other data content from the Internet. Each of the
source devices 116, 117, and 118 may have independent and
possibly different content. Also, any one of the source
devices 116, 117, and 118 may be connected to one or more
of the sink devices 111, 112, and 113 simultaneously (e.g.,
for multicasting) or separately (e.g., unicasting).

When the sink device 111 attempts to connect to the
source device 116 wirelessly within the WHDI network 100
for the first time, the sink device 111 needs to know whether
the source device 116 1s a secure device for the sink device
111. At the same time, the source device 116 also needs to
know whether the sink device 111 1s a secure device for the
source device 116. Secure device means that the device 1s a
WHDI standard compliant device and the device i1s autho-
rized to connect to the other device. Whether a device 1s a
WHDI standard compliant device can be verified by an
existence of a valid WHDI certificate in the device, which
was 1ssued by the WHDI certificate authority. An authorized
device may be a device not owned by a family member, such
as a neighbor’s device or a Iriend’s device. Because the
neighbor’s device or a irtend’s device may come within
range of the WHDI network 100, these unauthorized devices
may advertently or madvertently attempt to join the family
domain. An example of a new authorized device may be a
new TV purchased by the family. If the source device 116 1s
a media player of your neighbor who wants to stream data
of an adult content or an unsolicited advertisement to your
HDTV while you are watching a DISNEY channel with
kids, the source device 116 would not be a secure device for
the sink device 111 either.

One way of verilying whether the source device 116 1s a
secure device for the sink device 111 1s that the source
device 116 provides 1ts valid WHDI device certificate to the
sink device 111 and the sink device 111 generates a PIN for
the source device 116 using a method described 1n further
detail below. At the same time, the source device 116 also
verifles whether the sink device 111 is a secure device for 1t
by validating the sink device 111°s certificate and optionally
whether the generated PINs are matching. For example, PIN
generation can be accomplished by entering specified mnput
choices, such as pressing particular buttons on the source
device 116, pressing buttons 1n a particular sequence on the
source device 116, etc., following one or more 1nstructions
from the sink device 111. This way, a user who wants to
connect a new device to an existing WHDI device has a
simplified method of a PIN generation and entry for the
existing WHDI device, for example, by using the interface
on the WHDI device.

It 1s more secure and user-iriendly to let the devices
generate a PIN at runtime than using a specific PIN already
pre-assigned for a particular source device, because i1t
reduces the possibility of the PIN being stolen or the PIN
being forgotten by the user. With respect to the certificate
validation, a WHDI device mitially be loaded with a cer-
tificate 1n the factory as well as the device’s 1dentification.
Thus, the WHDI device certificates of both devices have to
be validated first. After validating each other’s certificate,
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cach device also gets the other device’s public key, which
can be used to encrypt and protect the data transmitted
between these two devices.

In FIG. 1, the sink device 111 generates a PIN for the
source device 116 based on the type of mnputs at the source
device 116, such as pressable buttons, or other user mput
options. The source device 116 can also take part in the PIN
generation process by providing some random values to the
sink device 111. These random data can be encrypted using
the sink device 111°s public key and the sink device 111 can
decrypt it using its own private key. Once the sink device 111
generates a PIN for the source device 116, the PIN or
information needed to generate the PIN 1s communicated to
the source device 116 through the user. After the sink device
111 generates the PIN, indicates user entries, and they are
entered at the source device, and the generated PIN 1s the
same, the devices may register with each other and the new
device may join the existing domain 1n the WHDI network
100. The domain 1s used in WHDI to define one or more
WHDI devices that a particular WHDI device 1s authorized
to send and/or receive content. This entire PIN generation
process 1s a user Iriendly and secure method. This method
may be performed using a Graphical User Interface (GUI)
displayed on one or more of the WHDI devices. Also, an
administrative GUI may be provided to manage domains.

The WHDI network 100 also provides the ability to
stream the persistently-stored content from the 1nitial source
device to another sink device or from the mnitial source
device to another source device that has been authenticated
as part of the WHDI network. In one embodiment, this
allows a media server as a source device, e.g., a dual-tuner
set-top box (“STB”) with hard dnive, to deliver recorded
content to any sink device such as TV, in the house by
streaming to a targeted sink device such as HDTV. Of
course, 1t 1s noted that while a home network 1s described,
extensions to a business, education, public entertainment or
other such local wireless network are analogous.

FIG. 1 also shows a new sink device 121 and a neighbor’s
sink device 131. The new sink device 121 may be anew TV
the user of the WHDI network 100 bought. When the user
tries to connect the new sink device 121 to the source device
118, the new sink device 121 shall include an 1dentifier in the
targeted discovery message for the source device 118 so that
the source device 118 can respond to the new sink device
121. On the contrary, when the neighbor’s sink device sends
a generic discovery message, which 1s not targeted to any
specific source device, the user of the WHDI network 100
may not want the user’s source devices to be discoverable to
the neighbor’s sink device. A “discovery message” 1s used
for discovering which devices are currently available for the
device that sends the discovery message. Once a device
discovery 1s performed and 11 the device 1s discovered, then
the discovering device may start to commumicate with the
discovered device. One example of the communication
could be a message to generate and verily a PIN that 1s used
to register the new device.

If the neighbor’s sink device 131 discovers one of the
user’s source device, e.g. the source device 118, or all of the
user’s devices including the source devices and the sink
devices, 1t 1s an undesirable situation because the user may
not want the neighbor to know what types and quantities of
the user’s devices are.

In one embodiment, an authorized WHDI sink device tries
to discover available WHDI source devices using an iden-
tifier for a particular source device as depicted 1n FIG. 1. For
example, the new sink device 121 that the user knows the
existence of the source devices can discover the currently
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available source devices, such as the source device 116, the
source device 117, and the source device 118 within the
user’s home WHDI network 100. In another embodiment, a
nearby WHDI device, such as the neighbor’s sink device
131 that the user does not know the existence of the source
devices may try to send a discovery message to the user’s
WHDI devices to discover which devices are available 1n the
user’s home. Therefore, the user may want to make a device
be discovered only by the devices the user permits but not
by any other devices. To accommodate this situation, a
method for targeted discovery between a first device and a
second device i a wireless network 1s presented in the
present invention. The targeted discovery method 1s used at
different stages for a device, such as belore the device
registration, or before the device association that 1s after the
device registration. The targeted discovery method accord-
ing to an embodiment of the present mvention will be
described 1n further detail below after describing the meth-
ods for generating a PIN among the different devices and

transferring a domain key between a first device and a
second device.

FIG. 2 illustrates a flow diagram of a method 200 for
generating a PIN between a first device and a second device
in a wireless network, according to an embodiment of the
present invention. In one embodiment, the wireless network
1s a WHDI network including end user home or oflice
devices. Therefore, 1n one embodiment, the first device may
be a sink device and the second device may be a source
device 1n FIG. 1, which 1s configured to generate a PIN. The
method 200 may be provided to other non-WHDI networks,
which are wireless or wired.

Also, FI1G. 2 shows steps performed by a first device and
a second device to generate a PIN. In one embodiment, the
first device 1s a sink device and the second device 1s a source
device, such as the sink and source devices described with
respect to FIG. 1 1n a WHDI network.

At step 201, the first device sends a request to the second
device. The request 1s a message that invokes the PIN
generation method 200. Although the step 201 can be an
option, the first device’s certificate 1s sent to the second
device when the first device sends a request to the second
device and the second device uses the public key 1n the
certificate to encrypt the random values for the button list 1n
the following steps. So the encryption key may be included
in the request. If the second device 1s already registered to
the first device, the second device may reply to the first
device with a message authenticated by the previously
shared registration key so that the first device can recognize
the second device as an option, or the second device may
allow the registration process to continue and overwrite the
old registration data if the new registration succeeds. If the
second device 1s not registered to the first device, 1t means
that the first device never generated a PIN for the second
device previously and the second device does not have a
registration key for connecting to the first device and further
to the WHDI network, which the first device belongs to.
When the second device 1s not registered to the first device,
it shall proceed to the next step. In one embodiment, once
the second device receives the request for the registration
and replies, the second device may enable its buttons for the
directed user entry mode for a predetermined period until the
button(s) 1s pressed, otherwise 1t times out. During the user
entry mode, the buttons shall be considered being used for
that purpose only. For each WHDI source device, it 1s
possible that the manufacturer may specity a list of buttons
and button names that can be used for user entry and
subsequent PIN generation.
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At step 211, the second device receives the request. The
received request, for example, places the second device 1n a
user entry mode, where buttons or other manual 1nputs on
the second device are used for PIN generation.

At step 212, the second device determines iput choices,
and at step 213, the second device determines values for
cach mput choice. An mput choice 1s information that can be
input into the second device. The input choice typically 1s
information that can be manually entered into the second
device. In one example, the input choices are associated with
buttons on the second device. Examples of input choices of
the second device are a set of keypad or button list for
function keys, such as “PLAY”, “STOP”, “PAUSE”, and
“ENTER” depends on the type of the second device. For
example, a DVD player as a second device may have buttons
for “PLAY”, “STOP”, and “PAUSE” that are iput choices.
In another example, a notebook PC may use keys on 1ts
keyboard as mnput choices. Another example of an input
choice may be a number of clicks of a button. Such as 3
clicks on PLAY and 2 clicks on PAUSE.

A value 1s determined for each mnput choice. Each value
may be a random number. Each value may be generated by
the second device, for example, using a random number
generator, or pre-stored 1n the second device, such as during
the manufacture process.

In one example, the input choices and values are com-
prised of a button list. The button list includes a button name
and value for each button of a set of buttons on the second

device. One example of a button list is {(PLAY, 10),
(PAUSE, 13), (STOP, 24)}.

At step 214, the second device transmits the input choices
and corresponding values to the first device. The transmis-
sion should be secured, for example, by encrypting the
information being transmitted, so that any other party cannot
see the mformation. For example, when a button list 1s
transmitted to the first device over the WHDI network, 11 the
first device has sent its WHDI device certificate to the
second device, the second device may use the first device’s
public key, which it obtained from the certificate, to encrypt
the input choices information. The second device may keep

the mput choices and corresponding values until the regis-
tration process 1S over.

At step 202, the first device recerves the input choices and
corresponding values from the second device. If the infor-
mation 1s encrypted, the first device must decrypt 1t first. For
example, the button list 1s received from the second device
and the first device must use 1ts private key to decrypt the
information first.

At step 203, the first device selects a sequence of the input
choices. The sequence may be selected randomly. For
example, if the button list is {(PLAY, 10), (PAUSE, 13),
(STOP, 24)}, the first device selects a random sequence of
the buttons, such as {(STOP, 24), (PLAY, 10), (PAUSE,
13)}. The number of input choices in the sequence can also
be determined by the first device randomly. Also, an input
choice can be repeated multiple times or not used at all 1n the
sequence.

At step 204, the first device generates a first concatenated
value from the values 1n the selected sequence. There are
various ways to concatenate such values. For example, the
sequence 1s STOP, PLAY, PAUSE. The corresponding val-
ues are 24, 10, and 13, respectively. The first concatenated
value could be 241013, or the values can be concatenated 1n
binary values, or the values can be concatenated after a
transformation, such as adding a number (e.g. 5) to each
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value, as long as both devices do the same transformation.
This step may be performed anytime after the sequence 1s
selected.

At step 2035, the first device presents only the input
choices, and not the corresponding values, 1n the selected
sequence. In one embodiment, the presentation of the
sequence may include an audio or visual presentation. For
example, 1 the first device 1s a TV, the TV displays the
sequence of STOP, PLAY, PAUSE. Thus, the presentation
can be to a user.

At step 215, the mput choices are entered in the second
device. This may include manual entry. For example, the
user views the displayed sequence of STOP, PLAY, PAUSE,
and pushes STOP, PLAY, PAUSE buttons 1n that order on the
second device.

At step 216, the second device 1dentifies the correspond-
ing value for each input choice. For example, the button list
1s stored in the second device and 1s retrieved to determine
the corresponding value for each input choice.

At step 217, the second device generates a second con-
catenated value from the values i1n the sequence of the
entered 1put choices. For example, the sequence 1s STOP,
PLAY, PAUSE. The corresponding values are 24, 10, and 13,
respectively. The second concatenated value 1s 241013. Also
there are many ways to concatenate the values with or
without transformation, as long as both devices use the same
approach.

The concatenated values formed at the first and second
devices are the PINs. In other words, each device calculates
its own PIN as represented by steps 206 and 218. If both
devices generate the same PIN, then one device would be
allowed to become a member of the domain or connect to the
other device. There are many methods to verily whether
these two devices generate the same PIN. The second device
may send the PIN back to the first device securely for the
first device to venty directly, or the second device may send
some data derived from the PIN to the first device for the
first device to verily indirectly. In one embodiment, the
second device may derive a device registration key from the
PIN generated by its own, or from the PIN and some other
secret data shared between these two devices, and then use
the derived the key to generate a Message Authentication
Code (MAC) over an acknowledgement message sent back
to the first device. After recerving the acknowledgement
message with the MAC from the second device, the first
device will use the PIN generated by 1ts own, or use the PIN
with some other secret data shared between the two devices,
to dertve a device registration key, and then use the derived
key to verily the acknowledgement message’s MAC. I the
MAC 1s verified, which also means the second device has
generated the right PIN to derive the right key. Thus, the
PINs generated by these two devices are indirectly verified
to be same. If the MAC verification failed, which means the
PIN generated by the second device may not be same as the
PIN the first device generated. If so, the PIN verification
failed and these two devices may not be able to connect with
cach other to share content. The user may restart the process
again to make the PIN verification successiul, such that the
first device and second device may effectively belong to the
same domain or connect to each other, and can communicate
turther.

In another embodiment, after step 203, the first device
presents the sequence of mput choices to the second device.
The presented mput choices are entered in the second
device. The second device securely sends the entered 1nput
choices to the first device, e.g. the entered choices may be
encrypted using a key shared by these two devices. If the
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entered 1mput choices match the input choices presented,
then the PINs are verified and the two devices may com-
municate further, e.g. a device registration key can be
exchanged and stored by the two devices for future com-
munication. In this embodiment, a PIN does not need to be
generated by concatenating information for the input
choices. Instead, the mput choices selected at the first device
and presented to the second device are the PIN. Also, note
that the mput choices selected at the first device 1 this
embodiment or the embodiments described above can be a
subset of the mput choices received from step 214.

As described above, the button list includes input choice,
value pairs. In another embodiment, the button list does not
include values, and may only include the input choices, such
as only a set of buttons on the second device. Then the first
device can select and display a sequence of the input choices
and use this sequence 1n some fashion to generate a PIN. The
second device, after having the mput choices entered by a
user in the correct sequence, can also use a matching
approach to generate the PIN.

Note that the method 200 provides security because a user
ol an unauthorized first device would not be able to access
the second device and enter the input choices to generate the
same PIN on the second device using the method 200.

In one embodiment, the components of the WHDI net-
work 100 1n FIG. 1 can be grouped into subsystems. These
WHDI subsystems interact with other devices throughout
the system, including source devices and their accompany-
ing sink devices, to share the content resident within or sent
to the WHDI network 100.

An embodiment of a method 1n which the WHDI network
100 as well as the method 200 may be employed for
distributing a domain key for device registration 1n a domain
among different WHDI devices will now be described with
respect to the following tlow diagram of the method 300
depicted 1n FIGS. 3A and 3B. It should be apparent to those
of ordinary skill 1n the art that the method 300 represents a
generalized 1llustration and that other steps may be added or
existing steps may be removed, modified or rearranged
without departing from the scopes of the method 300. In
addition, the method 300 1s described with respect to the
WHDI network 100 and the method 200 by way of example
and not limitation, and the method 300 may be performed 1n
other types of networks that may be wired or wireless.

FIG. 3A 1llustrates a flow diagram of a method 300 for
securely distributing a domain key for device registration
between a first device and a second device 1n a wireless
network, according to an embodiment of the present inven-
tion. In one embodiment, the first device 1s the sink device
111 and the second device 1s the source device 116 shown 1n
FI1G. 1. In one embodiment, the sink device 111 has a domain
key and will distribute the domain key securely to the source
device 116. In the other embodiment, the source device 116
has a domain key and will distribute the domain key securely
to the sink device 111.

At steps 301 and 351, the first and second devices verily
that each device 1s a certified WHDI device. The first device
provides its valid WHDI device certificate to the second
device and the second device provides its valid WHDI
device certificate to the first device. At step 301, the first
device verifies the certificate of the second device and at step
351, the second device verifies the certificate of the first
device. Device authorization may be performed using the
method 200 to determine that a device requesting to join a
domain 1s an authorized device. After the first and second
devices authenticate and authorize, as described above with
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respect to the steps 301 and 351, exchange of information
for generating a session key begins.

At steps 353, a random number 1s generated at the second
device. This random number 1s referred to as Nsrc. At step
354, Nsrc 1s encrypted using the public key from the
certificate of the first device and sent to the first device. For
example, the second device transmits Nsrc over a WHDI
network to the first device, and Nsrc 1s encrypted with the
public key of the first device.

At steps 355 and 356, random data i1s generated at the
second device, encrypted and sent to the first device. Steps
355 and 356 are optional. The random data may be used by
the first device to generate a PIN, or other data may be used
to generate a PIN.

At step 303, the first device decrypts Nsrc and the random
data. At step 304, the first device generates a random
number, referred to as Nsnk. At step 305, the first device
encrypts Nsnk, for example, with the public key of the
second device, and sends the encrypted Nsnk to the second
device at step 305.

At step 306, the first device generates a PIN. The PIN may
be a random value. The PIN may be generated from random
data received from the second device. Steps 355 and 356
describe sending the random data to the first device. In other
embodiments, the PIN may be a one-time use PIN that 1s
randomly generated by the first device, or the PIN may be
the PIN generated from the concatenated values described
with respect to step 217 1n the method 200.

At step 307, the first device generates instructions to enter
the PIN 1n the second device. For example, instructions are
displayed that tell a user to manually enter the pin 1n the
second device, for example, using a keypad or remote
control for the second device. The instructions may be
displayed on the first device to the user.

At step 357, the PIN 1s entered in the second device. At
this point, each device should have Nsrc, Nsnk, and the PIN,
and each device can generate the session key on its own
using this information and the same key generation function.
At step 308, the first device generates a session key using a
key generation function, F, where session key=F(Nsrc,
Nsnk, PIN). The second device stores the same function F
and generates the same session key using F(Nsrc, Nsnk,
PIN). At step 309, the first device encrypts a domain key
using the session key, and sends the encrypted domain key
to the second device. Note that this 1s the secure transmis-
sion of the domain key to the second device using the
session key. The security of the transmission 1s improved by
the use of three random values, icluding a one-time used
PIN, which makes 1t more difticult for an authorized user to
generate the session key and get the domain key. When an
attacker 1s using the first device trying to register with the
second device, 11 the user of the second device does not input
the PIN at the second device, the registration will not
complete. When the attacker 1s using the second device to
register with the first device, 1t 1s even harder because the
second device cannot start the registration process. As the
PIN 1s used only once, the attacker cannot use one device to
get the PIN and apply to another device without being
authorized by the user.

At step 358, the second device decrypts the domain key
using the session key 1t generated. The second device can
decrypt the domain key only if 1t generated the same session
key as the first device. The second device sends an acknowl-
edgement message (ACK) to the first device, which 1ndi-
cates that the second device 1s able to decrypt the domain
key. At step 310, the first device receives the ACK to verily
that the second device has the correct session key to decrypt
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the domain key. Now the second device can present the
domain key to join the domain of the first device. The
registration may then be closed at step 311.

FIG. 3B illustrates a flow diagram of a simplified method
for secure and eflicient domain key distribution for device
registration between a first device and a second device 1n a
wireless network, according to an embodiment of the pres-
ent invention. The steps of method 300 as described 1n FIG.
3 A 1s simplified into the four simple functions as shown 1n
FIG. 3B. At step 371, the first device and the second device
accomplishes mutual certificate authentication. At step 372,
the first device and the second device authorize one-time use
PIN and verifies the one-time use PIN. At step 373, the first
device and the second device exchange the registration key
cach other. Finally, at step 374, the first device and the
second device distribute the domain key. Thus, the method
300 accomplishes mutual certificate authentication, autho-
rization PIN verification, registration key exchange and
domain key.

An embodiment of a method 1n which the WHDI network
100 as well as the methods 200 and 300 may be employed
for targeted discovery in different WHDI devices will now
be described with respect to the following flow diagram of
the method 400 depicted in FIG. 4. It should be apparent to
those of ordinary skill in the art that the method 400
represents a generalized illustration and that other steps may
be added or existing steps may be removed, modified or
rearranged without departing from the scopes of the method
400. In addition, the method 400 1s described with respect to
the WHDI network 100, and the methods 200 and 300 by
way of example and not limitation, and the method 400 may
be performed 1n other types of networks that may be wired
or wireless.

Discovery 1s the ability to i1dentify other devices in the
network that a device may want to communicate with. In
general, discovery 1s performed by broadcasting a device
discovery message. Any device that recerves the discovery
message may respond and thus, both devices discover each
other and may ultimately communicate with each other via
the network. According to an embodiment, a new type of a
device discovery message 1s a targeted discovery message
that includes an identifier 1n the message that identifies a
specific device or a group of specific devices, which only
invites the device(s) that are identified in the targeted
discovery message to respond. Regardless of a generic
discovery message or a targeted discovery message, some-
times a user may not want the user’s WHDI device to
respond to any or all of discovery messages. To accommo-
date the user’s need for selectively responding to a discovery
message to protect a privacy of the user and to maintain a
desired security level of WHDI network, multiple device
discovery response modes are introduced in the present
invention that will be described 1n further detail below with
FIG. §.

FIG. 4 1llustrates a flow diagram of a method 400 for
targeted discovery between a first device and a second
device 1n a wireless network, according to an embodiment of
the present 1invention, assuming the second device 1s con-
figured to only respond to the discovery messages that
include the identifier for the second device or the group
identifier that the second device belongs to. In one embodi-
ment, the first device 1s a sink device, such as the new sink
device 121 shown in FIG. 1, and the second device 1s a
source device, such as the source device 118.

At step 401, the user may input an identifier of the second
device into the first device. The identifier can be any
information that 1s umique to a device the i1dentifier refers,
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such as a device sertal number or a WHDI device MAC
(Medium Access Control) ID. In one example, the user may
read the MAC ID printed on the second device and input into
the first device, or the user may type 1n the domain name of
his home domain 1nto the first device manually. In another
example, the 1dentifier may be stored on the first device from
previous communication and 1s manually selected by the
user from a list of device or domain identifiers. At step 402,
the first device sends a device discovery message to the
second device using the identifier for the second device.
Generally, the discovery message may be sent through
unicast, multicast or broadcast. At step 411, the second
device recerves the device discovery message from the first
device and the device discovery message may or may not
include the 1dentifier for the second device. When the device
discovery message 1includes an identifier, the identifier may
or may not be a correct 1dentifier for the second device.
At step 412, the second device verifies if the device
discovery message includes the correct identifier for the
second device. The second device i1s configured not to
respond to any discovery message that does not include the
identifier for the second device. Thus, at step 413, the second
device does not respond to the device discovery message 1f
the message does not include the identifier for the second
device. The second device 1s configured to respond to the
device discovery message 1f the device discovery message
includes the identifier for the second device, thus, at step
414, the second device responds to the device discovery
message 11 the message includes its identifier. The response
to the discovery message 1s transmitted to the first device
and 1t includes an acknowledgment of receipt of the sent
discovery message and some other information. One
example 1s the information may include the device MAC 1D

i the targeted discovery message includes a domain 1den-
tifier so that the new device may get the MAC ID through
the domain name.

At step 403, the first device recerves the response to the
device discovery message from the second device. There-
after, the first device may start to communicate with the
second device for other functionality. For example, the first
device at step 404 and the second device at step 415 further
exchanges the device registration key and further commu-
nicate with each other. It should be noted that discovery may
be performed prior to registering to a domain. For example,
alter discovery, devices may be authenticated as WHDI
devices using WHDI certificates, generate and exchange
PINs, and then register with a domain through secure
transier of a domain key.

According to an embodiment, a device may be set to one
of multiple discovery response modes including always-
response mode, limited-response mode, and no-response
mode. Referring to the first and second devices described
with respect to FIG. 4, which may be the new sink device
121 and the source device 118, respectively, in always-
response mode, the second device shall respond all different
device discovery messages. For example, a user may choose
the always-response mode when a device 1s a publicly
accessible device or when the user does not mind the device
being discovered. In always-response mode, the user may
optionally set a device to include a response period. If a
response period were included, the device shall respond only
to any discovery messages arriving within a predetermined
specified period.

In limited-response mode, the second device shall
respond only to a targeted discovery message as described
above 1n FIG. 4. In no-response mode, the second device
does not respond to any device discovery message regard-
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less of the message being a targeted or non-targeted discov-
ery message. A device may be able to operate 1n any of these
modes, and a user may be able to select the particular the
mode of operation.

FIG. 35 illustrates a method 500 describing the always-
response mode, limited-response mode, and no-response
mode used for a device discovery. Many of the steps are the
same as the steps in the method 400 and these steps are
labeled the same. At step 401, the first device determines an
identifier for the second device as an option. At step 511, a
user selects the second device to operate in one of the
multiple device discovery response modes. At step 402, the
first device sends a device discovery message to the second
device and the message may include the identifier for the
second device. At step 411, the second device recerves the
device discovery message from the first device.

At step 512, the second device determines the discovery
response mode of operation selected at step 511. The second
device checks current setting of the device discovery
response mode. Thus, the second device does not respond to
the device discovery message 1f the device discovery
response mode 1s set to the no-response mode. However, the
second device still responds to the device discovery message
even 11 the message does not include the i1dentifier for the
second device when the device discovery response mode 1s
set to the always-response mode.

If the device discovery response mode 1s set to the
limited-response mode, step 512 moves to step 412 and the
second device verifies 1f the device discovery message
includes the correct 1dentifier for the second device. At this
stage, the second device 1s configured not to respond to any
discovery message that does not include the 1dentifier for the
second device. Thus, at step 413, the second device does not
respond to the device discovery message if the message does
not mclude the identifier for the second device. The second
device 1s configured to respond to the device discovery
message 1 the device discovery message mncludes the iden-
tifier for the second device, thus, at step 414, the second
device respond to the device discovery message 1f the
message includes the identifier. Again, the response to the
discovery message includes an acknowledgment of receipt
of the sent discovery message and 1s transmitted to the first
device.

At step 403, the first device receives the response to the
device discovery message from the second device when the
discovery message includes the 1dentifier or when the device
discovery response mode 1s set to the always-response
mode. Therealter, as an example, the first device at step 404
and the second device at step 415 may further exchanges the
device registration key and further communicate with each
other.

In one embodiment, the second device can wirelessly be
set to operate one of device discovery response modes for
future discovery messages, for example, using a GUI via a
first device atter these two devices registered and be able to
communicate with each other.

FIG. 6 shows the block diagram of a computer system 600
that may be used as a platform for a first device, second
device, source device, or a sink device. The computer
system 600 may also be used to execute one or more
computer programs performing the method, steps and func-
tions described herein, such as the three diff

erent device
discovery response modes that may be used for devices
shown i1n FIG. 1. The computer programs are stored in
computer readable mediums.

The computer system 600 includes a processor 620,
providing an execution platform for executing software. The
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processor 620 1s configured to determine an 1dentifier for the
second device of FIGS. 4 and 5 and to send a device
discovery message to the second device using the 1dentifier
for the second device. The processor 620 1s further config-
ured to send a domain key to the second device i1 a response
to the device discovery message 1s recerved from the second
device of FIGS. 4 and 5. In one embodiment, the processor
620 1s configured to wirelessly set the second device to be
one of multiple device discovery response modes.

Commands and data from the processor 620 are commu-
nicated over a communication bus 630. The computer sys-
tem 600 also includes a main memory 640, such as a
Random Access Memory (RAM), where software may
reside during runtime, and a secondary memory 650. The
secondary memory 630 may include, for example, a non-
volatile memory where a copy of software 1s stored. In one
example, the secondary memory 650 also includes ROM
(read only memory), EPROM (erasable, programmable
ROM), EEPROM (electrically erasable, programmable
ROM), and other data storage devices, include hard disks.

The computer system 600 includes I/ O devices 660. The
I/O devices may include a display and/or user interfaces
comprising one or more I/0 devices 670, such as a keyboard,
a mouse, a stylus, speaker, and the like. A communication
interface 680 1s provided for communicating with other
components. The communication interface 680 1s configured
to send the discovery message and the domain key to the
second device via a WHDI network. The communication
interface 680 may be a wired or a wireless interface. The
communication interface 680 may be a network interface.

Although described specifically throughout the entirety of
the instant disclosure, representative embodiments of the
present invention have utility over a wide range of applica-
tions, and the above discussion 1s not intended and should
not be construed to be limiting, but 1s offered as an 1illus-
trative discussion ol aspects of the invention.

What has been described and illustrated herein are
embodiments of the mnvention along with some of their
variations. The terms, descriptions and figures used herein
are set forth by way of 1llustration only and are not meant as
limitations. Those skilled 1n the art will recognize that many
variations are possible within the spirit and scope of the
invention, wherein the invention 1s intended to be defined by
the following claims—and their equivalents—in which all
terms are mean 1n their broadest reasonable sense unless
otherwise indicated.

What 1s claimed 1s:

1. A method of device discovery i a digital interface
network of a type having a first device configured to receive
a multimedia data stream sourced from a second device, the
method comprising:

recerving a device discovery message from the first device

at the second device, the device discovery message
comprising a device identifier;

verifying, by the second device, whether the device

discovery message comprises a correct device 1dentifier
for the second device;

in response to veritying, by the second device, that the

device discovery message comprises a correct device
identifier for the second device, sending a response to
the device discovery message to the first device, the
response comprising an acknowledgment of receipt of
the device discovery message;

recerving a registration key from the first device at the

second device subsequent to sending the response to
the device discovery message; and
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providing by the second device and after receiving the
registration key, the multimedia data stream to the first
device.

2. The method of claim 1, wherein the second device 1s
configured not to respond to any device discovery message
for the network that does not include the correct identifier for
the second device.

3. The method of claim 1, further comprising: setting the
second device to operate 1n one of multiple device discovery
response modes, the device discovery response modes com-
prising an always-response mode, a limited-response mode,
and a no-response mode.

4. The method of claim 1, wherein the response to the
device discovery message comprises a media access control
(MAC) address of the second device.

5. The method of claim 1, wherein the device discovery
message 1s unicast to the second device or 1s multicast to a
group ol devices that includes the second device.

6. The method of claam 1, wherein the network 1s a
Wireless Home Digital Interface (WHDI) network including
end user devices.

7. The method of claam 1, wherein the second device 1s
identified by the device identifier.

8. A non-transitory computer-readable storage medium
storing instructions executable by one or more computers
which, upon such execution, cause the one or more com-
puters to perform operations for device discovery 1n a digital
interface network of a type having a first device configured
to recetve a multimedia data stream sourced from a second
device, the operations comprising:

receiving a device discovery message from the first device

at the second device, the device discovery message
comprising a device identifier;

veritying, by the second device, whether the device

discovery message comprises a correct device 1dentifier
for the second device;

in response to verilying, by the second device, that the

device discovery message comprises a correct device
identifier for the second device, sending a response to
the device discovery message to the first device, the

response comprising an acknowledgment of receipt of

the device discovery message;

receiving a registration key from the first device at the
second device subsequent to sending the response to
the device discovery message; and

providing by the second device and after receiving the

registration key, the multimedia data stream to the first
device.

9. The computer-readable storage medium of claim 8,
wherein the second device 1s configured not to respond to
any device discovery message for the network that does not
include the correct 1dentifier for the second device.

10. The computer-readable storage medium of claim 8,
the operations further comprising:

setting the second device to operate 1 one ol multiple

device discovery response modes, the device discovery
response modes comprising an always-response mode,
a limited-response mode, and a no-response mode.
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11. The computer-readable storage medium of claim 8,
wherein the response to the device discovery message
comprises a media access control (MAC) address of the
second device.

12. The computer-readable storage medium of claim 8,
wherein the device discovery message 1s unicast to the
second device or 1s multicast to a group of devices that
includes the second device.

13. The computer-readable storage medium of claim 8,
wherein the network 1s a Wireless Home Digital Interface
(WHDI) network including end user devices.

14. The computer-readable storage medium of claim 8,
wherein the second device 1s 1dentified by the device 1den-
tifier.

15. A device configured to communicate with other
devices on a network and perform device discovery 1n a
digital interface network of a type having another device
configured to receive a multimedia data stream sourced from
the device, the device comprising:

a processor configured to:

receive a device discovery message from the another
device, the device discovery message comprising a
device 1dentifier;

verity whether the device discovery message comprises
a correct device identifier for the device;

in response to veritying that the device discovery
message comprises a correct device 1dentifier for the
device, generate a response to the device discovery
message, the response comprising an acknowledg-
ment of receipt of the device discovery message; and

a data storage device configured to store the device

identifier; and

a network interface configured to send the response to the

device discovery message to the other device, to
receive a registration key from the other device subse-
quent to sending the response to the device discovery
message, and to provide by the device and after rece1v-
ing the registration key, the multimedia data stream to
the another device.

16. The device of claim 15, wherein the device 1s con-
figured not to respond to any device discovery message for
the network that does not include the correct identifier for
the device.

17. The device of claim 15, wherein the processor 1s
configured to set the device to operate in one of multiple
device discovery response modes, the device discovery
response modes comprising an always-response mode, a
limited-response mode, and a no-response mode.

18. The device of claim 15, wherein the response to the
device discovery message comprises a media access control
(MAC) address of the second device.

19. The device of claim 15, wherein the device discovery
message 1s unicast to the device or 1s multicast to a group of
devices that includes the device.

20. The device of claim 15, wherein the network 1s a
Wireless Home Digital Interface (WHDI) network including
end user devices.
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