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CONTROLLING THE SPREAD OF
PATHOGENS

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application 1s a continuation of co-pending U.S.
patent application Ser. No. 14/838,449, filed Aug. 28, 2015.
The atorementioned related patent application i1s herein
incorporated by reference 1n 1ts entirety.

BACKGROUND

The present invention relates to healthcare, and more
specifically, to techniques to control the spread of pathogens.

In healthcare settings such as hospaitals, health care pro-
fessionals move from room to room where they are exposed
to diflerent patients having diflerent health conditions. Some
of the patients may have contagious infections, which can
spread from patient to patient via the health care profession-
als. For example, pathogens from a first patient may be
carried on a doctor’s lab coat or scrubs to a second patient,
exposing the second patient (among others) to further 1llness
if the doctor’s clothing 1s not properly washed.

SUMMARY

Embodiments disclosed herein provide systems, methods,
and computer program products to perform an operation
comprising receiving, based on a first identifier of a first

identification device 1n a room, clinical information of a first
patient present in the room, receiving a second identifier
from a second identification device associated with a gar-
ment worn by a health care professional in the room,
receiving a history of the garment based on the second
unique 1dentifier, and upon determining that the history of
the garment violates a predefined rule, outputting a notifi-
cation of the violation.

BRIEF DESCRIPTION OF THE SEVERAL
VIEWS OF THE DRAWINGS

FIG. 1 1illustrates techniques to control the spread of
pathogens, according to one embodiment.

FI1G. 2 1llustrates a system configured to control the spread
of pathogens, according to one embodiment.

FIG. 3 1s a flow chart 1llustrating a method to control the
spread of pathogens, according to one embodiment.

FIG. 4 1s a flow chart illustrating a method to determine
a history of garments, according to one embodiment.

DETAILED DESCRIPTION

Embodiments disclosed herein use historical information
about garments worn by health care professionals to deter-
mine whether the location of any given garment violates a
predefined rule. To this end, the garments may be tagged
with unique 1dentifiers (such as radio frequency identifier
(RFID) chips) that are associated with historical informa-
tion. The historical information may indicate when the
garments were washed (and by what washing method) and
what types of pathogens the garments have been exposed to.
If a garment has been exposed to a pathogen, and the
garment has not been properly washed subsequent to the
exposure, embodiments disclosed herein may output a noti-
fication to prevent the pathogen from spreading.
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2

For example, when a doctor enters a patient’s hospital
room, RFID scanners may scan the RFID tags on garments
worn by the doctor. Based on the RFID tags, embodiments
disclosed herein may retrieve a history for garments. The
history may specily a set of previous washes of the gar-
ments, which may include timestamps of each washing of
the garments and the methods by which the garments were
washed. The history of the garments may also indicate
which patients (and any associated pathogens or other
conditions of the patients) the garments have previously
been exposed to. Embodiments disclosed herein leverage
this information to determine whether the doctor’s presence
in the room violate any rules intended to prevent the spread
of pathogens. For example, a rule may specify that garments
exposed to patients having influenza must be washed prior
to the garments being exposed to any other patients. If, for
example, the history of a lab coat indicates the doctor wore
the lab coat while attending to a patient who has influenza,
and the garment has not been washed since the exposure to
influenza, embodiments disclosed herein may 1ssue an alert
to notily the doctor that he or she should not enter the room
of another patient. For example, when the doctor enters the
next patient’s room, embodiments disclosed herein may
trigger an alert on the doctor’s smart phone indicating that
the doctor needs to change the lab coat before entering the
room.

Generally, when a doctor 1s exposed to a patient (such as
by entering the patient’s room, or being 1n an operating room
with the patient), embodiments disclosed herein may use the
RFID identifiers to create an association between the gar-
ments worn by the doctor (and/or the doctor individually)
and the patient. In addition, the patient’s medical history
may be referenced (using, for example, an RFID tag in the
patient’s room that 1s associated with the patient) to asso-
ciate the garments with any pathogens or other medical
conditions the patient may have. One or more rules may
specily requirements for washing the garments subsequent
to any such exposure. When the RFID tags on the doctor’s
garments are scanned in a different room (or around a
different patient), embodiments disclosed herein may deter-
mine whether the rules for washing the garment have been
satisfied. If the rules have not been satisfied, embodiments
disclosed herein may trigger an alert to prevent the doctor
from possibly exposing another person to the 1illness.

In addition, the rules may specily constraints that are
based on locations. For example, assume there 1s a particular
part of a hospital designated for people with highly infec-
tious communicable diseases. A doctor entering that area
may be identified and registered in the monitoring system,
regardless of which particular patient or patients the doctor
interacts with. An alert may then be triggered when the
doctor subsequently leaves the designated area and attempts
to enter another area of the hospital. As used herein, the term
“health care professional” refers to any person interacting
with patients, including, without limitation, doctors, den-
tists, nurses, physical therapists, support stafl, janitorial
stail, and the like. While specific locations, such as hospital
rooms, operating rooms, or other areas where patients may
interact with health care professional are used as examples
herein, any such use 1s for illustrative purposes, and should
not be considered limiting of the disclosure.

FIG. 1 illustrates techmques to control the spread of
pathogens, according to one embodiment. Generally, the
block diagram 100 depicts interrelated components config-
ured to control the spread of pathogens by enforcing proper
sanitation and washing rules for garments worn by health
care prolessionals. As shown, a central server 101 may be
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communicably coupled with garments 104, washing stations
102, and patient locations 103 (such as patient rooms).
Generally, a garment may be any body-worn 1tem capable of
transterring pathogens. In particular, garments include cloth-
ing such as pants, shirts, coats, scrubs, hats, shoes, etc.
Garments may further include articles patients are exposed
to, such as bed sheets, towels, and the like. As shown, the
garments 104 include one or more identification devices
105. The 1dentification devices 105 may be any hardware
configured to transmit a unique idenfifier to a receiver.
Examples of identification devices include as RFID tags,
Bluetooth® modules, global positioning system (GPS) mod-
ules, near field communication (NFC) modules and the like.
When a garment 104 1s washed at a washing station 102 (or
otherwise sanitized), a record of the washing event may be
associated with the identification devices 105 of the gar-
ment, and stored 1n the server 101. The record of the washing
event may include a timestamp of the washing and any
methods used to wash the garment 104 (such as temperature
of water, cleansing agents used, chemical cleaning methods,
and the like). In one embodiment, the record may be
automatically created upon detecting that the garment 104
has entered the washing station 102 (i.e., 1s with mnsuflicient
proximity for a card reader located 1n the washing station to
read the identification device on the garment). In another
embodiment, a human operator may be required to explicitly
create the record of the washing event (e.g., by manually
scanning the garment and entering the desired washing
history via a terminal).

As shown, the patient room 103 includes a reader device
106, and an 1dentification device 103 that may be associated
with a patient (not pictured). The reader device 106 may be
any device configured to receive a unique identifier from an
identification device, such as an RFID reader, GPS receiver,
Bluetooth receiver or NFC device. When a person (such as
a doctor) wearing a garment 104 enters the room 103, the
reader 106 may detect the 1dentification devices 105 1n the
garment. In a particular embodiment, detection occurs once
the reader 106 and the 1dentification devices 1035 are within
some predefined distance of one another (1.e., within com-
munication range ol each other). The reader 106 may
transmit the unique identifiers of the i1dentification devices
105 to the server 101, which may identity the washing
history of the garment, and any patients the garment was
previously exposed to. The server 101 may then identily one
or more rules (not pictured) related to a medical condition
(or pathogen) the previous patients may have had. If the
server 101 determines that the washing history (and/or the
exposure history) would violate a rule as to the patient 1n the
room 103, the server 101 may generate and output a noti-
fication that the doctor should not enter the room 103
wearing the garment 104. The notification may be sent to a
mobile device used by the doctor (not pictured), or outputted
by a speaker, monitor, or other device in the room 103 (or
proximate thereto). Generally, the notification may be of any
type.

For example, if the server 101 determines that the garment
104 was previously exposed to a bacterium, the server 101
may reference a rule for washing the garment 104 which
indicates any garment exposed to the bacterium must be
washed 1 hot water (for example, at 80 degrees Celsius).
The server 101 may reference the washing history and
determine that the garment 104 was exposed to the bacte-

rium at 10:00 AM on Friday, Apr. 17, 2015, and the garment
104 was washed at 10:30 AM on the same date. It the doctor
attempts to wear the garment 104 1nto the room 103 at 1:00

PM on Apr. 17, 2015, the server 101 would permait the doctor
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to proceed with the patient visit in the room 103. However,
it the 10:30 AM wash event 1s not detected, and the most
recent wash associated with the identification devices 103 of
the garment 104 occurred on Apr. 16, 2013, then the server
101 would output a notification that the garment 104 should
not be worn 1n the room 103 to prevent the spread of the
bacterium to the patient in room 103. Siumilarly, 11 the most
recent wash record 1ndicates that the garment was washed 1n
water at 70 degrees Celsius, the server 101 would output a

notification that the garment 104 should not be worn 1n the
room 103.

In addition to electromagnetic signaling technology,
embodiments disclosed herein may further leverage visual
identification techniques. For example, the garments may be
provisioned with an element identifiable by a camera sys-
tem. The element may be, for example, a physical object
secured 1n a prominent location on the garment. The element

could be a Universal Product Code (UPC), Quick Response

(QR) code, or a reflective material that produces a unique
spectral signature. In such embodiments, a camera system
may track the movement of these garments.

FIG. 2 1llustrates a system 200 configured to control the
spread of pathogens, according to one embodiment. The
networked system 200 includes a computer 202. The com-
puter 202 may also be connected to other computers via a
network 230. In general, the network 230 may be a tele-
communications network and/or a wide area network
(WAN). In a particular embodiment, the network 230 1s the
Internet.

The computer 202 generally includes a processor 204
which obtains mstructions and data via a bus 220 from a
memory 206 and/or a storage 208. The computer 202 may
also include one or more network interface devices 218,
input devices 222, and output devices 224 connected to the
bus 220. The computer 202 1s generally under the control of
an operating system (not shown). Examples ol operating
systems mclude the UNIX operating system, versions of the
Microsolt Windows operating system, and distributions of
the Linux operating system. (UNIX 1s a registered trademark
of The Open Group 1n the United States and other countries.
Microsolt and Windows are trademarks of Microsoit Cor-
poration 1n the United States, other countries, or both. Linux
1s a registered trademark of Linus Torvalds in the United
States, other countries, or both.) More generally, any oper-
ating system supporting the functions disclosed herein may
be used. The processor 204 1s a programmable logic device
that performs instruction, logic, and mathematical process-
ing, and may be representative of one or more CPUs. The
network interface device 218 may be any type of network
communications device allowing the computer 202 to com-
municate with other computers via the network 230.

The storage 208 i1s representative of hard-disk drives,
solid state drives, flash memory devices, optical media and
the like. Generally, the storage 208 stores application pro-
grams and data for use by the computer 202. In addition, the
memory 206 and the storage 208 may be considered to
include memory physically located elsewhere; for example,
on another computer coupled to the computer 202 via the
bus 220.

The 1nput device 222 may be any device for providing
input to the computer 202. For example, a keyboard and/or
a mouse may be used. The input device 222 represents a
wide variety of mput devices, including keyboards, mice,
controllers, and so on. Furthermore, the mput device 222
may include a set of buttons, switches or other physical
device mechanisms for controlling the computer 202. The
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output device 224 may include output devices such as
monitors, touch screen displays, and so on.

As shown, the memory 206 contains the controller 112,
which 1s an application generally configured to control the
spread of pathogens. More specifically, the controller 112
determines whether garments 250 worn by health care
proiessionals violate any of the rules 216. When a reader 106
at a given location 270 reads an 1denftification (ID) device
105 of a garment 250, the controller 212 may receive a
unique identifier of the ID device 1035 via the network 230.
The controller 212 may then reference the history 217 of the
ID device 105 to determine when the associated garment
250 was previously washed, and any patients that the
garment 250 was exposed to. The controller 212 may further
identily any associated pathogens or other illnesses associ-
ated with the patient in the patient data 2135. If the controller
212 determines that the garment 250 being 1n the location
270 violates one of the rules 216, the controller 212 may
output a notification that the garment 250 needs to be
removed from the location 270. The garments 250 may be
any type of clothing, footwear, accessories, and the like.

For example, a nurse may wear scrubs with an associated
ID device 105 to a first patient’s hospital room. A reader 106
in the first patient’s room may 1dentity the ID device 1035
athxed to the scrubs, and store an indication that the scrubs
were present 1n the first patient’s room 1n the history 217.
The first patient may be 1dentified by a respective ID device
105 that 1s associated with the patient. If the nurse subse-
quently goes to a second patient’s room 1n the hospital, the
reader 106 in the second hospital room may detect the 1D
device 105 of the nurse’s scrubs, and transmit the unique
identifier of the ID device 105 of the scrubs to the controller
212. The controller 212 may use the unique identifier of the
ID device 105 of the scrubs to determine, based on the
history data 217, that the nurse was previously 1n the first
patient’s room. The controller 212 may then reference the
patient data 215 to determine what conditions or pathogens
the first patient has, and identify any rules 216 associated
with the identified pathogens or conditions the first patient
has. For example, if the patient data 2135 indicates the first
patient has chicken pox, the controller 212 may 1dentify a
rule 216 indicating any garments exposed to chicken pox
must be washed 1n a chemical bath to kill the virus. The
controller 212 may also search the history data 217 to
determine whether the scrubs were washed in the chemical
bath subsequent to the nurse’s visit to the first patient. If the
history 217 does not have a record indicating the scrubs were
washed 1 a chemical bath, the controller 212 may send a
notification to the nurse’s user device 212 that the nurse
must remove the scrubs prior to entering the second patient’s
room.

As shown, the storage 208 includes the rules 216, the
history data 217, and patient data 215. The rules 216 include
any type of rule to prevent the spread of pathogens or
illnesses. For example, the rules 216 may specily washing
instructions that are mapped to specific pathogens. The
washing instructions may specily washing methods, timing
of washes, and the like. Stmilarly, the rules 216 may specity
conditions or pathogens which different patients (or classes
of patients) cannot be exposed to. The history 217 includes
a history of an ID device 105 aflixed to each garment 250.
The history 217 therefore includes an indication of each
location 270 where each garment 250 was worn, a time-
stamp of each washing of a garment 250 (and by what
method the garment was washed), and identifiers of any
patients the garment 250 was exposed to. The patient data
215 may include any information about a patient, including
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associated rules 216, medical history, current conditions,
current pathogens, current 1llnesses, and the like.

The user devices 290 may be any type ol computing
device, such as a laptop, tablet computer, smart phone,
pager, desktop computer, and the like. As shown, the user
devices 290 execute an instance of the controller 212, which
1s configured to output notifications on the user devices 290
when a rule 216 1s violated. The locations 270 may be any
location 1n a health care facility, such as patient examination
rooms, operating rooms, reception areas, and the like. The
locations 270 include a reader 106 that 1s configured to read
or receive unique identifiers from ID devices 105. For
example, a washing room 270 may have a reader 106 that
identifies each garment 250 that 1s washed by stafl. When
stafl. washes a garment 250, an entry speciiying the ID
device 105 of the garment 250, a timestamp, and washing
method may be created 1n the history 217. Each location 270
may 1nclude an ID device 105 that may be associated with
a patient (such as when the location 270 1s a hospital room,
and the ID device 1035 1s associated with the patient staying
in the room).

FIG. 3 1s a tlow chart illustrating a method 300 to control
the spread of pathogens, according to one embodiment. The
method 300 begins at step 310, where garments are associ-
ated with one or more ID devices 105. For example, an
RFID chip may be embedded into the collar of lab coats,
scrubs, and the like. At step 320, data reflecting each time a
garment 15 washed may be stored in the history 217. The
recorded data may include a timestamp indicating when the
garment was washed and what techniques were used to wash
the garment. At step 330, patients may be associated with an
ID device 105. For example, an RFID chip 1n a patient’s
room may be associated with the patient (and the patient’s
records 1n the patient data 215). At step 340, an ID device
reader 106 may determine that a first person 1s entering a
first room by receiving the unique i1dentifier from the ID
device 105 associated with a garment of clothing worn by
the first person. At step 350, the controller 212 may deter-
mine a history of the garments worn by the first person based
on the detected 1D devices 105. The controller 212 may, for
example, 1dentity records in the history data 217 specitying
the unique 1dentifier of the ID device 105 worn by the first
person. The records in the history data 217 may indicate
washing history and patients that the garments were exposed
to. At step 360, the controller 212 may determine the clinical
information of a patient in the first room by referencing the
patient data 215. Doing so allows the controller 212 to
identily any relevant pathogens, conditions, and/or rules 216
associated with the first patient. In at least one embodiment,
if the rules 216 are not specified 1n the patient data 213, the
controller 212 may 1dentily rules 216 based on the patho-
gens or other conditions of the patient. At step 370, the
controller 212 may determine whether a rule 216 1s violated.
For example, 1f a rule 216 indicates a garment must be
washed after being exposed to a virus, the controller 212
may check the history 217 to determine whether the garment
was washed after being exposed to the virus. At step 380, the
controller 212 may, upon determining that a rule 1s violated,
output a notification that the rule 1s violated. For example, 1f
the controller 212 determines that the lab coat of the first
person has not been washed since being exposed to the virus,
the controller 212 may output the notification that the lab
coat should not be worn in the first room.

FIG. 4 1s a flow chart illustrating a method 400 corre-
sponding to step 360 to determine a history of garments,
according to one embodiment. As shown, the method begins
at step 410, where the controller 212 executes a loop
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including steps 420-450 for each ID device 105 detected at
step 340. At step 420, the controller 212 may 1dentify each
patient that was previously exposed to the garment based on
entries 1n the history data 217 associated with the current 1D
device 105. At step 430, the controller 212 may 1dentily
climical information for each patient 1dentified at step 420
from the patient data 215. At step 440, the controller 212
may determine the washing history of each garment, which
may include the method and time of each washing. In at least
one embodiment, the controller 212 may impose date and/or
time restrictions on the data searched for at steps 420, 430,
and/or 440 to limit the size of data sets returned by the
respective data stores. At step 4350, the controller 212 may
determine whether any more 1D devices 1035 remain. If more
ID devices 105 were 1dentified at step 340, the method
returns to step 410 to determine the history of the garment.
If no more ID devices 105 remain, the method proceeds to
step 460, where the garment histories are returned.

Advantageously, embodiments disclosed herein provide
precise tracking of garments, the patients the garments are
exposed to, the pathogens or medical conditions of the
patients, and the washing history of each garment. If a rule
related to washing the garment 1s violated, embodiments
disclosed herein output warning notifications to prevent the
spread of pathogens to other people.

The descriptions of the various embodiments of the
present invention have been presented for purposes of
illustration, but are not intended to be exhaustive or limited
to the embodiments disclosed. Many modifications and
variations will be apparent to those of ordinary skill in the
art without departing from the scope and spirit of the
described embodiments. The terminology used herein was
chosen to best explain the principles of the embodiments, the
practical application or technical improvement over tech-
nologies found in the marketplace, or to enable others of
ordinary skill in the art to understand the embodiments
disclosed herein.

In the foregoing, reference 1s made to embodiments
presented 1n this disclosure. However, the scope of the
present disclosure 1s not limited to specific described
embodiments. Instead, any combination of the recited fea-
tures and elements, whether related to diflerent embodi-
ments or not, 1s contemplated to implement and practice
contemplated embodiments. Furthermore, although embodi-
ments disclosed herein may achieve advantages over other
possible solutions or over the prior art, whether or not a
particular advantage 1s achieved by a given embodiment 1s
not limiting of the scope of the present disclosure. Thus, the
recited aspects, features, embodiments and advantages are
merely 1llustrative and are not considered elements or limi-
tations of the appended claims except where explicitly
recited 1n a claim(s). Likewise, reference to “the invention”™
shall not be construed as a generalization of any inventive
subject matter disclosed herein and shall not be considered
to be an element or limitation of the appended claims except
where explicitly recited i a claim(s).

Aspects of the present mnvention may take the form of an
entirely hardware embodiment, an entirely software embodi-
ment (including firmware, resident software, microcode,
etc.) or an embodiment combining software and hardware
aspects that may all generally be referred to herein as a
“circuit,” “module” or “system.”

The present invention may be a system, a method, and/or
a computer program product. The computer program prod-
uct may include a computer readable storage medium (or
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media) having computer readable program instructions
thereon for causing a processor to carry out aspects of the
present 1nvention.

The computer readable storage medium can be a tangible
device that can retain and store instructions for use by an
instruction execution device. The computer readable storage
medium may be, for example, but 1s not limited to, an
clectronic storage device, a magnetic storage device, an
optical storage device, an electromagnetic storage device, a
semiconductor storage device, or any suitable combination
of the foregoing. A non-exhaustive list of more specific
examples of the computer readable storage medium 1ncludes
the following: a portable computer diskette, a hard disk, a
random access memory (RAM), a read-only memory
(ROM), an erasable programmable read-only memory
(EPROM or Flash memory), a static random access memory
(SRAM), a portable compact disc read-only memory (CD-
ROM), a digital versatile disk (DVD), a memory stick, a
floppy disk, a mechanically encoded device such as punch-
cards or raised structures in a groove having instructions
recorded thereon, and any suitable combination of the fore-
going. A computer readable storage medium, as used herein,
1s not to be construed as being transitory signals per se, such
as radio waves or other freely propagating electromagnetic
waves, electromagnetic waves propagating through a wave-
guide or other transmission media (e.g., light pulses passing
through a fiber-optic cable), or electrical signals transmitted
through a wire.

Computer readable program 1nstructions described herein
can be downloaded to respective computing/processing
devices from a computer readable storage medium or to an
external computer or external storage device via a network,
for example, the Internet, a local area network, a wide area
network and/or a wireless network. The network may com-
prise copper transmission cables, optical transmission fibers,
wireless transmission, routers, firewalls, switches, gateway
computers and/or edge servers. A network adapter card or
network interface 1 each computing/processing device
receives computer readable program instructions from the
network and forwards the computer readable program
instructions for storage i a computer readable storage
medium within the respective computing/processing device.

Computer readable program instructions for carrying out
operations of the present invention may be assembler
istructions, instruction-set-architecture (ISA) instructions,
machine 1nstructions, machine dependent instructions,
microcode, firmware instructions, state-setting data, or
either source code or object code written 1n any combination
of one or more programming languages, including an object
oriented programming language such as Smalltalk, C++ or
the like, and conventional procedural programming lan-
guages, such as the “C” programming language or similar
programming languages. The computer readable program
instructions may execute entirely on the user’s computer,
partly on the user’s computer, as a stand-alone software
package, partly on the user’s computer and partly on a
remote computer or entirely on the remote computer or
server. In the latter scenario, the remote computer may be
connected to the user’s computer through any type of
network, including a local area network (LAN) or a wide
area network (WAN), or the connection may be made to an
external computer (for example, through the Internet using
an Internet Service Provider). In some embodiments, elec-
tronic circuitry including, for example, programmable logic
circuitry, field-programmable gate arrays (FPGA), or pro-
grammable logic arrays (PLA) may execute the computer
readable program 1nstructions by utilizing state information
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of the computer readable program instructions to personalize
the electronic circuitry, 1n order to perform aspects of the
present mvention.

Aspects of the present invention are described herein with
reference to flowchart illustrations and/or block diagrams of
methods, apparatus (systems), and computer program prod-
ucts according to embodiments of the invention. It will be
understood that each block of the flowchart illustrations
and/or block diagrams, and combinations of blocks 1n the
flowchart 1llustrations and/or block diagrams, can be imple-
mented by computer readable program instructions.

These computer readable program instructions may be
provided to a processor of a general purpose computer,
special purpose computer, or other programmable data pro-
cessing apparatus to produce a machine, such that the
instructions, which execute via the processor of the com-
puter or other programmable data processing apparatus,
create means for implementing the functions/acts specified
in the flowchart and/or block diagram block or blocks. These
computer readable program instructions may also be stored
in a computer readable storage medium that can direct a
computer, a programmable data processing apparatus, and/
or other devices to function 1n a particular manner, such that
the computer readable storage medium having instructions
stored therein comprises an article of manufacture including
instructions which implement aspects of the function/act
specified 1 the tlowchart and/or block diagram block or
blocks.

The computer readable program instructions may also be
loaded onto a computer, other programmable data process-
ing apparatus, or other device to cause a series of operational
steps to be performed on the computer, other programmable
apparatus or other device to produce a computer imple-
mented process, such that the mstructions which execute on
the computer, other programmable apparatus, or other
device implement the functions/acts specified 1n the flow-
chart and/or block diagram block or blocks.

The tflowchart and block diagrams in the Figures illustrate
the architecture, functionality, and operation of possible
implementations of systems, methods, and computer pro-
gram products according to various embodiments of the
present invention. In this regard, each block in the flowchart
or block diagrams may represent a module, segment, or
portion of 1nstructions, which comprises one or more
executable instructions for implementing the specified logi-
cal function(s). In some alternative implementations, the
tfunctions noted 1n the block may occur out of the order noted
in the figures. For example, two blocks shown 1n succession
may, in fact, be executed substantially concurrently, or the
blocks may sometimes be executed in the reverse order,
depending upon the functionality involved. It will also be
noted that each block of the block diagrams and/or flowchart
illustration, and combinations of blocks in the block dia-
grams and/or flowchart illustration, can be implemented by
special purpose hardware-based systems that perform the
specified functions or acts or carry out combinations of
special purpose hardware and computer instructions.

Embodiments of the invention may be provided to end
users through a cloud computing infrastructure. Cloud com-
puting generally refers to the provision of scalable comput-
Ing resources as a service over a network. More formally,
cloud computing may be defined as a computing capability
that provides an abstraction between the computing resource
and 1ts underlying technical architecture (e.g., servers, stor-
age, networks), enabling convenient, on-demand network
access 1o a shared pool of configurable computing resources
that can be rapidly provisioned and released with minimal
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management effort or service provider interaction. Thus,
cloud computing allows a user to access virtual computing
resources (e.g., storage, data, applications, and even com-
plete virtualized computing systems) 1n “the cloud,” without
regard for the underlying physical systems (or locations of
those systems) used to provide the computing resources.

Typically, cloud computing resources are provided to a
user on a pay-per-use basis, where users are charged only for
the computing resources actually used (e.g. an amount of
storage space consumed by a user or a number of virtualized
systems instantiated by the user). A user can access any of
the resources that reside in the cloud at any time, and from
anywhere across the Internet. In context of the present
invention, a user may access applications or related data
available 1n the cloud. For example, the controller 212 could
execute on a computing system 1n the cloud and emait
notifications when rules 216 are violated in a health care
environment. In such a case, the controller could receive
data regarding garment exposure to patients and store his-
tory data 217 at a storage location in the cloud. Doing so
allows a user to access this information from any computing
system attached to a network connected to the cloud (e.g.,
the Internet).

While the foregoing i1s directed to embodiments of the
present invention, other and further embodiments of the
invention may be devised without departing from the basic
scope thereof, and the scope thereof 1s determined by the
claims that follow.

What 1s claimed 1s:

1. A method, comprising:

recerving clinical information of a {irst patient present 1n

a room, wherein the clinical information comprises a
disease type of the first patient and 1s recerved from a
digital record of the first patient, the digital record
having been accessed based on a first identifier of a first
identification device 1n the room;

recerving a second 1dentifier from a second 1dentification

device associated with a garment worn by a health care
proiessional 1n the room;

receiving a history of the garment based on the second

identifier; and

upon determining that the history of the garment violates

a predefined rule associated with—the clinical infor-
mation of the first patient, outputting a notification of
the violation.

2. The method of claim 1, wherein the history of the
garment comprises: (1) a set of patients previously exposed
to the garment, (1) clinical information of each of the
patients 1n the set of patients previously exposed to the
garment, and (111) a washing history of the garment, wherein
the washing history specifies, for each of a plurality of
washes of the garment, a respective date, time, and washing
method.

3. The method of claim 1, wherein the rule comprises one
of: (1) a set of medical conditions the first patient cannot be
exposed to, (1) a required method of washing the garment,
and (111) a required timing of washing the garment, the
method further comprising prior to receiving the clinical
information:

associating the first patient with the first identifier of the

first 1dentification device 1n the room;

identifying the first patient based on the first identifier of

the first identification device 1n the room; and
referencing a data store storing the digital record of the
first patient using the first identifier of the first 1denti-
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fication device wherein the first patient 1s of a plurality
of patients having a respective digital record 1n the data
store.
4. The method of claim 3, wherein the required method of
washing the garment and the required timing of washing the
garment are based on a medical condition, wherein each of
a plurality of required methods of washing the garment are
based on a respective medical condition, wherein each of a
plurality of required washing times are based on a respective
medical condition.
5. The method of claim 1, wherein the clinical information
stored 1n the digital record of the first patient further com-
prises: (1) a pathogen type of the first patient, (11) an allergy
of the first patient, and (111) a medical condition of the first
patient.
6. The method of claim 1, where the 1dentification devices
comprise one or more of: (1) an radio frequency identifica-
tion (RFID) device, (11) a global positioning system (GPS)
device, (111) a Bluetooth device, and (1v) a near field com-
munication (NFC) device.
7. The method of claim 1, wherein the garment was
previously exposed to a second patient, the method further
comprising;
determining, based on a digital record of the second
patient, that the second patient has a first disease; and

determining that the rule specifies that the first patient
does not have the first disease and should not be
exposed to the first disease, wherein outputting the
notification of the violation prevents the health care
proiessional from wearing the garment 1n the room of
the first patient.
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