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METHODS, SYSTEMS AND
MACHINE-READABLE MEDIA FOR

PROVIDING SECURITY SERVICES

CROSS-REFERENCES TO RELATED
APPLICATIONS

This application 1s a continuation of U.S. patent applica-
tion Ser. No. 13/841.,498, filed Mar. 15, 2013, which 1s
hereby incorporated by reference in 1ts entirety for all
pPUrposes.

BACKGROUND

The present disclosure relates generally to systems, meth-
ods and machine-readable media for providing security
services. More particularly, this disclosure relates to sys-
tems, methods and machine-readable media for providing
security services to software applications, including authen-
tication, authorization, auditing, single sign on, security
policy enforcement, key management and distribution,
secure communication, secure data storage, and secure data
sharing, among others.

BRIEF SUMMARY

Systems, methods and machine-readable media for pro-
viding a security service are disclosed. According to a
feature of the present disclosure, the system includes a
memory and a processor. The memory may be used for
storing a plurality of application data, each application data
associated with a software application and comprising an
application object code. The processor may comprise a
security manager application module. The security manager
application module may be responsive to a request, via the
soltware application, for the security service from the appli-
cation object code modified by an object code modification
module, the modified application object code facilitates
transmission of the request for the security service to the
security manager application module.

In one embodiment, the object code modification module
may be used to modity the application object code by at least
one of introducing a dynamic or static library, adding a load
command, symbol replacement, swizzling, and iterposing.
In another embodiment, the security manager application
module may generate security artifacts selected from a
group consisting of authentication tokens, authentication
keys and secure communication channels, the security man-
ager application module transmitting the security artifacts to
the software application 1n response to receiving the request
for the security service. The application object code received
and modified by the object modification module may be 1n
an unsigned form.

According to a feature of the present disclosure, the
application object code may be converted by an object code
signature conversion module from a signed form to an
unsigned form prior to modification of the application object
code by the object code modification module, and converted
from an unsigned form to a signed form after modification
of the application object code by the object code modifica-
tion module. In one embodiment, the object code modifica-
tion module may convert the application object code from a
signed form to an unsigned form prior to modification of the
application object code, and may convert the application
object code from an unsigned form to a signed form after
modification of the application object code.
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In one embodiment, the modification of the application
object code may include modifying at least one of a pro-
grammatic interface, class, object and function utilized by
the software application. The modification of the application
object code may include an introduction of a policy engine
for ensuring compliance with security policies. The security
policies may be selected from a group consisting of data
leakage prevention and access control policies.

According to a feature of the present disclosure, the
security manager application module may include a policy
engine for ensuring compliance of the software application
with security policies. The security manager application
module may transmit the security policies to the software
application for execution. The security policies may apply to
at least one of a portion of the software application, a single
soltware application, and a plurality of software applica-
tions. In one embodiment, the policy engine 1s a dynamic
policy engine, the security policies based on at least one
factor selected from a group consisting of execution context,
external events, explicit policy redefinition, and changing
group and role membership. In another embodiment, the
security policies are retrieved from a remote policy server.
In yvet another embodiment, a first software application
retrieves the security policies from the remote policy server
and a second software application retrieves the security
policies from the first software application. The data result-
ing from execution of the policy engine may be transmitted
to the security manager application module and/or the policy
SErver.

According to a feature of the present disclosure, the
security manager application module, responsive to the
request, via the software application, for the security service,
may facilitate the security service if the software application
1s signed with a public key infrastructure (PKI) key. The
security manager application module may confirm that the
soltware application and associated computing platiorm
have not been compromised, and may verily the signature of
the software application. In one embodiment, the plurality of
application data include a common key. In another embodi-
ment, the security manager application module may be
responsive to a registration request from the software appli-
cation to establish application trust. The security manager
application module may prompt a user to mput an applica-
tion registration passcode, and generate a key to establish
application trust using the application registration passcode
to facilitate the security service provided by the security
manager application module to the software application.

In another embodiment, the security manager application
module may provide the key to the soitware application to
allow the software application transmit the request for the
security service to the security manager application module.
The application data may include an application data pro-
tection key generated by the software application or the
security manager application module. The application data
protection key may be encrypted and decrypted by a corre-
sponding data protection root key maintained with the
security manager application module. In one embodiment,
the application data protection key may perform at least one
of encrypting and decrypting an object data protection key
to facilitate data object transier from a first software appli-
cation to a second software application. The security man-
ager application module may generate a data-sharing key for
encrypting the object data protection key prior to transier-
ring the data object and the object data protection key from
the first software application to the second software appli-
cation. The data-sharing key may also be used for decrypting
the object data protection key after transierring the data
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object and the object data protection key from the first
software application to the second software application.
According to an embodiment of the present disclosure, at
least one of the security manager application module and the
first software application may also decrypt the object data
protection key for the data object with the application data
protection key of the first software application, and encrypt
the object data protection key for the data object with the
application data protection key of the second software
application.

According to a feature of the present disclosure, a com-
puter-implemented method for providing a security service
1s provided. The method may be implemented on a processor
in communication with a memory having a plurality of
application data, each application data associated with a
soltware application and comprising an application object
code. The method may include retrieving the application
object code corresponding to the software application from
memory, and receiving a modification of the application
object code to allow the software application to transmit a
request for the secure service, the modification comprising,
at least one of introducing a dynamic or static library, adding
a load command, symbol replacement, swizzling, and inter-
posing. The method may further include receiving, via the
processor, the request for the security service, and providing,
via the processor, the security service.

In one embodiment, the application object code 1s con-
verted from a signed form to an unsigned form prior to
modification, and converted from an unsigned form to a
signed form after modification. The modification of the
application object code may include introducing a policy
engine for ensuring compliance with a security policy. The
security policy may apply to at least one of a portion of the
soltware application, a single software application, and a
plurality of software applications. The security policy may
be selected from a group consisting of a data leakage
prevention policy and an access control policy. In one
embodiment, the policy engine 1s a dynamic policy engine,
the security policies based on at least one factor selected
from a group consisting of execution context, external
events, explicit policy redefinition, and changing group and
role membership.

In one embodiment, the computer-implemented method
includes confirming, via the processor, that the software
application and associated computing platform have not
been compromised, and veritying, via the processor, a PKI
key signature of the software application. Also, the com-
puter-implemented method may include receiving a regis-
tration request from the software application to establish
application trust prior to receiving a request for the security
service, and prompting a user, via the processor, to mput an
application registration passcode. The method may further
include generating a key, via the processor, to establish
application trust using the application registration passcode,
and providing, via the processor, the key to the software
application to allow the software application to transmit the
request for the security service.

According to a feature of the present disclosure, the
computer-implemented method may include generating an
application data protection key by the processor, retrieving
a corresponding data protection root key from the memory,
and encrypting, via the processor, the application data pro-
tection key using the corresponding data protection root key.
In one embodiment, the computer-implemented method may
include decrypting, via the processor, an object data protec-
tion key for a data object with the application data protection
key of a first software application; generating, via the
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processor, a data-sharing key for at least one of encrypting
and decrypting the object data protection key; encrypting,
via the processor, the object data protection key using the
data-sharing key; transferring the data object and the
encrypted object data protection key from the first software
application to a second software application; decrypting, via
the processor, the object data protection key using the
data-sharing key; and encrypting, via the processor, the
object data protection key for the data object with the
application data protection key of the second software
application.

According to a feature of the present disclosure, machine-
readable media are provided. The machine readable media
may provide instructions, which when read by a machine
having a processor and a memory, cause the machine to
perform operations according to the methods of the present
disclosure.

BRIEF DESCRIPTION OF THE DRAWINGS

The above-mentioned features and objects of the present
disclosure will become more apparent with reference to the
following description taken in conjunction with the accom-
panying drawings wherein like reference numerals denote
like elements and 1n which:

FIG. 1 1illustrates a block diagram of a system for pro-
viding a security service, according to an embodiment of the
present disclosure.

FIG. 2 illustrates a block diagram of a centralized security
manager application module for providing centralized secu-
rity services to other software applications residing on the
same platform, according to an embodiment of the present
disclosure.

FIG. 3 illustrates an exemplary block diagram of an object
code modification, according to an embodiment of the
present disclosure.

FIG. 4 1s an exemplary block diagram illustrating a
security manager application module transmitting security
artifacts to other software applications, according to an
embodiment of the present disclosure.

FIG. 5 1s an exemplary block diagram illustrating a
method of moditying the behavior of software applications
by means of modilying existing application object code,
according to an embodiment of the present disclosure.

FIGS. 6-11 1llustrate exemplary block diagrams of meth-
ods for moditying the behavior of a software application by
injecting a policy engine 1n the object code, according to an
embodiment of the present disclosure.

FIG. 12 1s an exemplary block diagram illustrating a
method of establishing trust between software applications
using a security manager application module, according to
an embodiment of the present disclosure.

FIG. 13 1s an exemplary block diagram illustrating a
security manager application module 1 communication
with software applications having a common key, according
to an embodiment of the present disclosure.

FIG. 14 1s an exemplary block diagram illustrating pass-
code registration of soiftware applications to establish trust
with the security manager application module, according to
an embodiment of the present disclosure.

FIG. 15 1s an exemplary block diagram 1llustrating the use
of application data protection keys to maintain security
within software applications, according to an embodiment of
the present disclosure.

FIG. 16 1s an exemplary block diagram illustrating a
method for securely transferring the data object from a
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source (first) application to a destination (second) applica-
tion, according to an embodiment of the present disclosure.

FIG. 17 1s an exemplary block diagram illustrating
another method for securely transferring the data object
from a source (first) application to a destination (second)

application, according to an embodiment of the present
disclosure.

DETAILED DESCRIPTION

The following detailed description includes representative
examples utilizing numerous features and teachings, both
separately and in combination, and describes numerous
embodiments 1n further detail with reference to the attached
drawings. This detailed description 1s merely intended to
teach a person of skill in the art further details for practicing
preferred aspects of the present teachings and 1s not intended
to limit the scope of the claims. Therefore, combinations of
teatures disclosed 1n the following detailed description may
not be necessary to practice the teachings in the broadest
sense, and are instead taught merely to describe particularly
representative examples of the present teachings.

Some portions of the detailed descriptions that follow are
presented in terms of algorithms and sequences of opera-
tions which are performed within a computer memory.
These algorithmic descriptions and representations are the
means used by those skilled in the data processing arts to
most effectively convey the substance of their work to others
skilled 1n the art. An algorithm or sequence of operations 1s
here, and generally, conceived to be a self-consistent
sequence of steps leading to a desired result. The steps are
those requiring physical manipulations of physical quanti-
ties. Usually, though not necessarily, these quantities take
the form of electrical or magnetic signals capable of being
stored, transierred, combined, compared, and otherwise
manipulated.

It should be borne 1n mind, however, that all of these and
similar terms are to be associated with the appropriate
physical quantities and are merely convenient labels applied
to these quantities. Unless specifically stated otherwise as
apparent from the following discussion, it 1s appreciated that
throughout the description, discussions utilizing terms such
as “processing’ or “computing’ or “calculating” or “deter-
mimng” or “displaying™ or the like, refer to the action and
processes of a computer system, or similar electronic device,
that manipulates and transforms data represented as physical
(electronic) quantities within the computer system’s regis-
ters and memories into other data similarly represented as
physical quantities within the electronic device’s memory or
registers or other such information storage, transmission or
display devices.

The methods presented herein are not inherently related to
any particular electronic device or other apparatus. Various
general purpose systems may be used with programs in
accordance with the teachings herein, or it may prove
convenient to construct a more specialized apparatus to
perform the required method steps. The required structure
for a variety of these systems will appear from the descrip-
tion below. It will be appreciated that a variety of program-
ming languages may be used to implement the teachings of
the embodiments as described herein.

The present patent document describes unique systems,
methods and machine-readable media for providing security
services to software applications on devices, including
mobile devices. These security services may include authen-
tication, authorization, auditing, single sign on, security
policy enforcement, key management and distribution,
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secure communication, secure data storage, and secure data
sharing, among others. To this end, numerous protocols and
standards are discussed and used in combination with the
embodiments discussed herein. Although the embodiments
described herein may be used in combination with any
protocol or standard, the following protocols and standards
are incorporated herein by reference 1n their entirety: IETF

RFC 2631 (Dithie-Hellman); IEEE 1363; IETF RFC 3280
(X.509 Public Key Infrastructure); IETF RFC 4120 (Ker-
beros V3); IETF RFC 4178 (SPNEGQO); IETF RFC 2616
(HTTP 1.1); IETF RFC 4559; IETF RFC 4556 (PKINIT for
Kerberos); IETF RFC 6101/2246/5246 (SSL/TLS); SAML
V1.0/1.1/2.0; OpenlD; Oauth; WS-Federation; and OATH
HOTP/TOTP/OCRA.

In one embodiment, a centralized security services archi-
tecture for mobile devices 1s provided using a security
manager application. One feature of the present disclosure
includes the combination of the centralized security manager
application and the integration of other applications with the
services provided by the security manager application by
means ol post-compile object code modifications.

FIG. 1 1llustrates a block diagram of a system 100 for
providing a security service, according to an embodiment of
the present disclosure. The system 100 may include a
computing device 102 that can access remote devices 104,
via a network 106.

In one embodiment, the computing device 102 may
include a memory 108 and a processor 110. The memory 108
may be used for storing a plurality of application data, each
application data associated with a software application and
comprising an application object code.

As can be appreciated, the memory 108 may be used to
store and/or retrieve data, for example, 1n response to end
user actions. As 1s well known, the memory may include
database categories that can be divided or cross-correlated,
and any combination of databases and the like can be
provided from within a server. In one embodiment, any
portion of the databases can be provided remotely over the
network 106. The external data from an external database
can be provided 1n any standardized form which the device
102 can understand. For example, an external database at a
provider can advantageously provide end-user data in
response to requests from server in a standard format, such
as, for example, name, user i1dentification, and computer
identification number, and the like, and the end-user data
blocks are transformed into a function call format which
code modules can understand.

As can be appreciated, the memory 108 may be a storage
device such as a machine-readable medium, which may be
any mechanism that provides (1.e. stores and/or transmits)
information in a form readable by a processor. For example,
the machine-readable medium may be a read only memory
(ROM), a random access memory (RAM), a cache, a hard
disk drive, a floppy disk drive, a magnetic disk storage
media, an optical storage media, a flash memory device or
any other device capable of storing information. Addition-
ally, machine-readable medium may also comprise com-
puter storage media and communication media. Machine-
readable medium includes wvolatile and non-volatile,
removable and non-removable media implemented in any
method or technology for storage of information such as
computer-readable 1nstructions, data structures, program
modules or other data. Machine-readable medium also
includes, but 1s not limited to, RAM, ROM, EPROM.,
EEPROM, flash memory or other solid state memory tech-
nology, CD-ROM, DVD, or other optical storage, magnetic
cassettes, magnetic tape, magnetic disk storage or other
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magnetic storage devices, or any other medium which can be
used to store the desired information and which can be
accessed by a computer.

The computing device 102 may also include one or more
tfunctional modules, electrically and/or physically coupled to
the processor 110, including a security manager application
module 112. As used herein, the term module refers to logic
embodied 1n hardware and/or firmware, or to a collection of
soltware 1nstructions, possibly having entry and exit points,
written 1 a programming language, such as, for example,
C++. A software module may be compiled and linked 1nto an
executable program, or istalled 1n a dynamaic link library, or
may be written 1n an interpretive language such as BASIC.
It will be appreciated that software modules may be callable
from other modules, and/or may be invoked 1n response to

detected events or interrupts. Software instructions may be
embedded 1n firmware, such as an EPROM. It will be further

appreciated that hardware modules may be comprised of
connected logic units, such as gates and flip-flops, and/or
may be comprised of programmable units, such as program-
mable gate arrays. The modules described herein are pret-
erably implemented as soiftware modules, but could be
represented in hardware and/or firmware.

In one embodiment, each module 1s provided as a modular
code object, where the code objects typically interact
through a set of standardized function calls. In one embodi-
ment, the code objects are written 1n a suitable software
language such as C++, but the code objects can be written 1n
any low level or high level language. In one embodiment,
the code modules are implemented in C++ and compiled on
a computer running on a Windows platform, 10S platform,
Android platiorm, and the like. Artisans of skill in the art
will recognize that any number of implementations, includ-
ing code implementations directly to hardware, are also
possible.

The security manager application module 112 may be
operatively coupled to an application object code modified
by an object code modification module 114 and/or an object
code signature conversion module 116. The security man-
ager application module 112 may be responsive to a request,
via the software application, for a security service, for
example, secure communication on the network 106. The
object code modification module 114 and/or the object code
signature conversion module 116 may modily the applica-
tion object code to facilitate transmission of the request for
the security service to the security manager application
module 112. The modified application object code for each
application data may be stored 1in the memory 108.

FI1G. 2 1llustrates a block diagram of a centralized security
manager application module 112 for providing centralized
security services 117 to other software applications 118-122
residing on the same platform, according to an embodiment
of the present disclosure. As can be appreciated, the other
soltware applications 118-122 may be linked to the central-
1zed security services 117 by means of modifying existing
application object code 124-128, not by modifying source
code 1n the other software applications 118-122. In one
embodiment, the object code modification 124-128 may
involve njecting dynamic or static libraries, adding a load
command, symbol replacement, swizzling, and iterposing,
among other known object code modification techniques.
Artisans skilled 1 the art would recogmize that the term
modification may comprise addition, replacement, and/or
deletion. FIG. 3 1llustrates an exemplary block diagram of an
object code modification, according to an embodiment of the
present disclosure.
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In one embodiment, secunity artifacts, such as authenti-
cation tokens, keys, credentials, single sign-on tokens, 1den-
tifiers, security policies, security commands, security con-
figurations, session handles, session tokens, and secure
communications channels may be generated by the security
manager application module 112 and distributed on-demand

to the other software applications 118-122. FIG. 4 1s an
exemplary block diagram illustrating the security manager
application module 112 transmitting security artifacts 130-
134 to the other software applications 118-122, according to
an embodiment of the present disclosure.

As can be appreciated, the security manager application
module 112 may be a particular soitware application built
specifically for that purpose ({or example a secure container
application). In another embodiment, the security manager
application module 112 may be a modified mobile applica-
tion, for example, the first application 1nstalled or launched
on a given device, where the security manager functionality
1s part ol the object code modifications described above. In
one embodiment, a system with a special-purpose security
manager application module may be preferred to minimize
the duplication of code and functionality across multiple
applications, but 1t 1s not required.

Artisans of skill in the art would recognize that there are
several methods for moditying the object code. In one
embodiment, a phase of the object code modifications 124-
128 may be performed dynamaically at the time of execution
of the software application 118-122. This may allow the
object code modifications 124-128 and resulting application
behavior modifications to be determined based on data that
1s available at that time in the specific context of that
execution.

FIG. 5 1s an exemplary block diagram illustrating a
method of modifying the behavior of software applications
118-122 by means of moditying existing application object
code, according to an embodiment of the present disclosure.
The modification process may be performed 1n two phases.
The first phase of the object code modification process may
be performed belore the software application 118-122 1s
installed on the platform where it will execute, resulting 1n
an intermediate modified application object code 130. The
second phase of the object code modification process may be
performed after the software application 118-122 1s installed
on the platform where it will execute, resulting in a final
modified application object code 131.

In one embodiment, the second phase of the object code
modification process may be performed by the intermediate
modified application object code 130 on 1itsell. In another
embodiment, the first and second phases of the object code
modification process may be performed differently based on
configuration and/or policy. As can be appreciated, the
second phase of the object code modification process may be
performed differently each time the application starts execu-
tion and/or during execution based on various factors,
including but not limited, to the execution context, external
events, explicit policy redefimition, various counters, and
changing group and role membership of the user that owns
the mobile device. In another embodiment, the second phase
of the object code modification process may include loading
some new object code from an external source.

According to an embodiment of the present disclosure,
the object code modifications 124-126 may be used to
modily the behavior of software applications 118-122 in a
way that does not break existing application functionality.
This may be accomplished by having the modified object
code executed by the platform or operating system before
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the original unmodified application code 1s executed by the
platform or operating system.

In one embodiment, a method of analyzing and modifying
the behavior of software applications 118-122 by means of
moditying existing application object code (not by modify-
ing the application source code) i1s provided. The method
may 1include analyzing the unmodified application object
code and any associated configuration information to deter-
mine how 1t will be executed by the platform or operating,
system that 1t 1s mntended to run on 1n order to extract an
application execution profile; moditying the unmodified
application object code and any associated configuration
information in such a way that 1t 1s no longer used directly
by the platform or operating system; using the application
execution profile to reproduce how the unmodified applica-
tion 1s executed by the platform or operating system 1n new
object code, optionally with new associated configuration
information; and combining the new object code with the
unmodified application object code, resulting in the modi-
fied application object code 124-128.

In one embodiment, the modified object code 124-128
may include a dynamic library that i1s injected into the
software application 118-122. As can be appreciated, a new
load command that references the dynamic library may be
added to a list of existing load commands present in the
unmodified application object code.

As can be appreciated, the mput to the object code
modification process may be an unmodified mobile appli-
cation object code 1n an unsigned form and the output from
the object code modification process may be a modified
mobile object code 1n an unsigned or signed form. In one
embodiment, the process to convert the signed form of the
unmodified mobile application object code to the unsigned
form of the unmodified mobile application object code may
be performed betore the object code modification process. In
another embodiment, the process to convert the unsigned
form of the modified mobile application object code to the
signed form of the modified mobile application object code
may be performed after the object code modification pro-
cess. In yet another embodiment, the process to convert the
unsigned form of the intermediate modified mobile appli-
cation object code to the signed form of the intermediate
modified mobile application object code may be performed
aiter the first phase of the two-phase object code modifica-
tion process previously described.

In one embodiment, the object code signature conversion
module 116, shown 1n FIG. 1, may be used to convert the
application object code from a signed form to an unsigned
form prior to modification of the application object code by
the object code modification module 114, and may be used
to convert the application object code from an unsigned
form to a signed form after modification of the application
object code by the object code modification module 114.

As can be appreciated, the conversion of the signed form
of the unmodified application object code to the unsigned
form of the unmodified application object code and/or the
conversion of the unsigned form of the modified application
object code to the signed form of the modified application
object code may be performed as part of the object code
modification process. The modified object code 124-128
may include modifications to the behavior of existing pro-
grammatic interfaces, classes, objects, and/or functions
within the application itself or which the application uses.
The programmatic interfaces, classes, objects, and/or func-
tions may be provided by the mobile device platiorm.

In one embodiment, the process may result in an existing,
programmatic interface, class, object, or function being
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blocked, removed, replaced with an alternative implemen-
tation, and/or modified 1n part or in 1ts entirety. In another
embodiment, the process may result in new programmatic
functionality being executed before and/or after an existing
programmatic 1nterface, class, object, or function being
used. In yet another embodiment, the process may result in
new programmatic functionality being executed instead of
an existing programmatic interface, class, object, or func-
tion, even though the existing programmatic interface, class,
object, or function 1s still present 1n the object code.

As can be appreciated, the object code modifications
124-128 may be organized in modules, where each module
implements a part of the object code modifications 124-128
and the set of modules that are applied to the application
during the object code modification process may be con-
trolled by configuration and/or policy. The set of modules
that are applied to the software application 118-122 during
the object code modification process may be determined
during the first phase and/or the second phase of the two-
phase object code modification process previously
described. The set of modules that are applied to the
soltware application 118-122 during the object code modi-
fication process may also be determined by a configuration
file delivered with the application.

According to an embodiment of the present disclosure, a
method of moditying the storage behavior of software
applications 118-122 by means of modifying existing appli-
cation object code (not by moditying the application source
code) 1s provided. The method may include replacing, using
existing interposing or swizzling techniques, existing pro-
grammatic mterfaces or functions that the unmodified appli-
cation calls directly for storage of data with new interfaces
or functions. The new programmatic iterfaces or functions
may be used to encrypt data when 1t 1s written and/or decrypt
data when 1t 1s read. The new programmatic interfaces or
functions may also call the existing programmatic interfaces
or functions. As can be appreciated, the existing program-
matic iterfaces or functions may be provided by the mobile
device platform. The existing programmatic interfaces or
functions may be a part of the POSIX I/O API.

According to an embodiment of the present disclosure, a
method of moditying the communication behavior of soft-
ware applications 118-122 by means of modifying existing
application object code 1s provided. The method may
include pausing a communications request from the software
application 118-122 using the modified application object
code. The modified application object code may be used to
check whether necessary security artifacts are present in the
communications request. In one embodiment, 11 the neces-
sary security artifacts are not present in the communications
request, the modified application object code may retrieve
the necessary security artifacts. After retrieving the neces-
sary security artifacts, the modified application object code
may add them to the communications request and may allow
the communications request to continue. As can be appre-
ciated, the communications request may be a network com-
munications request.

The secunty artifacts may be authentication tokens, keys,
credentials, single sign-on tokens, 1dentifiers, security poli-
cies, security commands, security configurations, session
handles, session tokens, or secure communications channels.
The security artifacts may be retrieved from a server and/or
a security manager application module 112.

FIGS. 6-11 1llustrate exemplary block diagrams of meth-
ods for moditying the behavior of a soiftware application
118-122 by 1jecting a policy engine 132 1n the object code,
according to an embodiment of the present disclosure. The
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method may include 1njecting a policy engine 132-136 into
the software application 118-122 that ensures the software
application 118-122 complies with security policies, includ-
ing data leakage prevention policies, access control policies,
and the like.

As can be appreciated, the soitware applications 132-136
may be linked to the security services provided by the
security manager application module 112, as shown 1n FIGS.
7-9. As shown 1n FIG. 8, the policies enforced by the policy
engine 132-136 may change in real-time (are dynamic). This
may be based on various factors, including but not limited
to, the execution context, various counters, external events,
explicit policy redefinition, and changing group and role
membership of the user of the device.

As shown 1n FIGS. 7-11, the security manager application
module 112 may optionally include a policy engine 137. The
policy engine 132-136 may support processing ol com-
mands sent to the software application 118-122, including
remote lock, wipe, disablement, and the like. The processing,
of a wipe command may result 1n the software application
118-122 being set back to 1ts initial (unused) state. The
individual policies (and commands) may apply to all sofit-
ware applications 118-122, a portion of the software appli-
cations 118-122, a single software application 118, or a part
of a software application 118.

The policies (and commands) may be retrieved by each
software application 118-122 from the security manager
application module 112, as shown 1n FIG. 9. Alternatively,
as shown 1n FIG. 10, the policies (and commands) may be
retriecved by each software application 118-122 from a
policy server 138 that 1s external to the device. In one
embodiment, the policies (and commands) may be retrieved
by each software application 118-122 from the security
manager application module 112, which retrieves policies
(and commands) from the policy server 138 that 1s external
to the device. As shown in FIG. 11, the policies (and
commands) may also be retrieved by each software appli-
cation 118-122 (including the security manager application
module 112) from another software application 118-122 that
previously retrieved the policies (and commands). As can be
appreciated, the retrieval of policies (and commands) by
cach soltware application 118-122 (including the security
manager application module 112) may be performed using
various methods including, but not limited to, push mecha-
nisms, pull mechanisms, polling, callback functions, regis-
tering for events, broadcasts, and the like.

In one embodiment, the enforcement of a policy or the
execution of a command may result 1n execution results
being generated. The execution results may be sent back to
the security manager application module 112 and/or the
policy server 138. In one embodiment, the execution results
may be audit events. The execution results may be data used
for the purpose of gathering statistics about the usage of an
application. The execution results may also be data used for
the purpose of determining how long 1t has been since one
or more soltware applications 118-122 have been used. As
can be appreciated, the method by which policies may be
enforced and commands may be executed 1n each software
application 118-122 may involve the object code modifica-
tion process previously described.

Artisans of skill 1n the art would recognize that several
securities services may be provided to the software appli-
cations 118-122 by the security manager application module
112 after their object code 1s modified. For example, security
services may include authentication, authorization, auditing,
single sign-on, protection of data at rest, protection of data
in transit, data leakage protection policy enforcement, access

10

15

20

25

30

35

40

45

50

55

60

65

12

control policy enforcement, application command execu-
tion, key management, key distribution, secure data sharing
between programs, secure communication between software
applications 118-122, provisioning, application lifecycle
management, compromised platform detection, compro-
mised application detection, and the like.

Additionally, artisans skilled in the art would recognize
that there are several types of authentication, single sign on,
data leakage protection policies, access control policies,
application commands and security artifacts that may be
used. Types of authentication may include password, PKI
certificate, challenge/response, one time password, security

token, biometrics, and the like. Types of single sign-on may
include Kerberos, NTLM, SAML, OpenlD, OAuth, WS-

Fed, password, HTTP Cookie, and the like. Types of data

leakage protection policies that can be enforced may include
no oflline storage, no backups, restrict open-in to trusted
applications, restrict copy/paste to trusted applications, no
email, no messaging, no chat, no social sharing, no printing,
and the like. Types of access control policies that can be
enforced may include authentication strength, authentication
frequency, 1dle timeout, authentication session duration, list
of enabled applications, website and web-service blacklist/
whitelist, compromise detection, 1mactivity duration, time-
fence, geo-fence, and the like. Types of application com-
mands that can be executed may include application
disablement, remote lock, remote wipe, and the like. Types
of security artifacts distributed to software applications
118-122 may include user credentials, authentication tokens,
single sign-on tokens, 1dentifiers, data leak protection poli-
cies, application policies, application commands, applica-
tion configurations, and the like.

As can be appreciated, the security manager application
module 112 may be used to establish trust between software
applications 118-122 on a device, such as a mobile device,
in a manner that provides security services and sensitive data
to trusted applications. FIG. 12 1s an exemplary block
diagram 1llustrating a method of establishing trust between
soltware applications 118-122 using the security manager
application module 112, according to an embodiment of the
present disclosure. The security manager application module
112, responsive to a request, via the software application
118-122, for the security service, facilitates the security
service 1f the software application 118-122 1s signed with a
common PKI key. The signature of each software applica-
tion 118-122 may be verified when the software application
118-122 1s 1nstalled by leveraging existing computing plat-
form capabilities and/or the security manager application
module 112. The computing platform may verily signature
ol each software application 118-122 via a platform signa-
ture verification module 142, while the security manager
application module 112 may verily signature of each soft-
ware application 118-122 via a security manager application
signature verification module 140, as shown in FIG. 12. In
one embodiment, the security manager application module
112 may be used to confirm that the software application
118-122 and associated computing platform have not been
compromised, and verity the signature of the software
application 118-122.

The signature of each software application 118-122 may
be verified at runtime, either leveraging existing computing,
platform capabilities and/or by the security manager appli-
cation module 112. A shared communication mechanism
available to software applications 118-122 signed with the
same PKI key may be used to establish trust with the
security manager application module 112 and the rest of the




US 9,563,772 B2

13

trusted software applications 118-122. An example of such
a shared communication mechanism on the 10S platform 1s
writing data to a keychain.

In one embodiment, an identifier contained 1n or associ-
ated with a certificate of the PKI key may be added to each
of a group of software applications 118-122 in order for
them to trust each other.

In another embodiment, all applications are built with a
common key embedded in them. In such instance, the
plurality of application data comprise the common key. FIG.
13 i1s an exemplary block diagram illustrating a security
manager application module 112 in communication with
software applications 118-122 having a common key 144,
according to an embodiment of the present disclosure. When
the software application 118-122 wants to be trusted, 1t may
initiate a communication exchange with a communication
exchange verification module 146 of the security manager
application module. This communication exchange may be
encrypted and optionally signed or MACed with the com-
mon key 144. As can be appreciated, any of a multitude of
specific and well-known cryptographic mechanisms can be
used 1n this communication exchange to verily that the
soltware application 118-122 that wants to be trusted and the
security manager application module 112 share the same
common key. Before verilying the communication
exchange, the security manager application module 112 may
be used to check that the computing platform and/or soft-
ware application 118-122 have not been compromised.

FIG. 14 1s an exemplary block diagram illustrating pass-
code registration of software applications 118-122 to estab-
lish trust with the security manager application module 112,
according to an embodiment of the present disclosure. In one
embodiment, when a software application 118-122 1s {irst
installed, it 1s untrusted. To receive trust, a software appli-
cation 118-122 may make a registration call to the security
manager application module 112. The security manager
application module 112 may then present a dialog to the user
indicating the name of the software application 118-122 that
1s asking to be trusted, and providing an application regis-
tration passcode 148. Belore presenting this dialog, the
security manager application module 112 may be used to
check that the computing platform and/or software applica-
tion 118-122 have not been compromised.

In one embodiment, the application registration passcode
148 may be entered in a corresponding dialog box prompted

by the untrusted software application 118-122, and may then
be used to derive a key 150 that 1s used to establish trust with
the security manager application module 112 and the rest of
the trusted software applications 118-122. This derived key
150 may be used to mnitiate a communication exchange with
the communication exchange verification module 146 of the
security manager application module 112. As described
above, this communication exchange may be encrypted and
optionally signed or MACed with the key 150. In one
embodiment, before presenting this dialog, the modified
object code may be used to check that the computing
platform and/or the software application 118-122 have not
been compromised.

As can be appreciated, the security manager application
module 112 may be responsive to a registration request from

the software application 118-122 to establish application
trust.

The security manager application module 118-122
may prompt a user to input an application registration
passcode 148, and generate a key 150 to establish applica-
tion trust using the application registration passcode 148 to
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facilitate the security services provided by the security
manager application module 112 to the application software
118-122.

As the result of trust establishment using one of the
methods, one or more security artifacts such as keys may be
distributed from the security manager application module
112 to the newly trusted soitware application 118-122. These
security artifacts may then be used to request security
services or exchange data 1 a secure fashion. Thus, the
security manager application module 112 may provide the
key 150 to the software application 118-122 to allow the
software application 118-122 to transmit the request for the
security service to the security manager application module
112.

As can be appreciated, the security manager application
module 112 may be configured and/or programmed to share
data between soltware applications 118-122 on a device 1n
a way to facilitate the following: data can be freely shared
between a group of trusted applications, but may not be
exported to untrusted applications; data can be imported
from untrusted applications to trusted applications; data
stored inside trusted applications may be encrypted at all
times; data shared between trusted applications may be
encrypted 1n transit between trusted applications; large data
objects may not need to be re-encrypted in order to be shared
between applications, to avoid significant computation dur-
ing sharing; and allow sharing of data between applications
without requiring user interaction (accepting Ul dialogs,
etc.).

Further, the security manager application module 112 may
be configured and/or programmed to display, via a user
interface, the list of trusted software applications 118-122
when user interaction 1s desired to select from a list of what
applications a given data object should be opened in (shared
to). The data may include documents, security artifacts,
policies, commands, requests/responses between applica-
tions, etc. The data may be created 1nside a trusted software
application 118-122 on the device, inside an untrusted
software application 118-122 on the device, or external to
the device.

FIG. 15 1s an exemplary block diagram illustrating the use
of application data protection keys 152-156 to maintain
security with the security manager application module 112,
according to an embodiment of the present disclosure. As
shown 1n FIG. 15, each software application 118-122 may
include one or more umque application data protection keys
152-156. If a particular software application 118-122 1s
compromised, including 1ts application data protection keys
152-156, this may be used to limit the exposure to just that
software application 118-122. It also may decrease the
frequency with which any given key 1s used, allowing it to
be securely used for a longer time. The application data
protection keys 152-156 for each software application 118-
122 may be generated when trust 1s established with the
security manager application module 112. They may be
generated within the software application 118-122 1tself or
within the security manager application module 112.

One method of securely storing the application data
protection keys 152-156 for the soltware application 118-
122 1s for the keys to be persisted within the software
application 118-122 itself 1n encrypted form, encrypted by
one of a plurality of data protection root keys 158 main-
tamned by the security manager application module 112.
When the software application 118-122 needs to use an
application data protection key 152-156, 1t may initiate a
request/response exchange with the security manager appli-
cation module 112 to decrypt the application data protection
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key 152-156 using the corresponding data protection root
key 158. The request may contain the encrypted application
data protection key 152-156 and the response may contain
the decrypted application data protection key 152-156.

Another method of securely storing the application data
protection keys 152-156 for the solftware application 118-
122 1s for the keys to be persisted within the security
manager application module 112, encrypted by one of a
plurality of data protection root keys 158 maintained by the
security manager application module 112. When the appli-
cation needs to use an application data protection key
152-156, 1t may initiate a request/response exchange with
the security manager application module 112 to decrypt the
application data protection key 152-156 using the corre-
sponding data protection root key 158. The response may
contain the decrypted application data protection key 152-
156.

As can be appreciated, a modification to either of these
two methods above may include having the security man-
ager application module 112 providing the corresponding
data protection root key 158 to the software application
118-122 for 1t to decrypt the application data protection key
152-156 1tself.

As can be appreciated, the application data may comprise
the application data protection key 152-156 generated by at
least one of the software application 118-122 and the secu-
rity manager application module 112. The application data
protection key 152-156 may be encrypted and decrypted by
a corresponding data protection root key 158 maintained
with the security manager application module 112.

In one embodiment, the security manager application
module 112 may be used to facilitate the transier of
encrypted data objects 172-182 between soltware applica-
tions 118-122. Data objects 172-182 may be encrypted with
an object data protection key 160-170 that 1s unique to that
data object 172-182 or set of related data objects 172-182.
These object data protection keys 160-170 may further be
encrypted with one or more of the application data protec-
tion keys 1352-156 of the software application 118-122
within which they reside. This may enable sharing data
objects 172-182 between soltware applications 118-122
without needing to unencrypt the data objects 172-182
during transfer or to re-encrypt the data objects 172-182. In
general, encrypting and decrypting the object data protection
key 160-170 1s much faster than encrypting and decrypting,
the data object 172-82 1tsell, as most data objects 172-182
will be significantly larger than their object data protection
keys 160-170.

FIG. 16 1s an exemplary block diagram illustrating a
method for securely transierring the data object 172-182
from a source (first) application 184 to a destination (sec-
ond) application 186, according to an embodiment of the
present disclosure. The method may include decrypting the
object data protection key 160 for the data object 172 with
the application data protection key 152 of the source (first)
application 184; and encrypting the object data protection
key 160 for the data object 172 with a data-sharing key 188
generated by the security manager application module 112.
The data-sharing key 188 may be transferred from the
security manager application module 112 to the source (first)
and destination (second) applications 184 and 186 when
trust 1s established. The data-sharing key 188 may also be
transierred to these soltware applications 184 and 186
on-demand when a new data object 172 needs to be shared,
or be used by the security manager application module 112
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for encryption and decryption 1n response to security service
requests by the source (first) and destination (second) appli-

cations 184 and 186.

The method may further include transierring the data
object 172 and the encrypted data protection key 160 for the
data object 172 to the destination (second) application 186;
decrypting the object data protection key 160 for the data
object 172 with the data-sharing key 188; and encrypting the
object data protection key 160 for the data object 172 with
the application data protection key 154 of the destination
(second) application 186.

As can be appreciated, the security manager application
module 112 may generate the data-sharing key 188 {for
encrypting the object data protection key 169 prior to
transierring the data object 172 and the object data protec-
tion key 169 from the source (first) software application 184
to the destination (second) software application 186, and
decrypting the object data protection key 160 aiter transier-
ring the data object 172 and the object data protection key
160 from the source (first) software application 184 to the
destination (second) software application 186.

FIG. 17 1s an exemplary block diagram illustrating
another method for securely transferring the data object
172-182 from a source (first) application 184 to a destination
(second) application 186, according to an embodiment of the
present disclosure. The method may include decrypting the
object data protection key 160 for the data object 172 with
the application data protection key 152 of the source (first)
application 184, and encrypting the object data protection
key 160 for the data object 172 with the application data
protection key 154 of the destination (second) application
186. The application data protection key 154 of the desti-
nation (second) application 186 may be transferred from the
security manager application module 112 to the source (first)
application 184 when trust i1s established. The application
data protection key 154 of the destination (second) applica-
tion 186 may also be transierred on-demand when a new
data object 172 needs to be shared, or be used by the security
manager application module 112 for encryption and decryp-
tion 1n response to a security service request by the source
(first) application 184. The method may further include
transferring the data object 172 and the encrypted object
data protection key 160 for the data object 172 to the
destination (second) application 186.

According to an embodiment of the present disclosure,
the security manager application module 112 may be used to
facilitate secure data sharing between applications on con-
strained platforms. A device platform may impose con-
straints on how data can be shared between software appli-
cations 118-122. Fach platform may have various
mechanisms for sharing data between software applications
118-122, but each mechanism may have specific limitations
that makes i1t inappropriate for use by itself for secure data
sharing. Each data sharing mechanism may have a maxi-
mum data size or place the entire data objects 1n memory
108, such that it cannot be used for sharing large data
objects. It may be openly accessible to all software appli-
cations 118-122, such that 1t cannot be used for sharing
sensitive data in unencrypted form. It may not support being
launched programmatically with requiring user interaction,
such that it cannot be used for automated programmatic
sharing of data objects. It may also not transier control to the
destination application, such that 1t cannot be used {for
request/response processing. Additionally, 1t may be mactive
when an application 1s not in the foreground, such that 1t
cannot be used to receive data from another application.
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Artisans skilled 1n the art would recognize that there are
several classes of data sharing mechanisms. For example:

Class 1: A mechanism that transfers control to the desti-
nation application, does not require user interaction, and 1s
only accessible to the source and destination applications,
but cannot be used for sharing large data objects. An
example of this class of mechanism 1s custom URL scheme
processing on the 108 platform.

Class 2: A mechanism that can be used for sharing large
data objects, does not require user interaction, and 1s acces-
sible only to a limited set of trusted applications, but does
not transier control to the destination application. An
example of this class of mechanism 1s the keychain on the
10S platform.

Class 3: A mechanism that can be used for sharing large
data objects, does not require user interaction, but does not
transier control to the destination application and 1s openly
accessible to all applications. An example of this class of
mechanism 1s the pasteboard on the 10S platform.

Class 4: A mechanism that transifers control to the desti-
nation application, does not require user interaction, can be
used for sharing large data objects, and 1s only accessible to
the source and destination applications, but 1s only active for
a short period of time as an application transitions to
background and is 1mnactive when an application 1s fully in
the background. An example of this class of mechanism 1s
a local recerving socket on the 10S platiorm.

Class 5: A mechanism that transiers control to the desti-
nation application, can be used for sharing large data objects,
and 1s only accessible to the source and destination appli-
cations, but requires user interaction to select the destination
application. An example of this class of mechanism 1s the
open-in function for registered files types on the 108 plat-
form.

In one embodiment, a method to securely share data from
the source application 184 to the destination application 186
on a constrained platform without requiring user interaction
1s provided. The method includes transmitting instructions
to the source application 184 to write a data object 172 using,
a Class 2 data sharing mechanism, and encrypting the data
object 172 by the source application 184. The method may
turther include transmitting instructions to the source appli-
cation 184 to use a Class 1 data sharing mechanism to
transier control to the destination application 186, including
suilicient information to 1dentity the data object 172 written
using the Class 2 data sharing mechanism. The Class 1 data
sharing mechanism may optionally include the object data
protection key 160 that encrypts the data object 172 written
using the Class 2 data sharing mechanism. Furthermore, the
method may include transmitting instructions to the desti-
nation application 186 to read the data object 172 using the
Class 2 data sharing mechanism and to decrypt the data
object 172.

Another method that may be used to perform a secure
request/response 1nteraction between a requesting applica-
tion and a responding application without requiring user
interaction 1s provided. The requesting application may
write a request using a Class 2 data sharing mechanism,
where at least some part of the request 1s encrypted by the
source application. The requesting application may use a
Class 1 data sharing mechanism to transier control to the
responding application, including suihicient mformation to
identily the request written using the Class 2 data sharing
mechanism and the requesting application to respond to. The
Class 1 data sharing mechanism may optionally include the
key that encrypts the request written using the Class 2 data
sharing mechanism. The responding application may read
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the request using the Class 2 data sharing mechanism and
decrypt the encrypted part of the request. The responding
application may also process the request and write a
response using the Class 2 data sharing mechanism, where
at least some part of the response 1s encrypted by the
responding application. Furthermore, the responding appli-
cation may use the Class 1 data sharing mechanism to
transier control back to the requesting application, including
suflicient information to 1dentity the response written using,
the Class 2 data sharing mechanism. The Class 1 data
sharing mechanism may optionally include the key that
encrypts the response written using the Class 2 data sharing
mechanism. The requesting application may read the
response using the Class 2 data sharing mechanism and
decrypt the encrypted part of the response.

In another embodiment, as long as the request and
response are not too large, the location of the request and
optional key may be reversed in the previous method to
result 1n the following method. The requesting application
may write a key using a Class 2 data sharing mechanism.
The requesting application may then use a Class 1 data
sharing mechanism to transfer control to the responding
application, sending a request of which at least some part 1s
encrypted by the key, including suflicient information to
identify the key written using the Class 2 data sharing
mechanism and the requesting application to respond to. The
responding application may then read the key using the
Class 2 data sharing mechanism and decrypt the encrypted
part of the request. Next, the responding application may
process the request and optionally write a new key using the
Class 2 data sharing mechanism. The responding application
may use the Class 1 data sharing mechanism to transier
control back to the requesting application, sending a
response of which at least some part 1s encrypted by the key
(either the same key as the request or a new response key),
including suflicient information to 1dentify the key written
using the Class 2 data sharing mechanism. Finally, the
requesting application may read the key using the Class 2
data sharing mechanism and decrypt the encrypted part of
the response.

Artisans skilled in the art would recognize other alterna-
tive methods for secure data sharing between applications on
constramned platforms 1n light of the description above, for
example, different parts of the request, different parts of the
response, and diflerent parts of the key may be split between
the Class 1 data sharing mechamsm and the Class 2 data
sharing mechanism 1n a multitude of ways. Alternatively, a
Class 3 data sharing mechanism may be used 1n place of the
Class 2 data sharing mechanism 1n the methods described
above, for example, 1f any data written using the Class 3 data
sharing mechanism 1s encrypted using application data pro-
tection keys as previously described. Another alternative
includes a Class 4 data sharing mechanism (available tem-
porarily in each software application 118-122 as 1t goes to
the background) that may be used 1n place of the Class 2 data
sharing mechanism in the methods described above, for
example, 1 each data transfer can be performed within the
short period of time belfore the application transitioning to
the background becomes nactive.

In one embodiment, a method that can be used to securely
share data from a trusted source application 184 to a trusted
destination application 186 without requiring user interac-
tion to select the destination application 186 but prevents the
data from being exported to untrusted applications 1s pro-
vided. In this exemplary method, the source application 184
may write a data object 172 using a Class 5 data sharing
mechanism. The data object 172 may be encrypted by the
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source application 186, and may be written as a unique data
or file type such that when selecting from a list of the
applications that support the given data or file type only the
list of trusted applications are displayed. The destination
application 186 may then read the data object 172 using the
Class 5 data sharing mechanism and decrypt the data object
172. As can be appreciated, any of the methods previously
described for securely transferring the data object 172 from
the source application 184 to the destination application 186
may be used to encrypt and decrypt the data object 172.

According to an embodiment of the present disclosure, it
may be preferred to transfer encrypted data objects using
application data protection keys as previously described 1n
order to minimize reliance on platform-level protections that
may potentially be compromised using well-known tech-
niques. For security, any transient data that 1s written using,
a data share mechanism that persists the data outside of the
applications may be deleted after 1t 1s read.

As can be appreciated, any of the methods described
above may be integrated, combined and/or utilized with one

or more ol the methods and systems disclosed in pending
U.S. patent application Ser. No. 13/405,357, titled Methods
and Apparatuses for Secure Communication, and U.S. patent
application Ser. No. 13/215,178, titled Methods and Appa-
ratuses for Interaction with Web Applications and Web
Application Data, both of which are incorporated by refer-
ence herein 1n their entirety.

According to an embodiment of the present disclosure, a
machine-readable medium that provides instructions, which
when read by a machine having a processor 110 and a
memory 108, cause the machine to perform operations
according to any of the methods described above 1s also
provided.

While the systems, methods, and machine readable media
have been described in terms of what are presently consid-
ered to be the most practical and preferred embodiments, 1t
1s to be understood that the disclosure need not be limited to
the disclosed embodiments. It 1s intended to cover various
modifications and similar arrangements included within the
spirit and scope of the claims, the scope of which should be
accorded the broadest mterpretation so as to encompass all
such modifications and similar structures. The present dis-
closure includes any and all embodiments of the following
claims.

It should also be understood that a variety of changes may
be made without departing from the essence of the inven-
tion. Such changes are also mmplicitly included in the
description. They still fall within the scope of the invention.
It should be understood that this disclosure i1s itended to
yield a patent or patents covering numerous aspects of the
inventions both independently and as an overall system,
machine-readable media and in both method and apparatus
modes.

Further, each of the various elements of the inventions and
claims may also be achieved in a variety of manners. This
disclosure should be understood to encompass each such
variation of an embodiment of any apparatus embodiment,
a method, machine-readable medium or process embodi-
ment, or even merely a variation of any element of these.

Particularly, 1t should be understood that as the disclosure
relates to elements of the inventions, the words for each
clement may be expressed by equivalent apparatus terms of
method terms—even 1f only the function or result 1s the
same. Such equivalent, broader, or eve more generic terms
should be considered to be encompassed 1n the description
of each element or action. Such terms can be substituted
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where desired to make explicit the implicitly broad coverage
to which this invention 1s entitled.

It should be understood that all actions may be expressed
as a means for taking that action or as an element which
causes that action. Similarly, each physical element dis-
closed should be understood to encompass a disclosure of
the action which that physical element facilitates.

Any patents, publications, or other references mentioned
in this application for patent are hereby incorporated by
reference. In addition, as to each term used, 1t should be
understood that unless 1ts utilization in this application 1s
inconsistent with such interpretation, common dictionary
definitions should be understood as incorporated for each
term and all definitions, alternative terms, and synonyms
such as contained in at least one of a standard technical
dictionary recognized by artisans, incorporated herein by
reference.

Further, all claim terms should be interpreted in their most
expansive forms so as to aflord the applicant the broadest
coverage legally permissible. Although the embodiments
have been described with reference to the drawings and
specific examples, 1t will readily be appreciated by skilled
artisans that many modifications and adaptations of the
processes and apparatuses described herein are possible
without departure from the spirit and scope of the invention.
Thus, 1t 1s to be clearly understood that this description 1s
made only by way of example and not as a limitation on the
scope of the embodiments as claimed below.

What 1s claimed 1s:

1. A method for providing a security service from a
security manager application to a soitware application on a
computing device, the method comprising:

providing a security manager application configured to

provide a security service on a computing device, the
computing device having at least one processor opera-
tively coupled with a memory;

providing a soitware application on the computing device,

the software application having original, post-compile
object code; and

modifying the original object code of the software appli-

cation to create replacement object code, the replace-
ment object code configured for communication with
the security manager application, the replacement
object code comprising a policy engine configured to
retrieve a security policy into the memory of the
computing device and configured to process a com-
mand sent from a remote server that remotely locks the
soltware application, disables the software application,
or sets the software application to an initial, unused
state.

2. The method of claim 1, wherein the original object code
1s modified by at least one technique selected from the group
consisting of mtroducing a dynamic library, mtroducing a
static library introducing an additional load command, sym-
bol replacement, pointer swizzling, and interposing.

3. The method of claim 1, further comprising;:

generating, by the security manager application, a security

artifact selected from the group consisting of authen-
tication tokens, a key, a security credential, a single
sign-on token, an 1dentifier, a security policy, a security
command, a security configuration, a session handle, a
session token, and a secure communications channel,
and

transmitting the security artifact from the security man-

ager application to the software application in response
to a request of the security service.
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4. The method of claim 1, further comprising:

converting the original object code from a signed form to

an unsigned form before the modifying; and
converting the replacement object code from an unsigned
form to a signed form after the modifying.

5. The method of claim 1, wherein the computing device
1s a mobile device.

6. The method of claim 1, wherein the modifying includes
moditying at least one of a programmatic interface, a class,
an object, and a function.

7. The method of claim 1, wherein the security policy 1s
retrieved from a server that 1s remote from the computing
device.

8. The method of claim 1, wherein the security manager
application, responsive to a request of the security service,
tacilitates the security service if the software application 1s
signed with a public key infrastructure (PKI) key.

9. The method of claim 1, wherein the security manager
application 1s responsive to a registration request from the
soltware application to establish application trust, the secu-
rity manager application:

prompting a user to mput an application registration

passcode; and

generating a key to establish application trust using the

application registration passcode to facilitate the secu-
rity service provided by the security manager applica-
tion to the soiftware application.

10. The method of claim 1, further comprising;:

generating an application data protection key, the appli-

cation data protection key encrypted and decrypted by
a corresponding data protection root key maintained
with the security manager application.

11. A machine-readable non-transitory storage medium
embodying information indicative of instructions for pro-
viding a security service from a security manager applica-
tion to a soltware application on a computing device, the
instructions comprising:

providing a security manager application configured to

provide a security service on a computing device, the
computing device having at least one processor opera-
tively coupled with a memory;

providing a software application on the computing device,

the software application having original, post-compile
object code; and

modilying the original object code of the solftware appli-

cation to create replacement object code, the replace-
ment object code configured for communication with
the security manager application, the replacement
object code comprising a policy engine configured to
retrieve a security policy into the memory of the
computing device and configured to process a com-
mand sent from a remote server that remotely locks the
software application, disables the software application,
or sets the software application to an initial, unused
state.

12. The medium of claim 11, wherein the original object
code 1s modified by at least one technique selected from the
group consisting of introducing a dynamic library, introduc-
ing a static library introducing an additional load command,
symbol replacement, pointer swizzling, and interposing.

13. The medium of claim 11, further comprising:

generating, by the security manager application, a security

artifact selected from the group consisting of authen-
tication tokens, a key, a security credential, a single
sign-on token, an 1dentifier, a security policy, a security
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command, a security configuration, a session handle, a
session token, and a secure communications channel,
and

transmitting the security artifact from the security man-

ager application to the software application in response
to a request of the security service.

14. The medium of claim 11, further comprising:

converting the original object code from a signed form to

an unsigned form before the modifying; and
converting the replacement object code from an unsigned
form to a signed form aiter the moditying.

15. The medium of claim 11, wherein the security man-
ager application 1s responsive to a registration request from
the software application to establish application trust, the
security manager application:

prompting a user to input an application registration

passcode; and

generating a key to establish application trust using the

application registration passcode to facilitate the secu-
rity service provided by the security manager applica-
tion to the software application.

16. A computer system executing instructions 1 a com-
puter program for providing a security service Ifrom a
security manager application to a software application on a
computing device, the system comprising:

at least one processor; and

a memory operatively coupled with the processor, the

processor executing program code from the memory

comprising;:

program code for providing a security manager appli-
cation configured to provide a security service on a
computing device, the computing device having at
least one processor operatively coupled with a
memory;

program code for providing a soitware application on
the computing device, the soitware application hav-
ing original, post-compile object code; and

program code for moditying the original object code of
the soitware application to create replacement object
code, the replacement object code configured for
communication with the security manager applica-
tion, the replacement object code comprising a
policy engine configured to retrieve a security policy
into the memory of the computing device and con-
figured to process a command sent from a remote
server that remotely locks the software application,
disables the soitware application, or sets the software
application to an 1mitial, unused state.

17. The system of claim 16, wherein the original object
code 1s modified by at least one technique selected from the
group consisting of introducing a dynamic library, introduc-
ing a static library introducing an additional load command,
symbol replacement, pointer swizzling, and interposing.

18. The system of claam 16, wherein the program code
further comprises:

program code for generating, by the security manager

application, a security artifact selected from the group
consisting of authentication tokens, a key, a security
credential, a single sign-on token, an identifier, a secu-
rity policy, a security command, a security configura-
tion, a session handle, a session token, and a secure
communications channel, and

program code for transmitting the security artifact from

the security manager application to the software appli-
cation 1n response to a request of the security service.

19. The system of claim 16, wherein the program code
further comprises:
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program code for converting the original object code from
a signed form to an unsigned form before the modify-
ing; and

program code for converting the replacement object code

from an unsigned form to a signed form after the
moditying.

20. The system of claim 16, wherein the security manager
application 1s responsive to a registration request from the
software application to establish application trust, the secu-
rity manager application having program code comprising;:

program code for prompting a user to mput an application

registration passcode; and

program code for generating a key to establish application

trust using the application registration passcode to
facilitate the security service provided by the security
manager application to the software application.
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