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PROVIDING AND ACCESSING DATA IN A
STANDARD-COMPLIANT MANNER

BACKGROUND

An entity such as a business, umversity, or individual may
find 1t appropnate to capture certain information and to
provide that imnformation to another entity. For example, a
first entity may receive a request to provide mformation to
a second entity. I the first entity determines that the request
1s legitimate, the first entity may capture information respon-
sive to the request and provide some or all of the captured
information to the second entity. In some scenarios, the first
entity may provide the information to the second entity 1n a
manner compliant with a pertinent standard.

As just one particular example, as part of a warrant or
other potentially-legitimate request, a law enforcement
agency may request that an entity capture certain informa-
tion and provide some or all of that information to the law
enforcement agency, possibly 1n a manner compliant with an
applicable standard. One example of such a compliance
standard 1s defined by the Communications Assistance for
Law Enforcement Act (CALEA). Capturing and providing
the responsive mformation in a timely manner may be a
dificult, expensive, and time consuming process for the
responding entity, particularly when subject to an applicable
standard. In some situations, failing to respond to the request
in a timely and appropriate manner may result in monetary
fines, sei1zure of property, or other consequences potentially
detrimental to the entity receiving the request.

BRIEF DESCRIPTION OF THE DRAWINGS

For a more complete understanding of the present disclo-
sure and 1ts advantages, reference 1s made to the following
descriptions, taken in conjunction with the accompanying
drawings, 1n which:

FIG. 1 illustrates an example system for providing and
accessing data 1n a standard-compliant manner, according to
certain embodiments of the present disclosure;

FIG. 2 illustrates an example method, which may be
implemented using the system of FIG. 1, for configuring
computing resources for providing data 1 a standard-com-
pliant manner, according to certain embodiments of the
present disclosure;

FIGS. 3A-3B illustrate an example method, which may be
implemented using the system of FIG. 1, for providing data
in a standard-compliant manner, according to certain
embodiments of the present disclosure;

FIG. 4 illustrates an example method, which may be
implemented using the system of FIG. 1, for accessing data
that 1s provided 1n a standard-compliant manner, according
to certain embodiments of the present disclosure; and

FIG. § 1illustrates an example computer system that may
be used for one or more portions of the system of FIG. 1,
according to certain embodiments of the present disclosure.

DESCRIPTION OF EXAMPLE EMBODIMENTS

As described above, an entity may be 1 a position to
capture certain mformation and provide some or all of the
captured information to a second entity, possibly in response
to a request from the second entity. Throughout this disclo-
sure, reference to providing the information may include
actually providing the information to another enftity or
otherwise making the information available to the other
entity.
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As just one example, the entity requesting information
from another entity may be a law enforcement agency and
the entity responding to the request for information may be
a business enterprise. The law enforcement agency may be,
for example, the Federal Bureau of Investigations (FBI), the
National Security Agency/Central Security Service (NSA/
CSS), a state law enforcement agency, a local police depart-
ment, or any other suitable law enforcement agency such as
one capable of obtamning and enforcing a warrant. The
business enterprise may include any suitable type of busi-
ness, with one example being a communications service
provider. In this scenario in which the requesting entity 1s a
law enforcement agency and the responding entity 1s a
communications service provider, the request for informa-
tion could be a warrant for the communications service
provider to establish a wiretap and capture information
associated with communication sessions facilitated by the
communications service provider, including potentially
message content.

In some scenarios, the first entity may provide the infor-
mation to the second entity in a manner compliant with an
applicable standard. For example, the standard may be
specified by the requesting entity and/or may be specified by
law, regulation, or other applicable authority. The pertinent
standard 1n the case of a law enforcement information
request of a communications service provider may be speci-
fied in the Communications Assistance for Law Enforce-
ment Act (CALEA). Providing the information 1n a manner
complaint with the standard (e.g., the CALEA) may include
providing the information 1n a particular format, converting
the information between or among a variety of formats,
providing an audit trail for the information, providing cer-
tain reporting capabilities with respect to the information,
providing an appropriate communications interface, and
other suitable requirements.

Complying with the standard such as the CALEA may
impose certain burdens on the entity providing the informa-
tion. Depending on the type and time {frame of the informa-
tion request, large quantities of data may be responsive to
request, and purchasing and maintaining suilicient resources
for handling this data may be difficult and costly. The entity
may be required to purchase and maintain certain informa-
tion technology (IT) infrastructure for responding to the
request. For example, the IT infrastructure may include
software for complying with the standard. As another
example, such I'T infrastructure may include dedicated hard-
ware for use in case of receiving a request for information.
Purchasing and maintaining this IT infrastructure may be
particularly burdensome given that the I'T infrastructure may
be unused unless and until the entity actually receives a
request to provide the information 1 compliance with the
standard. Alternatively, 1f the entity waits to purchase and set
up the appropriate IT infrastructure until a request for
information 1s received, the entity may have insufhicient time
to set up the infrastructure. In some cases, failing to respond
to the request 1n timely manner may result 1n additional costs
and/or result in seizure of some or all of the entity’s IT
infrastructure.

Certain embodiments of the present disclosure ease the
burden on an entity for providing information to another
entity 1n a manner compliant with an applicable standard.
For example, certain embodiments allow a responding entity
to use a provisioned computing resources environment
maintained by a third party to store and maintain informa-
tion captured in response to an iformation request 1 a
manner that 1s compliant with an applicable standard. While
in some scenarios the responding entity may still bear
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responsibility for capturing information responsive to the
request, allowing the responding entity to offload the burden
of storing and maintaining the responsive information may
reduce or eliminate various costs and other problems asso-
ciated with responding to such information requests. Some
embodiments may assist the responding entity 1n responding
to the mformation request 1n a timely manner, which may
avoid further costs and/or seizure of property.

Additionally or alternatively, some embodiments of the
present disclosure allow a requesting enfity (i.e., an entity
requesting that another entity provide information according,
to an applicable standard) to access data that has been
provided 1n a standard-compliant manner, and to convert
that data from a standard-compliant format to one or more
formats suitable for use by the entity. For example, certain
embodiments allow a requesting entity to use a provisioned
computing resources environment maintained by a third
party to store and maintain information provided by another
entity 1n a standards-compliant manner.

Although embodiments 1n which the requesting entity 1s
a law enforcement agency and the responding entity 1s a
communications service provider are primarily described, 1t
should be understood that the present disclosure contem-
plates system 100 and techniques consistent with the present
disclosure being used for any suitable types of entities,
according to particular needs. For example, either or both of
the requesting and responding entity may be a law enforce-
ment agency, a business, a umversity, a government (e.g., a
governmental branch, agency, or other suitable division), an
individual, or any other suitable type of enftity that may
request and/or provide information 1n a manner compliant
with a standard. Additionally, embodiments, in which the
applicable standard 1s specified in the CALEA, 1t should be
understood that the present disclosure contemplates the
applicable standard being any suitable standard for provid-
ing information responsive to a request.

FIG. 1 illustrates an example system 100 for providing
and accessing data 1n a standard-compliant manner, accord-
ing to certain embodiments of the present disclosure. In the
illustrated example, system 100 includes an external com-
puting environment 102 and a provisioned computing
resources environment 104. External computing environ-
ment 102 may include a user system 106 associated with a
first entity and a user system 108 associated with a second
entity. A network 110 may couple, permanently or at any
other suitable interval, components of external computing
environment 102 to components of provisioned computing
resources environment 104. Provisioned computing
resources environment 104 may include a processing system
112, a storage module 114, and one or more computing
resources 116. Although system 100 1s 1llustrated and pri-
marily described as including particular numbers and types
of components arranged 1n a particular manner, the present
disclosure contemplates system 100 including any suitable
numbers and types of components arranged 1n any suitable
manner, according to particular needs.

Portions of system 100 may provide an environment in
which one or more computing resources (€.g., computing
resources 116) of provisioned computing resources environ-
ment 104 are made available over a communication network
(e.g., network 110) to one or more remote computer systems
(e.g., user system 106 and/or 108) of external computing
environment 102. In certain embodiments, a portion or all of
the components ol provisioned computing resources envi-
ronment 104 form a computing infrastructure which may be
communicatively coupled together over a high speed com-
munication network. For example, processing system 112,
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4

storage module 114, and computing resources 116 may
comprise a computing inirastructure and be communica-
tively coupled together over a high speed commumnication
network. User system 106, user system 108, and/or network
110 may be external to provisioned computing resources
environment 104.

In certain embodiments, provisioned computing resources
environment 104 (including, for example, one or more of
processing system 112, storage module 114, and computing
resources 116) may provide a collection of remote comput-
ing services oflered over a network (e.g., network 110).
Those computing services may include, for example, stor-
age, power, processors, applications, or any other suitable
computing resources that may be made available over net-
work 110. In certain embodiments, entities accessing those
computing services may gain access to a suite of elastic
information technology (IT) infrastructure services (e.g.,
computing resources 116) as the entity requests those ser-
vices. Provisioned computing resources environment 104
may provide a scalable, reliable, and secure distributed
computing infrastructure.

In general, a first entity (e.g., via user system 106)
associated with external computing environment 102 may
use computing resources 116 associated with provisioned
computing resources environment 104 to provide informa-
tion to a second entity (e.g., associated with user system
108) in a manner complhant with an applicable standard.
Computing resources 116 used by the first entity may
include storage, processing, and/or other suitable computing
resources, which may be provided to the first entity in a
secure manner. For example, the first entity, using user
system 106, may store information responsive to an infor-
mation request of a second entity using computing resources
116 that have been designated for use by the first entity.
Components of provisioned computing resources environ-
ment 104 may facilitate the storage and maintenance of the
data 1n a manner that 1s compliant with the applicable
standard. A second enfity (i1.e., an entity requesting that
another entity provide information according to an appli-
cable standard) associated with external computing environ-
ment 102 may use computing resources 116 to access data
that has been provided 1n a standard-compliant manner, and
to convert that data to from a standard-compliant format to
one or more formats suitable for use by the second entity.

User systems 106 and 108 may each include one or more
computer systems at one or more locations. Each computer
system may include any appropriate input devices, output
devices, mass storage media, processors, memory, or other
suitable components for receiving, processing, storing, and
communicating data. For example, each computer system
may 1include a personal computer, workstation, network
computer, kiosk, wireless data port, personal data assistant
(PDA), one or more Internet Protocol (IP) telephones, one or
more servers, a server pool, one or more processors within
these or other devices, or any other suitable processing
device. Each of user systems 106 and 108 may be a
stand-alone computer or may be a part of a larger network
of computers associated with an enftity.

User systems 106 and 108 may each include a processing
unit and a memory unit. The processing unit may include
one or more microprocessors, controllers, or any other
suitable computing devices or resources. The processing
unit may work, either alone or with other components of
system 100, to provide a portion or all of the functionality
of 1ts associated user system 106, 108 described herein. The
memory unit may take the form of volatile or non-volatile
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memory 1including, without limitation, magnetic media, opti-
cal media, RAM, ROM, removable media, or any other
suitable memory component.

As described above, user system 106 may be associated
with a first entity, and user system 108 may be associated
with a second entity. Fach of the first and second entities
may be any suitable type of enftity. For example, each entity
may be a corporation, a university, a government (e.g., a
governmental branch, agency, or other suitable division), an
individual, or any other suitable type of entity. The first and
second entities may be the same type or diflerent types of
entities. For purposes of this description, 1t will be assumed
that the second entity requests information be provided by
the first entity to the second entity 1n a manner compliant
with a standard.

As described above, 1n a particular example the second
entity may be a law enforcement agency, and the first entity
may be a communications service provider. As another
example, the law enforcement agency may include a Federal
and/or state law enforcement agency, such as the FBI, the
NSA/CSS, a state or local police department or other law
enforcement agency, or any other suitable law enforcement
agency. In some embodiments 1n which the second entity 1s
a law enforcement agency, the first entity may be responding
to a warrant or other request for information from the law
enforcement agency. As a more particular example, 1n an
embodiment 1n which the first entity 1s a communications
service provider, the request for information may be based
on a warrant authorizing a wiretap.

User system 106 may be coupled to or otherwise associ-
ated with a storage module 118. Storage module 118 may
take the form of volatile or non-volatile memory including,
without limitation, magnetic media, optical media, read-
access memory (RAM), read-only memory (ROM), remov-
able media, or any other suitable memory component. In
certain embodiments, a portion of all of storage module 118
may 1include a database, such as one or more structured
query language (SQL) servers or relational databases. Stor-
age module 118 may be a part of or distinct from a memory
unit of user system 106.

Storage module 118 may store mtercepted data 120. For
example, user system 106 may capture and store intercepted
data 120 1n storage module 118. Intercepted data 120 may
include any data responsive to an information request of the
second entity, a portion or all of which ultimately may be
made available to the second entity. In an example 1n which
the first enfity 1s a commumnications service provider, the
second entity 1s a law enforcement agency, and the request
1s a wiretap order, intercepted data 120 may include data that
1s captured from communication sessions and may be
referred to as intercepted communication data.

The intercepted communication data (e.g., intercepted
data 120) may be data generated during one or more
communication sessions by one or more users (e.g., sub-
scribers or other users) of a communication infrastructure
provided or otherwise managed by the communications
service provider. For example, the intercepted communica-
tion data may be captured from communication sessions as
part of the wiretap set up in response to the wiretap order.

Intercepted commumnication data (e.g., intercepted data
120) may include one or more of metadata regarding a
communication session (e.g., caller identity, callee identity,
caller phone number, callee phone number, or other suitable
information) and communication session content (e.g., a
recorded conversation, a message content, etc.). The com-
munication may be a voice session, a data session, a com-
bination of a voice and data session, or any other suitable
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type of communication session. Although described as inter-
cepted, intercepted data 120 may be captured 1n any suitable
manner, according to particular needs.

In certain embodiments, the information to be captured
and stored by user system 106 may be captured from one or
more monitored components 122. Monitored components
122 may include any suitable types of electronic devices
operable to generate or otherwise process data. In certain
embodiments, user system 106 captures intercepted data 120
(e.g., intercepted communication data) from monitored com-
ponents 122. The logic that 1s responsible for capturing the
intercepted data 120 may be stored on user system 106,
monitored components 122, or at any other suitable location,
and may include any suitable combination of hardware,
firmware, and software.

In an example in which the request for mmformation 1s a
request for intercepted communication data (e.g., a wiretap
warrant) and the first entity (associated with user system 106
in this example) 1s a service provider, monitored compo-
nents 122 may include a portion or all of a communications
network infrastructure by which communications may be
processed. Intercepted data 120 in this example may include
information captured by tapping into communications over
a network of monitored components 122.

As described briefly above, certain types of information
requests (e.g., from a second enfity to a first entity) may
specily that information responsive to the request be pro-
vided 1n a manner compliant with an appropriate standard
(e.g., the CALEA with at least certain law enforcement
requests). Providing information 1in a manner compliant with
a standard may include capturing the information in a
particular manner, formatting the captured information 1n a
particular manner, storing the imnformation 1n a particular
manner, storing information associated with a number of
auditable events (e.g., to provide a chain of title of the
information, or any of a number of other operations).

Furthermore, depending on the type and time frame of
information request, large quantities of intercepted data 120
may be captured. With certain standards, such as the
CALEA, an entity responding to a request (e.g., the first
entity ) may be given a time period in which to at least begin
providing responsive information in a manner compliant
with the standard. If the entity fails to provide the informa-
tion 1n the time period and/or 1n a manner compliant with the
standard, the entity may be subject to fines and/or seizure of
property, such as IT assets of the entity. The seizure of this
property may present a significant disruption to the entity
and, 1 the enftity 1s a business, result 1n a loss of business.
Thus, at least certain entities may find it appropriate to be
prepared to handle such information in a timely and com-
pliant manner. Embodiments of the present disclosure allow
an entity (e.g., the first entity associated with user system
106) to use provisioned computing resources environment
104 for providing information to the second entity in a
manner compliant with a standard.

User system 106 associated with the first entity may
access provisioned computing resources environment 104
via a network 110. Network 110 {facilitates wireless or
wireline communication. Network 110 may communicate,
for example, IP packets, Frame Relay frames, Asynchronous
Transter Mode (ATM) cells, voice, video, data, and other
suitable information between network addresses. Network
104 may 1nclude one or more local area networks (L ANs),
radio access networks (RANs), metropolitan area networks
(MANs), wide area networks (WANSs), mobile networks
(e.g., using WiMax (802.16), WikF1 (802.11), 3G, or any
other suitable wireless technologies in any suitable combi-
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nation), all or a portion of the global computer network
known as the Internet, and/or any other communication
system or systems at one or more locations, any of which
may be any suitable combination of wireless and wireline. In
certain embodiments, network 110 comprises one or more
virtual private connections through which entities (e.g., user
system 106 and/or user system 108) may communicate with
appropriate components of provisioned computing resources
environment 104.

As described above, provisioned computing resources
environment 104 may include processing system 112, stor-
age module 114, and computing resources 116. Although
provisioned computing resources environment 104 1s illus-
trated as including these particular components, the present
disclosure contemplates provisioned computing resources
environment 104 including any suitable components accord-
ing to particular needs.

Processing system 112 may include one or more computer
systems at one or more locations. Each computer system
may include any appropriate mput devices, output devices,
mass storage media, processors, memory, or other suitable
components for receiving, processing, storing, and commu-
nicating data. For example, each computer system may
include a personal computer, workstation, network com-
puter, kiosk, wireless data port, PDA, one or more IP
telephones, one or more servers, a server pool, switch,
router, disks or disk arrays, one or more processors within
these or other devices, or any other suitable processing
device. Processing system 112 may be a stand-alone com-
puter or may be a part of a larger network of computers
associated with an entity.

Processing system 112 may include processing umt 124
and memory umt 126. Processing unit 124 may include one
Or more microprocessors, controllers, or any other suitable
computing devices or resources. Processing unit 124 may
work, either alone or with other components of system 100,
to provide a portion or all of the functionality of provisioned
computing resources environment 104 described herein.
Memory unit 126 may take the form of volatile or non-
volatile memory including, without limitation, magnetic
media, optical media, RAM, ROM, removable media, or any
other suitable memory component.

Processing system 112 may facilitate making computing,
resources 116 available over a network (e.g., network 110)
and may manage the provision ol computing resources 116
to other computing systems (e.g. user systems 106 and 108)
over network 110. For example, processing system 112 may
control access to and rationing of computing resources 116
to other computing systems over network 110.

In certain embodiments, processing system 112 may be
used by user systems 106 and/or 108 to access provisioned
computing resources environment 104. For example user
systems 102 and 106 may be able to access processing
system 112 to set aside computing resources 116 to be
designated for use by the user system and to configure the
designated computing resources 116 for a desired use. In
certain embodiments, processing system 112 may facilitate
user system 106 making information available to a second
entity 1n a manner that 1s compliant with a standard. Addi-
tionally or alternatively, processing system 112 may facili-
tate user system 108 accessing a portion or all of information
that has been made available to the second entity by the first
entity 1n a manner that 1s compliant with the standard.
Additional details regarding the operations provided by
processing system 112 are described 1n greater detail below
after the following description of computing resources 116.
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Computing resources 116 may include any suitable com-
puting resources that may be made available over a network
(e.g., network 110). Computing resources 116 may include
any suitable combination of hardware, firmware, and sofit-
ware. As just a few examples, computing resources 116 may
include any suitable combination of applications, proces-
sors, storage, and any other suitable computing resources
that may be made available over network 110. Computing
resources 116 may each be substantially similar to one
another or may be heterogeneous. As described above,
entities accessing computing services provided by provi-
sioned computing resources environment 104 may gain
access to a suite of elastic I'T infrastructure services (e.g.,
computing resources 116) as the entity requests those ser-
vices. Provisioned computing resources environment 104
may provide a scalable, reliable, and secure distributed
computing infrastructure, and may be implemented through
a web services application programming interface (API).

In the 1illustrated example, each set of computing
resources 116 (e.g., computing resources 116a, 11656 . . .
1167) includes a computing system 128 and a storage
module 130. Although this particular configuration of com-
puting resources 116 1s illustrated and primarily described,
the present disclosure contemplates system 100 including
any suitable configuration of computing resources 116,
according to particular needs.

Each computing system 128 may comprise a processing
umt 132 and a memory unit 134. Processing unit 132 may
include one or more microprocessors, controllers, or any
other suitable computing devices or resources. Processing
unmit 132 may work, either alone or with other components
of system 100, to provide a portion or all of the functionality
of system 100 described herein. Memory unit 134 may take
the form of volatile or non-volatile memory including,
without limitation, magnetic media, optical media, RAM,
ROM, removable media, or any other suitable memory
component. In certain embodiments, a portion of all of
memory unit 134 may include a database, such as one or
more SQL servers or relational databases. Storage module
130 may be a part of or distinct from memory unit 134 of
computing system 128.

Returning to processing system 112, processing system
112 may be coupled or otherwise associated with a storage
module 114. Storage module 114 may take the form of
volatile or non-volatile memory 1ncluding, without limita-
tion, magnetic media, optical media, RAM, ROM, remov-
able media, or any other suitable memory component. In
certain embodiments, a portion of all of storage module 114
may include a database, such as one or more SQL servers or
relational databases. Storage module 114 may be a part of or
distinct from memory unit 126 of processing system 112.

Storage module 110 may store a variety of information
and applications that may be used by processing system 112
or other suitable components of system 100. In the 1llus-
trated example, storage module 114 stores configuration tool
136, compliance tool 138, audit tool 140, and audit data 142,
cach of which are described in greater detail below.
Although storage module 114 1s described as including these
particular information and applications, storage module 114
may store any other suitable information and applications.
Furthermore, although these particular information and
applications are described as being stored in storage module
114, the present description contemplates storing this par-
ticular information and applications in any suitable location,
according to particular needs.

As described briefly above, 1n response to an information
request (e.g., from an enftity associated with user system
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108), an entity associated with user system 106 may use
provisioned computing resources environment 104 to store
information responsive to the request (e.g., intercepted data
120) 1n a manner compliant with an applicable standard. The
applications and data of storage module 114 may facilitate
the storing of such information 1n a manner compliant with
the standard. The roles of the components of storage module
114 1n facilitating the storing of such information in a
manner compliant with the standard, according to certain
embodiments of the present disclosure, are described in
greater detail below.

Configuration tool 136 may be operable to assist an entity
in setting aside computing resources 116 to be designated for
use by the entity, and to configure the designated computing,
resources 116 for a desired use. For a first entity that 1s
responding to a request for information, the desired use may
include, for example, providing intercepted data 120 to a
second entity 1n a manner compliant with a standard. Con-
figuration tool 136 may assist the first entity 1n configuring
computing resources 116 designated for use by the first
entity to provide data to the second entity 1n a manner
compliant with the standard. For the second entity, which
may be provided the standardized intercepted information,
the desired use may include, for example, converting the
standardized intercepted data to a format more useful to the
second entity. Configuration tool 136 may assist the second
entity in configuring computing resources 116 designated for
use by the second entity to convert data from a standard-
compliant format (e.g., the format in which 1t was provided
to the second entity by the first entity) to another format that
may be more useful to the second entity.

In certain embodiments, configuration tool 136 may be a
part of a larger application for monitoring or otherwise
managing the provision of computing resources 116 over a
network. An example method for configuring computing,
resources 116 for providing data in a standard-compliant
manner 1s described 1n detail below with respect to FIG. 2.

Compliance tool 136 may comprise any suitable combi-
nation of hardware, firmware, and software. Compliance
tool 136 may facilitate ensuring that intercepted data 120
received from the first entity 1s provided to the second entity
in a manner compliant with the applicable standard. For
example, compliance tool 136 may use various rules and
other functions to ensure the proper formatting and reporting
for ensuring that intercepted data 120 received from the first
entity 1s provided to the second entity 1n a manner compliant
with the applicable standard. As just one particular example,
compliance tool 136 may comprise a tool for ensuring that
intercepted communication data 120 1s provided to a second
entity in compliance with standards specified in the CALEA.

In general, compliance tool 138 1s operable to control the
conversion of intercepted data 120 from a first, non-standard
compliant format to a format compliant with a standard 1n
which 1t 1s to be provided to a requesting entity. Compliance
tool 138 may be operable to convert intercepted data 120
from a first format to one or more other formats. For
example, the first format may include the format in which
intercepted data 120 was received from user system 106, and
the second format may include a format that 1s compliant
with the applicable standard. Compliance tool 138 may store
the converted data as standardized intercepted data 146.
Although only these two formats are illustrated as being
stored 1n storage module 130a, compliance tool 138 may
store any other formats of itercepted data 120, 1t appropri-
ate. For example, compliance tool 138 may convert inter-
cepted data 120 through one or more intermediate formats
before generating standardized intercepted data 146.

10

15

20

25

30

35

40

45

50

55

60

65

10

In certain embodiments, a specialized compliance tool
148 may also facilitate the conversion of intercepted data
120 from a first, non-standard compliant format to a format
compliant with a standard in which 1t 1s to be provided to a
requesting entity. For example, for certain types ol inter-
cepted data 120 (e.g., data 1n certain proprietary formats) or
for certain standards (e.g., requiring that data be provided 1n
certain proprietary formats), specialized compliance tool
148 may provide functionality for handling processing data
from or converting data to those proprietary formats.

Specialized compliance tool 148 may 1nclude any suitable
combination of hardware, firmware, and software. Although
in the i1llustrated example specialized compliance tool 148 1s
shown as being stored at computing system 128a, special-
1zed compliance tool 148 may be located at any suitable
location of system 100. In certain embodiments, specialized
compliance tool 148 differs from compliance tool 138 1n that
specialized compliance tool 148 may relate to the processing
of the specific type of intercepted data 120 and/or the format
in which the second entity 1s requesting that intercepted data
120 be provided, while compliance tool 138 may relate to
aspects of compliance with the standard that are generic as
to the type of intercepted data 120. However, the present
disclosure contemplates either or both of compliance tool
138 and specialized compliance tool 148 being configured
for the particular type of intercepted data 120 and/or the
format 1 which the second entity 1s requesting that inter-
cepted data 120 be provided. One advantage of certain
embodiments of the present disclosure 1s that the first entity
may not be required to purchase and maintain specialized
compliance tool 148, which may be a tool required to
convert intercepted data 120 to standardized intercepted data
146. Instead, an operator of provisioned computing
resources environment 104 may provide specialized com-
pliance tool 148. If appropriate, however, the first entity may
still bear the cost of purchasing specialized compliance tool
148.

Compliance tool 138 may provide the second entity
access to standardized intercepted data 146. As will be
described in greater detail below with respect to FIGS. 3A
through 3B, standardized intercepted data 146 may be
provided to the second entity 1n a number of ways. As just
one example, the second entity may also have a designated
computing resources environment configured within provi-
sioned computing resources environment 104. In this
example, 1t will be assumed that the designated computing
resources environment of the second entity 1s computing
resources 1165. Compliance tool 138 may copy and/or move
a relevant portion of standardized intercepted data 146 from
storage module 130a of computing resources 116a (desig-
nated for use by the first entity) to storage module 13056 of
computing resources 1165 (designated for use by the second
entity.

In certain embodiments, complying with a standard may
include certain audit requirements. To that end, audit tool
140 may be operable to monitor for auditable events asso-
ciated with the storage, conversion, and accessing of inter-
cepted communication data. An auditable event may include
receiving intercepted data 120, storing intercepted data 120,
converting intercepted data between or among appropriate
formats, providing access to a portion of the stored com-
munication data, or any other types of events that may be
suitable for auditing.

In certain embodiments, the ability to provide this audit
traill may be required by the standard with which the first
entity 1s complying. Additionally or alternatively, the ability
to provide this audit trail may enhance the usability of the
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stored mformation (1n an appropriate form) in an oilicial
proceeding. For example, in the case of a law enforcement
request, 1t may be useful for a portion or all of the stored
information to be admissible evidence 1n a court proceeding.
Providing an appropriate audit trail of the transitions and
actions with respect to the stored data (e.g., intercepted data
120 and/or standardized intercepted data 146) may help
ensure that immformation gleaned from the data 1s legally
admissible 1n court. Audit tool 140 may comprise any
suitable combination of hardware, firmware, and software.

Audit data 142 may include data generated by audit tool
140 (or another suitable component of system 100) 1n
association with auditable events. In certain embodiments,
audit data 142 provides a record of a chain of custody of
intercepted data 120. Audit data 142 may be associated with
receiving intercepted data 120, storing intercepted data 120,
converting intercepted data between or among appropriate
formats (e.g. standardized intercepted data 146), providing
access to a portion of the stored intercepted data, or any
other suitable events that may be suitable for auditing.

In certain embodiments, audit data 142 includes one or
more of timestamp information indicating when an action
was performed on intercepted communication data 120, user
signature information indicating a user associated with per-
forming an action on intercepted communication data 120,
and application signature information indicating an applica-
tion associated with performing an action on intercepted
communication data 120. Although audit data 142 1s 1llus-
trated and described as being stored 1n storage module 114,
audit data 142 may be stored in any suitable location of
system 100. As just one example, audit data 142 may be
stored 1n the designated computer resources environment of
the first entity (e.g., 1n storage module 130a).

Compliance tool 136 and/or audit tool 138 (and/or any
other suitable component of system 100) may be operable to
generate one or more reports. In certain embodiments, the
reports may provide one or more of a summary of at least a
portion of the stored intercepted data in the second format
(c.g., standardized intercepted data 146, an audit history
determined from at least a portion of audit data 142, and any
other suitable information. The report may provide evidence
of the chain of custody of intercepted data 120 as 1t was
process and stored in provisioned computing resources
environment 104.

Compliance tool 136 and/or audit tool 138 (and/or any
other suitable component of system 100) may be operable to
reproduce the conversion of intercepted communication data
120. For example, at a time subsequent to the storing of
intercepted communication data 120 in the second format
(e.g., as standardized intercepted communication data 146 1n
storage module 130a), compliance tool 136 and/or audit tool
138 may be able to access intercepted communication data
120 stored 1n storage module 130 to reproduce the conver-
sion of intercepted communication data 120 from the first
format (e.g., the format in which 1t was received by pro-
cessing system 112 from user system 106) to the second
format (e.g., compliant with the standard).

Details regarding an example method for providing data
in a standard-compliant manner are described below with
respect to FIGS. 3A-3B.

As described briefly above, the second enfity (i.e., the
entity that requested intercepted data 120 be provided 1n a
standard-compliant manner) may desire to convert standard-
ized intercepted data 146 (e.g., stored in 1ts designated
computing resources 1165) to a format more useful to the
second entity. Compliance tool 136 and/or audit tool 138
may facilitate allowing the second entity to operate on

e

10

15

20

25

30

35

40

45

50

55

60

65

12

standardized intercepted data 146 1n a manner way that the
integrity of the data 1s maintained. An example method for
accessing data that 1s provided in a standard-compliant
manner 1s described in detail below with respect to FIG. 4.

System 100 provides just one example of an environment
in which the techmiques of the present disclosure may be
used. For example, compliance and auditing techniques
consistent with the present disclosure may be used with
respect to any suitable type of information to be provided by
a first entity to a second entity in a manner compliant with
a standard.

Certain embodiments of the present disclosure may pro-
vide some, none, or all of the following technical advan-
tages. For example, certain embodiments provide a mecha-
nism by which a first entity 106 can respond to an
information request from a second entity 108 (e.g., an
information request from a law enforcement agency) 1n a
manner compliant with an applicable standard (e.g., the
CALEA) without maintaining an information technology
inirastructure specifically for responding to such informa-
tion requests. This may provide a more cost-eflective tech-
nique for the entity to respond to such information requests.

In certain embodiments, first entity 106 may configure
and gain access to a suitable portion or all of provisioned
computing resources environment 104 1n a “pay-as-desired”
environment. This may allow first entity 106 to establish
appropriate dedicated computing resources 116 (e.g., com-
puting resources 116a), as needed for responding to a
particular information request, and then to release those
resources (with an appropriate clean-up process) when the
use 1s completed. Thus, appropriate amounts of computing
resources 116 of provisioned computing resources environ-
ment 104 may be provisioned and un-provisioned as needed.
This may be particular beneficial since 1t may be relatively
rare that the first entity 106 receives requests to provide
information 1 a standard-compliant manner, especially
when considered 1n light of the cost of maintaining appro-
priate resources (e.g., potentially both hardware and soft-
ware resources) for responding to requests for information in
a standard-compliant manner. Moreover, the scope of
requests for information may vary among requests, and
embodiments of the present disclosure may allow the first
entity 106 to tailor the computing resources 116a used from
provisioned computing resources environment 104 accord-
ing to the particular request (i.e., rather than purchasing
suflicient resources to handle relatively large requests that
may never materialize). In other words, the first entity 106
may be able to leverage the elasticity of provisioned com-
puting resources environment 104 to handle particular
requests on an as-needed basis. Furthermore, the requesting
entity may also be able to reduce or eliminate its capital
investment 1n hardware and/or solftware associated with
receiving or otherwise accessing information provided in
response to requests.

As described above, the responding entity may provide
the information to the requesting entity 1n a variety of ways.
In certain embodiments, it both the requesting enftity (e.g.,
second entity 108) and the responding entity (e.g., first entity
106) have dedicated computing resources 116 in provisioned
computing resources environment 104, then the process of
the responding entity providing information in a standard-
compliant manner to the requesting entity may be further
simplified. For example, the requesting entity may establish
a private network connection to an appropriate portion of the
responding entity’s computing resources 116a (e.g., to a
portion or all of storage module 130q). This may reduce or
climinate a need for the requesting entity to visit the site of
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the responding entity and/or to confiscate property of the
responding entity. If appropriate 1n this scenario, the respon-
sive 1nformation may remain in provisioned computing
resources environment 104, which may reduce resource
burdens on both the requesting and the responding entities
and provide enhanced assurance of the validity of the
provided information.

In some scenarios, the requesting entity may be respon-
sible (e.g., as dictated by a statute or other suitable authority)
for reimbursing the responding entity for a portion or all of
the costs associated with providing responsive information
in a standard-compliant manner. Use of provisioned com-
puting resources environment 104 may ease the burden on
both the requesting and responding entities of calculating the
costs to be reimbursed. For example, certain embodiments
may 1mprove the ability to estimate costs associated with
gathering and accessing responsive information in a stan-
dard-compliant manner.

In certain embodiments, an entity associated with oper-
ating or otherwise managing a portion or all of provisioned
computing resources environment 104 may automatically
bill the appropriate entity for costs associated with use of
computing resources 116 to provide and/or access informa-
tion 1 a standard compliant manner. For example, 1n the
above-described scenario, the requesting entity may be
responsible for retmbursing the responding entity for costs
associated with providing responsive mnformation in stan-
dard-compliant manner. However, rather than billing the
responding entity and then burdening the responding entity
with requesting a retmbursement from the requesting entity,
certain embodiments of the present disclosure may auto-
matically bill the requesting entity for costs associated with
providing and/or accessing responsive information. The
entity associated with operating or otherwise managing
provisioned computing resources environment 104 may be
able to determine the amount of computing resources 116
used 1n providing responsive information in a standard-
compliant manner and the associated costs, which may
tacilitate this automated billing.

Certain embodiments of the present disclosure may pro-
vide some, all, or none of these advantages. Certain embodi-
ments may provide one or more other technical advantages,
some of which may be described herein and one or more of
which may be readily apparent to those skilled in the art
from the figures, descriptions, and claims included herein.

FIG. 2 illustrates an example method, which may be
implemented using system 100 of FIG. 1, for configuring
computing resources 116 for providing data in a standard-
compliant manner, according to certain embodiments of the
present disclosure.

At step 200, processing system 112 may receive a request
to instantiate designated computing resource environment
for a first entity. For example, configuration tool 136 may
receive a request from user system 106 to instantiate des-
1gnated computing resource environment for an entity asso-
clated with user system 106. User system 106 may be
associated with a first entity, which may communicate the
instantiation request 1n response to receiving a request for
information from a second enftity (although the present
disclosure contemplates user system 106 communicating the
request at any suitable time). The instantiation request may
include any suitable type of information, which may be
referred to as instantiation request data. For example, the
instantiation request may specily one or more of the types of
computing resources 116 requested, the amount of comput-
ing resources 116 requested, that standard with which the
entity will be complying, and any other suitable information
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for configuring the designated computing resource environ-
ment or for other suitable purposes.

At step 202, processing system 112 may instantiate the
designated computing resource environment for the first
entity. For example, configuration tool 136 may instantiate
the designated computing resource environment for the first
entity. In the 1llustrated example, while computing resources
116 may be available for use by any of a number of entities,
computing resources 116a are designated for use by the first
entity. The designated computing resources environment for
the first enfity (1.e., designated computing resources 116a)
may provide a secure environment with which the first entity

can interact and process and store data (e.g., intercepted data
120).

At step 204, processing system 112 may access instan-
tiation request data. For example, configuration tool 136
may access the instantiation request data, which may be
included in the request to instantiate designated computing
resource environment for a first entity. If appropriate, con-
figuration tool 136 may store the instantiation request data
(e.g., 1n storage module 114).

At step 206, processing system 112 may determine con-
figuration data according to the instantiation request data.
For example, configuration tool 136 may determine con-
figuration data according to the instantiation request. If
appropriate, configuration tool 136 may store the configu-
ration data (e.g., 1n storage module 114). The configuration
data may specily a configuration for the designated com-
puting resource environment for the first entity (e.g., com-
puting resources 116). In general, the configuration data may
specily a configuration of the designated computing
resources environment that will allow the first entity to make
intercepted data 120 available to the second enfity in a
manner compliant with the standard.

At step 208, processing system 112 may configure the
designated computing resource environment for the first
entity according to the determined configuration data. In
certain embodiments, configuration tool 136 may configure
the designated computing resource environment for the first
entity according to the determined configuration data.

As an example, configuring the designated computing
resource environment for the first entity according to the
determined configuration data may include assigning an
appropriate compliance tool to handle intercepted data 120
received from user system 106. As another example, con-
figuring the designated computing resource environment for
the first entity according to the determined configuration
data may include assigning audit tool 140 to monitor inter-
actions with intercepted communication data 120 and 1ts
subsequent formats for auditable events. As another
example, configuring the designated computing resource
environment for the first entity according to the determined
configuration data may include installing and/or otherwise
configuring a specialized compliance tool 148 for converting
intercepted data 120 to an appropriate standards compliant
format. As another example, configuring the designated
computing resource environment for the first entity accord-
ing to the determined configuration data may include assign-
ing appropriate access rights to the designated computing
resource environment.

At step 210, processing system 112 may determine
whether the first entity approves of the configured desig-
nated computing resource environment. For example, con-
figuration tool 136 may communicate a request for approval
to user system 106 requesting first entity approval of the
configured designated computing resource environment. An
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appropriately authorized user associated with the first entity
may accept or reject the configured designated computing
resource environment.

If processing system 112 determines at step 210 that the
first entity does not approve of the configured designated
computing resource environment, then at step 212, the
configured designated computing resource environment may
be modified. For example, the first entity may request
various modifications to the configured designated comput-
ing resources environment, and the configured designated
computing resource environment may be modified to meet
those requested modification. The determination at step 210
may be made as many times as appropriate to achieve an
acceptable configuration of the designated computing
resources environment.

If processing system 112 determines at step 210 that the
first entity approves of the configured designated computing
resource environment, then at step 214 processing system
112 may lock down the configured designated computing
resource environment for the first entity. In certain embodi-
ments, locking down the configured designated computing,
resource environment includes preventing a user (e.g., asso-
ciated with user system 106) from modifying the configu-
ration of the computing resources (€.g., computing resources
116a) 1n a manner that 1s not compliant with the applicable
standard.

Once the configured designated computing resources
environment 1s configured 1n a manner acceptable to the first
entity, the method may end. The result of the method
described with respect to FIG. 2 may be a configured
designated computing resource environment that the first
entity can use to provide data to the second entity 1 a
manner compliant with an appropriate standard.

FIGS. 3A-3B illustrate an example method, which may be
implemented using system 100 of FIG. 1, for providing data
in a standard-compliant manner, according to certain
embodiments of the present disclosure. In this particular
example, 1t will be assumed that the data being made
available by a first entity to a second entity 1s intercepted
communication data 120 associated with monitored com-
munication sessions (e.g., which may be collected via a
wiretap). However, as described above, the present disclo-
sure contemplates any suitable data being made available by
a first entity to a second entity, according to particular needs.

At step 300, processing system 112 may receive inter-
cepted communication data 120 associated with a first entity.
For example, processing system 112 may recerve intercepted
communication data 120 from user system 106 associated
with the first entity. Intercepted communication data 120
may be received 1n any suitable format that enables inter-
cepted communication data 120 to be provided to the second
entity 1n a manner compliant with the applicable standard.
For example, intercepted communication data 120 may be
received from user system 106 1n the raw format in which it
was captured by the first entity (e.g., from monitored com-
ponents 122). As another example, any suitable processing,
such as reordering of packets, may be performed on the raw
captured data prior to user system 106 communicating
intercepted communication data 120 to processing system
112. As another example, this processing may be performed
by processing system 112, 1f appropriate.

At step 302, processing system 112 (e.g., audit tool 14)
may store audit data 142 associated with the receipt of
intercepted communication data 120.

At step 304, processing system 112 (e.g., compliance tool
138) may store the received intercepted communication data
120. For example, 1n an embodiment 1n which computing
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resources 116a have been designated for use by the first
entity and configured appropriately for storing information
in compliance with an applicable standard, compliance tool
138 may store the received intercepted communication data
120 in storage module 130q. Intercepted communication
data 120 may be stored in the same format 1n which 1t was
received from the first entity (e.g., via user system 106) or
in a different format from the one 1n which 1t was received
from the first entity.

As 1ndicated by the revolving arrows adjacent to the
bracket spanming steps 300 through 314, intercepted com-
munication data 120 may be received, converted, and stored
on an ongoing basis, such as when the information 1is
captured by and communicated from user system 106.

At step 306, processing system 112 (e.g., audit tool 140)
may store audit data 142 associated with the storing of the
intercepted communication data 120.

At step 308, processing system 112 (e.g., compliance tool
138) may convert intercepted commumnication data 120 from
the first format to a format compliant with a standard (e.g.,
standardized intercepted communication data 146).
Although only one conversion 1s illustrated and described,
the present disclosure contemplates converting intercepted
communication data 120 through any suitable number and
types ol formats to reach a format appropriate for complying,
with the standard (e.g., standardized intercepted communi-
cation data 146). In certain embodiments, a specialized
compliance tool 148 may be used to facilitate the conversion
of intercepted communication data 120 from the first format
to a format compliant with a standard.

At step 310, processing system 112 (e.g., audit tool 140)
may store audit data 142 associated with the conversion of
intercepted communication data 120 from the first format to
a format comphiant with a standard (e.g., standardized inter-
cepted communication data 146).

At step 312, processing system 112 (e.g., compliance tool
138) may store intercepted communication data 1n a format
compliant with the standard (e.g., standardized intercepted
communication data 146). In certain embodiments, process-
ing system 112 may store intercepted communication data
146 1n storage module 130a of computing resources 116a. At
this point, standardized intercepted communication data 146
may be available to be provided to the second entity that
requested the information.

At step 314, processing system 112 (e.g., audit tool 140)
may store audit data 142 associated with the storing of the
intercepted communication data in the format compliant
with the standard (e.g., as standardized intercepted commu-
nication data 146).

At step 316, processing system 112 (e.g., audit tool 140)
may monitor for additional auditable events. For example,
steps 318 through 342 illustrate monitoring for additional

events according to certain embodiments, of the present
disclosure. These particular events are provided for example
purposes only.

At step 318, processing system 112 may receive a request
to provide a second entity access to the stored intercepted
communication data in the second format (e.g., standardized
intercepted communication data 146). For example, user
system 108 associated with the second entity may commu-
nicate a request to processing system 112 for access to
standardized intercepted communication data 146 stored 1n
storage module 130aq.

At step 320, processing system 112 (e.g., audit tool 140)
may store audit data 142 associated with the recerved
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request to provide the second entity access to standardized
intercepted communication data 146 stored 1n storage mod-

ule 130aq.

At step 322, processing system 112 may determine
whether the second entity 1s authorized to access the inter-
cepted communication data in the second format (e.g.,
standardized intercepted communication data 146 stored 1n
storage module 130a). As described above, when the des-
ignated computing resources environment of the first entity
1s configured, permissions associated with whom 1s autho-
rized to access stored data may be specified. Processing
system 112 may access those permissions in response to a
request for access to standardized intercepted communica-
tion data 146 stored in storage module 130a to determine
whether the requesting entity 1s authorized to access the
data.

If processing system 112 determines at step 322 that the
second enftity 1s not authorized to access the intercepted
communication data 1n the second format (e.g., standardized
intercepted communication data 146 stored 1n storage mod-
ule 130q), then at step 324, processing system 112 may deny
the second entity access to the mtercepted communication
data 1n the second format (e.g., standardized intercepted
communication data 146 stored in storage module 130q).
For example, processing system 112 may communicate a
denial of access message to user system 108 associated with
the second entity. Additionally or alternatively, 1f processing
system 112 determines at step 322 that the second entity 1s
not authorized to access the mtercepted communication data
in the second format (e.g., standardized intercepted commu-
nication data 146 stored in storage module 130q), then at
step 326, processing system 112 (e.g., audit tool 140) may
store audit data 142 associated with one or more of the
request for access to the intercepted communication data in
the second format and the denial of access to the intercepted
communication data 1n the second format.

If processing system 112 determines at step 322 that the
second entity 1s authorized to access the intercepted com-
munication data in the second format (e.g., standardized
intercepted communication data 146 stored 1n storage mod-
ule 130a), then at step 328, processing system 112 may
provide the second entity access to the stored intercepted
communication data 1n the second format (e.g., standardized
intercepted communication data 146 stored 1n storage mod-
ule 130a). A variety of techniques may be used to provide
the second entity access to the stored intercepted commu-
nication data in the second format (e.g., standardized inter-
cepted communication data 146 stored in storage module
130a). A few examples are described below.

As a first example, the second entity may also have a
designated computing resources environment configured
within provisioned computing resources environment 104.
In this example, 1t will be assumed that the designated
computing resources environment of the second enfity 1s
computing resources 1165. In such embodiments, providing
the second entity access to the standardized intercepted
communication data 146 stored in storage module 130a
(designated for use by the first entity) may include copying
a relevant portion of the standardized intercepted commu-
nication data 146 stored in storage module 130a from
storage module 130a to another storage module 1305 des-
ignated for use by the second entity).

As another example, providing the second entity access to
the standardized intercepted communication data 146 stored
in storage module 130a (designated for use by the first
entity) may include authorizing one or more users of the
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second entity to access standardized intercepted communi-
cation data 146 1n storage module 130a (designated for the
first entity).

As vet another example, providing the second entity
access to the standardized intercepted communication data
146 stored 1n storage module 130a (designated for use by the
first entity) may include removing one or more storage
media storing the intercepted communication data in the
second format and delivering the one or more storage media
to the second entity. In this example, a pertinent portion of
storage module 130q storing relevant standardized inter-
cepted communication data 146 may be removed and deliv-
ered to the second entity. Additionally or alternatively, rather
than removing portions of storage module 130q, relevant
portions of standardized intercepted communication data
146 may be copied from storage module 130q to a portable
storage medium (either computer-readable or another suit-
able format) to be delivered to the second entity.

At step 330 processing system 112 (e.g., audit tool 140)
may store audit data 142 associated with the provision to the
second entity of access to the stored intercepted communi-
cation data in the second format (e.g., standardized inter-
cepted communication data 146).

At step 332, processing system 112 may receive a request
to provide the second entity access to audit data 142. For
example, user system 108 associated with the second entity
may communicate a request to processing system 112 for
access to a portion or all of audit data 142.

At step 334, processing system 112 (e.g., audit tool 140)
may store audit data 142 associated with the recerved
request for access to audit data 142.

At step 336, processing system 112 may determine
whether the second entity 1s authorized to access audit data
142. As described above, when the designated computing
resources environment of the first entity 1s configured,
permissions associated with whom 1s authorized to access
stored data may be specified. Processing system 112 may
access those permissions in response to a request for access
to audit data 142 to determine whether the requesting entity
1s authorized to access the requested audit data 142.

If processing system 112 determines at step 336 that the
second entity 1s not authorized to access the requested audit
data 142, then at step 338, processing system 112 may deny
the second entity access to the requested audit data 142. For
example, processing system 112 may communicate a denial
ol access message to user system 108 associated with the
second enftity. Additionally or alternatively, il processing
system 112 determines at step 336 that the second entity 1s
not authorized to access the requested audit data 142, then

at step 340, processing system 112 (e.g., audit tool 140) may
store audit data 142 associated with one or more of the
request for access to audit data 142 and the denial of access
to the requested audit data 142.

If processing system 112 determines at step 336 that the
second entity 1s authorized to access the requested audit data
142, then at step 342, processing system 112 may provide
the second entity access to the requested audit data 142. A
variety of techniques may be used to provide the second
entity access to the stored audit data 142. For example, any
of the techniques described above for providing the second
entity access to standardized intercepted communication
data 146 stored in storage module 130 may be used to
provide the second entity with access to stored audit data
142. At step 344 processing system 112 (e.g., audit tool 140)
may store audit data 142 associated with the provision to the
second entity of the requested audit data 142.
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As 1indicated by the revolving arrows adjacent to the
bracket spanning steps 316 through 344, processing system
112 may monitor for auditable events on an ongoing basis.
Additionally, although these particular auditable events are
described, the present disclosure contemplates processing
system 112 (e.g., audit tool 140) monitoring for any suitable
auditable events.

At step 346 processing system 112 may determine
whether a termination event has been detected. For example,
the first entity (e.g., via user system 106) may communicate
a request indicating that the instantiation of the designated
computing resources environment for the first entity (e.g.,
computing resources 116a) should be terminated. Alterna-
tively, the request may simply 1ndicate that storage module
130a should be wiped clean of any information related to
standardized intercepted data 146 and 1ts subsequent pro-
cessing, including possibly audit data 142.

If processing system 112 (e.g., configuration tool 136)
determines at step 346 that a termination event has not been
detected, then the method may return to step 316 at which
processing system 112 (e.g., audit tool 140) may continue to
monitor for an auditable event. Processing system 112 may
also continue to receive and process mtercepted communi-
cation data 120 (e.g., at steps 200 through 314), 1t appro-
priate.

If processing system 112 (e.g., configuration tool 136)
determines at step 346 that a termination event has been
detected, then at step 348 processing system 112 (e.g.,
configuration tool 136) may terminate the instantiation of
the designated computing resources environment for the first
entity and perform an appropriate clean-up process. The
appropriate clean-up process may include wiping any rel-
evant storage volumes (e.g., storage module 130q) clean of
any information related to standardized intercepted data 146
and 1ts subsequent processing, including possibly audit data
142. In certain embodiments, 1n response to the termination
event, processing system 112 may make a portion or all of
the computing resources 116 that were designated for use by
the first entity available for use by any of a number of
entities (e.g., by returning computing resources 116a to a
pool of computing resources 116 available to be provisioned
for use by any of a number of entities).

It should also be noted that throughout the example
processing described above, processing system 112 may add
or remove computing resources 116 to or from the comput-
ing resources designated for use by the first enfity (e.g.,
computing resources 116a). Thus, at various times, comput-
ing resources designated for use by the first entity (comput-
ing resources 116a) may include varying amounts of com-
puting resources. This may provide a flexible, pay-as-needed
type of environment for the first entity.

FIG. 4 illustrates an example method, which may be
implemented using system 100 of FIG. 1, for accessing data
that 1s provided 1n a standard-compliant manner, according,
to certain embodiments of the present disclosure.

At step 400, processing system 112 may receive standard-
1zed itercepted data 146 associated with a first entity 1n a
format that 1s compliant with a standard. For example, a
second entity may have been provided information from a
first entity 1n a manner compliant with a standard. However,
the second entity may desire to have this information
converted mto another format for use. It may be appropriate
to monitor this conversion process in an auditable manner
such that the authenticity of the information can be verified
at a later time. In certain embodiments, a portion of com-
puting resources 116 (e.g., computing resources 1165) may
be designated for use by the second entity, and receiving the
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standardized intercepted data 146 may simply comprise
accessing that data stored 1n storage module 1305 designated
to the second entity.

At step 402, audit tool 140 may store audit data 142
associated with the receipt of standardized intercepted data
146 associated with the first entity in the format that 1s
compliant with the standard.

At step 404, processing system 112 (e.g., compliance tool
138) may store the received standardized intercepted data
146 associated with the first entity in the format that 1s
compliant with the standard. For example, the received
standardized intercepted data 146 associated with the first
entity in the format that 1s compliant with the standard may
be stored in storage module 13056. This stored data may
provide a reliable copy of the received standardized inter-
cepted data 146.

At step 406, audit tool 140 may store audit data 142
associated with the storing of intercepted data 146 associ-
ated with the first entity 1n the format that 1s compliant with
the standard.

At step 408, processing system 112 (e.g., compliance tool
138) may convert standardized intercepted communication
data 146 from the format compliant with the standard to a
second format. Although only one conversion 1s illustrated
and described, the present disclosure contemplates convert-
ing standardized intercepted data 146 through any suitable
number and types of formats to reach a format appropriate
for the second entity. For example, the second entity may
provide instructions for the format to which the standardized
intercepted data 146 should be converted. In certain embodi-
ments, the format may simply be the original format in
which the intercepted data 120 was received from the first
entity.

At step 410, audit tool 140 may store audit data 142
associated with the conversion of standardized intercepted
data 146.

At step 412, processing system 112 (e.g., compliance tool
138) may store the converted standardized intercepted com-
munication data 146 in the second format. For example,
processing system 112 may store the converted standardized
intercepted communications data 146 in the second format
in storage module 1305.

At step 414, audit tool 140 may store audit data 142
associated with the storing of standardized intercepted data
146 1n the second format.

At step 416, audit tool 140 may momtor for additional
auditable events. These auditable events may include any
suitable types of events. For example, auditable events may
include additional conversions of the stored data, other
processing performed on the stored data, requests for access
to the stored data, granting of access to the stored data, and
any other suitable events that may be appropriate to monitor
for recording a chain of custody and other information
regarding the stored data. Each time an auditable event 1s
detected (e.g., by audit tool 140), audit tool 140 may store
audit data 142 associated with the auditable event.

At step 418, processing system 112 (e.g., configuration
tool 136) may determine whether a termination event has
been detected. For example, the second entity (e.g., via user
system 108) may communicate a request indicating that the
instantiation of the designated computing resources envi-
ronment for the second entity (e.g., computing resources
1165) should be terminated. Alternatively, the request may
simply 1ndicate that storage module 1306 should be wiped
clean of any information related to standardized intercepted
data 146 and its subsequent processing, including possibly

audit data 142.
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If processing system 112 (e.g., configuration tool 136)
determines at step 418 that a termination event has not been
detected, then the method may return to step 416 at which
processing system 112 (e.g., audit tool 140) may continue to
monitor for an auditable event.

If processing system 112 (e.g., configuration tool 136)
determines at step 418 that a termination event has been
detected, then at step 420 processing system 112 (e.g.,
configuration tool 136) may terminate the instantiation of
the designated computing resources environment for the
second entity and perform an appropriate clean-up process.
The appropriate clean-up process may include wiping any
relevant storage volumes (e.g., storage module 1305) clean
ol any information related to standardized intercepted data
146 and its subsequent processing, including possibly audit
data 142. In certain embodiments, in response to the termi-
nation event, processing system 112 may make a portion or
all of the computing resources 116 that were designated for
use by the second entity available for use by any of a number
of entities (e.g., by returning computing resources 1165 to a
pool of computing resources 116 available to be provisioned
for use by any of a number of entities).

It should also be noted that throughout the example
processing described above, processing system 112 may add
or remove computing resources 116 to or from the comput-
ing resources designated for use by the second entity (e.g.,
computing resources 1165). Thus, at various times, comput-
ing resources designated for use by the second entity (com-
puting resources 1165) may include varying amounts of
computing resources. This may provide a flexible, pay-as-
needed type of environment for the second entity.

The methods described above with respect to FIGS. 2-4
may be implemented 1n any suitable combination of soft-
ware, firmware, and hardware. Additionally, although par-
ticular components may be identified as performing particu-
lar steps of the methods described above with respect to
FIGS. 2-4, the present disclosure contemplates any suitable
components performing the steps according to particular
needs.

FIG. 5 illustrates an example computer system 500 that
may be used for one or more portions of system 100 of FIG.
1, according to certain embodiments of the present disclo-
sure. Although the present disclosure describes and 1llus-
trates a particular computer system 500 having particular
components 1 a particular configuration, the present dis-
closure contemplates any suitable computer system having
any suitable components in any suitable configuration.
Moreover, computer system 500 may have take any suitable
physical form, such as for example one or more integrated
circuit (ICs), one or more printed circuit boards (PCBs), one
or more handheld or other devices (such as mobile tele-
phones or PDASs), one or more personal computers, one or
more super computers, one or more servers, and one or more
distributed computing elements. Portions or all of user
systems 104 and 108, processing system 112, storage mod-
ule 114, and computing resources 116 may be implemented
using all of the components, or any approprate combination
of the components, of computer system 500 described
below.

Computer system 500 may have one or more input
devices 502 (which may include a keypad, keyboard, mouse,
stylus, or other input devices), one or more output devices
504 (which may include one or more displays, one or more
speakers, one or more printers, or other output devices), one
or more storage devices 306, and one or more storage media
508. An mput device 502 may be external or internal to
computer system 300. An output device 504 may be external
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or internal to computer system 500. A storage device 506
may be external or internal to computer system 300. A
storage medium 508 may be external or internal to computer
system 500.

System bus 510 couples subsystems of computer system
500 to each other. Herein, reference to a bus encompasses
one or more digital signal lines serving a common function.
The present disclosure contemplates any suitable system bus
510 including any suitable bus structures (such as one or
more memory buses, one or more peripheral buses, one or
more a local buses, or a combination of the foregoing)
having any suitable bus architectures. Example bus archi-

tectures include, but are not limited to, Industry Standard
Architecture (ISA) bus, Enhanced ISA (EISA) bus, Micro

Channel Architecture (MCA) bus, Video Electronics Stan-

dards Association local (VLB) bus, Peripheral Component
Interconnect (PCI) bus, PCI-Express bus (PCI-X), and

Accelerated Graphics Port (AGP) bus.

Computer system 300 includes one or more processors
512 (or central processing units (CPUs)). A processor 512
may contain a cache 514 for temporary local storage of
instructions, data, or computer addresses. Processors 512 are
coupled to one or more storage devices, including memory
516. Memory 516 may include RAM 3518 and ROM 520.
Data and instructions may transier bi-directionally between
processors 512 and RAM 518. Data and instructions may
transier uni-directionally to processors 512 from ROM 520.
RAM 518 and ROM 520 may include any suitable com-
puter-readable storage media.

Computer system 300 includes fixed storage 522 coupled
bi-directionally to processors 512. Fixed storage 522 may be
coupled to processors 312 via storage control unit 507. Fixed
storage 522 may provide additional data storage capacity
and may include any suitable computer-readable storage
media. Fixed storage 522 may store an operating system
(OS) 524, one or more executables (EXECs) 526, one or
more applications or programs 328, data 530 and the like.
Fixed storage 3522 i1s typically a secondary storage medium
(such as a hard disk) that 1s slower than primary storage. In
appropriate cases, the information stored by fixed storage
522 may be incorporated as virtual memory into memory
516. In certain embodiments, fixed storage 522 may include
network resources, such as one or more storage area net-
works (SAN) or network-attached storage (NAS).

Processors 512 may be coupled to a variety of interfaces,
such as, for example, graphics control 532, video interface
534, mput mterface 336, output nterface 537, and storage
interface 538, which 1n turn may be respectively coupled to
appropriate devices. Example input or output devices
include, but are not limited to, video displays, track balls,
mice, keyboards, microphones, touch-sensitive displays,
transducer card readers, magnetic or paper tape readers,
tablets, styli, voice or handwriting recognizers, biometrics
readers, or computer systems. Network intertace 540 may
couple processors 512 to another computer system or to
network 3542. Network mterface 540 may include wired,
wireless, or any combination of wired and wireless compo-
nents. Such components may include wired network cards,
wireless network cards, radios, antennas, cables, or any
other appropriate components. With network interface 540,
processors 512 may recerve or send information from or to
network 542 1n the course of performing steps of certain
embodiments. Certain embodiments may execute solely on
processors 512. Certain embodiments may execute on pro-
cessors 512 and on one or more remote processors operating
together.
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In a network environment, where computer system 500 1s
connected to network 542, computer system 500 may com-
municate with other devices connected to network 542.
Computer system 500 may communicate with network 542
via network interface 540. For example, computer system
500 may receive information (such as a request or a response
from another device) from network 542 in the form of one
or more mcoming packets at network interface 540 and
memory 516 may store the incoming packets for subsequent
processing. Computer system 500 may send information
(such as a request or a response to another device) to
network 542 in the form of one or more outgoing packets
from network interface 540, which memory 516 may store
prior to being sent. Processors 312 may access an mncoming,
or outgoing packet in memory 316 to process it, according
to particular needs.

Certain embodiments mvolve one or more computer-
storage products that include one or more tangible, com-
puter-readable storage media that embody software for
performing one or more steps of one or more processes
described or 1llustrated herein. In certain embodiments, one
or more portions of the media, the software, or both may be
designed and manufactured specifically to perform one or
more steps ol one or more processes described or illustrated
herein. Additionally or alternatively, one or more portions of
the media, the software, or both may be generally available
without design or manufacture specific to processes
described or illustrated herein. Example computer-readable
storage media include, but are not limited to, CDs (such as
CD-ROMs), FPGAs, floppy disks, optical disks, hard disks,
holographic storage devices, ICs (such as ASICs), magnetic
tape, caches, PLDs, RAM devices, ROM devices, semicon-
ductor memory devices, and other suitable computer-read-
able storage media. In certain embodiments, software may
be machine code which a compiler may generate or one or
more files containing higher-level code which a computer
may execute using an interpreter.

As an example and not by way of limitation, memory 616
may include one or more tangible, computer-readable stor-
age media embodying software and computer system 500
may provide particular functionality described or 1llustrated
herein as a result of processors 312 executing the software.
Memory 516 may store and processors 512 may execute the
software. Memory 516 may read the software from the
computer-readable storage media 1n mass storage device 516
embodying the software or from one or more other sources
via network interface 540. When executing the software,
processors 512 may perform one or more steps of one or
more processes described or illustrated herein, which may
include defining one or more data structures for storage 1n
memory 516 and modifying one or more of the data struc-
tures as directed by one or more portions the software,
according to particular needs.

In certain embodiments, the described processing and
memory elements (such as processors 512 and memory 516)
may be distributed across multiple devices such that the
operations performed utilizing these elements may also be
distributed across multiple devices. For example, software
operated utilizing these elements may be run across multiple
computers that contain these processing and memory ele-
ments. Other variations aside from the stated example are
contemplated involving the use of distributed computing.

In addition or as an alternative, computer system 500 may
provide particular functionality described or illustrated
herein as a result of logic hardwired or otherwise embodied
in a circuit, which may operate in place of or together with
software to perform one or more steps of one or more
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processes described or illustrated herein. The present dis-
closure encompasses any suitable combination of hardware
and software, according to particular needs.
Although the present disclosure describes or illustrates
particular operations as occurring in a particular order, the
present disclosure contemplates any suitable operations
occurring in any suitable order. Moreover, the present dis-
closure contemplates any suitable operations being repeated
one or more times 1n any suitable order. Although the present
disclosure describes or illustrates particular operations as
occurring in sequence, the present disclosure contemplates
any suitable operations occurring at substantially the same
time, where appropriate. Any suitable operation or sequence
ol operations described or illustrated herein may be inter-
rupted, suspended, or otherwise controlled by another pro-
cess, such as an operating system or kernel, where appro-
priate. The acts can operate 1n an operating system
environment or as stand-alone routines occupying all or a
substantial part of the system processing.
Although the present disclosure has been described with
several embodiments, diverse changes, substitutions, varia-
tions, alterations, and modifications may be suggested to one
skilled in the art, and 1t 1s intended that the disclosure
encompass all such changes, substitutions, variations, altera-
tions, and modifications as fall within the spirit and scope of
the appended claims.
What 1s claimed 1s:
1. A system, comprising;
one or more memory units; and
one or more processing units operable to:
access 1nstantiation request data for establishing, from a
plurality of computing resources available for use by a
plurality of entities, a subset of the plurality of com-
puting resources to be designated for use by a first
entity 1n association with processing and storing inter-
cepted communication data associated with the first
entity 1n a manner compliant with a standard, wherein
the standard provides a framework for providing the
intercepted communication data to a second entity, the
instantiation request data specifying the standard;

determine configuration data according to the accessed
instantiation request data, the configuration data for
configuring the subset of the plurality of computing
resources designated for use by the first enfity to
implement functionality for complying with the stan-
dard;

configure the subset of the plurality of computing

resources designated for use by the first entity accord-
ing to the determined configuration data;

recerve intercepted communication data associated with

the first entity at the subset of the plurality of comput-
ing resources, wherein the intercepted communication
data 1s 1ntercepted by the first entity from a communi-
cation session and the instantiation request data speci-
fies a type of the communication session;

convert the intercepted communication data from a first

format to a second format via the subset of the plurality
of computing resources, wherein the second format 1s
compliant with the standard;

store, 1n the one or more memory units, the mtercepted

communication data in the second format, wherein the
one or more memory units are part of the subset of the
plurality of computing resources designated for use by
the first enftity;

store, 1n one or more memory units, audit data providing

a record of a chain of custody of the intercepted
communication data, the audit data associated with a
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conversion of the intercepted communication data from
the first format to the second format; and

provide access to a portion of the stored intercepted

communication data in the second format to the second
entity, the second entity comprising an entity autho- 5
rized to access the ntercepted communication data.
2. The system of claim 1, wherein the audit data 1s further
associated with receiving the intercepted communication
data, storing the intercepted communication data in the
second format, and providing access to the portion of the 10
stored intercepted communication data.
3. The system of claim 2, wherein the audit data com-
prises one or more of the following:
timestamp information indicating when an action was
performed on the intercepted communication data; 15

user signature information indicating a user associated
with performing an action on the intercepted commu-
nication data; and

application signature information indicating an applica-

tion associated with performing an action on the inter- 20
cepted communication data.

4. The system of claim 1, wherein:

the standard for providing the intercepted communication

data to the second entity 1s provided by the Commu-
nications Assistance for Law Enforcement Act 25
(CALEA);

the first entity comprises a communications Service pro-

vider:;
the second entity comprise a law enforcement agency; and
the intercepted communication data comprises data gen- 30

crated by one or more users of the communications
service provider during the communication session, the
first entity intercepting the intercepted communication
data in response to a request from the law enforcement
agency. 35
5. A non-transitory computer-readable medium compris-
ing logic, the logic when executed by one or more process-
ing units operable to perform operations comprising:
accessing 1nstantiation request data for establishing, from
a plurality of computing resources available for use by 40
a plurality of entities, a subset of the plurality of
computing resources to be designated for use by a first
entity 1n association with processing and storing inter-
cepted communication data associated with the first
entity 1n a manner compliant with a standard, wherein 45
the standard provides a framework for providing the
intercepted communication data to a second entity, the
instantiation request data specilying the standard;

determining configuration data according to the accessed
instantiation request data, the configuration data for 50
configuring the subset of the plurality of computing
resources designated for use by the first entity to
implement functionality for complying with the stan-
dard;

configuring the subset of the plurality of computing 55

resources designated for use by the first entity accord-
ing to the determined configuration data;

receiving intercepted communication data associated with

the first entity at the subset of the plurality of comput-
ing resources, wherein the intercepted communication 60
data 1s 1ntercepted by the first entity from a communi-
cation session and the instantiation request data speci-
fies a type of the communication session;

converting the intercepted communication data from a

first format to a second format via the subset of the 65
plurality of computing resources, wherein the second
format 1s compliant with the standard;

26

storing, 1 one or more memory units, the intercepted
communication data in the second format, wherein the
one or more memory units are part of the subset of the

plurality of computing resources designated for use by
the first entity;

storing, 1n one or more memory units, audit data provid-

ing a record of a chain of custody of the intercepted
communication data, the audit data associated with the
conversion of the mtercepted communication data from
the first format to the second format; and

providing access to a portion of the stored intercepted

communication data in the second format to the second
entity, the second entity comprising an entity autho-
rized to access the intercepted communication data.
6. The non-transitory computer-readable medium of claim
5, wherein the audit data further comprises one or more of
the following:
timestamp information mndicating when an action was
performed on the intercepted communication data;

user signature nformation indicating a user associated
with performing an action on the intercepted commu-
nication data; and

application signature mformation indicating an applica-

tion associated with performing an action on the inter-
cepted communication data.

7. The non-transitory computer-readable medium of claim
5, wherein the operations further comprise storing the inter-
cepted communication data in the first format such that the
conversion of the intercepted communication data from the
first format to the second format can be reproduced at a time
subsequent to storing the intercepted communication data in
the second format.

8. The non-transitory computer-readable medium of claim
5, wherein the first format 1s a format 1n which the first entity
communicates the intercepted communication data to the
Oone or more processing units.

9. The non-transitory computer-readable medium of the
claim 5, wherein the operations further comprise preventing
a user from modifying the configuration of the subset of the
plurality of computing resources in a manner that i1s not
compliant with the standard.

10. The non-transitory computer-readable medium of
claim 9, wherein the operations further comprise receiving
from the first entity, prior to preventing the user from
moditying the configuration of the subset of the plurality of
computing resources 1n a manner that 1s not compliant with
the standard, an approval of the configured subset of the
plurality of computing resources designated for use by the
first entity.

11. The non-transitory computer-readable medium of
claim 5, wherein the standard for providing the intercepted
communication data to the second entity 1s provided by the
Communications Assistance for Law Enforcement Act
(CALEA).

12. The non-transitory computer-readable medium of
claim 5, wherein the first entity comprises a communications
service provider and the intercepted communication data
comprises data generated by one or more users of the
communications service provider during the communication
SESS101.

13. The non-transitory computer-readable medium of
claim 35, wherein the communication session comprises one
or more of the following:

a telecommunications session;

a broadband session; and

a voice over Internet Protocol (VolP) session.
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14. The non-transitory computer-readable medium of
claim 5, wherein:
the second entity comprise a law enforcement agency; and
the first entity intercepts the intercepted communication

data in response to a request from the law enforcement

agency.
15. A computer-implemented method, comprising:
accessing 1nstantiation request data for establishing, from
a plurality of computing resources available for use by
a plurality of entities, a subset of the plurality of
computing resources to be designated for use by a {first
entity 1n association with processing and storing inter-
cepted communication data associated with the first
entity 1n a manner compliant with a standard, wherein
the standard provides a framework for providing the
intercepted communication data to a second entity, the
instantiation request data specilying the standard;

determining configuration data according to the accessed
instantiation request data, the configuration data for
configuring the subset of the plurality of computing
resources designated for use by the first entity to
implement functionality for complying with the stan-
dard:;

configuring the subset of the plurality of computing

resources designated for use by the first entity accord-
ing to the determined configuration data;

receiving intercepted communication data associated with

the first entity at the subset of the plurality of comput-
ing resources, wherein the intercepted data 1s inter-
cepted by the first entity from a communication session
and the mstantiation request data specifies a type of the
communication session;

converting the intercepted communication data from a

first format to a second format via the subset of the
plurality of computing resources, wherein the second
format 1s compliant with the standard;

storing, 1n one or more memory units, the intercepted

communication data in the second format, wherein the
one or more memory units are part of the subset of the
plurality of computing resources designated for use by
the first entity;

storing, 1n one or more memory units audit data providing

a record of a chain of custody of the intercepted
communication data, the audit data associated with the
conversion of the intercepted communication data from
the first format to the second format; and

providing access to a portion of the stored intercepted

communication data in the second format to the second
entity, the second entity comprising an entity autho-
rized to access the tercepted communication data.

16. The computer-implemented method of claim 15,
wherein the audit data i1s associated with receiving the
intercepted data, storing the intercepted data in the second
format, and providing access to the portion of the stored
intercepted data.

17. The computer-implemented method of claim 16,
wherein the audit data comprises one or more of the fol-
lowing:

timestamp information indicating when an action was

performed on the intercepted data;
user signature information indicating a user associated
with performing an action on the intercepted data; and

application signature information indicating an applica-
tion associated with performing an action on the inter-
cepted data.

18. The computer-implemented method of claim 15,
wherein providing access to the portion of the stored inter-
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cepted data in the second format to the second entity
comprises copying the portion of the stored intercepted data
in the second format from the one or more memory units to
another one or more memory units that are part of another
subset of the computing resources designated for use by the
second entity.

19. The computer-implemented method of claim 135,
wherein providing access to the portion of the stored inter-
cepted data 1 the second format to the second entity
comprises authorizing one or more users of the second entity
to access a portion of the one or more memory units on
which the intercepted data 1n the second format 1s stored.

20. The computer-implemented method of claim 15,
wherein providing access to the portion of the stored inter-
cepted data in the second format to the second entity
COmMprises:

removing one or more storage media storing the inter-

cepted data 1n the second format; and

delivering the one or more storage media to the second

entity.

21. The computer-implemented method of claim 15, fur-
ther comprising storing the intercepted data in the first
format such that the conversion of the intercepted data from
the first format to the second format can be reproduced at a
time subsequent to storing the mtercepted data in the second
format.

22. The computer-implemented method of claim 15, fur-
ther comprising generating a report providing one or more

of:

a summary of at least a portion of the stored intercepted

data 1n the second format; and

an audit history determined from at least a portion of the

audit data.

23. The computer-implemented method of the claim 15,
further comprising preventing a user from modifying the
configuration of the subset of the plurality of computing
resources 1in a manner that 1s not compliant with the stan-

dard.

24. The computer-implemented method of claim 15,
wherein the standard for providing the intercepted data to

the second enfity 1s provided by the Communications Assis-
tance for Law Enforcement Act (CALEA).

25. The computer-implemented method of claim 15,
wherein the {irst entity comprises a communications service
provider and the intercepted data comprises intercepted
communication data generated by one or more users of the
communications service provider during a communication
SESS101.

26. The computer-implemented method of claim 25,
wherein the communication session comprises one or more
of the following:

a telecommunications session;

a broadband session; and

a voice over Internet Protocol (VoIP) session.

27. The computer-implemented method of claim 15,
wherein:

the second entity comprise a law enforcement agency; and

the first entity intercepts the intercepted data 1n response

to a request from the law enforcement agency.

28. The computer-implemented method of claim 15,
wherein the first format 1s a format 1n which the first entity
communicates the intercepted data to the subset of the
plurality of computing resources.

29. The computer-implemented method of claim 15,
wherein a second subset of the plurality of computing




US 9,432,407 Bl
29

resources available for use by the plurality of entities have
been designated for use by a second entity that 1s distinct
from the first entity.

t

30. The computer-implemented method of claim 15, fur-
ner comprising making, in response to a termination event, 5

t

ne subset of the plurality of computing resources available

for use by any of the plurality of entities.

31. The computer-implemented method of claim 185,

wherein:

the subset of the plurality of computing resources desig- 10
nated for use by the first entity comprises a {first amount
of resources; and
the method further comprises moditying the first subset of
the plurality of computing resources designated for use
by the first entity to include a different second amount 15
of computing resources, wherein modifying the subset
of the plurality of computing resources comprises one
or more of:
adding a portion of the plurality of the computing
resources available for use by the plurality of entities 20
to the subset of the plurality of computing resources
designated for use by the first entity; and
returning a portion of the subset of the plurality of
computing resources designated for use by the first
entity to the plurality of computing resources avail- 25
able for use by the plurality of entities.
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