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(57) ABSTRACT

An 1nteractive streaming media and application service pro-
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lutions and screen sizes, and actively control functionality
contained 1n embedded data, encryption/decryption. Control
can be exerted by an external entity through a user-side virtual
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SYSTEM FOR INTERACTIVE MATRIX
MANIPULATION CONTROL OF STREAMED
DATA AND MEDIA

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application 1s a continuation-in-part of U.S. patent
application Ser. No. 12/104,314 titled “Filed Access Manage-
ment System” that was filed on Apr. 16, 2008 by Kelley Wise
and claims the benefit of U.S. Provisional Application
60/912,105 that was filed on Apr. 16, 2007, thus application
also claims the benefit of U.S. Provisional Application

61/609,164, filed on Mar. 9, 2012, the contents of which are
all expressly incorporated herein by reference.

STATEMENT RE: FEDERALLY SPONSORED
RESEARCH/DEVELOPMENT

Not Applicable

BACKGROUND

The field of the mvention 1s data and media streaming.

This system in one embodiment 1s manifested as one or
more streaming media servers, running our proprietary
image, video, audio, matrix manipulation controlled encod-
ing and streaming soitware, a network, and subscribers/re-
mote users that download a proprietary remote viewer to their
computer, television, tablet or smart phone device.

This system provides controllable streamed data and inter-
active entertainment media such as video 1n an encoded or
encrypted form over the Internet to an applet or a virtual
machine operating in a builer in the remote users computer or
wireless device erther in conjunction with the operating sys-
tem ol the remote computer or device or independent of the
operating system and under the control of the external stream-
ing server which provides a separate Boolean control code or
other type of control code to match with the authorized
remote user’s control code provided by the service provider,
The provider of the streamed media or data 1s able to turn on
and off a set of premium services by remote control such as
3D 1mages and ditferent levels of resolution on the screen to
name a few by streaming a separate control code to remotely
control the matrix mampulation control system inside the
virtual machine. (The control code sent from the streaming
media provider server shakes hands with the remote viewer to
coniirm 1t 1s an authorized viewer and not a video copying
soltware system.)

The viewer maintains an active control connection to the
streaming server through the control code from the server
connecting to the remote viewer.

The control code could also be internal to the device and or
pre-installed to communicate with the embedded data in the
streamed code to engage matrix manipulation as required for
the control specifications contain in the streamed data.

While 1t 1s usetul for streaming media providers to provide
the remote user manual control over the streamed 1mages,
videos, or files, using matrix manipulation inside a virtual
machine, the present methodologies to not address a host of
problems that occur on the Internet regarding content piracy
and other 1ssues and features and functionality not being
provided in prior art methods. My novel and inventive method
provides a much higher lever of control over the streamed
data and media content than any prior art method.

In my novel method the application or media service pro-
vider use a separate set of streamed control codes to give the
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2

provide active control and active encryption over the
streamed data by having a server stream a separate Boolean

control code or other type of code to a matrix manipulation
control system operating inside the remote computer either in
a virtual machine operating inside a builer or sandbox or
browser or embedded in a chip or other device to control or
mampulate the 1image or data inside the device or virtual
machine with matrix manipulation and or transformation to
provide different levels of service, when an authorized user
has entered a corresponding control code into the matrix
mamipulation control system functioning inside the chip,
device or a virtual machine, running nside the remote user’s
computer or wireless Internet device.

When large numbers of remote users on different remote
receiving devices with different data requirements need dif-
terent levels of video resolution the system can provide each
user the correct resolution through the matrix manipulation
control system to add or subtract horizontal video lines of a
video file or large 1image file, such as a medical diagnostic
image, when a full resolution 1mage 1s not needed as with a
low resolution 1image used as a thumbnail such as when open-
ing a file or a low resolution 1mage being restored to a tull
resolution 1mage by the users iput when allowed, or when
the service provider remotely switches on more resolution on
demand or converting a 2D 1mage or video to a particular type
of 3D display such as anaglyph or bi-polarized in different
transmission formats such as Frame sequential, Frame pack-
ing, Side-by-side, and Checkerboard 3D image or video data
transmission techniques.

These current methods of streamed 3D transmission for-
mats are data bandwidth intensive and requires considerable
processing power, our novel method will control the frame
switching functions inside a matrix manipulation control sys-
tem operating in a virtual machine or device to separate the
process from the operating system 1f desired to maintain
secure content control and allow for greater control and
mamipulation capabilities of the streamed 1mage, audio, or
video data.

A few of the different services that can be offered using our
novel method are 3D viewing on demand, different levels of
high resolution on demand, and secure encryption services
which can allow different levels of active encryption to be
added as well as the ability to constantly change the encryp-
tion algorithms using the method of streamed control codes to
a matrix manipulation control system. This and all other
extrinsic materials discussed herein are incorporated by ret-
erence 1n their entirety. Where a definition or use of a term 1n
an incorporated reference 1s mconsistent or contrary to the
definition of that term provided herein, the definition of that
term provided herein applies and the definition of that term 1n
the reference does not apply.

Unless the context dictates the contrary, all ranges set forth
herein should be interpreted as being inclusive of their end-
points and open-ended ranges should be interpreted to
include only commercially practical values. Similarly, all
lists of values should be considered as inclusive of interme-
diate values unless the context indicates the contrary.

Thus, there 1s still a need for systems and methods that can
be used to securely stream media to an end user.

BRIEF SUMMARY

An application service provider server streams encrypted
and or encoded data with a Boolean operating code or other
type of code over the Internet. The application service pro-
vider server also streams a separate Boolean control code or
other type of control code corresponding to the streamed data
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with Boolean operating code or other type of operating code
to control a matrix manipulation control system functioning,
inside a remote device or a virtual machine operating nside
the buffer of a remote user’s device, computer or wireless
Internet device 1n order to provide access authorization and
unlock features on demand when the remote user enters
another Boolean control code provided by the application
service provider. A separate control code1s provided to device
manufacturers and distributers to install 1n remote user
devices to control codes from the streamed media or data
provider to cause the remote device to adapt the matrix
manipulation control system or other system internal to the
remote user’s device to accept diflerent formats of streamed
image, audio, and video data and other streamed data.

The encrypted and or encoded data and Boolean operating,
code 1s streamed through a matrix manipulation control sys-
tem running inside an applet or virtual machine operating,
inside a buller such as a sandbox or browser in a remote user’s
computer or other device. The streamed Boolean control code
controls the matrix manipulation functions of the Matrix
manipulation control system functioning inside the virtual
machine to control access to the streamed data and lock and
control viewer functionality, image resolution, 3D viewing,
and other features. Authorized users receive the distributed
control code and enter the control code into the matrix
manipulation control system functioning inside the virtual
machine viewer. The control code unlocks the matrix
manipulation encryption system. The remote controlled
matrix manipulation encryption system opens according to
the level of access authorized and provides access to the
authorized matrix manipulation controlled features available
from the streamed data code. The virtual machine viewer
displays the streamed data. Streamed 3D data 1s switched,
sequenced, modified and/or transformed as layers of frames,
side by side frames, and/or a checkerboard matrix of pixels
tor each video frame by mathematically switching on and off
as desired, each data set and every part of each data set
individually to achieve any type of 3D display needed at any
resolution desired by the remote user or required for the

remote user’s device 1n order to be properly displayed or
monitored.

Besides the objectives and advantages of the preferred
embodiment of the inventive subject matter described above,
there are objectives and advantages also some of which are:

a) To use this method to further prevent unauthorized copy-
ing of the data, images, video, or {ile.

b) To use this method to provide parental controls over
access 1o content.

¢) To use this method to render image data

d) Render an 1mage i 3D

¢) Allow a device to remotely adapt to different 3D trans-
mission formats.

1) To allow a remote device to automatically adjust to
different 1image resolutions streamed from a provider.

g) To remotely control by matrix manipulation, access to
available controls on the remote Viewer.

h) To remotely set functionality levels in the remote user’s
device by remote control of the matrix manipulation control
system.

1) To remotely control access to streamed left and nght eye
images and video content for 3D display on demand.

1) To remotely control conversion of left and right eye
images and video content to display anaglyph 3D display.

k) To remotely control the type of 3D display that can be
viewed remotely, such as selecting anaglyph or Bi-Polar 3D
viewing.
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4

1) To remotely engage controls on the remote user’s device
which allow the remote user to select the type of 3D display.

m) To remotely modily streamed data to convert into
another format inside the virtual machine using matrix
mampulation.

n) To remotely disable or allow playback of the streamed

content by controlling matrix manipulation of the data inside
the virtual machine.

0) To actively control functionality contained 1n an active

digital water mark embedded 1n the data to control interactive
media.

p) The method conserve processor power in the remote
device when decoding streamed stacked image data sets and
compressed side by side set of data for streamed 3D displays.

These objects described above and many others are
achieved in the preferred embodiment of the inventive subject
matter and allow for further advantages to become apparent
from a consideration of the ensuing description and drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

These and other features and advantages of the various
embodiments disclosed herein will be better understood with
respect to the following description and drawings, in which
like numbers reter to like parts throughout, and in which:

The drawings shown are flow charts representing two of the
preferred embodiments of the mventive subject matter and
show the steps to use a matrix manipulation control system
inside a remote recerving computer or wireless device or
other device which acts like matching puzzle sets and or a
filter or matrix of doors or windows opening and closing to
actively control access and functionality of streamed data,
images, interactive video and other streamed applications.
The matrix manipulation control system 1s controlled and
locked remotely by a streamed Boolean control code from the
application service provider and engaged by a corresponding
control code inputted from the authorized remote user and
can be further used to activate controls contained 1n an active
digital water mark embedded 1n the code.

The drawings shown are two flowcharts, which are FIG. 1,
FIG. 2, and FIG. 3, FIG. 4, FIG. §, FIG. 6, and FIG. 7,
representing the present invention and showing the steps con-
trolling and manipulating the data stream with an active
matrix manipulation control system.

1. Application Service or Media Provider Servers

2. Application service provider server streams or encodes a
file or data for streaming with encrypted and or encoded data
as a single data set or more than one data set combined
together and encoded with a matrix manipulation filter or
encryption puzzle pattern or other similar data modifications
encoded onto the data and with or without an embedded
digital water mark embedded in the data over a network or the
Internet with a corresponding Boolean operating code or
other code streamed separately.

3. Application service provider server streams or encodes
for streaming, a separate Boolean control code for the
streamed data with Boolean operating code which can be
assigned to each user.

4. A separate control code can be provided to the user for
the user to mput to a device to enable functionality or addi-
tional functionality or products and services on a device or
service.

5. An applet or virtual machine or other device operating
inside a buifer such as a sandbox or browser 1n a remote user’s
computer or a matrix manipulation control system embedded
in another device receives the encrypted or encoded data or
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data sets with the matrix manipulation encryption and inter-
active function control code encoded onto the data or data
Sets.

6. A matrix manipulation control system interacts with the
the streamed Boolean control code or other streamed control 5
code which controls the matrix manipulation control system
functions running inside a virtual machine or other device to
control matrix mampulation of the streamed data, to add or
remove functionality or control access to the streamed data,
and lock and control the remote device functionality, image 10
resolution, Stereo 3D viewing, and other features and control
embedded digital watermark type control functions that have
been embedded 1n the data itself such as 1mage data, video,
and other types of streamed data.

7. A user control code 1s received by the user. 15

8. Authorized user recerves the distributed user control
code.

9. User inputs the user control code into the matrix control
system.

10. The user control code unlocks or activates matrix 20
manipulation encryption or controls of the system or the
digital watermark functions embedded 1n the data.

11. Functionality or controls are engaged by user input of a
control code

12. Access control system inside the matrix manipulation 25
control system opens or controls encoded user control func-
tionality.

13. The matrix mampulation control system engages func-
tions according to the level of access authorized and provides
access to streamed content and the authorized matrix manipu- 30
lation controlled features available from the streamed or
downloaded data code.

14. The Matrix Manipulation {filter decodes the data
according to the control code by adjusting the encoded matrix
manipulation settings of each component of the encoded 35
streamed data sets.

15. Active digital watermark or matrix manipulation con-
trol encoded data or data sets

16. Virtual machine or other device displays or provides the
streamed data. 40

17. The streamed operating Boolean code or other control
code allows the user to have manual control over standard
functions of the embedded device or viewer or other type of
device that receive and transmits streamed data.

18. When authorized a remote user may control some 45
matrix manipulation functions of the virtual machine viewer.

19. A device can utilize i1ts own control code for authori-
zation or other purpose.

20. For 3D media encoding the system inputs one, two, or
more channels of a video or image or other data or data sets. 50
21. A programmable matrix manipulation control filter

encoder encodes different matrix manipulation control set-
tings onto various desired components of the data or data sets
which can be assigned to operate with the proper control code
to turn on and off or to switch, adjust, filter, enlarge, offset, 55
dim, change color, or other form of manipulation which can
be performed using matrix manipulation to adjust the pixels
or other data to be displayed or provided for user interaction.

22. The system allows left and right channels of video and
or stereoscopic 1images and data or other type of 3D media or 60
data to be controlled and switched at a high rate of speed using
matrix manipulation switching and or manipulation.

23. The System can be used for encryption by and access
authorization by assigning different types of control codes as
per the needs of the ASP. 65

24. Stereo, 3D or multi-channel data 1s combined or
encoded as multi-layer data to react as desired to the corre-

6

sponding control codes required using matrix mampulation to
act as matching puzzle pieces or activating the desired data or
sub sets of data.

25. The encoded data 1s streamed or encoded as a file for
streaming.

26. The encoded data can be streamed together or streamed
separately.

2'7. The data or data sets 1s streamed or iput to the remote
users matrix manipulation control system or matrix manipu-
lation filter 1n the remote users device.

28. A second streamed data set 1s mput to the matrix
mamnipulation control system or filter.

29. A user control code 1s input by the user or by the users
device or automatically by the ASP 1f needed into the matrix
manipulation control system or filter.

30. The system/s uses the control codes to manipulate and
or permit access and manipulation of the encoded data or data
sets and enables features such as 3D and interactive controls

of the media or data.

31. The combined data sets are decoded to produce 3D
video, images, data, and or interactive media, displays, data,
or combinations of different data and media functionality.

32. Encoded stereoscopic or multi-channel 3D wideo,
images or data in a matrix manipulation adjusted matrixed
and layered data set format with or without a digital water-
mark 1n a combined encoded form that allows for active and
or interactive decoding 1n real time with matrix manipulation
controls and or manipulates the various encoded components
of each portion of the data set/s.

34. The data sets are encoded to be decoded or switched by
matrix manipulation of each encoded component of the data
or data sets.

35. The Internet or a network.

36. Data such as user data or interactive control codes from
the user to the ASP can engage interactive functionality and
other features of the system such as allowing the remote user
access to other data streams and e-commerce applications
from the ASP.

3’7. The system provides a graphical user interface for the
user to manipulate, interact the data.

38. The system uses a server or other computer device to
modily, adjust, manipulate and combine data sets such as one
or more channels of video or other data to encode the data and
stream the data or save the encoded as a file for streaming.
This device or server will produce and stream corresponding
control codes for the encoded data and perform other services
for the ASP as described herein.

FIG. 1 represents an embodiment of the inventive subject
matter showing the steps of providing an encoded stream of
data and a separate control code to control functions and
access of the data and using an authorized users control code
input into the system to actively communicate with the con-
trol code streamed from the application or media service
provider.

FIG. 2 represents the inner workings of the matrix manipu-
lation control system and using the control codes from the
user and the provider to actively control access and function-
ality of an active digital watermark embedded in the streamed
data.

FIG. 3 represents the same inner workings of the matrix
mampulation control system and using the control codes from
the user and the provider to actively control access and func-
tionality of streamed data without an embedded active digital
watermark using only the functionality of the matrix manipu-
lation control system on regular streamed content with no
digital water mark embedded 1n the data.
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FIG. 4 represents the control of streamed data 1n the matrix
manipulation system.

FI1G. S represents the control of streamed data 1n the matrix
manipulation system with embedded layers or a watermark in
the streamed data.

FIG. 6 represents how different sources of control codes
can be used to control different functions on the streamed data
and an embedded watermark or data layers and data sets
embedded 1n the streamed 1mage or video data with the matrix
manipulation control system.

FIG. 7 represents an example of matrixed image data sets
showing a sideways view of data set layers and an example of
one embodiment of a display matrix facing the display look-
ing at an example of four lines of resolution or one line with
matrixed sub sets of matrixed image data sets.

DETAILED DESCRIPTION

The inventive subject matter provides apparatus, systems
and methods 1n which an interactive streaming media and
application service provider system can securely stream high
resolution, multiple formats of video and data.

In preferred embodiments, different data sets can be
included 1n a single stream. A rights management system can
advantageously control matrix manipulation and other
aspects of user control of the data, including one or more of
rendering 1n various different 2D, 3D, or other media formats,
reconstruction and modeling, zooming, frame grab, print
frame, parental controls, picture i picture, preventing unau-
thorized copying, adapting to diflerent data transmission for-
mats, adapting to different resolutions and screen sizes, and
actively control functionality contained in embedded data,
encryption/decryption. In especially preferred embodiments,
control can be exerted by an external entity through a user-
side virtual machine. Control codes can optionally be embed-
ded 1n the media, embedded 1n the user’s device, and/or sent
separately to the device.

Various objects, features, aspects and advantages of the
inventive subject matter will become more apparent from the
following detailed description of preferred embodiments,
along with the accompanying drawing figures 1n which like
numerals represent like components.

Throughout the following discussion, numerous refer-
ences will be made regarding servers, services, interfaces,
portals, platforms, or other systems formed from computing
devices. It should be appreciated that the use of such terms 1s
deemed to represent one or more computing devices having at
least one processor configured to execute software nstruc-
tions stored on a computer readable tangible, non-transitory
medium. For example, a server can include one or more
computers operating as a web server, database server, or other
type of computer server 1n a manner to fulfill described roles,
responsibilities, or functions.

The matrix manipulation control system uses the Boolean
control code streamed from the provider’s remote device to
activate a set of matrix manipulation controls 1nside the vir-
tual machine which change s or transforms the images and
data being displayed by calculating matrix transformation on
cach of the pixels to be display or audibly presented 1n order
to manipulate the data.

One of the preferred embodiments of this invention con-
figures a matrix manipulation function to act as a digital filter
which 1s a variable matrix of digital doors for streamed data
which 1s always active or can be “ofl” or “in use” so that the
data to be controlled, utilized, displayed or rendered or played
back 1n the manner 1n which the data was intended to be
played back and 1s always being processed through the matrix
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mamipulation system process. If the manipulation process
were to stop the data would be corrupted or non-useable or
limited 1n the amount of data or portions of the data that are
allowed to pass through the matrix manipulation filter.

The matrix manipulation filter searches for Boolean Pat-
terns or pattern from other codes used that are coming 1n the
control code both from the application service provider and
the authorized remote user to activate or deactivate the Matrix
mampulation filtering or control functions of the data
streamed to the device or virtual machine operating 1n a
remote computer or other networked computer device. The
code 1s a form of puzzle that requires corresponding sections
of the puzzle to be filled 1n by the corresponding pieces
contained 1n the authorized remote users control code.

The user control code 1s streamed to the control link 1n the
matrix manipulation control device which 1s active and can be
changed simultaneously between the corresponding control
code from the provider and the code from the authorized user
by sending the user control code to a cell phone or other
device which would send the users control code to the device
with a Wi-F1 or any other wireless standard connection
between the devices.

The user code provided to the user can be activated and
changed remotely so that the key or authorization code 1s
never the same also new functionality can be added to the
user’s service provided under the control of the application or
media service provider. One embodiment of this inventive
method would be to stream the control code to the remote
user’s cell phone or other radio device, or wireless internet
transmitter to allow the user to communicate with other
devices that have the service providers control code to match
and allow the user to use matrix manipulation controlled
function on any other system that 1s networked into the ser-
vice providers using my novel method and system.

Matrix manipulation control filtering 1n one embodiment
can be applied to recognize 1image patterns 1n a digital image
pattern or sequence of data by running a control code acti-
vated process 1n the matrix manipulation control that moni-
tors the data stream and uses artificial intelligence to perform
analytics on the date and activate other processes to send the
data produce by using the matrix manipulation control system
to monitor the data stream.

In one embodiment of the mventive subject matter the
system described could also be used to actively tell the matrix
control system to {filter out data based on my method for
instructing the matrix manipulation control to function as an
active filter.

In one embodiment of the mventive subject matter the
system would monitor the stream for certain determined pat-
terns ol colors and shapes and other means of artificial intel-
ligence 1image recognition using this method.

In one embodiment of this mvention data can also be
changed by actively removing portions of an image to be
displayed 1n real time by using artificial intelligence to
obscure faces or address and phone numbers on signs as
needed by the provider of the streamed data.

One embodiment of this invention 1s an 1nvisible Digital
Watermark™ encoded onto the data itself such as a video or
image or data which 1s actively removed or controlled by the
matrix manipulation control system described herein. 3D
data can be displayed using this method with a series of image
layers with a small space between them encoded 1nto a single
stream to be decoded 1n the remote device and then sequenced
or switched on an oif using matrix manipulation.

The Matrix manipulation system can act as a {ilter inde-
pendent of the code 1tself and 1t can be used to activate the
embedded digital watermark function embedded in the
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streamed data or streamed with the data as a separate code.
This same inventive method can also 1n one embodiment to
control the functionality of 3D video and image streaming on
demand or activating higher resolution on any device for any
one stream rather than for all images displayed for the device.

One embodiment of this invention is using a pass key that
1s streamed to the matrix manipulation control device and will
not open until the corresponding section of the digital pass
key 1s combined with the digital passkey of the authorization
control code entered by the authorized remote user to form the
completed pass key or completed digital puzzle. The matrix
manipulation control system would scramble the 1mage or
some other function 1f both parts of the digital pass key were
not authorized to tunction together. The pass key functions
can be an actively modulated and digitally controlled
remotely on both ends of the control code mputs, from the
service provider through the streamed control code coming 1n
with the selected streamed data, and from the code that 1s
streamed to the user to mput from the user’s end while con-
tinuously actively changing to continually fit together as the
encryption or function controlling control code 1s streamed to
the users remote device.

The matrix manipulation control 1s engaged actively at all
time while the remote viewer or other device 1s functioning,
inside the remote users computer or web device like an elec-
tric screen door that has to be turned off for all the data to pass
through or the authorized portion of the data to pass through
the electric matrix of doors of the matrix manipulation control
system. The input of the authorized remote users control code
to the system will turn off the electric matrix of doors or just
turn off the portions Control codes from the provider 1s
streamed to the remote user or contained 1n the remote user’s
device to allow access to 3D video content or access to higher
resolution. The same system can turn on and oif colors in
images or enlarge 1mages, or enhance 1images, Zzoom 1n on
selected portions of image data, cut and paste image data, and
perform various rendering functions by performing a pixel by
pixel transformation using the corresponding matrix manipu-
lation algorithm for the desired etfect.

Streamed 3D data 1s switched, sequenced, modified and/or
transformed as layers of frames, side by side frames, or a
checkerboard matrix of pixels for each frame by mathemati-
cally switching on and off as desired each data set and every
part of each data set individually using matrix manipulation
inside a matrix manipulation control system operating in a
virtual machine or other device to achieve any type of 3D
display needed at any resolution desired by the remote user or
required for the remote user’s device 1 order to be properly
displayed or monitored.

The matrix manipulation control system can be switched to
allow for different audio tracks to be played which could
allow for multiple languages to be streamed simultaneously
and the user can select which language the matrix manipula-
tion control system will let through the matrix manipulation
doors.

In normal streamed data virtual machine viewers or
devices, matrix manipulation 1s applied interactively by the
remote user. Our mventive method goes much further by
applying matrix manipulation full time to the streamed
encoded data decoding process that occurs inside the virtual
machine to act as a digital gate for data to get to the viewer or
device data output system. This digital gate function can also
transiorm the data ito other outputted data.

The Matrix manipulation function 1s always activated just
to keep the image stable or viewable or to allow manual
manipulation of the data by an authorized remote user. If the
matrix manipulation turns of the image goes to a default mode
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that renders the system useless or only capable of delivering
a predetermined set of functions such as only low resolution
video or no 3D function as an example of the many embodi-
ments possible for this invention.

Media providers or other business like appliance manufac-
turers could control user access and functionality of any
device including remote viewer systems and other devices not
related to 1mages or data such as remote switching functions
and remote data monitoring by capturing bits of data from the
matrix manipulation system to gather data remotely 1n an
upstream function from the remote device triggered by the
matrix manipulation system through the Boolean control
code sent from the provider. This can be done on any Internet
ready devices or networked devices and smart appliances
using my novel method.

It should be apparent to those skilled 1n the art that many
more modifications besides those already described are pos-
sible without departing from the inventive concepts herein.
The inventive subject matter, therefore, 1s not to be restricted
except 1n the spirit of the appended claims. Moreover, 1n
interpreting both the specification and the claims, all terms
should be interpreted in the broadest possible manner consis-
tent with the context. In particular, the terms “comprises”™ and
“comprising” should be interpreted as referring to elements,
components, or steps in a non-exclusive manner, indicating
that the referenced elements, components, or steps may be
present, or utilized, or combined with other elements, com-
ponents, or steps that are not expressly referenced. Where the
specification claims refers to at least one of something
selected from the group consisting of A, B, C . .. and N, the
text should be interpreted as requiring only one element from
the group, not A plus N, or B plus N, etc.

The above description 1s given by way of example, and not
limitation. Given the above disclosure, one skilled in the art
could devise variations that are within the scope and spirit of
the invention disclosed herein. Further, the various features of
the embodiments disclosed herein can be used alone, or 1n
varying combinations with each other and are not intended to
be limited to the specific combination described herein. Thus,
the scope of the claims 1s not to be limited by the 1llustrated
embodiments.

What 1s claimed 1s:

1. A method for providing data, video, or image media to a
recipient while preventing unauthorized viewing or copying
of the data, video, or image media, comprising:

encoding or encrypting the data, video, or image media

into a first data set:;

accessing a receiving computer selected from a group con-

sisting of a computing device, a wireless device, a smart
phone, a tablet phone, a tablet computer, and a computer
embedded appliance, wherein the recerving computer
runs a remote virtual machine with a matrix manipula-
tion function, the remote virtual machine under control
of an external device independent of an operating system
of the receiving computer;

streaming the first data set to the remote virtual machine of

the receiving computer;

streaming a Boolean control code to the remote virtual

machine of the receiving computer separate from the
first data set, the Boolean control code readable by the
remote virtual machine and indicating if a recipient con-
trol code 1s required to access the data, video, or image
media 1n the streamed first data set:

using the Boolean control code to remotely control the

streamed first data set by remotely controlling the matrix
mamipulation function in the remote virtual machine of
the recerving computer to manipulate the streamed first
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data set and to control the display or access of the data,
video, or image media in the streamed first data set;

cnabling receipt of the recipient control code entered by the
recipient mto the matrix manipulation function within
the remote virtual machine of the receiving computer;
and

cnabling an authentication process between the recipient
control code and the streamed Boolean control code 1n

the matrix mampulation function to enable the recipient

to access the data, video, or image media 1n the streamed
first data set.

2. The method of claim 1 wherein the authentication pro-
cess provides the recipient access to available controls of a
media player operating within the remote virtual machine of
the receiving computer.

3. The method of claim 1 wherein the recipient control code
1s mput into the recerving computer by a wireless data trans-
mission connection.

4. The method of claim 1, wherein the recipient control
code code 1s a file or set of code nstructions installed on the
receiving computer from a storage device selected from a
group consisting of

a data key,

a SIM card,

a smart card,

a portable electronic device, and

an 1ntegrated circuit chip.

5. The method of claim 1 wherein the matrix manipulation
function increases or decreases the display resolution of the
video or image media in the streamed first data set by cutting
out or restoring lines of resolution from a high resolution
video or 1image media.

6. The method of claim 1 wherein the matrix manipulation
function converts left and right eye images to display anag-
lyph 3D.

7. The method of claim 1 wherein the Boolean control code
remotely controls access to streamed left and right eye 1images
for 3D movies on demand.

8. The method of claim 1 wherein the Boolean control code
remotely controls a 3D display by selecting anaglyph or Bi-
Polar 3D viewing.

9. The method of claim 1 wherein the Boolean control code
1s used for activating controls to allow the recipient to select
the type o1 3D.

10. The method of claim 1 wherein the matrix manipula-
tion function 1s used to perform rendering and to remotely
modily a format of the streamed first data set to convert the
data mside a buffer within the remote virtual machine of the
receiving computer.

11. The method of claim 1 wherein the Boolean control
code 1s used to remotely disable or allow playback of the data,
video, or image media 1n the streamed {first data set by con-
trolling the matrix manipulation function within the remote
virtual machine of the receiving computer.

12. The method of claim 1 wherein matrix mampulation
function 1s used to further prevent unauthorized copying of
the data, video, or image media 1n the streamed first data set.

13. The method of claim 12 wherein the matrix manipula-
tion function 1s remotely controlled by the streamed Boolean
control code to further prevent unauthorized copying of the
data, video, or image media 1n the streamed first data set.

14. The method of claim 1 wherein the matrix manipula-
tion function within the remote virtual machine of the rece1v-
ing computer operates independently of the operating system
of the recerving computer and 1s used for conversion of lett
and right eye images to display anaglyph 3D.
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15. The method of claim 1 wherein the matrix manipula-
tion control function controls an embedded circuit in the
receiving computer.

16. The method of claim 1 wherein the streamed Boolean
control code controls adaptation functions for a second
receiving computer.

17. The method of claim 1 wherein an external device 1s
controlled by the Boolean control code originating from a
Server.

18. The method of claim 1 wherein the matrix manipula-
tion function 1s used to adapt playback to the operating sys-
tem.

19. The method of claim 1 wherein the Boolean control
code remotely adapts streamed playback to different wireless
devices.

20. The method of claim § wherein matrix manipulation
function adjusts the level of resolution of the video or image
media in the streamed {first data set by adding or subtracting
lines or pixels from the image or video horizontally and
vertically to control the resulting display image or video.

21. The method of claim 1 wherein both the Boolean con-
trol code and the recipient control code are Boolean.

22. The method of claim 1 wherein the recerving computer
1s connected to the internet and matrix manipulation function
removes or modifies a digital watermark embedded onto the
first data set.

23. The method of claim 1 wherein the streamed first data
set includes a digital water mark that blocks access to the data,
video, or 1image media in the first data set, and

the virtual machine of the receiving computer uses the

recipient control code to remove the digital water mark.

24. The method of claim 23 wherein the digital water mark
1s removed by the matrix manipulation function of the virtual
machine of the recerving computer.

25. The method of claim 24 wherein the matrix manipula-
tion function uses formulas or equations contained 1n a micro-
chip to remove the digital water mark from the first data set.

26. The method of claim 1 wherein the matrix manipula-
tion function 1s used to remove or modily a digital watermark
that 1s embedded 1n the first data set.

277. The method of claim 26 wherein the matrix manipula-
tion function removes or modifies the digital watermark in the
virtual machine of the receiving computer.

28. The method of claim 26 wherein the matrix manipula-
tion function 1s contained 1n an mtegrated circuit chip.

29. The method of claim 26 wherein the matrix manipula-
tion function 1s an applet.

30. The method of claim 26 wherein the digital watermark
opens, closes, or switches the pixels of the video or image
media 1n the first data set.

31. The method of claim 26 wherein the digital watermark
opens, closes, or switches a matrix of blocking pixels that
open or close on the data, video, or image media displayed or
provided by the streamed first data set.

32. The method of claim 26 wherein the digital watermark
limits the 1mage resolution of the video or image media in the
first data set that will be provided.

33. The method of claim 1 wherein the matrix manipula-
tion function superimposes video or image media from a
second data set onto the video or image media 1n the first data
set.

34. The method of claim 1 wherein the matrix manipula-
tion function adds or subtracts video lines or pixels from
video 1n the first data set.

35. The method of claim 1 wherein the matrix manipula-
tion function 1s used to oscillate one or more streamed ste-
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reoscopic layers in the streamed first data set resulting 1n a
remote 3D display of the video or image media in the first data
set.

36. The method of claim 35 wherein the streamed stereo-
scopic layers 1n the streamed first data set are controlled or
transformed by the matrix mampulation function 1n the vir-
tual machine to produce the 3D display.

37. The method of claim 35 wherein the streamed stereo-
scopic layers are controlled or transformed by switching on or
off corresponding portions of the streamed first data set.

38. The method of claim 35 wherein the stereoscopic layers
are used for anaglyph 3D.

39. The method of claim 35 wherein the stereoscopic layers
are oppositely polarized.

40. The method of claim 35 wherein the stereoscopic layers
are translucent and a lower layer of the video or image media
in the streamed first data set 1s visible through the stereo-
scopic layers above the lower layer.

41. The method of claam 1 wherein the authentication
process does not use the recipient control code to enable
access to the data, video, or image media 1n the streamed first
data set when the Boolean control code has a negative state.

14

42. The method of claim 1 wherein the first data set 1s
streamed to the virtual machine via a first communication
channel,

the Boolean control code 1s streamed to the virtual machine

through a second communication channel, and

the second communication channel 1s distinct from the first

communication channel.

43. The method of claim 1 wherein the matrix manipula-
tion function includes a matrix mampulation controller that
receives monitoring data from a matrix manipulation control

! filter.

44. The method of claim 1 further comprising the step of:
streaming a second data set to the remote virtual machine
portion of the recerving computer separately from the
first data set;
wherein
the first data set provides a leit eye channel for a 3D
display, and
the second data set provides a right eye channel for the
3D display.
45. The method of claim 44 wherein the matrix manipula-
tion function decodes the first data set to provide the left eye

channel.
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