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(57) ABSTRACT

Systems and methods for providing a workspace are dis-
closed. In some aspects, a server provides, to a client com-
puting device, access to a workspace, the workspace 1nclud-
ing one or more members and one or more content 1tems, 1n
response to veritying that the client computing device 1s asso-
ciated with one of the one or more members ol the workspace.
The server provides, to the client computing device, within a
display associated with the workspace, a first user interface
clement to 1nitiate an online meeting with a first portion of the
one or more members of the workspace or a second user
interface element to join an ongoing online meeting with a
second portion of the one or more members.

21 Claims, 5 Drawing Sheets
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Receive, from a client computing device, a request for access to a virtual
meeting, the request being associated with a certificate of the client computing

device.

Determine restrictions or permissions for the clier
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410

t computing device in the 420

virtual meeting based on the certificate.

Provide, via a page displayed at the client computing device, a graphical

representation of the virtual meeting for display, the graphical representation | ¢~ 430

being provided via software that operates according to the determined |
restrictions or permisstons for the client computing device.

Provide, via the page dispiayed at the client computing device, a link to or a

graphical representation of one or more remote resources associated with the S 440

virtual meeting.

FIG. 4
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Receive, from a client computing device, a request to access a workspace, the 510
workspace including one or more members and one or more content items.

Provide, to the client computing device, access to the workspace and to the one
or more content items within the workspace in response to verifying that the
client computing device is associated with one of the one or more members.

520

Provide, o the client computing device, within a display associated with the
workspace, a first user interface element to initiate an online meeting with a first
. . | ¢ 530
portion of the one or more members of the workspace or a second user interface
element to join an ongoing online meeting with a second portion of the one or |
more members.

FIG. 5
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INTEGRATED ONLINE WORKSPACES

CROSS-REFERENCE TO RELATED
APPLICATIONS

The present application claims the benefit of priority under

35U.8.C. §119 from U.S. Provisional Patent Application Ser.
No. 61/551,919 entitled “INTEGRATED VIRTUAL WORK-

SPACES,” filed on Oct. 26, 2011, which 1s hereby 1ncorpo-
rated by reference 1n 1ts entirety for all purposes.

FIELD OF THE DISCLOSUR

L1

This disclosure relates generally to remotely providing
resources to an end user. In particular, this disclosure relates
to 1ntegrating online meeting resources with remote data
resources 1n an online workspace such that an end user can
access either type of resource within the online workspace.

BACKGROUND

Multiple users may participate in online meetings, for
example, via videoconferencing. During the online meetings,
a presenter may show text or images from a file, for example,
a slide show presentation. However, in order to provide the
file to the other users, the presenter may need to send a
separate electronic message attaching the file.

SUMMARY

In some aspects, a computer-implemented method for pro-
viding a workspace 1s disclosed. The method includes pro-
viding, to a client computing device, access to a workspace,
the workspace including one or more members and one or
more content items, in response to verilying that the client
computing device 1s associated with one of the one or more
members of the workspace. The method includes providing,
to the client computing device, within a display associated
with the workspace, a first user interface element to 1nitiate an
online meeting with a first portion of the one or more mem-
bers of the workspace or a second user interface element to
101n an ongoing online meeting with a second portion of the
one or more members.

In some aspects, a non-transitory computer-readable
medium for providing a workspace 1s disclosed. The com-
puter-readable medium includes instructions. The nstruc-
tions include code for providing, to a client computing device,
access to a workspace, the workspace including one or more
members and one or more content items, 1n response 1o veri-
tying that the client computing device 1s associated with one
ol the one or more members of the workspace. The 1nstruc-
tions include code for providing, to the client computing
device, within a display associated with the workspace, a first
user interface element to mitiate an online meeting with a first
portion of the one or more members of the workspace or a
second user intertace element to jo1n an ongoing online meet-
ing with a second portion of the one or more members.

In some aspects, a system for providing a workspace 1s
disclosed. The system includes processing hardware and a
memory. The memory includes mstructions. The instructions
include code for providing, to a client computing device,
access to a workspace, the workspace including one or more
members and one or more content items, 1n response 1o veri-
tying that the client computing device 1s associated with one
ol the one or more members of the workspace. The 1nstruc-
tions include code for providing, to the client computing
device, within a display associated with the workspace, a first
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user interface element to mitiate an online meeting with a first
portion of the one or more members of the workspace or a
second user interface element to jo1n an ongoing online meet-
ing with a second portion of the one or more members.

BRIEF DESCRIPTION OF DRAWINGS

The following figures depict certain 1illustrative embodi-
ments of the methods and systems described herein, where
like reference numerals refer to like elements. Each depicted
embodiment 1llustrates these methods and systems and 1 no
way limits either the methods or the systems.

FIG. 1 1s a block diagram 1illustrating an example embodi-
ment of a distributed computing system.

FIG. 2 15 a block diagram illustrating an example embodi-
ment of an online workspace.

FIG. 3 illustrates an example online workspace that
includes both remote resources and a video or graphical rep-
resentation of an online meeting.

FI1G. 4 1s a flow chart illustrating a first example process for
providing a workspace.

FIG. 5 1s a flow chart 1llustrating a second example process
for providing a workspace.

FIG. 6 conceptually 1llustrates an example electronic sys-
tem with which some implementations of the subject tech-
nology are implemented.

DETAILED DESCRIPTION

As set forth above, multiple users may participate in online
meetings, for example, via videoconierencing. During the
online meetings, a presenter may show text or images from a
file, for example, a slide show presentation. However, 1n order
to provide the file to the other users, the presenter may need to
send a separate electronic message attaching the file. As the
foregoing illustrates, a new approach for sharing files during
an online meeting or an online meeting may be desirable.

An embodiment of a distributed computing environment
10 1s depicted 1n FIG. 1. The environment 10 comprises a
local network or domain 12 of users 14. On the local network
12 1s a secure socket layer (SSL) proxy server 16. The local
network 12 1s connected to an unsecure network, such as the
Internet 18. A network-based application service 19 1s also
connected to the Internet 18.

Web security gateways, such as SSL proxy server 16, are
employed by a growing number of enterprises to mitigate
risks associated with malware, sensitive data threat/leakage,
and unauthorized access to objectionable Internet content or
applications. Some of these gateways 16 intercept outbound
connection requests and serve as a middle man between a
client 14 and target 19. In doing so, the gateways 16 return a
security certificate signed by a trusted, internal certificate
authority. For example, an SSL proxy server 16 intercepts
outbound SSL connection requests, generates “spoofed,”
replacement SSL server certificates which 1t returns to the
requester 14, and then establishes a second SSL connection to
the target server 19 identified 1n the request. The spoofed
certificate 1s signed by an internal certificate authority that the
enterprise controls. As long as the client 14 trusts the internal
certificate authority, the security gateway 16 can act as a
so-called “man 1n the middle” and inspect the plaintext traific
between the client 14 and target server 19.

These security certificates may be used to communicate
local-IT administrators’ policies for a particular network-
based application available at a network-based application
service 19 to clients 14 seeking access to the network-based
application. As used herein, “network-based application™
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broadly refers to any application that uses information
received from a network to operate. Digital security certifi-
cates are not limited to distributing only cryptographic infor-
mation. For example, as illustrated in FIG. 2, an X.509v3
digital certificate 20 may optionally include one or more
extensions 22 1n 1ts structure. These extensions 22 may be
used to transmit data with the certificate 20. Ordinarily, in
prior art systems, extensions 22 are used to distribute infor-
mation about the certificate 20 itself, not for regulating poli-
cies regarding applications that may use the certificate 20. If
the security gateway 16 adds application-specific extensions
22 1n an X.509v3 digital certificate 20 profile when creating a
replacement certificate to send to a client 14, then the client 14
has an opportunity to recerve, validate, and act on this digi-
tally-signed information. The information provided 1n these
application-specific extensions 22 may be policy information
that a browser or proprietary software application can inter-
pret. More information on security certificates and extensions
may be found 1n the Internet Engineering Task Force’s (IETF)
Request For Comments (RFC) 5280, entitled “Internet X.509
Public Key Infrastructure Certificate and Certificate Revoca-
tion List (CRL) Profile,” from May 2008, which 1s incorpo-
rated 1n 1ts entirety by reference herein. Thus, a trusted secu-
rity certificate returned from an internal certificate authority
can double as a distributor for policies regulating permissions
granted to a network-based application for which the certifi-
cate was 1ssued. In other words, functionality of a network-
based application may be restricted through the SSL proxy
process.

In various embodiments, the network-based application’s
client-side software 1s configured to detect and parse infor-
mation included 1n a security certificate. The code 1s also
adapted to communicate the policy conveyed 1n the certificate
20 to the application security layer 1n the client 14 for inter-
pretation and enforcement. The client-side software 1s also
able to accept and trust local certificate authorities either by
accessing a local certificate store on the client computer or
through additional logic and GUI elements to confirm accep-
tance of non-standard certificate authority root certificates by
the user, e.g., such as exists within standard Internet browsers.

The following 1s a work tlow example of an embodiment of
the present disclosure. A user 14 directs its browser towards
an on-line presentation application’s server 19. The user 14
then downloads from the server 19 client software to run the
on-line presentation. The user 14 next attempts to establish an
SSL connection to an on-line presentation server. When 1ni1-
tiating 1ts outbound SSL communications with the on-line
presentation server, the client software expects to recerve a
valid security certificate in response. A local SSL proxy
server 16 intercepts the SSL connection request and estab-
lishes a connection with the on-line presentation server. The
SSL proxy server 16 also returns a replacement certificate 20
in response to the outbound connection request. Because the
certificate 20 1s signed by a local certificate authority, the
client 14 trusts the contents of the certificate 20. The certifi
cate 20 includes policy information, stored 1n an extension 22
of the certificate, for 1dentifying the rights and capabilities of
the on-line presentation software running on the client com-
puter 14. For example, in environments that prohibit present-
ing or giving remote control to a local computer’s desktop to
outside computers, 1 the certificate 20 includes appropnately
encoded policy mformation along the lines of “On-Line Pre-
sentation Software—No Share Desktop™ or “On-Line Pre-
sentation Software—No Remote Control,” then the local IT
security stail could allow employees to use the on-line pre-
sentation software with the desired functionality restrictions
needed to comply with local policy. Accordingly, the on-line
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presentation software operates according to the restrictions
and permissions 1dentified 1n the security certificate.

Use of security certificates 1s beneficial because an internal
certificate authonty 1s a central place for IT to distribute
updated policies to any machine on a domain that 1s seeking
access to a particular network-based application. Because
these systems already have a gateway for intercepting SSL
requests and transmitting replacement certificates, 1t 1s ben-
eficial to take advantage of these replacement certificates to
simultaneously distribute policies to regulate the use of net-
work-based applications with entities outside of a local,
trusted domain.

For I'T staff that are inclined to implement many web secu-
rity controls at these security gateways, this method provides
an advantage over, say, using Windows registry settings to
signal policy to the application client. It also does not require
I'T staif to contact each network-based application vendor to
request manually blocking or hobbling client functionality
based on the requesting IP address. For vendors of security
gateways and SSL-mnspecting proxies in particular, this sys-
tems and methods disclosed herein provide a way to enhance
the value of products to customers and better accommodate
the needs of mutual customers.

Aspects of this disclosure are compatible with any browser
or soitware client that has functionality distributed outside a
local domain. A local computer will operate according to the
policies 1dentified 1n the trusted security certificate recerved
from 1ts local secunity certificate authority. For example, a
digital security certificate may include a policy that prohibits
the execution of various multimedia platforms, including
Adobe Systems Inc.”s ADOBE FLASH PLAYER.

Various embodiments of this disclosure may be used to
distribute domain-specific policies for downloading content
or programs from servers outside of the domain by way of
security certificates. In yet other embodiments, security cer-
tificates may be used to distribute domain-specific policies to
regulate viewing and listening of streaming video or audio
websites. The systems and methods disclosed herein are not
limited to the examples disclosed, but are applicable to regu-
lating domain-specific policies in instances where a security
certificate 1s distributed.

FIG. 1 illustrates one example of a network system and
FIG. 2 1llustrates one example of a certificate. However, the
subject technology may be implemented 1n other network
systems and with other certificates. Some implementations of
the subject technology do not require the use of certificates.

FIG. 3 1llustrates an online workspace 300 that combines
both remote resources 310 and a video or graphical represen-
tation of an online meeting 320. The online workspace 300, in
some embodiments, can be a website or online content
accessed via a browser or similar application. In some
instances the online workspace 300 can be software delivered
as a service through another application such as a browser.

As used herein, the phrase “online meeting” encompasses
its plain and ordinary meaning including, but not limited to a
real-time or quasi-real time communication via a network
including oral or text communication between one or more
participants. In some cases, an online meeting can involve one
or more of text messaging, audio coniferencing, video confer-
encing, or screen sharing. As used herein, the phrase “screen
sharing” encompasses 1ts plain and ordinary meaning includ-
ing, but not limited to providing all or a portion of a screen
display at a first client computing for viewing via a second
client computing device. The second client computing device
communicates with the first client computing device via a
network and may be remote from the first client computing
device.
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The online workspace 300 can 1n some embodiments dis-
play links or graphical representations of remote resources
310. These resources can sometimes be data or files. In other
instances, these resources can be any of the following: desk-
tops, applications, data, files, services, virtual machines,
hypervisors, or any other type of electronic resource. Remote
resources 310 can be stored on one or more computers or in
one or more types ol storage repositories. For example,
remote resources 310 can be stored on an application server,
a data server, an appliance or any other computing device
capable of storing and/or executing a resource.

A graphical representation of a remote resource can com-
prise any number of elements such as: graphic, text, hyperlink
or other electronic marking. In some embodiments, the
graphical representation can be an active control used to
access or execute the remote resource. In some aspects, one or
more of the resources 310 can include one or more of a
comment stream, multiple versions, a history of edits, a date
or time of modification, etc.

The online meeting can be represented by a graphical rep-
resentation of the meeting 320. This graphical representation
320 can comprise an 1image of the presentation screen shown
during the meeting as well as a list of the meeting attendees.
In other embodiments, the graphical representation 320 can
include the meeting information (e.g. title, call information,
attendees, etc.) and a graphical representation of a shared
presentation screen as well as webcam output displayed dur-
ing the meeting. In still other embodiments, the graphical
representation 320 can include a link or control that when
selected or activated plays the audio from the meeting.

In other embodiments, the online meeting can be repre-
sented by a video representation of the meeting. The video
representation can display substantially real-time video of the
content of the meeting. This content can include the displayed
content of a shared presentation screen. The content can fur-
ther include any of the following: an audio stream of phone
and VOIP audio played during the meeting, meeting details,
webcam output displayed during the meeting, meeting statis-
tics, or any other information able to be represented through
a video display.

In some embodiments, the online meeting can be repre-
sented within the online workspace 300 using any combina-
tion of video, graphics and text. The representation 320 of the
online meeting within the online workspace 300 can provide
a user with the ability to either request to jo1n a meeting or join
a meeting. Joining a meeting can include entering an online
meeting such as a meeting held using Citrix GoToMeeting or

GoToWebinar, or dropping mnto a meeting by viewing the
video and listening to the audio output from the meeting.
Joiming a meeting can also include viewing meeting materials
associated with a particular meeting including: an agenda,
files associated with the meeting, meeting details, a meeting
attendee list, or any other meeting materials.

The online workspace 300 can comprise any number of
virtual resources and any number of graphical or video rep-
resentations of online meetings. In some embodiments,
resources and meetings are displayed within a particular
user’s online workspace 300 based on any of the following
criteria: a configuration setting managed by the user, whether
the user belongs to a particular workgroup, the user has
requested to view the meeting, or any other criteria whereby
the user 1s permitted to view the content of a particular meet-
ng.

While FIG. 3 illustrates, one example of a specific work-
space 300, the subject technology may be implemented with
other workspace(s) having different layouts, different users,
different titles, different descriptions, etc.

10

15

20

25

30

35

40

45

50

55

60

65

6

FIG. 4 1s a flow chart illustrating a first example process
400 for providing a workspace.

The process 400 begins at step 410, where a server (e.g.,
network-based application service 19) recerves, from a client
computing device (e.g., user device 14), arequest to access an
online meeting. The request 1s associated with a certificate of
the client computing device. In some aspects, the request can
include a umiform resource locator (URL) of a webpage for
the meeting, or opening an application (e.g., a web browser or
other application) and entering an identifier of the meeting.
The client computing device can be one of multiple client
computing devices (e.g., multiple user devices 14) accessing
the page for participation in the online meeting, as there may
be multiple participants 1n the online meeting, each of whom
has his/her own client computing device. In some aspects, the
client computing device 1s an enterprise device and the cer-
tificate 1s generated via a proxy server (€.g., SSL proxy server
16) of the enterprise.

In step 420, the server determines restrictions or permis-
sions for the client computing device 1in the online meeting
based on the certificate. The restrictions or permissions for
the client computing device can include, for example, restric-
tions or permissions for sharing a desktop of the client com-
puting device or restrictions or permissions for remotely con-
trolling of online meeting soitware from the client computing
device.

In step 430, the server provides, via a page (e.g., online
workspace 300, which may correspond to a webpage in a web
browser or a page 1n another application) displayed at the
client computing device, a graphical representation (e.g.,
online meeting representation 320) of the online meeting for
display. The graphical representation 1s provided via software
(e.g., software residing on the server or soitware residing on
the client computing device) that operates according to the
determined restrictions or permissions for the client comput-
ing device. In some aspects, the graphical representation
includes an 1mage of a presentation screen and a list of attend-
ces of the online meeting. In some aspects, the graphical
representation 1ncludes a video representation of the online
meeting. In some aspects, the graphical representation of the
online meeting includes text of the online meeting, for
example text messages exchanged during the online meeting
using a chat program within the online meeting or an auto-
matic transcription of audio of the online meeting.

In step 440, the server provides, via the page displayed on
the client computing device, a link to or a graphical represen-
tation ol one or more remote resources associated with the
online meeting (e.g., remote resources 310). The one or more
remote resources can include one or more of a desktop, an
application, a file, a service, a virtual machine, or a hypervi-
SOF.

In some aspects, the page can include representations of
multiple online meetings (e.g., two online meetings, three
online meetings, or more than three online meetings) and
links to or graphical representations of plural remote
resources associated with all or a portion of the multiple
online meetings. After step 400, the process 400 ends.

FIG. § 1s a flow chart 1llustrating a second example second
process 500 for providing a workspace.

The process 500 begins at step 3510, where a server
receives, Irom a client computing device, a request to access
a workspace. The workspace includes one or more members
and one or more content items (e.g., files). An example of a
workspace (workspace 300) 1s 1llustrated 1n FIG. 3. Accord-
ing to some examples, a user of a client computing device
may log into a workspace, accessible via a web browser, by
providing a user identifier and a password.
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In step 520, the server provides, to the client computing
device, access to the workspace and to the one or more con-
tent items within the workspace 1n response to verifying that
the client computing device 1s associated with one of the one
or more members. For example, the server can verily a user
identifier and a password associated with the one or more
members.

In step 530, the server provides, to the client computing,
device, within a display associated with the workspace (e.g.,
in a web browsers or 1n a special-purpose application execut-
ing on a mobile device or tablet computer), a first user inter-
face element (e.g., a link or a button) to imitiate an online
meting with a first portion of the one or more members (e.g.,
all or a subset of the member(s) who are presently accessing
the workspace) of the workspace or a second user interface
clement (e.g., a link or a button) to join an ongoing online
meeting with a second portion of the one or more members.
The second user interface element can be coupled with a
thumbnail of a screen sharing view, a thumbnail of a video
view, or a thumbnail of a webcam view from the ongoing
online meeting. The thumbnail(s) can correspond to the
graphical representation of the online meeting 320 of FIG. 3.
The thumbnail(s) can be still image snapshot(s) or updating
sequence(s) of snapshots. In the updating sequence, the snap-
shots can be updated, for example, 60 times per second or 120
times per second. If there are multiple ongoing online meet-
ings, the workspace can include multiple user interface ele-
ments to join multiple ongoing online meetings.

The second user interface element to join the ongoing
online meeting can be coupled with a graphical representa-
tion of the discussion topic(s) of the online meeting. The
graphical representation of the discussion topic(s) can
include data from the one or more {iles 1n the workspace or
text from the ongoing online meeting. The graphical repre-
sentation of the discussion topic(s) can be a video represen-
tation. The second user interface element to join the ongoing,
online meeting can be coupled with a graphical representa-
tion (e.g., a video representation) of one or more attendees of
the ongoing online meeting. In some aspects, the graphical
representation corresponds to the graphical representation of
the online meeting 320 of FIG. 3. After step 530, the process
500 ends.

Some aspects of the subject technology can be imple-
mented as follows. A workspace (e.g., using Podio®) may be
provided. As used herein, the term “workspace” encompasses
its plain and ordinary meamng including, but not limited to a
webpage, web application, or other online or virtual data
structure for users to collaborate asynchronously. For
example, the users can upload files, write comments, etc. The
Workspace has members. The members are users who can
access the workspace (e.g., workspace 300 of FIG. 3). The
members can decide to initiate a real-time online meeting tool
(e.g., Go'ToMeeting®) while accessing the workspace using
user interface elements provided with the workspace.

In one example, a Workspace has Albert, Bernd, and Mark
as members. While accessing the workspace, Albert can start
an online meeting with Bernd. Other members of the work-
space (e.g., Mark), when accessing the workspace, are noti-
fied of any ongoing online meetings inside the workspace. For
example, when Mark accesses the workspace, a user interface
clement 1s presented to Mark indicating that there 1s an ongo-
ing meeting. The notification of the ongoing meeting to Mark
can be visual, similar to looking through a window 1n a
conference room. In some examples, Mark 1s presented with
a graphical representation of the ongoing online meeting 320
(c.g., a thumbnail) as depicted in FIG. 3. Mark or other
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members can join the online meeting by selecting (e.g., click-
ing or touching) the notification.

FIG. 6 conceptually 1llustrates an electronic system 600
with which some implementations of the subject technology
are implemented. For example, one or more of the user device
14, the SSL proxy server 16, or the network-based application
server 19 may be implemented using the arrangement of the
clectronic system 600. The electronic system 600 can be a
computer (e.g., a mobile phone, PDA), or any other sort of
clectronic device. Such an electronic system includes various
types of computer readable media and interfaces for various
other types of computer readable media. Electronic system
600 includes a bus 603, processing unit(s) 610, a system
memory 615, a read-only memory 620, a permanent storage
device 625, an iput device interface 630, an output device
interface 635, and a network interface 640.

The bus 605 collectively represents all system, peripheral,
and chipset buses that communicatively connect the numer-
ous 1nternal devices of the electronic system 600. For
instance, the bus 605 communicatively connects the process-
ing unit(s) 610 with the read-only memory 620, the system
memory 615, and the permanent storage device 625.

From these various memory units, the processing unit(s)
610 retrieves instructions to execute and data to process 1n
order to execute the processes of the subject technology. The
processing unit(s) can be a single processor or a multi-core
processor 1n different implementations.

The read-only-memory (ROM) 620 stores static data and
instructions that are needed by the processing unit(s) 610 and
other modules of the electronic system. The permanent stor-
age device 625, on the other hand, 1s a read-and-write
memory device. This device 1s a non-volatile memory unit
that stores instructions and data even when the electronic
system 600 1s off. Some implementations of the subject tech-
nology use a mass-storage device (for example a magnetic or
optical disk and 1ts corresponding disk drive) as the perma-
nent storage device 625.

Other implementations use a removable storage device (for
example a floppy disk, tlash drive, and 1ts corresponding disk
drive) as the permanent storage device 625. Like the perma-
nent storage device 625, the system memory 6135 1s a read-
and-write memory device. However, unlike storage device
625, the system memory 615 1s a volatile read-and-write
memory, such a random access memory. The system memory
615 stores some of the istructions and data that the processor
needs at runtime. In some implementations, the processes of
the subject technology are stored 1n the system memory 6135,
the permanent storage device 625, or the read-only memory
620. For example, the various memory units include instruc-
tions for providing a workspace for a online meeting in accor-
dance with some implementations. From these various
memory units, the processing unit(s) 610 retrieves mstruc-
tions to execute and data to process 1n order to execute the
processes of some implementations.

The bus 603 also connects to the mput and output device
interfaces 630 and 635. The mput device interface 630
enables the user to communicate information and select com-
mands to the electronic system. Input devices used with input
device interface 630 include, for example, alphanumeric key-
boards and pointing devices (also called “cursor control
devices™”). Output device interfaces 633 enables, for example,
the display of images generated by the electronic system 600.
Output devices used with output device interface 6335 include,
for example, printers and display devices, for example cath-
ode ray tubes (CRT) or liquid crystal displays (LCD). Some
implementations include devices for example a touch screen
that functions as both 1nput and output devices.
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Finally, as shown 1n FIG. 6, bus 605 also couples electronic
system 600 to a network (not shown) through a network
interface 640. In this manner, the electronic system 600 can be
a part ol a network of computers (for example a local area
network (“LAN™), a wide area network (“WAN"), or an Intra-
net, or a network of networks, for example the Internet. Any
or all components of electronic system 600 can be used 1n
conjunction with the subject technology.

The above-described features and applications can be
implemented as software processes that are specified as a set
of instructions recorded on a computer readable storage
medium (also referred to as computer readable medium).
When these mstructions are executed by one or more process-
ing unit(s) (e.g., one or more processors, cores o processors,
or other processing units), they cause the processing unit(s) to
perform the actions indicated 1n the instructions. Examples of
computer readable media include, but are not limited to,
CD-ROMs, flash drives, RAM chips, hard drives, EPROMs,
etc. The computer readable media does not include carrier
waves and electronic signals passing wirelessly or over wired
connections.

In this specification, the term “software” 1s meant to
include firmware residing 1n read-only memory or applica-
tions stored 1n magnetic storage or flash storage, for example,
a solid-state drive, which can be read into memory for pro-
cessing by a processor. Also, in some implementations, mul-
tiple software technologies can be implemented as sub-parts
of a larger program while remaining distinct software tech-
nologies. In some implementations, multiple software tech-
nologies can also be implemented as separate programs.
Finally, any combination of separate programs that together
implement a software technology described here 1s within the
scope of the subject technology. In some 1mplementations,
the soltware programs, when installed to operate on one or
more electronic systems, define one or more specific machine
implementations that execute and perform the operations of
the soltware programs.

A computer program (also known as a program, software,
software application, script, or code) can be written 1n any
form of programming language, including compiled or inter-
preted languages, declarative or procedural languages, and it
can be deployed 1n any form, including as a stand alone
program or as a module, component, subroutine, object, or
other unit suitable for use 1 a computing environment. A
computer program may, but need not, correspond to afilein a
file system. A program can be stored in a portion of a file that
holds other programs or data (e.g., one or more scripts stored
in a markup language document), in a single file dedicated to
the program 1n question, or in multiple coordinated files (e.g.,
files that store one or more modules, sub programs, or por-
tions of code). A computer program can be deployed to be
executed on one computer or on multiple computers that are
located at one site or distributed across multiple sites and
interconnected by a communication network.

These functions described above can be implemented in
digital electronic circuitry, in computer software, firmware or
hardware. The techniques can be implemented using one or
more computer program products. Programmable processors
and computers can be included in or packaged as mobile
devices. The processes and logic tlows can be performed by
one or more programmable processors and by one or more
programmable logic circuitry. General and special purpose
computing devices and storage devices can be interconnected
through communication networks.

Some implementations include electronic components, for
example microprocessors, storage and memory that store
computer program instructions in a machine-readable or
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computer-readable medium (alternatively referred to as com-
puter-readable storage media, machine-readable media, or
machine-readable storage media). Some examples of such
computer-readable media include RAM, ROM, read-only
compact discs (CD-ROM), recordable compact discs (CD-
R), rewritable compact discs (CD-RW), read-only digital ver-
satile discs (e.g., DVD-ROM, dual-layer DVD-ROM), a vari-
ety of recordable/rewritable DVDs (e.g., DVD-RAM, DVD-
RW, DVD+RW, etc.), tlash memory (e.g., SD cards, mim-SD
cards, micro-SD cards, etc.), magnetic or solid state hard
drives, read-only and recordable Blu-Ray® discs, ultra den-
sity optical discs, any other optical or magnetic media, and
floppy disks. The computer-readable media can store a com-
puter program that 1s executable by at least one processing
umt and includes sets of 1nstructions for performing various
operations. Examples of computer programs or computer
code include machine code, for example 1s produced by a
compiler, and files including higher-level code that are
executed by a computer, an electronic component, or a micro-
processor using an interpreter.

While the above discussion primarily refers to micropro-
cessor or multi-core processors that execute soltware, some
implementations are performed by one or more integrated
circuits, for example application specific integrated circuits
(ASICs) or field programmable gate arrays (FPGAs). In some
implementations, such itegrated circuits execute instruc-
tions that are stored on the circuit 1tself.

As used 1n this specification and any claims of this appli-
cation, the terms “computer”, “server”’, “processor’, and
“memory” all refer to electronic or other technological
devices. These terms exclude people or groups of people. For
the purposes of the specification, the terms display or display-
ing means displaying on an electronic device. As used in this
specification and any claims of this application, the terms
“computer readable medium” and “computer readable
media” are entirely restricted to tangible, physical objects that
store information 1n a form that is readable by a computer.
These terms exclude any wireless signals, wired download
signals, and any other ephemeral signals.

To provide for interaction with a user, implementations of
the subject matter described in this specification can be
implemented on a computer having a display device, e.g., a
CRT (cathode ray tube) or LCD (liquid crystal display) moni-
tor, for displaying information to the user and a keyboard and
a pointing device, e.g., a mouse or a trackball, by which the
user can provide input to the computer. Other kinds of devices
can be used to provide for interaction with a user as well; for
example, feedback provided to the user can be any form of
sensory feedback, e.g., visual feedback, auditory feedback, or
tactile feedback; and input from the user can be recerved in
any form, including acoustic, speech, or tactile input. In addi-
tion, a computer can interact with a user by sending docu-
ments to and recerving documents from a device that 1s used
by the user; for example, by sending web pages to a web
browser on a user’s client device in response to requests
received from the web browser.

The subject matter described in this specification can be
implemented 1n a computing system that includes a back end
component, €.g., as a data server, or that includes a middle-
ware component, €.g., an application server, or that includes
a front end component, e.g., a client computer having a
graphical user interface or a Web browser through which a
user can interact with an implementation of the subject matter
described in this specification, or any combination of one or
more such back end, middleware, or front end components.
The components of the system can be interconnected by any
form or medium of digital data communication, €.g., a com-
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munication network. Examples of communication networks
include a local area network (“LAN”) and a wide area net-
work (“WAN™), an inter-network (e.g., the Internet), and
peer-to-peer networks (e.g., ad hoc peer-to-peer networks).

The computing system can 1nclude clients and servers. A
client and server are generally remote from each other and
typically interact through a communication network. The
relationship of client and server arises by virtue of computer
programs running on the respective computers and having a
client-server relationship to each other. In some aspects of the
disclosed subject matter, a server transmits data (e.g., an
HTML page) to a client device (e.g., for purposes of display-
ing data to and recerving user input from a user interacting
with the client device). Data generated at the client device
(e.g., aresult of the user interaction) can be recetved from the
client device at the server.

It 1s understood that any specific order or hierarchy of steps
in the processes disclosed 1s an illustration of example
approaches. Based upon design preferences, 1t 1s understood
that the specific order or hierarchy of steps in the processes
may be rearranged, or that all illustrated steps be performed.
Some of the steps may be performed simultaneously. For
example, 1n certain circumstances, multitasking and parallel
processing may be advantageous. Moreover, the separation of
various system components 1llustrated above should not be
understood as requiring such separation, and 1t should be
understood that the described program components and sys-
tems can generally be integrated together 1n a single software
product or packaged into multiple software products.

Various modifications to these aspects will be readily
apparent, and the generic principles defined herein may be
applied to other aspects. Thus, the claims are not intended to
be limited to the aspects shown herein, but 1s to be accorded
the full scope consistent with the language claims, where
reference to an element in the singular 1s not intended to mean
“one and only one” unless specifically so stated, but rather
“one or more.” Unless specifically stated otherwise, the term
“some” refers to one or more. Pronouns in the masculine (e.g.,
his) include the feminine and neuter gender (e.g., her and its)
and vice versa. Headings and subheadings, if any, are used for
convenience only and do not limit the subject technology.

A phrase, for example, an “aspect” does not imply that the
aspect 1s essential to the subject technology or that the aspect
applies to all configurations of the subject technology. A
disclosure relating to an aspect may apply to all configura-
tions, or one or more configurations. A phrase, for example,
an aspect may refer to one or more aspects and vice versa. A
phrase, for example, a “configuration” does not imply that
such configuration 1s essential to the subject technology or
that such configuration applies to all configurations of the
subject technology. A disclosure relating to a configuration
may apply to all configurations, or one or more configura-
tions. A phrase, for example, a configuration may refer to one
or more configurations and vice versa.

The previously described embodiments may be imple-
mented as a method, apparatus or article of manufacture using
programming and/or engineering techniques to produce soft-
ware, irmware, hardware, or any combination thereof. The
term “article of manufacture” as used herein 1s 1ntended to
encompass code or logic accessible from and embedded 1n
one or more computer-readable devices, firmware, program-
mable logic, memory devices (e.g., EEPROMs, ROMs,
PROMs, RAMs, SRAMs, etc.), hardware (e.g., integrated
circuit chip, Field Programmable Gate Array (FPGA), Appli-
cation Specific Integrated Circuit (ASIC), etc.), electronic
devices, a computer readable non-volatile storage unit (e.g.,
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providing access to the programs via a network transmission
line, wireless transmission media, signals propagating
through space, radio waves, inirared signals, etc. The article
of manufacture includes hardware logic as well as software or
programmable code embedded in a computer readable
medium that 1s executed by a processor. Of course, those
skilled 1n the art will recognize that many modifications may
be made to this configuration without departing from the
scope of the present disclosure.

Although the present disclosure has been described with
reference to specific details, 1t 1s not intended that such details
should be regarded as limitations upon the scope of the dis-
closure, except as and to the extent that they are included 1n
the accompanying claims.

What 1s claimed 1s:
1. A computer-implemented method for providing a work-
space, the method comprising:
providing, to a client computing device, access to a work-
space, the workspace comprising one or more members
and one or more content 1tems, the workspace being a
first web-delivered shared environment for the members
of the workspace to collaborate asynchronously by shar-
ing access to the content 1tems, the access being pro-
vided 1n response to verifying that the client computing
device 1s associated with one of the one or more mem-
bers of the workspace;
providing, to the client computing device, a workspace
display associated with the workspace, the workspace
display including (1) a representation of remote
resources of the workspace including the content 1tems,
(2) a representation of the members of the workspace,
and (3) a representation of meeting resources for online
meetings that can be imitiated and joined by the one
member via the workspace display, the online meetings
provided by an online meeting tool 1n a second web-
delivered shared environment providing real-time video
and/or audio iteraction among online meeting partici-
pants, the representation of the meeting resources in the
workspace display being connected to receive online
meeting information from the second web-delivered
shared environment and including (a) 1n a first operating,
condition, a first user interface element to 1nmitiate an
online meeting 1n the second web-delivered shared envi-
ronment with a {irst portion of the one or more members
of the workspace, and (b) 1n a second operating condi-
tion, a second user 1nterface element to jo1n an ongoing
online meeting 1n the second web-delivered shared envi-
ronment with a second portion of the one or more mem-
bers; and
in response to mitiation of an online meeting by activation
of the first user interface element and to joining of an
online meeting by activation of the second interface
clement, recerving meeting descriptive information and
meeting content for the online meeting from the second
web-delivered shared environment and displaying the
meeting descriptive information and meeting content for
the online meeting 1n the representation of the meeting
resources ol the workspace display,
wherein the second user interface element 1s coupled with
a thumbnail of a screen sharing view or webcam view
from the ongoing online meeting.
2. The method of claim 1, wherein the thumbnail comprises
a still image snapshot.
3. The method of claim 1, wherein the thumbnail comprises
an updating sequence of snapshots.
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4. The method of claim 1, wherein the second user interface
1s coupled with a graphical representation of one or more
discussion topics of the ongoing online meeting.
5. The method of claim 4, wherein the graphical represen-
tation comprises text from the ongoing online meeting.
6. The method of claim 1, wherein the second user intertace
clement 1s coupled with a graphical representation of one or
more attendees of the ongoing online meeting.
7. The method of claim 6, wherein the graphical represen-
tation comprises a video representation.
8. The method of claim 1, wherein the workspace display
associated with the workspace 1s provided within a web
browser.
9. The method of claim 1, wherein the workspace display
associated with the workspace comprises plural user interface
clements to join plural ongoing online meetings.
10. The method of claim 1, wherein providing access to the
workspace includes:
receiving the content 1tems as uploads from the members
and storing the content items as part of the workspace for
access by the members via the workspace display; and

receiving comments written by the members and storing
the comments as part of the workspace for displaying to
the members via the workspace display.

11. The method of claim 1, wherein the workspace display
includes a central area and a peripheral area, the central area
displaying the content 1tems and providing for user interac-
tion with the workspace, the peripheral area displaying the
representation of the meeting resources including the first and
second user interface elements for mmitiating and joining
online meetings.

12. A non-transitory computer-readable medium for pro-
viding a workspace, the computer-readable medium compris-
ing instructions which, when executed by one or more com-
puters, cause the one or more computers to implement a
method, the method comprising:

providing, to a client computing device, access to a work-

space, the workspace comprising one or more members
and one or more content 1tems, the workspace being a
first web-delivered shared environment for the members
ol the workspace to collaborate asynchronously by shar-
ing access to the content items, the access being pro-
vided 1n response to veritying that the client computing
device 1s associated with one of the one or more mem-
bers of the workspace;

providing, to the client computing device, a workspace

display associated with the workspace, the workspace
display 1including (1) a representation of remote
resources of the workspace including the content 1tems,
(2) a representation of the members of the workspace,
and (3) a representation of meeting resources for online
meetings that can be mitiated and joined by the one
member via the workspace display, the online meetings
provided by an online meeting tool 1n a second web-
delivered shared environment providing real-time video
and/or audio 1nteraction among online meeting partici-
pants, the representation of the meeting resources 1n the
workspace display being connected to receive online
meeting information from the second web-delivered
shared environment and including (a) 1n a first operating
condition, a first user interface element to 1mitiate an
online meeting 1n the second web-delivered shared envi-
ronment with a first portion of the one or more members
of the workspace, and (b) 1n a second operating condi-
tion, a second user interface element to join an ongoing,
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online meeting in the second web-delivered shared envi-
ronment with a second portion of the one or more mem-
bers; and

in response to mnitiation of an online meeting by activation

of the first user interface element and to joining of an
online meeting by activation of the second interface
clement, recerving meeting descriptive information and
meeting content for the online meeting from the second
web-delivered shared environment and displaying the
meeting descriptive information and meeting content for
the online meeting 1n the representation of the meeting
resources of the workspace display,

wherein the second user interface element 1s coupled with

a thumbnail of a screen sharing view or webcam view
from the ongoing online meeting.

13. The computer-readable medium of claim 12, wherein
the thumbnail comprises a still image snapshot.

14. The computer-readable medium of claim 12, wherein
the thumbnail comprises an updating sequence of snapshots.

15. The computer-readable medium of claim 12, wherein
the second user interface 1s coupled with a graphical repre-
sentation ol one or more discussion topics of the ongoing
online meeting.

16. The computer-readable medium of claim 15, wherein
the graphical representation comprises text from the ongoing
online meeting.

17. The computer-readable medium of claim 12, wherein
the second user interface element 1s coupled with a graphical
representation of one or more attendees of the ongoing online
meeting.

18. The computer-readable medium of claim 17, wherein
the graphical representation comprises a video representa-
tion.

19. The computer-readable medium of claim 12, wherein
the workspace display associated with the workspace 1s pro-
vided within a web browser.

20. The computer-readable medium of claim 12, wherein
the workspace display associated with the workspace com-
prises plural user interface elements to join plural ongoing
online meetings.

21. A system for providing a workspace, the system com-
prising;:

one or more processors; and

a memory comprising instructions which, when executed

by the one or more processors, cause the one or more

processors to implement a method, the method compris-

ng:

providing, to a client computing device, access to a
workspace, the workspace comprising one or more
members and one or more content items, the work-
space being a first web-delivered shared environment
tor the members of the workspace to collaborate asyn-
chronously by sharing access to the content 1tems, the
access being provided in response to verifying that the
client computing device 1s associated with one of the
one or more members of the workspace;

providing, to the client computing device, a workspace
display associated with the workspace, the workspace
display including (1) a representation of remote
resources of the workspace including the content
items, (2) a representation of the members of the
workspace, and (3) a representation of meeting
resources for online meetings that can be mitiated and
joined by the one member via the workspace display,
the online meetings provided by an online meeting
tool 1n a second web-delivered shared environment
providing real-time video and/or audio interaction
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among online meeting participants, the representation
of the meeting resources in the workspace display
being connected to receive online meeting informa-
tion from the second web-delivered shared environ-
ment and including (a) 1n a first operating condition, a 5
first user 1nterface element to 1nitiate an online meet-
ing 1n the second web-delivered shared environment
with a first portion of the one or more members of the
workspace, and (b) 1n a second operating condition, a
second user interface element to join an ongoing 10
online meeting 1n the second web-delivered shared
environment with a second portion of the one or more
members; and

in response to 1nitiation of an online meeting by activa-
tion of the first user interface element and to joining of 15
an online meeting by activation of the second inter-
face element, receiving meeting descriptive informa-
tion and meeting content for the online meeting from
the second web-delivered shared environment and
displaying the meeting descriptive information and 20
meeting content for the online meeting 1n the repre-
sentation ol the meeting resources of the workspace
display,

wherein the second user interface element 1s coupled
with a thumbnail of a screen sharing view or webcam 25
view from the ongoing online meeting.
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