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(57) ABSTRACT

The present invention discloses a method and an apparatus for
implementing an access to a Machine to Machine (M2M)
core network. In the method, a network element receives an
access request message carrying equipment identity indica-
tion information, wherein the access request message 1s 1ni-
tiated by terminal equipment; the network element deter-
mines that the terminal equipment 1s M2M equipment
according to the equipment 1dentity indication information;
and the network element selects a corresponding M2M core
network for the terminal equipment to implement the access
of the terminal equipment. According to the technical solu-
tion provided by the present invention, the existing network
can meet the M2M service requirement while providing ser-
vices for existing Human to Human (H2H) equipment, with-
out any need of enhancement and mass expansion.

7 Claims, 8 Drawing Sheets
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1

METHOD AND APPARATUS FOR
IMPLEMENTING ACCESS TO MACHINE TO

MACHINE (M2M) CORE NETWORK

CROSS REFERENCE TO RELATED
APPLICATIONS

This application 1s the U.S. National Stage of International
Patent Application No. PCT/CN2010/080317 filed on Dec.

2’7, 2010, which claims priority to Chinese Patent Application
No. 201010002395.0 filed on Jan. 8, 2010. Both the PCT

Application and Chinese Application are hereby incorporated
by reference 1n their entirety.

FIELD OF THE INVENTION

The present invention relates to the field of communica-
tions, and in particular to a method and an apparatus for
implementing an access to a Machine to Machine (M2M)
core network.

BACKGROUND OF THE INVENTION

At present, communication services of M2M have been
widely applied gradually, for example, to a logistics system,
remote meter reading, smart home and the like. Providers of
M2M services mainly develop the M2M services using an
ex1isting radio network, such as General Packet Radio Service
(GPRS) network, Evolved Packet System (EPS) network and
other Packet Switch (PS) networks. Since an M2M service
has an obvious difference from a Human to Human (H2H)
service, network deployment needs to be optimized, so that
optimal network management and network communication
quality can be obtained when the M2M service 1s applied.

The GPRS network 1s a second generation mobile commu-
nication network based on packet switch. In the third genera-
tion mobile communication system, the GPRS 1s evolved as

Universal Mobile Telecommunication System Packet Switch
(UMTS PS). FIG. 1 shows a diagram of network architecture

of the UMTS PS according to a related art. As shown in FIG.
1, the network architecture comprises the following network
clements:

a Radio Network System (RNS), which contains a NodeB
and a Radio Network Controller (RNC), wherein the NodeB
provides an air mterface connection for a terminal; the RNC
mainly manages radio resources and controls the NodeB; the
RNC 1s connected with the NodeB through an lub interface;
the terminal accesses a Packet Core network of a Universal
Mobile Telecommunication System (UMTS) through the
RNS;

a Serving GPRS Support Node (SGSN), which 1s con-
nected with the RNS through an Iu interface, used for storing,
routing area location information of a user and taking charge
ol security and access control;

a Gateway GPRS Support Node (GGSN), which 1s con-
nected with the SGSN through a Gn interface internally, used
tor allocating an IP address of a terminal and implementing a
gateway function to an external network;

a Home Location Register (HLR), which 1s connected with
the SGSN through a Gr interface and connected with the
GGSN through a Ge interface, used for storing user subscrip-
tion data and an SGSN address 1n which the user 1s currently
located;

a Packet Data Network (PDN), which 1s connected with the
GGSN through a G1 terface, used for providing a packet-
based service network for a user.
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In FIG. 1, Machine Type Communication (MTC) User
Equipment (UE) needs to transmit data information to an
MTC server or other MTC UEs through the GPRS network.
The GPRS network establishes an RNC-SGSN-GGSN tunnel
for this transmission, wherein the tunnel 1s based on a GPRS
Tunneling Protocol (GTP) and the data information is reliably
transmitted through the GTP tunnel.

The proposal of System Architecture Evolution (SAE) 1s to
enable an Evolved Packet System (EPS) to provide higher
transmission rate and lower transmission time delay, optimize

packet-division and support mobility management among
Evolved UTRAN (E-UTRAN), UTRAN, Wireless Local

Area Network (WLAN) and other non-3GPP access net-
works.

FIG. 2 shows a diagram of a network system architecture of
an EPS according to a related art. As shown in FIG. 2, the
network element, 1.e. Evolved NodeB (eNodeB), contained in
an Evolved Radio access network (E-RAN) 1s used for pro-
viding radio resources for the access of a user. A Packet Data
Network (PDN) 1s a network for providing services for a user.
The EPC provides lower time delay and allows the access of
more radio access systems, wherein the EPC comprises the
network elements as follows.

A Mobility Management Entity (MME) 1s a control plane
function entity and a server for temporarily storing user data,
and 1s responsible for managing and storing a context of a UE
(for example, user identifier, mobility management state, user
security parameters and the like), allocating a temporary
identifier for a user, and authenticating a user when a UE
constantly resides in the tracking area or the network.

A Serving Gateway (SGW or S-GW) 15 a user plane entity
and 1s responsible for processing routing of user plane data,
terminating downlink data of a UE 1n an 1dle (ECM_IDLE)
state, and managing and storing an SAR bearer context of a
UE (for example, IP bearer service parameters, network inter-
nal routing information and the like). The SGW acts as an
anchor of the user plane 1n the 3GPP system, and one user can
have only one SGW at the same time.

A PDN Gateway (PGW or P-GW) 15 a gateway taking
charge of the access of a UE to the PDN, also 1s a mobility
anchor o 3GPP and non-3GPP access systems, and 1s used to
allocate an IP address of a user; the function of the PGW also
comprises policy enforcement and charging support. A user
can access a plurality of PGWs at the same time. A Policy and
Charging Enforcement Function (PCEF) also 1s located 1n the
PGW.

A Policy and Charging Rules Function (PCRF) 1s respon-
sible for providing policy control and charging rules for the
PCEF.

A Home Subscriber Server (HSS) 1s responsible for storing
user subscription data permanently. The content stored by the
HSS comprises an International Mobile Subscriber Identifi-
cation (IMSI) of a UE, and the IP address of the PGW.

Physically, the SGW and the PGW can be integrated; the
user plane network element of the EPC system comprises the
SGW and the PGW.

An MTC server 1s mainly responsible for information col-
lection and data storage/process of an MTC UE and can
perform necessary management for the MTC UE.

An MTC UE generally 1s responsible for gathermg infor-
mation of a number of collectors and accesses a core network
through an RAN node to 1nteract data with an MTC Server.

In FIG. 2, the MTC UE needs to transmit data information
to the MTC Server or other MTC UEs through the EPS
network. The SAE network establishes a GTP tunnel between
the SGW and the PGW f{for this transmission and the data
information is reliably transmitted through the G'TP tunnel.
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FIG. 3 shows a tlowchart of a UE accessing an EPS net-
work to perform an attachment procedure according to a
related art. As shown in FI1G. 3, the related attachment process
mainly comprises the following steps (Step 301 to Step 318).

Step S301: 1n order to access an SAE network, the UE
initiates a network attachment request to an eNodeB, wherein
the request carries information such as IMSI, network access
capability of the UE, and indication of requesting allocation

of IP.

Step S302: the eNodeB selects for the UE an MME serving
the UE and forwards the attachment request to the MME, and
meanwhile carries important information, such as UE 1denti-
fier, to the MME.

Step S303: the MME sends an authentication data request
message (containing IMSI) to an HSS; the HSS first judges
subscription data corresponding to the IMSI, 1 no subscrip-
tion 1s found or the IMSI has been added to a black list, the
HSS returns an authentication data response carrying an
appropriate error cause to the MME; 1if the subscription data
corresponding to the IMSI are found, the HSS returns an
authentication data response message (containing authenti-
cation vector) to the MME.

The MME executes the authentication process to verity the
legality of the IMSI of the terminal, and executes a security
mode process to enable a secure connection.

Step S304: the MME sends a location update request mes-
sage to the HSS of the home network to notify the area that the
UE currently accesses, wherein the request message carries

the 1dentifier of the MME and the 1dentifier of the UE.

Step S305: the HSS finds out the subscription user data of
the UE according to the identifier of the UE and sends the
subscription user data to the MME, wherein the user data

mainly comprise mformation such as default Access Point
Name (APN) and bandwidth size.

It should be noted that the MME receives the data, checks
whether the UE 1s allowed to access the network and returns
a user accepted response to the HSS; 1f the MME finds that the
UE has problems such as roaming limit or access limit, the
MME would forbid the attachment of the UE and notily the
HSS.

Step S306: the HSS sends a location update acknowledge-
ment response to the MME.

Step S307: the MME selects one S-GW {for the LIE and
sends a default bearer establishment request to the S-GW,
wherein the request contains necessary information which the
MME notifies the S-GW, such as the identifier of the UE, the
identifier of the MME, the indication of allocating an IP
address for the UFE, default bandwidth information, and PDN
GW address.

Step S308: the S-GW sends a default bearer establishment
request to the PDN GW, wherein the request contains neces-
sary information which the S-GW notifies the PDN GW, such
as the address of the S-GW, default bandwidth information,
and the idication of allocating an IP address for the UE.

Step S309: 11 necessary, the PDN GW requests a PCRF to
configure policy and charging rules, and decision information
tor the UE.

Step S310: the PDN GW establishes a default bearer
according to the policy and charging rules and decision infor-
mation returned from the PCRE, and returns a bearer estab-
lishment response to the S-GW.

Step S311: the S-GW sends a default bearer establishment
response to the MME.

Step S312: the MME sends an attachment accepted
response to the eNodeB, indicating that the request of attach-
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ing the UE to the network 1s accepted, wherein the response
carries the address of the SGW and a Tunnel Endpoint Iden-
tifier (TEID).

Step S313: the eNodeB sends a voice bearer establishment
request to the UE, requiring the UE to store the important
information of the bearer establishment and open a corre-
sponding port, wherein the message carries information such
as bearer network ID, PDN GW address, IP address allocated
to the UE and bandwidth information.

Step S314: the UE sends a radio bearer establishment
response to the eNodeB.

Step S315: the eNodeB notifies the MME that the attach-
ment procedure 1s completed.

Step S316: the MME sends a bearer update request to the
S-GW, to notity the identifier and address of the eNodeB
serving the UE.

Step S317: the S-GW sends a bearer update response to the
MME.

Step S318: if the PDN GW 15 not specified by the HSS, the
MME sends a location update request to the HSS, to notify the
HSS of the address information of the PDN GW serving the
UE; the HSS updates the information.

FIG. 4 shows a flowchart of a UE accessing a GPRS net-
work to perform an attachment procedure according to a
related art. As shown in FI1G. 4, the related attachment process
mainly comprises the following steps (Step 401 to Step 407).

Step S401: a user 1nitiates an attachment request message
to an SGSN through an RNS {for the first time, wherein the
request message carries parameters such as attachment type
and IMSI; the RNS routes the message to the SGSN accord-
ing to the load condition of the RNS, with the IMSI of the user
as request 1dentification.

Step S402: the SGSN requests an HLR to authenticate the
IMSI; the HLR downloads authentication parameters accord-
ing to the IMSI; and the SGSN authenticates the UE.

Step S403: the SGSN sends a location update request to the
HILR, wherein the request carries parameters such as SGSN
number and address, and IMSI.

Step S404: the HLR downloads subscription data corre-
sponding to the IMSI for the SGSN; the SGSN performs an
access control check for the ME to check whether the UE has
an area limit or access limit, and then returns a data insertion
response to the HLR.

Step S4035: the HLR confirms the location update message
and sends a location update response to the SGSN. At this
moment, 11 the location update request 1s rejected by the HLR,
the SGSN would reject the attachment request of the UE.

Step S406: the SGSN allocates a Packet-Temporary
Mobile Subscriber Identity (P-TMSI) for the user, and then
sends to the UE an attachment accepted message carrying
information such as the P-TMSI allocated for the UE.

Step S407: 1f the P-"TMSI 1s updated, the Mobile Station
(MS) returns an attachment completed message to the SGSN
to confirm; the GRPS attachment procedure 1s completed.

According to the existing PS network architecture
described in FIG. 1 and FIG. 2, and the processes of the
existing terminal attaching to a network shown 1n FIG. 3 and
FIG. 4, the existing terminal equipment, such as a cell phone,
can receive a radio signal transmitted from a radio access
network and attach to the network of an operator through the
radio access network, and then carry out services such as a
voice call.

The M2M service 1s a global machine type communication
service which 1s just rising and 1s gradually put on the indus-
trialization agenda. The M2M service enables each industry
and each individual to enjoy the convenience of information
service anytime and anywhere, by collecting information data
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through an M2M terminal in a sensor network and then trans-
mitting the information data through the network. The M2M
can be widely applied to industry applications, family appli-
cations, individual applications and so on. In the industry
applications, the service comprises traific monitoring, smart
clectric network, building alarm, sea rescue, vending
machine, drive pay and so on. In the family applications, the
service comprises automatic meter reading, temperature con-
trol and so on. In the individual applications, the service
comprises life detection, remote diagnosis and so on.

The communication objects of the M2M are machine to
machine, and man to machine. The data communication
between one or more machines 1s defined as Machine Type
Communication (MTC), and this condition needs few man-
machine interactions. A machine participating in the MTC 1s
defined as MTC equipment. The MTC equipment 1s a termi-
nal of an MTC user, and this terminal can communicate with
MTC equipment and an MTC server through a Public Land
Mobile Network (PLMN) network. Mobile Equipment (ME)

1s an additional functional module of the MTC equipment,
and the functional module 1s configured to enable the MTC
equipment to access a radio network (for example, EPS net-
work, GPRS network and the like). The M'TC server manages
and monitors the MTC equipment.

Since the MTC equipment mostly 1s the equipment of a
specific application 1n different scenes, the MTC equipment
1s various 1n types and huge in number, for example, the
equipment used 1n automatic meter reading 1s different from
that used 1n life detection. Meanwhile, the MTC equipment
also has different features due to different applications, for
example, elevator equipment such as a lift has low mobaility
and PS only attribute, while a monitor and alarm equipment
has features such as low-data-amount transmission and high
availability, besides low mobility and PS only attribute.
Theretfore, the M2M equipment has many aspects different
from the H2H equipment 1n application, specifically compris-
ing: (1) the M2M terminals are huge 1n number, far more than
the H2H terminals 1n quantity; thus, the terminal identifica-
tion may not use the IMSI identification defined by the exist-
ing H2H terminal; (2) the M2M terminal 1s mainly for the
application with low mobility and more than 90% of the M2M
terminals are immoveable; thus, 1t has a big difference from
the related art 1n mobility management (for example, the
network does not need to perform location update process
frequently); (3) the M2M terminal 1s mainly for the applica-
tion with low data amount, which has a big difference from
the services with high-bandwidth channel provided by the
existing network; thus, the transmission mode of the network
in the aspect of low data amount has a big difference from the
related art; (4) other aspects, for example, the network needs
to process the MTC equipment group and meet the require-
ment of each feature of the MTC terminal, for example, time
control, MTC monitor and the like; all the above can only be
satisfied by optimizing the existing network.

With the increasing use of the M2M applications, the mass
development of the M2M terminals in quantity and the M2M
application mode have a great difference from the existing
H2H application; therefore, for different operators, the adop-
tion of the existing network can not meet the requirement of
the M2M services. Since the load of the existing network can
not meet the requirement of the future M2M services, the
operators need to optimize and deploy the network so as to
meet the growing requirement of the M2M applications.

SUMMARY OF THE INVENTION

In view of the problems 1n the related art that the mass
development of the M2M terminals in quantity and the M2M
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application mode have a great difference from the existing
H2H application and the existing network can not meet the
requirement ol the M2M services, the present invention pro-
vides a method and an apparatus for implementing an access
to an M2M core network, which at least solve one of the
problems above.

According to one aspect of the present invention, a method
for implementing an access to an M2M core network 1s pro-

vided.

The method for implementing the access to the M2M core
network according to the present invention comprises: receiv-
ing, by a network element, an access request message carry-
ing equipment identity indication information, wherein the
access request message 1s 1nitiated by terminal equipment;
determining, by the network element, that the terminal equip-
ment 1s M2M equipment according to the equipment 1dentity
indication information; and selecting, by the network ele-
ment, a corresponding M2M core network for the terminal
equipment to implement the access of the terminal equip-
ment.

According to another aspect of the present invention, an
apparatus for implementing an access to an M2M core net-
work 1s provided.

The apparatus for implementing the access to the M2M
core network according to the present invention comprises: a
receiving unit, configured to receive an access request mes-
sage carrying equipment identity indication information,
wherein the access request message 1s initiated by terminal
equipment; a determination unit, configured to determine that
the terminal equipment 1s M2M equipment according to the
equipment 1dentity indication information; and an implemen-
tation unit, configured to select a corresponding M2M core
network for the terminal equipment to implement the access
of the terminal equipment.

With the present invention, a dedicated M2M core net-
work, which serves the M2M services particularly, 1s pro-
vided, thereby solving the problem in the relevant art that the
adoption of the existing network can not meet the requirement
of the M2M service; thus, the existing network can meet the
M2M service requirement while still providing services for
existing H2H equipment, without any need of enhancement
and mass expansion.

BRIEF DESCRIPTION OF THE DRAWINGS

Drawings, provided for further understanding of the
present mnvention and forming a part of the specification, are
used to explain the present invention together with embodi-
ments of the present mnvention rather than to limait the present
invention, wherein:

FIG. 1 shows a diagram of a network system architecture of
a UMTSPS according to a related art;

FIG. 2 shows a diagram of a network system architecture of
an EPS according to a related art;

FIG. 3 shows a tlowchart of a UE performing an attachment
procedure 1n an EPS network according to a related art;

FIG. 4 shows a tlowchart of a UE performing an attachment
procedure 1n a GPRS network according to a related art;

FIG. 5 shows a structure diagram of an apparatus for imple-
menting an access to an M2M core network according to an
embodiment of the present invention;

FIG. 6 shows a structure diagram of an apparatus for imple-
menting an access to an M2M core network according to a
preferable embodiment of the present invention;

FIG. 7 shows a diagram of a first architecture of 1mple-
menting an M2M service by adopting an M2M core network
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to share a radio access network in a GPRS network according,
to an embodiment of the present invention;

FIG. 8 shows a diagram of a second architecture of imple-
menting an M2M service by adopting an M2M core network
to share a radio access network in a GPRS network according,
to an embodiment of the present invention;

FIG. 9 shows a diagram of a third architecture of imple-
menting an M2M service by adopting an M2M core network
to share a radio access network 1n an EPS network according,
to an embodiment of the present invention;

FIG. 10 shows a diagram of a fourth architecture of imple-
menting an M2M service by adopting an M2M core network
to share a radio access network 1n an EPS network according
to an embodiment of the present invention;

FI1G. 11 shows a flowchart of a method for implementing an
access to an M2M core network according to an embodiment
of the present invention;

FI1G. 12 shows a flowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
existing radio access network by adopting Mode 1 1n a GPRS
network according to an Embodiment 1 of the present inven-
tion;

FIG. 13 shows a tlowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
ex1isting radio access network by adopting Mode 1 1n an EPS
network according to an Embodiment 2 of the present inven-
tion;

FIG. 14 shows a flowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
existing radio access network by adopting Mode 2 1n a GPRS
network according to an Embodiment 3 of the present inven-
tion;

FIG. 15 shows a flowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
ex1isting radio access network by adopting Mode 2 in an EPS
network according to an Embodiment 4 of the present inven-
tion;

FIG. 16 shows a tlowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
existing radio access network by adopting Mode 3 1n a GPRS
network according to an Embodiment 5 of the present inven-
tion; and

FIG. 17 shows a flowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
existing radio access network by adopting Mode 3 in an EPS
network according to an Embodiment 6 of the present inven-
tion.

DETAILED DESCRIPTION OF TH
EMBODIMENTS

(Ll

The present invention 1s described below 1n detail by ref-
erence to the accompanying drawings in conjunction with
embodiments. It should be noted that the embodiments 1n the
application and the characteristics in the embodiments can be
mutually combined 11 no contlict 1s caused.

For an operator, there are two modes of deploying a net-
work to meet an M2M service. One mode 1s: updating the
ex1sting network to meet various application requirements of
M2M terminals, with the cost of updating the entire network.
The other mode 1s: overlapping a dedicated M2M core net-
work 1n the existing network to process the M2M service
particularly, thereby meeting various requirements of M2M
applications.

According to an embodiment of the present invention, an
apparatus for implementing an access to an M2M core net-
work 1s provided.
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In the embodiment of the present invention, a dedicated
M2M core network 1s adopted to meet the requirement of the
M2M service.

FIG. 5 shows a structure diagram of an apparatus for imple-
menting an access to an M2M core network according to an
embodiment of the present invention. As shown 1n FIG. §, the
apparatus comprises: a recerving unit 1, a determination unit
2 and an implementation unit 3.

The recerving unit 1 1s configured to recerve an access
request message carrying equipment identity indication
information, wherein the access request message 1s mnitiated
by terminal equipment.

The determination umt 2 1s configured to determine that the
terminal equipment 1s M2M equipment according to the
equipment identity indication information.

The implementation unit 3 1s configured to select a corre-
sponding M2M core network for the terminal equipment to
implement the access of the terminal equipment.

For a dedicated M2M core network overlapped 1n the exist-
ing network, this apparatus can implement the access of an
M2M terminal to the dedicated M2M core network, and the
existing network can meet the requirement of the M2M ser-
vice while still providing services for existing H2H equip-
ment, without any need of enhancement and mass expansion.

The equipment identity indication information comprises
but 1s not limited to at least one of the following: equipment
type information, equipment access capability information
and equipment 1dentification information (for example, IMSI
number segment, Mobile Station Integrated Services Digital
Network (MSISDN) number segment, Access Point Name
(APN)).

Preferably, the network element can be one of the follow-
ing: an enhanced radio access network and a virtual gateway.

In the above, the enhanced radio access network refers that
the existing radio access network 1s enhanced, and the
enhanced radio access network possesses a capability of
determining whether the terminal equipment 1s M2M equip-
ment according to the equipment 1dentity indication informa-
tion.

The process of implementing the access of the M2M ter-
minal to the M2M core network by the above apparatus com-
prises but 1s not limited to the following three implementation
modes. Mode 1: the apparatus can be an enhanced radio
access network that can identily whether the terminal equip-
ment 1s an M2M terminal or an H2H terminal according to the
terminal equipment type and/or the access capability, and
select a corresponding core network to perform the access
process. Mode 2: the apparatus can be a virtual gateway logic
network element that accomplishes the selection of the core
network, wherein the virtual gateway can be integrated into
the radio access network, also can be deployed as a separate
entity. Mode 3: the apparatus can be a virtual gateway,
wherein the virtual gateway serves as a proxy server and 1s
located between the radio access network and the core net-
work; all relevant information of the radio access network 1s
sent to the virtual gateway; and the virtual gateway 1s adopted
to select a corresponding core network and forward signal-
ling.

In a specific implementation process, based on different
apparatuses, the modules included 1n the implementation unit
3 are different. FIG. 6 shows a structure diagram of an appa-
ratus for implementing an access to an M2M core network
according to a preferable embodiment of the present mnven-
tion; as shown 1n FIG. 6, diflerent apparatuses are 1llustrated
below.

For the Mode 1, that 1s, the apparatus 1s an enhanced radio
access network (for example, enhancing an eNodeB 1n an
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EPS network, or, enhancing an RNC 1n a GPRS network), the
implementation unit 3 of the apparatus comprises: a first
selection module 30, configured to select a corresponding
first core network address for the terminal equipment accord-
ing to information of a preconfigured corresponding relation-
ship between a terminal equipment i1dentity and the M2M
core network; and a first sending module 32, configured to
initiate an access request to the corresponding M2M core
network according to the first core network address.

For the Mode 2, that 1s, the apparatus 1s a virtual gateway,
the implementation unit 3 of the apparatus comprises: a sec-
ond selection module 34, configured to select a corresponding
second core network address for the terminal equipment
according to information of a preconfigured corresponding
relationship between a terminal equipment 1dentity and the
M2M core network; a second sending module 36, configured
to send the second core network address to the radio access
network; and a first access request module 38, configured to
initiate an access request to the corresponding M2M core
network according to the second core network address.

For the Mode 3, that 1s, the apparatus 1s a virtual gateway,
the implementation unit 3 of the apparatus comprises: a third
selection module 40, configured to select a corresponding
third core network address for the terminal equipment
according to imnformation of a preconfigured corresponding
relationship between a terminal equipment 1dentity and the
M2M core network; and a second access request module 42,
configured to mitiate an access request to the corresponding
M2M core network according to the third core network
address.

Preferably, for the Mode 3, when the apparatus 1s a virtual
gateway, this apparatus 1s equivalent to a proxy server and
forwards a signalling message between the radio access net-
work and the M2M core network. That 1s, the virtual gateway
sends all signalling messages come from the radio access
network to the M2M core network, and sends all signalling,
messages come from the M2M core network to the radio
access network.

In the above three implementation modes, the Mode 1 does
not need to make a big change to the original system archi-
tecture, only needing to enhance the existing radio access
network, wherein the enhanced radio access network can
identily whether the terminal equipment 1s an M2M terminal
or an H2H terminal according to the terminal equipment type
or/and the access capability, and select a corresponding core
network to process. Compared with the existing GPRS or
EPS network, a dedicated M2M core network, which particu-
larly takes charge of the core network functions, such as the
access ol the M2M terminal, mobility management and
bearer establishment, 1s added.

Compared with the Mode 1, the Mode 2 and the Mode 3
make a comparatively big change to the system architecture;
and description 1s provided below 1n conjunction with
embodiments.

FIG. 7 shows a diagram of a first architecture of imple-
menting an M2M service by adopting an M2M core network
to share a radio access network in a GPRS network according
to an embodiment of the present invention. As shown i FIG.
7, compared with the existing GPRS network described 1n
FIG. 1, an M2M core network 1s added, wherein the M2M
core network comprises an M-SGSN and an M-GGSN.

The function of the M-SGSN 1s similar to that of the SGSN
in the existing network. The M-SGSN, also connected with an
RNS through an Iu interface, 1s used for storing routing area
location information of a user and taking charge of security
and access control. However, the M-SGSN only takes charge
of the M2M service, but not the H2H service; therefore,
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functions such as mobility management for the H2H terminal
are simplified, meanwhile, an enhancement 1s made to meet
the functions of the M2M service, for example, meeting the
requirements of functions such as low mobility management
of an M2M terminal, identification of an M2M terminal iden-
tifier and a group 1dentifier, conduction of a time control on
the access, group management of the M2M terminal, satis-
faction of the transmission mode of low data amount of the
M2M terminal, particular charging requirements and so on.

The function of the M-GGSN 1s similar to that of the
GGSN 1n the existing network. The M-GGSN, connected
with the M-SGSN through a Gn 1nterface internally, 1s used
for allocating an IP address of a terminal and implementing a
gateway function to an external network. However, the
M-GGSN only takes charge of the M2M service, but not the
H2H service; therefore, functions such as bearer establish-
ment and charging for the H2H terminal are optimized, mean-
while, an enhancement 1s made to meet the functions of the
M2M service, for example, meeting the requirements of func-
tions such as group charging of the M2M terminal, group
policy allocation, group maximum transmission bit rate limut,
equipment level of network load control, transmission of low
data amount and so on.

In order to meet the requirement of the M2M core network
sharing a radio access network with the existing core network,
a logic network element 1s needed to find the address of the
core network; therefore, a Virtual GW (V-GW) 1s designed 1n
the network to act as an address selection server, which 1s
responsible for selecting a core network corresponding to the
terminal. Specifically, the V-GW can judge whether the
equipment 1s M2M equipment according to indications such
as an IMSI number segment of the terminal, an MSTSDN
number segment, an APN (for example, an MTC UE adopts
the full domain name of MTC. TALMCC.MNC.3GPP.XXX),
the equipment type, the equipment access capability and so
on, and then select a corresponding core network address. The
V-GW 1s a logic network element, which can be integrated
into the radio access network or can be deployed as a separate
network element entity. When the V-GW 1s integrated into the
radio access network, an MTC UF initiates an attachment
request; the V-GW can 1dentily whether the equipment of the
MTC UE 1s H2H equipment or M2M equipment according to
the equipment 1dentifier, and thus select a core network
address; then the radio access network can send the attach-
ment request to the corresponding core network.

FIG. 8 shows a diagram of a second architecture of imple-
menting an M2M service by adopting an M2M core network
to share a radio access network 1n a GPRS network according
to an embodiment of the present invention. As show 1n FIG. 8,
compared with the first architecture, an M2M core network,
an M-SGSN and an M-GGSN are added 1n the existing GPRS
network. The functions of the M-SGSN and the M-GGSN are
the same as that described 1n the first architecture, and no
turther description 1s needed here. The difference lies 1n the
function of the V-GW. In the first architecture, the V-GW 1s
responsible for selecting a core network. However, 1n the
second architecture, the V-GW 1s located between the radio
access network and the core network, only the address of the
V-G W 1s configured 1in the radio access network, all signalling
ol the radio access network 1s forwarded to the core network
through the V-GW, and all signalling transmitted from the
core network to the radio access network 1s forwarded to the
radio access network through the V-GW too. As a proxy
server, the V-GW can judge whether a terminal 1s an M2M
terminal or an H2H terminal when the terminal 1s attached,
then the V-GW selects a corresponding core network and
torwards all signalling messages, comprising an attachment
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message, from the radio access network to the selected core
network. The V-GW can be integrated into the radio access
network to act as a logic Tunction module, also can exist as a
separate network element enftity.

FIG. 9 shows a diagram of a third architecture of imple-
menting an M2M service by adopting an M2M core network
to share a radio access network 1n an EPS network according,
to an embodiment of the present invention. As shown 1n FIG.
9, compared with the existing EPS network described in FIG.
2, an M2M core network 1s added, wherein the M2M core
network comprises an M-MME and an M-SGW/M-PGW.

The function of the M-MME 1s similar to that of the MME
in the existing EPS network. The M-MME acts as a control
plane function entity in the M2M core network and a server
for temporarily storing user data, and 1s responsible for man-
aging and storing a context of a UE (for example, user 1den-
tifier, mobility management state, user security parameters
and the like), allocating a temporary 1dentifier for a user, and
authenticating the user when a UE constantly resides in the
tracking area or the network. However, the M-MME only
takes charge of the M2M service, but not the H2H service;
therefore, functions such as mobility management for the
H2H terminal are simplified, meanwhile, an enhancement 1s
made to meet the functions of the M2M service, for example,
meeting the requirements of functions such as low mobility
management of an M2M terminal, identification of an M2M
terminal 1identifier and a group 1dentifier, conduction of a time
control on the access, group management of the M2M termi-
nal, satisfaction of the transmission mode of low data amount
of the M2M terminal, particular charging requirements and so
on.

The function of the M-SGW/M-PGW 1s similar to that of
the SGW/PGW 1n the existing EPS network. The M-SGW
acts as a user plane anchor and is responsible for processing
data routing of the user plane and terminating downlink data
of a UE 1n an idle (ECM_IDLE) state. The M-PGW acts as a
gateway through which the UE accesses the PDN, and 1is
responsible for managing an IP address of a user, storing an
SAR bearer context of a UE, and implementing functions
such as policy enforcement and charging support. However,
the M-SGW/PGW only takes charge of the M2M service, but
not the H2H service; therefore, functions such as bearer
establishment and charging for the H2H terminal are opti-
mized, meanwhile, an enhancement 1s made to meet the func-
tions of the M2M service, for example, meeting the require-
ments of functions such as group charging of the M2M
terminal, group policy allocation, group maximum transmis-
sion bit rate limit, equipment level of network load control,
transmission of low data amount and so on.

In order to meet the requirement of the M2M core network
sharing a radio access network with the existing core network,
a logic network element 1s needed to find the address of the
core network; therefore, a Virtual Gateway (V-GW) 1s
designed 1n the network to act as an address selection server,
which 1s responsible for selecting a core network correspond-
ing to the terminal. Specifically, the V-GW can judge whether
the equipment 1s M2M equipment according to 1ndications
such as an IMSI number segment of the terminal, an MSISDN
number segment, an APN (for example, an M'TC UE adopts
the full domain name of MTC. TAIL.MCC.MNC.3GPP.XXX)
and so on, and then select a corresponding core network
address. The V-GW 15 a logic network element, which can be
integrated into the radio access network or can be deployed as
a separate network element entity. When the V-GW 15 1nte-
grated 1nto the radio access network, an MTC UE initiates an
attachment request; the V-GW can identify whether the
equipment of the MTC UE 1s H2H equipment or M2M equip-
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ment according to the equipment 1dentifier, and thus select a
core network address; then the radio access network can send
the attachment request to the corresponding core network.

FIG. 10 shows a diagram of a fourth architecture of 1mple-
menting an M2M service by adopting an M2M core network
to share a radio access network 1n an EPS network according
to an embodiment of the present invention. As shown 1 FIG.
10, compared with the third architecture described 1n FI1G. 9,
an M2M core network, an M-MME and an M-SGW/M-PGW
are added 1n the existing EPS network. The functions of the
M-MME and the M-SGW/M-PGW are the same as that
described 1n the third architecture, and no further description
1s needed here. The difference lies 1n the function of the
V-GW. In the third architecture, the V-GW 1s responsible for
selecting a core network. However, 1n the fourth architecture,
the V-GW 1s located between the eNodeB 1n the radio access
network and the core network; in the eNodeB, only the
address of the V-GW 1s configured; all signalling of the eNo-
deB 1s forwarded to the core network through the V-GW, and
all signalling transmitted from the core network to the eNo-
deB 1s forwarded to the radio access network through the
V-GW too. As a proxy server, the V-GW can judge whether a
terminal 1s an M2M terminal or an H2H terminal when the
terminal 1s attached, then the V-GW selects a corresponding,
core network and forwards all signalling messages, compris-
ing an attachment message, from the radio access network to
the selected core network. The V-GW can be integrated into
the eNodeB to act as a logic function module, also can exist as
a separate network element enfity.

According to an embodiment of the present invention, a
method for implementing an access to an M2M core network
1s provided.

FIG. 11 shows a flowchart of a method for implementing an
access to an M2M core network according to an embodiment
of the present invention. As shown 1n FIG. 11, the implemen-
tation method comprises the following processing steps (Step
1102 to Step 1106):

Step 1102: a network element receives an access request
message carrying equipment identity indication information,
wherein the access request message 1s 1nitiated by terminal
equipment;

Step 1104: the network element determines that the termi-
nal equipment 1s M2M equipment according to the equipment
identity indication information; and

Step 1106: the network element selects a corresponding
M2M core network for the terminal equipment to implement
the access of the terminal equipment.

For a dedicated M2M core network overlapped 1n the exist-
ing network, this method can implement the access of an
M2M terminal to the dedicated M2M core network, and the
existing network can meet the requirement of the M2M ser-
vice while still providing services for existing H2H equip-
ment, without any need of enhancement and mass expansion.

Preferably, the network element comprises but 1s not lim-
ited to one of the following: a radio access network and a
virtual gateway.

For example, the network element can also comprise a
server which 1s able to provide an address of the core network
and determine the 1dentity of the terminal equipment.

The equipment identity indication information comprises
at least one of the following: equipment type information,

equipment access capability information and equipment
identification information (for example, IMSI, MSISDN and
the like).

The process of implementing the access of the M2M ter-
minal to the M2M core network by the method above com-
prises but 1s not limited to the following three implementation
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modes. Mode 1, an enhanced radio access network 1s adopted,
wherein the enhanced radio access network 1s able to identify
whether the terminal equipment 1s an M2M terminal or an
H2H terminal according to the terminal equipment type and/
or the access capability, and select a corresponding core net-
work to process. Mode 2, a virtual gateway logic network
clement 1s adopted to accomplish the selection of the core
network, wherein the virtual gateway can be integrated into
the radio access network, also can be deployed as a separate
entity. Mode 3, the virtual gateway serves as a proxy server
and 1s located between the radio access network and the core
network; all relevant information of the radio access network
1s sent to the virtual gateway; and the virtual gateway 1is
adopted to select a corresponding core network and forward a
signalling message.

Preferably, for the Mode 1, the network element above 1s a
radio access network, then Step 1106 can further comprise the
following processes:

(1) the radio access network selects a corresponding first
core network address for the terminal equipment according to
information of a preconfigured corresponding relationship
between the terminal equipment identity and the M2M core
network; and

(2) the radio access network 1nitiates an access request to
the corresponding M2M core network according to the first
core network address.

According to the Mode 1 of the above three implementa-
tion modes, the radio access network needs to be enhanced, so
that the radio access network 1s capable of selecting an exist-
ing core network and an M2M core network for the H2H

terminal and the M2M terminal respectively. Necessary pro-
cesses are described below.

FIG. 12 shows a flowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
existing radio access network by adopting Mode 1 1n a GPRS
network according to an Embodiment 1 of the present inven-
tion. As shown in FIG. 12, in the GPRS network, an M2M
core network 1s overlapped 1n the existing core network to
share the existing radio access network. The radio access
network can judge whether the access equipment 1s H2H
equipment or M2M equipment according to the terminal
equipment type or the access capability, and then select a
corresponding core network address to accomplish the sub-
sequent access processes. The access process mainly com-
prises the following steps (Step 1202 to Step 1212).

Step 1202: the MTC UE initiates an attachment request
message (for example, access request message) to the radio
access network, and adds an equipment type indication
parameter (that 1s, equipment type indication information) in
the attachment request message through parameter extension.

Preferably, the equipment type indication parameter can be
the equipment type for indicating whether the equipment 1s
machine type equipment (MTC equipment) or cell phone
type equipment (H2H equipment). The equipment type can
turther define different types of machine type equipment or
different types of cell phone type equipment, which can be
defined according to the requirement of operators.

For example, the equipment type of the cell phone type
equipment can have a default parameter of null.

Preferably, the equipment type indication parameter also
can be the equipment access capability for indicating the
machine type communication capability or the cell phone
type communication capability, and can be implemented by
extending relevant parameters in the field of terminal network
capability. The equipment access capability can further define
different types ol machine type equipment access capabilities
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or different types of cell phone type access capabilities, which
can be defined according to the requirement of operators.

For example, the equipment access capability of the cell
phone type equipment can have a default parameter of null.

Step 1204: the radio access network judges whether the
equipment 1s M2M equipment or H2H equipment according
to the equipment information parameter, and then selects a
corresponding core network, wherein 11 the equipment 1s an
H2H equipment terminal, the radio access network selects the
ex1isting core network; if the equipment 1s an M2M equipment
terminal, the radio access network selects the M2M core
network.

Step 1206: the radio access network sends an attachment
request to the selected M-SGSN, wherein the attachment
request carries important information such as the address of
the radio access network, the identifier of the UE, the equip-
ment type of the UE and so on.

Step S1208: after receiving the attachment request of the
MTC UE, the M2M core network requests authentication
data from an HL.R to authenticate the MTC UE, then initiates
a location update request to the HLR and downloads user
subscription data from the HLR; 1f the MTC UE has no
problems such as access limit, the M2M core network allows
the attachment of the MTC UE and performs the subsequent
attachment procedure (for example, the M-SGSN can apply
to the M-GGSN for operations such as establishment of a
PDP context).

Step 1210: the M2M core network allows the access of the
MTC UE and returns an attachment accepted message to the
radio access network.

Step 1212: the radio access network returns the attachment
accepted message to the MTC UE to notify that the MTC UE
has been attached to the GPRS network.

FIG. 13 shows a flowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
existing radio access network by adopting Mode 1 1n an EPS
network according to an Embodiment 2 of the present inven-
tion. As shown in FIG. 13, in the EPS network, an M2M core
network 1s overlapped 1n the existing core network to share
the existing radio access network. The radio access network
can judge whether the access equipment 1s H2H equipment or
M2M equipment according to the terminal equipment type
and/or the access capability, and then select a corresponding
core network address to accomplish the subsequent access
processes. The above process mainly comprises the following
steps (Step 1302 to Step 1312).

Step 1302: 1n order to access the EPS network, the UE
initiates anetwork attachment request message to an eNodeB,
wherein the request message carries equipment type indica-
tion information (equipment type indication parameters) such
as IMSI, equipment type indication, network access capabil-
ity of the UE and indication of requesting allocation of IP.

The equipment type indication parameter can be the equip-
ment type for indicating whether the equipment 1s machine
type equipment (MTC equipment) or cell phone type equip-
ment (H2ZH equipment). The equipment type can further
define different types of machine type equipment or different
types of cell phone type equipment, which can be defined
according to the requirement of operators.

For example, the equipment type of the cell phone type
equipment can have a default parameter of null.

The equipment type indication parameter also can be the
equipment access capability for indicating the machine type
communication capability or the cell phone type communi-
cation capability, and can be implemented by extending rel-
evant parameters in the field of terminal network capability.
The equipment access capability can further define different
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types of machine type equipment access capabilities or dii-
terent types of cell phone type access capabilities, which can
be defined according to the requirement of operators.

For example, the equipment access capability of the cell
phone type equipment can have a default parameter of null.

Step 1304: the eNodeB needs to select for the UE one core
network serving the UE. The eNodeB judges whether the
equipment 1s M2M equipment or H2H equipment according
to the equipment information parameters and then selects a
corresponding core network, wherein 1f the equipment 1s an
H2H equipment terminal, the radio access network selects the
MME 1n the existing core network; 1t the equipment 1s an

M2M equ1pment terminal, the radio access network selects
the M-MME in the M2M core network.

Step 1306: after selecting for the UE one M-MME serving
the UE, the eNodeB forwards the attachment request to the
MME, and meanwhile carries important information, such as
the access address of the eNodeB, the 1dentifier of the UE, the
equipment type of the UE and so on, to the M-MME.

Step 1308: after receiving the attachment request of the
MTC UE, the M-MME would request authentication data
from an HSS to authenticate the MTC UE. Then the M-MME
initiates a location update request to the HSS and downloads
user subscription data from the HSS; 11 the MTC UE has no
problems such as access limit, the M- MME allows the attach-
ment of the MTC UE, performs the subsequent attachment
procedure and notifies an M-SGW/M-PGW to establish one
EPS default bearer for the MTC UE.

Step 1310: the M-MME 1n the M2M core network sends an
attachment accepted response to the eNodeB, indicating that
the request of the UE {for attaching to the network has been
accepted, wherein the response carries the address of the
Serving GW and a Tunnel Endpoint Identifier (TEID).

Step 1312: the eNodeB sends a voice bearer establishment
request to the UE, requiring the UE to store the important
information of the bearer establishment and open a corre-
sponding port. After receiving a radio bearer establishment
response from the MTC UE, the eNodeB notifies the MME
that the attachment procedure 1s completed.

It should be noted that FIG. 12 and FIG. 13 are only
described by taking an attachment (access) process for
example and can be applied to other service processes 1f no
contlict 1s caused.

According to the two embodiments above, an M2M core
network 1s overlapped 1n the existing core network to share
the existing radio access network. The radio access network
can judge whether the access equipment 1s H2H equipment or
M2M equipment according to the terminal equipment type or
the access capability, and then select a corresponding core
network address to accomplish the subsequent access pro-
cesses, thereby achieving the effect of occupying no existing
core network resources and optimizing the network flow, and
meeting the requirement of M2M application.

Preferably, for the Mode 2, the network element 1s a virtual
gateway, then Step 1106 can further comprise the following
Processes:

(1) the virtual gateway selects a corresponding second core
network address for the terminal equipment according to
information of a preconfigured corresponding relationship
between the terminal equipment identity and the M2M core
network;

during a specific implementation process, before the above
Process (1) 1s executed, the following process 1s further
included: the radio access network requests the second core
network address from the virtual gateway, after recerving the
access request message from the terminal equipment;
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(2) the virtual gateway sends the second core network
address to the radio access network;

(3) the radio access network 1nitiates an access request to

the corresponding M2M core network according to the sec-
ond core network address.

Specifically, according to the Mode 2 of the above three
implementation modes, a small change 1s made to the radio
access network. This solution needs to add a virtual gateway
logic network element, which 1s adopted to select the core
network; namely, the network element 1n FIG. 11 1s the virtual
gateway (V-GW) logic network element, wherein the V-GW
has a capability of distinguishing an H2H terminal from an
M2M terminal and sending the core network address to the
existing radio access network. Necessary processes are
described below.

FIG. 14 shows a flowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
existing radio access network by adopting Mode 2 in a GPRS

network according to an Embodiment 3 of the present inven-
tion. As shown 1n FIG. 14, in the GPRS network, an M2M

core network 1s overlapped 1n the existing core network to
share the existing radio access network. The radio access
network inquires the access address of the core network from
the V-GW; the V-GW can judge whether the equipment 1s
H2H equipment or M2M equipment according to relevant
information carried by the terminal, such as IMSI, MSISDN,
APN, equipment type, access capability and other indica-
tions, and then select a corresponding core network address
(that 1s, the second core network address) to accomplish the
subsequent access processes. The above process mainly com-
prises the following steps (Step 1402 to Step 1412).

Step 1402: the MTC UE inmitiates an attachment request
message (access request message) to the radio access net-
work, wherein the attachment request message needs to carry
the 1identifier of the MTC UE, for example, IMSI, MSISDN
and the like. Equipment information parameters also can be
added 1n the attachment request message through parameter
extension.

Step 1404: 1f the V-GW 1s integrated into the radio access
network, the V-GW judges whether the equipment 1s M2M
equipment or H2H equipment according to indications, car-
ried 1in the attachment message, such as the identifier of the
MTC UE (for example, IMSI and/or MSISDN), the equip-
ment type and the access capability in the equipment 1nfor-
mation parameters, and then selects a corresponding core
network. If the equipment 1s an H2H equipment terminal, the
V-GW selects and provides the address of the existing core
network to the radio access network; 1f the equipment 1s an
M2M equipment terminal, the V-GW selects and provides the
M2M core network to the radio access network.

Optionally, 11 the V-GW 1s outside the radio access net-
work, the radio access network initiates an addressing request
to the V-GW after recerving the attachment request of the
MTC UE, wherein the addressing request carries relevant
information of the UE (for example, indications such as the
identifier of the UE, the equipment type information of the
UE and so on). The V-GW judges whether the equipment 1s
M2M equipment or H2ZH equipment according to indications,
carried 1n the addressing request, such as the identifier of the
MTC UE (for example, IMSI and/or MSISDN), the equip-
ment type and the access capability in the equipment 1nfor-
mation parameters, and then selects a corresponding core
network. If the equipment 1s an H2H equipment terminal, the
V-GW selects and provides the address of the existing core
network to the radio access network; 1f the equipment 1s an
M2M equipment terminal, the V-GW selects and provides the
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M2M core network to the radio access network; then the
V-GW returns the selected core network address to the radio
access network.

Step 1406: the radio access network sends the attachment
request to the selected M-SGSN, wherein the attachment
request carries important information such as the address of
the radio access network, the identifier information of the UE,
the equipment type of the UE and so on.

Step 1408: after receiving the attachment request of the
MTC UE, the M2M core network requests authentication
data from an HL.R to authenticate the MTC UE, then initiates
a location update request to the HLR and downloads user
subscription data from the HLR; 1f the MTC UE has no
problems such as access limit, the M2M core network allows
the attachment of the MTC UE and performs the subsequent
attachment procedure, for example, the M-SGSN can apply
to an M-GGSN for operations such as establishment of a PDP
context.

Step 1410: the M2M core network allows the access of the
MTC UE and returns an attachment accepted message to the
radio access network.

Step 1412: the radio access network returns the attachment
accepted message to the MTC UE to notify that the MTC UE
has been attached to the GPRS network.

FIG. 15 shows a flowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
ex1isting radio access network by adopting Mode 2 1n an EPS
network according to an Embodiment 4 of the present inven-
tion. As shown in FIG. 15, 1n the EPS network, an M2M core
network 1s overlapped 1n the existing core network to share
the existing radio access network. The eNodeB in the radio
access network inquires the access address of the core net-
work from the V-GW; the V-GW can judge whether the equip-
ment 15 H2H equipment or M2M equipment according to
relevant information carried by the terminal (for example,
indications such as IMSI, MSISDN, APN, equipment type
and access capability and so on), and then select a corre-
sponding core network address to accomplish the subsequent
access processes. The above process comprises the following
steps (Step 1502 to Step 1512).

Step 1502: 1n order to access the EPS network, the UE
iitiates a network attachment request 1o the eNodeB,
wherein the attachment request carries information such as
IMSI, APN, equipment type indication, network access capa-
bility of the UE, indication of requesting allocation of IP and
SO On.

Step 1504: the eNodeB needs to select for the UE one core
network serving the UE. If the V-GW 1s integrated into the
cNodeB, the V-GW judges whether the equipment 1s M2M
equipment or H2H equipment according to indications, car-
ried in the attachment message, such as the identifier of the
MTC UE (for example, IMSI and/or MSISDN) or the APN, or
the equipment type and the access capability in the equipment
information parameters, and then selects a corresponding
core network. If the equipment 1s an H2H equipment termi-
nal, the V-GW selects and provides the MME address of the
existing core network to the eNodeB 1n the radio access
network; 1f the equipment 1s an M2M equipment terminal, the
V-GW selects and provides the M-MME address of the M2M
core network to the eNodeB 1n the radio access network.

Optionally, if the V-GW 15 outside the eNodeB of the radio
access network, the eNodeB 1nitiates an addressing request to
the V-GW aftter recewmg the attachment request of the MTC
UE, wherein the addressing request carries relevant informa-
tion of the UE (for example, indications such as the identifier
of the UE, APN, the equipment information of the UE and so
on).
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Then, the V-GW judges whether the equipment 1s M2M
equipment or H2H equipment according to indications, car-
ried 1n the addressing message, such as the 1dentifier of the
MTC UE ({or example, IMSI and/or MSISDN), the APN, the
equipment type and the access capability 1in the equipment
information parameters, and then selects a corresponding
core network. If the equipment 1s an H2H equipment termi-
nal, the V-GW selects and provides the MME address of the
existing core network to the eNodeB; 1f the equipment 1s an

M2M equipment terminal, the V-GW selects and provides the
M-MME address of the M2M core network to the eNodeB.

The V-GW returns the selected core network address to the
cNodeB.

Step 1506: after selecting for the MTC UE one M-MME
serving the UE, the eNodeB forwards the attachment request

to the M-MME, and meanwhile carries important informa-
tion, such as the access address of the eNodeB, the identifier

of the UFE and so on, to the M-MME.

Step 1508: after receiving the attachment request of the
MTC UE, the M-MME requests authentication data from an
HSS to authenticate the MTC UE. Then, the M-MME 1ni-
tiates a location update request to the HSS and downloads
user subscription data from the HSS; if the MTC UE has no
problems such as access limit, the M-MME allows the attach-
ment of the MTC UE, performs the subsequent attachment
procedure and notifies an M-SGW/M-PGW to establish one
EPS default bearer for the MTC UE.

Step 1510: the M-MME 1n the M2M core network sends an
attachment accepted response to the eNodeB, indicating that
the request of the UE for attaching to the network has been
accepted, wherein the response carries the address of the
Serving GW and a TEID.

Step 1512: the eNodeB sends a voice bearer establishment
request to the UE, requiring the UE to store the important
information of the bearer establishment and open a corre-
sponding port. After receiving a radio bearer establishment
response from the MTC UE, the eNodeB notifies the MME
that the attachment procedure 1s completed.

It should be noted that FIG. 14 and FIG. 15 are only
described by taking an attachment (access) process for
example and can be applied to other service flow 11 no conflict
1s caused.

According to the embodiments above, an M2M core net-
work 1s overlapped in the existing core network to share the
existing radio access network. The eNodeB 1n the radio
access network inquires the access address of the core net-
work from the V-GW, judges whether the access equipment 1s
H2H equipment or M2M equipment according to relevant
information carried by the terminal (for example, indications
such as IMSI, MSISDN, APN, equipment type and access
capability and so on), and then selects a corresponding core
network address to accomplish the subsequent access pro-
cesses, thereby achieving the effect of occupying no existing
core network resources and optimizing the network flow, and
meeting the requirement of M2M applications.

Preferably, for the Mode 3, the network element 1s a virtual
gateway and the virtual gateway serves as a proxy server, then
Step 1106 can further comprise the following processes:

(1) the virtual gateway selects a corresponding third core
network address for the terminal equipment according to
information of a preconfigured corresponding relationship
between the terminal equipment identity and the M2M core
network; and

(2) the virtual gateway 1nitiates an access request to the
corresponding M2M core network according to the third core
network address.
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During a specific implementation process, after the corre-
sponding M2M core network completes the access process,
the following process can be further included: the virtual
gateway recerves an access accepted response from the M2M
core network; the virtual gateway returns the access accepted
response to the radio access network; and the virtual gateway
torwards a subsequent signaling message interacted between
the radio access network and the M2M core network.

Specifically, according to the Mode 3 of the above three
implementation modes, no change 1s made to the radio access
network. However, this solution needs to add a virtual gate-
way logic network element, which 1s adopted to select the
core network and complete the signaling interaction between
the radio access network and the core network. The V-GW
needs to have a capability of distinguishing the H2H terminal
from the M2M terminal and selecting a corresponding core
network address (that 1s, the third core network address). In
this solution, for the radio access network, the V-GW 1s
equivalent to a core network configured inside the radio
access network; all signaling needing to be transmaitted to the
core network from the radio access network 1s directly trans-
mitted to the V-GW, which then forwards the signaling to the
corresponding core network. In this solution, for the core
network, the V-GW 1s equivalent to a radio access network; all
signaling needing to be transmitted to the radio access net-
work from the core network 1s directly transmitted to the
V-GW, which then forwards the signaling to the correspond-
ing radio access network. Necessary processes are described
below.

FIG. 16 shows a flowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
existing radio access network by adopting Mode 3 1n a GPRS
network according to an Embodiment 5 of the present inven-
tion. As shown 1n FIG. 16, in the GPRS network, an M2M
core network 1s overlapped 1n the existing core network to
share the existing radio access network. After receiving an
attachment request from the MTC UE, the radio access net-
work forwards the attachment request to a V-GW; the V-GW
can judge whether the equipment 1s H2H equipment or M2M
equipment according to relevant information carried by the
terminal (for example, indications such as IMSI, MSISDN,
APN, equipment type, access capability and so on), and then
select a corresponding core network address and send the
attachment request to the selected core network. After com-
pleting the attachment related process of the MTC UE, the
core network sends an attachment accepted message to the
V-GW which then forwards the attachment accepted message
to the radio access network to accomplish the subsequent
access processes. The specific process above can further com-
prise the following steps (Step 1602 to Step 1616).

Step 1602: the MTC UE initiates an attachment request
message to the radio access network, wherein the attachment
message needs to carry the identifier of the MTC UE (for
example, IMSI, MSISDN and the like). Equipment informa-
tion parameters can also be added in the attachment request
message through parameter extension.

Step 1604: the radio access network selects for the MTC
UE one V-GW serving the MTC UE and forwards the attach-
ment request to the V-GW.,

The V-GW can be integrated with the radio access network
physically, also can be configured as a separate physical
entity.

Step 1606: the V-GW judges whether the equipment 1s
M2M equipment or H2H equipment according to indications,
carried 1in the attachment message, such as the identifier of the
MTC UE (for example, IMSI and/or MSISDN), the equip-
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mation parameters, and then selects a corresponding core
network. If the equipment 1s an H2H equipment terminal, the
V-GW selects the address of the existing core network; 1 the
equipment 1s an M2M equipment terminal, the V-GW selects
the M2M core network address.

Step 1608: the V-GW selects for the MTC UE one M2M
core network serving the MTC UE and then sends the attach-
ment request to a selected M-SGSN, wherein the attachment
request carries important information such as the address of
the V-G'W, the identifier of the UE, the equipment type of the
UE and so on.

Step 1610: after recerving the attachment request of the
MTC UE, the M2M core network would request authentica-
tion data from an HLLR to authenticate the MTC UFE. Then, the
M2M core network 1mitiates a location update request to the
HLR and downloads user subscription data from the HLR; 1f
the MTC UE has no problems such as access limit, the M2M
core network allows the attachment of the MTC UE and
performs the subsequent attachment procedure (for example,
the M-SGSN can apply to the M-GGSN {for operations such
as the establishment of a PDP context).

Step 1612: the M2M core network allows the access of the
MTC UE and returns an attachment accepted message to the
V-GW.

Step 1614: the V-GW forwards the attachment accepted
message to the radio access network.

Step 1616: the radio access network returns the attachment
accepted message to the MTC UE to notity that the MTC UE
has been attached to the GPRS network.

FIG. 17 shows a flowchart of an MTC UE performing an
attachment procedure to an M2M core network through an
existing radio access network by adopting Mode 3 1n an EPS
network according to an Embodiment 6 of the present inven-
tion. As shown 1n FIG. 17, 1n the EPS network, an M2M core
network 1s overlapped 1n the existing core network to share
the eNodeB 1n the existing radio access network. After recerv-
ing an attachment request from the MTC UE, the eNodeB
torwards the attachment request to a V-GW; then the V-GW
can judge whether the equipment 1s H2H equipment or M2M
equipment according to relevant information carried by the
terminal (for example, indications such as IMSI, MSISDN,
APN, equipment type, access capability and so on), and then
select a corresponding core network address and send the
attachment request to the selected core network. After com-
pleting the attachment related process of the MTC UE, the
core network sends an attachment accepted message to the
V-GW which then forwards the attachment accepted message
to the eNodeB 1n the radio access network to accomplish the
subsequent access processes. The specific process above can
turther comprise the following steps (Step 1702 to Step
1716).

Step 1702: 1n order to access the EPS network, the UE
initiates a network attachment request message to the eNo-
deB, wherein the request message carries information such as
IMSI, APN, equipment type indication, network access capa-
bility of the UE, indication of requesting allocation of IP and
SO On.

Step 1704: the eNodeB selects for the MTC UE one V-GW
serving the MTC UE and forwards the attachment request to
the V-GW.

The V-GW can be integrated with the radio access network
physically, also can be configured as a separate physical
entity, namely, an independent network element located out-
side the radio access network.

Step 1706: the V-GW judges whether the equipment 1s
M2M equipment or H2H equipment according to informa-
tion, carried 1n the attachment message, such as the 1dentifier
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of the MTC UE (for example, IMSI and/or MSISDN), or the
APN, or indications such as the equipment type and the
access capability in the equipment information parameters,
and then selects a corresponding core network. If the equip-
ment 1s an H2H equipment terminal, the V-GW selects the
MME address of the existing core network; 11 the equipment
1s an M2M equipment terminal, the V-GW selects the
M-MME address of the M2M core network address.

Step 1708: the V-GW selects for the MTC UE one M-MME
serving the MTC UE and then forwards the attachment
request to the MME, and meanwhile carries important infor-
mation, such as the access address of the V-GW, the identifier
of the UE and so on, to the MME.

Step 1710: after receiving the attachment request of the
MTC UE, the M-MME requests authentication data from an
HSS to authenticate the MTC UE. Then, the M-MME 1ni-
tiates a location update request to the HSS and downloads
user subscription data from the HSS; 11 the MTC UE has no
problems such as access limait, the M-MME allows the attach-
ment of the MTC UE, performs the subsequent attachment
procedure and notifies an M-SGW/M-PGW to establish one
EPS default bearer for the MTC UE.

Step 1712: the M-MME 1n the M2M core network sends an
attachment accepted response to the V-GW, indicating that
the request of the UE {for attaching to the network has been
accepted, wherein the response carries the address of the
Serving GW and a TEID.

Step 1714: the V-GW lorwards the attachment accepted
message to the eNodeB 1n the radio access network.

Step 1716: after recerving the attachment accepted
response, the eNodeB sends a voice bearer establishment
request to the UE, requiring the UE to store the important
information of the bearer establishment and open a corre-
sponding port. After receiving a radio bearer establishment
response from the MTC UE, the eNodeB notifies the MME
that the attachment procedure 1s completed.

It should be noted that FIG. 16 and FIG. 17 are only
described by taking an attachment (access) process for
example and can be applied to other service flow 11 no contlict
1s caused. The V-GW, located between the radio access net-
work and the core network, i1s used for forwarding related
signalling information.

According to the embodiments above, an M2M core net-
work 1s overlapped 1n the existing core network to share the
ex1isting radio access network. After recerving an attachment
request from the MTC UE, the radio access network forwards
the attachment request to a V-GW; then the V-GW can judge
whether the equipment 1s H2H equipment or M2M equip-
ment according to relevant information carried by the termi-
nal (for example, IMSI, MSISDN, APN, indications such as
equipment type, access capability and so on), and then select
a corresponding core network address and send the attach-
ment request to the selected core network. After completing,
the attachment related process of the MTC UE, the core
network sends an attachment accepted message to the V-GW
which then forwards the attachment accepted message to the
e¢NodeB 1n the radio access network, to accomplish the sub-
sequent access processes. Thus, the effect of occupying no
ex1isting core network resources and optimizing the network
flow, and meeting the requirement of M2M applications 1s
achieved.

To sum up, by means of the above embodiments provided
by the present invention, when a huge number of M2M ter-
minals access a network, the network operator can deploy a
dedicated M2M core network to meet the requirements of the
M2M services. When the M2M terminal accesses the net-
work, the radio access network can 1dentify the M2M termi-
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nal according to the equipment type or/and the access capa-
bility and select a corresponding M2M core network. The
radio access network also can identity the M2M terminal and
select a corresponding M2M core network through the virtual
gateway, thereby achieving the effect of occupying no exist-
ing core network resources and optimizing the network tlow,
and meeting the requirement of M2M applications.

Obviously, those skilled 1n the art shall understand that the
above-mentioned modules and steps of the present invention
can be realized by using general purpose calculating device,
can be integrated in one calculating device or distributed on a
network which consists of a plurality of calculating devices.
Alternatively, the modules and the steps of the present inven-
tion can be realized by using the executable program code of
the calculating device. Consequently, they can be stored in the
storing device and executed by the calculating device, or they
are made 1nto integrated circuit module respectively, or a
plurality of modules or steps thereof are made 1nto one inte-
grated circuit module. In this way, the present invention 1s not
restricted to any particular hardware and software combina-
tion.

The descriptions above are only the preferable embodi-
ment of the present invention, which are not used to restrict
the present invention. For those skilled 1n the art, the present
invention may have various changes and variations. Any
amendments, equivalent substitutions, improvements, etc.
within the principle of the present invention are all included in
the scope of the protection of the present invention.

What 1s claimed 1s:

1. A method for implementing an access to a Machine to
Machine (M2M) core network, comprising;:

receving, by a network element, an access request mes-

sage carrying equipment identity indication informa-
tion, wherein the access request message 1s mitiated by
terminal equipment;

determining, by the network element, that the terminal

equipment 1s M2M equipment according to the equip-
ment 1dentity indication information; and

selecting, by the network element, a corresponding M2M

core network for the terminal equipment to implement

the access of the terminal equipment, wherein based on

that the terminal equipment 1s a H2ZH (Human to
Human) equipment terminal, an Mobility Management
Entity (MME) 1n an existing core network 1s selected for
the terminal equipment to implement the access of the
terminal equipment; and based on that the terminal
equipment 1s an M2M equipment terminal, an M2M-

Mobility Management Entity (M-MME) in an M2M

core network 1s selected for the terminal equipment to

implement the access of the terminal equipment,
wherein the network element comprises one of the fol-
lowing: a radio access network node and a virtual gate-
way,

wherein the step of selecting, by the radio access network
node, the corresponding M2M core network for the ter-
minal equipment to implement the access of the terminal
equipment comprises: selecting, by the radio access net-
work node, a corresponding first core network address

for the terminal equipment according to information of a

preconfigured corresponding relationship between a ter-

minal equipment 1dentity and the M2M core network;
and 1itiating, by an enhanced radio access network, an
access request to the corresponding M2M core network
according to the first core network address; or

the step of selecting, by the virtual gateway, the corre-
sponding M2M core network for the terminal equipment
to implement the access of the terminal equipment com-
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prises: selecting, by the virtual gateway, a corresponding
second core network address for the terminal equipment
according to information of a preconfigured correspond-
ing relationship between a terminal equipment 1dentity
and the M2M core network; sending, by the virtual gate-
way, the second core network address to the radio access
network node; and initiating, by the radio access net-
work node, an access request to the corresponding M2M
core network according to the second core network
address; or

selecting, by the virtual gateway, a corresponding third
core network address for the terminal equipment accord-
ing to information of a preconfigured corresponding
relationship between a terminal equipment identity and
the M2M core network; and initiating, by the virtual
gateway, an access request to the corresponding M2M
core network according to the third core network
address.

2. The method according to claim 1, wherein the equipment
identity indication information comprises at least one of the
following;:

equipment type information, equipment access capability
information and equipment identification information.

3. The method according to claim 1, wherein before the
step of selecting, by the virtual gateway, the corresponding
second core network address for the terminal equipment, the
method further comprises:

after the radio access network node receives the access
request message from the terminal equipment, request-
ing, by the radio access network node, the second core
network address from the virtual gateway.

4. The method according to claim 1, wherein after the
terminal equipment has accessed the M2M core network, the
method further comprises:

receiving, by the virtual gateway, an access accepted
response from the M2M core network;

returning, by the virtual gateway, the access accepted
response to the radio access network node; and

tforwarding, by the virtual gateway, a subsequent signaling
message interacted between the radio access network
node and the M2M core network.

5. An apparatus for implementing an access to an M2M
core network, comprising a hardware processor configured to
execute following unaits:

a recerving unit, configured to recetve an access request
message carrying equipment identity indication infor-
mation, wherein the access request message 1s nitiated
by terminal equipment;

a determination unit, configured to determine that the ter-
minal equipment 1s M2M equipment according to the
equipment 1dentity indication information; and

an implementation unit, configured to select a correspond-
ing M2M core network for the terminal equipment to
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implement the access of the terminal equipment,
wherein based on that the terminal equipment 1s a H2H
(Human to Human) equipment terminal, an Mobility
Management Entity (MME) 1n an existing core network
1s selected for the terminal equipment to implement the
access of the terminal equipment; and based on that the
terminal equipment 1s an M2M equipment terminal, an
M2M-Mobility Management Entity (M-MME) 1n an
M2M core network 1s selected for the terminal equip-
ment to implement the access of the terminal equipment,
wherein the apparatus comprises one of the following: a
radio access network node and a virtual gateway;

when the apparatus 1s the radio access network node, the
implementation unit comprises: a first selection module,
configured to select a corresponding first core network
address for the terminal equipment according to infor-
mation of a preconfigured corresponding relationship
between a terminal equipment i1dentity and the M2M
core network; and a first sending module, configured to
initiate an access request to the corresponding M2M
core network according to the first core network address;

when the apparatus 1s the virtual gateway, the implemen-
tation unit comprises: a second selection module, con-
figured to select a corresponding second core network
address for the terminal equipment according to infor-
mation of a preconfigured corresponding relationship
between a terminal equipment i1dentity and the M2M
core network; and a second sending module, configured
to send the second core network address to the radio
access network node; and a first access request module,
configured to mitiate an access request to the corre-
sponding M2M core network according to the second
core network address; or

a third selection module, configured to select a correspond-
ing third core network address for the terminal equip-
ment according to mformation of a preconfigured cor-
responding relationship between a terminal equipment
identity and the M2M core network; and a second access
request module, configured to 1nitiate an access request
to the corresponding M2M core network according to
the third core network address.

6. The apparatus according to claim 5, wherein

the apparatus 1s further configured to serve as a proxy
server to forward a signaling message between the radio
access network node and the M2M core network.

7. The apparatus according to claim 5, wherein

the apparatus 1s mtegrated into the radio access network
node; or

the apparatus 1s an independent network element arranged
outside the radio access network node.
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