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METHOD AND SYSTEM FOR MANAGING
SECURITY IN MOBILE COMMUNICATION
SYSTEM

CROSS-REFERENCE TO RELATED
APPLICATION(S)

This application 1s a continuation application of prior
application Ser. No. 14/532,421, filed on Nov. 4, 2014, which
will 1ssue as U.S. Pat. No. 9,131,380 on Sep. 8, 2015 and
claimed the benefit under 35 U.S.C §1 19(a) of a U.S. patent
application filed on Apr. 27, 2012 1n the U.S. Patent and
Trademark Office and asmgned Ser. No. 13/504,786, which
issued as U.S. Pat. No. 8,881,237 on Nowv. 4, 2014 andwhlch
was the U.S. National Stage application under 35 U.S.C. §371
of an International Application filed on Oct. 27, 2010 and
assigned application number PCT/KR2010/007430, which
claimed the benefit under 35 U.S.C. §363(b) of a Korean
patent application filed in the Korean Industrial Property
Office on Oct. 27, 2009 and assigned Serial number 10-2009-
0102501, the entire disclosure of each of which 1s hereby
mcorporated by reference.

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present 1invention relates to a mobile communication
system. More particularly, the present invention relates to a
method and a system for managing a security and an authen-
tication of a User Equipment (UE) and a network 1n an envi-
ronment 1n which the UE performs a handover.

2. Description of the Related Art

The 3rd Generation Partnership Project (3GPP), which1s a
representative organization for establishing standards for a
mobile communication system, has defined an Evolved
Packet System (EPS) for the next generation communication
and has employed the Mobility Management Entity (MME)
as a mobility management entity of a network. For the mobile
communication system as described above, a solution
improved from the Non-Access Stratum (NAS) protocol,
which has been used 1n the conventional mobile communica-
tion systems, such as a 3GPP communication system, has
been presented 1n order to provide a high speed communica-
tion service in the next generation mobile commumnication. In
the improved solution, a security management scheme has
been enhanced by employing, in performing a security mode,
the concept of a NAS protocol, which provides a security to a
NAS, 1n addition to a security process performed 1n a wireless
access stratum and a conventional authentication process.

However, according to the current NAS protocol definition
and the current NAS protocol security defimition, the security
may not be ensured or the communication may be interrupted
in supporting a handover between Public Land Mobile Net-
works (PLMNs). Therefore, a need exists for a method
capable of supporting the communication, the security, and
the authentication between a UE and a network 1n an etficient
and 1ncessant manner even though the PLMN changes,
through an improvement of a NAS security mode command
process mtroduced in order to enhance the NAS protocol and
the authentication process.

The above information 1s presented as background infor-
mation only to assist with an understanding of the present
disclosure. No determination has been made, and no assertion
1s made, as to whether any of the above might be applicable as

prior art with regard to the present mnvention.

SUMMARY OF THE INVENTION

Aspects of the present invention are to address at least the
above-mentioned problems and/or disadvantages and to pro-
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2

vide at least the advantages described below. Accordingly, an
aspect ol the present invention 1s to provide a system and a
method for security management using a Non-Access Stra-
tum (NAS) protocol during a handover of a UE by a mobility
management entity in a mobile communication system.

Another aspect of the present mvention 1s to provide a
system and a method for security management in a mobile
communication system, which enables smooth operations of
authentication and security modes even during a handover of
a User Equipment (UE) between Public Land Mobile Net-
works (PLMNs) by using a NAS protocol, thereby achieving
an efficient mobility management of the UE.

In accordance with an aspect of the present imnvention, a
method of managing a security during a handover of a User
Equipment (UE) by a Mobility Management Entity (MME)
ol a mobile communication system 1s provided. The method
includes comparing a network identity included 1n a Tracking
Area Update (TAU) request message received from the UE
with a network identity of the MME, and determiming
whether to transmit an authentication request message, based
on a result of the comparison between the network 1dentities.

In accordance with another aspect of the present invention,
a method of managing a security during a handover of a UE 1n
a mobile communication system 1s provided. The method
includes transmitting a TAU request message to an MME, and
receiving an authentication request message from the MME
according to a result of comparison between a network 1den-
tity included in the TAU request message and a network
identity of the MME.

In accordance with another aspect of the present invention,
amethod of managing a security during a handover of a UE by
an MME of a mobile communication system 1s provided. The
method includes receiving a TAU request message from the
UE, comparing a network identity included in the TAU
request message with a network identity of the MME, and
determining whether to transmit a Security Mode Command
(SMC) message to the UE as a result of the comparison.

In accordance with another aspect of the present invention,
a method of managing a security during a handover ofa UE 1n
a mobile communication system 1s provided. The method
includes transmitting a TAU request message toan MME, and
receiving an SMC message from the MME according to a
result of comparison between a network identity included in
the TAU request message and a network identity of the MME.

In accordance with another aspect of the present invention,
an apparatus for managing a security during a handover of a
UE by an MME of a mobile communication system 1s pro-
vided. The apparatus includes a control unit for comparing a
network 1dentity included 1n a TAU request message received
from the UE with a network 1dentity of the MME, and for
determining whether to transmit an authentication request
message, based on a result of the comparison between the
network 1dentities.

In accordance with another aspect of the present invention,
an apparatus for managing a security during a handover of a
UE 1n a mobile communication system 1s provided. The appa-
ratus includes a control unit for transmitting a TAU request
message to an MME, and for receiving an authentication
request message from the MME according to a result of
comparison between a network identity included in the TAU
request message and a network 1dentity of the MME.

In accordance with another aspect of the present invention,
an apparatus for managing a security during a handover of a
UE in a mobile communication system 1s provided. The appa-
ratus mcludes a control unit for transmitting a TAU request
message to an MME, and for receiving an SMC message from
the MME according to a result of comparison between a
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network 1dentity included in the TAU request message and a
network 1dentity of the MME.

Other aspects, advantages, and salient features of the
invention will become apparent to those skilled 1n the art from
the following detailed description, which, taken 1n conjunc-

tion with the annexed drawings, discloses exemplary embodi-
ments of the invention.

BRIEF DESCRIPTION OF THE DRAWINGS

The above and other aspects, features, and advantages of
certain exemplary embodiments of the present invention will
be more apparent from the following description taken in
conjunction with the accompanying drawings, in which:

FI1G. 11s a block diagram illustrating a Public Land Mobile
Network (PLMN) handover and security environment in a
mobile communication system according to an exemplary
embodiment of the present invention;

FIG. 2 1s a message tlow diagram illustrating a process of
authentication during a handover between PLMNs according
to an exemplary embodiment of the present invention;

FIG. 3 1s a message flow diagram 1llustrating a Security
Mode Command (SMC) process during a handover between
PLMNs according to an exemplary embodiment of the
present invention;

FIG. 4 1s a message tlow diagram illustrating an authenti-
cation process during a handover between PLMNs according
to an exemplary embodiment of the present invention;

FIG. 5 1s a message tlow diagram illustrating an authenti-
cation process during a handover between PLMNs according
to another exemplary embodiment of the present invention;

FIG. 6 1s a message tlow diagram illustrating a Security
Mode Command (SMC) process during a handover between
PLMNs according to an exemplary embodiment of the
present invention;

FIG. 7 1s a message flow diagram illustrating an SMC
process during a handover between PLMNs according to
another exemplary embodiment of the present invention;

FIG. 8 1s a flowchart 1llustrating an operation of a Mobile
Management Entity (MME) for supporting an authentication
process during a handover between PLMNs according to an
exemplary embodiment of the present invention;

FIG. 9 1s a flowchart 1llustrating an operation of a UE for
supporting an authentication process during a handover
between PLMNSs according to an exemplary embodiment of
the present invention;

FI1G. 10 1s a flowchart illustrating an operation of an MME
for supporting an SMC process during a handover between
PLMNs according to an exemplary embodiment of the
present invention; and

FIG. 11 1s a tflowchart illustrating an operation of a User
Equipment (UE) for supporting an SMC process during a
handover between PLMNs according to an exemplary
embodiment of the present invention.

Throughout the drawings, 1t should be noted that like ref-
erence numbers are used to depict the same or similar ele-
ments, features, and structures.

DETAILED DESCRIPTION OF EXEMPLARY
EMBODIMENTS

The following description with reference to the accompa-
nying drawings 1s provided to assist in a comprehensive
understanding of exemplary embodiments of the invention as
defined by the claims and their equivalents. It includes vari-
ous specific details to assist in that understanding but these are
to be regarded as merely exemplary. Accordingly, those of
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4

ordinary skill in the art will recognize that various changes
and modifications of the embodiments described herein can
be made without departing from the scope and spirit of the
invention. In addition, descriptions of well-known functions
and constructions may be omitted for clarity and conciseness.

The terms and words used 1n the following description and
claims are not limited to the bibliographical meanings, but,
are merely used by the inventor to enable a clear and consis-
tent understanding of the invention. Accordingly, it should be
apparent to those skilled in the art that the following descrip-
tion of exemplary embodiments of the present mvention 1s
provided for illustration purpose only and not for the purpose
of limiting the mvention as defined by the appended claims
and their equivalents.

It 1s to be understood that the singular forms ““a,” “an,” and
“the” 1include plural referents unless the context clearly dic-
tates otherwise. Thus, for example, reference to “a compo-
nent surface” includes reference to one or more of such sur-
faces.

A main 1dea of the exemplary embodiments of the present
invention 1s to provide an incessant mobile communication
for a mobile communication system during a handover of a
User Equipment (UE) between Public Land Mobile Net-
works (PLMNs) by using a Non-Access Stratum (NAS) pro-
tocol which 1s a protocol between a UE and a Mobility Man-
agement Entity (MME). Further, exemplary embodiments of
the present invention provide a method of supporting an
authentication and the security and management of a NAS
protocol, which 1s a protocol between a UE and an MME 1for
authentication. The following detailed description of exem-

plary embodiments of the present invention discusses a
3GPP-based Evolved Packet System (EPS) system, Universal

Terrestrial Radio Access Network (UTRAN), and GSM
EDGE Radio Access Network(GERAN), although exem-
plary embodiments of the present invention can be used by
another mobile communication system using a NAS protocol.
Meanwhile, as shown 1n FIG. 1, the exemplary embodi-
ment of the present invention shown 1 FIG. 1 proposes a
method of supporting an authentication and a security for
communication between a UE and an MME by using a NAS
protocol when a UE moves from an Evolved UTRAN (EU-
TRAN) or another Radio Access Technology (RAT) to
another EUTRAN, and this method can be applied to other
mobile communication systems, which have similar technical
backgrounds, channel types, network architectures, or proto-
cols, or perform similar operations with different protocols,
with small modifications without departing from the scope of
the present invention, as apparent to those skilled 1n the art.
FIG. 1 1s a block diagram 1illustrating a PLMN handover
and security environment 1n a mobile communication system
according to an exemplary embodiment of the present inven-
tion. As an example, a 3GPP EPS system structure has been
described in FIG. 1. The following description of exemplary
embodiments of the present invention mainly discusses
potential problems associated with when a UE moves from a
EUTRAN or another RAT to another EUTRAN. According to
exemplary embodiments of the present invention, the method
can be used by another similar mobile communication sys-

tem.
Referring to FIG. 1, an Evolved Node Base Station (E

Node B; eNB)/Radio Network Controller (RNC) 133 estab-
lishes a radio access and performs a communication with a
UE 110 located within a service area of itself. The UE 110
refers to a terminal or UE accessing a packet data network,
such as the Internet, through a Serving Gateway (SGW) 116.
As described herein, a Packet Data Network Gateway (PDN
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GW) 118 as an important network entity of a packet data
network that serves as a Home Agent (HA).

Meanwhile, a Mobility Management Entity (MME)/Serv-
ing GPRS Support Node (SGSN) 135 performs a mobility
management, a location management, and a registration of a
UE. Further, a Home Subscriber Server (HSS) 121 for man-
aging authentication information and service information for
a user and a UE 1s connected to the MME/SGSN 135 through
an interface.

A data path exists between the eNB/RNC 133 and the
Serving GW 116, and a control path or an interface for man-
aging the mobility of a UE exists between the MME/SGSN
135 and the Serving GW 116. According to exemplary
embodiments of the present invention, the UE 110 and the
MME/SGSN 135 communicate with each other using a NAS
protocol stack, thereby performing the mobility management
and session management.

Exemplary embodiments of the present invention address a
situation 1n which a UE 110 connected to a source network
performs a handover. It 1s assumed that the source network
may be one RAT among various types of RATSs, such as a
EUTRAN, UTRAN, and GERAN, and the PLMN of the
source network 1s different from the PLMN to which the UE
110 will move. That 1s, exemplary embodiments of the

present invention attempt to resolve problems associated with
a handover situation of a UE 110 1n which the PLMN changes

from PLMN A to PLMN B during the handoif of the UE 110
from a source network to a target network and the target
network supports the EUTRAN. Therefore, when the UE 110
performs a handover from a source network to a target net-
work, the UE 110 1s connected to the target eNB 112, the
target MME 114, and the target HSS 141, and receives a
service from them. FIGS. 2 to 11 will be described with
reference to the above-mentioned network according to
exemplary embodiments of the present invention for an eifi-

cient operation and the UE 110 and the MME 114 based on a
NAS protocol.

FIG. 2 1s a message tlow diagram illustrating a process of
authentication during a handover between PLMNs according
to an exemplary embodiment of the present invention.

Step 201 corresponds to a handover preparation step. That
1s, step 201 corresponds to a step of requesting a core network
to provide resources, which includes a step of making
requests for resource preparation by the target eNB 112, the
target MME 114, and the serving GW 116. In this step, a
bearer context or mobility management context 1s transmitted
from a source system to a target system for the requesting.

The handover preparation step includes the following sub-
steps. When the source eNB/RNC 133 transmits a “relocation
required” message to the source MME/SGSN 135 in step
201-1, the source MME/SGSN 135 forwards a relocation
request message to the target MME 114 1n step 201-3. Then,
in step 201-5, the target MME 114 forwards a relocation
response message to the source MME/SGSN 135.

In step 211, the source MME/SGSN 135 sends a relocation
command message to the source eNB/RNC 133, thereby
notifying the source eNB/RNC 133 that the handover prepa-
ration step has been completed. Then, the source eNB/RNC
133 transmuits a handover command message to the UE 110 1n
step 213, and the UE 110 1ssues a handover command to the
target eNB 112 in step 215. When the UE 110 has performed
a handover to the target eNB 112, the target eNB 112 trans-
mits a handover notification message to the target MME 114
in step 217. Thereatfter, 1n step 219, 1f there 1s a change 1n the
serving GW 116, a bearer modification request 1s made by the
target MME 114, the serving GW 116, or the PDN GW 118.

In step 221, during the handover process, the UE 110 trans-

10

15

20

25

30

35

40

45

50

55

60

65

6

mits a Tracking Area Update (TAU) request message to the
target MME 114. Thereafter, the target MME 114 1nserts a
PLMN Identity (ID)1n a TAU response message, which 1s not
shown 1n the drawings, and then sends the TAU response
message to the UE 110. Then, the UE 110 can obtain a
network ID of the serving network, which provides a service
to the UE 110. The network ID 1ncludes a serving network 1D
and the PLMN ID. Therefore, even though the authentication
thereatter 1s started 1n the target MME 114, no problem occurs
in the authentication because the UE 110 and the target MME
114 share the PLMN ID (e.g., the ID of the PLMN B).
Referring to FI1G. 2, when the target MME 114 transmits an
authentication request message to the UE 110 as 1n step 241
while the target MME 114 processes the TAU request mes-
sage received 1n step 221, the UE 110 verifies an authentica-
tion vector 1n step 243. At this time, because the UE 110 has
not recerved a response (e.g., TAU response message) 1n
response to the TAU request message, the UE 110 uses the
PLMN ID (e.g., PLMN A), which is the currently known ID

of the serving network, in calculation for verniying the
authentication vector, which results 1n a failure in the verifi-

cation of the entire authentication vector. As a result, the
Radio Resource Control (RRC) connection between the UE
110 and the source eNB/RNC 133 1s interrupted 1n step 245,
which causes a problem.

FIG. 3 1s a message flow diagram 1illustrating a Security
Mode Command (SMC) process during a handover between
PLMNs according to an exemplary embodiment of the
present invention.

Referring to FIG. 3, the exemplary embodiment of the
present invention 1s described in relation to an example which
1s hereinaiter referred to as SMC case 1.

Step 301 corresponds to a handover preparation step. Step
301 i1s 1dentical to the handover preparation step 201, so a
detailed description thereof will be omitted here.

In step 311, the source MME/SGSN 135 sends a relocation
command message to the source eNB/RNC 133, thereby
notitying the source eNB/RINC 133 that the handover prepa-
ration step has been completed. Then, the source eNB/RNC
133 transmits a handover command message to the UE 110 1n
step 313, and the UE 110 1ssues a handover command to the
target eNB 112. When the UE 110 completes the handover
process to the target eNB 112 1n step 315, the target eNB 112
transmits a handover notification message to the target MME
114 1n step 317. Thereatter, 1n step 319, 11 there 1s a change 1n
the serving GW 116, etc., a bearer modification request 1s
made by the target MME 114, the serving GW 116, or the
PDN GW 118. In step 321, during the handover process, the
UE 110 transmits a Tracking Area Update (TAU) request
message to the target MME 114. Thereafter, the target MME
114 mserts a PLMN Identity (ID) 1n a TAU response message,
which 1s not shown 1n the drawings, and then sends the TAU
response message to the UE 110. Then, the UE 110 can obtain
anetwork ID of the serving network, which provides a service
to the UE 110. Therefore, even though the security mode
command process thereafter 1s started 1n the target MME 114,
no problem occurs 1n executing the security mode command
since the UE 110 and the target MME 114 share the PLMN 1D
(e.g., the ID of the PLMN B).

However, referring to FIG. 3, the target MME 114 trans-
mits a security mode command message to the UE 110 as in
step 341 while 1t processes the TAU request message received
in step 321. Then, 1n step 343, the UE 110 searches for an
authentication key through an NAS Key Set Identity (eKSI).
At this time, because the UE 110 has not received a response
(e.g., a TAU response message) n response to the TAU
request message, the serving network ID currently known to




US 9,271,200 B2

7

the UE 110 1s the PLMN ID (PLMN A). However, due to the
same ¢KSI in spite of different authentication values

KASME, a NAS encryption key, and a NAS integrity key are

generated based on the different authentication keys. There-
aiter, when the UE 110 verifies the NAS Message Authenti-

cation Code (MAC) value 1n step 343, the UE 110 fails 1n

deciphering the MAC because the integrity keys are different.
As a result, a Radio Resource Control (RRC) protocol con-
nection between the UE 110 and the source eNB/RNC 133

may be interrupted, which causes a problem. In step 331, the
target MME 114 transmits a TAU accept message to the UE
110. In the following description of exemplary embodiments
of the present mvention (as shown i FIGS. 4 to 11), the
operations of the UE are performed by a control unit (not
shown) within the UE, and the operations of the MME are

performed by a control unit (not shown) within the MME.

FIG. 4 1s a message tlow diagram illustrating an authenti-
cation process during a handover between PLMNs according
to an exemplary embodiment of the present invention.

Referring to FIG. 4, the exemplary embodiment of the
present invention 1s described in relation to the example 1den-
tified as SMC case 1.

Step 401 corresponds to a handover preparation step. Step
401 1s 1dentical to the handover preparation step 201, so a
detailed description thereof will be omitted here.

In step 411, the source MME/SGSN 135 sends a relocation
command message to the source eNB/RNC 133, thereby
notifying the source eNB/RNC 133 that the handover prepa-
ration step has been completed. Then, the source eNB/RNC
133 transmuits a handover command message to the UE 110 1n
step 413, and the UE 110 1ssues a handover command to the
target eNB 112. When the UE 110 completes the handover
process to the target eNB 112 1n step 4135, the target eNB 112
transmits a handover notification message to the target MME
114 in step 417. Thereatter, in step 419, 1f there 1s a change 1n
the serving GW 116, etc., a bearer modification request 1s
made by the target MME 114 the serving GW 116, the PDN
GW 118, etc. In step 421, during the handover process, the UE
110 transmits a Tracking Area Update (TAU) request message
to the target MME 114. Thereafter, in step 423, the MME 114
compares the PLMN ID of the MME 114 itself and the PLMN
ID included 1n the information transmitted from the UE 110.
When the two IDs are different, the MME 114 sends an
identity request message to the UE 110 1n step 425. In step
427, the UE 110 transmits an identity response message
including an International Mobile Station Identity (IMSI) of
itseli to the target MME 114. In step 429, the target MME 114
transmits an authentication data request message to the HSS
141. In step 431, the HSS 141 calculates an authentication
vector based on a new PLMN i1dentity. Then, the HSS 141
transmits a random number (RAND), an authentication key
(KASME), and an authentication token (AUTN) to the target
MME 114 through an authentication data response step as
step 433. Thereafter, the target MME 114 transmits an
authentication request message including a serving network
identity (1.e. PLMN identity) to the UE 110 1n step 441. The
authentication request message further includes an AUTN
and a random challenge (RAND), which are a part of the
authentication vector, i addition to the PLMN identity. In
step 443, the UE 110 verifies the authentication vector and
calculates the authentication key (K , 1 ,~) by using the new
PLMN i1dentity transmitted from the MME 114. Thereaftter, 1n
step 445, the UE 110 transmits an authentication response
message to the target MME 114 1n step 445. At this time, the
authentication response message sent from the UE 110 to the
target MME 114 includes an RES, which i1s aresponse param-
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cter calculated by the UE 110. The RES may include the
calculated authentication key (K , ¢, )

In the meantime, the target MME 114 venfies if a received
authentication response message 1s an authentication
response message transmitted from the UE, to which the
target MME 1itself has sent the authentication request, by
comparing the RES included 1n the received authentication
response message with an expected response (XRES).

Although FIG. 4 1s based on an assumption that there 1s no
transier of a PLMN identity by the eNB/RNC 133 through a
handover command 1n step 413, a PLMN identity may be
transferred through a handover command by the eNB/RNC
133 1n step 413 in the case of another embodiment (authen-
tication case 3). Then, even when the TAU request message
has been transmitted from the UE 110 to the target MME 114
as 1n step 421, the UE 110 and the MME 114 can have the
same PLMN ID even without performing steps 423 to 441.
Theretfore, the authentication process, security process, and
communication thereafter can be incessantly performed even
though the target MME 114 transmits an authentication
request message 1n step 441.

FIG. 5 1s a message tlow diagram 1llustrating an authenti-
cation process during a handover between PLMNs according
to another exemplary embodiment of the present invention.

Referring to FIG. 5, the exemplary embodiment of the
present invention 1s described in relation to an example which
1s hereafter referred to as SMC case 2.

Step 501 corresponds to a handover preparation step. Step
501 1s i1dentical to the handover preparation step 201, so a
detailed description thereotf will be omitted here.

In step 511, the source MME/SGSN 135 sends a relocation
command message to the source eNB/RNC 133, thereby
notilying the source eNB/RINC 133 that the handover prepa-
ration step has been completed. Then, the source eNB/RNC
133 transmits a handover command message to the UE 110 1n
step 513, and the UE 110 1ssues a handover command to the
target eNB 112. When the UE 110 completes the handover
process to the target eNB 112 1n step 515, the target eNB 112
transmits a handover notification message to the target MME
114 1n step 517. Thereatter, 1n step 519, 1f there 1s a change 1n
the serving GW 116, etc., a bearer modification request 1s
made by the target MME 114, the serving GW 116, the PDN
GW 118, etc. In step 521, during the handover process, the UE
110 transmuts a Tracking Area Update (TAU) request message
to the target MME 114. Thereafter, 1n step 3523, the target
MME 114 compares the PLMN ID of the MME 114 1tself
with the PLMN ID included in the information transmitted
from the UE 110. Then, in step 541, when the two IDs are
different, which implies that the serving network i1dentities
(PLMN 1identities) are different, the MME 114 does not send
an authentication request message to the UE 110 until the
processing ol the TAU request message 1n step 521 1s com-
pleted.

FIG. 6 1s a message flow diagram 1illustrating a Security
Mode Command (SMC) process during a handover between
PLMNs according to an exemplary embodiment of the
present invention.

Retferring to FIG. 6, the exemplary embodiment of the
present invention 1s described in relation to the example 1den-
tified as SMC case 1.

Step 601 corresponds to a handover preparation step. Step
601 1s i1dentical to the handover preparation step 201, so a
detailed description thereof will be omitted here.

In step 611, the source MME/SGSN 135 sends a relocation
command message to the source eNB/RNC 133, thereby
notitying the source eNB/RINC 133 that the handover prepa-
ration step has been completed. Then, the source eNB/RNC
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133 transmits a handover command message to the UE 110 1n
step 613, and the UE 110 1ssues a handover command to the
target eNB 112. When the UE 110 completes the handover
process to the target eNB 112 1n step 615, the target eNB 112
transmits a handover notification message to the target MME
116 in step 617. Thereafter, 1n step 619, 11 there 1s a change 1n
the serving GW 116, etc., a bearer modlﬁca‘[lon request 1s
made by the target MME 116 the serving GW 116, the PDN
GW 118, etc. In step 621, during the handover process, the UE
110 transmuits a Tracking Area Update (TAU) request message
to the target MME 116. Thereafter, 1n step 623, the target
MME 116 compares the PLMN ID of the MME 116 1tself
with the PLMN ID included in the information transmitted
from the UE 110. When the two IDs are different and the
target MME 114 has acquired an authentication key (K , <, )
for a new PLMN i1dentity, the target MME 114 generates a
NAS mtegrity key (K., .nt) and a NAS encryption key
(K., cenc) 1n step 625. Thereafter, in step 641, the target
MME 114 mserts a serving network identity (1.e., a PLMN
identity) 1n a Security Mode Command (SMC) message and
transmits the SMC message to the UE 110. In step 643, the
UE 110 acquires an authentication key through a NAS Key
Set Identity (eKSI). At this time, the UE 110 acquires the
authentication key through an eKSI corresponding to the
corresponding PLMN 1dentity by using the newly recerved
PLMN identity information, and generates a NAS integrity
key (K., <nt) and a NAS encryption key (K, enc) from the
authentication key. Thereafter, 1n step 645, the UE 110 veri-
fies a NAS Message Authentication Code (MAC) by using the
NAS integrity key (K, ,.nt). When the verification 1s a suc-
cess, the UE 110 transmits a NAS security mode completion
message 1n step 647.

Although FIG. 6 1s based on an assumption that there 1s no
transier ol a PLMN identity by the eNB/RNC 133 through a
handover command 1n step 613, a PLMN identity may be
transierred through a handover command by the eNB/RNC
133 1n step 613 1n the case of another exemplary embodiment
of the present invention described 1n relation to an example
which 1s heremaftter referred to as SMC case 3. Then, even
when the TAU request message has been transmitted from the
UE 110 to the target MME 114 as in step 621, the UE 110 and
the MME 114 can have the same PLMN ID even without
performing steps 623 to 641. Therelore, the authentication
process, security process, and communication thereafter can
be incessantly performed even though the target MME 114
transmits an SMC message in step 641.

FIG. 7 1s a message tlow diagram illustrating an SMC
process during a handover between PLMNs according to
another exemplary embodiment of the present invention.

Referring to FIG. 7, the exemplary embodiment of the
present invention 1s described in relation to the example 1den-
tified as SMC case 2.

Step 701 corresponds to a handover preparation step. Step
701 1s 1dentical to the handover preparation step 201, so a
detailed description thereof will be omitted here.

In step 711, the source MME/SGSN 135 sends a relocation
command message to the source eNB/RNC 133, thereby
notifying the source eNB/RNC 133 that the handover prepa-
ration step has been completed. Then, the source eNB/RNC
133 transmuits a handover command message to the UE 110 1n
step 713, and the UE 110 1ssues a handover command to the
target eNB 112. When the UE 110 completes the handover
process to the target eNB 112 1n step 713, the target eNB 112
transmits a handover notification message to the target MME
114 in step 717. Thereaftter, 1in step 719, 1f there 1s a change 1n
the serving GW 116, etc., a bearer modlﬁca‘[lon request 1s

made by the target MME 1143 the serving GW 116, the PDN
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GW 118, etc. In step 721, during the handover process, the UE
110 transmuts a Tracking Area Update (TAU) request message
to the target MME 114. Thereafter, 1n step 723, the target
MME 114 compares the PLMN ID of the MME 114 itself
with the PLMN ID included in the information transmitted
from the UE 110. Then, in step 741, when the two PLMN
identities are different and the target MME 114 has acquired
an authentication key (K ,.,,~) for a new PLMN identity
through an authentication process, the target MME 114 does
not send an SMC message based on the new authentication
key to the UE 110 until the processing of the TAU request
message 1s completed.

FIG. 8 1s a flowchart illustrating an operation of an MME
for supporting an authentication process during a handover
between PLMNs according to an exemplary embodiment of
the present invention.

Referring to FIG. 8, 1n step 801, the target MME 114
performs a handover preparation process. Step 801 1s 1denti-
cal to the handover preparation step 201, so a detailed descrip-
tion thereof will be omitted here. In step 803, the target MME
114 performs a process before receiving a TAU request mes-
sage among the handover process. In step 805, the target
MME 114 determines the Serving network idenftity (1.e.,
PLMN 1dent1ty) through various comparisons, for example
by comparing the PLMN ID of the target MME 114 with a
PLMN ID within an old GUTTI of the TAU message transmiut-
ted from the UE 110 or by comparing the PLMN ID of the
target MME 114 with a PLMN ID of a last-visited TAI within
the TAU message transmitted from the UE 110. When the
PLMN IDs are different, one solution 1s that the target MME
114 does not send an authentication request message 1o the
UE 110 until the processing of the TAU message 1s completed
as 1n step 811. Another solution (e.g., case 1) 1s that the target
MME 114 sends an identity request message to the UE 110
and recerves an identity response message from the UE 110 as
in step 821. Thereaiter, as 1n step 823, the target MME 114
transmits an authentication data request message to the HSS
141 by using UE i1dentity information and receives a new
authentication vector as a response. In step 825, the target
MME 114 sends an authentication request message together
with a serving network ID (1.e. PLMN ID) to the UE 110.
Then, 1n step 841, the target MME 114 receives an authenti-
cation response message and verifies the response value.

FIG. 9 1s a flowchart 1llustrating an operation of a UE for
supporting an authentication process during a handover
between PLMNSs according to an exemplary embodiment of
the present invention.

Referring to FIG. 9, 1n step 901, the UE 110 performs a
handover preparation process. Step 901 is identical to the
handover preparation step 201, so a detailed description
thereof will be omitted here. In step 903, the UE 110 performs
a process belfore sending a TAU request message among the
handover process. In step 921, the UE 110 recerves an 1dentity
request message from the target MME 114 and sends an
identity response message to the target MME 114 as a
response to the identity request message 1n step 921. In step
925, the UE 110 recerves an authentication request message
including a serving network ID (1.e., PLMN ID) from the
target MME 114. Then, 1n step 931, the UE 110 verifies an
authentication token, calculates a response value (RES), and
calculates an authenticationkey (K , ., ) by using the serving
network ID. Thereafter, in step 941, the UE 110 transmuits an
authentication response message to the target MME 114.

FIG. 10 1s a flowchart illustrating an operation of an MME
for supporting an SMC process during a handover between
PLMNs according to an exemplary embodiment of the
present invention.
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Referring to FIG. 10, in step 1001, the target MME 114
performs a handover preparation process. Step 1001 1s 1den-
tical to the handover preparation step 201, so a detailed
description thereof will be omitted here. In step 1003, the
target MME 114 performs a process before receiving a TAU
request message among the entire handover process. In step
1005, the target MME 114 determines the serving network
1dent1ty (1.e., PLMN 1dent1ty) through various comparisons,
for example, by comparing the PLMN ID of the target MME
114 with a PLMN ID within an old GUTI of the TAU message
transmitted from the UE 110 or by comparing the PLMN ID
of the target MME 114 with a PLMN ID of a last-visited TAI
within the TAU message transmitted from the UE 110. When
the PLMN IDs are different, one solution 1s that the target
MME 114 does not send an SMC message o the UE 110 until
the processing of the TAU message 1s completed as in step
1011. Another solution (e.g., case 1) 1s that, when the MME
114 has acquired a new authentication key (K , ., ) through a
new authentication, the target MME 114 generates a NAS
encryption key and a NAS mtegrity key as in step 1021. Then,
in step 1025, the target MME 114 sends a NAS SMC message
together w1th a serving network 1D (1.e., PLMN ID) to the UE
110. Then, 1n step 1041, the target MM_ 114 recerves a
security mode completion message from the UE 110.

FI1G. 11 1s a tlowchart illustrating an operation of a UE for
supporting an SMC process during a handover between
PLMNs according to an exemplary embodiment of the
present invention.

Referring to FIG. 11, 1n step 1101, the UE 110 performs a
handover preparation process. Step 1101 1s 1dentical to the
handover preparation step 201, so a detailed description
thereot will be omitted here. In step 1103, the UE 110 per-
forms a process before sending a TAU request message
among the entire handover process. In step 1125, the UE 110

receives an SMC message including a serving network 1D
(1.e., PLMN ID) from the target MME 114. Then, 1n step

1131, the UE 110 generates a NAS encryption key and a NAS
integrity key based on an authentication key imndexed by an
c¢KSI, wherein the UE 110 finds an eKSI corresponding to the
newly recetved PLMN ID. In step 1133, the UE 110 verifies
a Message Authentication Code (MAC) by using the NAS
integrity key. Thereafter, in step 1141, the UE 110 transmits a
security mode completion message to the target MME 114.

According to exemplary embodiments of the present
invention, as described above with reference to FIGS. 4 to 11,
it may be necessary to support messages shown in Tables 1 to
3 for operations of the UE and the MME, which will be
described hereinatter.

Table 1 below shows types of authentication request mes-
sages according to exemplary embodiments of the present
invention. Although the message types shown 1n Table 1 are
used when the messages are transmitted from the target MME
114 to the UE 110 as in step 441 of FIG. 4, exemplary
embodiments of the present invention are not limited to the
shown message types. Detailed information on the PLMN

IDs of Table 1 can be reterred to Table 3.

TABLE 1

Information

IEI element Type/Reference Presence Format Length
Protocol Protocol discriminator M V Yo
discriminator 9.2
Security header Security header type M V Y2
type 9.3.1
Authentication Message type M V 1
request message 9.8
type
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TABLE 1-continued
Information
IEI element Type/Reference Presence Format Length
NAS key set NAS key set identifier M \% Y2
identifier s casz 9.9.3.21
Spare half octet ~ Spare half octet M V Y2
9.9.2.9
Authentication Authentication M V 16
parameter RAND parameter RAND
(EPS challenge) 9.9.3.3
Authentication Authentication M LV 17
parameter AUTN  parameter AUTN
(EPS challenge) 9.9.3.2
PLMN Identity PLMN identity O V 3

X.X.X.X (spec section
number)

Table 2 below shows types of SMC messages according to
exemplary embodiments of the present invention. Although
the message types shown in Table 2 are used when the mes-
sages are transmitted from the target MME 114 to the UE 110
as 1n step 641 of FIG. 6, exemplary embodiments of the

present invention are not limited to the shown message types.

Detailed information on the PLMN IDs of Table 2 can be

referred to Table 3.
TABLE 2

Information

IE] Element Type/Reference Presence Format Length
Protocol Protocol discriminator M \% Y2
discriminator 9.2
Security header Security header type M \% Y2
type 9.3.1
Security mode Message type M V 1
command 9.8
message identity
Selected NAS NAS security M V 1
security algorithms
algorithms 9.9.3.23
NAS key set NAS key set identifier M V Yo
identifier 9.9.3.21
Spare half octet  Spare half octet V Y2

9.9.2.9

Replayed UE UE security capability LV 3-6
security 9.9.3.36
capabilities

C- IMEISV IMEISV request O TV 1
request 9.9.3.18

55 Replayed Nonce O TV 5
NONCE; 7z 9.9.3.25

36  Nonce, s,z Nonce O 1TV 5

9.9.3.25

PLMN PLMN identity O V 3
Identity X.X.X.X

Elements
(IEs) included 1n the authentication request message or the
SMC message of Tables 1 and 2 according to exemplary
embodiments of the present invention, which correspond to
IEs for notifying of information to be mcluded in order to
send the PLMN i1dentities to the UE 110. Further, the PLMN
ID IEs are not limited to the message types shown 1n Table 3.
The PLMN ID IEs are IEs of type 3 and have a length of 4
octets. The MCC indicates a Mobile Country Code, 1n which
octet 2 and octet 3 are configured in bits 1 to 4, and the MNC
indicates a Mobile Network Code, 1n which octet 4 and octet
3 are configured in bits 5 to 8.

Table 3 below shows PLMN ID Information E
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TABLE 3

8 7 6 5 4 3 2 1
PLMN identity IEI

octet 1

MCC digit 2 MCC digit 1 |octet 2

MNC digit 3 octet 3

MNC digit 2

MCC digit 3

octet 4

MNC digit 1

MCC, Mobile country code (octet 3, octet 4 bits 1 to 4)
The MCC field 1s coded as 1n I'TU-T Rec. E212, Annex A.

MNC, Mobile network code {octet 5, octet 4 bits 5 to 8). The coding of this field 15 the
responsibility of each administration but BCD coding shall be used. The MNC shall consist

of 2 or 3 chigits. For PCS 1900 for NA, Federal regulation mandates that a 3-digit MNC shall

be used. However a network operator may decide to use only two digits in the MNC over the
radio interface. In this case, bits 5 to 8 of octet 4 shall be coded as “1111”. Mobile equipment
shall accept MNC coded in such a way.

In a mobile communication network according to exem-
plary embodiments of the present invention, when a UE per-

T 1

forms a handover between PLMNs, especially when a UE

performs a handover from a EUTRAN or another RAT (e.g.,
such as GETRAN or UTRAN) to another EUTRAN, 1t 1s
possible to resolve problems associated with the authentica-
tion and security of the UE, thereby preventing interruption of
communication.

Further, exemplary embodiments of the present invention
propose a method capable of smoothly performing an authen-
tication of a UE and a security mode command for the UE
even during a handover of the UE between PLMNs by using
a NAS protocol, so as to achieve an efficient mobility man-
agement of the UE.

While the mnvention has been shown and described with
reference to certain exemplary embodiments thereot, it waill
be understood by those skilled in the art that various changes
in form and details may be made therein without departing
from the spirit and scope of the mvention as defined by the

appended claims and their equivalents.

What 1s claimed 1s:
1. A method for performing a security procedure by a
mobility management entity (MME) 1n a mobile communi-
cation system, the method comprising:
receiving, from a terminal, a tracking area update (TAU)
request message including a public land mobile network
identity (PLMN ID) after a handover of the terminal;

comparing the PLMN ID included in the TAU request
message with a PLMN ID of a cell; and
transmitting, to the terminal, an authentication request
message 11 the PLMN ID included in the TAU request
message 1s different from the PLMN ID of the cell and a
TAU procedure 1s complete,

wherein the PLMN 1D 1s included in a globally unique
temporary 1dentifier (GUTI) included in the TAU
request message.

2. The method of claim 1, wherein the cell 1s the terminal 1s
camped on.

3. The method of claim 1, further comprising:

transmitting a TAU response message 1n response to the
TAU request message to the terminal.

4. The method of claim 1, further comprising;

receiving an authentication response message ifrom the
terminal 1f an authentication vector 1s verified.

5. The method of claim 1, further comprising;

transmitting a security mode command (SMC) message to
the terminal 1f the PLMN ID included in the TAU request

message 1s different from the PLMN ID of the cell and

the TAU procedure 1s complete.
6. The method of claim 1, wherein the PLMN ID of the cell

1s one of a plurality of PLMN IDs managed by the MME.
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7. The method of claim 1, further comprising:

transmitting, by a source MME/SGSN, a relocation com-
mand message to a source evolved Node B/radio net-
work controller (eNB/RNC);

transmitting, by the source eNB/RNC, a handover com-
mand message to the terminal; and

transmitting, by a target eNB, to a target serving GPRS
support node (SGSN) a handover notification message 11

the terminal completes the handover to the target eNB.

8. The method of claim 1, 1f the PLMN ID included in the
TAU request message 1s different from the PLMN ID of the
cell, further comprising;

generating a request for an 1dentity of the terminal to the

terminal;

recerving the identity of the terminal from the terminal;

transmitting the recerved 1dentity of the terminal and the
PLMN ID of the cell to a home subscriber server (HSS);

recerving an authentication key (K , ., ,~) and an authenti-
cation vector from the HSS;
transmitting an authentication request message including

the authentication key, the authentication vector, and the
PLMN ID of the cell to the terminal; and

receving a response message to the authentication request
message from the terminal.

9. The method of claim 8, further comprising;

veritying 1f the response message 1s an authentication
response message received from the terminal, to which
the MME has sent the authentication request message,
by comparing an authentication key included in the
response message with an expected authentication key.

10. A mobility management entity (MME) apparatus for
performing a security procedure 1n a mobile communication
system, the apparatus comprising:

a transceiver configured to transmit and receive messages;

and
a controller configured to:
receive, from a terminal, a tracking area update (TAU)
request message mncluding a public land mobile net-
work 1dentity (PLMN ID),

after a handover of the terminal, compare the PLMN ID
included in the TAU request message with a PLMN
ID of a cell, and

transmit, to the terminal, an authentication request mes-
sage 1f the PLMN ID included 1in the TAU request
message 1s different from the PLMN ID of the cell and
a TAU procedure 1s complete,

wherein the PLMN ID 1s included 1n a globally unique
temporary 1dentifier (GUTI) included in the TAU
request message.

11. The apparatus of claim 10, wherein the cell 1s the

terminal 1s camped on.

12. The apparatus of claim 10, further comprising:

a transmitter configured to transmit a TAU response mes-
sage 1n response to the TAU request message to the
terminal.

13. The apparatus of claim 10, further comprising:

a recerver configured to receive an authentication response
message from the terminal 11 an authentication vector 1s
verified.

14. The apparatus of claim 10, wherein the controller 1s
further configured to transmit a security mode command
(SMC) message to the terminal 11 the PLMN ID included 1n
the TAU request message 1s different from the PLMN ID of
the cell and the TAU procedure 1s complete.

15. The apparatus of claim 10, wherein the PLMN ID of the
cell 1s one of a plurality of PLMN IDs managed by the MME.
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16. The apparatus of claim 10, wherein, if the PLMN ID
included 1n the TAU request message 1s different from the
PLMN ID of the cell, the controller 1s further configured to:

generate a request for an identity of the terminal to the
terminal, to recerve the identity of the terminal from the
terminal,

transmit the receirved identity of the terminal and the
PLMN ID of the cell to a home subscriber server (HSS),

receive an authentication key (K , ., ,~) and an authentica-
tion vector from the HSS,

transmit an authentication request message including the

authentication key, the authentication vector, and the
PLMN ID of the cell to the terminal, and

receive a response message to the authentication request

message from the terminal.

17. The apparatus of claim 16, wherein the controller 1s
turther configured to verity if the response message 1s an
authentication response message recerved from the terminal,
to which the MME has sent the authentication request mes-
sage, by comparing an authentication key included in the
response message with an expected authentication key.

18. A method for performing a security procedure by a
terminal 1n a mobile communication system, the method
comprising;

transmitting, to a mobility management entity (MME), a

tracking area update (TAU) request message including a
public land mobile network 1dentity (PLMN ID) after a
handover of the terminal; and

receiving, from the MME, an authentication request mes-

sage 11 the PLMN ID included 1n the TAU request mes-
sage 1s different from a PLMN ID of a cell and a TAU
procedure 1s complete,

wherein the PLMN ID 1s included 1n a globally unique

temporary identifier (GUTI) included in the TAU
request message.

19. The method of claim 18, wherein the cell 1s the terminal
1s camped on.

20. The method of claim 18, further comprising:

receiving, by the terminal, a TAU response message 1n

response to the TAU request message from the MME.

21. The method of claim 18, further comprising:

transmitting an authentication response message to the

MME if an authentication vector 1s verified.

22. The method of claim 18, further comprising:

receiving a security mode command (SMC) message from

the MME if the PLMN ID included in the TAU request
message 1s different from the PLMN ID of the cell and
the TAU procedure 1s complete.

23. The method of claim 18, wherein the PLMN 1D of the
cell 1s one of a plurality of PLMN IDs managed by the MME.

24. The method of claim 18, 1 the PLMN ID included in the
TAU request message 1s different from the PLMN ID of the
cell, further comprising:

transmitting an identity response message including an

identity of the terminal to the MME as a response to a
request for the 1dentity of the terminal from the terminal;
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recerving an authentication request message including an
authentication key, an authentication vector, and the

PLMN ID of the cell from the MMFE;

verilying the authentication vector and calculating the
authentication key by using a new PLMN ID; and

transmitting an authentication response message mncluding
the calculated authentication key to the MME as a
response to the authentication request message.

25. A terminal apparatus for performing a security proce-
dure by a terminal in a mobile communication system, the
apparatus comprising:

a transceiver configured to transmit and receive messages;

and
a controller configured to:
transmit, to a mobility management entity (MME), a
tracking area update (TAU) request message includ-
ing a public land mobile network 1dentity (PLMN ID)
after a handover of the terminal, and

receive, from the MME, an authentication request mes-
sage 1f the PLMN ID included 1in the TAU request
message 1s different from a PLMN ID of a cell and a
TAU procedure 1s complete,

wherein the PLMN ID 1s included 1n a globally unique
temporary identifier (GUTI) included in the TAU
request message.

26. The apparatus of claim 25, wherein the cell 1s the

terminal 1s camped on.

277. The apparatus of claim 25, further comprising;:

a recerver configured to recerve a TAU response message in
response to the TAU request message from the MME.

28. The apparatus of claim 25, further comprising;:

a transmitter configured to transmit an authentication
response message to the MME if an authentication vec-
tor 1s verified.

29. The apparatus of claim 235, wherein the controller 1s
further configured to receive a security mode command
(SMC) message from the MME 1f the PLMN ID included 1n
the TAU request message 1s different from the PLMN ID of
the cell and the TAU procedure 1s complete.

30. The apparatus of claim 25, wherein the PLMN ID ofthe
cell 1s one of a plurality of PLMN IDs managed by the MME.

31. The apparatus of claim 235, wherein, 11 the PLMN ID
included 1n the TAU request message 1s different from the
PLMN ID of the cell, the controller 1s further configured to:

transmit an identity response message including an identity
of the terminal to the MME as a response to a request for
the 1dentity of the terminal from the terminal,

recerve an authentication request message including an
authentication key, an authentication vector, and the
PLMN ID of the cell from the MME,

verily the authentication vector and to calculate the authen-
tication key by using a new PLMN ID, and

transmit an authentication response message including the
calculated authentication key to the MME as a response
to the authentication request message.
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