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MANAGING ROAMING POLICIES USING A
CENTRALIZED STORAGE DEVICE

BACKGROUND

In wireless telecommunications, roaming may refer to the
ability for a cellular customer to make and receive voice calls,
send and receive data, or access other services, including
home data services, when travelling outside the geographical
coverage area ol the cellular customer’s home network, by
using a visited network.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 1s a diagram of an overview of an example imple-
mentation described herein;

FIG. 2 1s a diagram of an example environment in which
systems and/or methods, described herein, may be imple-
mented;

FIG. 3 1s a diagram of example components of one or more
devices of FIG. 2;:

FIG. 4 1s a flow chart of an example process for managing,
roaming policies using a centralized storage device;

FIGS. 5A and 5B are diagrams of an example implemen-
tation relating to the example process shown 1n FIG. 4;

FIG. 6 1s a flow chart of an example process for applying a
roaming policy to a roaming request from a mobile device;

FIGS. 7A and 7B are diagrams of an example implemen-
tation relating to the example process shown 1n FIG. 6;

FIGS. 8 A-8D are diagrams of another example implemen-
tation relating to the example process shown 1n FIG. 6; and

FIGS. 9A and 9B are diagrams of another example imple-
mentation relating to the examples processes shown in FIG. 4
and FIG. 6.

DETAILED DESCRIPTION PREFERRED
EMBODIMENTS

The following detailed description of example implemen-
tations refers to the accompanying drawings. The same ref-
erence numbers 1n different drawings may identily the same
or similar elements.

A network operator, associated with a first network (e.g., a
cellular network), may enter an agreement associated with a
second network to permit customers of the second network to
use the first network for roaming network access. In this way,
a user may be permitted to access the user’s home network or
other network services via a visited network, and the visited
network may charge the user of the home network to permait
such access under an agreed-upon roaming policy. However,
when such an agreement 1s entered, a network operator of the
visited network may be required to individually adjust a con-
figuration of various devices throughout the network that
manage roaming policies, such as mobility management
entity devices (MMEs). When the visited network 1s large,
this configuration may be complex and time-consuming.
Implementations described herein simplify the configuration
and management of roaming policies across a large network
by using a centralized storage device.

FIG. 1 1s a diagram of an overview of an example imple-
mentation 100 described herein. As shown in FIG. 1, a net-
work operator may interact with an mput device to provide a
network 1dentifier (ID), such as a public land mobile network
(PLMN) ID, and roaming policy information to a central
storage device. The network ID may 1dentily a home network
or a network from which a mobile device 1s handed oft, and
the roaming policy information may identily a manner in
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2

which mobile devices, associated with users that are subscrib-
ers of the home network or are handed off from the 1dentified
network, are to be treated when accessing or using a visited
network. The central storage device may manage the roaming
policies for the visited network. As shown, the central storage
device may store a global roaming policy table that associates
a network ID with a roaming policy for a network 1dentified
by the network ID.

As further shown 1n FIG. 1, the central storage device may
communicate with multiple MMEs to update local roaming
policy tables stored by the MMEs using the global roaming
policy table stored by the central storage device. This update
may occur in various ways, as described in more detail else-
where herein. An MME may use a local roaming policy table
to manage roaming requests from mobile devices. For
example, an MME may 1dentily a network ID associated with
a mobile device (e.g., based on a PLMN ID included 1n a
mobile device 1dentifier, based on a network associated with
a globally unique temporary identifier (GUTI) recerved from
a handed-oif mobile device, etc.). The MME may use the
local roaming policy table to 1dentily a roaming policy cor-
responding to the network ID, and may apply the roaming
policy to the mobile device (e.g., may handle network traffic
associated with the mobile device based on the roaming
policy). In this way, the central storage device may simplify
roaming policy configuration and management across mul-
tiple MME:s.

FIG. 2 1s a diagram of an example environment 200 1n
which systems and/or methods, described herein, may be
implemented. As shown i FIG. 2, environment 200 may
include a mobile device 203; a base station 210; a mobaility
management entity device (MME) 215; a serving gateway
(SGW) 220; a packet data network gateway (PGW) 225; a
home subscriber server (HSS) 230; an authentication, autho-
rization, and accounting server (AAA) 235; a central storage
device 240; and a network 245. Devices of environment 200
may 1nterconnect via wired connections, wireless connec-
tions, or a combination of wired and wireless connections.

Some 1mplementations are described herein as being per-
formed within a long term evolution (LTE) network for
explanatory purposes. Some implementations may be per-
formed within a network that 1s not an L'TE network, such as
a third generation (3G) network.

Environment 200 may include an evolved packet system
(EPS) that includes an LTE network and/or an evolved packet
core (EPC) that operate based on a third generation partner-
ship project (3GPP) wireless communication standard. The
LTE network may include a radio access network (RAN) that
includes one or more base stations 210 that take the form of
evolved Node Bs (eNBs) via which mobile devices 205 com-
municate with the EPC. The EPC may include MME 2185,
SGW 220, and/or PGW 225 that enable mobile devices 205 to
communicate with network 245 and/or an Internet protocol
(IP) multimedia subsystem (IMS) core. The IMS core may
include HSS 230, AAA 235, and/or central storage device
240, and may manage device registration, device authentica-
tion, session 1nitiation, etc., associated with mobile device
205. HSS 230, AAA 2335, and/or central storage device 240
may reside 1 the EPC and/or the IMS core.

Mobile device 205 may include one or more devices
capable of communicating with base station 210 and/or a
network (e.g., network 245). For example, mobile device 2035
may include a wireless communication device, a radiotele-
phone, a personal commumnications system (PCS) terminal
(e.g., that may combine a cellular radiotelephone with data
processing and data communications capabilities), a personal
digital assistant (PDA), a smart phone, a laptop computer, a
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tablet computer, a personal gaming system, and/or a similar
device. Mobile device 205 may send traffic to and/or receive
traffic fromnetwork 245 (e.g., via base station 210, SGW 220,
and/or PGW 225).

Base station 210 may include one or more devices capable
of transferring tratfic, such as audio, video, text, and/or other
traific, destined for and/or received from mobile device 205.

In some 1mplementations, base station 210 may include an
eNB associated with the LTE network that receives traflic
from and/or sends traific to network 245 via SGW 220 and/or
PGW 225. Additionally, or alternatively, one or more base
stations 210 may be associated with a RAN that 1s not asso-
ciated with the LTE network. Base station 210 may send
traffic to and/or receive traific from mobile device 205 via an
air intertace. In some implementations, base station 210 may
include a small cell base station, such as a base station of a
microcell, a picocell, and/or a femtocell.

MME 215 may include one or more devices, such as one or
more server devices, capable of managing authentication,
activation, deactivation, and mobility functions associated
with mobile device 205. In some implementations, MME 215
may perform operations relating to authentication of mobile
device 205. Additionally, or alternatively, MME 215 may
facilitate the selection of a particular SGW 220 and/or a
particular PGW 225 to serve traific to and/or from mobile
device 205. MME 215 may perform operations associated
with handing off mobile device 205 from a first base station
210 to a second base station 210 when mobile device 205 1s
transitioming from a first cell associated with the first base
station 210 to a second cell associated with the second base
station 210. Additionally, or alternatively, MME 215 may
select another MME (not pictured), to which mobile device
205 should be handed off (e.g., when mobile device 205
moves out of range of MME 215). Each MME 215 may store
a local roaming policy data structure that identifies a roaming
policy to be applied to mobile device 205 associated with a
particular network ID. Each MME 2135 may update the local
roaming policy data structure based on a global roaming
policy data structure stored by central storage device 240. In
some 1mplementations, MME 215 may include a serving
general packet radio service (GPRS) support node (SGSN),
such as an SGSN associated with a 2G network, a 3G net-
work, etc.

SGW 220 may include one or more devices capable of
routing packets. For example, SGW 220 may include one or
more data processing and/or traific transfer devices, such as a
gateway, a router, a modem, a switch, a firewall, a network
interface card (NIC), a hub, a bridge, a server device, an
optical add/drop multiplexer (OADM), or any other type of
device that processes and/or transiers traific. In some 1mple-
mentations, SGW 220 may aggregate traific recerved from
one or more base stations 210 associated with the LTE net-
work, and may send the aggregated traific to network 245
(e.g., via PGW 225) and/or other network devices associated
with the EPC and/or the IMS core. SGW 220 may also receive
traffic from network 245 and/or other network devices, and
may send the received trailic to mobile device 205 via base
station 210. Additionally, or alternatively, SGW 220 may
perform operations associated with handing oif mobile
device 205 to and/or from an LTE network.

PGW 225 may include one or more devices capable of
providing connectivity for mobile device 205 to external
packet data networks (e.g., other than the depicted EPC and/
or LTE network). For example, PGW 225 may include one or
more data processing and/or traific transfer devices, such as a
gateway, a router, a modem, a switch, a firewall, a NIC, a hub,
a bridge, a server device, an OADM, or any other type of
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device that processes and/or transiers traffic. In some 1imple-
mentations, PGW 225 may aggregate trailic received from
one or more SGWs 220, and may send the aggregated tratfic
to network 245. Additionally, or alternatively, PGW 225 may
receive tratlic from network 245, and may send the traific to
mobile device 205 via SGW 220 and base station 210. PGW
225 may record data usage information (e.g., byte usage), and
may provide the data usage information to AAA 235.

HSS 230 may include one or more devices, such as one or
more server devices, capable of managing (e.g., receving,
generating, storing, processing, and/or providing) informa-
tion associated with mobile device 205. For example, HSS
230 may manage subscription mformation associated with
mobile device 205, such as information that identifies a sub-
scriber profile of a user associated with mobile device 205,
information that identifies services and/or applications that
are accessible to mobile device 205, location information
associated with mobile device 205, a network 1dentifier (e.g.,
a network address) that identifies mobile device 205, infor-
mation that identifies a treatment of mobile device 2035 (e.g.,
quality of service information, a quantity of minutes allowed
per time period, a quantity of data consumption allowed per
time period, etc.), and/or similar information. HSS 230 may
provide this information to one or more other devices of
environment 200 to support the operations performed by
those devices.

AAA 235 may include one or more devices, such as one or
more server devices, that perform authentication, authoriza-
tion, and/or accounting operations for communication ses-
s10ons associated with mobile device 205. For example, AAA
235 may perform authentication operations for mobile device
205 and/or a user of mobile device 205 (e.g., using one or
more credentials), may control access, by mobile device 205,
to a service and/or an application (e.g., based on one or more
restrictions, such as time-of-day restrictions, location restric-
tions, single or multiple access restrictions, read/write restric-
tions, etc.), may track resources consumed by mobile device
2035 (e.g., a quantity of voice minutes consumed, a quantity of
data consumed, etc.), and/or may perform similar operations.

Central storage device 240 may include one or more
devices, such as one or more server devices, capable of gen-
erating, receiving, storing, processing, and/or providing
information associated with a roaming policy. For example,
central storage device 240 may store a global roaming policy
data structure that includes network IDs and roaming policy
information that identifies a roaming policy for a network
associated with a particular network ID. Central storage
device 240 may use the global roaming policy data structure
to update local roaming policy data structures stored by indi-
vidual MMEs 215.

Network 2435 may 1include one or more wired and/or wire-
less networks. For example, network 245 may include a cel-
lular network (e.g., an LTE network, a 3G network, a code
division multiple access (CDMA) network, etc.), a public
land mobile network (PLMN), a wireless local area network
(e.g., a Wi1-F1 network), a local area network (LAN), a wide
area network (WAN), a metropolitan area network (MAN), a
telephone network (e.g., the Public Switched Telephone Net-
work (PSTN)), a private network, an ad hoc network, an
intranet, the Internet, a fiber optic-based network, a cloud
computing network, and/or a combination of these or other
types of networks.

The number and arrangement of devices and networks
shown 1n FIG. 2 1s provided as an example. In practice, there
may be additional devices and/or networks, fewer devices
and/or networks, different devices and/or networks, or differ-
ently arranged devices and/or networks than those shown 1n
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FI1G. 2. Furthermore, two or more devices shown 1n FIG. 2
may be implemented within a single device, or a single device
shown 1n FI1G. 2 may be implemented as multiple, distributed
devices. Additionally, or alternatively, a set of devices (e.g.,
one or more devices) of environment 200 may perform one or
more functions described as being performed by another set
of devices of environment 200.

FIG. 3 1s a diagram of example components of a device
300. Device 300 may correspond to mobile device 205, base
station 210, MME 215, SGW 220, PGW 225, HSS 230, AAA
235, and/or central storage device 240. In some implementa-
tions, mobile device 205, base station 210, MME 215, SGW
220, PGW 225, HSS 230, AAA 235, and/or central storage
device 240 may include one or more devices 300 and/or one
or more components of device 300. As shown 1n FIG. 3,
device 300 may include a bus 310, a processor 320, a memory
330, a storage component 340, an mput component 350, an
output component 360, and a communication interface 370.

Bus 310 may include a component that permits communi-
cation among the components of device 300. Processor 320
may include a processor (e.g., a central processing unit
(CPU), a graphics processing unit (GPU), an accelerated
processing unit (APU), etc.), a microprocessor, and/or any
processing component (e.g., a field-programmable gate array
(FPGA), an application-specific integrated circuit (ASIC),
etc.) that interprets and/or executes instructions. Memory 330
may include a random access memory (RAM), a read only
memory (ROM), and/or another type of dynamic or static
storage device (e.g., a flash memory, a magnetic memory, an
optical memory, etc.) that stores information and/or 1nstruc-
tions for use by processor 320.

Storage component 340 may store information and/or soit-
ware related to the operation and use of device 300. For
example, storage component 340 may include a hard disk
(e.g., a magnetic disk, an optical disk, a magneto-optic disk,
a solid state disk, etc.), a compact disc (CD), a digital versatile
disc (DVD), a floppy disk, a cartridge, a magnetic tape, and/or
another type of computer-readable medium, along with a
corresponding drive.

Input component 350 may include a component that per-
mits device 300 to receive information, such as via user input
(e.g., a touch screen display, a keyboard, a keypad, a mouse,
a button, a switch, a microphone, etc.). Additionally, or alter-
natively, input component 350 may include a sensor for sens-
ing information (e.g., a global positioning system (GPS) com-
ponent, an accelerometer, a gyroscope, an actuator, etc.).
Output component 360 may include a component that pro-
vides output information from device 300 (e.g., a display, a
speaker, one or more light-emitting diodes (LEDs), etc.).

Communication interface 370 may include a transceiver-
like component (e.g., a transceiver, a separate recerver and
transmitter, etc.) that enables device 300 to communicate
with other devices, such as via a wired connection, a wireless
connection, or a combination of wired and wireless connec-
tions. Communication intertace 370 may permit device 300
to receive information from another device and/or provide
information to another device. For example, communication
interface 370 may include an Fthernet interface, an optical
interface, a coaxial interface, an infrared interface, a radio
frequency (RF) interface, a universal serial bus (USB) inter-
face, a Wi-F1 interface, a cellular network interface, or the
like.

Device 300 may perform one or more processes described
herein. Device 300 may perform these processes 1n response
to processor 320 executing soitware instructions stored by a
computer-readable medium, such as memory 330 and/or stor-
age component 340. A computer-readable medium 1s defined
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herein as a non-transitory memory device. A memory device
includes memory space within a single physical storage
device or memory space spread across multiple physical stor-
age devices.

Software mstructions may be read into memory 330 and/or
storage component 340 from another computer-readable
medium or from another device via communication interface
370. When executed, software instructions stored in memory
330 and/or storage component 340 may cause processor 320
to perform one or more processes described herein. Addition-
ally, or alternatively, hardwired circuitry may be used in place
of or in combination with software instructions to perform
one or more processes described herein. Thus, implementa-
tions described herein are not limited to any specific combi-
nation of hardware circuitry and software.

The number and arrangement of components shown in
FIG. 3 1s provided as an example. In practice, device 300 may
include additional components, fewer components, different
components, or differently arranged components than those
shown 1n FIG. 3. Additionally, or alternatively, a set of com-
ponents (e.g., one or more components) of device 300 may
perform one or more functions described as being performed
by another set of components of device 300.

FIG. 4 15 a flow chart of an example process 400 for man-
aging roaming policies using a centralized storage device. In
some 1implementations, one or more process blocks of FIG. 4
may be performed by central storage device 240. Addition-
ally, or alternatively, one or more process blocks of FIG. 4
may be performed by another device or a group of devices
separate from or including central storage device 240, such as

mobile device 205, base station 210, MME 215, SGW 220,
PGW 225, HSS 230, and/or AAA 235.

As shown 1n FIG. 4, process 400 may include receiving
information that identifies a network ID and roaming policy
information associated with the network ID (block 410). For
example, central storage device 240 may recerve, based on
input provided by a network operator (e.g., interacting with
an iput device), information that identifies a network ID, and
may receirve roaming policy iformation associated with the
network ID. As an example, network operators associated
with two different networks may enter an agreement regard-
ing a roaming policy, and a network operator of the first
network may interact with an mput device to provide a net-
work 1D, that identifies the second network, and roaming
policy information that identifies the roaming policy. Central
storage device 240 may recerve the network ID and the roam-
ing policy information from the mput device. The roaming
policy information may identify, for example, a new roaming
policy, an update to an existing roaming policy, etc.

The network ID may include, for example, a PLMN ID that
identifies a public land mobile network (e.g., associated with
a particular network operator). A public land mobile network
may refer to a network that 1s established and/or operated
(e.g., by a network operator) to provide land mobile telecom-
munication services to the public. In some implementations,
the PLMN ID may include information that identifies a coun-
try (or another geographic region), such as a mobile country
code (MCC). Additionally, or alternatively, the PLMN 1D
may 1nclude mmformation that identifies a network operator,
such as a mobile network code (MNC).

As an example, the PLMN ID may include both an MCC
and an MNC. The combination of the MNC and the MCC
(e.g., an MCC/MNC tuple) may umquely 1dentify a mobile
network operator of a PLMN. As an example, the MCC may
include a three digit code that 1dentifies a country (e.g., 310
for the United States, 440 for Japan, etc.). As another
example, the MNC may include a two or three digit code that
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identifies a mobile network operator (e.g., 004 for Verizon 1n
the United States, 40 for SoftBank Mobile Corporation in
Japan, etc.). Thus, 1n some implementations, the PLMN ID
may 1nclude a five or six digit code that umiquely 1dentifies a
mobile network operator (e.g., in a particular country).

Additionally, or alternatively, the network ID may include
other information that identifies a network, such as a name of
a network operator, a unique 1dentifier associated with a net-
work operator, or the like.

The roaming policy information may 1dentily a manner in
which mobile devices 205, that are subscribed to and/or reg-
istered with a home network identified by the network 1D, are
to be treated when roaming using a visited network. The
visited network may use central storage device 240 to manage
roaming policies for different home networks. As an example,
the roaming policy mnformation may indicate that mobile
devices 205 are to be permitted to roam via the visited net-
work (e.g., to access one or more services and/or resources
via the visited network), are to be blocked from roaming via
the visited network, etc.

Additionally, or alternatively, the roaming policy informa-
tion may identily a service that mobile device 205 1s permit-
ted to access or 1s blocked from accessing (e.g., a voice
service, a data service, etc.), may 1dentily a quality of service
parameter to be applied to traffic associated with mobile
device 205 (e.g., a guaranteed bit rate, a non-guaranteed bit
rate, a minimum/maximum bandwidth, a latency, etc.), may
identily whether to provide a user of mobile device 205 with
an option to pay for roaming access to the visited network
(e.g., at a particular rate, such as a flat rate, a per minute rate,
etc., identified by the roaming policy), or the like. Addition-
ally, or alternatively, the roaming policy information may
identify a default policy to be applied to mobile devices 205,
associated with a particular network 1D, when central storage
device 240 does not store information that identifies a roam-
ing policy associated with the particular network ID (e.g., a
default policy to block roaming access, a default policy to
allow roaming access, a default policy to provide an option to
pay for roaming access, etc.).

As further shown 1 FIG. 4, process 400 may include
storing the network ID and the roaming policy information
(block 420). For example, central storage device 240 may
store the network ID and the roaming policy information, and
may store an indication of a relationship between the network
ID and the roaming policy mnformation. In some implemen-
tations, central storage device 240 may store the network 1D
and the roaming policy information using a global roaming
policy data structure (e.g., a database, a data table, etc.).
Additionally, or alternatively, central storage device 240 may
store information that identifies a date and/or a time associ-
ated with the network ID and/or the roaming policy informa-
tion, such as a data and/or time that the network ID and/or the
roaming policy information was stored 1n the data structure, a
date and/or a time that the network ID and/or the roaming
policy information was received by central storage device
240, etc. In some implementations, central storage device 240
may store information that identifies a time period during
which a roaming policy 1s to be applied to mobile devices 205
associated with a network 1dentified by a network ID.

As further shown in FIG. 4, process 400 may include
determining to provide the network ID and the roaming
policy imnformation to one or more MMEs (block 430), and
providing the network ID and the roaming policy information
to the one or more MMESs (block 440). For example, central
storage device 240 may determine to provide the network 1D
and the roaming policy information to one or more MMEs
215 associated with the visited network. Central storage
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device 240 may provide this information to all MMEs 215 or
a portion of MMESs 213 associated with the visited network.
For example, a first roaming policy may be applied 1n a first
geographic region associated with one or more first MMESs
215, and a second roaming policy may be applied 1n a second
geographic region associated with one or more second MMESs
215. Central storage device 240 may 1dentily MMEs 215 to
which the network ID and the roaming policy information are
to be provided, and may provide the network ID and the
roaming policy information to the identified MMEs 215.

In some implementations, central storage device 240 may
determine which network IDs and corresponding roaming
policies to provide to MME(s) 215. As an example, central
storage device 240 may provide all network IDs and all roam-
ing policies (e.g., all information stored 1n the global roaming
policy data structure) to MME(s) 215. In some cases, central
storage device 240 may provide a copy of the global roaming
policy data structure to each MME 215. As another example,
central storage device 240 may provide a respective subset of
the global roaming policy data structure to each MME 2135
(e.g., the same subset or a different subset). In some 1mple-
mentations, central storage device 240 may provide a copy of
the global roaming policy data structure to some MMEs 2185,
and may provide a respective subset of the global roaming
policy data structure to other MMEs 215. In some cases,
central storage device 240 may determine a date and/or a time
that a particular MME 215 was last updated, and may provide,
to the particular MME 215, network 1Ds and roaming policies
that have been added and/or modified after the date and/or
time. Central storage device 240 may provide added and/or
modified 1tems to all MMESs 215 or a subset of one or more
MMEs 215 (e.g., based on central storage device 240 recerv-
ing a new/modified 1tem, based on central storage device 240
determines which items to provide to which MMEs 215, efc.).

In some implementations, central storage device 240 may
periodically provide information (e.g., the network ID and the
roaming policy information) to MME(s) 2135 (e.g., once per
day, once per week, etc.). Additionally, or alternatively, cen-
tral storage device 240 may provide the information when the
global roaming policy data structure 1s updated (e.g., when a
new network ID and/or new roaming policy information 1s
added to the data structure, when a network 1D and/or roam-
ing policy mformation 1s updated or modified, etc.). Addi-
tionally, or alternatively, central storage device 240 may pro-
vide, to MME(s) 215, an indication that a new or updated
network ID and/or roaming policy 1s available, and MME(s)
215 may request the new/updated network I1Ds and/or roam-
ing policies based on the indication (e.g., during a time period
when MME 215 1s associated with an amount of network
traffic below a threshold). Additionally, or alternatively, cen-
tral storage device 240 may provide the information based on
a request from MME 215. In some implementations, the
request may 1dentily a date and/or a time of a most recent
update, and central storage device 240 may provide network
IDs and/or roaming policies that have been added and/or
modified (e.g., in the global roaming policy data structure)
since the most recent update.

In some 1mplementations, the manner in which central
storage device 240 provides information to MMEs 215 may
be based on whether the roaming policy information 1s new
roaming policy information (e.g., associated with a network
ID not previously stored 1n the global roaming policy data
structure, associated with a home network with which the
visited network did not have a previous agreement, etc.) or
updated roaming policy information (e.g., associated with a
network ID already stored in the global roaming policy data
structure, associated with a home network with which the
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visited network had a previous agreement, etc.). For example,
central storage device 240 may periodically provide new
roaming policy information to MMEs 215, and may provide
updated roaming policy information to MMEs 215 as the
updated roaming policy information 1s recerved (e.g., within
a threshold time period after recerving the updated roaming
policy information).

Additionally, or alternatively, the manner 1n which central
storage device 240 provides information to MMEs 215 may
be based on a type of roaming policy 1dentified in the roaming,
policy information. For example, a roaming policy of
“Allow” may be provided periodically, while a roaming
policy of “Block™ may be provided within a threshold amount
of time after information that identifies the roaming policy 1s
received by central storage device 240. Additionally, or alter-
natively, central storage device 240 may recerve mput (e.g.,
from a network operator interacting with an input device) that
identifies a manner in which information 1s to be provided to
MMEs 215.

When central storage device 240 provides a network 1D
and/or roaming policy information associated with the net-
work ID to MME 215, MME 215 may update a local roaming,
policy data structure to store a relationship between the net-
work ID and the roaming policy information. MME 215 may
use the local roaming policy data structure to apply roaming,
policies to mobile devices 205, as described 1n more detail
clsewhere herein. In this way, central storage device 240 may
simplily the configuration and management of roaming poli-
cies across a large quantity of MMEs 215 using the global
roaming policy data structure.

Although FIG. 4 shows example blocks of process 400, 1n
some 1mplementations, process 400 may 1nclude additional
blocks, fewer blocks, different blocks, or differently arranged
blocks than those depicted 1n FIG. 4. Additionally, or alter-
natively, two or more of the blocks of process 400 may be
performed 1n parallel.

FIGS. SA and 5B are diagrams of an example implemen-
tation 500 relating to example process 400 shown in FIG. 4.
FIGS. 5A and 5B show an example of managing roaming
policies using a centralized storage device.

As shown 1 FIG. SA, and by reference number 510,
assume that a network operator interacts with an input device
to 1dentify a PLMN ID, shown as “400400,” and a roaming,
policy, shown as “Allow,” associated with the PLMN ID.
Assume that the network operator 1s associated with a first
PLMN, and that the network operator enters 1nto an agree-
ment with another network operator, that works for a second
PLMN 1identified by the PLMN ID of “400400.” Further,
assume that the agreement will allow mobile devices 205,
associated with the second PLMN, to roam using the first
PLMN.

Assume that central storage device 240 receives the input
information from the input device, and stores the PLMN 1D
and roaming policy information in a global roaming policy
table, as shown by reference number 520. As shown, assume
that the global roaming policy table stores a PLMN ID, which
includes an MCC and an MNC, roaming policy information
associated with the PLMN ID, and a date/time at which the
global roaming policy table was updated to include the
PLMN ID and the roaming policy information.

For example, the first row of the table indicates that mobile
devices 205, associated with a PLMN ID of “100355” (e.g.,
with an MCC of 100 and an MNC of 553), are to be allowed
to roam via a visited network associated with central storage
device 240, and that this PLMN ID (e.g., “1003555) and
roaming policy information (e.g., “Allow”) were added to or
updated 1n the global roaming policy table on Jan. 1, 2014.
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Similarly, the second row of the table indicates that mobile
devices 205, associated with a PLMN ID of “200111,” are to
be blocked from roaming via the visited network, and that this
PLMN ID and roaming policy information were added to or
updated 1n the global roaming policy table on Feb. 2, 2014,
The third row of the table indicates that mobile devices 205,
associated with a PLMN ID of “300030,” are to be provided
an option to roam via the visited network for a flat fee of $50,
and that this PLMN ID and roaming policy information were
added to or updated in the global roaming policy table on Mar.
3,2014.

As shown 1n FIG. 3B, and by reference number 530,
assume that a local roaming policy table, stored by MME 215,
includes the first three rows of the global roaming policy
table, but has not yet been updated to include the fourth row
(e.g., the PLMN ID o1 “400400” and the corresponding roam-
ing policy of “Allow”). As shown by reference number 540,
assume that MME 215 determines that a time period for an
update (e.g., one day, one week, etc.) has elapsed.

As shown by reference number 550, based on this deter-
mination, assume that MME 215 requests an update from
central storage device 240, and further provides information
that 1dentifies a date/time of a most recent update to the local
roaming policy table, shown as Apr. 30, 2014. Assume that
central storage device 240 uses the date/time of the most
recent update to identity PLMN IDs and roaming policies that
have not been provided to MME 215. For example, as shown
by reference number 560, assume that central storage device
240 determines that the PLMN ID of “400400” and the cor-
responding roaming policy of “Allow” have not been pro-
vided to MME 215, because this information was added to the
global roaming policy table on May 5, 2014, which is after the
most recent update of Apr. 30, 2014. Based on this determi-
nation, assume that central storage device 240 provides infor-
mation that identifies the PLMN ID of “400400” and the
corresponding roaming policy of “Allow” to MME 215, as
shown by reference number 570. As shown by reference
number 580, assume that MME 215 updates the local roam-
ing policy table with the received information.

As mdicated above, FIGS. 5A and 5B are provided merely
as an example. Other examples are possible and may differ
from what was described with regard to FIGS. 5A and 5B.

FIG. 6 1s a flow chart of an example process 600 for apply-
ing a roaming policy to a roaming request from a mobile
device. In some implementations, one or more process blocks
of FIG. 6 may be performed by MME 215. Additionally, or
alternatively, one or more process blocks of FIG. 6 may be

performed by another device or a group of devices separate
from or including MME 215, such as mobile device 205, base

station 210, SGW 220, PGW 225, HSS 230, AAA 235, and/or
central storage device 240.

As shown 1n FIG. 6, process 600 may include receiving a
request to roam via a network, the request identitying a net-
work ID associated with a mobile device (block 610). For
example, MME 215 may receive, from mobile device 205
(e.g., via base station 210), a request to roam via a visited
network associated with MME 2135. The request may include,
for example, a request to access the visited network, a request
to access a home network of mobile device 205 via the visited
network, a requestto access a service and/or aresource via the
visited network, etc.

The request may 1dentily a network ID associated with
mobile device 205. For example, the request may identify a
PLMN ID of a home network of mobile device 205 (e.g., a
home network to which mobile device 205 1s registered and/
or subscribed). For example, the request may include an
international mobile subscriber identity (IMSI) that identifies
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mobile device 205. The IMSI may include a PLMN ID (e.g.,
an MCC and an MNC), and a mobile subscription 1dentifica-
tion number (MSIN) (e.g., a mobile telephone number
(MTN), a mobile identification number (MIN), etc.). As an
example, the IMSI may include a fifteen or sixteen digit code
(e.g., a three digit MCC, a two or three digit MNC, and a ten
digit MSIN).

MME 215 may identily the PLMN ID using the received
IMSI that identifies mobile device 205. For example, MME
215 may 1dentity the first five or six digits (or characters) of
the IMSI as the PLMN 1D, depending on the length of the
IMSI (e.g., fifteen or sixteen digits).

As another example, the request may identily a globally
unique temporary identifier (GUTI) associated with mobile
device 205. For example, mobile device 205 may be handed
off to MME 215 from another network (e.g., from an MME
215 or a similar device associated with the other network). In
this case, MME 215 may determine a network 1D associated
with the GUTI. For example, MME 215 may store a data
structure that identifies relationships between GUTIs and
network IDs. As another example, MME 215 may provide the
GUTI to another device, and the other device may provide
information that identifies a network ID associated with the
GUTI. Additionally, or alternatively, the request may 1nclude
the network ID.

As further shown 1n FIG. 6, process 600 may include
determining whether a local roaming policy data structure 1s
up to date (block 620). For example, MME 215 may deter-
mine whether a local roaming policy data structure 1s up to
date. In some implementations, MME 2135 may determine an
amount of time that has elapsed since a most recent update to
the local roaming policy data structure. If the amount of time
satisiies a threshold value (e.g., 1s less than the threshold
value), then MME 215 may determine that the local roaming,
policy data structure 1s up to date. If the amount of time does
not satisiy the threshold value (e.g., 1s greater than the thresh-
old value), then MME 215 may determine that the local
roaming policy data structure 1s not up to date.

Additionally, or alternatively, MME 2135 may determine
whether the local roaming policy data structure 1s up to date
by determining whether the network ID, associated with
mobile device 2085, 1s stored 1n the local roaming policy data
structure. I the network ID 1s stored in the local roaming
policy data structure, then MME 215 may determine that the
local roaming policy data structure 1s up to date. If the net-
work ID 1s not stored 1n the local roaming policy data struc-
ture, then MME 215 may determine that the local roaming
policy data structure 1s not up to date.

In some implementations, MME 215 may request and
receive, from central storage device 240, a list of network 1Ds
and/or corresponding dates/times at which the network 1Ds
and/or roaming policy information associated with the net-
work IDs were updated (e.g., a list of all of the network 1Ds
and corresponding dates/times stored by the global roaming
policy data structure, a subset of all of the network IDs and
corresponding dates/times, a particular quantity of most
recently updated network IDs and corresponding dates/times,
etc.). MME 215 may compare the received list to network IDs
and/or dates/times stored by the local roaming policy data
structure to determine whether the local roaming policy data
structure 1s up to date (e.g., to determine whether any items 1n
the recerved list are missing from the local roaming policy
data structure).

Additionally, or alternatively, MME 215 may provide a list
of network IDs and/or dates/times stored by the local roaming
policy data structure (e.g., all network IDs and corresponding,
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a subset of network IDs and dates/times, a particular quantity
ol most recently updated network IDs and dates/times, etc. ) to
central storage device 240, and central storage device 240
may compare the recerved list to network IDs and/or dates
times stored by the global roaming policy data structure to
determine whether the local roaming policy data structure,
stored by MME 2135, 1s up to date.

As further shown in FIG. 6, if the local roaming policy data
structure 1s not up to date (block 620—NO), then process 600
may include requesting and receiving update(s) to the local
roaming policy data structure (block 630). For example, it
MME 215 determines that the local roaming policy data
structure 1s not up to date, then MME 215 may request, from
central storage device 240, an update to the local roaming
policy data structure. Central storage device 240 may provide
an update based on a global roaming policy data structure, as
described herein 1n connection with FIG. 4.

In some implementations, MME 2135 may provide, to cen-
tral storage device 240, information that identifies a date
and/or a time associated with a most recent update to the local
roaming policy data structure. Central storage device 240
may determine one or more network IDs and/or roaming
policies added to or updated 1n a global roaming policy data
structure, stored by central storage device 240, since the most
recent update to the local roaming policy data structure.
Based on the request from MME 215, central storage device
240 may provide, to MME 215, information that identifies the
added and/or updated network IDs and roaming policies.
MME 215 may use this information to update the local roam-
ing policy data structure.

Additionally, or alternatively, MME 215 may request a
roaming policy associated with a particular network ID (e.g.,
the network ID associated with mobile device 205 from
which the roaming request was received), and central storage
device 240 may provide information that identifies a roaming
policy associated with the particular network 1D. Addition-
ally, or alternatively, MME 215 may provide a copy of the
local roaming policy data structure to central storage device
240. Central storage device 240 may store information that
1identifies a relationship between a particular MME 215 and a
particular local roaming policy data structure. Central storage
device 240 may determine network ID(s) and/or roaming
policy information to provide to MME 213 based on compar-
ing the global roaming policy data structure to a local roaming
policy data structure associated with MME 215.

In some implementations, central storage device 240 may
determine that no network IDs and/or roaming policies have
been added to or updated 1n the global roaming policy data
structure since a most recent update to the local roaming
policy data structure. In this case, central storage device 240
may provide, to MME 215, an indication that the local roam-
ing policy data structure stored by MME 2135 1s up to date.
MME 2135 may store this indication, and may store informa-
tion that identifies the date and/or time that the indication was
received as a most recent update.

As further shown 1n FIG. 6, if the local roaming policy data
structure 1s up to date (block 620—YES), then process 600
may include 1dentifying, using the local roaming policy data
structure, a roaming policy associated with the network 1D
(block 640), and applying the roaming policy to the request
associated with the mobile device (block 650). For example,
MME 215 may identify a roaming policy associated with the
network ID identified based on the request from mobile
device 205. In some implementations, MME 215 may search
the local roaming policy data structure, using the network 1D,
to 1dentily a roaming policy that shares a relationship with the
network 1D. Additionally, or alternatively, MME 2135 may
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determine that the network ID 1s not stored in the local roam-
ing policy data structure. In this case, MME 215 may apply a
default roaming policy to mobile device 205 (e.g., which may
be stored using the local roaming policy data structure or
another data structure).

MME 215 may apply the roaming policy by handling traf-
fic, associated with mobile device 205 (e.g., traffic destined
for and/or recetved from mobile device 203), 1n a manner
indicated by the roaming policy. Additionally, or alterna-
tively, MME 215 may apply the roaming policy by instructing,
one or more other devices (e.g., base station 210, SGW 220,
PGW 225, HSS 230, AAA 235, etc.) to handle traffic associ-
ated with mobile device 205 in a manner indicated by the
roaming policy.

As an example, MME 215 may allow mobile device 205 to
roam via a visited network (e.g., to access the visited network,
to access a home network, to access a visited network and/or
a home network service, to transfer tratfic via the visited
network, etc.). As another example, MME 215 may block
mobile device 205 from roaming via the visited network. As
another example, MME 215 may offer an option for mobile
device 205 to roam via the visited network 1in exchange for a
payment, 1mn exchange for viewing an advertisement, in
exchange for sharing (e.g., with a network operator of the
visited network) information associated with mobile device
205 and/or a user of mobile device 205, etc. Other examples
of applying the roaming policy are described in more detail
clsewhere herein. In this way, MME 2135 may use a central-
1zed storage device (e.g., central storage device 240) to assist
in managing roaming policies to be applied to roaming
mobile devices 205.

Although FIG. 6 shows example blocks of process 600, 1n
some 1mplementations, process 600 may 1include additional
blocks, fewer blocks, different blocks, or differently arranged
blocks than those depicted 1n FIG. 6. Additionally, or alter-
natively, two or more of the blocks of process 600 may be
performed 1n parallel.

FIGS. 7A and 7B are diagrams of an example implemen-
tation 700 relating to example process 600 shown in FIG. 6.
FIGS. 7A and 7B show an example of applying a roaming
policy to a roaming request from a mobile device. For the
purpose ol FIGS. 7A and 7B, assume that the operations
described herein 1n connection with FIGS. 5A and 5B have
been performed.

As shown i FIG. 7A, and by reference number 710,
assume that a user interacts with mobile device 205 to provide
(via base station 210) a roaming request to MME 215, As
shown, assume that the roaming request is a request to access
a website shown as www.website.com, and that the request

identifies an IMSI of “4004005555555555,” which 1dentifies
mobile device 205 (e.g., via an MCC o1 400, an MNC o1 400,
and an MSIN 01 555-555-5555). As shown by reference num-
ber 720, assume that MME 215 uses the IMSI to determine a
PLMN ID associated with mobile device 205, shown as
“400400.”

As further shown, assume that MME 215 uses the PLMN
ID of *“400400” to search a local roaming policy table to
identiy a roaming policy of “Allow” associated with the
PLMN ID of “400400.” As shown by reference number 730,
based on the identified roaming policy, assume that MME 215
determines to allow mobile device 205 to access the requested

website (www.website.com) by roaming using a visited net-
work associated with MME 215.

As shown 1n FIG. 7B, assume that MME 215 applies the

roaming policy to allow mobile device 205 to access the
requested website (e.g., a website.com server device) via the
visited network. For example, MME 215 may provide
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instructions to permit traific associated with mobile device
2035 to be accepted and handled by base station 210, SGW

220, and/or PGW 225, to allow mobile device 205 to access a

website.com server (e.g., via network 245, which may
include the Internet and/or a home network associated with

mobile device 205). Additionally, or alternatively, MME 2135

may cause mformation associated with mobile device 2035
and/or traffic associated with mobile device 205 to be pro-
vided to a home network associated with mobile device 205.
As indicated above, FIGS. 7A and 7B are provided merely
as an example. Other examples are possible and may differ
from what was described with regard to FIGS. 7A and 7B.

FIGS. 8A-8D are diagrams of another example implemen-
tation 800 relating to example process 600 shown in FIG. 6.
FIGS. 8 A-8D show another example of applying a roaming
policy to a roaming request from a mobile device. For the
purpose of FIGS. 8A-8D, assume that the operations
described herein i connection with FIGS. 5A and 5B have

been performed.

As shown i FIG. 8A, and by reference number 805,
assume that a network operator interacts with an input device
to 1dentity a PLMN ID, shown as “400400,” and a roaming
policy, shown as “Provide option for roaming access at $1 per
minute,” associated with the PLMN ID. Assume that the
network operator 1s associated with a first PLMN, and that the
network operator enters into an agreement with another net-
work operator, associated with a second PLMN identified by
the PLMN ID “400400.” Further, assume that the agreement
will allow mobile devices 205, associated with the second
PLMN, to roam using the first PLMN if a user of mobile
device 205 agrees to pay $1 per minute.

Assume that central storage device 240 recerves the mput
information from the input device, and determines that a
PLMN ID 01400400 1s already stored 1n the global roaming
policy table (e.g., as shown in FIG. 5A). In this case, central
storage device 240 replaces old roaming policy information,
associated with the PLMN ID of “400400” (e.g., “Allow™),
and stores the new roaming policy information (e.g., “Provide
option for roaming access at $1 per minute™) in association
with the PLMN ID of “400400,” as shown by reference num-
ber 810. Further, assume that central storage device 240 stores
information that identifies when the roaming policy, associ-
ated with the PLMN ID of “400400,” was updated, shown as
“Jun. 1, 2014

As shown 1n FIG. 8B, and by reference number 815,
assume that a user interacts with mobile device 205 to provide
(via base station 210) a roaming request to MME 215. As
shown, assume that the roaming request 1s a request for a
roaming phone call to a phone number shown as “555-123-
4567, and that the request identifies an IMSI of
“4004005555555555,” which i1dentifies mobile device 205
(e.g., via an MCC of 400, an MNC of 400, and an MSIN of
555-555-5555). As turther shown, assume that the roaming,
request 1s made on Jun. 2, 2014. As shown by reference
number 820, assume that MME 215 determines that a local
roaming policy table, stored by MME 213, has not been
updated for a threshold amount of time (e.g., since May 5,
2014), and determines to update the local roaming policy
table.

As shown in FIG. 8C, and by reference number 825,
assume that a local roaming policy table, stored by MME 215,
includes old roaming policy information for the PLMN ID of
“400400” (e.g., “Allow”), and has not yet been updated to
include the new roaming policy information. As shown by
reference number 830, assume that MME 215 requests an
update from central storage device 240, and further provides
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information that identifies a date/time of a most recent update
to the local roaming policy table, shown as May 35, 2014.
Assume that central storage device 240 uses the date/time
of the most recent update (e.g., May 35, 2014) to idenfily
PLMN IDs and roaming policies that have not been provided
to MME 215. For example, assume that central storage device
240 determines that an updated roaming policy for the PLMN
ID o1 *400400” has not been provided to MME 215, because
this information was added to the global roaming policy table
on Jun. 1, 2014, which 1s after the most recent update of May
5, 2014. Based on this determination, assume that central
storage device 240 provides mnformation that 1dentifies the
PLMN ID o1 *400400” and the corresponding roaming policy

[

of “Provide option for roaming access at $1 per minute” to
MME 2185, as shown by reference number 835. As shown by
reference number 840, assume that MME 215 updates the
local roaming policy table with the received information.

As shown in FIG. 8D, and by reference number 845, based
on the update to include the new roaming policy information
in the local roaming policy data structure, assume that MME
215 determines to provide a roaming option to mobile device
205. As shown by reference number 830, assume that MME
215 provides the roaming option to mobile device 205. As
shown by reference number 855, assume that providing the
roaming option causes mobile device 203 to prompt the user
to accept or decline an option to connect the requested phone
call for $1 per minute. In this way, MME 215 may apply a
roaming policy, managed by a centralized storage device
(e.g., central storage device 240), to mobile device 205.

As mdicated above, FIGS. 8A-8D are provided merely as
an example. Other examples are possible and may differ from
what was described with regard to FIGS. 8 A-8D.

FIGS. 9A and 9D are diagrams of another example imple-
mentation 900 relating to examples processes 400 and 600
shown in FIG. 4 and FIG. 6.

As shown i FIG. 9A, and by reference number 910,
assume that a network operator interacts with an input device
(e.g., a desktop computer, a laptop computer, etc.) to identily
network IDs and roaming policies associated with the net-
work IDs. Assume that central storage device 240 recerves the
input information from the mmput device, and stores the net-
work IDs and roaming policy information in a global roaming
policy table, as shown by reference number 920. As shown,
assume that the global roaming policy table stores a network
ID, roaming policy information associated with the network
ID, and a date/time at which the global roaming policy table
was updated to include the network ID and the roaming policy
information.

For example, the first row of the table indicates that mobile
devices 205, associated with a network ID of “Carrier 1”7 (e.g.,
a network operator), are to be allowed to roam via a network
associated with central storage device 240, and that this net-
work ID (e.g., “Carrier 17°) and roaming policy information
(e.g., “Allow”) were added to or updated 1n the global roam-
ing policy table on Jan. 1, 2014. Similarly, the second row of
the table indicates that mobile devices 205, associated with a
network ID of “Carnier 2,” are to be blocked from roaming via
the network associated with central storage device 240, and
that this network ID (e.g., “Carrier 2”) and roaming policy
information were added to or updated 1n the global roaming
policy table on Jan. 1, 2014. The third row of the table 1ndi-
cates that mobile devices 205, associated with a network ID of
“Public Safety Network,” are to be allowed to roam via the
network associated with central storage device 240, and that
this network ID (e.g., “Public Satety Network™) and roaming,
policy information (e.g., “Allow”) were added to or updated

in the global roaming policy table on Jan. 1, 2014. While
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example implementation 900 shows network IDs stored as
names, central storage device 240 may store PLMN IDs, 1n
some 1implementations.

As shown by reference number 930, assume that central
storage device 240 provides the global roaming policy table

to MME A, MME B, and MME C to update local roaming
policies stored by these MMEs.

As shown 1 FIG. 9B, and by reference number 940,
assume that a police officer, using mobile device 205, is
traveling from a {irst service area, serviced by a public safety
MME, to a second service area serviced by MME A. Assume
that mobile device 205 1s handed off from the public safety
MME to MME A. As shown by reference number 950, as part
of the handoil operation, assume that mobile device 205
provides a globally umique temporary identifier (GUTI) (e.g.,
received from public safety MME or another device associ-
ated with a public safety network) to MME A. As shown,
assume that the GUTI includes a network ID i1dentifying a

Public Safety network (e.g., “PubSate123™).

As shown by reference number 960, assume that MME A
determines (e.g., using a data structure) that GUTIs corre-
sponding to the Public Safety Network ID (e.g., including
“PubSatel23”) are associated with a public safety network.
As shown by reference number 970, assume that MME A
determines that mobile devices 205 being handed off from the
public safety network are to be allowed access to a network
serviced by MME A. Thus, assume that MME A allows
mobile device 205 to access the network. In this way, central
storage device 240 and MMEs 215 may manage roaming
policies when mobile devices 205 are handed oif from
another network.

As indicated above, FIGS. 9A and 9B are provided merely
as an example. Other examples are possible and may differ
from what was described with regard to FIGS. 9A and 9B.

Implementations described herein simplily the configura-
tion and management of roaming policies across a large net-
work (e.g., multiple MMEs 215) by using a centralized stor-
age device (e.g., central storage device 240).

The foregoing disclosure provides 1llustration and descrip-
tion, but 1s not intended to be exhaustive or to limit the
implementations to the precise form disclosed. Modifications
and variations are possible 1n light of the above disclosure or
may be acquired from practice of the implementations.

As used herein, the term component i1s intended to be
broadly construed as hardware, firmware, or a combination of
hardware and software.

Some 1implementations are described herein 1n connection
with thresholds. As used herein, satisfying a threshold may
refer to a value being greater than the threshold, more than the
threshold, higher than the threshold, greater than or equal to
the threshold, less than the threshold, fewer than the thresh-
old, lower than the threshold, less than or equal to the thresh-
old, equal to the threshold, etc.

To the extent the atorementioned embodiments collect,
store or employ personal information provided by imndividu-
als, 1t should be understood that such information shall be
used 1n accordance with all applicable laws concerning pro-
tection of personal mnformation. Additionally, the collection,
storage and use of such information may be subject to consent
of the individual to such activity, for example, through well
known “opt-in” or “opt-out” processes as may be appropriate
for the situation and type of information. Storage and use of
personal information may be 1n an approprately secure man-
ner reflective of the type of information, for example, through
various encryption and anonymization techniques for par-
ticularly sensitive information.
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It will be apparent that systems and/or methods, described
herein, may be implemented 1n different forms of hardware,
firmware, or a combination of hardware and software. The
actual specialized control hardware or software code used to
implement these systems and/or methods 1s not limiting of the
implementations. Thus, the operation and behavior of the
systems and/or methods were described herein without retf-
erence to specilic software code—it being understood that
software and hardware can be designed to implement the
systems and/or methods based on the description herein.

Even though particular combinations of features are
recited in the claims and/or disclosed in the specification,
these combinations are not intended to limit the disclosure of
possible implementations. In fact, many of these features may
be combined 1n ways not specifically recited in the claims
and/or disclosed 1n the specification. Although each depen-
dent claim listed below may directly depend on only one
claim, the disclosure of possible implementations includes
cach dependent claim 1n combination with every other claim
in the claim set.

No element, act, or instruction used herein should be con-
strued as critical or essential unless explicitly described as
such. Also, as used herein, the articles “a” and *“an™ are
intended to include one or more items, and may be used
interchangeably with “one or more.” Furthermore, as used
herein, the term “set” 1s intended to include one or more
items, and may be used interchangeably with “one or more.”
Where only one item 1s intended, the term “one” or similar
language 1s used. Also, as used herein, the terms “has,”
“have,” “having,” or the like are intended to be open-ended
terms. Further, the phrase “based on” i1s intended to mean
“based, at least in part, on” unless explicitly stated otherwise.

What 1s claimed 1s:

1. A device, comprising:

one or more processors to:

receive a network 1dentifier and roaming policy infor-
mation associated with the network 1dentifier,
the roaming policy information identifying a manner
in which to treat traffic associated with mobile
devices that are associated with a home network
identified by the network 1dentifier;
store the network 1dentifier and the roaming policy infor-
mation using a global roaming policy data structure;
determine a time associated with a previous update to a
local roaming policy data structure accessible by a
mobility management entity device,
the mobility management entity device being one of a
plurality of mobility management entity devices
having access to a respective plurality of local
roaming policy data structures,
the plurality of local roaming policy data structures
including the local roaming policy data struc-
fure;
determine that the network i1dentifier and the roaming
policy information were received after the time; and
provide, based on determining that the network 1denti-
fier and the roaming policy information were recerved
aiter the time, the network 1dentifier and the roaming,
policy information to the mobility management entity
device for storage using the local roaming policy data
structure.

2. The device of claim 1, where the one or more processors,
when providing the network identifier and the roaming policy
information, are to:

receive a request, from the mobility management entity

device, for an update to the local roaming policy data
structure; and
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provide, to the mobility management entity device and
based on the request, the network identifier and the
roaming policy information.

3. The device of claim 1, where the one or more processors,
when determining the time associated with the previous
update, are to:

recerve a request, from the mobility management entity

device, for an update to the local roaming policy data
structure; and

determine the time associated with the previous update

based on receiving the request.
4. The device of claim 1, where the network identifier
includes a public land mobile network (PLMN) identifier.
5. The device of claim 1, where the one or more processors,
when providing the network identifier and the roaming policy
information, are to:
determine to update the local roaming policy data structure
associated with the mobility management entity device;

determine that the network identifier or the roaming policy
information 1s not stored by the local roaming policy
data structure; and

provide, based on determining that the network i1dentifier

or the roaming policy information 1s not stored by the
local roaming policy data structure, the network 1denti-
fier and the roaming policy information to the mobaility
management entity device.

6. The device of claim 1, where the one or more processors,
when recerving the network identifier and the roaming policy
information, are to:

recerve a new network 1dentifier that 1s not stored by the

global roaming policy data structure;

recerve new roaming policy information associated with

the new network 1dentifier; and

where the one or more processors, when providing the

network 1dentifier and the roaming policy information,

are 1o:

provide the new network 1dentifier and the new roaming
policy information to the mobility management entity
device.

7. The device of claim 1, where the one or more processors,
when receiving the network identifier and the roaming policy
information, are to:

recerve updated roaming policy information associated

with an existing network 1dentifier stored by the global
roaming policy data structure; and

where the one or more processors, when providing the

network 1dentifier and the roaming policy information,

are 10:

provide the network 1dentifier and the updated roaming
policy information to the mobility management entity
device.

8. A non-transitory computer-readable medium storing
instructions, the instructions comprising:

one or more instructions that, when executed by one or

more processors, cause the one or more processors to:

receive a network 1dentifier and roaming policy infor-
mation associated with the network 1dentifier,
the roaming policy information identifying a manner
in which to treat trailic associated with mobile
devices registered with a network 1dentified by the
network 1dentifier:
store the network 1dentifier and the roaming policy infor-
mation using a global roaming policy data structure;
provide the network identifier and the roaming policy
information to a first mobility management entity
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device for storage using a first local roaming policy
data structure accessible by the first mobility manage-
ment entity device;
determine a time associated with an update to a second
local roaming policy data structure accessible by a >
second mobility management entity device,
the second mobility management entity device being
different from the first mobility management entity
device, and
the second local roaming policy data structure being
different from the first local roaming policy data
structure;
determine that the network 1dentifier and the roaming
policy information were received after the time; and
provide, based on determining that the network 1denti-
fier and the roaming policy information were received
aiter the time, the network 1dentifier and the roaming
policy mformation to the second mobility manage-
ment entity device for storage using the second local 3¢
roaming policy data structure.
9. The non-transitory computer-readable medium of claim
8. where the one or more 1nstructions, that cause the one or
more processors to provide the network identifier and the
roaming policy information to the first mobility management 25
entity device and the second mobility management entity
device, turther cause the one or more processors to:
receive a first request, from the first mobility management
entity device, for an update to the first local roaming
policy data structure; 30
provide, based on the first request, the network identifier
and the roaming policy information to the first mobaility
management entity device;

receive a second request, from the second mobility man-
agement entity device, for an update to the second local 35
roaming policy data structure,
the second request being received at a different time than
the first request; and

provide, based on the second request, the network identifier

and the roaming policy information to the second mobil- 40
ity management entity device.

10. The non-transitory computer-readable medium of
claim 8, where the time 1s a first time; and

where the one or more 1nstructions, that cause the one or

more processors to provide the network 1dentifier and 45

the roaming policy information to the first mobility man-

agement entity device, further cause the one or more

pProcessors to:

receive a request, from the first mobility management
entity device, for an update to the first local roaming 50
policy data structure;

determine a second time associated with a previous
update to the first local roaming policy data structure;

determine that the network i1dentifier and the roaming
policy mformation were received after the second 55
time; and

provide, based on determining that the network 1denti-
fier and the roaming policy information were recerved
after second time, the network 1identifier and the roam-
ing policy information to the first mobility manage- 60
ment entity device.

11. The non-transitory computer-readable medium of
claim 8, where the network identifier 1s associated with a
globally unique temporary identifier assigned to a mobile
device associated with a hand-oil operation involving the first 65
mobility management entity device or the second mobility
management entity device.
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12. The non-transitory computer-readable medium of
claim 8, where the one or more 1nstructions, that cause the one
or more processors to provide the network 1dentifier and the
roaming policy information to the first mobility management
entity device, further cause the one or more processors to:

determine to update the first local roaming policy data

structure associated with the first mobility management
entity device;

determine that the network 1dentifier or the roaming policy

information has not been provided to the first mobaility
management entity device; and

provide, based on determining that the network i1dentifier

or the roaming policy information has not been provided
to the first mobility management entity device, the net-
work identifier and the roaming policy information to
the first mobility management entity device.

13. The non-transitory computer-readable medium of
claim 8, where the one or more instructions, that cause the one
or more processors to provide the network 1dentifier and the
roaming policy information to the first mobility management
entity device and the second mobility management entity
device, further cause the one or more processors to:

recerve mformation that identifies a geographic region 1n

which a roaming policy, identified by the roaming policy
information, 1s to be applied;

determine that the first mobility management entity device

and the second mobility management entity device are
associated with the geographic region; and

provide, based on determining that the first mobility man-

agement entity device and the second mobility manage-
ment entity device are associated with the geographic
region, the network identifier and the roaming policy
information to the first mobility management entity
device and the second mobility management entity
device.

14. The non-transitory computer-readable medium of
claim 8, where the one or more 1nstructions, that cause the one
or more processors to provide the network 1dentifier and the
roaming policy information to the first mobility management
entity device, further cause the one or more processors to:

provide an indication, to the first mobility management

entity device, that an update to the first local roaming
policy data structure 1s available;
recetve, Irom the first mobility management entity device
and based on providing the indication, a request to
update the first local roaming policy data structure; and

provide, based on receiving the request, the network 1den-
tifier and the roaming policy mformation to the first
mobility management entity device.

15. A method, comprising:

receving, by a device, a network 1dentifier and roaming

policy information associated with the network 1denti-
fier,
the roaming policy information 1dentifying a manner in
which to treat traific associated with mobile devices
that are associated with a home network 1dentified by
the network 1dentifier:;
storing, by the device, the network 1dentifier and the roam-
ing policy information using a global roaming policy
data structure;
determining, by the device, a time associated with a previ-
ous update to at least one local roaming policy data
structure of a plurality of local roaming policy data
structures corresponding to a plurality of mobility man-
agement entity devices,

cach mobility management entity device, of the plurality

of mobility management entity devices, having access
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to a different local roaming policy data structure of the
plurality of local roaming policy data structures;
determining, by the device, that the network identifier and
the roaming policy information were received after the
time; and
selectively providing, by the device and based on deter-
mining that the network identifier and the roaming
policy information were received after the time, the net-
work 1dentifier and the roaming policy information to a
plurality of mobility management entity devices for stor-
age using the plurality of local roaming policy data
structures,
the network 1dentifier and the roaming policy informa-
tion permitting at least one of the plurality of mobility
management entity devices to process the tratfic asso-
ciated with the mobile devices based on the roaming
policy information.

16. The method of claim 15, where selectively providing
the network i1dentifier and the roaming policy information
COmMprises:

providing the network identifier and the roaming policy

information to a first mobility management entity device
of the plurality of mobility management entity devices
without providing the network 1dentifier and the roam-
ing policy information to a second mobility manage-
ment entity device of the plurality of mobility manage-
ment entity devices.

17. The method of claim 15, where determining the time
associated with the previous update comprises:

receiving a request, from a mobility management entity

device of the plurality of mobility management entity

devices, to update a local roaming policy data structure,

of the plurality of local roaming policy data structures,

associated with the mobility management entity device,

the request identitying the time associated with the pre-
vious update to the local roaming policy data struc-
ture; and

determining the time identified by the request.
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18. The method of claim 15, further comprising;:

determining that a first mobility management entity device,
of the plurality of mobility management entity devices,
has not been provided the network 1dentifier or the roam-
ing policy information;

determining that a second mobility management entity

device, of the plurality of mobility management entity
devices, has been provided the network 1dentifier and the

roaming policy information; and

where selectively providing the network identifier and the
roaming policy information comprises:

providing the network 1dentifier and the roaming policy
information to the first mobility management entity
device without providing the network identifier and
the roaming policy information to the second mobility
management entity device.

19. The method of claim 15, where selectively providing
the network identifier and the roaming policy information

COmprises:

determiming that a time period, associated with updating
the plurality of local roaming policy data structures, has
clapsed; and

providing the network identifier and the roaming policy
information based on determining that the time period
has elapsed.

20. The method of claim 15, further comprising:

recerving updated roaming policy information associated
with the network 1dentifier;

replacing the roaming policy information with the updated
roaming policy information in the global roaming policy
data structure; and

providing the network 1dentifier and the updated roaming
policy mnformation to the plurality of mobility manage-
ment entity devices.
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