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METHOD AND PROGRAM FOR CELL
BARRING IN A CELLULAR NETWORK

CROSS-REFERENCE 1O
RELATED-APPLICATIONS

This application 1s a U.S. National Phase application under
35 U.S.C. §371 of International Application No. PCT/

EP2011/003806, filed on Jul. 29, 2011, and claims benetit to
U.S. Provisional Application No. 61/369,177/, filed on Jul. 30,
2010, and to European Patent Application No. EP
10007963.1, filed on Jul. 30, 2010. The International appli-
cation was published 1n English on Feb. 2, 2012 as WO
2012/013355 Al under PCT Article 21(2).

FIELD

The present invention relates to a method and a program for
selective access control to shared resources i a cellular
mobile network. It enables the protection of the network in
case of overload situations and 1s applicable to any cellular

mobile network like: GERAN, UTRAN, LTE/E-UTRAN,
L'TE-Advanced, cdma2000, WiMAX, WiBro etc, wherein on
a per connection, or preferably on a per application or sub-
scription basis, the access towards a shared medium can be
controlled by the operator 1n order to handle high load or
overload situations, while maintaining service operation 1n
general.

BACKGROUND

In cellular mobile systems like GSM (but also its succes-
sors) the access by a mobile to the network 1s normally per-
formed via a shared resource medium, called Random Access
Channel (RACH). In case the UE initiates a voice call, 1t first
contacts the mobile network via the RACH and typically gets
subsequently a Tratlic Channel allocated to be used for car-
rving the voice call. In UMTS the initial phase 1s similar and
the terminal, or user equipment (UE), gets a so-called Dedi-
cated Channel (DCH) assigned to carry the voice call.

In order to prevent UEs from accessing an overloaded cell
the concept of Access Classes was invented when GSM was
specified [3GPP TS 22.011]. This concept was also applied
tor UMTS. For this concept each SIM card 1s assigned to a
so-called “Access Class” which 1s configured by the operator
into the SIM card iitially. 10 Access Classes are defined for
ordinary users [3GPP TS 22.011] and are normally equally
distributed to the population of SIM cards. Besides these
Access Classes (AC) ranging from O to 9, a specific AC 10 1s
defined for Emergency Calls and 5 specific ACs for operator
and other purposes. AC 10 1s not assigned to a SIM card, but
used by a terminal when placing an emergency call. AC 11 to
15 are assigned additionally to 1 Access Class out of 0 to 9
based on operators policies. Details can be found in [3GPP TS
22.011].

In order to prevent access to a cellular basestation 1n certain
situations (1.e. overload situations) 1t 1s possible to bar access
to the network by blocking RACH access attempts using
Access Class Barring—for UMTS system this principle 1s
described 1n [3GPP TS 25.331]. A bitmap of 16 bit ranging
from O to 15 1s indicated on the Broadcast Control Channel of
the UMTS cell. In case a specific portion (out of 0 to 9) or
defined ACs 10 to 15 should be disallowed for access, the
appropriate bit 1s set to “access barred”.

Based on the equal distribution of AC between 0 and 9 1t 1s
possible to randomly block access to the cell in 10% steps
(10% per individual AC between 0 and 9). As the assignment
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of ACs to SIM cards 1s randomly and also the distribution of
terminals 1 given cell 1s randomly, it 1s currently with prior
art only possible to block a certain percentage of access
attempts randomly, without considering the subscription pro-
file or the application requirements. As this was not a problem
in former days where mobile networks were mainly used for
placing voice calls, it 1s now required to enable a finer control
over the access barring in case of load situation, due to the
wide variety of different services and subscriptions in cellular
networks.

When Enhanced-UTRAN (also known as “LTE”) was
being defined, the concept of access class barring was
changed from a discrete assignment of Access Classes to SIM
cards and a new concept for determining if access to a cell 1s
applicable has been introduced. Details are defined, e.g., 1n
[3GPP T5.36.331v9.2.0], paragraph 6.3.1, in relation to Sys-
temInformationBlock Type 2. By doing this, the explicit rela-
tionship between AC barring and Access Class assignment to
a particular UE 1s removed. Instead of equally distributed AC
between 0.9, an Access Barring Factor (ABF) concept has
been defined, where the Access Probability can be defined in
finer than 10% steps and the barring only applies 1n case the
UE will really initiate an access toward the network.

As can be seen 1n the current state of the art above, Access
Barring Info 1s provided in E-UTRAN System Information
Block Type 2 with the Information Flement (IE) ac-Barring-
Info. The struct consists of ac-BarringForEmergency, ac-Bar-
ringForMO-Si1gnalling and ac-BarringForMO-Data. The first
relates to AC 10 barring for Emergency Calls and can be set to
“allowed” or “not allowed” (Boolean). The second applies
specifically for establishment of signalling connections and
was first introduced with the standardisation of E-UTRAN
due to the fact that Access Barring for Mobile Orniginated Data
might be applicable with a high likelihood and thus without
separation also access for signalling connection would be
prevented, resulting in the fact that a UE would also not be
reachable 1n certain situations. The latter applies for Mobile
Originated Data in E-UTRAN—which means any user data
transmission originating {from the terminal as E-UTR AN only
support a Packet Service Domain. Hence 1t also applies for
voice services using a Voice over IP (VoIP) data bearer.

As can be seen from the state of art, besides a separation
between Emergency Calls, MO-Signalling and MO-Data, no
further distinction for Access Class barring 1s applicable.

With the advent of smartphones—thus a wide range of

applications with totally different traflic characteristics—as
well as with the new field of machine-to-machine (M2M)
communication, characteristics of access attempts to a cellu-
lar network have been completely changed. In contrast to
tformer GSM systems, where placing voice calls by a human
being was the main use case of mobile usage, now applica-
tions start to access and leave the cellular system much more
frequently and thus new means of controlling the access to
shared cellular resources—Ilike, e.g., the Random Access
Channel—of a cellular system are required. Especially two
situations need to be considered by a solution to improve the
state of the art:

First, the access to a shared medium does not require
human mteraction anymore—i.¢. if placing a voice call would
have failed a couple of times, the user simply would give up,
while applications simply continue to try to access if no
turther preventing means are implemented.

Second, with the growing number of M2M devices, a huge
amount of terminal devices 1n a given cell might request
access to the shared resources simultaneously (e.g. to report a
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status every full hour or when a huge amount of M2M devices
moves through the network and performs a location area

update).

SUMMARY

In an embodiment, the present invention provides a method
for controlling the access of a User Equipment (UE) to a
public land mobile network (PLMN). The PLMN provides at
least a service. The PLMN includes at least one network cell.
A control channel 1s broadcast within the network cell. The
method includes: transmitting a barring factor information to
the UE on the broadcast control channel within the network
cell; transmitting a barring scaling information to the UE on
a control channel independently of the barring factor infor-
mation; and realizing, based on a combination of the barring
factor information and the barring scaling information, an
access control to the service with regard to the UE by deciding
whether a specific access request of the UE to the service 1s
accepted or rejected.

BRIEF DESCRIPTION OF THE DRAWINGS

The present invention will be described i even greater
detail below based on the exemplary figures. The mvention 1s
not lmmited to the exemplary embodiments. All features
described and/or 1llustrated herein can be used alone or com-
bined 1n different combinations in embodiments of the mven-
tion. The features and advantages of various embodiments of
the present invention will become apparent by reading the
tollowing detailed description with reference to the attached
drawings which illustrate the following:

FI1G. 1 1llustrates schematically a flow diagram for access
barring according to the prior art.

FIG. 2 1llustrates schematically the flow diagram for access
barring according to the present invention.

FIG. 3 illustrates schematically a per User Equipment
access barring probability scaling.

FI1G. 4 1llustrates schematically a network cell of a public
land mobile network (PLMN) using the inventive method.

FIG. 5 illustrates schematically the effect of the access
barring time.

FI1G. 6 1llustrates schematically a plurality of examples of
access barring scaling information and/or access barring time
information.

DETAILED DESCRIPTION

Embodiments of the present invention provide a method, a
public land mobile network (PLMN), and a program for
selective access control to shared resources i a cellular
mobile network. The method according to the present inven-
tion especially takes 1nto account different traffic or applica-
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for example GERAN, UMTS or E-UTRAN/LTE today.

In an embodiment, the present invention provides a method
tor controlling the access of a User Equipment to a public land
mobile network (PLMN), wherein the public land mobile
network (PLMN) provides at least a service, the public land
mobile network (PLMN) comprising at least one network
cell, wherein a control channel 1s broadcast within the net-
work cell, the method comprising the steps of:

transmitting a barring factor information to the User
Equipment on the broadcast control channel (BCCH)
within the network cell,
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independently thereof transmitting a barring scaling infor-
mation to the User Equipment on a control channel,
especially a dedicated control channel,
wherein by means of a combined use of the barring factor
information and of the barring scaling information, an access
control to the service i1s realized with regard to the User
Equipment by deciding whether a specific access request of
the User Equipment to the service 1s accepted or rejected.

According to the present invention, a terminal specific
scaling on the access barring factors (derived from the broad-
cast control channel of the cell) 1s applied. Thereby, it 1s
advantageously possible to increase or decrease the indi-
vidual probability to gain access to a shared medium 1n a
cellular network.

According to the present invention, it 1s preferred that the
access barring (or permitting, 1.e. the access control) func-
tionality can be applied for a User Equipment being 1n a
connected mode and also for a User Equipment being 1n an
idle mode.

Thereby, 1t 1s advantageously possible to apply the iven-
tive method to a plurality of possible situations of User Equip-
ment within a network cell.

According to a preferred embodiment of the present inven-
tion, the barring scaling information 1s assigned specifically
to the User Equipment.

This means that 1t 1s not only possible that two different
User Equipments connected to a specific network cell of the
public land mobile network (PLMN) can be treated ditfer-
ently with respect to performing the access control, but 1t 1s
possible to individually scale the access permission rate (or
access barring rate) of a specific User Equipment within the
network cell, 1.e. 1t 1s possible to realize an access control on
a “per User Equipment” basis.

According to the present invention, 1t 1s thereby advanta-
geously possible that in addition to the general access barring
factor (valid for all UEs 1n a cell) a UE individual access
barring 1s applied by individually scaling the general access
barring factor.

The method 1s described by the following steps: access of
a terminal to a shared medium 1n a cellular network by steps
of:

determinming 1f access restrictions to a shared medium apply

(also known as derive access barring factor from system
information broadcast),

classity the reason for access,

select an access barring scaling factor (1.e. a barring scaling

information) based on per User Equipment defined rules
to be applied,

apply the rules 1n order to determine 11 access to a shared

medium 1s possible,

access the shared medium 11 applicable or

determine when a new attempt to access the shared

medium 1s applicable (1.e. after which access barring
time another access request can be sent).

The UE specific access barring scaling factor 1s defined by
the network by means of dedicated signalling the access
barring scaling factor towards a single UE or by defining the
access barring scaling factor for a group of terminals deter-
mined by group specific signalling either with a group spe-
cific dedicated signalling or by broadcast control signalling
means.

As a further preferable embodiment of the present mnven-
tion 1t 1s proposed to define not just a per User Equipment
access barring scaling factor per device, but to define a group
of access barring scaling factors for a particular User Equip-
ment. In this case the group of access barring scaling factors
1s either applied on a per UE activated Quality-of-Service
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level (also known as per Quality-of-Service bearer/per Radio
bearer) or on a per application level (e.g. determined by an “IP
source/destination/port triplet”) or—especially beneficial for
M2M (machine to machine) communication devices—on a
per “M2M service class™ basis. “M2M service class™ basis in
this sense 1s meant to be a function which 1s defined for an
M2M terminal device, where a plurality of M2M services are
running, each belonging to a particular “M2M service class™.
I.e. the plurality of non-realtime status updates, near-realtime
alarm event notification or realtime-services with high
bitrates.

According to a further embodiment of the present inven-
tion, a further barring factor information 1s transmitted to the
User Equipment on the control channel within the network
cell, and independently thereof a further barring scaling infor-
mation 1s transmitted to the User Equipment on a control
channel, especially a dedicated control channel, wherein the
public land mobile network (PLMN) provides a further ser-
vice, wherein by means of a combined use of the further
barring factor information and of the further barring scaling
information, an access control to the further service 1s real-
1zed with regard to the User Equipment by deciding whether
a specific access request of the User Equipment to the further
service 1s accepted or rejected.

Thereby, i1t 1s advantageously possible to control the access
to the public land mobile network (PLMN) 1n a still finer
manner, 1.e. not only different User Equipments (s) can (at
least 1 principle) be individually controlled regarding the
network access (on a “per User Equipment basis™) but 1t 1s
possible that different services (1.e. a service and a further
service) ol the public land mobile network (PLMN) used by
the same User Equipment can be treated differently by the
public land mobile network (PLMN). For example, 1t 15 pos-
sible that 1n a situation of high network usage, the access to
voice functionality 1s restricted for a specific User Equipment
while the access to data service functionality 1s not or not as
substantially reduced with respect to that User Equipment.
According to the embodiment discussed in this paragraph, a
different (cell-global) barring factor information 1s used for
different services (1.e. a barring factor information regarding
the service and a turther barring factor information regarding,
the further service).

According to a further embodiment of the present inven-
tion, a further barring scaling information 1s transmitted to the
User Equipment on a control channel, especially a dedicated
control channel independently from the transmission of the
barring factor information to the User Equipment on the
control channel, wherein the public land mobile network
(PLMN) provides a further service, wherein by means of a
combined use of the barring factor information and of the
turther barring scaling information, an access control to the
turther service 1s realized with regard to the User Equipment
by deciding whether a specific access request of the User
Equipment to the further service 1s accepted or rejected.

Thereby, 1t 1s advantageously also possible to control the
access to the public land mobile network (PLMN) 1n a finer
manner than only on a per User Equipment basis, 1.¢. not only
different User Equipment(s) can (at least in principle) be
individually controlled regarding the network access but 1t 1s
possible that different services (1.e. a service and a further
service) ol the public land mobile network (PLMN) used by
the same User Equipment can be treated differently by the
public land mobile network (PLMN). For example, 1t 1s pos-
sible that 1n a situation of high network usage, the access to
voice functionality 1s restricted for a specific User Equipment
while the access to data service functionality 1s not or not as
substantially reduced with respect to that User Equipment.
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According to the embodiment discussed 1n this paragraph, 1t
1s possible and preferred according to the present invention
that the same (cell-global) barring factor information 1s used
for different services (1.e. only the barring factor information
1s transmitted (cell-globally) and 1t 1s

either explicitly indicated by the public land mobile net-

work, or

understood by the User Equipment

that the barring factor information refers to different services

(1.e. the barring factor information acts as the barring factor
information regarding the service and acts as the further bar-
ring factor information regarding the turther service).

According to the standardization document 3GPP
15.36.331v9.2.0, the access control 1s performed using a
barring factor information broadcast within the network cell
to the User Equipments present. Preferably, the barring factor
information has a value between (and 1including) 0 and 0.95.
On attempting to request access to the public land mobile
network (PLMN), the User Equipment draws a randomized
number rand between 0 and 1, and only 1n case rand 1s inferior
to the barring factor information, access 1s granted (1.€. 1n case
rand 1s superior to the barring factor information access 1s
denied). The present invention proposes to use the appropri-
ate barring factor information (which i1s global within the
considered network cell) and an appropriate barring scaling
information (which 1s or at least can be individual per User
Equipment or group of User Equipments). According to a
preferred embodiment, the random number rand 1s multiplied
with the barring scaling information and compared with the
barring factor information. This means that a value of the
barring scaling mnformation lower than one will increase the
probability of access granted to the public land mobile net-
work (PLMN) whereas a value of the barring scaling infor-
mation higher than one will decrease the probability of access
granted to the public land mobile network (PLMN). Other
embodiments o the use of the barring scaling information are
possible according to the present invention. For example, the
barring scaling information can be added to or subtracted
from the barring factor information (and then the result of this
operation compared with the random number rand: an
increase of the resultant number (by adding or subtracting the
barring factor information and the barring scaling informa-
tion) will 1increase the probability of access granted to the
public land mobile network (PLMN) and a decrease of the
resultant number will decrease this probability. Alternatively,
the barring scaling information can be added to the random
number rand, thus decreasing the probability of access
granted.

According to still another embodiment of the present
invention, a further User Equipment recerve the barring factor
information on the control channel within the network cell
and an 1ndividual barring scaling information on a control
channel, especially a dedicated control channel, wherein the
User Equipment and the further User Equipment belong to
one group of User Equipments within the network cell of the
public land mobile network (PLMN).

Thereby, 1t 1s advantageously possible according to the
present invention that for groups of User Equipments the
same or a different barring scaling information can be
assigned by the public land mobile network (PLMN). For
example, 1t 1s advantageously possible that a priontized
access to the PLMN 1s assigned to the group of User Equip-
ments within a cell that are more interesting to the network
operator (so called gold customers) compared to the group of
User Equipments within a cell that are less interesting to the
network operator. This can be reflected 1n prionitizing the
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access to the network permaitted to the so-called gold custom-
ers 1n relation to the access permitted to other customers.

According to still a further preferred embodiment of the
present invention, generic barring time information 1s trans-
mitted to the User Equipment on a broadcast control channel,
wherein a barring time scaling information is transmitted to
the User Equipment on a control channel, especially a dedi-
cated control channel, wherein after a specific access request
of the User Equipment to the service and for a period of time
either

dependent on the barring time scaling information, or

based on a combined use of the generic barring time infor-

mation and the barring time scaling information,
the access to the service 1s specifically barred for the User
Equipment. According to a further modification of this
embodiment, a further barring time scaling information 1s
transmitted to the User Equipment on the control channel,
especially the dedicated control channel, wherein the public
land mobile network (PLMN) provides a further service,
wherein after a specific access request of the User Equipment
to the further service and for a period of time either

dependent on the further barring time scaling information,

or

based on a combined use of the generic barring time infor-

mation and the further barring time scaling information,
the access to the further service 1s specifically barred for the
User Equipment.

Thereby, it 1s advantageously possible to realize an access
control regarding the barring time to the public land mobile
network (PLMN) individually for different User Equipments
(1.e. on a per User Equipment basis), and 1t 1s also possible to
realize an access control regarding the barring time for dif-
terent services (service and further service) within the User
Equipment. According to one alternative variant of this
embodiment, it 1s possible that the barring time scaling infor-
mation (or the barring time scaling information and the fur-
ther barring time scaling information) 1s an information indi-
cating a period of time, €.g. a period of time expressed 1n for
example seconds and wherein this barring time scaling infor-
mation (as a more specific mformation for a specific User
Equipment or for a specific service (or a further service)
within or usable with a User Equipment) replaces the generic
barring time (broadcast on a broadcast control channel to all
User Equipments within the network cell). This variant of the
embodiment 1s addressed by the wording “dependent on the
barring time scaling information”. Alternatively thereto 1t 1s
also possible and preferred according to another variant of
this embodiment of the present invention that the barring time
scaling information (or the barring time scaling information
and the further barring time scaling information) 1s used to
determine the time interval a User Equipment 1s barred by
means of a combined use of both the barring time scaling
information and the generic barring time information (broad-
cast to all User Equipments within the network cell). This 1s,
¢.g., possible by using the barring time scaling information as
a factor by which the generic barring time information 1s to be
multiplied so that the barring time to be applied 1s either
longer than specified by the generic barring time (1in case that
the barring time scaling information indicates a multiplica-
tion factor superior to 1) or shorter than specified by the
generic barring time (in case that the barring time scaling
information indicates a multiplication factor inferior to 1).
Alternatively, it 1s also possible that the barring time scaling,
information indicates a period of time, e.g. a period of time
expressed 1n seconds and wherein this barring time scaling
information 1s either added to or subtracted from the generic
barring time mnformation. This variant of the embodiment 1s
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addressed by the wording “based on a combined use of the
generic barring time information and the barring time scaling
information (or the further barring time scaling
information)”.

According to still a further preferred embodiment of the
present invention, a generic barring time information 1s trans-
mitted to the User Equipment on a broadcast control channel
and a specific barring time information on a control channel,
especially a dedicated control channel,

wherein after a specific access request of the User Equip-

ment to the service, the access to the service 1s specifi-
cally barred for the User Equipment based on a com-
bined use of the generic barring time information and the
dedicated barring time mformation, or

wherein after a specific access request of the User Equip-

ment to the service and to the further service, the access
to the service 1s specifically barred for the User Equip-
ment based on a combined use of the generic barring
time information and the dedicated barring time 1nfor-
mation, and the access to the further service 1s specifi-
cally barred for the User Equipment based on a com-
bined use of the generic barring time information and the
further barring time 1nformation.

Thereby, it 1s advantageously possible to realize a flexible
access control to the public land mobile network (PLMN).

According to the present invention, the service and/or the
further service are chosen of the set comprising a network
service ol a public land mobile network (PLMN), the access
to a shared medium, a Quality-of-Service level, and/or a
M2M-service-class. Furthermore, 1t 1s preferred according to
the present invention that the service relates to a radio bearer
identity and/or to a Quality-of-Service bearer identity and/or
the Turther service relates to a further radio bearer 1dentity
and/or to a further Quality-of-Service bearer 1dentity. One
prominent example of a service or a shared medium accord-
ing to the present ivention 1s the access of the User Equip-
ment to the Random Access Control Channel (RACH) of the
public land mobile network (PLMN).

Thereby, 1t 1s advantageously possible provide a fine
grained access control regarding different services or access
modes of a specific User Equipment.

According to still a further preferred embodiment of the
present invention, an active state barring information 1s trans-
mitted to the User Equipment on a control channel, especially
a dedicated control channel, wherein in case that the User
Equipment1s in an active or connected state and dependent on
the active state barring information, an access control to the
service 15 realized with regard to the User Equipment by
deciding whether a specific access request of the User Equip-
ment to the service 1s accepted or rejected. According to
another preferred embodiment of the present invention, a
turther active state barring information 1s transmitted to the
User Equipment on a control channel, especially a dedicated
control channel, wherein the public land mobile network
(PLMN) provides a further service, wherein in case that the
User Equipment 1s 1n an active or connected state and depen-
dent on the further active state barring information, an access
control to the further service 1s realized with regard to the
User Equipment by deciding whether a specific access
request of the User Equipment to the further service 1s
accepted or rejected.

By means of providing the active state barring information
(or the active state barring information and the further active
state barring information) to the User Equipment, 1t 1s advan-
tageously possible according to the present invention to also
control the access of User Equipment being in an active (or 1n
a connected) state. This 1s 1mportant because due to the
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increase of mobile data application enabled User Equip-
ments, the proportion of those User Equipments that are not in
a strictly speaking idle mode (but 1n either an active mode or
in an at least partly “connected” mode or 1n an at least semi-
active mode, 1.e. an operation mode where a packet data
connection 1s activated or an Internet Protocol address active)
1s growing and thus it 1s important also to control the access to
shared media or services of the public land mobile network
(PLMN) with regard to such non-idle mode User Equip-
ments. According to the present invention, this functionality
1s provided
by means of the active state barring information, ¢.g. a tlag
information on a per User Equipment basis, for control-
ling the access of the User Equipment to (all the services
ol) the public land mobile network (PLMN), or

by means of the active state barring information and the
further active state barring information, e.g. a flag infor-
mation on a per Quality-of-Service bearer basis, for
controlling the access of the User Equipment to the
public land mobile network (PLMN) for different ser-
vices individually.

According to the present invention, 1t is also possible and
preferred that a (first) barring scaling information (or a (first)
barring scaling information and a further (second) barring
scaling information) 1s transmitted to the User Equipment and
used for controlling the access of the User Equipment to the
public land mobile network (PLMN) for the case that the User
Equipment is 1n the 1dle state (1.e. for the transition of the User
Equipment from the 1dle state to the (fully) active state) and
that a (third) barring scaling information (or a (third) barring
scaling information and a further (fourth) barring scaling
information) 1s transmitted to the User Equipment and used
tor controlling the access of the User Equipment to the public
land mobile network (PLMN) for the case that the User
Equipment 1s 1n the active (or connected) state (1.e. for the
transition of the User Equipment from the (partly) active (or
connected) state to the (fully) active state).

Accordingly 1t 1s possible and preferred according to the
present invention that cumulatively or alternatively to using,
different barring scaling information for the transition of the
User Equipment from the 1dle mode to the (fully) active mode
or for the transition of the User Equipment from the (partly)
active (or only connected) state to the (fully) active state, also
a different barring time scaling information 1s used. This
means that a (first) barring time scaling information (or a
(first) barring time scaling information and a further (second)
barring time scaling information) 1s transmitted to the User
Equipment and used for controlling the access of the User
Equipment to the public land mobile network (PLMN) for the
case that the User Equipment 1s in the 1dle state (1.e. for the
transition of the User Equipment from the 1dle state to the
(fully) active state) and that a (third) barring time scaling
information (or a (third) barring time scaling information and
a further ({ourth) barring time scaling information) is trans-
mitted to the User Equipment and used for controlling the
access of the User Equipment to the public land mobile net-
work (PLMN) for the case that the User Equipment 1s 1n the
(partly) active (or connected) state (1.e. for the transition of the
User Equipment from the (partly) active (or connected) state
to the (Tully) active state).

The present invention also relates to a public land mobile
network (PLMN) comprising at least one network cell,
wherein a control channel 1s broadcast within the network
cell, wherein the public land mobile network (PLMN) pro-
vides a service, wheremn the public land mobile network
(PLMN) transmuits a barring factor information on the broad-
cast control channel to a User Equipment within the network
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cell, and wherein independently thereof the public land
mobile network (PLMN) transmits a barring scaling informa-
tion to the User Equipment on a control channel, especially a
dedicated control channel, wherein by means of a combined
use of the barring factor information and of the barring scal-
ing mformation, an access control to the service 1s realized
with regard to the User Equipment by deciding whether a
specific access request of the User Equipment to the service 1s
accepted or rejected.

The present invention further relates to a program compris-
ing a computer readable program code for controlling an
entity of a public land mobile network (PLMN) according to
an iventive method.

The present mvention further also relates to a computer
program product comprising an inventive program.

The present mvention will be described with respect to
particular embodiments and with reference to certain draw-
ings but the mvention 1s not limited thereto but only by the
claims. The drawings described are only schematic and are
non-limiting. In the drawings, the size of some of the ele-
ments may be exaggerated and not drawn on scale for illus-
trative purposes.

Furthermore, the terms first, second, third and the like 1n
the description and in the claims are used for distinguishing,
between similar elements and not necessarily for describing a
sequential or chronological order. It 1s to be understood that
the terms so used are interchangeable under appropriate cir-
cumstances and that the embodiments of the invention
described herein are capable of operation 1n other sequences
than described of 1llustrated herein.

According to the present invention, an improved method to
control the access of User Equipments to a public land mobile
network (PLMN) 1s disclosed. FI1G. 4 schematically shows an
example of a public land mobile network (PLMN) compris-
ing a core network CN and a network cell 5. It 1s evident to a
person skilled in the art that usually, the public land mobile
network (PLMN) comprises a plurality of network cells com-
parable to the network cell depicted 1n FIG. 4. The network
cell S comprises a, for example, an eNodeB eNB or at least an
cNodeB 1s assigned to the network cell 5 (which means that
one eNodeB can also serve a plurality of network cells 5).
Usually, a plurality of User Equipments are present within the
geographical extension of the network cell 5. For the purpose
of describing the present invention, the network cell 5 com-
prises a ({first) User Equipment, a further (or second) User
Equipment UE2 and another (or third) User Equipment UE3.
In the following, the realization of enhanced access control,
¢.g. of a M2M device/or another User Equipment terminal
with an improved possibility for granting access to a shared
medium of the public land mobile network (PLMN) as pro-
posed by the present invention 1s exemplarily explained for a
cellular system operating according to the E-UTRAN (LTE)
standard, but 1s also applicable for any other cellular network
using any other technology.

In order to allow a selective access control to a shared
medium, 1.e. for example the Random Access Channel
(RACH) of LTE, 1t 1s proposed to use a per User Equipment
access barring scaling factor (or barring scaling information)
resulting in a differentiation between access probability
between different devices, even i1f the general access barring,
factor 1s unique for all UEs.

An optimization of this embodiment allows a finer differ-
entiation than a per User Equipment by defining a group of
access barring scaling information, where the individual
pieces ol access barring scaling information are linked to
either the activated Quality-of-Service bearers/radio bearer
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or—especially advantageously for M2M communication
devices, but not limited to—linked to “M2M service class™.
For the present invention the definition of the access bar-

ring scaling factors 1s either defined with dedicated signalling
(303), where the terminal 1n question 1s assigned either a

single access barring scaling factor applicable for any access

to a cell, or a group of access barring scaling factors (304)
individual for Quality-of-Service bearers or “M2M service
class™.

A practical application of the inventive method 1s
explained exemplarily for a per User Equipment access bar-
ring scaling information 1n the following and represented in
FIG. 3. In FIG. 3, a schematical representation of the mes-
sages exchanged between a User Equipment UE, an eNodeB
(or base station or base station transcetrver), and a Core Net-
work of a public land mobile network (PLMN) 1s shown
regarding the controlling access to the network.

It 1s proposed with the method described here, that an
individual or particular User Equipment UE 1s assigned with
a barring scaling factor (derived from or triggered by, e.g. an

indication message 301 from the Core Network to the eNo-
deB eNB, and a processing 302 at the eNodeB eNB, e.g.
deriving the barring scaling factor) to be applied on the gen-
eral access barring factor and signalled to the UE using either
a message 303 using a dedicated control channel or a group
message 304 using a broadcast control channel. In more
detail, the indication message 301, e.g., comprises a content
of the form “Radio Access Network Application Protocol
(RANAP) INITIAL CONTEXT SETUP REQUEST (.. .,
subscriber profile ID)”. Furthermore, the processing 302 at,
¢.g., the eNodeB eNB determines individual barring scaling
information on a per User Equipment basis (or on a per group
basis or on a per service basis), for example based on locally
defined rules which scaling on access barring should be
applied. The message 303 or the group message 304 are
meant to be alternatives, 1.e. the barring scaling information
(and optionally the dedicated barring time) 1s transmitted
either to an individual User Equipment (by means of using
message 303 on a dedicated control channel) or to a group of
User Equipments (by means of using group message 304 on
the broadcast control channel). In a processing step 305 the
User Equipment applies the barring scaling information (and
optionally the dedicated barring time information) according
to the inventive method. In case the group based signalling 1s
to be used, the UEs need to be assigned to a specific group,
based on dedicated signalling, similar to the flow with mes-
sage 303.

According to the state of art as defined in [3GPP TS
36.331v9.2.0, chapter 5.3.3] the UE 1n case of mitiating an
RRC connection establishment procedure 1s requested to
check the access class barring status from the system infor-
mation broadcast type 2 (SIB2), check 11 the Information
Elements (IEs) “ac-Barringlnfo” and the Information Ele-
ment “ac-BarringForMO-Data™ 1s present. If this 1s the case,

a random number ‘rand’ 1s drawn (‘rand’ 1s uniformly

distributed 1n the range: O=rand<1);

if ‘rand’ 1s lower than the value indicated by ac-Barring-

Factor included in ac-BarringForMO-Data, then
consider access to the cell as not barred;

clse:

consider access to the cell as barred:
As the network cell 5 (or the respective eNodeB entity)

indicates the actual access barring factor in the range 0.0 to
0.95 [see 3GPP TS 36.331, chapter 6.1.3] and the UE has
drawn a uniformly distributed random number “rand” 1n the
range O=rand<1, it knows 11 the access to the cell for this
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attempt 1s allowed or not. This procedure 1s represented by
means of a tlow diagram 1n FIG. 1, where:
the procedure starts at a step 31 asking whether mobile
originated or mobile onginating (MO) data are present
(1.e. whether access to a service or a shared medium of
the public land mobile network (PLMN) 1s necessary or
not); 1 case such data are present, 1.€. an access 1S
required, the program flow branches to a step 32;
in the step 32, 1t 1s asked whether a timer T302 or a timer
1303 1s still running or not; 1n the affirmative case, the
flow branches to a step 50 corresponding to the denial of
the requested access to the public land mobile network
(PLMN); 1f none of the timer 1302 or 1303 are still
running, the flow branches to a step 33;
in the step 33, 1t 1s asked whether mobile originated data
should be barred or not; 1in the affirmative case, the flow
branches to a step 34; 1f mobile originated data should
not be barred, the flow branches to a step 40 correspond-

ing to granting the requested access to the public land
mobile network (PLMN);

in the step 34, 1t 1s asked whether the User Equipment 1s
associated with access classes 11 to 15 or not; 1n the
affirmative case, the flow branches to a step 35; 11 the
User Equipment 1s not associated with access classes 11
to 15, the flow branches to a step 36 corresponding to
drawing a random number ‘rand’;
in the step 35, 1t 1s asked whether one of access classes 11
to 15 are set to zero or not; 1n the affirmative case, the
flow branches to the step 40; 11 none of access classes 11
to 15 are set to zero, the tlow branches to the step 36
corresponding to drawing the random number ‘rand’;

in the step 36, the random number ‘rand’ 1s drawn, ‘rand’
being uniformly distributed 1n the range: O=rand<1; and
the flow branches to a step 37;

in the step 37, it 1s asked whether ‘rand’ 1s inferior to the
access barring factor information applied generally to all
User Equipments within the network cell 5; 1n the affir-
mative case, the tlow branches to the step 40; 11 ‘rand’ 1s
not mfterior to the access barring factor information, the
flow branches to a step 38 corresponding to starting
timer T303 (corresponding to barring time information);

in the step 38, the timer T303 i1s started and the flow
branches to the step 50 corresponding to the denial of the
requested access to the public land mobile network
(PLMN).

(Given this current state of the art, based on the access
barring factor applying for all UEs in a given cell and the
uniform distribution of the random draw, the probability for
cach UE to gain access to this cell 1s exactly the same.

The proposed method according to the present invention
comprises the use of an access barring scaling information (or
an access barring scaling factor or a barring scaling informa-
tion) 1s applied by the mdividual User Equipment after ran-
dom draw. By doing so, 1t 1s possible to influence the random
draw ‘rand’ based on a factor (or scaling 1tem), 1.e. the barring
scaling information, defined by the network operator, 1n order
to decrease or to increase the access probability individually
per User Equipment. A flow diagram showing an embodi-
ment of such an mventive method according to the present
invention 1s schematically represented 1n FIG. 2, where:

the procedure starts at a step 11 asking whether mobile

originated or mobile originating (MQO) data are present
(1.e. whether access to a service or a shared medium of
the public land mobile network (PLMN) 1s necessary or
not); 1 case such data are present, 1.€. an access 1s
required, the program flow branches to a step 12;
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in the step 12, 1t 1s asked whether a timer T302 or a timer

1303 1s still running or not; in the affirmative case, the

flow branches to a step 30 corresponding to the denial of

the requested access to the public land mobile network

(PLMN); 1f none of the timer 1302 or T303 are still

running, the flow branches to a step 13;
in the step 13, it 1s asked whether mobile originated data
should be barred or not; in the affirmative case, the flow

branches to a step 14; 1if mobile originated data should

not be barred, the tflow branches to a step 20 correspond-
ing to granting the requested access to the public land
mobile network (PLMN);
in the step 14, 1t 1s asked whether the User Equipment 1s
associated with access classes 11 to 15 or not; in the
alfirmative case, the flow branches to a step 15; if the
User Equipment 1s not associated with access classes 11
to 15, the flow branches to a step 16 corresponding to
drawing a random number ‘rand’;
in the step 15, 1t 1s asked whether one of access classes 11
to 15 are set to zero or not; 1n the affirmative case, the
flow branches to the step 20; 11 none of access classes 11
to 15 are set to zero, the tlow branches to the step 16
corresponding to drawing the random number ‘rand’;

in the step 16, the random number ‘rand’ 1s drawn, ‘rand’
being uniformly distributed 1n the range: O=rand<1; and
the flow branches to a step 17;

in the step 17, 1t 1s asked whether a barring scaling infor-
mation 1s present; in the affirmative case the flow
branches to a step 21; otherwise, the flow branches to an
step 18;

in the step 21, ‘rand’ 1s multiplied with the barring scaling
information (or access barring scaling factor) and the
flow branched to a step 22;

in the step 22, it 1s asked whether the scaled ‘rand’ number
(1.e. the product of ‘rand’ with the barring scaling infor-
mation) 1s inferior to the access barring factor informa-
tion applied generally to all User Equipments within the
network cell 5; in the affirmative case, the flow branches
to the step 20; 11 the scaled ‘rand” number 1s not inferior
to the access barring factor information, the flow
branches to a step 19 corresponding to starting timer
1303 (corresponding to barring time information);

in the step 18, it 1s asked whether ‘rand’ 1s inferior to the
access barring factor information applied generally to all
User Equipments within the network cell 5; 1n the affir-
mative case, the flow branches to the step 20; 11 ‘rand’ 1s
not iferior to the access barring factor information, the
flow branches to the step 19 corresponding to starting
timer 1303 (corresponding to barring time information);

in the step 19, the timer T303 1s started and the flow
branches to the step 30 corresponding to the denial of the
requested access to the public land mobile network
(PLMN).

The usage of the access barring scaling factor (or barring
scaling information) 1s exemplarily explained by the follow-
ing example:

In case 50% of the access attempts towards a network cell 5
should be blocked, the access class barring factor information
would be set to p50, 1.e. to 0.5 or 50% (in the Information
Element “ac-BarringFactor” as defined i [3GPP TS
36.331]). On mmtiation of a RRC (Radio Resource Control)
connection establishment procedure, a User Equipment
would draw a random number ‘rand’ in the range O=rand<1,
and thus with a 50% probability would get access on the
shared medium of the network cell, e.g. the RACH (Random
Access Control Channel). As the same random draw 1s imple-
mented 1 all User Equipments or terminals, the distribution

10

15

20

25

30

35

40

45

50

55

60

65

14

of User Equipment which gains access to the ones which
don’t1s 50:50. According to the present invention, the mven-
tive method proposes to apply a User Equipment specific
access barring scaling factor (or barring scaling information),
¢.g. on top of the random draw ‘rand’. If the User Equipment
1s Tor example configured with a barring scaling information
(or access barring scaling factor ABSFEF) of ABSF=0.5, this
means that the probability of gaining access 1s doubled com-
pared to the previous case (where no UE specific access
barring scaling factor (or barring factor information) 1s used
by the User Equipment). If the barring scaling information 1s
0.1, 1t means that the probability 1s 10 times higher (or at most
100%) than without a User Equipment specific access barring
scaling factor. Likewise if the barring scaling information 1s
10, the individual probability to gain access to the network
cell 5 1s 10 times lower than without an 1individual access
barring scaling factor.

Depending on the range of the access barring scaling factor
it 1s possible to increase or decrease the probability of access
for an individual User Equipment by different factors. The
exemplarily used factors are just for 1llustration and in prin-
ciple any factor can be used. For practical reasons only a
discrete number of access barring scaling factors should typi-
cally be defined, such as for example 0; 0.1; 0.2;0.5; 1.0; 2.0;
5.0; 10.0.

An enhancement of the embodiment of the invention pro-
vides 1n addition to the User Equipment specific barring scal-
ing information an barring time scaling information. The IE
ac-BarringTime as defined in [3GPP TS 36.331v9.2.0] pro-
vides a cell wide barring time 1n case a User Equipment has
not been granted for access to the cell. Like the access barring
factor (or barring factor information) the value of this timer
(1.e. the ac-BarringTime) applies for all UE 1n the same cell
without any possibility to distinguish between the User
Equipments. Hence all User Equipments will wait for the next
attempt equally long based on the setting of the value. Hence
in order to selectively control the access barring time for
individual User Equipments it 1s proposed by the present
invention that an barring time scaling imnformation can be
defined by the network on a per User Equipment basis to
allow an individual control of the barring time per User
Equipment. Similar to the barring scaling information the
barring time scaling information can be either defined per
User Equipment, or per Quality-of-Service Bearer or per
“M2M service class™, 1.e. 1 case of a (first) service and a
further (second) service of the public land mobile network
(PLMN) (or first and second Quality-of-Service Bearer or
first and second M2M service class) the access control of the
User Equipment can be controlled not only on a “per User
Equipment basis™ but in a more fine-grained manner, namely
“per Quality-of-Service Bearer or “per M2M service class”,
by transmitting a barring time scaling information and a fur-
ther barring time scaling mformation and by applying the
barring time scaling information on the access control with
regard to the (first) service and by applying the further barring
time scaling information on the access control with regard to
the further (second) service.

In FIG. 5, the effect of a barring time information 1s sche-
matically shown. The barring time information 8 that can be
individually set for a User Equipment (by means of using
either the barring time scaling information or by means of the
combined use of the generic barring time information and the
barring time scaling information) corresponds to the time that
1s necessary to elapse between a first access request 6 and a
second access request 7 of the User Equipment.

Alternatively instead of using a per UE access barring time
scaling factor which 1s based on the setting of the IE ac-
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BarringTime from SIB2 it might be advantageously possible
to define the concrete barring time individually for a given
UE. Likewise concrete barrmg times can be configured per
QoS Bearer or per “M2M service class™ (530).

For the radio network node configuring the enhanced

access barring (1.e. the eNB 1n case of E-UTRAN) local

configurations might be used where the identification which

[ 1

local configuration should be applied might be based on UE
specific signalling from the CN (see FIG. 3). A standardized
solution 1s based on the Subscriber Profile ID (SPID) concept
ol 3GPP as defined 1n [3GPP TS 23.401 and 3GPP TS
36.413]. This concept 1s also described 1n [EP 2119273].

Further an mmproved embodiment of the previously
described method for UE specific access barring control
includes control information, either per UE or individually
tor each QoS Bearer or per “M2M service class™, 11 the access
restrictions according to the access barring factor (and the
optional scaling) are also valid for the case the UE 1s 1n
connected mode rather than 1dle mode.

Finally as another improved embodiment of the previously
described method for User Equipment specific access barring
control includes control information signalled to the User
Equipment by any of the procedures described to control
individually on a per cell, per group of User Equipment, per
User Equipment or per Quality-of-Service Bearer or per
“M2M service class™, 1f the access barring and the optionally
provided barring scaling information and/or the barring time
scaling information also applies while the UE being 1n a
connected or active state rather then 1n an 1dle state.

While the invention has been 1llustrated and described in
detail 1n the drawings and foregoing description, such 1llus-
tration and description are to be considered illustrative or
exemplary and not restrictive. It will be understood that
changes and modifications may be made by those of ordinary
skill within the scope of the following claims. In particular,
the present invention covers further embodiments with any
combination of features from different embodiments
described above and below.

The terms used 1n the claims should be construed to have
the broadest reasonable interpretation consistent with the
foregoing description. For example, the use of the article “a”
or “the” in 1ntroducing an element should not be interpreted as
being exclusive of a plurality of elements. Likewise, the reci-
tation of “or” should be 1nterpreted as being inclusive, such
that the recitation of “A or B” 1s not exclusive of “A and B.”
Further, the recitation of “at least one of A, B and C” should
be interpreted as one or more of a group of elements consist-
ing of A, B and C, and should not be interpreted as requiring
at least one of each of the listed elements A, B and C, regard-
less of whether A, B and C are related as categories or other-
wise.

The mvention claimed 1s:

1. A method for controlling the access of a User Equipment
(UE) to a public land mobile network (PLMN), wherein the
PLMN provides at least a service, the PLMN comprising at
least one network cell, wherein a control channel 1s broadcast
within the network cell, the method comprising the steps of:

transmitting a barring factor information to the UE on the

broadcast control channel within the network cell;

transmitting a barring scaling information to the UE on a

control channel independently of the barring factor
information; and

realizing, based on a combination of the barring factor

information and the barring scaling information, an
access control to the service with regard to the UE by
deciding whether a specific access request of the UE to
the service 1s accepted or rejected;
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wherein the barring scaling information i1s individually
assigned to the UE on a per-UE basis and wherein the
barring scaling information is defined by the PLMN for
selectively controlling access of each UE to the PLMN;
wherein the method further comprises:
transmitting a generic barring time information the UE on
a broadcast control channel; and

transmitting a barring time scaling information to the UE

on a control channel;

wherein after a specific access request of the UE to the

service and for a period of time based on the barring time
scaling information or a combination of the generic bar-
ring time information and the barring time scaling infor-
mation, the access to the service 1s specifically barred for
the UF;

wherein the PLMN provides a further service, and the

method further comprises:

transmitting a further barring time scaling information to

the UFE on the control channel;
wherein after a specific access request of the UE to the
further service and for a period of time based on the
further barring time scaling information or a combina-
tion of the generic barring time information and the
turther barrmg time scaling information the access to the
further service 1s specifically barred for the UE.
2. The method accordmg to claim 1, wherein the PLMN
provides a further service, and the method further comprises:
transmitting a further barring factor information to the UE
on the broadcast control channel within the network cell;

transmitting a further barring scaling information to the UE
on a control channel independent of the further barring
factor information; and

realizing, based on a combination of the further barring

factor information and the further barring scaling infor-
mation, an access control to the further service with
regard to the UE by deciding whether a specific access
request of the UE to the further service 1s accepted or
rejected.

3. The method according to claim 1, wherein the PLMN
provides a further service, and the method further comprises:

transmitting a further barring scaling information to the UE

on a control channel independent of the further barring
factor information; and

realizing, based on a combination of the barring factor

information and the further barring scaling information,

an access control to the further service with regard to the
UE by deciding whether a specific access request of the
UE to the further service 1s accepted or rejected.

4. The method according to claim 1, wherein a further UE
receive the barring factor information on the broadcast con-
trol channel within the network cell and an individual barring
scaling information on a control channel, wherein the UE and
the further UE belong to one group of UEs within the network
cell of the PLMN.

5. The method according to claim 1, wherein the service 1s
from the group consisting of: a network service of a PLMN,
the access to a shared medium, a Quality-of-Service level,
and a machine-to-machine (M2M)-service-class.

6. The method according to claim 1, wherein the service
relates to at least one of a radio bearer 1dentity, a Quality-oi-
Service bearer identity.

7. The method according to claim 1, further comprising:

transmitting an active state barring information to the UE

on a control channel;

wherein realization of the access control to the service 1s

further based on the UE being 1n an active or connected
state and based on the active state barring information.
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8. The method according to claim 7, wherein the PLMN

provides a further service, and the method further comprises:

transmitting a further active state barring information UE
on a control channel; and

realizing an access control to the further service based on
the UE being 1n an active or connected state and based on
the further active state barring information by deciding
whether a specific access request of the UE to the further
service 1s accepted or rejected.

9. A public land mobile network (PLMN), comprising:

at least one network cell, wherein a control channel 1is
broadcast within the network cell;

wherein the PLMN 1s configured to provide a service,
transmit a barring factor immformation on the control
channel to a User Equipment (UE) within the network
cell, to transmit, independently from the transmission of
the barring factor information, a barring scaling infor-
mation to the UE on a control channel; and

wherein an access control to the service 1s realized with
regard to the UE, based on a combination of the barring
factor information and the barring scaling information,
by deciding whether a specific access request of the UE
to the service 1s accepted or rejected,;

wherein the PLMN 1s further configured to transmit a
generic barring time information to the UE on a broad-
cast control channel and to transmit a barring time scal-
ing information to the UE on a control channel;

wherein after a specific access request of the UE to the
service and for a period of time based on the barring time
scaling information or a combination of the generic bar-
ring time information and the barring time scaling infor-
mation, the access to the service 1s specifically barred for
the UE;

wherein the PLMN 1s configured to provide a further ser-
vice, and to transmit a further barring time scaling infor-
mation to the UE on the control channel;

wherein after a specific access request of the UE to the
further service and for a period of time based on the
further barring time scaling information or a combina-
tion of the generic barring time information and the

further barring time scaling information, the access to
the further service 1s specifically barred for the UE.

10. The PLMN according to claim 9, wherein the barring
scaling information 1s individually assigned to the UE on a
per-UE basis and wherein the barring scaling information 1s

defined by the PLMN f{or selectively controlling access of

each UE to the PLMN.

11. A non-transitory computer-readable medium having
computer-executable instructions stored thereon for control-

ling the access of a User .

Hquipment (U

=) to a public land

mobile network (PLMN), wherein the PLMN provides at
least a service, the PLMN comprising at least one network
cell, wherein a control channel 1s broadcast within the net-
work cell, the computer-executable instructions, when
executed, causing the following steps to be performed:
transmitting a barring factor information to the UE on the
broadcast control channel within the network cell;
transmitting a barring scaling information to the UE on a
control channel independently of the barring factor

information; and

realizing, based on a combination of the barring factor
information and the barring scaling information, an
access control to the service with regard to the UE by
deciding whether a specific access request of the UE to
the service 1s accepted or rejected;
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wherein the computer-executable instructions, when
executed, further cause the following steps to be per-
formed:

transmitting a generic barring time information to the UE
on a broadcast control channel; and

transmitting a barring time scaling information to the UE
on a control channel;

wherein after a specific access request of the UE to the
service and for a period of time based on the barring time
scaling information or a combination of the generic bar-
ring time information and the barring time scaling infor-
mation, the access to the service 1s specifically barred for
the UF;

wherein the PLMN provides a further service, and wherein
the computer-executable instructions, when executed,
further cause the following steps to be performed:

transmitting a further barring time scaling information to
the UF on the control channel;

wherein after a specific access request of the UE to the
further service and for a period of time based on the
further barring time scaling information or a combina-
tion of the generic barring time information and the
further barring time scaling information, the access to

the further service s specifically barred for the UE.
12. The non-transitory computer-readable medium accord-

ing to claim 11, wherein the barring scaling information 1s
individually assigned to the UE on a per-UE basis and

wherein the barring scaling information i1s defined by the

PLMN for selectively controlling access of each UE to t.
PLMN.

1C

13. A method for controlling the access of a User Equip-

ment (UE) to a public land mobile network (PLMN), wherein
the PLMN provides at least a service, the PLMN comprising
at least one network cell, wherein a control channel 1s broad-
cast within the network cell, the method comprising the steps

of:

transmitting a barring factor information to the UE on the
broadcast control channel within the network cell;

transmitting a barring scaling information to the UE on a
control channel independently of the barring factor
information; and

realizing, based on a combination of the barring factor
information and the barring scaling information, an
access control to the service with regard to the UE by
deciding whether a specific access request of the UE to
the service 1s accepted or rejected;

wherein the method further comprises:

transmitting a generic barring time imnformation to the UE
on a broadcast control channel; and

transmitting a barring time scaling information to the UE
on a control channel;

wherein after a specific access request of the UE to the
service and for aperiod of time based on the barring time
scaling information or a combination of the generic bar-
ring time information and the barring time scaling infor-
mation, the access to the service 1s specifically barred for
the UF;

wherein the PLMN provides a further service, and the
method further comprises:

transmitting a further barring time scaling information to
the UFE on the control channel;

wherein after a specific access request of the UE to the
further service and for a period of time based on the
further barring time scaling information or a combina-
tion of the generic barring time information and the
further barring time scaling information, the access to
the further service 1s specifically barred for the UE.
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14. The method according to claim 13, wherein the PLMN
provides a further service, and the method further comprises:
transmitting a further barring factor information to the UE
on the broadcast control channel within the network cell;
transmitting a further barring scaling information to the UE
on a control channel independent of the further barring
factor information; and
realizing, based on a combination of the further barring

factor information and the further barring scaling infor-
mation, an access control to the further service with
regard to the UE by deciding whether a specific access
request of the UE to the further service 1s accepted or
rejected.
15. The method according to claim 13, wherein the PLMN
provides a further service, and the method further comprises:
transmitting a further barring scaling information to the UE
on a control channel independent of the further barring
factor information; and
realizing, based on a combination of the barring factor
information and the further barring scaling information,
an access control to the further service with regard to the
UE by deciding whether a specific access request of the
UE to the further service 1s accepted or rejected.
16. The method according to claim 13, wherein a further
UE receive the barring factor information on the broadcast
control channel within the network cell and an individual
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barring scaling information on a control channel, wherein the
UE and the further UE belong to one group of UEs within the
network cell of the PLMN.

17. The method according to claim 13, wherein the service
1s from the group consisting of: a network service of a PLMN,
the access to a shared medium, a Quality-of-Service level,
and a machine-to-machine (M2M)-service-class.

18. The method according to claim 13, wherein the service
relates to at least one of a radio bearer 1dentity, a Quality-oi-
Service bearer 1identity.

19. The method according to claim 13, further comprising;:

transmitting an active state barring information UE on a

control channel;

wherein realization of the access control to the service 1s

further based on the UE being 1n an active or connected
state and based on the active state barring information.

20. The method according to claim 19, wherein the PLMN
provides a further service, and the method further comprises:

transmitting a further active state barring information UE

on a control channel; and

realizing an access control to the further service based on

the UE being 1n an active or connected state and based on
the further active state barring information by deciding
whether a specific access request of the UE to the further
service 1s accepted or rejected.
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