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APPARATUS FOR MANAGING OUTPUT OF
ENCODED IMAGE-ADDED DOCUMENT,
CONTROL METHOD THEREOELE, AND
STORAGE MEDIUM

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to an apparatus capable of
managing output of a document by an encoded image 1nclud-
ing output control information, a control method thereof, and
a storage medium.

2. Description of the Related Art

In recent years, along with the spread of the digital multi-
function peripheral (MFP), the problem of unauthorized
duplication of a document has been increasing. As a counter-
measure against such unauthorized duplication of a docu-
ment, a technique for restricting duplication of a specific
document has been proposed hitherto. For example, Japanese
Patent Laid-Open No. 04-009963 discloses a method for
inhibiting duplication of a document by adding a barcode
including duplication inhibition information to the document
and reading the barcode when the document 1s duplicated by
a copy machine.

The recent digital multifunction peripheral includes vari-
ous output functions such as BOX storage and E-mail/FAX
transmission, besides duplication. Consequently, unautho-
rized outputs of documents are dealt with by adding an
encoded 1mage (for example, QR Code®) including informa-
tion for controlling outputs in various forms, to documents.
The information for controlling output of a document (here-
inafter, referred to as “output control information™) may be
“output permission imformation” indicative of that output of
duplication etc. 1s permitted besides “output inhibition infor-
mation” indicative of that output of duplication etc. 1s inhib-
ited.

However, there 1s a case where 1t 1s desired to allow output
of a document depending on circumstances even if an
encoded image including the above-described output 1mhibi-
tion information 1s added to the document. For example,
when an administrator having the right to permit or imhibit
duplication etc. permits duplication of a document, 1t 1s desir-
able to allow duplication of the document. Consequently, for
example, a proposal to meet such a request has been made, 1n
which an operation mode of not performing detection of an
encoded 1mage or an operation mode of 1gnoring output inhi-
bition information 1s provided and only an administrator 1s
allowed to make settings of these operation modes.

For example, 1t 1s assumed that a user makes settings for
adding an encoded image to a document to be output under
circumstances in which an administrator sets the operation
mode of not performing detection of an encoded 1mage 1n an
image forming apparatus including the above-mentioned
operation mode. In this operation mode, even 1f an encoded
image 1s added, it 1s not detected, and thus there 1s a possibil-
ity that the original encoded 1mage 1s overwritten with a new
encoded 1mage or a new encoded 1mage 1s added at a position
different from the position of the original encoded 1image 1n
image data to be output as a result. If the encoded image 1s
replaced with a new one or two or more encoded 1mages exist
in one document, various problems may happen. For
example, 1t 1s possible to include tracking information for
tracking an output history of a document in an encoded
image, but 1f 1t 1s overwritten, mformation on the original
creator of the document included in the original encoded
image 1s lost, and thus, 1t 1s no longer possible to accurately
track the output history of the document. Furthermore, when
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a new encoded 1mage 1s added at a position different from the
original position, for example, the contents of output control
information 1n two encoded 1mages are contradictory to each
other, such as that one encoded 1mage includes output 1nhi-
bition imnformation and the other includes output permission
information, and thus, it 1s no longer possible to control the
output of the document by the encoded image.

Furthermore, for example, 1t 1s assumed that a user sets the
contents of output control information of an encoded image to
be added to a document to be output to “output permission
information” under circumstances where an administrator
sets the operation mode of 1gnoring output inhibition infor-
mation. In this case, 1f the output control information of the
original encoded 1mage 1s “output inhibition information”,
two encoded 1images each having output control information
contradictory to each other exit on the document to be output
when overwrite 1s not performed. In this case also, a state 1s
brought about where 1t 1s no longer possible to control the
output of the document by the encoded image.

The present invention has been made to address such prob-
lems.

SUMMARY OF THE INVENTION

In order to solve the above-mentioned problems, the
present ivention 1s an apparatus having a control unit con-
figured to perform detection processing of an encoded image
for a document image and add a different encoded 1image to a
document image from which an encoded 1image 1s detected by
the detection processing and output the document image,
characterized in that the control unit does not perform output
of the document 1mage to which the different encoded image
1s added upon receipt of an mnstruction not to perform the
detection processing from a user.

According to the present invention, 1t 1s possible to manage
output of an encoded image-added document without causing
the above-described problems in an apparatus including a
function of performing output control of a document by an
encoded 1image.

Further features of the present mvention will become
apparent from the following description ol exemplary
embodiments (with reference to the attached drawings).

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 1s a block diagram showing an example of an inter-
nal configuration of an 1mage forming apparatus;

FIG. 2 1s a diagram showing an example of a basic screen
of Output Security Setting;

FIG. 3 1s a diagram showing an example of an Output
Security Detail Setting screen;

FI1G. 4 15 a flowchart showing a tlow of creation processing,
of a QR code-added document image;

FIG. 5 1s a diagram showing an example of a document
image with which a QR code 1s combined;

FIG. 6 1s a flowchart showing a flow of setting processing,
ol an operation mode of not detecting a QR code;

FIG. 7 1s a diagram showing an example of a QR Code
Detection Setting screen;

FIG. 8 1s a diagram showing an example of an Operation
Restriction Setting screen at the time of [ Disable] in QR Code
Detection Setting;

FIG. 9 1s a diagram showing the relationship of FIGS. 9A
to 9C;

FIG. 9A 15 a tlowchart showing a tlow of control processing,
of an output operation of an 1mage forming apparatus accord-
ing to a first embodiment;
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FI1G. 9B 1s a flowchart showing a flow of control processing,
of an output operation of an image forming apparatus accord-
ing to a first embodiment;

FI1G. 9C 1s a flowchart showing a flow of control processing,
of an output operation of an image forming apparatus accord-
ing to a first embodiment;

FI1G. 10 1s a flowchart showing a flow of setting processing,
in an output inhibition information 1gnoring mode;

FIG. 11 1s a diagram showing an example of an “Output
Inhibition Information Ignoring Mode Setting” screen;

FIG. 12 1s a diagram showing an example of an “Output
Inhibition Information Ignoring Mode Detail Setting” screen;

FIG. 13 1s a diagram showing an example of a selection
screen 1n a second embodiment;

FIG. 14 1s a diagram showing an example of a document
image to which a mark 1s added along with a QR code;

FIG. 15 1s a diagram showing the relationship of FIGS.
15A to 15C;

FIG. 15A 1s a flowchart showing a tlow of control process-
ing of an output operation of an 1mage forming apparatus
according to the second embodiment;

FI1G. 15B 1s a flowchart showing a flow of control process-
ing of an output operation of an 1image forming apparatus
according to the second embodiment; and

FI1G. 15C 1s a flowchart showing a flow of control process-

ing of an output operation of an 1image forming apparatus
according to the second embodiment.

DESCRIPTION OF THE EMBODIMENTS

Hereinafter, preferred embodiments of the present mnven-
tion will be explained based on the accompanying drawings.
In the present specification, an explanation will be given b
taking, as an example, a case 1n which an encoded image 1s a
two-dimensional code (more specifically, a QR code, which
1s a typical two-dimensional code). However, the application
range of the present invention 1s not limited to the QR code.

First Embodiment

First, an image forming apparatus when an operation mode
of not detecting a QR code 1s set will be explained as a first
embodiment.

Here, the techniques of “encoding of output control infor-
mation” and “extraction of output control imformation”,
which function as a premise for the present invention, will be
explained brietly.

Encoding of output control information means a series of
processing from encoding ol output control information to
formation of an 1image. That 1s, a QR code 1s created by, first,
adding an error correction code to output control information
being the original information to generate (encode) embed-
ded information, and then forming the generated embedded
information into an image. Subsequently, a QR code-added
document 1s completed by combining the generated QR code
with 1mage data of the document and performing printing
processing by using the combined 1mage data of the docu-
ment.

Extraction of output control information 1s a series of pro-
cessing from detection of a QR code from 1mage data (here-
iafter, referred to as “document image”) obtained by reading
a document, to acquisition of output control information. In
order to extract output control information, first, a document
to which a QR code 1s added 1s read and a document 1image 1s
generated. Next, a QR code 1s detected from the obtained
document 1mage. Then, the detected QR code 1s converted
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into information and thus embedded information 1s obtained.
Finally, by decoding the embedded information, output con-
trol information 1s obtained.

As long as the QR code 1s not broken due to stain etc., the
contents of embedded information generated by encoding
output control mformation and the contents of embedded
information obtained by converting the QR code nto infor-
mation agree with each other.

(Internal Configuration of Image Forming Apparatus)

FIG. 1 1s a block diagram showing an example of an inter-
nal configuration of an MFP 100 as an image forming appa-
ratus according to the present embodiment.

Retference numeral 101 denotes a control unit that totally
performs operation control of each unit, to be described later.
The control unit 101 has a CPU not shown schematically.
Furthermore, the control unit 110 performs processing to
extract the original information on output control by decod-
ing embedded information.

Reference numeral 102 denotes a reading unit (scanner
unit) that generates 1mage data (document image) of a docu-
ment by reading the document (hereinafter, referred to as the
“original document™), which 1s a target of processing such as
duplication printing, set on a document table or ADF (Auto
Document Feeder), not shown schematically. While the origi-
nal document 1s a paper document such as printed matter, the
document 1mage 1s digital data. The document 1image (1mage
data) generated by the reading unit 102 is provided to various
outputs such as duplication.

Retference numeral 103 1s an information generating unit
that performs processing to search for (detect) a QR code
from the generated document 1image and extract embedded
information from the detected QR code. The extraction of
embedded information from a QR code can be represented as
processing to convert image information into information of
0, 1 (binary data). Detection of a QR code from a document
image 1s performed by detecting a cut-out symbol (finder
pattern) located in the comers (three corners at the upper-
right, upper-left, and lower-left parts) of a QR code in a
predetermined region within a document image. In the
present embodiment, the predetermined region within a docu-
ment 1mage 1s a rectangular region provided in the upper-left
corner, lower-left corner, upper-right corner, and lower-right
corner of the document 1image and the length of each side 1n
the longitudinal and transverse directions 1s, for example, 30
mm.

Retference numeral 104 denotes a user iterface including
an operation unit that receives an operation input to the MEFP
100 from a user and a display unit that displays various pieces
of information to outside.

Retference numeral 105 denotes a user authenticating unit
that authenticates a user who uses the MEP 100. Specifically,
the user authenticating unit 105 performs processing to con-
firm the presence/absence of the right of a user by collating
cach piece of user information that 1s managed with a user 1D
and password that are input. Meanwhile, 1t may also be pos-
sible to authenticate a user by means of an external user
authentication server (not shown schematically) connected
via a network 110.

Retference numeral 106 denotes a memory unit including
an RAM for temporarily storing generated document images
and contents of various settings and a ROM for storing pro-
grams to execute various kinds of processing, to be described
later. Furthermore, the memory unit 106 includes an 1image
combining unit that combines a document 1mage and a QR
code.

Retference numeral 107 denotes an HDD that stores con-
tents of various settings and use logs inthe MFP 100 and at the
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same time, the HDD further serves as a storage destination
when BOX-storing a document image.

Reference numeral 108 denotes an output unit that per-
forms output, such as duplication printing and BOX storing,
of a document 1mage according to the 1nstruction of a user.
Meanwhile, as an output destination of BOX storing, for
example, a storage of an external apparatus (not shown sche-
matically) such as a PC, connected with the MFP 100 via the
network 110, may be used besides the above-described HDD
107.

Reference numeral 109 denotes an encoding unit that per-
forms processing for generating embedded information by
encoding output control information, which 1s the original
information, and further for forming embedded information
into an 1mage to generate a QR code. Furthermore, the encod-
ing unit 109 also performs processing for updating informa-
tion necessary to track the history of an output (hereinafter,
referred to as “tracking information™) at the time of QR code
generation processing. The tracking information includes
“original information™ about a user who has first created a
document (who has first added a QR code) and “latest infor-
mation” about a user who has performed previous output,
which 1s the second or subsequent output of the document.
Then, at the time of update, the latest information 1s replaced
with new contents. Specific contents of tracking information
include information such as the user name or mail address of
a user who has mstructed to perform output, date of output,
serial number of the used MFP, and kind of output (job). In the
tollowing explanation, although reference to tracking infor-
mation 1s omitted 1n some cases for the sake of convenience,
tracking information also configures part of embedded 1nfor-
mation along with output control information, and thus track-
ing information 1s a target of extraction, decoding, encoding,
and 1image formation of embedded information in the mnfor-
mation generating unit 103 described earlier.

Reference numeral 110 denotes a network I/F, which 1s a
network interface used when 1mage data etc. 1s transmitted/
received to/from an external apparatus.

Reference numeral 111 1s a network such as LAN, which
connects an external apparatus, not shown schematically, and
the MET 100.

(Addition Setting of QR Code)

Next, processing for performing addition setting of a QR
code including the above-described output control informa-
tion will be explained. This processing 1s realized by the CPU
within the control unit 101 executing programs read from the
ROM 1nto the RAM.

A user wishing to add a QR code to a document image to be
output selects a button (not shown schematically) to perform
“Output Security Setting” on the user interface 104. In
response to this, the control unit 101 displays a screen (basic
screen of “Output Security Setting”) on which either “Add
QR code” or “Don’t add QR code” can be selected on the user
interface 104. FIG. 2 shows an example of a basic screen of
Output Security Setting. When wishing to add a QR code to a
document 1mage, a user checks a check button 201 of “Add
R code at the time of output” and presses an OK button 203.
Meanwhile, in the present embodiment, a check box 202 of
“Don’t add QR code at the time of output™ 1s checked as a
default. Because of this, even 11 “Add QR code at the time of
output™ 1s selected, the Output Security Setting automatically
returns to the setting of not adding QR code when output
relating to the selection 1s terminated.

When the check box 201 of “Add QR code at the time of
output” 1s selected and the OK button 203 1s pressed, an
“Output Security Detail Setting” screen which specifies
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the user interface 104. FIG. 3 shows an example of the Output
Security Detail Setting screen. The user selects erther “Permit
duplication” or “Inhibit duplication™ as the contents of con-
trol of output control information using a check button 301.
When “Inhibit duplication” 1s selected, a QR code including
information for nstructing to inhibit output such as duplica-
tion, as output control mformation 1s generated. In contrast,
when “Permit duplication™ 1s selected, a QR code including
information for nstructing to permit output such as duplica-
tion, as output control information 1s generated. Meanwhile,
“Duplication” in this case means all the output functions
possessed by the MFP 100, such as storing in a storage in
BOX storing and data transmission to an external apparatus
such as a facsimile machine, 1n addition to duplication print-
Ing 1n a narrow meaning.

The user further specifies the position of the QR code to be
added to the document image through the use of a check
button 302. In the example 1n FIG. 3, one of “Upper-right”,
“Lower-right”, “Upper-leit”, and “Lower-left” 1s selected and
specified for the document 1image. It 1s possible for the user to
coniirm the print position selected by the user through the use
of a print position confirmation 1mage 303 located on the

right-lateral side of the check button 302 as a visual image.
When the user having confirmed the setting contents presses
an OK button 304, the contents of Output Security Setting are
settled (the setting contents are stored in the RAM of the
memory unit 103) and are reflected 1in the document 1image at
the time of output.

On all the documents created by one-time duplication
printing, a QR code including the same output control infor-
mation 1s printed. Consequently, for example, when a user
places four sheets of document on the ADF and instructs the
MEP 100 to duplicate three copies, a QR code including the
same output control information 1s printed on all the three
copies of duplicated matter to be created (4 sheetsx3 cop-
1es=12 sheets).

The setting of addition of a QR code 1s performed as
described above, but it may also be possible to perform the
same setting on the driver or utility of a PC, not shown

schematically, connected with the MFP 100 via the network
111.

(Creation of QR Code-Added Document Image)

Next, processing 1n creating a QR code-added document
image will be explained. It should be noted that this process-
ing 1s also realized by the CPU within the control umt 101
executing programs read from the ROM 1nto the RAM.

FI1G. 4 15 a flowchart showing a tlow of creation processing,
of a QR code-added document image.

First, in step 401, the encoding unit 109 acquires the con-
tents of Output Security Setting.

In step 402, the reading unit 102 generates a document
image based on an instruction from a user. For example, when
the output instruction from the user 1s duplication printing
using the original document set on the document table of the
MEFP 100, the reading unit 102 generates a document 1mage
by scanning the original document set on the document table
according to the read instruction from the control unit 101.
The generated document image 1s sent to the memory unit 106
for temporary storage.

In step 403, the encoding unit 109 generates a QR code by
turther forming embedded information mto an 1image after
updating the above-described tracking information, and gen-
erating the embedded information by encoding output control
information according to the setting contents acquired 1n step
401. The generated QR code 1s sent to the memory unit 106
for temporary storage.
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In step 404, the memory unit 106 combines the QR code at
the position specified 1n Output Security Setting and gener-
ates a QR code-added document image. FIG. 5 1s a diagram
showing an example of a document 1image with which a QR
code 1s combined. A QR code 502 15 added to the upper-right
corner of a document image 501. The document 1mage with
which the QR code 1s combined 1s sent to the output unit 108
and 1s output thereirom.

In step 405, the output unit 108 outputs the document
image through the use of the output contents specified by the
user (for example, duplication printing).

(Setting of Operation Mode of Disabling Detection of QR
Code)

Next, the setting of the operation mode of disabling detec-
tion by the information generating unit 103 even when a QR
code exists on the original document will be explained. This
operation mode 1s intended to be used when 1t 1s desirable to
allow duplication of even a document to which a QR code
including output inhibition information 1s added, such as
when an administrator him/herself having the right duplicates
the document as described in “Problem to be solved by the
invention”.

FI1G. 6 1s a tlowchart showing a flow of processing to set the
operation mode of disabling detection even when a QR code
exists on the original document. Meanwhile, this processing
1s also realized by the CPU within the control unit 101 execut-
ing programs read from the ROM into the RAM.

A specific user (administrator) having the right to set the
operation mode selects a screen for making the setting on the
user interface 104. In response to this, in step 601, the control
unit 101 displays a screen (not shown schematically) to
prompt the user to input a user ID and password to the display
unit of the user interface 104 and recerves an input by the user.
The mput information 1s sent to the user authenticating unit
105.

In step 602, the user authenticating unit 103 performs user
authentication by using the mput user 1D and password, and
determines whether or not the user is an appropriate user
having the right to change the contents of QR Code Detection
Setting. When the user 1s determined to be an appropriate user
having the right, the user authenticating unit 105 transmits the
user ID and password to the control unit 101 and the proce-
dure proceeds to step 603. When the user 1s determined to be
a user not having the right, the processing 1s exited.

In step 603, the control unit 101 displays a “QR Code
Detection Setting” screen on which to specity whether or not
to detect a QR code on the display unit of the user interface
104. FIG. 7 shows an example of the QR Code Detection
Setting screen. When wishing to set the operation mode of not
detecting a QR code, the user checks a check box 701 of
“Disable” and presses an OK button 703 because a check box
702 of “Enable” 1s checked as a default.

In step 604, the control unit 101 determines whether or not
the check box 701 of “Disable” 1s selected. When “Disable”™
1s selected, the procedure proceeds to step 605 and when
“Enable” 1s selected, the procedure proceeds to step 607. In
contrast, when a “Cancel” button 704 1s selected, this pro-
cessing 1s exited.

In step 6035, the control unit 101 displays an “Operation
Restriction Setting at the time of [ Disable] in QR Code Detec-
tion Setting” screen for speciiying the operation restriction in
the operation mode of not detecting a QR code on the display
unit of the user intertace 104 and receives specification by the
user.

FIG. 8 shows an example of the Operation Restriction
Setting screen at the time of [Disable] in QR Code Detection
Setting. It 1s possible for the user to specily the operation
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restriction in the mode of not detecting a QR code as follows
by selecting any of check buttons 801 to 803.

When “Mask Output Security Setting screen” of the check
button 801 1s selected, the current display of the Output Secu-
rity Setting screen 1s masked (grayed out), and thus the user 1s
no longer able to operate the Output Security Setting screen.
That1s, while QR Code Detection Setting 1s set as Disable, the
contents ol Output Security Setting are fixed to “Don’t add
QR code at the time of output”, which 1s a default, and the
setting operation by the user 1s disabled.

When “Cancel output when QR code addition 1s set” of the
check button 802 1s selected, 11 “Add QR code at the time of
output™ 1s selected on the Output Security Setting screen, all
the output operations are aborted. That 1s, while QR Code
Detection Setting 1s set as Disable, whenever “Add QR code
at the time of output™ 1s selected 1n Output Security Setting,
all the outputs such as duplication, are disabled.

When “Set QR Code Detection Setting as [Enable] when
QR code addition 1s set” of the check button 803 1s selected,
if “Add QR code at the time of output” 1s selected on the
Output Security Setting screen, the detection setting of a QR
code 1s switched temporarily to “Enable”. That 1s, 1n a state
where QR Code Detection Setting 1s set as Disable, when
“Add QR code at the time of output” 1s selected in Output
Security Setting, output such as duplication 1s enabled, 11 the
contents of output control information are [output permitted].
In contrast, 1n the case of [output inhibited], all the outputs are
disabled.

In step 606, the control unit 101 determines whether or not
Operation Restriction Setting at the time of [Disable] in QR
Code Detection Setting 1s specified. Specifically, the control
unit 101 determines whether or not any of the check buttons
801 to 803 1s checked and an OK button 804 1s pressed. When
the operation restriction 1s specified, the procedure proceeds
to step 607. In contrast, when a Cancel button 803 1s pressed,
this processing 1s exited.

In step 607, the control unit 101 sets each 1tem relating to
QR Code Detection Setting according to the contents speci-
fied by the user and stores the settings 1n the HDD 107. For
example when “Disable” 1s selected 1n step 604 and “Mask
Output Security Setting screen” 1s specified 1n step 606, the
setting contents with which the Output Security Setting
screen 15 grayed out are stored while Disable 1s set in QR
Code Detection Setting.

Unlike 1n the case of Output Security Setting described
carlier, once set, the contents of QR Code Detection Setting
are maintained until the setting contents are changed by a user
having the right the next time.

As described above, the operation mode of disabling detec-
tion of a QR code 1s set.

(Control Processing of Output Operation)

Next, control processing of the output operation in the
image forming apparatus according to the present embodi-
ment will be explamed.

FIGS. 9A to 9C are flowcharts showing a flow of control
processing ol the output operation. This processing 1s also
realized by the CPU within the control unit 101 executing
programs read from the ROM into the RAM.

First, 1t 1s necessary for a user wishing to duplicate a
document or take other actions to log 1n the image forming
apparatus 100 via the user interface 104. Because of this, the
control unit 101 performs user authentication processing in
step 901. Specifically, the control unit 101 sends the user 1D
and password mput through the user interface 104 to the user
authenticating unit 1035 and instructs the user authenticating
unmit 105 so as to perform login authentication processing.
When the login authentication results 1n NG, the same pro-
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cessing 1s repeated until appropriate user ID and password are
input. When the login authentication 1s determined to be OK,
the procedure proceeds to step 902.

In step 902, the control unit 101 reads and acquires the
contents of QR Code Detection Setting described earlier from
the HDD 107.

In step 903, the control unit 101 determines whether or not
the acquired contents of QR Code Detection Setting are “Dis-
able”. When the contents are determined to be “Disable”, the
procedure proceeds to step 904. In contrast, when the con-
tents are determined to be “Enable”, the procedure proceeds
to step 907.

In step 904, the control unit 101 reads and acquires the
contents of Operation Restriction Setting at the time of [ Dis-
able] 1n QR Code Detection Setting, from the HDD 107.

In step 905, the control unit 101 determines whether or not
the acquired contents of Operation Restriction Setting at the
time of [Disable] 1s “Mask Output Security Setting screen”.
When “Mask Output Security Setting screen’ 1s set, the pro-
cedure proceeds to step 906. In contrast, when the setting
contents are other than “Mask Output Security Setting
screen”, the procedure proceeds to step 907.

In step 906, the control unit 101 sets so that the display of
the Output Security Setting screen 1s masked when the screen
1s displayed on the display unit of the user interface 104, and
thus “Add QR code at the time of output™1s no longer selected
from now on. As a result, the state where “Don’t add QR code
at the time of output™ 1s set, which 1s the default, 1s maintained
and the occurrence of a situation 1n which two QR codes are
printed on a document 1image 1s prevented. When the mask
display setting of the Output Security Setting screen 1s termi-
nated, the procedure proceeds to step 907.

In step 907, the control unit 101 recerves an output mnstruc-
tion from the user (for example, duplication printing etc.) at
the user interface 104. Upon receipt of the output instruction,
the control unit 101 commands the reading unit 102 to read
the original document.

In step 908, the reading umit 102 reads the original docu-
ment set on the document table etc. and generates a document
image (1mage data). The generated document 1mage 1s sent to
the memory unit 106 and the information generating unit 103.
The document image sent to the memory unit 106 1s subjected
to necessary 1mage processing according to the output
instruction of the user (for example, halftoning in the case of
duplication printing etc.) by an image processing unit, not
shown schematically.

In step 909, the control unit 101 determines again whether
or not the contents of QR Code Detection Setting acquired 1n
step 902 are “Disable”. When the setting contents are deter-
mined to be “Disable”, the procedure proceeds to step 910. In
contrast, when determined to be “Enable”, the procedure
proceeds to step 915.

In step 910, the control unit 101 reads and acquires the
contents of Output Security Setting from the RAM of the
memory unit 106.

In step 911, the control unit 101 determines whether or not
“Add QR code at the time of output” 1s set 1n the acquired
contents of “Output Security Setting”. When “Add QR code
at the time of output” 1s set, the procedure proceeds to step
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In step 912, the control unit 101 reads and acquires the
contents ol Operation Restriction Setting at the time of [ Dis-
able] in QR Code Detection Setting.

In step 913, the control unit 101 determines the setting
contents of Operation Restriction at the time of [Disable] 1n
QR Code Detection Setting acquired 1n step 912. That 1s, the
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control unit 101 determines whether or not the contents of
Operation Restriction are “Set [Enable] 1n QR Code Detec-
tion Setting when QR code addition 1s set” or “Cancel output
when QR code addition 1s set”. When “Set [Enable] 1n QR
Code Detection Setting when QR code addition 1s set” 1s set,
the procedure proceeds to step 914. When “Cancel output
when QR code addition 1s set” 1s set, the processing 1s termi-
nated without performing the output mstructed by the user.

In step 914, the control unit 101 temporarily changes the
contents of “QR Code Detection Setting”” from “Disable™ to
“Enable”. Due to this, as to the processing relating to the
output instruction 1n step 907, the operation mode of detect-
ing a QR code 1s entered provisionally.

In step 915, the information generating unit 103 performs
detection processing of a QR code on predetermined region as
a target of the document image generated 1n step 908 and
obtains embedded imnformation from the detected QR code.
The processing 1n this step 1s designed so as to be performed
N times normally (for example, 20 times), and thus, N pieces
of embedded information are obtained at the maximum.
When no QR code 1s added to the document 1mage or no
finder pattern 1s detected because the document image is
broken considerably, embedded information 1s not obtained.

In step 916, the control umit 101 determines whether or not
embedded information i1s obtained by the processing in step
915. When embedded information 1s obtained, the procedure
proceeds to step 917. In contrast, when no embedded 1nfor-
mation 1s obtained, the procedure proceeds to step 920.

In step 917, the control unit 101 decodes all the pieces of
embedded information and acquires output control informa-
tion.

In step 918, the control umit 101 determines whether or not
decoding of embedded information has succeeded. When
decoding has succeeded, the procedure proceeds to step 919.
When decoding has failed, the processing 1s terminated with-
out performing the output nstructed by the user.

In step 919, the control umit 101 determines whether or not
the information obtained by decoding i1s “output inhibition
information”. When the information obtained 1s output inhi-
bition information, the processing 1s terminated without per-
forming the output instructed by the user. In contrast, when
the information obtained 1s not “output inhibition iforma-
tion” (that 1s, “output permission information’), the proce-
dure proceeds to step 920.

In step 920, the control unit 101 acquires the setting con-
tents of “Output Security Setting”’. When the setting contents
have already been acquired in the previous step 910, this
processing 1s skipped.

In step 921, the control umit 101 determines whether or not
“Add QR code at the time of output” 1s set 1n the contents of
Output Security Setting. When “Add QR code at the time of
output™ 1s set, the procedure proceeds to step 922. In contrast,
when “Don’t add QR code at the time of output” 1s set, the
procedure proceeds to step 924.

In step 922, the encoding unit 109 generates a QR code
according to the contents of Output Security Setting. As
described above, the contents of the latest information within
the tracking information included 1n a QR code to be gener-
ated are those updated based on the user ID at the time of login
authentication, the contents of instruction in step 907, etc.

In step 923, the control unit 101 combines the document
image generated 1n step 908 and the QR code generated 1n
step 922. At this time, 11 embedded information 1s acquired 1n
step 916 (QR code 1s detected from the original document), a
new QR code 1s combined at the same position or the print
position specified in Output Security Detail Setting. For
example, 1n the former case (combined at the same position as
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the original QR code), the image data of the generated QR
code 1s overwritten at the same position as the QR code

detected 1n step 915. At the time of thus combination, the
entire background part (normally white) including part of the
peripheral region of the original QR code 1s overwritten, and
thus there do not take place the previous QR code in the
original document and the new QR code overlap, and thus the
QR code becomes blurred. Similarly, also in the latter case
(the new QR code 1s combined at the position specified 1n
“Output Security Detail Setting”), when the new QR code 1s
arranged, the original QR code 1s erased at the same time (the
original QR code and 1ts peripheral region are blotted out 1n
the background color). Therelore, the state where the new and
old QR codes coexist 1s not brought about.

When embedded information 1s not acquired 1n step 916
(the QR code 15 not detected or the QR code 1s detected but
generation of information has failed), the image data of the
QR code 1s combined at the print position specified 1n Output
Security Detail Setting.

In step 924, the output unit 108 starts the output of the
document image according to the contents of output
instructed 1n step 907.

In step 925, the control unit 101 determines whether or not
there 1s another original document to be subjected to process-
ing. When 1t 1s determined that there 1s another original docu-
ment to be subjected to processing, the procedure returns to
step 908 and each processing described above 1s repeated.
When it 1s determined that there 1s no original document to be
subjected to processing, the processing 1s terminated.

As described above, according to the image forming appa-
ratus according to the present embodiment, when execution
of various outputs 1s 1nstructed 1n the operation mode of not
detecting an encoded image, from the original document, it 1s
possible to prevent the occurrence of a state where a docu-
ment to which encode 1mages of contradictory contents are
added 1s created, before 1t occurs.

Second Embodiment

Next, as a second embodiment, an image forming appara-
tus including an operation mode of enabling output by 1gnor-
ing the contents of a QR code attached to the original docu-
ment (output control information 1gnoring mode) when the
QR code detection function 1s enabled will be explained.

When the operation mode of the image forming apparatus
1s set to the output control information ignoring mode, 1t
becomes possible to duplicate a document to which a QR
code 1s attached even 11 the contents of output control 1nfor-
mation are output inhibition information. It 1s assumed that in
the output control information 1gnoring mode, for example, a
user sets 1 Output Security Setting so that a QR code of
output permission information 1s added when 1nstructing to
perform duplication printing. If the contents of the QR code
added to the original document are output 1nhibition informa-
tion, there may take place a QR code of output permission
information 1s added newly to the duplicated document 1n
addition to the original QR code of output inhibition infor-
mation.

Because of the above, 1n the present embodiment, such
output control as described below 1s performed 1n order to
prevent the occurrence of such a state. Before explaining
specific output control, the setting of the output control infor-
mation 1gnoring mode will be explained.

(Setting of Output Control Information Ignoring Mode)

FI1G. 10 1s a flowchart showing a flow of processing when
setting the 1mage forming apparatus to the output control
information 1gnoring mode. It should be noted that this pro-
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cessing 1s also realized by the CPU within the control unit 101
executing programs read from the ROM nto the RAM. It 1s
necessary to 1gnore the contents of a QR code when the output
control information 1s output inhibition information, and thus
this operation mode 1s referred to as an “output inhibition
information ignoring mode” below.

The setting of the output inhibition information 1gnoring,
mode 1s permitted only to a specific user (administrator)
having the particular right, like in the case of QR Code Detec-
tion Setting 1n the first embodiment.

When the administrator selects a screen for performing the
setting on the user interface 104, the control unit 101 displays
a screen (not shown schematically) to prompt a user to input
his/her user ID and password on the user interface 104 and
receives an mput by the user. The information that 1s input 1s
sent to the user authenticating unit 105.

In step 1002, the user authenticating unit 105 performs user
authentication by using the mput user 1D and password and
determines whether or not the user is an appropriate user
having the right to change the contents of Output Inhibition
Information Ignoring Mode Setting. When the user 1s deter-
mined to be an appropriate user having the right, the user
authenticating unit 103 transmits the user ID and password to
the control unit 101 and the procedure proceeds to step 1003.
When the user 1s determined to be a user not having the right,
this processing 1s exited.

In step 1003, when the contents of output control informa-
tion 1s output inhibition information, the control unit 101
displays an “Output Inhibition Information Ignoring Mode
Setting” screen for specitying whether or not to ignore the
information on the display unit of the user interface 104. FI1G.
11 shows an example of the Output Inhibition Information
Ignoring Mode Setting screen. When the setting of the opera-
tion mode of i1gnoring output inhibition information 1s
desired, a user 1s required to check a check box 1102 of
“Enable’” and press an “OK” button 1103 because a check box
1101 of “Disable” 1s checked as a default.

In step 1004, the control umt 101 determines whether or
not the check box 1102 of “Enable” 1s selected. When
“Enable” 1s selected, the procedure proceeds to step 1005 and
when “Disable” 1s selected, the procedure proceeds to step
1007. In contrast, when a Cancel box 1104 1s selected, this
processing 1s exited.

In step 1005, the control unit 101 displays an “Output
Inhibition Information Ignoring Mode Detail Setting” screen
for making detail setting at the time of the operation mode of
ignoring output inhibition information, on the display unit of
the user interface 104 and receives an instruction of the user.

FIG. 12 shows an example of the Output Inhibition Infor-
mation Ignoring Mode Detail Setting screen. It 1s possible for
the user to specily, as follows, output control when 1gnoring
output inhibition information by selecting any of check but-
tons 1201 to 1203.

When “Cancel output when [Permit duplication] 1s speci-
fied” of the check button 1201 1s selected, 1t “Permit dupli-
cation” 1s selected 1n the setting of “Contents of control” 1n
“Output Security Detail Setting”, the setting 1s made so that
all the output operations are aborted. That 1s, when “Enable”
1s effectively set in “Output Inhibition Information Ignoring
Mode Setting” and the QR code of output inhibition informa-
tion 1s added to the original document, as long as “Permait
duplication” 1s selected 1 “Output Security Setting”, all the
outputs of duplication etc. are disabled.

When “Display selection screen when [ Permit duplication]
1s specified” of the check button 1202 1s selected, the setting
1s made so that a selection screen to prompt a user to select
whether or not to continue the output 1s displayed on the
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display unit of the user interface 104. That 1s, when “Enable
1s set 1n “Output Inhibition Information Ignoring Mode Set-
ting” and the QR code of output inhibition mformation 1s
added to the original document, the message to the effect that
the contents of the QR code cannot be changed to [output
permitted] 1s shown to the user. Due to this, the user 1s
prompted to select whether to perform duplication etc. while
[output inhibited] 1s set or whether to abort duplication etc.
FIG. 13 shows an example of the selection screen, where a
message that “Output 1s performed while the contents of
output control information are [output inhibited]. OK?” 1s
displayed and a user 1s prompted to select thereon.

When “Add mark when [Permit duplication] 1s specified”
1s selected, the setting 1s made so that a mark indicating that
duplication etc. 1s inhibited 1s added to a document 1mage to
be output and then the output 1s performed. That 1s, when
“Enable” 1s set 1 “Output Inhibition Information Ignoring
Mode Setting” and the QR code of output inhibition informa-
tion 1s added to the original document, even 11 the 1nstruction
to change the contents of output control information to [out-
put permitted] 1s 1ssued, a document 1image to which the QR
code of [output inhibited] 1s added 1s generated. Then, the
document 1mage 1s output with a mark indicative of the
above-described fact added to an arbitrary position thereof.
FIG. 14 shows an example of a document image to which a
mark 1s added, 1n which the word “Inhibited” indicating that
duplication etc. 1s mhibited 1s printed to the left of the QR
code. As described above, a mark indicating that the QR code
1s that of output inhibit information 1s added to the document
together with the QR code, and thus 1t 1s possible to explicitly
indicate the fact that a QR code of contents different from
those intended 1s added, to the user.

In step 1006, the control unit 101 determines whether or
not specification 1s made 1n “Output Inhibition Information
Ignoring Mode Detail Setting”. Specifically, the control unit
101 determines whether or not any of the check buttons 1201
to 1203 1s checked and an “OK” button 1204 1s pressed. When
specification 1s made 1 “Output Inhibition Information
Ignoring Mode Detail Setting”, the procedure proceeds to
step 1007. In contrast, when a “Cancel” button 1205 1s
pressed, this processing 1s exited.

In step 1007, the control unit 101 settles the contents of
Output Inhibition Information Ignoring Mode Detail Setting
in accordance with the contents specified by the user and
stores the contents 1n the HDD 107. For example, when
“Enable” 1s selected 1n step 1004 and “Cancel output when
| Permit duplication] 1s specified” 1s specified 1in step 1006, the
operation as described above 1s performed. That 1s, as long as
the QR code of output inhibition information 1s added to the
original document, the setting contents are settled so as to
prevent a document to which the QR code of “Permit dupli-
cation” 1s added, from being output and the setting contents
are stored i the HDD 107.

Like 1n the case of the setting contents in QR Code Detec-
tion Setting, once Output Inhibition Information Ignoring
Mode Setting 1s performed, the contents thereof are main-
tained until a user having the right changes the setting con-
tents the next time.

In the manner described above, Output Inhibition Informa-
tion Ignoring Mode Setting 1s performed.

Next, the control of the output operation 1 the image
forming apparatus according to the present embodiment will
be explained.

FIGS. 15A to 15C are flowcharts showing a flow of control
processing of the output operation in the present embodiment.
Explanation of the parts common to the flowchart in FIGS. 9A
to 9C 1n the first embodiment 1s simplified or omitted and
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different points will be explained mainly here. This process-
ing 1s also realized by the CPU within the control unit 101
executing programs read from the ROM 1nto the RAM.

First, in step 1501, the control umt 101 performs user
authentication processing. When the login authentication 1s
determined to be OK, the procedure proceeds to step 1502.

In step 1502, the control unit 101 recerves an output
istruction from a user (for example, duplication printing
etc.) at the operation unit of the user interface 104. Upon
receipt ol the output mstruction, the control unit 101 com-
mands the reading unit 102 to read the original document.

In step 1503, the reading unit 102 reads the original docu-
ment set on the document table etc. and generates a document
image. The generated document 1image 1s sent to the memory
unit and the information generating unit 103.

In step 1504, the information generating unit 103 performs
detection processing of a QR code on a predetermined region
of the document 1image generated 1n step 1503 and obtains
embedded information from the detected QR code.

In step 1505, the control umt 101 determines whether or
not embedded imformation 1s obtained. When embedded
information 1s obtained, the procedure proceeds to step 1506.
In contrast, when embedded information 1s not obtained, the
procedure proceeds to step 1509.

In step 1506, the control unit 101 decodes all the pieces of
embedded information and acquires output control informa-
tion.

In step 1507, the control umt 101 determines whether or
not decoding of embedded information has succeeded. When
decoding has succeeded, the procedure proceeds to step 1508.
When decoding has failed, the processing 1s terminated with-
out performing the output nstructed by the user.

In step 1508, the control umt 101 determines whether or
not the contents of output control information obtained by
decoding are “output inhibition information”. When the con-
tents are “output inhibition mnformation”, the procedure pro-
ceeds to step 1511. In contrast, when the contents are not
“output inhibition information™ (that 1s, “output permission
information’), the procedure proceeds to step 1509.

In step 1509, the control unit 101 acquires the setting
contents of “Output Security Setting™.

In step 1510, the control umt 101 determines whether or
not “Add QR code at the time of output™ 1s set 1n the setting
contents of “Output Security Setting”. When “Add QR code
at the time of output” 1s set, the procedure proceeds to step
1519. In contrast, when “Don’t add QR code at the time of
output™ 1s set, the procedure proceeds to step 1521.

In step 1511, the control unit 101 reads and acquires the
contents of “Output Inhibition Information Ignoring Mode
Setting” from the HDD 107 and determines whether or not the
operation mode 1s “Enable”. That 1s, when the contents of
output control information are information for mstructing to
inhibit output, the control unit 101 determines whether or not
the operation mode of 1gnoring this information 1s set. When
“Enable” 1s set, the procedure proceeds to step 1512. In con-
trast, when “Disable™ 1s set, the output inhibition information
1s observed as 1t 1s, and thus this processing 1s exited without
performing output. Meanwhile, the acquisition 1itself of the
contents of “Output Inhibition Information Ignoring Mode
Setting” may be performed 1n a stage earlier than this step (for
example, immediately after the user authentication in step
1501).

In step 1512, the control unit 101 acquires the contents of
“Output Security Setting”.

In step 1513, the control umt 101 determines whether or
not “Permit duplication” 1s specified in the “Contents of con-
trol” m “Output Security Detail Setting™ that 1s acquired.
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When “Permit duplication” 1s specified, the procedure pro-
ceeds to step 1514. In contrast, when “Inhibit duplication” 1s
specified, the procedure proceeds to step 1519.

In step 1514, the control unit 101 reads and acquires the
contents of “Output Inhibition Information Ignoring Mode
Detail Setting” from the HDD 107. That 1s, the control unit
101 acquires the specified setting contents relating to the
subsequent operation control when “Permit duplication™ 1s
specified.

In step 1515, the control unit 101 confirms the contents of
Output Inhibition Information Ignoring Mode Detail Setting.
Specifically, the control unit 101 determines whether or not
the setting contents are “Cancel output when [Permit dupli-
cation] 1s specified”, “Display selection screen when [ Permut
duplication] 1s specified”, or “Add mark when [Permit dupli-
cation]| 1s specified”. When “Cancel output when [Permuit
duplication] 1s specified” 1s specified, the processing 1s ter-
minated without performing the output instructed by the user.
When “Add mark when [ Permit duplication] 1s specified”, the
procedure proceeds to step 1516. When “Display selection
screen when [Permit duplication] 1s specified” 1s specified,
the procedure proceeds to step 1517.

In step 1516, the control unit 101 generates image data of
a mark (for example, the word “Inhibited”) indicating that
output 1s inhibited, for being added to the document image
together with the QR code. After the mark 1s generated, the
procedure proceeds to step 1519.

In step 1517, the control unit 101 displays the selection
screen as shown in FIG. 13 on the display unit of the user
interface 104 and recerves selection by the user.

In step 1518, the control unit 101 determines whether or
not continuation of output is selected. That 1s, when continu-
ation of output by the document 1mage to which the QR code
of [output inlibited] 1s added 1s selected, the procedure pro-
ceeds to step 1519. In contrast, when abortion of output is
selected, the processing 1s terminated.

In step 1519, the encoding unit 109 generates a QR code
(image data) according to the setting contents in “Output
Security Setting”, the contents of selection 1n step 1518, eftc.
For example, when 1t 1s determined that “Inhibit duplication™
1s specified 1n step 1513, a QR code including output inhibi-
tion information 1s generated. When continuation of output 1s
selected in step 1518, even 11 “Permait duplication” 1s specified
in “Output Security Setting”, a QR code including output
inhibition information 1s generated. Furthermore, also when a
mark 1ndicating that output 1s inhibited 1s generated 1n step
1516, even 11 “Permit duplication” 1s specified 1in “Output
Security Setting”, a QR code including output inhibition
information 1s generated. As 1n the case of the first embodi-
ment, the contents of the latest information within the track-
ing information included in the QR code are updated based on
the user ID at the time of the login authentication, the contents
of 1nstruction 1n step 1502, etc.

In step 1520, the control unit 101 combines the document
image generated in step 1503 and the QR code generated 1n
step 1519. In this case, when a mark indicative of inhibition of
output 1s generated 1n step 1516, the mark 1s also combined
together. The position where the QR code 1s arranged 1s the
same as that explained 1n step 923 i FIG. 9C 1n the first
embodiment.

In step 1521, the output unit 108 starts output of the docu-
ment 1image according to the contents of output instructed in
step 1502.

In step 1522, the control unit 101 determines whether or
not there 1s another original document to be subjected to
processing. When 1t 1s determined that there 1s still an original
document to be subjected to processing, the procedure returns
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to step 1503 and each processing described above 1s repeated.
When it 1s determined that there 1s no original document to be
subjected to processing, the processing 1s terminated.

As described above, according to the image forming appa-
ratus according to the present embodiment, when execution
of various outputs 1s instructed in the output inhibition infor-
mation 1gnoring mode of the QR code of the original docu-
ment, 1t 1s possible to prevent the occurrence of a state where
a document to which encoded 1mages of contradictory con-
tents are added 1s created. Furthermore, it 1s possible to sup-
press “duplication inhibition information” from being easily
changed to “duplication permission information”, and thus 1t
1s possible to maintain the security level of a document.

Other Embodiments

Aspects of the present invention can also be realized by a
computer of a system or apparatus (or devices such as a CPU
or MPU) that reads out and executes a program recorded on a

memory device to perform the functions of the above-de-
scribed embodiment(s), and by a method, the steps of which
are performed by a computer of a system or apparatus by, for
example, reading out and executing a program recorded on a
memory device to perform the functions of the above-de-
scribed embodiment(s). For this purpose, the program 1s pro-
vided to the computer for example via a network or from a
recording medium of various types serving as the memory
device (e.g., computer-readable medium).

While the present invention has been described with refer-
ence to exemplary embodiments, it 1s to be understood that
the mvention 1s not limited to the disclosed exemplary
embodiments. The scope of the following claims 1s to be
accorded the broadest mterpretation so as to encompass all
such modifications and equivalent structures and functions.

This application claims the benefit of Japanese Patent
Application No. 2011-013028, filed Jan. 25, 2011, which 1s

hereby incorporated by reference herein 1n its entirety.

What 1s claimed 1s:

1. An apparatus comprising:

a display unit configured to display a setting screen for a
user to select a setting as to whether to add a new
encoded 1mage to an 1mage to be inputted by an input
unit;

the input unit configured to 1nput the 1mage;

a searching unit configured to search the input image for an
encoded 1image;

an adding umt configured to, if a user selects the setting to
add anew encoded 1image, add the new encoded 1image to
the input 1image; and

a control unit configured to control the display unit,

wherein, 1 a case where the searching umt finds the
encoded 1mage in the mput image, the adding unit out-
puts the input 1mage 1including the new encoded 1image
but not including the found encoded 1image,

wherein, 1n a case where a setting of the searching unit to
search for an encoded image 1s changed not to search for
an encoded i1mage based on a user’s instruction, the
control unit controls the display of the setting screen so
that the setting to add the new encoded 1image cannot be
selected by the user, and

wherein the searching unit, the adding umit, and the control
unit are implemented by one or more processors.

2. The apparatus according to claim 1, wherein, 1n a case

where the setting of the searching unit to search for the
encoded i1mage 1s changed not to search for the encoded
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image based on the user’s instruction, the control unit con-
trols the display unit to mask the setting to add the new
encoded 1mage.

3. The apparatus according to claim 1, wherein, 1n a case
where the setting to add the new encoded 1mage 1s selected by
a user and the searching unit finds the encoded 1mage, the
adding unit outputs the input image including the new
encoded 1mage but not including the found encoded image.

4. The apparatus according to claim 3, further comprising
a printing unit configured to print the input image which
includes the new encoded image but does not include the
found encoded image.

5. The apparatus according to claim 1, wherein, in the case
where the searching unit finds the encoded image, the adding,
unit outputs the input image including the new encoded 1image
by overwriting the found encoded 1image at the position where
the found encoded 1image 1s located.

6. The apparatus according to claim 1, wherein the new
encoded 1mage, which i1s added 1n the case where the search-
ing unit finds the encoded 1image 1n the mput 1image, includes
a part of the information in the found encoded 1mage.

7. The apparatus according to claim 1, wherein the new
encoded image, which 1s added 1n the case where the search-
ing unit finds the encoded image 1n the mput image, only
includes mformation as to a first output user but does not
include information as to a last output user included in the
found encoded 1mage.

8. The apparatus according to claim 1, wherein, 1n a case
where the searching unit finds the encoded 1image in the input
image and the encoded 1image does not contain output inhi-
bition information, the adding unit outputs the input 1image
including the new encoded image but not including the found
encoded 1mage.

9. The apparatus according to claim 1, wherein both the
encoded image searched for by the searching unit and the new
encoded image added by the adding unit are two-dimensional
codes.

10. An apparatus comprising:

an 1put unit configured to mput an 1image;

a searching unit configured to search the input image for an

encoded 1image; and

an adding unit configured to add a new encoded 1mage to

the input 1mage,

wherein, 1n a case where the searching unit finds the

encoded 1mage 1n the input image, the adding unit out-
puts the mput image including the new encoded image
but not including the found encoded 1image,

wherein, 1n a case where the searching unit does not search

the mput 1mage for the encoded 1mage, the adding unit
does not add the new encoded 1image to the input image,
and

wherein the searching unit and the adding unit are imple-

mented by one or more processors.

11. The apparatus according to claim 10, further compris-
ing a printing unit configured to print the input 1mage 1nclud-
ing the new encoded image but not including the found
encoded 1mage.

12. The apparatus according to claim 10, wherein, in a case
where the searching unit does not find the encoded 1mage in
the mput 1image, the adding unit adds the new encoded image
to the input 1mage.

13. The apparatus according to claim 10, wherein, 1n a case
where the searching unit finds the encoded 1image 1n the input
image and the encoded image does not contain output inhi-
bition information, the adding unit outputs the input 1image
including the new encoded image but not including the found
encoded 1mage.
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14. The apparatus according to claim 10, wherein both the
encoded image searched for by the searching unit and the new
encoded 1image added by the adding unit are two-dimensional
codes.

15. A method comprising:

displaying a setting screen for a user to select a setting as to

whether to add a new encoded 1image to an 1mage to be
inputted by an input unit;

inputting an 1mage by the mput unit;

searching the input image for an encoded 1image;

adding, 11 a user selects a setting to add the new encoded

image, the new encoded 1mage to the input 1image; and
controlling the display of the setting screen,

wherein, 1n a case where after searching, the encoded

image has been found in the input image, the input image
including the new encoded 1image but not including the
found encoded 1mage 1s output, and
wherein, 1n a case where a setting to search for an encoded
image 1s changed not to search for an encoded image
based on a user’s instruction, the display of the setting
screen 1s controlled so that the setting to add the new
encoded 1image cannot be selected by the user.
16. The method according to claim 135, wherein, 1n a case
where the setting to search for the encoded image 1s changed
not to search for the encoded image based on the user’s
instruction, the setting to add the new encoded image 1is
masked.
17. The method according to claim 15, wherein, in a case
where the setting to add the new encoded image 1s selected by
a user and the encoded image has been found in the mput
image, the input image including the new encoded 1image but
not 1including the found encoded image 1s output.
18. The method according to claim 135, wherein, 1n the case
where the encoded 1image has been found in the input image,
the input 1image including the new encoded 1image added by
overwriting the found encoded image at the position where
the found encoded 1image 1s located 1s output.
19. The method according to claim 135, wherein the new
encoded image which 1s added in the case where the encoded
image has been found 1n the input image, includes a part of the
information in the found encoded 1mage.
20. A method comprising:
inputting an 1mage by an mput unit;
searching the input image for an encoded 1image; and
adding, 11 a user selects a setting to add a new encoded
image, the new encoded 1mage to the input 1image,

wherein, 1n a case where after searching, the encoded
image has been found 1n the input image, the input image
including the new encoded 1image but not including the
found encoded 1mage 1s output, and

wherein, 1n a case where searching the mput image for the

encoded i1mage 1s not performed, adding the new
encoded 1image to the input image 1s not performed.

21. The method according to claim 20, further comprising,
printing the 1mage which 1s output,

wherein the 1image includes the new encoded 1image but

does not include the found encoded 1mage.

22. The method according to claim 20, wherein, 1n a case
where the encoded 1mage has not been found in the input
image, the new encoded 1mage 1s added to the input image.

23. A non-transitory computer readable storage medium
storing a program for causing a computer to perform a control
method comprising:

inputting an 1mage by an mput unit;

searching the input 1image for an encoded 1image; and

adding, if a user selects a setting to add an encoded 1mage,

a new encoded image to the input 1image,
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wherein, 1n a case where the encoded 1image has been found
in the mput 1mage, the input image including the new
encoded 1mage but not including the found encoded
image 1s output, and

wherein, 1n a case where searching the input image for the

encoded i1mage 1s not performed, adding the new
encoded 1image to the input 1image 1s not performed.
24. An apparatus comprising;:
an 1put unit configured to mput an 1mage;
a detection unit configured to detect an encoded image
including output control information 1n the input image;

an addition unit configured to add a new encoded 1image to
the 1nput 1mage 1n which the encoded 1image has been
detected;

an output unit configured to output the input image includ-

ing the new encoded 1mage; and

a control unit configured to inhibit the output unit from

outputting the mput image 1n a case where output inhi-
bition mnformation 1s mcluded as output control nfor-
mation of the encoded 1image detected 1n the input image
and output permission information 1s specified as output
control information to be included 1n the new encoded
image to be added to the mput 1image, and permit the
output unit to output the mput image including the new
encoded image 1n a case where output permission infor-
mation 1s 1ncluded as output control information of the
encoded 1image detected 1n the mput 1mage and output
inhibition information 1s specified as output control
information to be included in the new encoded 1image to
be added to the mput image,

wherein the detection unit, the addition unit, and the con-

trol unit are implemented by one or more processors.

25. The apparatus according to claim 24, wherein the con-
trol umit performs the ihibiting and permitting 1n a case
where a mode 1gnoring output control information 1s set.

26. The apparatus according to claim 24, wherein the con-
trol unit 1s configured to 1nhibit the output unit from output-
ting the input image including the new encoded image in the
case where output inhibition information 1s included as out-
put control information of the encoded 1mage detected 1n the
input image and output permission information 1s specified as
output control information to be included 1n the new encoded
image to be added to the input 1mage.

277. The apparatus according to claim 24, wherein the addi-
tion umt adds the new encoded image to the mnput image in
which the found encoded 1image has been erased.

28. The apparatus according to claim 24, wherein inhibit-
ing and permitting 1s performed where a mode 1gnoring out-
put control information is set.

29. The apparatus according to claim 24, wherein the input
image that has been subjected to the adding 1s inhibited from
being output in the case where output 1nhibition information
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1s mcluded as output control information of the encoded
image detected in the input 1image and output permission
information 1s specified as output control information to be
included 1n the new encoded 1mage to be added to the input
image.

30. The apparatus according to claim 24, wherein the new
encoded 1mage 1s added to the mput 1image from which the
detected encoded 1image has been erased.

31. A method comprising:

inputting an 1mage by an mput unit;

detecting an encoded 1image including output control infor-
mation in the mput image;

adding, 1f a user selects a setting to add a new encoded

image, the new encoded 1mage to the input 1mage 1n
which the encoded 1image has been detected;

outputting the mput image including the new encoded
1mage;

inhibiting the input 1mage from being outputted in a case
where output inhibition information 1s included as out-
put control information of the encoded image detected in
the mput 1mage and output permission information 1s
specified as output control information to be included 1n
the new encoded 1mage to be added to the mput 1image;
and

permitting the mput image to be outputted including the
new encoded 1mage 1n a case where output permission
information 1s included as output control information of
the encoded 1image detected in the input image and out-
put mhibition information 1s specified as output control
information to be included in the new encoded 1mage to
be added to the mput image.

32. An apparatus comprising:
an inputting unit configured to iput an mput 1image;

a searching unit configured to search the input 1mage for an
encoded 1mage;

a setting unit configured to set a setting as to whether the
searching unit searches the input image for an encoded
1mage;

an adding unit configured to, 1f a user selects a setting to
add anew encoded 1image, add the new encoded 1image to
the input 1image; and

a determiming unit configured to determine whether the
adding umt adds the new encoded image to the mput

image according to the setting as to whether the search-
ing unit searches the input image for an encoded 1mage,

wherein the searching unit, the setting unit, the adding unat,
and the determining unit are implemented by one or
MOre Processors.
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