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CHARGING METHOD, SYSTEM AND
REPORTING METHOD FOR TERMINAL
ACCESSING THROUGH MULTIPLE ACCESS
NETWORKS

CROSS REFERENCE RELATED APPLICATIONS

This application 1s a national phase of PCT/CN2009/
073776 filed Sep. 7, 2009, which claims priornity to China
Application Serial No. 200910128691 .2, filed Mar. 21, 2009,

both of which are entirely incorporated herein by reference.

TECHNICAL FIELD

The present invention relates to the 3rd Generation Part-
nership Project (3GPP) Evolved Packet System (EPS), and
particularly, to a charging method and system for a terminal

being accessed through multiple access networks, and a
reporting method for a terminal being accessed through mul-
tiple access networks.

BACKGROUND OF THE RELATED ART

The EPS system of the 3rd Generation Partnership Project
(3GPP) mainly comprises an Evolved Universal Terrestrial
Radio Access Network (E-UTRAN), a Mobility Manage-
ment Entity (MME), a Serving Gateway (S-GW), a Packet
Data Network Gateway (P-GW or PDN GW), a Home Sub-
scriber Server (HSS), an Authentication, Authorization and
Accounting (AAA) server of the 3GPP, a Policy and Charging
Rules Function (PCRF) entity and other supporting nodes.

FI1G. 1 1s a schematic diagram of the system architecture of
the EPS, and the MME 1is responsible for the control plane
related operations such as the mobility management, signal-
ing process of the non-access layer and management of the
user mobility management context and so on; the S-GW 1s an

access gateway device connected with the E-UTRAN, and
P-GW, and 1s

forwards data between the E-UTRAN and
responsible for caching the paging waiting data; the P-GW 1s
a border gateway of the EPS and the Packet Data Network
(PDN), and 1s responsible for the PDN being accessed and for
forwarding data between the EPS and the PDN and so on; the
PCREF 1s a policy and charging rules function entity, which 1s
connected with an operator Internet Protocol (IP) service
network through a receiving interface Rx, and obtains service
data, and besides, the PCRF 1s connected with gateway
devices 1n the network through the Gx or Gxa or Gxc nter-
face, and 1s responsible for iitiating the IP bearer setup,
ensuring the Quality of Service (QoS) of the service data, and
carrying out the charging control.

The EPS supports the interworking with the non-3GPP
system, and the interworking with the non-3GPP system 1s
implemented through the S2a/b/c interfaces, and the P-GW 1s
the anchor point between the 3GPP and the non-3GPP sys-
tems. In the architecture diagram of EPS system of FIG. 1, the
non-3GPP system 1s divided into a trusted non-3GPP IP
access network and an untrusted non-3GPP IP access net-
work. The trusted non-3GPP IP access network can be con-
nected with the P-GW through the S2a iterface directly; and
the untrusted non-3GPP IP access requires connecting with
the P-GW through the Evolved Packet Data Gateway
(E-PDG), and the interface between the E-PDG and the
P-GW 1s the S2b, and the S2¢ provides the user plane related
control and the mobility support between the User Equipment
(UE) and the P-GW, and the supported mobility management
protocol 1s the IPv6 Support for Dual Stack Hosts and Routers

(DSMIPV6).
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In the EPS system, the Policy and Charging Enforcement
Function (PCEF) entity exists in the P-GW, and the PCRF and
P-GW exchange information through the Gx interface. When
the interface between the P-GW and the S-GW 1s based on the
PMIPv6, the S-GW also has the Bearer Binding and Event
Report Function (BBERF) entity to carry out the QoS control
on the service data flow, and the S-GW and the PCRF
exchange information through the Gxc interface. When
accessed through the trusted non-3GPP access system, the
BBERF also resides 1in the trusted non-3GPP access gateway.
The trusted non-3GPP access gateway and the PCRF
exchange information through the Gxa interface (the dotted
line shown 1n FIG. 1). The Application Function (AF) which
provides services to the UE sends service information used
for making a Policy and Charging Control (PCC) policy to the
PCREF through the Rx intertace. In the 3GPP, the correspond-
ing PDN network can be found through the Access Point
Name (APN). Generally, a connection from the UE to the
PDN network 1s called as an IP Connectivity Access Network
(IP-CAN) session.

The EPS supports UE accessing one PDN network
(namely the operator providing IP service located network)
through multiple access networks at the same time, which 1s
also called Multiple Access. As shown 1n FIG. 2, the UE 1s 1n
the coverage of the non-3GPP access network and the 3GPP
access network at the same time, and accesses the PDN net-
work via the same P-GW through the non-3GPP IP access
network and the 3GPP access network.

In this scenario, the P-GW allocates one IP address for UE,
namely there 1s only one IP-CAN session betweenthe UE and
the PDN. The UE, P-GW or PCRF determines which access
network connection the IP data flow 1s transmitted through
according to different characteristics of the services. For
example, the non-3GPP access network 1s the Wireless Fidel-
ity (W1F1) network, and service data tlows of the Hyper Text
Transter Protocol (HT'TP) and File Transier Protocol (Ftp)
can pass through the connection of the WiF1 access network,
and at the same time service data tflows of the Voice Over
Internet Protocol (VolIP) based on the IP network can be sent
to the user equipment through the 3GPP, and thus the services
which have lower real time requirements such as the HT'TP
and Ftp and so on can take the advantage of lower tariil of
WiF1; and the services which have higher real time require-
ments such as the VoIP and so on can take the advantages of
the QoS control and the better mobility management of the
3GPP.

In the prior art, the AF 1s required to provide charging
information of application layer to the Online Charging Sys-
tem (OCS)/Oftline Charging System (OFCS) to be used for
the charging of the application layer, and at this time, the AF
1s required to provide the IP-CAN type used by the current
access service of user to the OCS/OFCS to carry out charging,
and the IP-CAN type could also include the Radio Access
Technology Type (RAT Type). However, 1n the prior art, one
IP-CAN session of the UE can only have one IP Connectivity
Access Network Type (IP-CAN Type) (Turther also icludes
one Radio Access Technology Type), and thus after the user
establishes an IP-CAN session, as long as the PCRF reports
the IP-CAN Type ol this IP-CAN session or further carries the
RAT Type, all the IP data tlows of the service provided by the
AF will be charged according to the IP-CAN Type or RAT
Type. For the case of UE being accessed through the multiple
access networks, how to make the application layer know this
Multiple Access case and how to implement reasonable
charging in the Multiple Access scenario, the prior art does
not provide a solution. Stmilarly, the PCEF 1s also required to

provide the charging information of the bearer layer to the
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OCS/OFCS to be used for the charging of the bearer layer, and
for the case of UE being accessed through multiple access

networks, how to implement reasonable charging in the Mul-
tiple Access scenario, the prior art does not provide a solution.

SUMMARY OF THE INVENTION

The technical problem to be solved 1n the present invention
1s to provide a charging method and system for a terminal
being accessed through multiple access networks and a
reporting method for a terminal being accessed through mul-
tiple access networks, which implement differentiated charg-
ing and make the charging more reasonable.

In the scenario of the UE being accessed through multiple
access networks, one IP-CAN session of the UE has at least
one IP-CAN Type and/or RAT Type, the multiple services
accessed by the UE are transmitted through the access net-
work connections of the different Radio Access Technology
Types at the same time, and even different IP data flows of one
service accessed by the UE will be transmitted through the
access network connections of the different Radio Access
Technology Types. Therefore, after the network determines
the access network connection through which a service or a
certain IP data flow of the service 1s transmitted, in the appli-
cation layer, the PCRF should notify the AF so that the AF
notifies the OCS/OFCS or other network elements to be used
for differentiated charging. Similarly, for the bearer layer, the
PCEF 1s also required to provide the charging information of
the bearer layer to be used for the charging of the bearer layer;
at this time, when the UE 1s accessed through the Multiple
Access, the PCEF 1s required to notify the Multiple Access
case to the OCS/OFCS. The Multiple Access case of terminal
1s notified to the OCS/OFCS system through the application
layer and the bearer layer respectively, which can be used for
the charging demand of different operators in the application
layer and bearer layer respectively.

In order to solve the above problem, the present invention
provides a charging method for a terminal being accessed
through multiple access networks, and said charging method
COmMprises:

when the terminal establishes one IP Connectivity Access
Network (IP-CAN) session with a packet data network
through at least one access network, a charging subsystem
obtaining Multiple Access of said terminal and carrying out
charging, and a charging mode being one or two of following
modes:

mode one, a Policy and Charging Rules Function (PCRF)
sending an IP-CAN Type parameter of each access network
connection passed through by a data flow of a service
accessed by said terminal to an Application Function (AF),
said AF sending said IP-CAN Type parameter to said charg-
ing subsystem, and said charging subsystem charging differ-
ently for data flows passing through different access network
connections of said terminal according to said IP-CAN Type
parameter;

mode two, a Policy and Charging Enforcement Function
(RCEF) sending the IP-CAN Type parameter of each access
network passed through by the data flow of the service
accessed by said terminal to said charging subsystem, and
said charging subsystem charging differently for data tlows
passing through different access network connections of said
terminal according to said IP-CAN Type parameter.

Furthermore, 1n the above charging method,

said IP-CAN Type parameter includes an IP Connectivity
Access Network type, or besides including said IP Connec-
tivity Access Network type, also includes a Radio Access
Technology Type.
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4

Furthermore, when the charging mode in the above charg-
ing method 1s the mode one, said charging method further
COmprises:

when the access network connection passed through by the
data flow of the service accessed by said terminal 1s changed,
said PCRF sending the IP-CAN ‘Type parameter of a new
access network connection passed through by said data flow
and an 1dentifier of said data flow to said charging subsystem
through said AF, said charging subsystem i1dentifying said
data flow according to said identifier, and charging for said
data flow according to a charging rule of the access network
corresponding to the IP-CAN Type parameter of said new
access network connection.

Furthermore, when the charging mode 1n the above charg-
ing method 1s the mode two, said charging method further
COmMprises:

when the access network connection passed through by the
data flow of the service accessed by said terminal 1s changed,
said PCEF sending the IP-CAN Type parameter of a new
access network connection passed through by said data flow
and an 1dentifier of said data flow to said charging subsystem,
said charging subsystem 1dentifying said data flow according
to said identifier, and charging for said data tlow according to
a charging rule of the access network corresponding to the
IP-CAN Type parameter of said new access network connec-
tion.

Furthermore, when the charging mode 1n the above charg-
ing method 1s the mode one, said charging method further
COmMprises:

said AF notifying said PCRF that when said terminal 1s
accessed through multiple access networks, said PCRF 1s
required to report the IP-CAN Type parameter of each access
network connection passed through by the data tlow of the
service accessed by said terminal to said AF; and

alter receiving a notification, said PCRF reporting the IP-
CAN Type parameter of each access network connection to
said AF when said terminal 1s accessed through multiple
access networks.

Furthermore, when the charging mode 1n the above charg-
ing method 1s the mode one, said charging method further
COmMprises:

said charging subsystem notifying said PCEF that when
said terminal 1s accessed through multiple access networks,
said PCEF 1s required to report the IP-CAN Type parameter
of each access network connection passed through by the data
flow of the service accessed by said terminal to said charging
subsystem; and

alter receiving a notification, said PCEF reporting the IP-
CAN Type parameter of each access network connection to
said charging subsystem when said terminal i1s accessed
through multiple access networks.

In order to solve the above technical problem, the present
invention also provides a charging system for a terminal being
accessed through multiple access networks, and said charging
system comprises an IP Connectivity Access Network (IP-
CAN) Type parameter reporting subsystem and a charging
subsystem, wherein,

said IP-CAN Type parameter reporting subsystem 1s con-
figured to report an IP-CAN Type parameter of each access
network connection passed through by a data flow of a service
accessed by said terminal to said charging subsystem when
the terminal establishes one IP-CAN session with a packet
data network through at least one access network;

said charging subsystem 1s configured to charge difierently
for data tlows passing through different access network con-
nections of said terminal according to said IP-CAN Type

parameter.




US 8,874,715 B2

S

Furthermore, said IP-CAN Type parameter reporting sub-
system comprises a Policy and Charging Rules Function
(PCRF) and an Application Function (AF); wherein

said PCRF 1s configured to send the IP-CAN Type param-
eter of each access network connection passed through by the
data tlow of the service accessed by said terminal to said AF;

said AF 1s configured to send the received IP-CAN Type
parameter to said charging subsystem.

Furthermore, 1n the above charging system,

said PCRF 1s also configured to send the IP-CAN Type
parameter of a new access network connection passed
through by said data flow and an 1dentifier of said data flow to
said AF when the access network connection passed through
by the data tlow of the service accessed by said terminal 1s
changed,;

said AF 1s also configured to send the IP-CAN Type param-
eter of the new access network connection passed through by
said data flow and the i1dentifier of said data flow received
from said PCRF to said charging subsystem:;

said charging subsystem 1s also configured to identify said
data tlow according to said identifier, and charge for said data
flow according to a charging rule of the access network cor-
responding to the IP-CAN Type parameter.

In order to solve the above technical problem, the present
invention also provides a charging system for a terminal being
accessed through multiple access networks, and said charging
system comprises an IP Connectivity Access Network (IP-
CAN) Type parameter reporting subsystem and a charging
subsystem, wherein,

said IP-CAN Type parameter reporting subsystem 1s con-
figured to report an IP-CAN Type parameter of each access
network connection passed through by a data flow of a service
accessed by said terminal to said charging subsystem when
the terminal establishes one IP-CAN session with a packet
data network through at least one access network;

said charging subsystem 1s configured to charge differently
for data tlows passing through different access network con-
nections of said terminal according to said IP-CAN Type
parameter;

wherein said IP-CAN Type parameter reporting subsystem
comprises a Policy and Charging Enforcement Function
(PCEF);

said PCEF 1s configured to send the IP-CAN Type param-

cter of each access network connection passed through by the
data flow of the service accessed by said terminal to said
charging subsystem.

Furthermore, 1n the above charging system,

said PCEF 1s also configured to send the IP-CAN Type
parameter of a new access network connection passed
through by said data flow and an 1dentifier of said data tlow to
said charging subsystem when the access network connection
passed through by the data flow of the service accessed by
said terminal 1s changed;

said charging subsystem 1s also configured to identify said
data flow according to said identifier, and charge for said data
flow according to a charging rule of the access network cor-
responding to the IP-CAN Type parameter.

In order to solve the above problem, the present invention
also provides a reporting method of a terminal being accessed
through multiple access networks, and said reporting method
COmprises:

when the terminal establishes one IP Connectivity Access
Network (IP-CAN) session with a packet data network
through at least one access network, a Policy and Charging,
Rules Function (PCRF) sending an IP-CAN Type parameter
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6

of each access network connection passed through by a data
flow of the service accessed by said terminal to an Application
Function (AF).

Furthermore, the above reporting method further com-
Prises:

when the access network connection passed through by the
data tlow of the service accessed by said terminal 1s changed,
said PCRF sending the IP-CAN Type parameter of a new
access network connection passed through by said data flow
and an 1dentifier of said data flow to said AF.

Furthermore, the above reporting method further com-
Prises:

said AF notifying said PCRF that when said terminal 1s
accessed through multiple access networks, said PCRF 1s
required to report the IP-CAN Type parameter of each access
network connection passed through by the data tlow of the
service accessed by said terminal to said AF; and

alter receiving a notification, said PCRF reporting the I1P-
CAN Type parameter of each access network connection to
said AF when said terminal 1s accessed through multiple
access networks.

The method and system of the present invention can be
used to implement differentiated charging according to the
difference of different access networks of terminal, which
makes the charging more reasonable, and also meets the

charging demand of different content providers.

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 1s a schematic diagram of the system architecture of
EPS 1n the prior art;

FIG. 2 1s a schematic diagram of the Multiple Access
scenario of the user equipment in the prior art;

FIG. 3 1s a flow chart of the PCEF notifying the Multiple
Access case of terminal to the OCS according to the example
one;

FIG. 4 15 a flow chart of the PCRF notifying the Multiple
Access case of terminal to the AF according to the example
two;

FIG. 515 atlow chart of the PCRF notifying the IP data flow
transmitting path of service to the AF when the terminal
changes the IP data flow transmaitting path of service accord-
ing to the example three;

FIG. 6 1s a flow chart of the PCRF reporting the UE mul-
tiple access to the AF which does not support the multiple
access; and

FIG. 7 1s a flow chart of the PCEF reporting the UE mul-
tiple access to the OCS which does not support the multiple
access.

PREFERRED EMBODIMENTS OF THE
PRESENT INVENTION

In the following examples, 1t will take the Online Charging
System (OCS) as an example to describe the related functions
of the charging system for a terminal being accessed through
multiple access networks, and 1n other examples, the Offline
Charging System (OFCS) can also be used. In the examples,
the OCS/OFCS can also be called as the charging subsystem
in the charging system for a terminal being accessed through
multiple access networks.

Example One

There are two charging systems for a terminal being
accessed through multiple access networks, and both com-
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prise an IP Connectivity Access Network (IP-CAN) Type
parameter reporting subsystem and a charging subsystem;

the IP-CAN Type parameter reporting subsystem 1s used
for when a terminal establishes one IP Connectivity Access
Network (IP-CAN) session with the packet data network
through at least one access network, reporting an IP-CAN
Type parameter of each access network connection passed
through by the data flows of services accessed by said termi-
nal to said charging subsystem:;

the charging subsystem 1s used for charging differently for
the data flows passing through different access network con-
nections according to said IP-CAN Type parameters; and 1s
also used for when the access network connection passed
through by a data tlow of the service accessed by said terminal
1s changed, 1dentitying this data flow according to the 1den-
tifier of received data flow, and charging for this data flow
according to the charging rule of the access network corre-
sponding to this IP-CAN Type parameter.

In this example, the IP-CAN Type parameter reporting
subsystem of one of the charging system comprises a Policy
and Charging Rule Function (PCRF) and an Application
Function (AF);

the PCRF 1s used for when the terminal establishes one
IP-CAN session with the packet data network through at least
one access network, sending the IP-CAN Type parameters of
each access network connection passed through by the data
flow of services accessed by terminal to said AF; and 1s also
used for when the access network connection passed through
by a data flow of the service accessed by terminal 1s changed,
sending the IP-CAN ‘Type parameters of the new access net-
work connection passed through by this data flow and the
identifier of this data flow to said AF;

the AF 1s used for sending receirved said IP-CAN Type
parameters to said charging subsystem; and 1s also used for
sending the IP-CAN ‘Type parameters of the new access net-
work connection passed through by the data flow and the
identifier of this data flow recerved from said PCRF to said
charging subsystem.

In this example, another IP-CAN Type parameter reporting,
subsystem of the charging system comprises a Policy and
Charging Enforcement Function (PCEF);

the PCEF 1s used for when the terminal establishes one
IP-CAN session with the packet data network through at least
one access network, sending the IP-CAN Type parameters of
cach access network connection passed through by the data
flows of the service accessed by the terminal to said charging
subsystem.

This example describes when the UE 1s located 1n the dual
coverage area of the 3GPP access network and trusted non-
3GPP access network, and when the UE establishes a con-
nection to the default PDN network through 3GPP access
network and trusted non-3GPP access network (for example
the HRPD) at the same time, the PCEF notifies the multiple
access case of terminal to the OCS, and the OCS carries out
the process of differentiated charging, wherein when the ter-
minal 1s accessed through the 3GPP, the PMIPv6 protocol 1s
used between the S-GW and the P-GW, and when the terminal
1s accessed through the trusted non-3GPP, the PMIPv6 pro-
tocol 1s used between the trusted non-3GPP access network
management and the P-GW; and particularly, the following
steps are comprised:

Step 301, the UE sends an attachment request message to
the MME;

Step 302 the MME 1nitiates an authentication flow for the
UE, and MME and HSS exchange authentication related
information according to requirements; aiter authentication
succeeds, the MME 1nitiates a location updata flow, and the
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HSS sends the subscription data of UE to the MME, and in the
authentication process, the HSS sends the selection informa-
tion of the P-GW to the MME, including the default Access
Point Name (APN), and when the MME selects the P-GW
according to the APN, the MME selects the S-GW at the same
time;

Step 303, the MME sends a default bearer setup request
message to the S-GW, wherein this default bearer setup
request message carries the APN and the IP address of the

selected P-GW;

Step 304, the S-GW 1n which the BBERF resides carries
the Network Access Identifier (NAI) of the UE and APN in the
gateway control session establishment indication message
which 1s sent to the PCRF;

Step 305, the PCRF makes the PCC rules and QoS rules
according to the user’s subscription data, network policy, and
bearer attribute and so on, and at the same time, correspond-
ing event trigger could also be made, and the PCRF sends the
QoS rules and the event trigger to the S-GW through the
gateway control session establishment acknowledge mes-
sage, and the S-GW installs the QoS rules and the event
trigger;

Step 306, the S-GW sends the proxy binding update
request message to the P-GW, wherein this proxy binding
update request message carries the NAI of the terminal and
the APN;

the step 306 can send the proxy binding update request
message just after recerving the message of step 303, without
waiting for the response of the step 305.

Step 307, the P-GW 1n which a PCEF resides sends an
IP-CAN session establishment indication message to the
PCREF, wherein this IP-CAN session establishment indication
message includes the NAI, APN and the IP address which 1s
allocated to the UE by the P-GW; the PCRF associates the
IP-CAN session establishment indication message with the
gateway control session establishment indication message 1n
step 303 by the NAI and APN, and thereby the information set
up 1n the PCRF by these two messages 1s associated with the
same IP-CAN session;

Step 308, the PCRF returns an IP-CAN session establish-
ment acknowledge message to the P-GW, wherein this IP-
CAN session establishment acknowledge message carries the
corresponding PCC rules and the event trigger, and the PCEF
installs the PCC rules and the event trigger;

I1 the information carried in the IP-CAN session establish-
ment mdication message 1n step 307 causes the QoS rules to
be changed, the PCRF sends the new QoS rules to the trusted
non-3GPP access gateway through the gateway control and
QoS rules provisioning message, and 1f the event trigger 1s
also changed, the new event trigger 1s provided, and this
message can be sent at the same time with the step 308. After
receiving the message, the BBERF returns the acknowledge
message.

Step 309, the P-GW sends a credit request to the OCS, and
the message carries a user identifier, APN and the IP-CAN
Type parameters, and the IP-CAN Type parameters can be the
IP-CAN 'Type or turther carries the Radio Access Type (RAT
Type), and the current accessed IP-CAN Type 1s the
3GPP_EPS, and the RAT Type 1s the E-UTRAN;

Step 310, the OCS makes the policy of the reporting the
credit control mformation according to the IP-CAN Type

3GPP_EPS and the RAT Type E-UTRAN, such as re-autho-

rized trigger and so on, and returns to the PCEF;

Step 311, the P-GW returns the proxy binding acknowl-
edge message to the S-GW, wherein this proxy binding
acknowledge message carries the IP address which 1s allo-

cated to the UE by the P-GW;
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Step 312, the S-GW returns a default bearer setup confir-
mation message to the MME, wherein this default bearer
setup confirmation message carries the IP address of the UE;

Step 313, the MME, eNodeB, and UE interactively set up
the radio bearer;

Step 314, after setting up the radio bearer, the MME sends
an update bearer request to the S-GW, and notifies the address
information of the eNodeB and so on, and the S-GW returns
a response message;

Step 315, the UE enforces the specific non-3GPP access
process, and accesses the trusted non-3GPP access network;

Step 316, after accessing the trusted non-3GPP access net-
work, the UE requests the HSS/AAA to carry out the EPS
access authentication; aiter recerving the EPS access authen-
tication request, the HSS/AAA carries out the authentication
on the UE which sends a request; and after completing the

authentication of the UE, the HSS/AAA returns the P-GW
selected 1n the 3GPP access and the UE subscribed APN,
including default APN, to the trusted non-3GPP access gate-
way,

Step 317, after the authentication succeeds, the attachment
flow of the layer 3 1s triggered, and the message which 1s sent
to the trusted non-3GPP access gateway by the UE carries the
Multiple Access indication;

Step 318, the trusted non-3GPP access gateway 1n which
the BBERF resides sends a gateway control session establish-
ment imdication message to the PCRF, wherein the gateway
control session establishment indication message carries the
identifier NAI of the UE, APN and Multiple Access 1ndica-
tion;

Step 319, the PCRF judges the UE 1s Multiple Access
according to the Multiple Access indication, and associates
this message with the messages 1n steps 304 and 307 accord-
ing to the NAI and APN, and thereby the information set up 1n
the PCRF by these three messages 1s associated with the same
IP-CAN session. Furthermore, the PCRF makes the PCC

rules and QoS rules for the services which will be transterred
to the IP-CAN session accessed through the non-3GPP
according to the user’s subscription data, network policy and
bearer attribute and so on, and at the same time, a correspond-
ing event trigger could also be made; the PCRF sends these
new made QoS rules and event trigger to the BBERF through
a gateway control session establishment acknowledge mes-
sage, and the BBERF 1nstalls the QoS rules and event trigger;

Step 320, the trusted non-3GPP access gateway sends the
proxy binding update request message to the P-GW, wherein
this proxy binding update request message carries the NAI,
APN and Multiple Access indication, and the step 320 can
send the proxy binding update request message just after
receiving the message of the step 317, without waiting for the

response of the step 319;
Step 321, the P-GW 1n which the PCEF resides uses the

IP-CAN session established in step 307, and sends the IP-
CAN session modification mdication message to the PCRE,
wherein this IP-CAN session modification indication mes-
sage carries the NAI of the terminal, APN and the IP address;

Step 322, the PCRF returns the IP-CAN session modifica-
tion acknowledge message to the P-GW, wherein the IP-CAN
session modification acknowledge message carries the PCC
rules and event trigger made i step 317, and the P-GW
updates the PCC rules and the event trigger. The PCRF may
update the PCC rules over again according to the information
carried 1n step 319.

Step 323, the PCEF sends the credit request to the OCS,
and the message carries the Multiple Access 1indication and
this terminal accessed IP-CAN ‘Type parameters, and the
IP-CAN Type parameters can be the IP-CAN Type, or can
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turther carries the Radio Access Type (RAT Type), and herein
the RAT Type 1n another access network of the terminal 1s the

HRPD. The OCS obtains that the user currently has carried
out the Multiple Access, and the RAT Type 1s the E-UTRAN
and HRPD respectively.

Step 324, the OCS makes a policy of reporting the credit
control information according to the RAT Type HRPD, such
as the re-authorized trigger and so on, and returns to the
PCEF;

Step 325, the P-GW saves information such as the own IP
address into the HSS, and registers the Multiple Access in the
HSS;

Step 326, the P-GW returns the proxy binding acknowl-
cdge message to the trusted non-3GPP access gateway,
wherein this proxy binding acknowledge message carries the
IP address which 1s allocated to the UE by the P-GW;

Step 327, the trusted non-3GPP access gateway returns a

response message to the UE, wherein this response message
carries the IP address of the UE;

In the above tlow, the OCS system knows that one IP-CAN
session of the terminal 1s accessed through the 3GPP access
network and the non-3GPP access network at the same time,
and the OCS system carries out differentiated charging for the
data flows passing through different access network connec-
tions of the terminal, and carries out credit control and online
charging for the IP-CAN session of the terminal, and the

PCRF carries out the policy charging control regarding this
IP-CAN session.

Example two

The charging system for a terminal being accessed through
multiple access networks comprises an IP Connectivity
Access Network (IP-CAN) Type parameter reporting sub-
system and a charging subsystem:;

the IP-CAN Type parameter reporting subsystem 1s used
for when the terminal establishes one IP-CAN session
through at least one access network with the packet data
network, reporting the IP-CAN Type parameters of each
access network connection passed through by the data flows
of the service accessed by said terminal to said charging
subsystem;

the charging subsystem 1s used for charging differently for
the data tlows passing through different access network con-
nections according to said IP-CAN Type parameters; and 1s
also used for when a access network connection passed
through by the data tlow accessed by the terminal 1s changed,
identifying this data flow according to the identifier of this
data flow, and charging for this data flow according to the
charging rules of the access network corresponding to the this
IP-CAN lype parameter.

In this example, the IP-CAN ‘Type parameter reporting
subsystem comprises a Policy and Charging Enforcement
Function (PCEF);

the PCEF 1s used for when the terminal establishes one
IP-CAN session through at least one access network with the
packet data network, sending the IP-CAN Type parameters of
cach access network connection passed through by the data
flows of the services accessed by the terminal to said charging
subsystem; and 1s also used for when the access network
connection passed through by a data flow of the service
accessed by the termuinal i1s changed, sending the IP-CAN
Type parameters of the new access network connection
passed through by this data flow and the 1dentifier of this data
flow to said charging subsystem.

As shown 1n FIG. 4, after establishing the IP Connectivity
Access Network (IP-CAN) session through the 3GPP (the
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access network 1s the E-UTRAN) and the trusted non-3GPP
access network (the access network 1s the HRPD) Multiple
Access, the UE accesses a new service, and the flow chart of
the PCRF notlfymg the Multiple Access case of terminal to
the AF comprises specific steps:

Step 401, the UE makes a request message to access a new
service (assuming this service 1s the p2p downloading ser-
vice), and after recerving the message, the AF establishes a
new AF session and provides service information, and the
corresponding IP data flow 1s the SDF1.

Step 402, the AF sends a service/application message to the
PCRF, and said message carries the IP address of the UE
which accesses services, and furthermore, said message can
also carry the 1dentifier of UE;

Step 403, the PCRF saves the service information;

Step 404, the PCRF returns an acknowledge message to the
AF, and this message carries an indication of the user Multiple

Access, and two RAT Types of the current Multiple Access,
namely the E-UTRAN and the HRPD;

Step 405, the PCRF 1dentifies the IP-CAN session estab-
lished 1n the flow of the FI1G. 3 according to the IP address of
the UE and the identifier of UE. At this time, the PCRF knows
the UE carries out Multiple Access through the trusted non-
3GPP access network and the E-UTRAN. The PCRF makes
the PCC Rules 1 and QoS Rules 1 according to the service
characteristics such as the user’s subscription information,
the network policy, the indication of the destination access
network connection by which the UE determines to transmit
the SDF1 and the service information and so on, and deter-
mines to transmit this service data flow through the E-UT-
RAN access network;

Step 406, since the PCRF determines to transmit this ser-
vice through the E-UTRAN, the PCRF sends the QoS Rules
1 to the BBERF 1n the S-GW through the gateway control and
QoS rules provisioning message;

Step 407, the BBERF installs the QoS Rulesl, and the
E-UTRAN enforces the corresponding policy, and the
BBEREF returns the acknowledge message;

Step 408, the PCRF sends the PCC Rules1 to the PCEF 1n
the P-GW through the policy and charging rules provisioning,
message, and the message carries the binding indication, and
this indication 1ndicates when the PCEF detects the service
data flows applying the PCC Rules], these service data flows
will be sent to the connection through the E-UTRAN access
network. This binding indication 1dentifies the PCRF deter-
mined access network connections by carrying the unique
information which distinguishes each access network con-
nection, for example, this binding indication can carry the
IP-CAN Type parameter, and the IP-CAN 'Type parameter
can be the IP-CAN Type or can further carry the Radio Access
Type (RAT 'Type), and herein the IP-CAN ‘Type can be the
3GPP_EPS, and the RAT Type 1s the E-UTRAN;

Step 409, the PCEF installs the PCC Rules 1, and according
to the binding indication, binds the PCC rules and the E-UT-
RAN access network connection, and returns the acknowl-
edge message;

Step 410, the PCRF sends a message to the AF, and notifies
AF that this service data flow 1s transmitted by the E-UTR AN.
The message carries the IP-CAN ‘Type or further carries the
RAT type, and the 1dentifier of this service data flow. The
IP-CAN type 1s the 3GPP_EPS, and the Radio Access Tech-
nology Type 1s the E_UTRAN. Besides, the message also can
carry the Multiple Access indication and the access networks
of the current Multiple Access to notify the AF that the ter-
minal 1s multi-accessed currently and the access networks of
the current Multiple Access respectively are the E-UTRAN
and the HRPD.
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Step 411, the AF saves this information, and returns the
acknowledge message.

In the above method, the PCRF determines to transmit the
new service of the terminal through which access network
connection, and notifies the AF, and the AF sends the IP-CAN
Type of the access network connection passed through by this

service data tlow of the terminal or the RAT Type which 1s
turther carried (the IP-CAN type 1s the 3GPP_EPS, and the
Radio Access Technology Type 1s the E-UTRAN) to the OCS
system, and the OCS system charges for this new service in
terms of the charging standard corresponding to the E-U'T-
RAN access network connection according to this informa-
tion.

In other examples, the UE or the PCEF can also determine
to transmit this service by the E-UTRAN, and notity the
PCREF, and similarly, the PCRF notifies the AF that the IP data
flow of this service is transmitted through the E-UTRAN
access network connection, and reports the IP-CAN Type
parameters (the IP-CAN type and/or the Radio Access Tech-
nology Type).

Besides the above cases, the different type data 1n the same
service ol the UE can be transmitted by different access
networks. For example, 11 the AF initiates the video phone
service, then the session information of this AF will include
the audio IP data flow information and the video IP phone
service, and 1f the UE, PCRF or the PCEF determines to
transmit the audio IP data tlow through the E-UTRAN and
transmit the video IP data tlow through the trusted non-3GPP
access, the PCRF will report the IP-CAN type of the access
network connection passed through by the audio IP data flow
which 1s the 3GPP_EPS and/or the Radio Access Technology
Type which 1s the E-UTRAN to the AF, and 1f the trusted
non-3GPP access network 1s the HRPD, then the IP-CAN
type of the access network connection passed through by the
video IP data flow 1s the 3GPP2 and/or the Radio Access
Technology Type 1s the HRPD. Thereby the AF sends the
access network connections which transmits the audio IP data
flow and video IP data steam of this service to related network
clements (for example, the OCS/OFCS 1s used for carrying
out differentiated charging for this IP data tlow). Wherein, the
audio IP data flow and the video data tlow are 1dentified by
corresponding tlow 1dentifiers. The tlow 1s stmilar to FIG. 4.

For the Multiple Access scenario of the UE through the
3GPP and non-3GPP access networks at the same time, the
UE uses DSMIPv6 protocol when accessed through the non-
3GPP access network, and the method of the PCRF notifying

the AF the IP-CAN type and/or the Radio Access Technology
Type of the access network connections which transmits the
IP data flows of the services 1s similar.

Example Three

The terminal may be required to change the IP data tlow
transmitting path of service due to a certain reason, and when
the IP data flow transmitting path 1s changed, 1t can be caused
by reasons such as the UE active requesting or access network
requesting, P-GW requesting, user’s subscription informa-
tion changed or network policy changed and so on.

FIG. 51s a flow chart described in this example that after the
IP data flow transmitting path 1s changed, the PCRF notifies
the new path (namely through which access network) of the
IP data flow of terminal to the AF, which particularly com-
prises following steps:

Step 501, the PCRF receives the internal trigger message or
external trigger message, and transiers a certain service data
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flow of the terminal to other access networks, for example

access from the E-UTRAN 1s transferred to access from the
trusted non-3GPP;

Step 502, the PCRF sends a bearer event notification mes-
sage to the AF, and the message carries the identifier of this
service data tlow (used for 1dentifying this data flow) and the
IP-CAN Type parameters of the access network connection
passed through by this service data tlow, and if transferred to
the trusted non-3GPP access network 1s the HRPD, then the
IP-CAN type of the access network connection 1s the 3GPP2,
and the Radio Access Technology Type 1s the HRPD); and at
the same time, this message can also carry the mdlcatlon of
the IP data flow of service being transierred;

Step 503, the AF saves this information, and returns an
acknowledge message.

Furthermore, the AF sends the received data flow 1dentifier
and the IP-CAN Type parameters of the passed through
access network connection to the OCS system, and the OCS
system 1dentifies this service data flow according to said
identifier, and charges for this IP data flow according to the

charging rule of the access network corresponding to the
IP-CAN Type or further carried RAT Type (namely the IP-
CAN type 1s the 3GPP2, and the Radio Access Technology
Type 1s the HRPD).

A specific example of this example 1s as follows: the ter-
minal carrying out the video phone service, wherein the audio
IP data flow passes through the E-UTRAN access network,
and the video IP data flow passes through the HRPD access
network, and when this audio IP data flow also requires trans-
terring to the HRPD access network, the PCRF sends a bearer
event notification message to the AF, and this message carries
the 1dentifier of the audio IP data flow and the IP-CAN Type
and the RAT Type of the new access network connection (the
IP-CAN typeis the 3GPP2, and the Radio Access Technology
Type 1s the HRPD), and the AF forwards the received inifor-
mation to the OCS system, and the OCS system 1dentifies this
audio IP data flow according to the 1dentifier of the audio IP
data flow, and charges for this service data tflow according to
the charging rule of this HRPD access network.

For those AFs which have not been updated to support the
Multiple Access, even 1f the PCRF reports services or the IP
data flow of the service 1s transmitted by which access net-
work, the AF 1s also unable to carry out processing, however,
the AF can customize a specific action to notity the PCRF to
report, and thereby the Multiple Access case of the terminal 1s
known. As shown 1n FIG. 6, the flow of the PCRF reporting
the Multiple Access case of UE to the AF which does not
support the Multiple Access comprises:

Step 601, the AF sends an application and service informa-
tion message to the PCRF, and the message carries Specific-
Action information, and notifies the PCRF that when the UE
1s multi-accessed, the PCRF 1s required to report the Multiple
Access case of UE to the AF. Furthermore, the AF can also
customize that the PCRF 1s required to report the IP-CAN
Type parameters of the access network connections transmit-
ting each IP data tflow (the IP-CAN type and/or Radio Access
Technology Type);

Step 602, the PCRF 1nstalls this Specific Action. After-
wards, when the UE 1s multi-accessed, the PCRF reports the
UE Multiple Access to the AF, and further reports the IP-CAN
type and/or Radio Access Technology Type of the access
network connections transmitting each IP data flow. The spe-
cific operations can refer to the examples two to four.

For those OCSs which have not been updated to support the
Multiple Access, even 1f the PCEF reports the Multiple
Access case, the OCS 1s also unable to carry out processing.

However, the OCS can customize a specific action to notily
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the PCEF to report, and thereby the Multiple Access case of
the terminal 1s known. As shown in FIG. 6, the tlow of the
PCEF reporting the Multiple Access case of UE to the OCS
which does not support the Multiple Access comprises:

Step 701, the UE powers on to mitiate an attachment flow,
and the P-GW accepts the UE’s request, and establishes a
connection to the PDN through the E-UTRAN;

Step 702, the PCEF sends a credit request message to the
OCS, and the current IP-CAN type carried 1in the message 1s
the 3GPP_EPS, and the Radio Access Technology Type 1s the
E-UTRAN;

Step 703, the OCS saves the information, and according to
the IP-CAN type of the access network connection
3GPP_EPS and the Radio Access Technology Type E-UT-
RAN, makes a credit control reporting policy, and when a
credit response message 1s returned to the PCEF, sends down
a Multiple Access reporting re-authorized trigger at the same
time, and returns to the PCEF, and the PCEF carries out
installation;

Step 704, the UE mitiates a Multiple Access request, and
the PDN 1s multi-accessed through the HRPD, and the P-GW
receives this request;

Step 705, the PCEF sends a credit request to the OCS,
reports the Multiple Access indication, and carries the RAT
Type HRPD at the same time;

Step 706, the OCS returns a response message.

The above description 1s only the preferred example of the
present invention, which 1s not used for limiting the present
invention, and for person skilled 1n the art, the present mven-
tion can also have various modifications and transformations.
And all the modifications, equivalent replacements and
improvements without departing from the spirit or principle
of the present mvention, should all fall into the protection
scope of the present invention.

INDUSTRIAL APPLICABILITY

In a scenario of a user equipment (UE) being accessed
through multiple access networks, one IP-CAN session of the
UE has at least one IP-CAN Type and/or RAT Type, and
multiple services accessed by the UE are transmitted by
access network connections of the different Radio Access
Technology Types at the same time, and even different IP data
flow of one service accessed by the UE will be transmitted by
the access network connections of different Radio Access
Technology Types. The method and system of the present
invention are used to notity OCS/OFCS system of Multiple
Access case of terminal through the application layer and the
bearer layer respectively, and to implement differentiated
charging, which can be used for the charging demands of
different operators in the application layer and the bearer
layer respectively, and makes the charging more reasonable to

L ] it il

meet the charging demands of different content providers.

What 1s claimed 1s:

1. A charging method for a terminal being accessed
through multiple access networks, and said charging method
comprising:

when the terminal establishes one IP Connectivity Access

Network (IP-CAN) session with a packet data network
through a plurality of access networks simultaneously to
transmit different data flows of one or more services, a
charging subsystem knowing Multiple Access of said
terminal from a Policy and Charging Rules Function
(PCRF) through an Application Function (AF);

the PCRF sending an IP-CAN Type parameter of each

access network connection passed through by each data

flow of the service accessed by said terminal and a
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corresponding flow identifier to the AF, wherein each
data flow 1s 1dentified by the corresponding tlow 1denti-
fler;

said AF sending said IP-CAN Type parameter and said

16

through a plurality of access networks simultaneously to
transmit different data flows of one or more services, a
Policy and Charging Rules Function (PCRF) sending an

IP-CAN Type parameter of each access network connec-

corresponding flow 1dentifier to said charging sub- s tion passed through by each data flow of the service

system, fﬂld o _ accessed by said terminal and a corresponding flow
sald charging subsystem identifying the corresponding identifier to an Application Function (AF), wherein each

data flow according to the flow 1dentifier, and charging data flow is identified by the corresponding flow identi-

differently for the data flows passing through different fer

access network connections of said terminal according 10 _ _ _ _

to corresponding TP-CAN Type parameters. 8. T.h.e reporting method as claimed in claim 7, further
2. The charging method as claimed in claim 1, wherein COMPIISIE,
cach IP-CAN Type parameter comprises an IP Connectiv- when the access network connection passed through by

ity Access Network type, or comprises said IP Connec- one data tlow of the service accessed by said terminal 1s

tivity Access Network type and a Radio Access Tech- 15 changed, said PCRF sending another IP-CAN Type

nology Type. parameter ol a new access network connection passed
3. The charging method as claimed 1n claim 2, comprising;: through by said data flow and the flow 1dentifier of said
when the access network connection passed through by data flow to said AF.

one data flow of the service accessed by said terminal 1s 9. The reporting method as claimed in claim 8, further

changed, said PCRF sending another IP-CAN Type 20 comprising:

arameter ol a new access network connection passed L . _ . _ _ _

tphrou oh by said data flow and the flow identifier of said said AF notitying said PCR-ﬁ that when said ter'mmal 1S

data flow to said charging subsystem through said AF. :jaccess<f:d through multiple access networks, said PCRF
said charging subsystem identifying said data flow accord- 1s required to report the H)'CAN Lype parameter of each

ing to said tlow 1dentifier, and charging for said data flow 25 ALLESs network connection pas§ed through by the COTHES

according to a charging rule of the access network cor- SPY nding dfata QOW of the service accessed by said ter-

responding to the IP-CAN Type parameter of said new minal to said AF; and

access network connection. alter receiving a notification, said PCRF reporting the IP-
4. The charging method as claimed in claim 2, comprising: CAN ‘Iype parameters of the access network connec-
said AF notifying said PCRF that when said terminal is 30 tions to said AF when said terminal 1s accessed through

accessed through multiple access networks, said PCRF multiple access networks.

1s required to report the IP-CAN Type parameter of each 10. The reporting method as claimed in claim 7, further

access network connection pasged through by the corre- comprising:

;Iisll;?l; gsgﬂii?‘:n%f the service accessed by said ter- 14 said AF notifying said PCRF that when said terminal 1s
after recerving a notification, said PCRF reporting the IP- ?CCBSS?d through multiple access networks, said PCRE

CAN Type parameters of the access network connec- 15 required to rlfport the H)_CAN Ey%ipman;Eteﬁ of each

tions to said AF when said terminal 1s accessed through access network connection passed t ough by the O

multiple access networks. Sppndmg d:ata ﬂ‘?w of the service accessed by said ter-
5. The charging method as claimed 1n claim 1, comprising: 40 minal to said AF; and
when the access network connection passed through by alter receiving a notification, said PCRF reporting the 1P-

one data flow of the service accessed by said terminal is CAN lype parameters of the access network connec-

changed, said PCRF sending another IP-CAN Type tions to said AF when said terminal 1s accessed through

parameter ol a new access network connection passed multiple access networks.

through by said data flow and the flow 1dentifier of said 45 11 A charging system for a terminal being accessed

data flow to said charging subsystem through said AF,
said charging subsystem identifying said data flow accord-
ing to said flow 1dentifier, and charging for said data flow

through multiple access networks, and said charging system
comprising a Policy and Charging Rules Function (PCRF), an
Application Function (AF) and a charging subsystem;

according to a charging rule of the access network cor- wherein.,
responding to the IP'CéN Lype parameter of said new 50 said PCRF 1s configured to, when the terminal establishes
ACLESS ne‘[‘work connection. _ , . one IP-CAN session with a packet data network through
6. T he Eharg}ng meth9d as claimed in claim 1," COMPHISHIE- a plurality of access networks simultaneously to trans-
said AF notitying said PCRF that when said terminal 1s mit different data flows of one or more services, report
accessed through multiple access networks, said PCRF an IP-CAN Type parameter of each access netw c:rk con-
1s required to report the IP-CAN Type parameter of each 55 nection passed through by each data flow of the service
access network connection pasged through by the corre- accessed by said terminal and a corresponding flow
;I;’El I;?ﬁijii%‘?jﬂf the service accessed by said ter- identifier to said AF, wherein each data flow 1s 1dentified
after recerving a notification, said PCRF reporting the IP- ‘by tEfe: corresponding How 1djant1ﬁerj
CAN Type parameters of the access network connec- 60 said AF 1s configured to send said IP-CAN Type parameter
tions to said AF when said terminal is accessed through and said corresponding flow identifier to said charging
multiple access networks. subsystem; and
7. A reporting method for a terminal being accessed said charging subsystem 1s configured to 1dentily the cor-
through multiple access networks, and said reporting method responding data flow according to the tlow identifier,
comprising; 65 and charge differently for the data flows passing through

when the terminal establishes one IP Connectivity Access
Network (IP-CAN) session with a packet data network

different access network connections of said terminal
according to corresponding IP-CAN Type parameters.
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12. The charging system as claimed 1n claim 11, wherein

cach IP-CAN Type parameter comprises an IP Connectiv-
ity Access Network type, or comprises said IP Connec-
tivity Access Network type and a Radio Access Tech-
nology Type.

13. The charging system as claimed 1n claim 11, wherein,

said PCRF 1s further configured to, when the access net-
work connection passed through by one data tflow of the
service accessed by said terminal 1s changed, send
another IP-CAN Type parameter of a new access net-
work connection passed through by said data flow and
the flow 1dentifier of said data flow to said AF;

said AF 1s further configured to send the received IP-CAN
Type parameter of the new access network connection
and the received tlow 1dentifier of said data flow to said
charging subsystem; and

said charging subsystem 1s further configured to 1dentity
said data flow according to said flow identifier, and
charge for said data flow according to a charging rule of

10

15

the access network corresponding to the IP-CAN Type 20

parameter of said new access network connection.
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