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(57) ABSTRACT

Systems and methods for verifying insurance coverage are
provided. A method may 1nclude registering data for one or
more users, the data including information designating one or
more insurance providers for the users. The method may
turther include transmitting, via a communications network,
an 1msurance verification request to the designated insurance
providers, the isurance verification indicating one or more
insurance requirements for the user. The communications
network may be the internet. A response to the insurance
verification request from the designated insurance providers
may be recerved via the communications network. The
response may indicate whether insurance associated with the
user complies with the one or more 1nsurance requirements.
One or more noftifications regarding whether the imsurance
associated with the user complies with the one or more 1nsur-
ance requirements may be transmitted. The msurance verifi-
cation request may be retransmitted so as to re-verily the user
complies with the insurance requirements.

29 Claims, 5 Drawing Sheets
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300

Registering data for one or more users, the data including
information designating one or more insurance providers for the

users.
305

Transmitting an insurance verification request to the designated

insurance providers.
310

Receiving a response to the insurance verification request from

the designated insurance providers.
315

Transmitting one or more notifications regarding
whether the insurance associated with the user complies
with the one or more insurance requirements.

320

End

FIG. 3
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400

/

Registering data received from at least one first user, the data

including information identifying one or more second users.
405

Transmitting an information request to the one or more second

uSsCrs.
410

Receiving a response to the insurance verification request from
the designated insurance providers.
415

Transmitting an insurance verification request to the designated
insurance providers.
420

Receiving a response to the insurance verification request from the

insurance providcr.
425

Transmitting notifications to at least the first user regarding
whether the insurance associated with the one or more second

users complies with the one or more insurance requirements.
430

End

FIG. 4
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SYSTEMS AND METHODS FOR INSURANCE
VERIFICATION

CROSS-REFERENCE TO RELAT
APPLICATIONS

T
»

The present application claims priority to U.S. Provisional
Application No. 61/414,177, filed Nov. 16, 2010, entitled

“Insurance Verification System,” which 1s incorporated by
reference herein in its entirety.

FIELD OF THE INVENTION

The present disclosure generally relates to a verification
system, and more particularly, to systems and methods for
verilying insurance.

BACKGROUND

Within the building industry, builders and general contrac-
tors generally require that their subcontractors and other ser-
vice providers provide proof of insurance. In some 1nstances,
particularly diligent builders may further require that their
subcontractors include language 1n their respective imnsurance
policies naming the builder as an additional insured. In many
instances, 1t 1s difficult to ensure that the subcontractor main-
tains the policy for the length of time and at the level of
protection that 1s required by the builder. Therefore, the
builder must trust the contractor to maintain coverage for the
length of time required and at the required limaits. IT a subcon-
tractor fails to pay a premium, for example, 1ts insurance
certificate becomes useless 1n the event of an accident or
claim, because the policy would no longer be 1n force. Simi-
larly, 11 the contractor adjusts coverage to decrease premium
payments, the level of protection will be decreased.

Currently there 1s no practical or functional way to inde-
pendently verify that the insurance coverage information sub-
mitted by a contractor 1s accurate or valid. In most instances,
the risk management protection 1s performed via audits and
one-time snapshot types of risk management assessments.
Audit results become less and less accurate and meaningiul
cach minute that passes after the assessment and verification
1s made. One of the hurdles to effective risk management via
isurance policies 1s the difficulty in veriiying and tracking
that a contractor has and maintains the appropriate coverage,
the appropriate endorsements naming the builder as an addi-
tional msured, that the premium has been paid on time, and
that the policy 1s otherwise 1in force as expected by the builder.
As such, there 1s aneed for improved systems and methods for
insurance verification.

Presently there 1s a need for a verification process to allow
a hiring party to verily that an action by a performing party
has been performed. The process would allow any user/
owner/operator who hires or contracts with any person or
entity to provide a good or service that would potentially
create liability for the hiring party to verity that an action has
occurred. Typically the verification would be for insurance,
bonding, or some other form of guarantee that would protect
the hiring party from these potential liabilities.

SUMMARY OF THE INVENTION

According to various embodiments, a method 1s provided
for insurance verification. The method may include register-
ing data for one or more users. The data may include infor-
mation designating one or more msurance providers for the
users. The method may further include transmitting, via a
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communications network, an insurance verification request
to the designated insurance providers. The insurance verifi-
cation request may indicate one or more msurance require-
ments for the user. The communications network may be the
internet. The method may even further include receiving, via
the communication network, a response to the insurance veri-
fication request from the designated insurance providers. The
response may indicate whether insurance associated with the
user complies with the one or more 1nsurance requirements.
The method may even further include transmitting, via the
communication network, one or more notifications regarding
whether the insurance associated with the user complies with
the one or more 1nsurance requirements. The data for the one
Or more users may be stored 1n a memory.

The insurance requirements may include one or more of an
Insurance coverage amount, an msured coverage period, an
endorsement, an indemnification provision, a tax identifica-
tion number associated with the user, or an insurance cover-
age description. The insurance verification request may
include questions relating to one or more of an 1nsurance
coverage amount, an insured coverage period, an endorse-
ment, an indemmnification provision, a tax identification num-
ber associated with the user, or an msured activities descrip-
tion.

The method may include retransmitting, automatically, the
insurance verification request to the designated insurance
providers on a recurring basis so as to periodically verily
insurance coverage for the user. The recurring basis may be
daily, weekly, monthly, or any other predetermined time
period. The notifications may be transmitted automatically
upon receipt of the response to the insurance verification
request. The notifications may be transmitted to a plurality of
different entities associated with the user. The method may
also include forming a contract (e.g., any legally binding
agreement) between the user and a contracting party upon
verification of the insurance coverage. The method may pro-
vide for cancelling, automatically, the contract between the
user and the contracting party when the response to the isur-
ance verification indicates that the user does not comply with
the insurance requirements. When the insurance verification
response indicates that the user does not comply with the
insurance requirements, the response received from the des-
ignated 1nsurance provider may include an advertisement
providing a quote for insurance for the user complying with
the insurance requirements.

According to some embodiments, a system 1s provided for
verilying insurance. The system may include a communica-
tions network configured to operate on a communications
medium. The commumications medium may be the internet.
The communications network may be configured to recerve
data for one or more users, the data including information
designating one or more 1msurance providers for the users.
The system may further include a memory configured to store
the data and the designated 1insurance providers. The system
may also include a processing system. The processing system
may be configured to transmit, via the communications net-
work, an insurance verification request to the designated
insurance providers. The insurance verification request may
indicate one or more msurance requirements for the user. The
processing system may also be configured to receirve a
response to the msurance verification request from the desig-
nated 1nsurance providers. The response may indicate
whether insurance associated with the user complies with the
one or more 1surance requirements.

The processing system may even further be configured to
transmit one or more notifications regarding whether the
insurance associated with the user complies with the one or
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more insurance requirements. The insurance requirements
may include one or more of an insurance coverage amount, an

insured coverage period, an endorsement, an indemnification
provision, a tax idenftification number associated with the
user, or an insurance coverage description. The processing,
system 1s a web server operating on the internet. Other
embodiments may provide for the processing system that 1s a
distributed processing system operating on one or more web
servers communicating via the communications network.
The processing system may be further configured to auto-
matically retransmit the insurance verification request to the
designated insurance provider on a recurring basis. The recur-
ring basis may be daily, weekly, monthly, or a predetermined
time period. The data provided by the one or more users may
include information 1dentifying a contracting party associ-
ated with the user, and further wherein the processing system
1s Turther configured to transmait the notifications to the con-
tracting party.

According to even further embodiments, a method is pro-
vided for verifying insurance. The method may include reg-
istering data receirved from at least one first user, the data
including information 1dentifying one or more second users;
transmitting, via a communications network, an information
request to the one or more second users, the mformation
request including provisions for the second user to designate
one or more 1msurance providers; receving, via the commus-
nications network, a response to the information request from
the second user, the response designating the one or more
insurance providers; transmitting, via the communications
network, an insurance verification request to the designated
insurance providers, the msurance verification request indi-
cating one or more isurance requirements for each of the one
or more second users; receiving, via the communication net-
work, a response to the insurance verification request from
the insurance provider, the response indicating whether insur-
ance associated with the one or more second users complies
with the one or more insurance requirements; and transmit-
ting, automatically upon receipt of the response from the
insurance provider, notifications to at least the first user
regarding whether the insurance associated with the one or
more second users complies with the one or more isurance
requirements.

The insurance requirements may include one or more of an
insurance coverage amount, an msured coverage period, an
endorsement, an indemnification provision, a tax identifica-
tion number associated with the user, or an insurance cover-
age description. The method may further include retransmiut-
ting, automatically, the insurance verification request to the
designated insurance providers on a recurring basis so as to
periodically verily insurance coverage for the one or more
second users. A contract may be formed between the first user
and the second user when the response indicates that the
second user complies with the 1insurance requirements. The
method may further include withholding a payment to the
second user when the response indicates that the second user
does not comply with the mnsurance requirements.

BRIEF DESCRIPTION OF THE DRAWINGS

FI1G. 1 1s a block diagram of an exemplary architecture of a
system for practicing aspects of the present technology.

FIG. 2 1s a block diagram of an exemplary system for
practicing various embodiments.

FI1G. 3 15 a flow diagram showing an exemplary method of
verilying insurance.

FIG. 4 1s a flow diagram showing another exemplary
method of verifying insurance.
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FIG. 5 1s a block diagram showing aspects for practicing at
least a portion of the present disclosure.

DETAILED DESCRIPTION OF THE INVENTION

Betfore explaining the presently disclosed and claimed
inventive concept(s) in detail by way of exemplary embodi-
ments, drawings, and appended claims, 1t 1s to be understood
that the present disclosure 1s not limited 1n 1ts application to
the details of construction and the arrangement of the com-
ponents set forth 1n the following description or 1llustrated in
the drawings. The present disclosure 1s capable of other
embodiments or of being practiced or carried out 1n various
ways. As such, the language used herein 1s intended to be
given the broadest possible scope and meaning; and the
embodiments are meant to be exemplary—not exhaustive. It
1s to be understood that the phraseology and terminology
employed herein 1s for the purpose of description and should
not be regarded as limiting. Unless otherwise required by
context, singular terms may include pluralities and plural
terms may 1nclude the singular.

Generally, the systems and methods provided herein may
provide for an independent verification process that 1n some
instances can serve to document that something has occurred
(1.e., some business event or critical path trigger has been
reached or met), that some strategic milestone has been
reached, or that a document that may, in many instances,
make or imply some warranty, guarantee, endeavor to con-
firm, etc., 1s valid, continues to be valid, material, legally 1n
force, and/or legitimate.

The present disclosure may apply to multiple business
applications and/or function. In some cases 1t may occur that
the process 1s configured for various industries such as the
insurance verification process for the construction industry,
for example, or 1n other 1nstances a trucking company may
need to verily a subcontracted transporters nsurance and
liability protection. Other adaptations of the current disclo-
sure include, but are not limited to, a company could have an
outside sales representative that may be hired to perform
olf-site sales or delivery services and the company would
need to verily that the sales representative has insurance,
bonding or any other financial or insurance product. Another
example could be a real estate management firm (or property
manager) hiring a cleaning service or vendor, wherein the
firm wishes to verily that the vendor has obtained, and main-
tains liability coverage. Financial institutions, municipalities,
cities, towns, quasi-governmental agencies, corporations,
large service providers (e.g., healthcare service) and services
for risk management officers within these organizations could
also use the herein disclosed process to independently verity
and guarantee that they will be notified if any changes occur
to any of these liability protection vehicles. Hiring (or con-
tracting) parties need a practical, reliable and efficient way to
verily a performing party has procured the required insurance
or other protections and that the coverage remains in place
with or without required changes.

Other aspects may provide for the present disclosure to be
utilized as a pre-registration information storage/access sys-
tem. For example, one or more users desiring to be hired or
contracted with may register with the system by providing
such information as their entity name, tax identification num-
ber, their associated insurance provider, etc., wherein the
system can then verily the coverage or other protections
maintained by the users. This information (1.e., msurance
about the registered users and their associated coverage par-
ticulars) may then be made available to a, or a plurality of
hiring parties, either as a public information source or as a
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private information storage system that requires the registra-
tion and/or authorization by the hiring party. Provisions may
be included wherein the pre-registered users determine which
hiring parties may be allowed to view their associated infor-
mation. Such aspects may permit the hiring party to generate
a list of users having insurance coverage or other protection
vehicles 1n place and meeting predetermined insurance
requirements. Users complying with such insurance require-
ments may then be selected by the hiring party who then may
submit a request for a quotation only from such users.

Other aspects may provide for notifications being provided
when the msurance coverage has been verified. The notifica-
tions may be provided via a communications system, 1.e., the
notifications may be provided via the Internet, as an SMS,
MMS, or email, as a fax, automated telephone call, etc. The
notifications may also be provided via posting to a profile
(public or private) for viewing, such as in the pre-registration
system discussed above. The notifications may be provided or
otherwise transmitted automatically when the imnsurance cov-
crage 1s verified.

In addition to the notification system, the system may also
provide for notilying each hiring party every time a perform-
ing party verifies their policy for another hiring party. That 1s,
all parties who are primary or additional to the policy or
verified mformation item will get another confirmation or
notification that the policy, information, or item they are party
to 1s still valid. Such automatic re-notification system statis-
tically and materially improves the risk management assess-
ments and policies of hiring parties.

In some 1nstances the system provides for a property owner
to verily property insurance protection 1s in place to satisty a
requirement of a lien holder. The present technology may be
applied to any collateralized asset to verily protection of the
lien or title holder’s collateral. In some 1nstances the system
will automatically notily an insurance agent to add a new
building start to the builder’s policy. These verifications may
be customized to meet the needs of various types of financial
institutions. In some nstances this may embody the verifica-
tion of specific policy terms, not just that there 1s a policy. In
some variations this may include the posting of the entire
policy. The system may also allow policy holders to deter-
mine what parties have access to these policies.

Other aspects may provide builders and other users with
policy management tools that allow access to the full insur-
ance policy. This may be available alone or in coordination
with the policy verification. Providing the full policy may
provide clarity of the policy terms. In some 1nstances this may
be used to mitigate the risk of the falsified verifications. Such
features may also clarily the responsibility that may or may
not be combined with the services of contracting manage-
ment and scope of work management.

As discussed above, builders and general contractors gen-
erally require that their subcontractors and other service pro-
viders provide proof of insurance. In some instances, particu-
larly diligent bulders may further require that their
subcontractors include language 1n their respective imnsurance
policies naming the builder as an additional insured. In many
instances, 1t 1s difficult to ensure that the subcontractor main-
tains the policy for the length of time and at the level of
protection that 1s required by the builder. Therefore, the
builder must trust the contractor to maintain coverage for the
length of time required and at the required limaits. IT a subcon-
tractor fails to pay a premium, for example, 1ts insurance
certificate becomes useless 1n the event of an accident or
claim, because the policy would no longer be 1n force. Simi-
larly, 11 the contractor adjusts coverage to decrease premium
payments, the level of protection will be decreased. The
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present disclosure may provide a solution for using insurance
policies to manage risk. Managing risk may include educa-
tion, tools, and processes (e.g., I-Verily™) to cover the gaps
that currently exist 1n the manual 1nsurance verification pro-
CEesS.

In some embodiments, an existing mnmsurance verification
form (e.g., an Association for Cooperative Operations
Research and Development form (“ACORD”) used 1n the
construction/insurance mdustry) may be used. Such a form
may be circulated through an online community, for example,
which may allow for builders to register their subcontractors,
who may then receive requests to register their isurance
providers (agents). These insurance providers may, 1n turn, be
sent a builder’s (user’s don’t necessarily have to be builders)
information, including the builder’s insurance requirements,
as well as a link to post a completed form. The information 1n
the completed form may be further transmitted to an insur-
ance management system (e.g., associated with the builder,
general contractor, user/community member, etc.), which
may then track various parameters. Such parameters may
include various milestones, important dates, risk loopholes,
payment schedule, policy effective dates, and endorsements.
The builder may then receive notifications regarding any
parameter changes (e.g., 11 any of milestones are reached) or
instances where the subcontractor or subcontractor’s desig-
nated insurance agent has been non-responsive.

Additional aspects may provide for generation of a cus-
tomized legal document verifying that the desired insurance
coverage 1s 1n place, the approprnate parties are named as
additional insured’s, endorsements are 1n effect, and subcon-
tractors and insurance agents agree to provide pertinent infor-
mation regarding any changes. In some instances, the con-
tractors and msurance agents may agree to provide updates in
response to automated and/or recurring requests. Such
requests may be triggered by various hurdles, loopholes, time
periods, or milestones, as may be defined by the builder (such
as a request for payment). As such, the builder can track and
verily that all of the desired insurance policies are 1n force for
the entire duration of the policy effective dates.

In some embodiments, insurance companies may allow for
clectronic verification of policies when critical risk gaps
approach. Such risk gaps may include, for example, premium
payment dates. Insurance companies/carriers may be incen-
tivized to participate due to likely increases (or at least main-
tenance) 1 collection of premium payments, as well as
increases 1n the pool of msured’s. Audit tools may also be
provided for accurately evaluating risk with builders in real-
time. Reports may also be generated to show any lapse in
coverage during a defined period.

The present disclosure may also provide a tool to assist
builders and subcontractors with importing their respective
payroll information from wvarious applications, including
ADP, Quickbooks, etc. Such an import tool allows for auto-
mated generation of required workers compensation premi-
ums based on formulas provided by the various insurance
carriers.

Currently, homeowners are rarely provided any warranty
package, any information regarding the list of subcontractors
involved 1n building their home, or any insurance mforma-
tion. As such, 1f a construction detfect 1s discovered, most
homeowners may only have insurance information on the
builder. Embodiments of the present invention offer builders
and homeowners the option of generating or purchasing such
a report that provides a list of subcontractors and their insur-
ance information.

In some instances, a designated company or individual
with such automated tools may serve as a bonded agent for
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insurance brokers, thereby taking on the risk of providing the
information needed to accurately verily insurance coverage.
For example, the comments section of the insurance verifica-
tion form (e.g., an ACORD form) may allow for insurance
agents who choose to take on certain risks on behalf of their
high value clients to shift the burden of this to the bonded
agent. Risk may further be adjusted through contractual terms
to which the msurance vendors agree not to cancel the insur-
ance of these high value clients.

Further included in embodiments of the present invention
1s an ability to create a loan origination packet that will
compile information from various sources. Such information
may include the awarded contracts for a house plan, contract
amounts, vendor and/or trade contractor information, proof
ol 1surance, copies of the plans, bank/appraiser specifica-
tions, and other loan information supporting the ability of the
builder to fund construction on 1ts own behalf or for the buyer.

Tools may also be provided for veritying loan draws for
bank loans. Such tools may compile a list of approved
invoices from a designated source and automatically compile
a report of the requests, approvals, contract amounts, contract
dates, and insurance verifications to send to the bank to
request a loan draw.

In some mstances itmay be necessary to verily the progress
towards completion or to verity that some other milestone or
critical path trigger has been reached. The process would
allow for tracking of this, upload of any digital or scanned
documents or pictures supporting the case for or against a
satisfactory result, management of these, and distribution of
these thru the verification channels. Reporting of this process
may 1n some embodiments’ include processes such as sched-
ule tracking and job ready and job complete processes.

In some instances, a supplier may require a builder to sign
a personal guarantee or run a credit check prior to agreeing to
supply materials or services. In some cases builders or owners
may not want to sign these guarantees or allow credit checks.
Additionally, in most states mechanic’s lien laws allow a
subcontractor or supplier to give notice to the builder or
owner of their services or materials on a project. In either
case, the subcontractor or supplier may choose to provide a
notice to owner/notice to contractor/notice of furnishing to
the owner or builder. Typically, receipt of these types of
notices creates an obligation for the builder and owner to
insure payment to the subcontractor or supplier. The mven-
tion in some embodiments” will include a feature to allow the
builder or owner to be notified 1n accordance with applicable
law and provide contract and scope of work documentation.
Some of the resources in this feature may use features of an
“Apples-to-Apples”™™ platiorm.

In some instances, embodiments of the present invention
may be used to determine various standards for the building
market. In the present building market, some imsurance agents
may be mampulated by large clients into taking on outsized
risks. Conversely, the building market should reward an 1insur-
ance agent who provides quality service 1n order to generate
business. As such, embodiments of the present invention may
allow for bonding to reduce risk for the agent provided that
the agent perform several routine, basic tasks 1n exchange.
The risk of errors and omissions may be mitigated or elimi-
nated, for example, through electronic verification of policies
at each payment run. If a builder does not use an automated
system, 1t may have to invite all of its subcontractors and
vendors to physically appear and/or generate an accounts
payable run verification list and manually check that all sub-
contractors required mmsurance coverage 1s still valid before
making payment. Alternatively, the builder could enter the
dates of 1ts accounts payable runs and at a predetermined time
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frame before the run, the automated system may automati-
cally make verification requests for all policies and generate
a list of approved subcontractors and vendors (e.g., for pur-
poses of payroll) for the builder or general contractor so that
they can manage exceptions as they see {it. In some instances,
insurance agents may push back against verification requests
that are sent more often than payment intervals. As such, the
builder may configure the system to send an email to the
contractor with a link to click on 1n order to indicate that the
contractor wishes to skip verification for a particular pay run.
This choice by the subcontractor may be displayed in reports
to the general contractor or builder. In exemplary embodi-
ments, such information for subcontractors/vendors may be
on one page for easy management, review, and filing.

Loss mformation could also be verified using a claims
information portal may also be provided. Once adopted and
integrated with existing data sources, an agent, broker, or
insured may authorize (e.g., by signing a release) an auto-
mated system to pull up loss information provided by the
insurance carrier. For example, general contractor Alpha may
require subcontractors having a particular experience level or
with a maximum loss ratio. General Contractor Alpha may
make 1incorporate such experience level and loss ration
requirements 1nto 1ts msurance requirements. Such require-
ments would be particularly important to a general contractor
who has to meet higher standards than average (e.g., govern-
ment projects).

Auditing tools may also be provided. A carrier may be
offered the ability to easily verify that an insured whose
policy requires their sub-contractors to provide proof of
insurance coverage have in fact hired sub-contractors who do
have the required coverage and have provided proof of it.
Insurance certificates may be provided by subcontractors.
Further, payroll information may be uploaded from an
accounting application (e.g., QuickBooks), by an accountant,
or other type of payroll service, allowing the carrier to auto-
matically request and recerve verification regarding payroll
information and the certificate information. Cash disburse-
ments to subcontractors could be verified and on-site auditing
of payables could be eliminated. These checks could run
randomly so the carriers can continually monitor and track
their exposure and eliminate fraud. Furthermore in some
instances they could verity records against tax records. These
audits may be customized by carrier to meet their internal
needs and requirements. The program could also make 1t cost
elfective for carriers who support small businesses to perform
audits of payables records that are currently not cost effective.
In some variations statistical analysis support could be pro-
vided to help locate, find or assess the potential for fraud.

The carrier may also request additional information, such
as the number of homes being built this month, so the carrier
can run risk models. On the gulf coast, for example, carriers
may have to calculate potential risk during hurricane season.
It benefits the insured and the carrier it there 1s a quick and real
time audit process. It also takes a lot of the service burden off
brokers. Auditing also provides total visibility from the top to
the bottom of the entire value chain, as well as frees the
brokers to do what they are really hired by the carrier to do:
produce more clients.

Such features may further allow for verification of insur-
ance at each payment occurrence for additional nsured’s.
The additional msured may also be notified as to any policy
change, cancellation, or modification. As long as the system
could double-check on the relevant dates, the system may also
be configured to check at a predetermined number of days in
advance (e.g., 10 days out, 30 days out). Such systems could
then also re-verity along the way to allow coverage if a broker
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had to put the endorsement on the policy. This can allow the
additional insured to be able to make sure the policy never
lapses for non-payment. The contractor may have to also be
held responsible for not cancelling the policy via an effective
contract and lien waziver.

These and other function and implementation details
regarding the systems and methods of the presently described
and claimed inventive concepts will be described 1n greater
detail below with reference to the FIGS. 1-5.

Referring now to FIG. 1, shown therein 1s an exemplary
architecture of a system 100 which may be adapted to practice
aspects of the present disclosure. That1s, the exemplary archi-
tecture illustrated 1in FI1G. 1 includes hardware, software, and/
or combinations thereof, adapted to 1mplement certain
aspects of the presently disclosed and claimed inventive con-
cept(s). The exemplary architecture 1s provided by way of
example only and 1s not intended to be limiting. Changes and
variations to the exemplary architecture illustrated in FIG. 1
are considered within the scope of the present disclosure.

A module (or application), as referenced in the present
invention, should be generally understood as a collection of
routines that perform various system-level functions and may
be dynamically loaded and unloaded by hardware and device
drivers as required. The modular software components
described herein may also be incorporated as part of a larger
soltware platform or integrated as part of an application spe-
cific component.

The system 100 illustrated 1n FIG. 1 includes one or more
computing devices 105 (three being shown i FIG. 1 by way
of example) coupledto a processing system 110 via a network
115. The system 1s not limited to three computing devices
105, other numbers of devices may be used. Although FIG. 1
shows one processing system 110 commumicating through
the network 115 with three computing devices 103, 1t 1s to be
understood that the system 100 can include more than one
processing systems 110 (e.g., more than one server or a dis-
tributed server arrangement) communicating with more or
less computing devices 105.

Generally, the computing device 105 may be associated
with one or more users, €.g., one or more of a client, a builder,
a contractor, etc. The computing device 105 may be adapted
to permit the user to communicate, or otherwise interface
with the processing system 110, via the network 115. The
computing device 105 can include component(s), logic
instructions, and/or combinations thereof, adapted to permut
the user to interface with the processing system 110 to, for
example, 1) register data for one or more users, 2) transmit an
isurance verification request, 3) recerve a response to the
insurance verification request, and/or 4) transmit one or more
notifications via, for example, the network 115.

The computing device 105 may be adapted to permit the
user to interface with the processing system 110 using, for
example, a web browser, to transmit/recerve data over the
network 115. The data for the one or more users may be stored
on the processing system 110 rather than being downloaded
to the computing device 105. The builders or contractors may
access the processing system 110 through and using, for
example, a series ol web pages accessible via the web browser
operating on the computing device 105. The computing
device 105 may include components, logic mstructions, and/
or combinations thereot adapted to record, associate, or oth-
erwise provide user data, insurance coverage details, and the
like, to the processing system 110.

In yet another aspect, the computing device 105 can be
adapted to permit the builder and/or contractor to interface
with the processing system 110 via the network 1135 to down-
load the information relating to the user data and/or insurance
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coverage to the computing device 105 and to then upload or
otherwise provide said information to the processing system
110.

The computing device 105 may include any computerized
system that can implement a web browser application or other
suitable applications adapted to request and provide informa-
tion to and from the processing system 110 via the network
115. Exemplary systems adapted to implement the computing
device 105 include, but are not limited to, a general purpose
computing system, a personal computer, a laptop computer, a
netbook, a personal digital assistant (PDA), a smart phone, an
e-reader, and/or equivalents thercof. Exemplary software
applications included on the computing device 105 include a
web browser application, a word processor application, a time
keeping/tracking application, a communication application,
as well as a wide variety of applications understood by one
having ordinary skill in the art.

Broadly, the network 115 may be adapted to provide a
communications medium to permit the one or more comput-
ing devices 105 to commumnicate with the processing system
110, and vice versa. The network 115 can be implemented via
the World Wide Web (WWW), a wide area network (WAN),
a local area network (LAN), the Internet, an intranet, a wire-
less network, a cellular telephone network, and/or equivalents
or combinations thereof.

The processing system 110 may include component(s),
logic instructions, and/or combinations thereof, adapted to
implement at least a portion of the currently described and
claimed inventive concept(s). The processing system 110
may include instructions stored on non-transitory computer
readable medium that when executed causes the processing
system to implement the present technology.

As shown 1 FIG. 1, the processing system 110 may
include an input/output (I/O) module 120, an applications
module 125, a storage module 130, a network interface mod-
ule 135, aprocessor 140, and one or more databases 145. The
I/O module 120 includes hardware, logic, and/or combina-
tions thereof that may permit an administrator to interface,
operate, or otherwise control the processing system 110.
Exemplary components included as a part of the I/O module
120 may include a keyboard, a mouse, a monitor, a pointing,
device, a printer, a scanner, and equivalents and/or combina-
tions thereof.

The applications module 125 may include one or more of
programs, applications, logic instructions, and computer
executable code adapted to operate the processing system 110
as well as to carry out at least a portion of the currently
described and claimed mnventive concept(s). The storage
module 130 may store, for example, the programs and/or
applications, operating protocols, and the like, as well as a
variety of other processing system 110 parameters, as would
be understood 1n the art. The network interface module 135
may be adapted, or otherwise configured to enable the pro-
cessing system 110 to communicate via the network 115. The
processor 140 may include components, logic instructions,
and/or combinations thereol adapted to generally operate the
processing system 110.

The database 145 may include, for example, information
relating to one or more of user data, insurance requirements,
isurance coverage details, etc. Although shown as a single
database, the database 145 can be implemented as a plurality
of internal or external databases, e.g., a relational database,
object database, and the like.

It 1s to be understood that the description provided above
regarding the particularities of the exemplary architecture
implementing the processing system 110 1s provided by way
of example and 1s not to be considered limiting. The process-
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ing system 110 may be implemented as described above or
with a variety of modifications and/or changes to the archi-
tecture without departing from the particular functions
described herein. For example, the processing system 110
may be implemented as a stand-alone server, as a web server,
as a distributed server system, as an application server, 1n
combination with a database server, etc. When the processing
system 110 1s implemented as a webserver, the processing
system 110 may communicate with the computing device
1035, via the network 115, through a series of web pages. The
processing system 110 may be implemented as a single web
server or as a distributed processing system including a plu-
rality of server(s) coupled to one or more databases, either
locally or remotely.

FIG. 2 1s a block diagram of an exemplary system 200.
System 200 may be used to implement computing device 105
of FIG. 1. The system 200 may include one or more proces-
sors 205 and memory 210. The memory 210 may store, 1n
part, instructions and data for execution by the processor 205.
The memory 210 may store executable code when 1n opera-
tion. The memory 210 may include a data processing module
240 for processing data. The system 200 may further include
a storage system 215, communication network interface 225,
input and output (I/0) interface(s) 230, and display interface
235. The components shown 1n FIG. 2 are depicted as being
communicatively coupled via a bus 220. The components
may be communicatively coupled via one or more data trans-
port means. The processor 205 and memory 210 may be
communicatively coupled via a local microprocessor bus, and
the storage system 215 and display interface 235 may be
communicatively coupled via one or more mput/output (I/0)
buses. The communications network interface 225 may com-
municate with other digital devices (not shown) via a com-
munications medium.

The storage system 2135 may include a mass storage device
and portable storage medium drive(s). The mass storage
device may be implemented with a magnetic disk drive or an
optical disk drive, which may be a non-volatile storage device
for storing data and 1nstructions for use by the processor 205.
The mass storage device can store system software for imple-
menting embodiments according to the present technology
for purposes of loading that software 1into the memory 210.
Some examples of the memory 210 may include RAM and
ROM. A portable storage device, as part of the storage system
215, may operate 1n conjunction with a portable non-volatile
storage medium, such as a tloppy disk, compact disk or digital
video disc (DVD), to mput and output data and code to and
from the system 200 of FIG. 2. System software for imple-
menting various embodiments may be stored on such a por-
table medium and 1nput to the system 200 via the portable
storage device. The memory and storage system of the system
200 may include a non-transitory computer-readable storage
medium having stored thereon instructions executable by a
processor to perform, at least partially, a method for verifying,
insurance. The instructions may include software used to
implement modules discussed herein, and other modules.

I/O 1interfaces 230 may provide a portion of a user interface,
receive audio 1nput, and provide audio output. The I/O inter-
faces 230 may include an alpha-numeric keypad, such as a
keyboard, for inputting alpha-numeric and other information,
or a pointing device, such as a mouse, trackball, stylus, or
cursor direction keys. The display interface 2335 may include
a liquid crystal display (LCD) or other suitable display
device. The display interface 235 may recerve textual and
graphical information, and process the information for output
to the display interface 235.
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FIG. 3 1s an exemplary tlow diagram of a method 300 for
veritying msurance. The method 300 may generally provide a
method for verilying insurance coverage for one or more
users. The method 300 may include a step 305 of registering
data for one or more users. The data may include information
designating one or more 1msurance providers for the users.
The data may be provided in hard copy form (e.g., paper, 1ax,
an ACORD form, etc.) or the data may be provided electroni-
cally via a communications network (e.g., via the network
115 discussed above). The data for the one or more users may
be stored in a memory (e.g., the database 145, storage module
130, and/or the storage system 215).

The method 300 may further include a step 310 of trans-
mitting an insurance verification request to the designated
insurance providers. The insurance verification request may
be transmitted via a communications network. The insurance
verification request may include information or otherwise
indicate one or more msurance requirements for the user. The
insurance verification request may 1mclude one or more ques-
tions relating to an msurance coverage amount, an isured
coverage period, an endorsement, an indemmnification provi-
sion, a tax identification number associated with the user, or
an msured activities description. Additional questions that
may be included on the msurance verification request may
relate to: (1) the insured’s worker’s compensation and
employer’s liability; (2) commercial general liability (e.g., 1s
the contracting party isured on the policy, are there addi-
tional endorsements, cross liability coverage, etc.); (3) busi-
ness automobile liability; and/or (4) umbrella excess hability.

The insurance requirements may include an insurance cov-
crage amount, an insured coverage period, an endorsement,
an indemnification provision, a tax identification number
associated with the user, or an mmsurance coverage descrip-
tion. In the case wherein the present disclosure 1s 1mple-
mented 1n the construction industry, exemplary insurance
requirements may include “Contractor shall maintain, at its
expense, the following insurance coverages: (a) Workers
Compensation and Employer’s Liability; (b) Commercial
General Liability; and (¢) Business Automobile liability. The
limits and terms of such coverages shall be as set forth on the
Certificates of Insurance provided to Builder prior to the
execution of the Agreement. Each Certificate of Insurance
shall name Builder as certificate holder and shall state that the
insurance will not be canceled without thirty (30) days writ-
ten notice to Builder. ITf Builder recetves notice of cancellation
ol Contractor’s msurance or 1i Contractor fails to renew 1ts
insurance for any reason, then Builder shall have to right to
immediately pay the renewal premiums and deduct the costs
from any amounts that may be due Contractor.”

Various embodiments may also provide for retransmitting
the insurance verification request to the designated insurance
providers on a recurring basis so as to periodically verily
insurance coverage for the user. The mmsurance verification
request may be retransmitted daily, weekly, monthly, annu-
ally, on or near an expiration date of the insurance coverage,
or any other predetermined time period.

The method 300 may further include a step 315 of recerv-
ing a response to the insurance verification request from the
designated insurance providers. The response may be
recetved via the communications network. Further, the
response may indicate whether insurance associated with the
user complies with the one or more 1nsurance requirements.
Theresponse may include information indicating whether the
user has insurance and, 1f so, whether the insurance meets the
requirements required by a hiring or contracting party. In the
instances wherein the user is pre-registering so as to have 1ts
isurance coverage particular pre-verified, the response may
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include mformation detailing such things as an insurance
coverage amount, an insured coverage period, an endorse-
ment, an indemnification provision, a tax identification num-
ber associated with the user, or an insurance coverage
description, etc. Additional embodiments may provide for,
when the i1nsurance verification response indicates that the
user does not comply with the insurance requirements, the
response received from the designated insurance provider
turther includes an advertisement providing a quote for insur-
ance for the user complying with the insurance requirements.
Such embodiments permit targeted advertising to users which
1s mutually beneficial to the users as well as the mnsurance
providers. The advertisement may include a mechanism (e.g.,
a link, a radial button, etc.) wherein the user or hiring party
can quickly and easily select the insurance coverage provided
in the advertisement so as to thereby comply with the 1nsur-
ance requirements. The hiring party may then deduct any
premium paid for msuring the user so as to be reimbursed.

The method 300 may further include a step 320 of trans-
mitting one or more notifications regarding whether the isur-
ance associated with the user complies with the one or more
insurance requirements. The notifications may be transmitted
via the communications network (e.g., network 115). The
notifications may be transmitted automatically, e.g., upon
receipt of the response to the insurance verification request. In
some embodiments, the notifications are transmitted to a
plurality of different entities associated with the user. When
the user 1s a sub-contractor, the notifications may be trans-
mitted to different builders/general contractors. When the
user seeks to obtain or maintain a lien, the notifications may
be provided to the lien holder(s). Other aspects may provide
for the data provided by the one or more users including
information identifying a contracting party associated with
the user. The processing system may then be further config-
ured to transmit the notifications to the contracting party
identified 1n the data.

In some embodiments, a contract may be formed between
the user and a contracting or hiring party upon verification of
the insurance coverage. That 1s, when a user and a hiring party
have negotiated and agreed to the essential elements of a
contract, the contract may be formed upon verification of the
user’s isurance coverage using the present technology. The
contract may be a legally binding document. In some embodi-
ments, such as when the terms of the contract require the
contractor to maintain coverage and/or for the coverage to
include certain provisions (the msurance requirements), the
method 300 may further cancel the contract when the insur-
ance requirements are not maintained by the user. The con-
tract between the user and the contracting party may be can-
celled automatically when the response (either an initial
response or a response to a recurring msurance verification
request) to the insurance verification indicates that the user
does not comply with the mnsurance requirements

FIG. 4 1s an exemplary tlow diagram of another method
400 for veritying insurance. The method 400 may include a
step 405 of registering data received from at least one first
user. The data may include imformation identifying one or
more second users. Generally, the first user may be a builder,
wherein the one or more second users may be contractors the
builder desires to contract with or hire. As discussed above
though, the present technology may be implemented 1n a
variety of other industries (e.g., financial, marketing, etc.)
such that the relationship between the first user and the one or
more second users may be different from the contractor/
builder example. The data may be received via a communi-
cations network (e.g., the internet, Network 115, cellular
telephone network, etc.).
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The method 400 may include a step 410 of transmitting an
information request to the one or more second users. The
information request may include provisions for the second
user to designate one or more insurance providers. The infor-
mation request may be transmitted via the communications
network. The method 400 may include as step 415 of recerv-
ing a response to the information request from the second
user. The response may designate the one or more isurance
providers. The insurance providers may provide insurance or
other liability coverage to the second user. The response may
be received via the communications network.

The method 400 may further include a step 420 of trans-
mitting an insurance verification request to the designated
insurance providers. The insurance verification request may
be transmitted via the communications network. The insur-
ance verification request may indicate one or more msurance
requirements for each of the one or more second users. The
isurance requirements may include an insurance coverage
amount, an msured coverage period, an endorsement, an
indemnaification provision, a tax identification number asso-
ciated with the user, or an 1nsurance coverage description. In
some embodiments, retransmaitting the insurance verification
request to the designated insurance providers on a recurring
basis so as to periodically verily insurance coverage for the
one or more second users may also be provided.

The method 400 may include a step 425 of receiving a
response to the insurance verification request from the nsur-
ance provider. The response may be recerved via the commu-
nications network. The response may indicate whether insur-
ance associated with the one or more second users complies
with the one or more surance requirements. The response
may indicate what the insurance coverage amount, the
isured coverage period, the endorsement, the indemmnifica-
tion provision, the tax identification number associated with
the user, the insurance coverage description 1s for the one or
more second users, eftc.

The method 400 may further include a step 430 of trans-
mitting notifications to at least the first user regarding whether
the msurance associated with the one or more second users
complies with the one or more 1nsurance requirements. The
notifications may be transmitted via the communications net-
work. The notifications may be transmitted automatically
upon receipt of the response from the insurance provider.
When the response indicates that the second user complies
with the insurance requirements, provisions may be provided
for forming a contract between the first user and the second
user. Further aspects may provide for withholding a payment
to the second user when the response to the msurance verifi-
cation request indicates that the second user does not comply
with the msurance requirements. For example, when a con-
tract between the first and second user requires the second
user to maintain insurance coverage complying with the
insurance requirements, when a response (€.g., a response to
a recurring isurance verification request) indicates that the
second user has allowed the coverage to lapse, or reduced the
coverage amount so as to reduce premium payments, the
current disclosure may provide for withholding a payment to
the second user. The payment may be withheld automatically
upon verification that the second user no longer complies with
the msurance requirements. Other aspects may provide for
cancelling the contract between the first and second user
when the second user does not comply, or fails to maintain
compliance with the msurance requirements.

FIG. 5 15 a block diagram showing aspects of carrying out
at least a portion of the present disclosure. In the diagram
shown 1n FIG. 5, the present disclosure has been adapted to
the building industry. However, as discussed above, the
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present disclosure 1s not limited to application within the
building industry. Generally, a builder may register a contrac-
tor with the system at 505. The bulder may register data
associated with the contractor, e.g., entity name, contact
information, tax identification number, etc. The builder may
also indicate what the isurance requirements are for the
contractor. Exemplary insurance requirements include, but
are not limited to, an insurance coverage amount, an msured
coverage period, an endorsement, an indemnification provi-
sion, a tax identification number associated with the user, or
an 1nsurance coverage description. The contractor may
receive an information request at 510. The information
request may be received as an email, text message, or any
other form of electronic communication. The contractor
enters information and designates an insurance provider at
515. Some aspects may provide for verifying that the infor-
mation provided by the contractor matches the imnformation
provided by the builder, e.g., ensures the tax identification
number and entity name matches. The contractor transmits
the response to the information request including the desig-
nation of the insurance provider. The insurance provider
receives an insurance verification request at 520. The insur-
ance verification request may be received via an email or
other electronic communication. Other embodiments may
include sending an email having a link, wherein selecting the
link, directs the msurance provider to a remote system (e.g.,
web server) configured to permit the insurance provider to
enter the msurance coverage details for the contractor. The
insurance verification request may include the insurance
requirements for the contractor.

The msurance provider responds to the insurance verifica-
tion request at 5235. I1 the response indicates that the contrac-
tor complies with the insurance requirements, the builder can
then be notified to thereby receive verification of the compli-
ance at 530. The builder may create a coverage log for the
contractor. In certain embodiments, the insurance coverage
period dates may be momitored such that, as the msurance
policy nears 1ts expiration date at 535, the system automati-
cally retransmits an insurance verification request to the
insurance provider at 540 so as to verily that the msurance
policy 1s still paid up and 1n force with the insurance provider.
I1 the response indicates that the policy 1s still 1n force and/or
that the provisions of the policy have not been changes, the
builder can then be notified at 545. The builder may then
update the coverage log for the contractor. If, however, the
response to the msurance verification request indicates that
the contractor no longer complies with the insurance require-
ments at 550, the contractor can be notified at 533 so as to pay
the premium or otherwise ensure compliance with the insur-
ance requirements. Additionally, the builder may withhold a
payment from the contractor at 560 until the contractor
obtains 1msurance coverage meeting the insurance require-
ments. The builder may also cancel the contract at 560 if the
builder does not ensure compliance with the insurance
requirements.

While the present invention has been described 1n connec-
tion with a series of preferred embodiments, these descrip-
tions are not intended to limit the scope of the invention to the
particular forms set forth herein. The above description 1s
illustrative and not restrictive. Many variations of the mven-
tion will become apparent to those of skill in the art upon
review of this disclosure. The scope of the imvention should,
therefore, be determined not with reference to the above
description, but instead should be determined with reference
to the appended claims along with their full scope of equiva-
lents. The present descriptions are intended to cover such
alternatives, modifications, and equivalents as may be
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included within the spirit and scope of the invention as
defined by the appended claims and otherwise appreciated by
one of ordinary skill 1n the art. In several respects, embodi-
ments of the present invention may act to close the loopholes
in the current industry practices in which good business prac-
tices and logic are lacking because it 1s not feasible to imple-
ment with current resources and tools.

What 1s claimed 1s:

1. A computer-implemented method for insurance verifi-
cation, the method comprising a processor performing:

registering data for one or more users, the data including

information designating one or more msurance provid-
ers for the users;

transmitting, via a communications network, an msurance

verification request to the designated insurance provid-
ers, the msurance verification request indicating one or
more msurance requirements for the user;
recerving, via the communications network, a response to
the msurance verfication request from the designated
isurance providers, the response indicating whether
insurance associated with the user complies with the one
Or more msurance requirements;

transmitting, via the communications network, one or
more notifications regarding whether the insurance
associated with the user complies with the one or more
insurance requirements; and wherein the notifications
are transmitted to a plurality of different entities associ-
ated with the user.

2. The method of claim 1, further comprising storing the
data for the one or more users in a memory.

3. The method of claim 1, wherein the 1nsurance require-
ments 1nclude one or more of an 1nsurance coverage amount,
an msured coverage period, an endorsement, an indemmnifica-
tion provision, a tax identification number associated with the
user, or an msurance coverage description.

4. The method of claim 1, wherein the insurance verifica-
tion request includes questions relating to one or more of an
isurance coverage amount, an isured coverage period, an
endorsement, an indemnification provision, a tax identifica-
tion number associated with the user, or an insured activities
description.

5. The method of claim 1, further comprising retransmit-
ting, automatically, the insurance verification request to the
designated insurance providers on a recurring basis so as to
periodically verily insurance coverage for the user.

6. The method of claim 5, wherein the recurring basis 1s one
or more of daily, weekly, monthly, or a predetermined time
period.

7. The method of claim 1, wherein the notifications are
transmitted automatically upon receipt of the response to the
insurance verification request.

8. The method of claim 1, further comprising forming a
contract between the user and a contracting party upon veri-
fication of the insurance coverage.

9. The method of claim 8, further comprising cancelling,
automatically, the contract between the user and the contract-
ing party when the response to the isurance verification
indicates that the user does not comply with the msurance
requirements.

10. The method of claim 1, wherein the communications
network 1s the internet.

11. The method of claim 1, wherein, when the insurance
verification response indicates that the user does not comply
with the insurance requirements, the response recerved from
the designated insurance provider further includes an adver-
tisement providing a quote for insurance for the user that
complies with the insurance requirements.
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12. A system for verifying insurance, the system compris-
ng:

a communications network configured to operate on a
communications medium and to receive data for one or
more users, the data including information designating
one or more msurance providers for the users;

a memory configured to store the data and the designated
insurance providers;

a processing system configured to transmit, via the com-
munications network, an insurance verification request
to the designated insurance providers, the insurance
verification request indicating one or more insurance
requirements for the user, receive aresponse to the insur-
ance verification request from the designated msurance
providers, the response indicating whether insurance
associated with the user complies with the one or more
isurance requirements, and transmit one or more noti-
fications regarding whether the insurance associated
with the user complies with the one or more msurance
requirements; and wherein the data provided by the one
or more users includes mmformation i1dentifying a con-
tracting party associated with the user, and further
wherein the processing system 1s further configured to
transmuit the notifications to the contracting party.

13. The system of claim 12, wherein the insurance require-
ments include one or more of an 1surance coverage amount,
an msured coverage period, an endorsement, an indemnifica-
tion provision, a tax identification number associated with the
user, or an msurance coverage description.

14. The system of claim 12, wherein the communications
medium 1s the internet.

15. The system of claim 12, wherein the processing system
1s a web server operating on the internet.

16. The system of claim 12, wherein the processing system
1s a distributed processing system operating on one or more
web servers communicating via the communications net-
work.

17. The system of claim 12, wherein the processing system
1s further configured to automatically retransmit the nsur-
ance verification request to the designated insurance provider
on a recurring basis.

18. The system of claim 17, wherein the recurring basis 1s
one or more of daily, weekly, monthly, or a predetermined
time period.

19. A computer-implemented method for mnsurance verifi-
cation, the method comprising a processor performing:

registering data for one or more users, the data including
information designating one or more msurance provid-
ers for the users:

transmitting, via a communications network, an imnsurance
verification request to the designated msurance provid-
ers, the insurance verification request indicating one or
more insurance requirements for the user;
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recerving, via the communications network, a response to
the msurance verification request from the designated
isurance providers, the response indicating whether
insurance associated with the user complies with the one
Or more insurance requirements;

transmitting, via the communications network, one or
more notifications regarding whether the insurance
associated with the user complies with the one or more
insurance requirements; and

wherein, when the insurance verification response 1ndi-

cates that the user does not comply with the isurance
requirements, the response recerved from the designated
insurance provider further includes an advertisement
providing a quote for isurance for the user that com-
plies with the insurance requirements.

20. The method of claim 19, further comprising storing the
data for the one or more users 1n a memory.

21. The method of claim 19, wherein the insurance require-
ments 1nclude one or more of an 1nsurance coverage amount,
an msured coverage period, an endorsement, an indemnifica-
tion provision, a tax identification number associated with the
user, or an msurance coverage description.

22. The method of claim 19, wherein the insurance verifi-
cationrequest includes questions relating to one or more of an
insurance coverage amount, an isured coverage period, an
endorsement, an indemnification provision, a tax identifica-
tion number associated with the user, or an insured activities
description.

23. The method of claim 19, further comprising retrans-
mitting, automatically, the insurance verification request to
the designated msurance providers on a recurring basis so as
to periodically verily imnsurance coverage for the user.

24. The method of claim 19, wherein the recurring basis 1s
one or more of daily, weekly, monthly, or a predetermined
time period.

25. The method of claim 19, wherein the notifications are
transmitted automatically upon receipt of the response to the
insurance verification request.

26. The method of claim 19, wherein the notifications are
transmitted to a plurality of different entities associated with
the user.

277. The method of claim 19, further comprising forming a
contract between the user and a contracting party upon veri-
fication of the insurance coverage.

28. The method of claim 27, further comprising cancelling,
automatically, the contract between the user and the contract-
ing party when the response to the mnsurance verification
indicates that the user does not comply with the mnsurance
requirements.

29. The method of claim 19, wherein the communications
network 1s the internet.
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