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FIG.2
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FIG.3
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SERVER APPARATUS, MAIL SERVER
APPARATUS AND FAX SERVER APPARATUS

CROSS REFERENC,

L1l

This Nonprovisional application claims priority under 35

U.S.C. §119(a) on Patent Application No. 2010-202937 filed
in Japan on Sep. 10, 2010, the entire contents of which are
hereby incorporated by reference.

BACKGROUND OF THE INVENTION

The present invention relates to a server apparatus, a mail
server apparatus or a FAX server apparatus that transmiuts,
based on 1dentification information on an alterable destina-
tion, data recerved from a source to the destination.

A mail server apparatus administers at least one domain,
and has a mail box for each mail address that has a domain 1t
administers. Upon recerving an email (hereinafter, referred to
as “mail”), the mail server apparatus, referring to header
information of the mail, acquires a mail address of a destina-
tion of the mail. When a domain of the mail address of the
destination accords with a domain the apparatus 1tself admin-
isters, the mail server apparatus temporarily stores the
received mail 1n a mail box for the mail address of the desti-
nation. The temporarily stored mail 1s downloaded to a client
apparatus, and 1s then referred to by a user.

Also, when an alteration of a mail address 1s made by a
user, the mail server apparatus sets the mail address before the
change (1.e., mail address from which the alteration has been
made) being unable to be used (1.e., unavailable), while set-
ting a mail address after the change (1.e., mail address to
which the alteration has been made) being able to be used
(1.e., available). In a case where the alteration includes an
alteration of a domain, a mail server apparatus that adminis-
ters the domain after the change (1.e., domain to which the
alteration has been made) sets, based on the direction of the
user, the mail address after the change being available.

The mail server apparatus, on receiving a mail to a mail
address before the change after the alteration of the mail
address has been made, returns an error-informing mail to a
source of the mail (1.e., the mail sender). The error-informing
mail enables the mail server apparatus to notify the source of
the mail that the mail address before the change cannot be
used; however, this alone does not allow the mail server
apparatus to notily the source of the mail of the mail address
alter the change, nor of the reason why the mail address has
been changed. As a result, 1t 1s necessary for a user who has
changed its mail address to send to many specific users notice
to the effect that 1ts mail address has been changed. Such
notice 1s a procedure that 1s troublesome for the user.

To eliminate such a troublesome procedure, among the
conventional mail server apparatus 1s one that notifies, on
receiving a mail to a mail address before the change, the
source of the mail of the mail address after the change (refer
to Japanese Patent Unexamined Publication No. 2001-
111601 bulletin). The mail server apparatus includes a trans-
fer information database, and registers therein a mail address
alter the change, associating thereol with a mail address
before the change at the time of the change of the mail
address.

The mail server apparatus as described 1n the Japanese
Patent Unexamined Publication No. 2001-111601 bulletin,
however, on recerving a mail to the mail address before the
change, notifies any source of such mail equally of a mail
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2

address aiter the change. Consequently, the mail server appa-
ratus 1s incapable of sending notice of a message to a user
depending on each user.

Then, the present invention 1s directed to providing a mail
server apparatus capable of sending notice of a message to a

user depending on the user as a source by determining a
relationship with the user beforehand.

SUMMARY OF THE INVENTION

A mail server apparatus of the present invention comprises
a control section and a memory section. The memory section
stores a plurality of pieces of destination management infor-
mation, a plurality of pieces of source management informa-
tion, and a plurality of pieces of message information;

the destination management information includes itial
destination identification information, changed destination
identification information that 1s set only when the initial
destination 1dentification information has been changed, and
a security level indicating an extent to which personal 1nfor-
mation on a destination can be disclosed:

the source management information includes source 1den-
tification information, and a trust level indicating a degree to
which a source 1s allowed to obtain the personal information
on a destination; and

the message information includes a first message that
includes a piece of personal information on a destination that
depends on a trust level.

The control section, referring to the memory section on
receiving data, and upon judging that a piece of changed
destination identification mformation 1s included 1n first des-
tination management information that corresponds to the des-
tination data 1n the data, extracts, from the message informa-
tion, a first message that depends on a trust level included 1n
first source management information that corresponds to the
source data 1n the data; and then transmits the first message,
making use of the piece of changed destination identification
information in the first destination management information
as the destination data.

Instead of the first message, the message may be a second
message that includes a piece of personal information on a
destination that depends on a trust level and a security level. In
such a case, the control section, referring to the memory
section on receiving the data, and upon judging that a piece of
changed destination identification information 1s included 1n
first destination management information that corresponds to
the destination data in the data, extracts, from the message
information, a second message that depends on a trust level
included 1n first source management information that corre-
sponds to the source data in the data and a security level
included 1n the first destination management information; and
then transmits the second message, making use of the piece of
changed destination identification information 1n the first des-
tination management information as the destination data.

In this manner, determining 1n advance an extent to which
personal information on a destination can be disclosed as well
as a degree to which a source of the data 1s allowed to obtain
the personal information on the destination enables the server
apparatus to send notice of a message (second message) that
depends on a relationship between the destination and the
source.

The server apparatus can be adapted for a mail server
apparatus that administers mails to mail addresses having at
least one domain. In such a case, a piece of i1dentification
information i1s a mail address.

In this configuration, the control section, on receiving a
mail, acquires from a mail header an address of a source of the
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mail and an address of a destination of the mail. Normally, the
control section, based on the mail address of the destination,

transmits the mail received from the source to the destination.
Also, 1n a case where the mail address of the destination of the
received mail has been changed, the control section transmits,
to the source, either a first message that depends on a trust
level of the source, or a second message that depends on both
the trust level of the source and a security level of the desti-
nation.

Preferably, 1n this configuration, a trust level 1s associated
with at least either one of a domain and a mail address.

With this configuration, the control section can acquire the
trust level using at least either one of the domain and the mail
address of the source. That i1s to say, the control section
associates a trust level equally with a plurality of sources that
have an identical domain, whereas associates a trust level
with a mail address of only any source that 1s deemed neces-
sary to determine 1ts trust level individually.

As a result, since 1t 1s not required to associate a trust level
with a mail address of a source individually for every address,
the mail server apparatus can eliminate tasks of associating a
trust level with a mail address individually for every address
and 1n carrying out maintenance of a trust level following a
change of a mail address.

The server apparatus can be adapted for a FAX server
apparatus that administers FAX data addressed to at least one
multifunctional apparatus. In such a case, the apparatus
includes a character recognition means to perform character
recognition ol FAX data. The control section, on receiving,
FAX data, causes the character recognition means to perform
character recognition of the recetved FAX data, and judges
whether a FAX number of a destination has been changed or
not, based on a result of the character recognition.

In this configuration, the control section, on recerving a
FAX data, acquires a FAX number of a destination and a FAX
number of a source of the FAX data. Normally, the control
section, based on the FAX number of the destination, trans-
mits the received FAX data to the destination. Further, the
control section makes the character recognition means per-
form character recognition of the recerved FAX data, and thus
acquires a user name of the destination. In a case where the
FAX number of the destination has been changed, the control
section transmits, to the source, either a message that depends
on a trust level of the source, or a message that depends on
both the trust level of the source and a security level of the
destination.

The present invention, by means of determining 1n advance
a degree to which a source of data 1s allowed to obtain per-
sonal information on a destination, makes it possible to send
to a source notice of a message that depends on the source.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 1s a block diagram showing a functional configura-
tion of a server apparatus of Example 1 according to the
present invention.

FIG. 2 1s a diagram showing an example of a security
information table of Example 1.

FIG. 3 1s a drawing showing an example of a trust infor-
mation table of Example 1.

FIG. 4 1s a diagram showing an example of a message
information table.

FIG. 5 1s a flowchart showing a mail reception process by
a control section.

FI1G. 6 1s a block diagram showing a functional configura-
tion of a server apparatus of Example 2 according to the
present invention.
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FIG. 7 1s a diagram showing an example of a security
information table of Example 2.

FIG. 8 1s a diagram showing an example of a trust infor-
mation table of Example 2.

FIG. 9 1s a flowchart showing a FAX reception process by
a control section.

FIG. 10 1s a diagram showing another example of the
security information table.

FIG. 11 15 a diagram showing another example of the trust
information table.

DETAILED DESCRIPTION OF THE INVENTION

A server apparatus according to the present mvention 1s
explained below, referring to the drawings.

EXAMPLEI

As shown 1n FIG. 1, server apparatus 1A, 1B are mail
server apparatus, and any of client apparatus 2A, 2B may be
a information terminal or a personal computer each capable
of mail transmission and reception. The server apparatus 1A
1s connected to the server apparatus 1B and the client appa-
ratus 2A, 2B through a network. Still, the numbers of the
server apparatus and the client apparatus that are connected to
the server apparatus 1A are not limited to one and two, respec-
tively. The server apparatus 1A carries out transmission and
reception of mails to and from the server apparatus 1B either
directly or via a DNS server (not shown).

The server apparatus 1A includes an operating section 10,
a memory section 11, a control section 12A and a communi-
cations section 13, and administers a domain (ABC.COM).
The server apparatus 1A receives a mail to a mail address
(heremafiter, simply referred to as “address™) having the
domain (ABC.COM), and saves it in a mail box 114.

The operating section 10 accepts operational inputs such as
updating of a security information table 111A, a trust infor-
mation table 112A and/or the like.

The memory section 11 includes the security information
table 111A, the trust information table 112 A, amessage infor-
mation table 113 and the mail box 114.

The security information table 111A stores a plurality of
pieces of destination management information, which deter-
mine security levels of destinations. The destination manage-
ment information 1s, as shown in FIG. 2 as an example, one in
which a piece of personal information on a user who 1s to
become a destination and a security level indicating an extent
to which the personal information can be disclosed are stored,
with the former being associated with the latter.

A piece of personal information includes a name, a mail
address that 1s a piece of initial destination i1dentification
information, and a mail address after change that 1s a piece of
changed destination identification information. The name 1s a
title of a user who 1s to become a destination. The mail address
1s a mail address set for the user at an 1mitial stage, having the
domain (ABC.COM) that the server apparatus 1A adminis-
ters. The mail address after change 1s a mail address after a
change that 1s registered when a mail address has been
changed due to, for instance, an assigned personnel move.

The security level 1s one that indicates an extent to which a
piece ol information on a user that 1s to become a destination
can be disclosed. In other words, it 1s an 1ndication of how
important the piece of personal information 1s, and 1s deter-
mined depending on a change of the status of the user 1n a
society and/or organization the user belongs to. In this par-
ticular example, the extent to which to protect the piece of
personal information, 1.e. the extent to which the personal
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information can be disclosed, 1s determined depending on the
assigned move 1n a company the user belongs to. The greater
a value of the security level 1s, the higher the need for protec-
tion of the personal information becomes.

The trust information table 112 A, as shown 1n FIG. 3 as an
example, stores a trust level indicating a degree to which a
source ol the mail 1s allowed to obtain a piece of personal
information on a destination, with the trust level being asso-
ciated with at least either one of a registered mail address and
a registered domain of the user who 1s to become the source.

The registered mail address and the registered domain are
respectively an address and a domain to be used for 1dentify-
ing a user who 1s to become a source.

The trust level 1s determined depending on the status of a
user 1n a society and/or organization the user belongs to. In
this particular example, a trust level 1s determined depending
on the status of a user in the company, and hence so 1s a degree
to which the personal information 1s allowed to obtain. The
greater a value of the trust level 1s, the more important per-
sonal information one can obtain. Also, the trust level of a
source that does not fall within registered addresses or regis-
tered domains 1s rated as zero.

The message information table 113, as shown 1n FIG. 4 as
an example, stores messages (second messages) that depend
on an extent of the security level as well as on a degree of the
trust level. The message mnformation table 113 may also store
messages (first messages ) that depend on a degree of the trust
level, together with the second messages. Further, the mes-
sage information table 113 may store the messages (first
messages) that depend on a degree of the trust level, instead of
the second messages.

The mail box 114 1s provided per every available address,
and mails to each address are saved by the control section
12A. The mails stored 1n the mail box 114 are downloaded to
the client apparatus 2A or 2B, and are referred to by users. The
mails are erased from the mail box 114 when they are down-
loaded to the client apparatus 2A or 2B, or aiter the passage of
a predetermined period (such as a week, a month or the like)
after they have been saved 1n the mail box 114.

The control section 12A includes a change section 120A.
The change section 120A, depending on an operational input
from the operating section 10, updates the security informa-
tion table 111 A and/or the trust information table 112A.

For example, when “Mr. F” enters the company, the server
apparatus 1A ends up newly administering an address of “Mr.
F””. The control section 12A (change section 120A), rating the
security level as zero (no change), adds 1t to the security
information table 111A (the lowest line 1n the security infor-
mation table 111 A of FIG. 2), associating 1t with the address
of “Mr. F’. Additionally, when “Mr. A” retires on reaching the
age, the address of “Mr. A” 1s changed. The control section
12A, by adding an address of “Mr. A” after the change as an
address after change and changing the security level to 3
(retired on reaching the age), updates the security information
table 111A (the highest line 1n the security information table
111A of FIG. 2). Further, for instance, when a transaction
starts with a new transaction-related company, the control
section 12A, rating the trust level as 1 (transaction party),
adds a registered domain, with which the transaction-related
company 1s to become a source, to the trust information table
112A.

The control section 12A performs transmission and recep-
tion of mails to and from the server apparatus 1B and the
client apparatus 2A, 2B through the communications section
13.

A process flow of the control section 12A at the time of
mail reception 1s explained referring to FIG. 5. Explained

10

15

20

25

30

35

40

45

50

55

60

65

6

below as an exemplification 1s a case where the server appa-

ratus 1A receives a mail to a destination address
(AAA@ABC.COM) from a SOUrce address
(CCC@ABCD.COM).

As shown 1n FIG. 5, the control section 12 A waits until the
communications section 13 receives a mail (S11: NO). Upon
receiving amail (S11: YES), the control section 12 A acquires

the destination address (AAA@ABC.COM) and the source
address (CCC@ABCD.COM) from the header information
of the mail (512).

The control section 12 A, referring to the security informa-
tion table 111A, acquires a security level (3: retired on reach-
ing the age) that 1s associated with the destination address
(A AA@WABC.COM) (S13).

The control section 12A examines, based on the security
level, whether there 1s a change of the destination address
(AAA@ABC.COM) (S14). When the securnity level 1s zero
(no change) or 1 (moved between sections) (S14: YES), the
control section 12A, since there 1s no address change made to
the destination address, saves the mail 1n the mail box 114 of
the destination address (515), and completes a task.

The control section 12A, since there 1s a change of the
destination address (S14: NO), referring to the trust informa-
tion table 112A., examines whether the source address
(CCC@wABCD.COM) accords with any registered address
(S16). The control section 12A, since the source address
accords with a registered address (S16: YES), acquires a trust
level (4: the company’s employee) that 1s associated with the
source address (CCC@ABCD.COM) (S18).

The control section 12A, since the address after change
(AAA@WXYZ.COM) 1s associated with the destination
address (AAA@ABC.COM) (520: YES), transfers the mail
to the address after change (AAA@XYZ.COM) (S21). To be
concrete, the control section 12A transmits the mail to a
server apparatus administering the domain (XYZ.COM) of

an address after change (AAA@XYZ.COM), causing the
source address (CCC@ABCD.COM) and the destination
address (AAA@XYZ.COM) to be a piece of header informa-
tion.

The control section 12 A, referring to the message informa-
tion table 113, acquires a message that depends on the trust
level and the security level (S22). The control section 12A
creates a reply mail based on the acquired message, transmits
it to the source address (CCC@ABCD.COM) (S23), and
completes a task. The reply mail has a piece of header infor-
mation including the source address (AAA@ABC.COM)
and the destination address (CCC@ABCD.COM).

In a case where there 1s not any address after change that 1s
associated with the destination address (S20: NO), the control
section 12A proceeds to S22 without transierring the mail.

Further, when 1t recerves a mail to the destination address
(A AAWABC.COM) from  the  source  address

(DDD@ABC.COM), the control section 12A, since the
source address (DDD@ABC.COM) does not accord with any
registered address (S16: NO), judges whether the domain
(ABC.COM) of the source address (DDD@ABC.COM)
accords with any registered domain (S17)or not. Since the
domain of the source address accords with a registered
domain (S17: YES), the control section 12A acquires a trust
level (4: the company’s employee) associated with the
domain ofthe source address (DDD@ABC.COM) (S18), and
proceeds to S20.

Moreover, when 1t receives a mail to the destination

address (AAA@ABC.COM) from the source address
YYY@CCC.COM), the control section 12A, since the

source address (YY Y (@CCC.COM) does not accord with any
registered address (S16: NO), and since the domain
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(CCC.COM) of the source address (YY Y @CCC.COM) does
not accord with any registered domain (517: NO), rates a trust

level as zero (S19), and proceeds to S20.

In this manner, determining 1n advance an extent (security
level) to which personal information on a destination can be
disclosed as well as a degree (trust level) to which a source of
the data 1s allowed to obtain the personal information on the
destination enables the server apparatus 1A to send notice of
a message that depends on a relationship between the desti-
nation and the source when an address of the destination 1s
changed.

Also, using a registered address or a registered domain for
judging a trust level of a source enables the server apparatus
1A to eliminate or reduce tasks of associating a trust level
with an address of a source individually and 1n carrying out
maintenance of a trust level following a change of an address.
Besides, because the server apparatus 1A also makes 1t pos-
sible to associate a trust level with an address of a source
individually per address, it 1s capable of associating an appro-
priate trust level with a source for which individual associa-
tion 1s deemed necessary.

In addition, although what i1s notified of in the above
Example 1 1s a message that depends on both a security level
and a trust level, a message may be one that depends only on
a trust level. In such a case, the message information table 113
shown 1n FIG. 4 becomes a single line 1n security level.

EXAMPLE 2

Example 2 differs from Example 1 1n that here the server
apparatus 1A, 1B are FAX server apparatus, and that any of
client apparatus 2A, 2B may be a FAX terminal, a multifunc-
tional apparatus, or a personal computer each capable of FAX
transmission and reception. Below, only the difference from
the latter 1s explained.

As shown 1n FIG. 6, the server apparatus 1A 1s connected
to the server apparatus 1B and client apparatus 2A, 2B
through a telephone line. Still, the numbers of the server
apparatus and the client apparatus that are connected to the
server apparatus 1A are not limited to one and two, respec-
tively. Also, the server apparatus 1A may be connected to the
client apparatus 2A, 2B via a network.

The server apparatus 1A includes an operating section 10,
a memory section 11, a control section 12B and a communi-
cations section 13, and administers FAX data addressed to the
client apparatus 2A, 2B.

The memory section 11 includes a security information
table 111B, a trust information table 112B, and a message
information table 113.

The security information table 111B stores a plurality of
pieces of destination management information, which deter-
mine security levels of destinations. The destination manage-
ment information 1s, as shown 1n FIG. 7 as an example, one in
which a piece of personal information on a user who 1s to
become a destination and a security level indicating an extent
to which the personal information can be disclosed are stored,
with the former being associated with the latter. A piece of
personal information includes a name, a FAX number, and a
FAX number after the change. The name 1s a designation of a
user who 1s to become a destination. The FAX number 1s a
departmental FAX number which the user belongs to and 1s
set for the user at an mitial stage. The FAX number after
change 1s a FAX number aiter a change that 1s registered when
a FAX number has been changed due to, for instance, an
assigned personnel move.

The security level 1s one that indicates an extent to which a
piece of information on a user that 1s to become a destination
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can be disclosed. In other words, 1t 1s an 1indication of how
important the piece of personal information 1s, and 1s deter-
mined depending on a change of the status of the user 1n a
society and/or organization the user belongs to.

The trust information table 112B, as shown 1n FIG. 8 as an
example, stores a trust level being associated with a registered
FAX number of a user who 1s to become a source. The regis-
tered FAX number 1s a FAX number to be used for identifying
a source. Also, the trust level of a source that does not fall
within registered FAX numbers 1s rated as zero. Under an
environment where affiliated company’s employees and the
company’s employees work together in the same tloor own-
ing one FAX number, a plurality of trust levels (3: atfilhated
company’s employees; 4: the company’s employees) are
associated with one registered FAX number (2345-67-8901).

The trust level 1s determined depending on the status of a
user 1n a society and/or organization the user belongs to. In
this particular example, a trust level 1s determined depending
on the status of a user in the company, and hence so 1s a degree
to which the personal information 1s allowed to obtain. The
greater a value of the trust level 1s, the more important per-
sonal information one can obtain.

A configuration of the message information table 113 1s
similar to the one shown in FIG. 4.

The control section 12B includes a change section 120B.
The change section 120B, depending on an operational input
from the operating section 10, updates the security informa-
tion table 111B and/or the trust information table 112B.

For example, when “Mr. F”” enters the company, the server
apparatus 1A ends up newly administering a FAX number for
“Mr. F°. The control section 12B (change section 120B) rates
the security level as zero (no change), and adds 1t to the
security information table 111B, associating it with the FAX
number for “Mr. F”. Additionally, when “Mr. A” retires on
reaching the age, the FAX number for “Mr. A” 1s changed.
The control section 12B, by adding a FAX number for “Mr.
A’ after the change as a FAX number after change and chang-
ing the security level to 3 (retired on reaching the age),
updates the security information table 111B. Further, for
instance, when a transaction starts with a new transaction-
related company, the control section 12B, rating the trust level
as 1 (transaction party), adds a registered FAX number for the
transaction-related company to the trust information table
112B.

The control section 12B includes a character recognition
section 121. The character recognition section 121 performs
character recognition of recetved FAX data. The character
recognition section 121 acquires a name of a destination, for
example, regarding a character string adjacent to a prefix
(e.g., addressed to, Esq., or to) the name of the destination of
the FAX.

Further, the control section 12B performs transmission and
reception of FAX data to and from the server apparatus 1B
and the client apparatus 2A, 2B through the communications
section 13.

A process tlow of the control section 12B at the time of
FAX data reception 1s explained referring to FIG. 9.
Explained below as an exemplification 1s a case where the
server apparatus 1A receives FAX data to a destination FAX
number (1234-56-7890) and a name “Mr. A” from a source
FAX number (2345-67-8901) and a name “Mr. C”.

As shown 1n FIG. 9, the control section 12B waits until the
communications section 13 recerves FAX data (S31: NO).
Upon recerving the FAX data (S31: YES), the control section
12B acquires the destination FAX number (1234-56-7890)
and the source FAX number (2345-67-8901) from the FAX
data (S32).
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The control section 12B causes the character recognition
section 121 to perform character recognition of the FAX data,
and then acquires the name of the destination of the FAX
(S33). For example, the character recognition section 121,
performing character recogmition of the FAX data by the
direction of the control section 12B, acquires a character
string adjacent to a prefix (addressed to, Esq., or to). The
control section 12B, referring to the security information
table 111B, and upon judging that a name associated with the
destination FAX number (1234-56-7890) accords with the
character string that 1s acquired by the character recognition
section 121, acquires the corresponding name as the name of
the destination.

The control section 12B, referring to the security informa-
tion table 111B, acquires a security level (3: retired on reach-
ing the age) that 1s associated with the name of the destination
“Mr. A” (S34), and examines whether there 1s a change 1n the
destination FAX number (1234-56-7890) for the name of the
destination “Mr. A” (S35). When the security level of a name
of a destination “Mr. A-MOTO” 1s zero (no change) (S35:
YES), the control section 12 A, since there 1s no change of the
destination FAX number, transmits the FAX to the destination
FAX number (536), and completes a task.

The control section 12B, since there 1s a change of the
destination FAX number for the name of the destination “Mr.
A” (S35: NO), referring to the trust information table 112B,
examines whether the source FAX number (2345-67-8901)
accords with any registered FAX number (S37). The control
section 12B, since the source FAX number accords with a
registered FAX number (S37: YES), acquires a trust level (3:
aililiated company’s employee; 4: the company’s employee)
that 1s associated with the source FAX number (2345-67/-
8901) (S38).

The control section 12B, since there are a plurality of
acquired trust levels (3: affiliated company’s employee; 4: the
company’s employee) (S39: YES), takes the lowest trust level
as the trust level of the source (3: affiliated company’s
employee) from the acquired trust levels (3: affiliated com-
pany’s employee; 4: the company’s employee) (S40). If a
single trust level 1s acquired (539: NO), the trust level that 1s
acquired becomes the trust level of the source.

The control section 12B examines, referring to the security
information table 111B, whether a FAX number after change
1s associated with the name “Mr. A of the destination (S42).
The control section 12B, since the FAX number after change
(3456-78-9012)1s associated with the name of the destination
“Mr. A” (S42: YES), transfers the FAX data to the FAX
number after change (3456-78-9012) (543). To be concrete,
the control section 12B transiers the FAX data to a server
apparatus administering the FAX number after change (3456-
78-9012), causing the source FAX number (2345-67-8901)
and the destination FAX number (3456-78-9012) to be apiece
of header information.

The control section 12B, referring to the message informa-
tion table 113, acquires a message that depends on the trust
level and the security level (544). The control section 12B
creates a reply FAX based on the acquired message, transmits
thereot to the source FAX number (2345-67-8901) (S45), and
completes a task. The reply FAX has a piece of header infor-
mation 1ncluding the source FAX number (1234-56-7890)
and the destination FAX number (2345-67-8901).

In a case where there 1s not any FAX number after change
that 1s associated with the destination FAX number (S42:
NO), the control section 12B proceeds to S44 without trans-
terring the FAX data.

Further, at S37, the control section 12B, when the source
FAX number does not accord with any registered FAX num-
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ber (S37: NO), rates a trust level associated with the source
FAX number as zero (S41), and proceeds to S42.

In this manner, determining in advance an extent (security
level) to which personal information on a destination can be
disclosed as well as a degree (trust level) to which a source of
the data 1s allowed to obtain the personal information on the
destination enables the server apparatus 1A to send notice of
a message that depends on a relationship between the desti-
nation and the source when a FAX number of the destination
1s changed.

Additionally, although what 1s notified of 1n the above
Example 2 1s a message that depends on both a security level
and a trust level, a message may be one that depends only on
a trust level. In such a case, determining in advance a degree
to which a source of the FAX 1s allowed to obtain the personal
information on the destination enables the server apparatus
1A to send notice of a message that depends on the user as the
source when the FAX number of the destination i1s changed.

In addition, 1n FIG. 9 1n the above Example 2, when there
are a plurality of acquired trust levels (S39: YES), the control
section 12B takes from them the lowest trust level as the trust
level of the source (540). However, the control section 12B
may cause the character recognition section 121 to perform
character recognition of the FAX data, and acquire a name of
the source thereby.

Further, although the server apparatus 1A 1s explained as
being a mail server or a FAX server in the above Examples, 1t
may be one that has functions of both a mail server and a FAX
server. In such a case, the memory section 11 stores a security
information table 111C as shown 1n FIG. 10 as an example, a
trust mformation table 112C as shown in FIG. 11 as an
example, the message information table 113 and the mail box
114. Personal information of the security information table
111C includes aname, an address, a FAX number, an address
alter change and a FAX number after change. The trust infor-
mation table 112C stores trust levels each associated with at
least one of a registered address, a registered domain and a
registered FAX number.

Moreover, even when the server apparatus 1A 1s one that
has a function of only a mail server or a FAX server as 1n the
above mentioned Examples, 1t may store in 1ts memory sec-
tion 11 the security information table 111C, the trust infor-
mation table 112C and the message information table 113.

The above explanation of the embodiments 1s nothing more
than 1llustrative 1n any respect, nor should be thought of as
restrictive. Scope of the present invention 1s indicated by
claims rather than the above embodiments. Further, it 1s
intended that all changes that are equivalent to a claim 1n the
sense and realm of the doctrine of equivalence be included
within the scope of the present mnvention.

What 1s claimed 1s:

1. A server apparatus connectable to a plurality of client
apparatus, the server apparatus comprising:

a control section configured so as to acquire, on receiving,
data transmitted from a source in a situation where a
client apparatus 1s 1n use among the plurality of client
apparatus, source data and destination data included 1n
the data and so as to transmit the data to a destination
based on the destination data; and

a memory section, wherein

the memory section 1s configured so as to store a security
information table for storing a plurality of pieces of
destination management information, a trust informa-
tion table for storing a plurality of pieces of source
management mformation, and a message information
table for storing a plurality of pieces of message nfor-
mation, wherein
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the destination management information includes initial
destination 1dentification information, changed destina-
tion 1dentification information that 1s set only when the
initial destination identification information has been
changed, and a secunity level indicating an extent to
which personal information on a destination can be dis-
closed;

the source management information includes source 1den-
tification information, and a trust level indicating a
degree to which a source 1s allowed to obtain the per-
sonal information on a destination;

the message information includes a first message that
includes a piece of personal information on a destination
that depends on a trust level; and

the control section 1s configured in such a manner that,
referring to the memory section on receiving the data
and upon judging that a piece of changed destination
identification information 1s included 1n first destination
management information that corresponds to the desti-
nation data in the data, and then extracting, from the
message information, a first message that depends on a
trust level included 1n first source management informa-
tion that corresponds to the source data in the data, 1t
transmits the first message, making use of the piece of
changed destination identification information in the
first destination management information as the desti-

nation data.
2. The server apparatus as claimed in claim 1 wherein the

3. A server apparatus connectable to a plurality of client

apparatus, the server apparatus comprising:

a control section configured so as to acquire, on recerving,
data transmitted from a source in a situation where a
client apparatus 1s 1n use among the plurality of client
apparatus, source data and destination data included 1n
the data and so as to transmit the data to a destination
based on the destination data; and

a memory section, wherein

the memory section 1s configured so as to store a security
information table for storing a plurality of pieces of
destination management mnformation, a trust informa-
tion table for storing a plurality of pieces ol source
management information, and a message information
table for storing a plurality of pieces of message nfor-
mation, wherein

the destination management information includes initial
destination 1dentification information, changed destina-
tion 1dentification information that 1s set only when the
init1al destination identification information has been
changed, and a security level indicating an extent to
which personal information on a destination can be dis-
closed;

the source management information includes source 1den-
tification information, and a trust level indicating a
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degree to which a source 1s allowed to obtain the per-
sonal information on a destination;

the message information 1includes a second message that
includes a piece of personal information on a destination
that depends on a trust level and a security level; and

the control section 1s configured 1n such a manner that,
referring to the memory section on receiving the data
and upon judging that a piece of changed destination
identification information 1s included 1n first destination
management information that corresponds to the desti-
nation data in the data, and then extracting, from the
message information, a second message that depends on
a trust level included 1n first source management infor-
mation that corresponds to the source data in the data and
a security level included 1n the first destination manage-
ment information, i1t transmits the second message, mak-
ing use of the piece of changed destination identification
information 1n the first destination management infor-
mation as the destination data.

4. The server apparatus as claimed 1n claim 1, wherein

the server apparatus 1s a mail server apparatus for admin-
istering mails to mail addresses having at least one
domain;

the source data refer to a source mail address;

the destination data refer to a destination mail address; and

the 1nitial destination i1dentification information, the
changed destination identification information, and the
source 1dentification information respectively include a
mail address.

5. The server apparatus as claimed 1n claim 4 wherein the

source 1dentification information included 1n the source man-
agement information includes a mail address and a domain.

6. The server apparatus as claimed 1n claim 1, wherein

the server apparatus 1s a FAX server apparatus for admin-
istering FAX data to at least one terminal having FAX
function;

the apparatus comprises a character recognition means to
perform character recognition of the FAX data;

the source data refer to a source FAX number;

the destination data refer to name data on a destination; and

the control section 1s configured 1n such a manner that,
causing the character recognition means to perform
character recognition of the received FAX data on
receiving the FAX data, subsequently referring to the
memory section and upon judging that a piece of
changed destination i1dentification information 1s
included in first destination management information
corresponding to the name data in the FAX data, and
then extracting, from the message information, a first
message that depends on a trust level included 1n first
source management information that corresponds to the
source data 1n the data, 1t transmits the first message,
making use of the piece of changed destination 1dentifi-
cation information 1n the first destination management
information as the destination data.
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