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Fig. 1

receiving a migration request of an SNCP
service, wherein the migration request
comprise one of. PC to SPC migration, and
SPC to PC migration

respectively setting cross status control bits of
a current operation connection and a

correlative connection thereof according to the
received migration request, and performing
collective migration of the current operation
connection and the correlative connection

thereof according to the set cross status
control bits

respectively modifying the cross status control
bits of the current connection and the
correlative connection thereof according to the
migration result
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METHOD AND APPARATUS FOR
MIGRATING SUB-NETWORK CONNECTION
PROTECTION (SNCP) SERVICE

TECHNICAL FIELD

The present invention relates to the Automatically
Switched Optical Network (ASON) technology, especially to
a method and an apparatus for migrating a Sub-Network
Connection Protection (SNCP) service.

BACKGROUND

The Automatically Switched Optical Network (ASON) 1s a
new technology which 1s developed based on the traditional
optical network, which provides subscriber services with
intelligent, flexible and efficient configurations by complete
protocol mechanism actions including routing, signaling and
automatic discovering, efc.

In the ASON, the following three connections are provided
according to different connection requirements and different
service request objects: Permanent Connection (PC), Soft
Permanent Connection (SPC) and Switched Connection
(SC). In the actual 1s operation and maintenance of the net-
work, the operator needs to perform migration between SPC
and PC services within the network as required. When migrat-
ing from the PC to the SPC, the signaling status of control
plane should be introduced into the PC, and label (referring to
Synchronous Digital Hierarchy (SDH) general label provided
by Request For Comments (RFC) 3946) and cross manage-
ment authority are migrated to the control plane. When
migrating from the SPC to the PC, the signaling status of
Resource Reservation Protocol (RSVP) of the SPC should be
deleted, and the label and the cross management authority are
migrated to the control plane.

The 1+1 Sub-Network Connection Protection (SNCP) ser-
vice 1S a common type of service in the transport network,
characterized in providing 1+1 backup for bearer connection
of the service, which means that a working connection and a
protection connection exist simultaneously. For an ingress
node and an egress node, the cross connection follows the
principle of received concurrent priority. Theretfore, the con-
sistency between the cross management authorities and the
working connection label and the protection connection label
of the SNCP service should be ensured in both SPC to PC
migration and PC to SPC migration during both normal pro-
cess and abnormal process. In addition, for migrating the
SNCP service, a serial mode can be applied, which means that
the working connection 1s migrated first and then the protec-
tion connection 1s migrated after successiul migration of the
working connection; a parallel mode can also be applied,
which means that the working connection and the protection
connection are migrated at the same time. In these two modes,
the situation that the management authorities of the two con-
nections 1n the SNCP service are the management plane and
the control plane respectively 1s not permitted during both
normal migration and abnormal migration. If the cross man-
agement authority of the working connection and the cross
management authority of the protection connection are not
consistent, the cross with the authority in the management
plane cannot be operated 1n the control plane and the cross
with the authority 1n the control plane cannot 1s be operated in
the management plane, which directly brings the result that
the service cannot be deleted in the management plane and
operations such as service restoration, optimization, deletion
and modification, etc. cannot be performed in the control
plane.
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Therefore, the problem of authority inconsistency of the
cross with protection relationship during the current SNCP

service migration itluences subsequent service operations.

SUMMARY

The present invention mainly aims to provide a method for
migrating a Sub-Network Connection Protection (SNCP) ser-
vice to ensure the consistency of cross management authori-
ties of a working connection and a protection connection
during cross migration of the SNCP service with protection
relationship of an ingress node and an egress node.

The present invention further aims to provide an apparatus
for migrating an SNCP service to ensure the consistency of
cross management authorities of a working connection and a
protection connection during cross migration of the SNCP
service with protection relationship of an ingress node and an
egress node.

In order to solve the aforementioned problems, a method
for migrating an SNCP service 1s provided according to one
aspect of the present invention.

A method for migrating an SNCP service, which 1s used 1n
an Automatically Switched Optical Network (ASON), com-
Prises:

recerving a migration request of an SNCP service; respec-
tively setting cross status control bits of a current operation
connection and a correlative connection thereof according to
the recerved migration request, and performing collective
migration of the current operation connection and the correla-
tive connection thereof according to the set cross status con-
trol bits;

respectively modifying the cross status control bits of the
current connection and the correlative connection thereof
according to the migration result; and

the migration request may comprise: either Permanent
Connection (PC) to Soft Permanent Connection (SPC) migra-
tion or SPC to PC migration.

The cross status control bit may comprise: a cross setting
status bit which 1s used for determining timing of cross con-
nection migration in the serial mechamism or the parallel
mechanism, and an actual cross status bit which 1s used for
identifving the actual status of a current cross.

The value of the cross setting status bit may be cross
to-be-migrated, cross setting successiul, or cross setting
failed; and

the value of the actual cross status bit may be sending
direction connected, receiving direction connected, both
sending direction and receiving direction disconnected, or
both sending direction and receiving direction connected.

If the migration request 1s the PC to SPC migration, the step
of performing the collective migration of the current opera-
tion connection and the correlative connection thereof
according to the set cross status control bits may comprise:

performing the collective migration of the current opera-
tion connection and the correlative connection thereot 11 both
the current operation connection and the correlative connec-
tion thereof receive the migration request.

If the migration request is the SPC to PC migration, the step
of performing the collective migration of the current opera-
tion connection and the correlative connection thereof
according to the set cross status control bits may comprise:

performing the collective migration of the current opera-
tion connection and the correlative connection thereof if
either the current operation connection or the correlative con-
nection thereof recerves the migration request.
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If the current operation connection 1s a working connec-
tion, the correlative connection thereof may be a protection
connection; or

If the current operation connection 1s a protection connec-
tion, the correlative connection thereol may be a working,
connection.

An apparatus for migrating a Sub-Network Connection
Protection (SNCP) service, comprises:

arecerving module, which 1s used for recerving a migration
request ol an SNCP service, wherein the migration request
comprises: either Permanent Connection (PC) to Soit Perma-
nent Connection (SPC) migration or SPC to PC migration;

a setting module, which 1s used for respectively setting
cross status control bits of a current operation connection and
a correlative connection thereof according to the recerved
migration request;

a performing module, which 1s used for performing collec-
tive migration of the current operation connection and the
correlative connection thereof according to the set cross sta-
tus control bits; and

a moditying module, which is used for respectively modi-
tying the cross status control bits of the current connection
and the correlative connection thereof according to the migra-
tion result.

The cross status control bit set by the setting module and/or
modified by the modilying module may comprise: a cross
setting status bit and an actual cross status bit, wherein

the cross setting status bit may be used for determining
timing ol cross connection migration in the serial mechanmism
or the parallel mechanism, and the value of the cross setting
status bit may comprise: cross to-be-migrated, cross setting
successiul, and cross setting failed; and

the actual cross status bit may be used for 1dentitying the
actual status of a current cross, and the value of the actual
cross status bit may comprise: sending direction connected,
receiving direction connected, both sending direction and
receiving direction disconnected, and both sending direction
and receiving direction connected.

The performing module may comprise:

a first performing module, which 1s used for performing the
collective migration of the current operation connection and
the correlative connection thereof 11 the receiving module
receives the PC_SPC migration request and both the current
operation connection and the correlative connection thereof
receive the migration request; and

a second performing module, which 1s used for performing,
the collective migration of the current operation connection
and the correlative connection thereof 11 the recerving module
receives the SPC_PC migration request and either the current
operation connection or the correlative connection thereof
receives the migration request.

Compared with the prior art, according to the aforemen-
tioned technical schemes of the present invention, the timing
and specific actions of cross migration can be determined by
setting the cross setting status bit and the actual cross status
bit, so as to perform one-time cross migration of the SNCP
service with protection relationship of the imngress node and
the egress node and ensure the consistency of the cross man-

agement authorities of the working connection and the pro-
tection connection.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 shows a flowchart of a method for migrating an
SNCP service according to one embodiment of the present
invention;
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FIG. 2 shows a normal Resource Reservation Protocol
Tratfic Engineering (RSVP-TE) signaling diagram of PC to
SPC migration based on the parallel mechanism according to
one embodiment of the present invention;

FIG. 3 shows a normal RSVP-TE signaling diagram of
SPC to PC migration based on the parallel mechanism
according to one embodiment of the present invention;

FIG. 4 shows an RSVP-TE signal diagram of a cross migra-
tion failure of an 1ingress node of PC to SPC migration based
on the sertal mechamism according one embodiment of the
present invention;

FIG. 5 shows a connection schematic diagram of an egress
node according to one embodiment of the present invention;

FIG. 6 shows a block diagram of an apparatus for migrating,
an SNCP service according to one embodiment of the present
imnvention; and

FIG. 7 shows a block diagram of an optimal structure of an
apparatus for migrating an SNCP service according to one
embodiment of the present invention.

DETAILED DESCRIPTION

In order to make the objectives, technical schemes and
advantages of the present invention more clear, the present
invention will be turther explained 1n details 1n conjunction
with the drawings and embodiments hereinafter.

The main 1dea of the present invention is to perform one-
time migration (possibly when operating a working connec-
tion or a protection connection), but not two-time migration
when operating the working connection and the protection
connection, for the labels and the cross with protection rela-
tionship. The present invention sets a cross setting status bit
and an actual cross status bit in connection information, so as
to determine the timing and specific actions of cross migra-
tion according to the cross setting status bit and the actual
cross status bit. The present invention 1s smoothly compatible
with two solutions including serial migration and parallel
migration, and the present mvention can perform one-time
cross migration of the SNCP service with protection relation-
ship of the ingress node and the egress node and ensure the
consistency of the cross management authorities of the work-
ing connection and the protection connection.

According to the embodiments of the present invention, a
method for migrating an SNCP service 1s provided. The
method can be used 1n an Automatically Switched Optical
Network (ASON). FIG. 1 shows a flowchart of a method for
migrating an SNCP service according to one embodiment of
the present invention. As shown 1in FIG. 1, the method of the
present invention comprises:

Step 102: recerving a migration request ol an SNCP ser-
vice, wherein the migration request comprises one of: PC to
SPC migration, and SPC to PC migration.

Step 104: respectively setting cross status control bits of a
current operation connection and a correlative connection
thereof according to the received migration request, and per-
forming collective migration of the current operation connec-
tion and the correlative connection thereot according to the
set cross status control bits.

This step specifically comprises: 11 the migration request 1s
the PC to SPC migration and both the current operation con-
nection and the correlative connection thereof receive the
migration request, then performing the collective migration
ol the current operation connection and the correlative con-
nection thereot; and 11 the migration request 1s the SPC to PC
migration and either the current operation connection or the
correlative connection thereof recerves the migration request,
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then performing the collective migration of the current opera-
tion connection and the correlative connection thereof.

Wherein the cross status control bit comprises: a cross
setting status bit and an actual cross status bit, wherein the
cross setting status bit 1s used for determining timing of cross
connection migration in the serial migration mechanism or
the parallel migration mechanism, and the value of the cross
setting status bit comprises: cross to-be-migrated, cross set-
ting successiul, and cross setting failed; the actual cross status
bit 1s used for identifying the actual status of a current cross,
and the value of the actual cross status bit comprises: sending
direction connected, receiving direction connected, both
sending direction and recerving direction disconnected, and
both sending direction and receiving direction connected.

Step 106: respectively modifying the cross status control
bits of the current connection and the correlative connection
thereol according to the migration result.

Wherein 11 the current operation connection 1s a working
connection, the correlative connection thereot 1s a protection
connection; or 11 the current operation connection 1s a protec-
tion connection, the correlative connection thereof 1s a work-
ing connection.

Compared with the prior art, according to the atoremen-
tioned technical schemes of the present invention, the timing,
and actions of cross migration can be determined by the cross
setting status bit and the actual cross status bit, so as to
perform one-time cross migration of the SNCP service with
protection relationship of the ingress node and the egress
node and ensure the consistency of the cross management
authorities of the working connection and the protection con-
nection.

The present invention will be further explained in conjunc-
tion with the drawings and embodiments hereinaifter.

The present mvention 1s used for migration between PC
and SPC 1n the ASON network (PC to SPC migration, here-
inafter shortened as PC_SPC migration, SPC to PC migra-
tion, heremafter shortened as SPC_PC migration). Due to
reasons like network faults, etc., the signaling tlow of per-
tforming PC_SPC migration 1s not unique, and RSVP-TE (or
CR-LDP 1s also suitable) 1s taken as an example. Currently,
there are two main signaling protocols to realize connection
management: Constraint-based Routed Label Distribution
Protocol (CR-LDP) and Resource Reservation Protocol Trat-
fic Engineering (RSVP-TE). The main signaling scenes of the
migration between PC and SPC of the SNCP service will be
listed. For SPC_PC migration, the signaling flow of graceful
deletion of RSVP-TE 1s used, but gracetiul deletion 1s not the
only solution. In order to simplify the rollback 1n a failure
process, generally, Resv 1s used for setting the cross mode for
PC_SPC migration, which indicates that the node performs
the migration of the cross connection after receiving the Resv
signaling. Therefore, the PC_SPC migration involved 1n the
embodiments of the present invention 1s described by taking
that the cross 1s set by using Resv as an example, but not
limited to the cross setting mode.

All embodiments of the present invention refer to the bidi-
rectional SNCP service. Since the ingress node and the egress
node of the bidirectional SNCP service have the same pro-
tection relationship, the embodiments of the present mven-
tion are described by taking an egress node as an example
hereinafter. It needs to be explained that A 1s an 1ngress node,
B and C are intermediate nodes, and D 1s an egress node from
FIG. 2 to FIG. S.

Embodiment 1 1s a normal flow of PC_SPC migration
based on the parallel mechanism.

FIG. 2 shows a normal RSVP-TE signaling diagram of
PC_SPC migration based on the parallel mechanism accord-
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ing to one embodiment of the present invention. As shown 1n
FIG. 2, the normal signaling flow of the PC_SPC migration 1s
consistent with the connection establishment tlow described

in Internet Engineering Task Force (IETF) RFC3473. FIG. 2
describes the PC_SPC migration of the SNCP service based
on the parallel mechanism. The parallel mechanism means
that the ingress node sends a Path signaling of the working
connection and a Path signaling of the protection connection
in parallel and the egress node cannot determine whether the
Path signaling of the working connection or the Path signal-
ing of the protection connection arrives first. Therefore, cross
migration 1s performed to the connection of which the migra-
tion request arrives later. This embodiment takes that the Path
signaling of the protection connection arrives first as an
example to make further explanation.

First, the egress node receives the Path signaling of the
protection connection, which indicates the arrival of the
PC_SPC migration request from the upstream node.

Subsequently, a local protection connection control block
1s established according to the PC_SPC migration request
from the upstream node, and the cross setting status bit of the
protection connection control block 1s in an mnitialized state,
namely, cross setting successtul, and the value of the actual
cross status bit 1s both sending direction and receiving direc-
tion connected. Searching of working connection control
block 1s failed, because the Path signaling of the working
connection has not arrived at the egress node at the moment
and the connection control block 1s not established yet. In this
case, the egress node believes that the migration request of the
protection connection 1s received first. Therefore, the cross
setting status bit of the protection connection 1s set in the state
of cross to-be-migrated, the cross connection migration is not
performed, the Resv signaling of the protection connection 1s
directly returned to the upstream node and the PC_SPC
migration of the protection connection 1s completed.

Subsequently, the egress node receives the Path signaling
of the working connection and the local working connection
control block 1s established. The cross status bit of the pro-
tection connection 1s checked at the moment, and since the
cross setting status bit of the protection connection 1s cross
to-be-migrated, the egress node believes that the migration
request of the protection connection arrives earlier than the
migration request of the working connection. Therefore, the
working connection performs both sending direction and the
receiving direction cross migration of the working connec-
tion and the protection connection, and the authority 1s
migrated from the management plane to the control plane.

Subsequently, after the cross migration success request 1s
received, the value of the cross setting status bits of the
working connection and the protection connection are modi-
fied 1nto cross setting successtul. The actual cross statuses of
the working connection and the protection connection are
modified into both sending direction and recerving direction
connected.

Finally, the egress node returns the Resv signaling of the
working connection to the upstream node, and the PC_SPC
migration of the working connection and the protection con-
nection of the SNCP service of the egress node 1s completed.

Through this embodiment, rollback of the cross connection
migration 1s reduced. During the specific implementation
process, the treatment of the situation that the Path signaling
of the working connection arrives at the egress node {first 1s
similar to that of the aforementioned treatment. Therefore, 1t
1s unnecessary to go into details here.

Embodiment 2 1s a normal flow of SPC_PC migration
based on the parallel mechanism.
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FIG. 3 shows a normal RSVP-TE signaling diagram of
SPC_PC migration based on the parallel mechanism accord-
ing to one embodiment of the present invention. As shown 1n
FIG. 3, the normal signaling tlow of the SPC_PC migration 1s
consistent with the connection establishment flow described
in IETF RFC3473. FI1G. 3 describes the SPC_PC migration of
the SNCP service based on the parallel mechanism. The par-
allel mechamism means that the ingress node sends a Path
(R&D) signaling of the working connection and a Path
(R&D) signaling of the protection connection 1n parallel and
the egress node cannot determine whether the Path signaling,
ol the working connection or the Path signaling of the pro-
tection connection arrives first, and cross migration 1S per-
formed to the connection of which the migration request
arrives first. The situation that the Path (R&D) signaling of
the working connection arrives first 1s taken as an example to
grve Turther description here.

First, the egress node recerves the Path (R&D) signaling of
the working connection, which indicates the arrival of the
SPC_PC migration request from the upstream node.

Subsequently, the egress node performs both sending
direction and the recerving direction cross migration of the
working connection and the protection connection (migration
from the control plane to the management plane) and modi-
fies the values of the cross setting status bits of the working
connection and the protection connection nto cross setting
successiul. The actual cross statuses of the working connec-
tion and the protection connection are modified into both
sending direction and receiving direction disconnected. The
egress node returns a PathErr signaling of the working con-
nection.

Subsequently, after the arrival of the Path (R&D) signaling
ol the protection connection, the cross setting status bit and
the actual cross status bit of the protection connection control
block are checked. At the moment, the cross setting status bit
of the protection connection 1s cross setting successiul, and
the actual cross status 1s both sending direction and recerving,
direction disconnected (modified in step 302). Therefore, the
migration of the SPC_PC migration connection of the pro-
tection connection cross 1s not performed.

Finally, the egress node returns a PathErr signaling of the
protection connection, and the SPC_PC migration of the
SNCP connection of the egress node 1s completed.

Through this embodiment, the cross migration with pro-
tection relationship of the ingress node and the egress node 1s
rapidly completed. During the specific implementation pro-
cess, the treatment of the situation that the Path (R&D) sig-
naling of the protection connection arrives at the egress node
first 1s similar to that of the aforementioned treatment. There-
fore, 1t 1s unnecessary to go mto details here.

Embodiment 3 1s a cross migration failure of the ingress
node of the PC_SPC migration based on the serial mecha-
nism.

FIG. 4 shows an RSVP-TE signal diagram of a cross migra-
tion failure of an ingress node of PC_SPC migration based on
the serial mechanism according to one embodiment of the
present invention. FI1G. 4 describes the PC_SPC migration of
the SNCP service based on the serial mechanism which
means that the ingress node sends athe Path signaling of the
working connection to perform the PC_SPC migration of the
working connection first, and sends the Path signaling of the
protection connection to perform the PC_SPC migration of
the protection connection after successiul migration of the
working connection. During the migration process of the
protection connection, the cross migration of the ingress node
1s failed. Theretore, the SPC_PC migration will be performed
to perform rollback to the egress node of which the PC_SPC
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migration has been successiul. The migration of the working
connection of the 1ingress node 1s successiul, thus the ingress
node will automatically send down the SPC_PC migration of
the working connection to perform rollback. As stated above,
the SPC_PC migration uses the graceful deletion signaling
flow of RSVP-TE, which means that the ingress node has to
send a Path (R&D) signaling to the downstream. For the
protection connection, the cross setting of the ingress node 1s
tailed, therefore, the ingress node will sends a Pathtear dele-
tion signaling to perform signaling status deletion. The egress
node will perform cross migration to the connection of which
the migration request arrives first, since 1t cannot determine
whether the Path (R&D) signaling of the working connection
or the Pathtear signaling of the protection connection arrives
first. Here, the situation that the Path (R&D) signaling of the
working connection arrives first 1s taken as an example.

First, the egress node receives the Path signaling of the
working connection, which indicates the arrival of the
PC_SPC migration request from the upstream node. The
PC_SPC migration request of the working connection arrives
first, as stated in embodiment 1; the egress node will not
perform cross migration at the moment and directly returns
the Resv signaling of the working connection to the upstream
node. The PC_SPC migration of the working connection 1s
completed. The egress node recerves the Path signaling of the
protection connection, as stated in embodiment 1, and per-
forms the both sending direction and recerving direction cross
migration of the working connection and the protection con-
nection at the moment. After the cross migration success
request 1s received, the cross setting status bits of the working
connection and the protection connection are modified to be
cross setting successiul and the actual cross statuses of the
working connection and the protection connection are modi-
fied to be both sending direction and recerving direction con-
nected. The egress node returns the Resv signaling of the
protection connection and completes the PC_SPC migration
of the working connection and the protection connection of
the SNCP service.

Subsequently, the ingress node performs the PC_SPC
cross migration failure after receiving the Resv signaling of
the protection connection. At the moment, the SPC_PC
migration of the working connection will be nitiated to per-
form rollback. The ingress node sends the Path (R&D) sig-
naling to the downstream node to perform rollback of the
working connection. In addition, because the failure to cross
migration of the protection connection after receiving the
Resv signaling, the Pathtear signaling will be sent to the
downstream to perform rollback ofthe protection connection.

Subsequently, the egress node receives the Path (R&D)
signaling of the working connection and checks that the cross
setting status bit of the working connection is cross setting,
successiul and that the actual cross status bit of the working
connection 1s both sending direction and recerving direction
connected (set i step 404). At the moment, the SPC_PC
migration of the working connection and the SPC_PC migra-
tion of the protection connection are performed collectively.
The cross setting status bits of the working connection and the
protection connection are modified to be cross setting suc-
cessiul. The actual cross status bits of the working connection
and the protection connection are modified to be both sending
direction and recerving direction disconnected. The egress
node returns the PathErr signaling of the working connection
to the upstream node.

Subsequently, the egress node receives the Pathtear signal-
ing of the protection connection and checks that the cross
setting status bit of the protection connection is cross setting
successiul and that the actual cross status bit 1s both sending
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direction and recerving direction disconnected. Therelore,
the migration of the SPC_PC migration connection of the
protection connection cross will not be performed.

Finally, the egress node completes the rollback of the
SPC_PC muigration of the working connection and the
SPC_PC migration of the protection connection of the SNC
service.

During the specific implementation process, the treatment
of the situation that the Pathtear signaling of the protection
connection arrives at the egress node first 1s similar to that of
the aforementioned treatment. Therefore, 1t 1s unnecessary to
g0 1nto details here.

The atorementioned embodiments 1-3 give description by
taking the egress node as an example, which does not limit the
embodiments of the present invention. The treatment process
by taking the mgress node as an example 1s similar to the
treatment of embodiments 1-3 and it 1s unnecessary to go 1nto
details here. In addition, the treatment process of embodi-
ments 1-3 can be understood in conjunction with FIG. 5
which shows a connection schematic diagram of the egress
node according to one embodiment of the present mvention.

According to the embodiments of the present invention, an
apparatus for migrating an SNCP service 1s further provided.
The apparatus can be used for realizing the method for
migrating an SNCP service provided by the embodiments of
the aforementioned method.

FIG. 6 shows a block diagram of an apparatus for migrating,
an SNCP service according to one embodiment of the present
invention. FIG. 7 shows a block diagram of an optimal struc-
ture of an apparatus for migrating an SNCP service according,
to one embodiment of the present invention.

As shown 1n FIG. 6, the apparatus for migrating an SNCP
service according to the present invention comprises: a
receiving module 10, a setting module 20, a performing mod-
ule 30 and a modifying module 40. The detailed structure of
the apparatus 1s 1s described in conjunction with the drawings
hereinatter.

The receiving module 10 1s used for receiving a migration
request ol an SNCP service, wherein the migration request
comprises one of: PC_SPC migration, and SPC_PC migra-
tion.

The setting module 20, connected with the receiving mod-
ule 10, 1s used for respectively setting cross status control bits
ol a current operation connection and a correlative connection
thereol according to the migration request received by the
receiving module 10.

The performing module 30, connected with the setting
module 20, 15 used for performing collective migration of the
current operation connection and the correlative connection
thereol according to the cross status control bits set by the
setting module 20, wherein the cross status control bit com-
prises: a cross setting status bit and an actual cross status bit.
The cross setting status bit 1s used for determining timing of
cross connection migration in the serial mechanism or the
parallel mechanism, and the value of the cross setting status
bit comprises: cross to-be-migrated, cross setting successiul,
and cross setting failed; the actual cross status bit 1s used for
identifying the actual status of a current cross, and the value of
the actual cross status bit comprises: sending direction con-
nected, recerving direction connected, both sending direction
and receiving direction disconnected, and both sending direc-
tion and receirving direction connected.

The moditying module 40, connected with the performing,
module 30, 1s used for respectively modifying the cross status
control bits of the current connection and the correlative
connection thereol according to the migration result per-
formed by the performing module 30.
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As shown 1n FIG. 7 and based on the structure shown 1n
FIG. 6, preferably, the performing module 30 further com-
prises: a first performing module 310, which 1s used for
performing the collective migration of the current operation
connection and the correlative connection thereol if the
receiving module 10 recerves the PC_SPC migration request
and both the current operation connection and the correlative
connection thereol recerve the migration request; a second
performing module 320, which 1s used for performing the
collective migration of the current operation connection and
the correlative connection thereot 11 the receiving module 10
receives the SPC_PC migration request and either the current
operation connection or the correlative connection thereof
receives the migration request.
During the treatment process, if the current operation con-
nection 1s the working connection, the correlative connection
thereol 1s the protection connection; or 1 the current opera-
tion connection 1s the protection connection, the correlative
connection thereot 1s the working connection.
During the specific implementation process, the specific
work flow of the apparatus for migrating an SNCP service
provided by the embodiments of the present invention can
refer to FIG. 1-FIG. 5. Therefore, 1t 1s unnecessary to go mnto
details here.
In conclusion, according to the atorementioned technical
schemes of the present invention and compared with the prior
art, the present invention 1s smoothly compatible with two
solutions 1including serial migration and parallel migration of
the SNCP service. The timing and actions of cross migration
can be determined by the cross setting status bit and the actual
cross status bit in the connection information, so as to perform
one-time cross migration of the SNCP service with protection
relationship of the ingress node and the egress node for both
PC_SPC migration and SPC_PC migration 1in both normal
process and abnormal process, and ensure the consistency of
the cross management authorities of the working connection
and the protection connection.
What are described above are only preferred embodiments
of the present mvention and are not used for limiting the
present invention, and for those skilled 1n the art, there may be
various modifications and changes to the present invention.
Any modification, equivalent replacement and improvement
made within the spirit and principle of the present invention
should be included 1n the scope of the claims of the present
invention.
What 1s claimed 1s:
1. A method for migrating a Sub-Network Connection
Protection (SNCP) service, which i1s used in an Automatically
Switched Optical Network (ASON), comprising;:
recerving a migration request of an SNCP service; respec-
tively setting cross status control bits of a current opera-
tion connection and a correlative connection thereof
according to the received migration request, and per-
forming collective migration of the current operation
connection and the correlative connection thereof
according to the set cross status control bits; and

respectively moditying the cross status control bits of the
current operation connection and the correlative connec-
tion thereof according to a migration result,

wherein the migration request comprises either a Perma-

nent Connection (PC) to Soft Permanent Connection
(SPC) mugration request or a SPC to PC migration
request, and

wherein the cross status control bits comprise:

a cross setting status bit which 1s used for determining
timing of cross connection migration in a serial
mechanism or a parallel mechamism, and
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an actual cross status bit which 1s used for identifying an
actual status of a current cross.

2. The method according to claim 1, wherein:

a value of the cross setting status bit 1s cross to-be-mi-
grated, cross setting successiul, or cross setting failed;
and

a value of the actual cross status bit 1s sending direction
connected, receiving direction connected, both sending
direction and receiving direction disconnected, or both
sending direction and receiving direction connected.

3. The method according to claim 1, wherein, 1f the migra-
tion request comprises the PC to SPC migration request, the
performing a collective migration of the current operation
connection and the correlative connection thereof according

to the set cross status control bits comprises:

performing the collective migration of the current opera-
tion connection and the correlative connection thereof 11
both the current operation connection and the correlative
connection thereof receive the migration request.

4. The method according to claim 1, wherein, 1f the migra-
tion request comprises the SPC to PC migration request, the
performing a collective migration of the current operation
connection and the correlative connection thereot according
to the set cross status control bits comprises:

performing the collective migration of the current opera-
tion connection and the correlative connection thereof 11
either the current operation connection or the correlative
connection thereof receives the migration request.

5. The method according to claim 1, wherein:

if the current operation connection 1s a working connec-
tion, the correlative connection thereof 1s a protection
connection; or

if the current operation connection 1s a protection connec-
tion, the correlative connection thereof 1s a working
connection.

6. An apparatus for migrating a Sub-Network Connection

Protection (SNCP) service, comprising:

arecerving module, which 1s used for recerving a migration
request of an SNCP service, wherein the migration
request comprises either a Permanent Connection (PC)
to Soft Permanent Connection (SPC) migration request
or a SPC to PC migration request;

a setting module, which 1s used for respectively setting
cross status control bits of a current operation connec-
tion and a correlative connection thereol according to
the recerved migration request;

a performing module, which 1s used for performing collec-
tive migration of the current operation connection and
the correlative connection thereol according to the set
cross status control bits; and

a moditying module, which is used for respectively modi-
tying the cross status control bits of the current operation
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connection and the correlative connection thereof

according to a migration result,

wherein the cross status control bits set by the setting
module and/or modified by the moditying module com-
prise:

a cross setting status bit used for determining timing of
cross connection migration 1n a serial mechanism or a
parallel mechanism, wherein a value of the cross set-
ting status bit 1s cross to-be-migrated, cross setting
successiul, or cross setting failed; and

an actual cross status bit used for identifying an actual
status of a current cross, wherein a value of the actual
cross status bit 1s sending direction connected, receiv-
ing direction connected, both sending direction and
receiving direction disconnected, or both sending
direction and receiving direction connected.

7. The apparatus according to claim 6, wherein the per-

forming module comprises:

a first performing module, which 1s used for performing the
collective migration of the current operation connection
and the correlative connection thereof if the receiving
module recerves the PC to SPC migration request and
both the current operation connection and the correlative
connection thereof receive the migration request; and

a second performing module, which 1s used for performing,
the collective migration of the current operation connec-
tion and the correlative connection thereof 11 the receiv-
ing module receives the SPC to PC migration request
and either the current operation connection or the cor-
relative connection thereol receives the migration
request.

8. The method according to claim 2, wherein:

11 the current operation connection 1s a working connec-
tion, the correlative connection thereof 1s a protection
connection; or

11 the current operation connection 1s a protection connec-
tion, the correlative connection thereof 1s a working
connection.

9. The method according to claim 3, wherein:

11 the current operation connection 1s a working connec-
tion, the correlative connection thereot 1s a protection
connection; or

11 the current operation connection 1s a protection connec-
tion, the correlative connection thereof 1s a working
connection.

10. The method according to claim 4, wherein:

11 the current operation connection 1s a working connec-
tion, the correlative connection thereof 1s a protection
connection; or

11 the current operation connection 1s a protection connec-
tion, the correlative connection thereof 1s a working
connection.
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