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(57) ABSTRACT

A server for managing the operation history of document data
1s characterized by comprising a first saving processing unit
configured to save information included in the first informa-
tion for identifying the original document and information
included in the second imnformation for identitying the dupli-
cated document upon receipt of the first information and the
second information, and a second saving processing unit con-
figured to save information for identifying the duplicated
document in each predetermined group after the saving is
performed 1n the first saving processing unit, wherein the

second saving processing unit, when the number of pieces of
information for identifying the original document saved by
the first saving processing unit 1s two or more, integrates each
group including the same information as the saved informa-
tion for identitying the original document into one group.
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ORIGINAL USER'S NAME Kazuhiro Hiraoka

LATEST USER'S NAME

2008/1/30 9:53

Fl1G.7

ORIGINAL USER'S NAME Kazuhiro Hiraoka
LATEST USER'S NAME David Jenagal

2008/9/21 14:33

FlG.3A

OUTPUT 1 OUTPUT 2
USER NAME Kazuhiro Hiraoka David Jenagal

TIME AND DATE 2008/1/30 9:53 2008/9/21 14:33
DOCUMENT ID abe abe-1

FIG3B

ORIGINAL USER'S NAME David Jenagal
LATEST USER'S NAME -

TIME AND DATE 2008/9/21 14:33

DOCUMENT 1D
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EXTRACTED EMBEDDED | UPDATED (GENERATED)
INFORMATION EMBEDDED INFORMATION

ORIGINAL USER'S NAME Kazuhiro Hiraoka
LATEST USER'S NAME

TIME AND DATE
DOCUMENT ID

2008/1/30 9:53

FIG.11A

EXTRACTED EMBEDDED | UPDATED (GENERATED)
INFORMATION EMBEDDED INFORMATION

Kazuhiro Hiraocka Kazuhiro Hiracka
David Jenagal
2008/9/21 14:33
abc-1

ORIGINAL USER'S NAME
LATEST USER'S NAME
TIME AND DATE
DOCUMENT ID

2008/1/30 9:53

F1G.11B

EXTRACTED EMBEDDED | UPDATED (GENERATED)
INFORMATION EMBEDDED INFORMATION

Kazuhiro Hiraoka Kazuhiro Hiracka
David Jenagal Taro Yamada
2008/9/21 14:33 2009/6/15 11:25

- abc-2

FIG.11C

EXTRACTED EMBEDDED
INFORMATION

ORIGINAL USER'S NAME
LATEST USER'S NAME
TIME AND DATE
DOCUMENT ID

UPDATED (GENERATED)
EMBEDDED INFORMATION

Kazuhiro Hiraoka

ORIGINAL USER'S NAME

LATEST USER'S NAME

2010/1/10 13:45
def

TIME AND DATE
DOCUMENT ID

EXTRACTED EMBEDDED | UPDATED (GENERATED)

EMBEDDED INFORMATION
Kazuhiro Hiraoka

Toshiro Sadamitsu
2010/4/10 20:43
def-1

INFORMATION
ORIGINAL USER'S NAME| Kazuhiro Hiraoka

LATEST USER'S NAME
TIME AND DATE
DOCUMENT ID

2010/1/10 13:45
def

FIG.11E
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_ EXTRACTED EMBEDDED | UPDATED (GENERATED)
INFORMATION EMBEDDED INFORMATION

ORIGINAL USER'S NAME

LATEST USER'S NAME

Kazuhiro Hiraoka

2010/6/19 11:46
efg

TIME AND DATE
DOCUMENT ID

FIG.11F

EXTRACTED EMBEDDED

UPDATED (GENERATED)
EMBEDDED INFORMATION

INFORMATION

' Kazuhiro Hiraoka(l)
ORIGINAL USER'S NAME Kazuhiro Hiraoka(2)

Toshiro Sadamitsu(l)

Kazuhiro Hiraoka

Taro Yamada

LATEST USER'S NAME

- (2)

2010/4/10 20:43(1) :
TIME AND DATE 201076/19 11-45(2) 2010/7/28 15:03

def-1(1)
efg(2)

FIG.11G

EXTRACTED EMBEDDED | UPDATED (GENERATED)
INFORMATION EMBEDDED INFORMATION
ORIGINAL USER'S NAME

Toshiro Sadamitsu
LATEST USER'S NAME

- -
TIME AND DATFE 2010/8/1 14:25
DOCUMENT ID hi ;]

FlG.11H
EXTRACTED EMBEDDED | UPDATED (GENERATED)
INFORMATION EMBEDDED INFORMATION

; Kazuhiro Hiraoka(l) . .
ORIGINAL USER'S NAME| moohiry Sadamitsu(2) | [ezuhiro Hiraoka

LATEST USER'S NAME 3 %; Seiji Mimura

DOCUMENT ID deflefg-1

2008/1/30 9:53(1) _
TIME AND DATE 2010/8/1 14:25(2) 2010/8/31 10:07

FIG.111
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1201 1202 1203 1204

ORIGINAL
. DOCCYENT DOCMENT | LATEST USER'S NAME | TIME AND DATE

_ 2008/1/30 9:53

David Jenagal 2008/9/21 14:33
Taro Yamada 2009/6/15 11:25
Kazuhiro Hiracka | 2010/1/10 13:45
Toshiro Sadamitsu | 2010/4/10 20:43
Kazuhiro Hiraoka | 2010/6/19 11:46

Taro Yamada 2010/7/28 15:03

Toshiro Sadamitsu | 2010/8/1 14:25

Seiji Mimura 2010/8/31 10:07
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DOCUMENT DATA MANAGEMENT SYSTEM
AND IMAGE FORMING APPARATUS,
SERVER, METHOD, AND STORAGE
MEDIUM CONFIGURING DOCUMENT DATA
MANAGEMENT SYSTEM

BACKGROUND OF THE

INVENTION

1. Field of the Invention

The present invention relates to a document data manage-
ment system for tracing the operation history of document
data to which a code 1image 1s attached.

2. Description of the Related Art

As methods for getting an idea who has printed or dupli-
cated (copied) printed matter or duplicated matter, there
already exist various techniques. For example, according to
Japanese Patent Laid-Open No. 2008-217340, when printing,
identification information (ID) for distinguishing and identi-
tying the printed matter from other printed matter 1s printed
together and the 1D and information for identifying a user
who has provided instructions for printing (for example, a
user’s name etc.) are associated to each other and stored 1n a
server. Because of this, it 1s possible to investigate who has
printed the printed matter later. That 1s, by scanning the
printed matter etc. through the use of a reading apparatus
(scanner), the ID of the user 1s found and the user’s name
associated with the ID 1s read from the server and displayed.,
and thus 1t 1s possible to identily the printer who has printed
the printed matter. Furthermore, when the printed matter 1s
copied, the original ID 1s erased and a duplicated matter to
which a new ID 1s attached instead 1s printed. At this time,
information at the time of copying 1s added to the server. For
example, 1t 1s defined that first a user A creates and prints
document data and “1” 1s printed as an ID on the printed
matter, and information “ID:1” and “printing user: A” 1s
stored 1n the server. Then, when a user B copies the printed
matter, “2” as anew ID 1s printed on the duplicated matter and
information “ID:2”, “duplication user: B”, “ID:1—=2" 1s
added to the server. In this case, by scanning the duplicated
matter, 1t 1s possible to grasp the fact that the duplicated
matter 1s duplicated by the user B and also that the user A has
first printed from the information “ID:1—=2".

According to the technique described 1n Japanese Patent
Laid-Open No. 2008-217340, 1t 1s premised that the number
of IDs obtained by scanning printed matter etc. 1s always one.
However, 1n a practical operating scene of the technique for
attaching a code 1mage to a document for the purpose of
managing document data, limiting duplication, etc., 1t can
happen daily that two or more code 1mages are detected by
one-time scan. An example 1s shown below, in which two or
more code 1mages are detected by one-time scan.

First, a case where a plurality of documents 1s set on a
document reading table at the same time 1s included. FIG.
10A shows a case where two documents are set on an 1mage
reading unit (scanner unit) of a multifunction peripheral. Ret-
erence numeral 1001 represents a pressure plate and plays a
role in pressing the document from above so as to prevent 1t
from moving at the time of a scan. Reference numeral 1002
represents a document reading table and a document 1003
and a document 1004 both of A4 size to which a code 1image
1s attached, respectively, are placed and set in a state where
they look like one A3 size sheet. The broken line indicates the
printed position of the code image on each document. In this
state, 11 a user provides operation 1nstructions for copying, the
two documents are scanned at the same time and one piece of
image data 1s acquired, and thus, from the image data, two
code 1mages are detected.
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Next, a case where two or more code 1mages are attached
originally to a document to be scanned 1s included. FI1G. 10B
shows an example of a document to which code images (QR
codes) are attached to two positions, that 1s, the top-left corner
and the top-right corner. Normally, one QR code is attached to
one document and for example, when 1t 1s copied, the position
to which a QR code 1s attached on the document to be copied
and output (heremafter referred to as a “duplicated docu-
ment”) 1s the position to which the QR code 1s attached on the
document to be copied (hereinatter, referred to as an “original
document™). That 1s, as a general rule, the QR code on the
duplicated document 1s the QR code attached to the original
document, the information of which 1s updated. However,
when the document 1s set on the document reading table 1n an
inclined state or the QR code 1s stained, there may be a case
where the QR code 1s not detected correctly or decoding fails
even 11 1t 1s detected correctly. As a result, the QR code on the
original document 1s recognized as just a figure and a new QR
code may be attached separately to the duplicated document.
FIG. 10B shows a duplicated document 1005 output 1n such
circumstances and there exist a QR code 1006 on the original
document, which has been recognized as a figure, and a QR
code 1007 attached separately as a new code 1image.

The case where two or more 1mage codes are detected 1n
one-time scan as described above 1s not at all taken into
consideration in the technique in Japanese Patent Laid-Open
No. 2008-217340. That 1s, there 1s not at all a description on
how to manage information in a case where a plurality of code
images 1s detected as a result of a scan of a document at the
time of copying and such circumstances occur where there
exists a plurality of pieces of information, such as an ID of the
document, and thus such a case has not been able to be dealt
with.

SUMMARY OF THE INVENTION

The present mnvention 1s a server for managing the opera-
tion history of document data, characterized by comprising a
receiving unit configured to recerve first information obtained
by decoding a code image attached to an original document at
the time of duplication, and second information that 1s infor-
mation of a code image attached to a duplicated document and
which 1s obtained by updating the first information, a first
saving processing unit configured to save information
included 1n the first information for identitying the original
document and information included 1n the second informa-
tion for identitying the duplicated document upon receipt of
the first information and the second information, and a second
saving processing unit configured to save information for
identifving the duplicated document 1n each predetermined
group aiter the saving 1s performed 1n the first saving process-
ing unit, wherein the second saving processing unit, when the
number of pieces of information for identifying the original
document saved by the first saving processing unit 1s two or
more, integrates each group including the same information
as the saved information for identifying the original docu-
ment 1nto one group.

According to the present invention, even when two or more
code 1mages are detected from a document, 1t 1s possible to
appropriately manage information, such as an ID of the docu-
ment, and to trace the operation history of the document data.

Further features of the present mvention will become
apparent from the following description of exemplary
embodiments (with reference to the attached drawings).

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 11s diagram showing an example of a configuration of
a document data management system according to the present
invention;
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FIG. 2 1s a diagram showing an example of a hardware
configuration of a PC and a server configuring a document

data management system;

FIG. 3 1s a diagram showing an example of a hardware
configuration of an MFP configuring a document data man-
agement system;

FIG. 4 1s a diagram showing an example of a software
configuration of the present document data management sys-
tem;

FIG. § 1s a diagram showing an example of a document to
which a code 1image 1s attached;

FIG. 6 1s a flowchart showing a flow at the time of copy
printing processing in an MFP;

FIG. 7 1s a diagram showing an example of embedded
information obtained by decoding processing;

FIGS. 8 A-8C are diagrams showing examples of updated
embedded information;

FIG. 9 1s a flowchart showing a flow when performing
printing processing in an MFP based on image data from a
PC;

FIGS. 10A and 10B are diagrams showing an instance
where two or more code 1mages are detected by one-time
scan;

FIGS. 11 A-111I are diagrams showing examples of embed-
ded information to be sent from an MFP to a server;

FIG. 12 1s a diagram showing an example of a first data
table:

FIG. 13 1s a flowchart showing a tlow of the processing in
a second saving processing umt; and

FIGS. 14A-141 are diagrams showing examples of a sec-
ond data table.

DESCRIPTION OF THE EMBODIMENTS

First Embodiment

FI1G. 11s adiagram showing an example of a document data
management system 100 according to the present invention.

The document data management system 100 1s configured
by a PC 101, MFPs 102/103, and a server 104 and 1s inter-
connected via a network 105, such as a LAN.

The PC 101 1s an information processing apparatus, such as
a personal computer, and comprises a CPU, RAM, ROM,
hard disk, external storage apparatus, network interface, dis-
play, keyboard, mouse, efc.

The MFPs 102/103 are multifunction peripherals as an
image forming apparatus having the scanner function, dupli-
cation function, printing function, transmission function, etc.
The image forming apparatus can be any apparatus as long as
it can form an 1mage on a memory or on paper, and 1s not
limited to the MFP. The document data management system
in FIG. 1 includes the two MFPs 102/103, but may include
one or three or more.

The server 104 1s an information processing apparatus that
stores various files, data, etc., sent from the PC 101 and MFPs
102/103.

(Hardware Configuration)

FIG. 2 1s a diagram showing an example of a hardware

configuration of the PC 101 and the sever 105 and FIG. 3 1s a

diagram showing an example of a hardware configuration of
the MFPs 102/103.

In F1G. 2, a CPU 200 executes programs, such as an OS and
application stored in a program ROM ofa ROM 202 or loaded
from a hard disk 209 to a RAM 201. The RAM 201 functions
as a main memory, work area, etc., of the CPU 200. A key-
board controller 203 controls key input from a keyboard 207
or pointing device, not shown schematically. A display con-
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troller 204 controls the display of various displays 208. A disk
controller 2035 controls data access 1n the hard disk (HD) 209,

a tloppy (registered trademark) (FD), etc., which store various
pieces of data. An NC 206 1s connected to a network and
performs communication control processing along with other
equipment connected to the network.

In FIG. 3, a CPU 300 1s a processor that comprehensively
controls the MFPs 102/103 and controls each unit connected
via an internal bus 307. A display unit 301 1s configured by an
image display apparatus such as a touch panel, and a user
provides structions for duplication etc. via a screen dis-
played on the display unit 301. A scanner unit 302 has a
function of acquiring 1mage data by scanning a document. A
printer unit 303 has a function of printing an 1mage on a
recording medium such as paper. A memory 304 stores vari-

ous commands (including application programs) executed by
the CPU 300 to control the MFPs 102/103 and in a large-

capacity storage unit 305, image data scanned by the scanner
umt 302 1s saved temporarily. A network interface 306 per-
forms transmission/reception of various pieces of data
according to the CPU 300 via the network 105.

(Software Configuration)

FIG. 4 1s a diagram showing an example of a software
configuration of the present document data management sys-
tem. The broken lines indicate the MFPs 102/103 and the
server 104, respectively.

First, the MFPs 102/103 are explained.

A control unit 400 controls the whole of the MFPs 102/103
and provides instructions to and manages each unit, to be
described layer.

A data transmission/reception unit 401 performs transmis-
sion/reception processing of data etc. with the server 104.
Although omitted here, the data transmission/reception unit
401 performs transmission/reception processing of data etc.
also with the PC 101.

A scan processing unit 402 scans a document set to a
document reading table based on the operation instructions
by a user given via a Ul and performs processing of acquiring
image data.

A code detection unit 403 performs processing to detect a
QR code from 1mage data acquire by a scan. In the present
specification, as a code 1mage to be attached to a document,
the QR code, which 1s the typical two-dimensional code, will
be explained as an example, but this 1s not limited. For
example, 1t 1s possible to widely apply the present invention to
techniques for attaching an image, such as a one-dimensional
code and digital watermark, which 1s specific information
coded 1n order to manage document data, limit duplication,
etc. In the present specification, the “document”™ 1s used as a
term that refers to printed matter and duplicated matter on
which specific information including characters and figures 1s
printed. Furthermore, 1n the present specification, the “docu-
ment data” 1s used as a term that refers to specific information
itself including characters and figures on printed matter and
duplicated matter. This means that, for example, printed mat-
ter A and 1ts duplicated matter B are distinguished as different
documents, but the characters and figures included therein are
the same, and thus they are 1dentical as document data.

A decoding unit 404 performs processing of extracting
embedded mnformation by decoding a detected QR code.

An embedded mformation update unit 4035 performs pro-
cessing ol generating new embedded information to be
attached to a duplicated document by updating the contents of
the embedded information. When there exists no embedded
information to be updated (for example, when no QR code 1s
attached to the document to be copied), the embedded 1nfor-
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mation update unit 405 also performs processing of generat-
ing embedded information newly.

An encoding umt 406 performs processing of generating a
QR code as a code 1image by encoding the updated (or newly
generated) embedded information.

Animage combining unit 407 performs processing of com-
bining 1image data to be printed and a QR code generated by
encoding processing.

A printing processing unit 408 performs printing process-
ing, that 1s, processing of forming an 1mage on a recording
medium such as paper, based on the combined 1mage data
obtained by combining processing.

Next, the server 104 will be explained.

A control unit 410 controls the whole of the server 104 and
provides instructions to and manages each umt, to be
described later.

A data transmission/reception unit 411 performs transmis-
s1on/reception processing of data etc. with the MFPs 102/103.
Although omitted in FIG. 4, the data transmission/reception
unit 411 also performs transmission/reception processing of
data etc. with the PC 101.

An embedded information saving processing unit 412 per-
torms various kinds of processing necessary when registering
embedded information recerved from the MFPs 102/103
based on the mnstructions of the control unit 410. Although not
shown schematically, the embedded information saving pro-
cessing unit 412 includes a first saving processing unit and a
second saving processing unit. The first saving processing
unit performs processing of saving the recetved embedded
information 1n order of reception time and the second saving
processing unmt performs processing of saving the ID of a
document in each predetermined group on the basis of units of
document data through the use of the embedded information
saved 1n order of reception time. The information for identi-
ftying a document may be information that combines the
number of output copies, the number of pages, time and date
of output, output equipment, etc., mn place of the ID of the
document. In such a case, the information that combines
those 1s saved in the embedded information saving processing,
unit 412 1n place of the document ID.

An embedded information finding unit 415 performs pro-
cessing of finding information associated with the document
from the information for identifying the document such as the
document ID, received from the MFPs 102/103 based on the
instructions of the control unit 410.

A data write unit 413 performs processing of writing and
saving various pieces ol data other than the embedded infor-
mation to a hard disk etc., not shown schematically, based on
the 1nstructions of the control unit 410.

A data read unit 414 performs processing of reading vari-
ous pieces of data including the embedded information from
a hard disk etc., not shown schematically, based on the
instructions of the control unit 410.
<Explanation of Document Attached with Code Image>

FIG. 5 1s a diagram showing an example of a document
attached with a code image to be scanned in the present
invention.

On a document 501, a QR code 502 as a code image
obtained by encoding embedded information 1s printed. The
QR code 1s printed 1n a predetermined region on a recording
medium, that 1s, 1n the present embodiment, within a rectan-
gular region 503 provided 1n the top-left corner, bottom-lett
corner, top-right corner, and bottom-right corner provided
within the document 501 and processing of detecting the QR
code 1s performed for the region. The length of one side of the
rectangular region 1s, for example, 30 mm 1n the longitudinal
and transverse directions, respectively. The region within
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which a QR code can be printed 1s not limited to this example
and the position, shape, and size thereof can be set arbitrarily.

Then, 1t 1s defined that the embedded information includes
the following four pieces of information.

Document ID for uniquely identifying a document

Name of a latest user who has provided instructions for
outputting the document (Latest User’s Name)

Name of an original user who has provided instructions for
outputting the document data (Original User’s Name)

Time and date when the document 1s output

The contents of the embedded information are not limited
to those and 1t may also be possible to add information about,
for example, the kind of output (information about whether
printing by transmission of image data or copy printing using
a document reading table) etc. according to the necessity.
Furthermore, as described above, 1t may also be possible to
use the information that combines the number of output cop-
ies, the number of pages, time and date of output, output
equipment, etc., as the information for uniquely 1dentifying a
document 1n place of the document I1D.
<Explanation of Processing in MFPs 102/103>

As to processing 1n the MFPs 102/103, an outline of copy
printing processing will be explained first.

FIG. 6 15 a flowchart showing a flow at the time of copy
printing processing in the MFPs 102/103. In the present
embodiment, an application (program) stored in the memory
204 1s activated by the operation instructions by a user and
cach of the following steps 1s implemented by the CPU 300
executing the application.

When a user sets a document to be copied on the document
reading table of the MFPs 102/103 and presses a printing
instruction button, not shown schematically, the scan process-
ing unit 402 starts to scan the document set on the document
reading table of the MEFPs 102/103 1n step 601. Because of
this, one piece of image data 1s acquired. As described above,
the document that i1s copied in copy printing 1s called the
“original document”, but there may be a case where the origi-
nal document itself 1s duplicated matter (when a duplicated
document copied previously 1s further copied etc.).

In step 602, the code detection unit 403 detects a QR code
from the acquired image data. That 1s, the code detection unit
403 checks for the presence/absence of a QR code for the
rectangular regions in the four corners described above of the
acquired 1mage data. If a QR code 1s detected, the processing
proceeds to step 603.

In step 603, the decoding unit 404 decodes the detected QR
code. That 1s, the decoding unit 404 performs processing of
extracting embedded information by decoding the QR code.
FIG. 7 shows an example of embedded information (first
information) extracted by the decoding processing. In the
example i FIG. 7, a user’s name “Kazuhiro Hiraoka™ of the
user who has provided mstructions to print the original docu-
ment, the time and date “2008/1/30 9 : 53 when the original
document 1s output, and the document 1D *““abc” for uniquely
identifving the original document are extracted. That the
“Latest User’s Name” box 1s blank means that this document
1s a document on which document data 1s printed for the first
time, and thus an original document not copied yet by any
user. If this original document 1s a document copied by any
user, a user’s name of the user who has copied latest 1s shown
in the “Latest User’s Name” box as a result. When two or
more QR codes are detected 1n step 602, decoding processing
1s performed on all the QR codes and embedded information
1s extracted therefrom.

In step 604, the embedded information update unit 405
determines whether decoding succeeds and embedded 1nfor-
mation can be extracted. When embedded information can be
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extracted, the processing proceeds to step 605. When decod-
ing fails because of stain of the QR code etc., the processing
proceeds to step 606.

In step 605, the embedded information update unit 405
updates the embedded information (first information)
extracted 1n step 603. Specifically, the embedded information
update unit 405 inputs the name of a user who has created the
original document 1n “Original User’s Name” and the name
of the user who has provided instructions for copying this
time 1n “Latest User’s Name”. Then, the embedded informa-
tion update unit 4035 generates the time and date of the copy-
ing and output and a new document ID for the duplicated
document and updates the contents of the embedded infor-
mation. FIG. 8A shows an example of the updated contents
(second 1information) of the embedded information shown 1n
FIG. 7, which are updated in the present step. The user’s name
“David Jenegal” of the user who has copied 1s mput 1n the
“Latest User’s Name” box and the user’s name “Kazuhiro
Hiraoka™ of the user who has created the original document in
the “Original User’s Name” box. Furthermore, 1t can be
known that the time and date of copying by “David Jenegal™
1s “2008/9/21 14:33”” and a new document ID “abc-1"1s given
to the duplicated document to be output. As the method of
updating embedded information, a method of adding infor-
mation about this time copying and output while leaving all
the embedded miformation of the original document as 1t 1s
can also be conceived of. FIG. 8B shows an example of
embedded information to be added in this manner and an
output 1 shows the embedded information of the original
document and an output shows information about this time
copying and output. Furthermore, when two or more QR
codes are detected 1n step 602 and two or more pieces of
embedded mformation are extracted 1n step 603, only one of
the extracted pieces of embedded information i1s updated. At
this time, the embedded information including information
with the oldest time and date of them 1s updated and the other
pieces of embedded information are not updated. When there
1s a plurality of pieces of embedded information including the
oldest time and date, the embedded imnformation of the QR
code detected earlier 1s updated and the other pieces of
embedded information are not updated.

In contrast, when no QR code 1s detected 1n step 602 and
when decoding fails 1n step 604, the embedded information
update unit 405 generates new embedded information to be
embedded newly 1n the document to be copied and output 1n
step 606. F1G. 8C shows an example of new embedded infor-
mation generated 1n this step. Because the embedded infor-
mation 1s generated newly, the user’s name “David Jenegal™
of the user who has provided instructions for copying this
time 1s 1mput 1n the “Original User’s Name” box not in the
“Latest User’s Name™ box. In step 607, the encoding unit 406
performs processing of generating a QR code by encoding the
embedded mformation (second information) updated 1n step
605 or the embedded information newly generated 1n step
606.

In step 608, the image combining unit 407 combines the
generated QR code and the image data obtained 1n step 601.
As a result of that, when a QR code 1s attached to the original
document, combined image data combined with a QR code,
the contents of the embedded information of which are
updated, 1s generated. At this time, the QR code attached to
the original document 1s erased. This erasure may be per-
formed by overwriting the attached QR code with the QR
code the contents of which are updated. When two or more
QR codes are attached to the original document and decoding
processing of two or more QR codes succeeds, the QR code
including the embedded information to be updated in step 603
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1s erased as a result. At this time, the other QR code (s) 1s left
as 1t 1s. Because of this, a duplicated document 1s created as a
result, on which the QR codes 1n the same number as the
number of QR codes attached to the original document are
attached to the same positions of the original document. In
contrast, when no QR code 1s attached to the original docu-
ment, combined image data combined with anewly generated
QR code 1s generated.

In step 609, the printing processing unit 408 forms an
image on a recording medium such as paper, based on the
generated combined 1mage data and outputs 1t. The dupli-
cated document printed 1s output to an output tray, not shown
schematically. When printing processing 1s completed, the
processing proceeds to step 610.

In step 610, the data transmission/reception unit 401 trans-
mits embedded information 1n accordance with the determai-
nation results in step 602 and step 604 to the server 104. For
example, when a QR code 1s detected and decoding of the QR
code succeeds, the data transmission/reception unit 401
transmits the embedded information (first information) of the
original document extracted 1n step 603 and the embedded
information (second information) updated in step 605 to the
server 104. When no QR code 1s detected in step 602 or
decoding fails in step 604, the data transmission/reception
umt 401 transmits the embedded information generated
newly 1n step 606 to the server 104. Registering processing of
embedded information received by the server 104 will be
described later.

Next, an outline of a case where printing processing 1s
performed based on 1image data recerved from the PC 101 wall
be explained.

FIG. 9 1s a flowchart showing a flow when printing pro-
cessing 1s performed in the MFPs 102/103 based on the image
data recerved from the PC 101. As in FIG. 6, the application
(program) stored in the memory 204 1s activated by the opera-
tion of a user and each of the following steps 1s implemented
by the CPU 300 executing the application.

When a user provides instructions for printing in the PC
101, 1n step 901, the data transmission/reception unit 401
receives 1mage data from the PC 101. Here, explanation will
be given on the assumption that the recetved image data 1s
image data rasterized etc. and 1n a state suitable for printing
(bit map data). When the recerved image data 1s PDL data, 1n
an 1mage processing unit, not shown schematically, process-
ing the image data into 1mage data suitable for printing pro-
cessing, such as interpreting of the PDL data, rasterizing, and
half-toming, 1s performed 1n parallel with steps 902 and 903,
to be described later.

In step 902, the embedded information update unit 405
generates embedded information to be embedded 1n a docu-
ment to be printed and output, for example, each piece of
information of the name of a user who has provides 1nstruc-
tions for printing this time, the time and date when printed and
output, and a document 1D for uniquely 1dentifying a printed
document.

In step 903, the encoding unit 406 encodes the embedded
information generated 1n step 902 and generates a QR code.

In step 904, the image combining unit 407 combines the
generated QR code and the image data (1image data suitable
for printing) received 1n step 901 and generates combined
image attached with a QR code.

In step 905, the printing processing unit 408 forms an
image on a recording medium based on the generated com-
bined 1mage data and outputs 1t. The created printed docu-
ment 1s output to an output tray, not shown schematically.
When printing processing 1s completed, the processing pro-
ceeds to step 906.
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In step 906, the data transmission/reception unit 401 trans-
mits the embedded mnformation generated in step 902 to the
server 104.
<Explanation of Processing in Server 104>

In the present embodiment, the server 104 saves the
embedded information received from the MFPs 102/103 1n
roughly two stages. Details are explained below.

When the data transmission/reception unit 411 of the
server 104 recerves embedded information from the MFPs
102/103, 1t 1s sent to the embedded information saving pro-

cessing unit 412 by the control unit 410.
FIGS. 11A to 111 each show an example of embedded

information sent from the MFP 102 or the MFP 103. In the
diagrams, the contents in the “Extracted Embedded Informa-
tion” box are the contents of the embedded mtformation (first
information) before the update extracted from the QR code of
the original document when the contents of the operation
istructions of a user are copying. Consequently, when the
contents of the operation instructions ol a user are direct
printing ol 1image data or when the contents are instructions
for copying, but detection of the QR code from the original
document or decoding of the detected QR code fails, the
“Extracted Embedded Information” box will be blank. FIGS.
11A to 111 are explained below, respectively.

First, FIG. 11A shows embedded information generated
when a user whose name 1s “Kazuhiro Hiraoka™ provides
instructions for printing from a PC etc. at “2008/1/30 9 : 53).
To this printed document, “ab¢” 1s given as a document ID.
The document 1s printed based on 1mage data transmitted
from a PC etc., and thus the detection of a QR code 1s not
performed and the “Extracted Embedded Information” box 1s
blank.

FIG. 11B shows extracted embedded information and
updated embedded information when the document attached
with “abc¢” described in FIG. 11A 1s copied by a user whose
name 1s “David Jenegal” at “2008/9/21 14 : 33”. To this
duplicated document, a document ID “abc-1" 1s given. Then,
in the “Extracted Embedded Information” box, the embedded
information before update (the embedded information of the
original document with “abc™) 1s described. This 1ndicates
that the detection of the QR code of the original document and
decoding processing are performed without fail at the time of
copying.

FIG. 11C shows extracted embedded information and
updated embedded information when the duplicated docu-
ment with “abc-1" described 1n FIG. 11B 1s copied by a user
whose name 1s “Taro Yamada™ at “2009/6/15 11 : 25”. To this
duplicated document, a document ID “abc-27 1s given. Here
also, 1n the “Extracted Embedded Information” box, the
embedded information before update (the embedded infor-
mation of the original document with “abc-17) 1s described.

FIG. 11D shows embedded information generated when a
user whose name 1s “Kazuhiro Hiraoka” has provided
instructions for printing from a PC etc. at “2010/1/10 13 : 45”.
To this document, “def” 1s given as a document ID. In this
case also, the “Fxtracted Fmbedded Information” box 1s
blank.

FIG. 11E shows extracted embedded information and
updated embedded information when a user whose name 1s
“Toshiro Sadamitsu™ has copied the printed document with
“del” described m FIG. 11D at “2010/4/10 20 : 43”. 'To this
duplicated document, a document ID of “def-1" 1s given.
Here also, 1n the “Extracted Embedded Information” box, the
embedded information before update (the embedded infor-
mation of the original document with “det’) 1s described.

FIG. 11F shows embedded information generated when a
user whose name 1s “Kazuhiro Hiraoka” has provided
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instructions for printing from a PC etc. at “2010/7/19 11 : 46”.
To this printed document, “efg” 1s given as a document ID. In
this case also, the “Extracted Embedded Information™ box 1s
blank.

FIG. 11G shows extracted embedded information and
updated embedded information when a user whose name 1s
“Taro Yamada” has copied the duplicated document with
“def-1" described in FIG. 11E and the printed document with
“efg” described 1n FIG. 11F at a time at “2010/7/28 15 : 03”.
That 1s, updated embedded information when two documents
are copied at a time 1n the state in FIG. 10A described above.
In this case, as described earlier, the embedded information
relating to the document ID “def-1"" having information of an
older time and date 1s updated as a result. That 1s, 1n the
duplicated document to be output, a total of the two QR codes,
that 1s, the updated QR code including the embedded infor-
mation of the document 1D “deflefg-1"" and the unupdated
QR code including the embedded information of the docu-
ment 1D “efg” exist.

FIG. 11H shows embedded information generated when a
user whose name 1s “Toshiro Sadamitsu™ has copied the
printed document with “abc” described in FI1G. 11A at*2010/
8/1 14 : 257, Despite the copy of the printed document with
“abc” attached with a code 1mage as the original document,
the “Extracted Embedded Information™ box 1s blank and this
indicates that the detection of the QR code of the original
document or decoding processing has failed. Consequently,
in the duplicated document to be output in this case, two QR
codes, that 1s, the new and old QR codes shown 1n FIG. 10B
ex1st as a result. In the QR code newly attached to the dupli-
cated document, information “hi1;” 1s included as a document
ID.

FIG. 111 shows extracted embedded information and
updated embedded information when a user whose name 1s
“Se1j1 Mimura™ has copied the duplicated document with
“h17” described in F1G. 11H at 2010/7/28 15 : 03". Then, in the
“Extracted Embedded Information” box, embedded informa-
tion extracted from both the original QR code and the QR
code newly attached at the time of previous copying 1is
described. In this case also, mnformation to be updated 1s the
embedded information extracted from the original QR code
having information of the older time and date (that 1s, the QR
code of the original document with “abc’). This can be under-
stood from that the contents of the “Original User’s Name”
box of the updated embedded information are “Kazuhiro
Hiraoka™. That 1s, 1n the duplicated document to be output, a
total of the two QR codes, that 1s, the updated QR code
including the embedded information of the document ID
“abchi;-1" and the unupdated QR code including the embed-
ded information of the document ID *“hi1;” exist as a result.

Heremafiter, explanation will be given on the assumption
that the embedded information shown in FIGS. 11A to 111 1s

transmitted sequentially from the MFP 102 and the MFP 103.
(Saving 1n First Saving Processing Unit)

Upon receipt of the above-described embedded informa-
tion, the first saving processing unit of the embedded 1nfor-
mation saving processing unit 412 saves sequentially as fol-
lows.

FIG. 12 1s a diagram showing an example of the first data
table created in the first saving processing unit. It 1s known
that data 1 to 9 corresponding to the oldest embedded 1nfor-
mation in FIG. 11A to the most recent embedded information
in FI1G. 111 are stored sequentially from the top. This first data
table includes Original Document 1D 1202 (111t exists), Latest
User’s Name 1203 of a user who has output, and Time and
Date of output 1n addition to Document 1D 1201 of a docu-
ment that 1s output. When an ID 1s stored in the Original
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Document ID box means that a QR code 1s detected from the
original document and the decoding processing succeeds and
the document ID of the original document can be 1dentified in
the copy printing processing. That 1s, even when copying and
outputting, 1f the QR code of the original document cannot be
detected or decoded, the display of the Original Document 1D
box 1202 will be blank. Furthermore, data 7 and data 9 1n
which the two orniginal document IDs exist indicate that two
QR codes are detected and decoded by the scan at the time of
copying and the existence of the two original documents are
identified.

When the saving processing of the embedded information
in the first saving processing unit 1s completed, the processing
moves to the processing in a second saving processing unit.
(Saving 1n Second Saving Processing Unit)

By the second saving processing unit, a second data table in
which document IDs are grouped on the basis of umts of
document data 1s created. In this case, when a plurality of
document 1Ds 1s included as an original document of a dupli-
cated document, the groups to which the plurality of docu-
ment IDs belongs, respectively, are integrated into one group.
FIG. 13 1s a lowchart showing a tlow of the processing in the
second saving processing umnit.

In step 1301, the second saving processing unit determines
whether or not the recerved embedded information 1s saved in
the first data table by the first saving processing unit. When
the embedded information has been saved in the first data
table, the processing proceeds to step 1302. When not saved,
the present processing 1s exited.

In step 1302, the second saving processing unit determines
whether or not the original document ID 1s 1included 1n the
embedded information newly saved in the first data table.
When the original document ID 1s included, the processing
proceeds to step 1303. When not included, the processing
proceeds to step 1305.

In step 1303, the second saving processing unit determines
whether or not the same original document ID as the original
document ID within the newly saved embedded information
ex1sts 1n any of the already existing groups 1n the second data
table. When it already exists, the processing proceeds to step
1304 and when not, the processing proceeds to step 1305.

In step 1304, the second saving processing unit determines
whether or not the number of the original document IDs 1in the
newly saved embedded information 1s two or more. When the
number 1s one, the processing proceeds to step 1306 and when
the number 1s two or more, the processing proceeds to step
1307.

In step 1303, the second saving processing unit creates a
new group and stores therein the document ID stored in the
Document ID box 1201 1n FIG. 12 in the newly saved embed-
ded information (hereimnafiter, referred to as a new document
ID).

In step 1306, the second saving processing unit stores the
new document ID 1n the group to which the same document
ID as the original document ID within the newly saved
embedded information belongs.

In step 1307, the second saving processing unit first inte-
grates the groups to which the same ID as the original docu-
ment ID within the newly saved embedded information
belongs 1nto one group. Then, the second saving processing
unit stores the new original document ID in the group into
which the groups are integrated.

FIGS. 14A-141 are diagrams showing examples of the
second data table created 1n the second saving processing
unit.

In the present embodiment, for convenience ol explana-
tion, the new document ID when embedded information can
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be extracted from a QR code at the time of a scan has the
contents 1 which “-1" 1s added to the ID of the original
document (for example, when the ID of the original document
1s “abc”, the ID of the duplicated document 1s “abc-17).
Because of this, 1t 1s possible to infer the relationship between
the documents from the document I1Ds. However, the docu-
ment ID actually generated 1s configured by hashing a char-
acter string combining, for example, a user’s name and a time
and date of output, and thus it 1s impossible to infer the
relationship with another document from the document 1D
itsell. Consequently, 1t becomes important to create the sec-
ond data table as shown below.

The second data table sequentially changes as shown 1n
FIGS. 14 A to 141 as data 1s stored 1n the first data table shown
in FIG. 12 1n accordance with the embedded information
shown 1n FIGS. 11 A-111. Specifically, the second data table
shown 1n FIG. 14 A 1s created when the embedded 1informa-
tion of FIG. 11A 1s saved 1n the first data table, the second data
table shown i FIG. 14B when the embedded information of
FIG. 11B 1s saved 1n the first data table, and so on.

To explain 1n more detail, for example, when the embedded
information of FIG. 11A 1s saved 1n the first data table as data
1 in FIG. 12, “Yes” will be result of determination in step
1301 in FIG. 13 and “No” 1n step 1302 that follows and the
processing proceeds to step 1305. Then, 1n step 1305, a new
group (1n this case, group 1) 1s created and “abc”, which 1s the
document ID of the printed document that 1s output, 1s stored
therein.

Next, when the embedded information of FIG. 11B 1s
saved 1n the first data table as data 2 1n FIG. 12, “Yes” will be
the result of determination in step 1301 and “Yes” 1n both
steps 1302 and 1303 that follow, and then “No” 1n step 1304
and the processing proceeds to the processing in step 1306.
Then, 1 step 1306, “abc-1, which 1s the document ID of the
output duplicated document, 1s stored in the group 1 1n which
the same ID “abc™ as the “abc” of the original document ID 1s
already stored.

Similarly, up to the second data tables 1n FIGS. 14C to 14F
are created and when the embedded information of FIG. 11G
1s saved 1n the first data table as the data 7 in FIG. 12, the
second data table shown 1n FIG. 14G 1s created as follows.
That 1s, “Yes” will be the result of determination 1n step 1301
in the flowchart in FI1G. 13, “Yes” 1n all steps 1302 to 1304 that
follow, and then the processing proceeds to the processing 1n
step 1307. Then, 1n step 1307, one new group “group 2+3 1s
created by integrating the “group 27 and the “group 3” to
which the two original document IDs “def-17 and “‘efg”
belong, respectively. As a result, the document IDs “det”,
“def-1"" that belongs to the group 2 and “efg” that belongs to
the group 3 come to belong to the same group. Then,
“deflefg-1"", which 1s the document ID of the output dupli-
cated document 1s stored therein. At this time, the “group 2”
and the “group 3" before integration are no longer necessary,
and thus the are erased and instead association 1s formed
within the integrated “group 2+3” so that the groups to which
cach document ID used to belong before the integration can
beunderstood. In FIG. 14G, attribute information “the former
group 27 1s attached to the document IDs “det” and “def-1”
and attribute information “the former group 3” to the docu-
ment 1D “efg”, respectively, so that the former groups to
which each document ID used to belong can be known.

Furthermore, when the embedded information of FIG. 11H
1s saved 1n the first data table as the data 8 1n F1G. 12, the new
group 4 1s created 1n the second data table and “hi1y”, which 1s
the document 1D of the output duplicated document, 1s stored
therein. Then, when the embedded information of FIG. 111 1s
saved 1n the first data table as the data 9 in FIG. 12, the second
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datatable as shown in FIG. 141 1s created. That 1s, in step 1307
in the flowchart in FIG. 13, one new group “group 1+4” 1s
created by integrating the “group 1”7 and the “group 4” to
which the two original document IDs “abc’ and “h17” belong,

respectively. Then, “abchij-17, which 1s the document ID of 5

the output duplicated document, is stored therein. Moreover,
the “group 17 and the “group 4 before the integration are no
longer necessary, and thus they are erased and 1n the “group
1+4” after the integration, attribute information “the former
group 1”7 and “the former group 4™ are attached to the docu-
ment IDs “abc” and “hi1y”, respectively. As a result, all the
document IDs “abc”, “abc¢-17, “abe-27, “hiy” of originally the
same document data come to belong to the same group.

According to the present invention, since decoded embed-
ded information 1s saved in the server by the processing
described above, 1t 1s possible to trace the operation history
even when a plurality of QR codes 1s detected and decoded
from the original document at the time of copying. That 1s, by
the first data table and the second data table created as
described above, 1t 1s possible to correctly trace the operation
history, such as who has generated the document data and
who has copied it.

For example, as to a duplicated document obtained by a
user whose name 1s ““laro Yamada™ copying two documents,
both the document ID “deflefg-1"" and the original document
IDs “def-17, “efg” belong to the “group 2+3”. Consequently,
it can be known that the document ID *“def” similarly belong-
ing to the “group 2+3” 1s the document from which the dupli-
cated document with “deflefg-1"" originates.

Furthermore, it can be known that the ID *“abchij-1" of the
duplicated document obtained by a user whose name 1s “Seii
Mimura” copying does not originate directly only from the
original document with “h1y”. That 1s, the ID “abchiy-1"" origi-
nates not only from the original document with “h1;” but also
from the document IDs “abc™, “abc-17, “abc-2”" belonging to
the same “group 1+4”.
<Tracing Operation History of Document Data>

As described above, pieces of information for identifying a
document, such as a document 1D, are associated with one
another and saved 1n the server, and thus it 1s possible for a
user to trace the operation history of document data without
tail.

In the present embodiment, for example, when a user

whose name 1s “Se1j1 Miura” desires to know the history of

the document (FIG. 111) duplicated on Aug. 31, 2010 by the
user “Se1j1 Miura”, 1t 1s possible to confirm the history as
follows.

First, the user “Se111 Miura” provides instructions to search
for history information from a user interface screen (not
shown schematically) displayed on the display unit 301 in the
MEPs 102/103. Upon receipt of the instructions, the control
unit 400 of the MFPs 102/103 causes the scan processing unit
402 to provide 1nstructions to read the document and the scan
processing unit 402 scans the duplicated document placed on
the document table. As described earlier, to the duplicated
document, two QR codes are attached.

Here, 1t 1s defined that two QR codes are detected/decoded

from the 1mage data obtained by the scan and two kinds of

document IDs “abchij-1" and “hi1y” are extracted. In this case,
the MFPs 102/103 transmit the two kinds of the extracted
document IDs “abchij-1" and *“hi1y” to the server 104 via the
data transmission/reception unit 401. In the server 104 that
has received the two document IDs, the control unit 410
causes the embedded information finding unit 415 to provide
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first refers to the second saving processing unit within the
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embedded information saving processing unit 412 and finds a
document ID associated with “abchij-1” and “h1y”. In this
case, “abchiy-17 and “hi1y” belong to the same group, and thus
the document IDs “abc™, “abc-17, “abe-27, “h1y”, “abchig-17
within the group are found as associated document IDs. Fur-
thermore, the embedded mnformation finding unmit 415 refers
to the first saving processing unit and finds information (see
FIG. 12) corresponding to each document ID found. That is,
such information 1s found as to, for example, the document 11>
“abc-17, that the original document has the document ID
“abc”, the user who has provided instructions for outputting 1s
“David Jenegal™, and the time and date of output 1s “2008/9/
21 14 : 337,

In contrast, 1t 1s defined that only one QR code updated at
the time of duplication 1s detected/decoded from the 1mage
data obtained by the scan and only the document ID “abchij-
1 can be extracted. In this case, the MFPs 102-103 transmait
the extracted document ID “abchij-1" to the server 104 via the
data transmission/reception unit 401. In the server 104 that
has received the document ID, the embedded information
finding unit 4135 finds information associated with “abchiy-17.
That 1s, “abc¢”, “abc-17, “abe-27, “hi1y”, “abchiy-17, which are
the document IDs within the group to which *“abchij-17
belongs and information corresponding to each document 1D
are found. That 1s, even 1n such a case, 1t 1s possible for the
embedded information finding unit 415 to find the informa-
tion included 1n the QR code left attached, of course, as well
as the imformation included in the QR code erased by the
update of the QR code at the time of duplication.

Furthermore, it 1s defined that only one QR code that 1s not
updated at the time of duplication 1s detected/decoded from
the image data obtained by the scan and only the document 1D
“h17” can be extracted. In this case, the MFPs 102/103 trans-
mit the extracted document ID “hi” to the server 104 via the
data transmission/reception unit 401. In the server that has
received the information, the embedded mmformation finding
unmit 4135 finds information associated with “hiy” as 1n the
above case. In this case also, “abc”, “abc-17, “abc-27, “hiy”,
“abchiy-17, which are the document IDs within the group to
which “h1” belongs and imnformation corresponding to each
document ID are found as a result.

The document IDs and other information corresponding to
the document IDs found as described above are sent to the
MFEPs 102/103 via the data transmission/reception unit 411.
Then, the recerved mformation 1s displayed on the display
unit 301 of the MFPs 102/103.

As described above, 1n any case, 1t 1s possible for the user
“Se1j1 Miura” to correctly know the history of the duplicated
document on Aug. 31, 2010. That 1s, 1t 1s possible for the user
to know without exception not only the information before
update of the QR code updated at the time of duplication (that
1s, the mformation of the QR code erased at the time of
duplication) but also the information of the QR code not
updated as to the duplicated document attached with a plu-
rality of QR codes. Here, the case has been explained, where
searching of the history information 1s instructed via the
MFPs 102/103, but it 1s needless to say that 1t 1s also possible
to provide 1nstructions to search for history information via a
PC to which a scanner 1s connected and the above-mentioned
aspects are not limited.

In this manner, 1t 1s possible for a user to confirm the
operation history of the document data by viewing informa-
tion displayed, for example, on the display unit 301 of the
MEFPs 102/103.

As described above, according to the present invention, 1t 1s
possible to securely confirm the history because the operation
history of document data 1s saved 1n the server in a state where
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it can be traced, even when a plurality of code 1images 1s
detected/decoded from the original document at the time of

copying.

Other Embodiments

Aspects of the present invention can also be realized by a
computer of a system or apparatus (or devices such as a CPU
or MPU) that reads out and executes a program recorded on a
memory device to perform the functions of the above-de-
scribed embodiment (s), and by a method, the steps of which
are performed by a computer of a system or apparatus by, for
example, reading out and executing a program recorded on a
memory device to perform the functions of the above-de-
scribed embodiment (s). For this purpose, the program 1s
provided to the computer for example via a network or from
a recording medium of various types serving as the memory
device (e.g., computer-readable medium).

While the present invention has been described with refer-
ence to exemplary embodiments, it 1s to be understood that
the invention 1s not limited to the disclosed exemplary
embodiments. The scope of the following claims 1s to be
accorded the broadest mterpretation so as to encompass all
such modifications and equivalent structures and functions.

This application claims the benefit of Japanese Patent

Application Nos. 2010-202118, filed Sep. 9, 2010 and 2011 -
156603 filed Jul. 15, 2011 which are hereby incorporated by
reference herein in their entirety.

What 1s claimed 1s:

1. A server for managing the operation history of document

data, comprising;:

a recerving unit configured to recerve first information
obtained by decoding a code image attached to an origi-
nal document at the time of duplication, and second
information that 1s information of a code image attached
to a duplicated document and which 1s obtained by
updating the first information;

a first saving processing unit configured to save informa-
tion 1ncluded 1n the first information for 1dentitying the
original document and information included 1n the sec-
ond information for identifying the duplicated docu-
ment upon receipt of the first information and the second
information; and

a second saving processing unit configured to save infor-
mation for identitying the duplicated document in each
predetermined group after the saving 1s performed 1n the
first saving processing unit,

wherein the second saving processing unit, when the num-
ber of pieces of information for identifying the original
document saved by the first saving processing unit1s two
or more, integrates each group including the same infor-
mation as the saved information for identifying the origi-
nal document into one group.

2. The server according to the claim 1,

wherein the second saving processing unit includes:

a determining unit configured to determine whether the
same information as the information for identifying
the original document saved by the first saving pro-
cessing unit exists 1 an already existing group;

a determining unit configured to determine whether or
not the number of pieces of information for identify-
ing the original document saved by the first saving
processing unit 1s two or more when it 1s determined
that the same information exists 1n an already existing
group,

an integrating unit configured to, when it 1s determined
that the number of pieces of information for identify-
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ing the original document saved by the first saving
processing unit 1s two or more, integrate each group
having the information determined to be the same as
the saved information for identifying the original
document 1nto one group; and

an assigning unit configured to assign the information
for 1dentitying the duplicated document to the inte-
grated group.

3. An 1mage forming apparatus connected to the server
according to claim 1 and comprising a duplication function of
a document, comprising;:

a scan processing unit configured to scan an original docu-

ment upon receipt of mstructions for duplication;

a decoding umit configured to decode a code 1mage
attached to the original document;

an information updating unit configured to update the first
information obtained by the decoding to generate the
second information to be attached to a duplicated docu-
ment; and

a transmitting unit configured to transmit the first informa-
tion and the second information to the server.

4. A system comprising:

an apparatus including:
an attaching unit configured to extract information by

decoding a code image attached to an original docu-
ment, erase the code 1mage, and attach an alternative
code image including new information to a duplicated
document at the time of duplication; and

a transmitting unit configured to transmit the extracted
information and the information included in the alter-
native code 1image; and

a server including:

a saving unit configured to recerve the extracted infor-
mation and the information included in the alternative
code 1image from the apparatus and save the informa-
tion associated with each other; and

a finding unit configured to find information included 1n
the erased code image from the information upon
receipt of the information included 1n the alternative
code image attached to the duplicated document from
the apparatus,

wherein the following processing (1) to (3) 1s performed
when a plurality of pieces of information 1s extracted by
decoding a plurality of code images attached to the origi-
nal document at the time of duplication:

(1) the attaching unit of the apparatus erases one code
image of the plurality of code 1images and attaches an
alternative code 1mage including new information to a
duplicated document;

(2) the transmitting unit of the apparatus transmits the
extracted plurality of pieces of information and the
information included in the alternative code image to the
server; and

(3) the saving unit of the server saves the received extracted
plurality of pieces of information and the information
included in the alternative code 1mage associated with
one another.

5. The system according to claim 4,

wherein upon receipt ol mnformation mcluded 1n a code
image newly attached to a duplicated document created
from an original document 1n which a plurality of code
images attached thereon 1s decoded, the finding unit of
the server finds information included in the erased code
image and information included 1n the remaining code
images leit attached of the plurality of code images
attached to the original document from the information.




US 8,526,024 B2

17

6. The system according to claim 4,

wherein the attaching unit of the apparatus implements
crasure of the code 1image and attachment of the alterna-
tive code 1image to a duplicated document by overwriting
the code 1mage to be erased with the alternative code
image.

7. A management method of a server for managing the

operation history of document data, the method comprising:

a step of recerving first information obtained by decoding a
code image attached to an original document at the time
of duplication, and second imformation that 1s informa-
tion of a code 1mage attached to a duplicated document
and which 1s obtained by updating the first information;

a first saving processing step of saving information
included 1n the first information for identifying the origi-
nal document and information included 1n the second
information for identifying the duplicated document
upon receipt of the first mnformation and the second
information; and

a second saving processing step of saving information for
identifying the duplicated document 1n each predeter-
mined group after the saving 1s performed 1n the first
saving processing step,

wherein the second saving processing step further includes
a step of, when the number of pieces of information for
identifying the original document saved in the first sav-
Ing processing step 1s two or more, integrating each
group including the same information as the saved plu-
rality information for identitying the original document
into one group.

8. A computer-readable recording medium having com-
puter-executable mnstructions for performing a management
method of a server for managing the operation history of
document data, the method comprising;:

a step of recerving first information obtained by decoding a
code 1mage attached to an original document at the time
of duplication, and second imnformation that 1s informa-
tion of a code 1mage attached to a duplicated document
and which 1s obtained by updating the first information;

a first saving processing step of saving information
included 1n the first information for identifying the origi-
nal document and information included 1n the second
information for identifying the duplicated document
upon receipt of the first information and the second
information; and

a second saving processing step of saving information for
identifying the duplicated document 1n each predeter-
mined group after the saving 1s performed 1n the first
saving processing step,

wherein the second saving processing step further includes
a step of, when the number of pieces of information for
identifying the original document saved 1n the first sav-
ing processing step 1s two or more, integrating each
group including the same information as the saved plu-
rality information for identitying the original document
into one group.

9. A method for managing the operation history of docu-

ment data of a system comprising;:
an apparatus including:
an attaching unit configured to extract information by
decoding a code 1image attached to an original docu-
ment, erase the code image, and attach an alternative
code 1image including new information to a duplicated
document; and

a transmitting unit configured to transmit the extracted
information and the information included 1n the alter-
native code 1mage; and
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a server including:

a saving unit configured to recerve the extracted infor-
mation and the information included 1n the alternative
code 1mage from the apparatus and save the informa-
tion associated with each other; and

a {inding unit configured to {ind information included 1n
the erased code image from the information upon
receipt of the information included 1n the alternative
code 1image attached to the duplicated document from

the apparatus,

wherein the following processing (1) to (3) 1s performed
when a plurality of pieces of information 1s extracted by
decoding a plurality of code images attached to the origi-
nal document at the time of duplication:

(1) the attaching unit of the apparatus erases one code
image of the plurality of code 1mages and attaches an
alternative code 1image including new information to a
duplicated document;

(2) the transmitting unit of the apparatus transmits the
extracted plurality of pieces of information and the
information included in the alternative code image to the
server; and

(3) the saving unit of the server saves the recerved extracted
plurality of pieces of mformation and the information
included 1n the alternative code 1mage associated with
one another.

10. A non-transitory computer-readable recording medium
having computer-executable instructions for performing a
method for managing the operation history of document data
ol a system comprising:

an apparatus including:
an attaching unit configured to extract information by

decoding a code 1mage attached to an original docu-
ment, erase the code image, and attach an alternative
code 1image including new information to a duplicated
document; and

a transmitting unit configured to transmit the extracted
information and the information included 1n the alter-
native code 1image; and

a server mcluding:

a saving unit configured to recerve the extracted infor-
mation and the information included 1n the alternative
code 1mage {rom the apparatus and save the informa-
tion associated with each other; and

a finding unit configured to find information included 1n
the erased code 1mage from the information upon
receipt of the information included 1n the alternative
code 1image attached to the duplicated document from
the apparatus,

wherein the following processing (1) to (3) 1s performed
when a plurality of pieces of information 1s extracted by
decoding a plurality of code images attached to the origi-
nal document at the time of duplication:

(1) the attaching unit of the apparatus erases one code
image of the plurality of code 1images and attaches an
alternative code 1image including new information to a
duplicated document;

(2) the transmitting unit of the apparatus transmits the
extracted plurality of pieces of information and the
information included 1n the alternative code image to the
server; and

(3) the saving unit of the server saves the recerved extracted
plurality of pieces of mformation and the information
included 1n the alternative code 1mage associated with
one another.
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