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(57) ABSTRACT

A method for granting access with a touch sensitive display 1s
provided. The method includes displaying a security access
interface on a touch sensitive display, wherein the security
access 1nterface has at least one polyhedron object; changing
the at least one polyhedron object from a first state to a second
state according to detections of inputs/contacts with the touch
sensitive display; recording parameters of the at least one
polyhedron object 1n the second state; determining 1f the
recorded parameters satisiy the predetermined values; grant-
ing access when the record parameters satisiy the predeter-
mined values. A security system using the method 1s also
provided.
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SECURITY SYSTEM AND METHOD FOR
GRANTING ACCESS

BACKGROUND

1. Technical Field

The present disclosure relates to security systems, and
more particularly to a security system and a method for com-
puterized access.

2. Description of Related Art

The conventional password often includes numerical infor-
mation and/or letters, such as, the number 0-9, a-z/A-7. How-
ever, input devices used for inputting password information
are substantially similar, and locations of the numbers and the
letters arranged 1n the input device are unchangeable. Accord-
ingly, the password information can easily be observed while
inputting the password information.

Therefore, 1t 1s desired to provide a security system and a
method for overcoming the described shortcomings and defi-
ciencies.

BRIEF DESCRIPTION OF THE DRAWINGS

The components of the drawings are not necessarily drawn
to scale, the emphasis instead being placed upon clearly 1llus-
trating the principles of the embodiments of the security
system. Moreover, 1n the drawings, like reference numerals
designate corresponding parts throughout several views.

FIG. 1 1s a block diagram of a security system in accor-
dance with an exemplary embodiment.

FIG. 2 1s a schematic diagram showing a security access
interface generated by a security system of FIG. 1 1n accor-
dance with a first embodiment.

FIG. 3 1s a schematic diagram showing another security
access mterface generated by a security system of FIG. 1 1n
accordance with a second embodiment.

FIG. 4 1s a flowchart of a method for granting access in
accordance with the embodiment.

DETAILED DESCRIPTION

Referring to FIG. 1, a block diagram of a security system
100 1n accordance with an exemplary embodiment 1s shown.
The security system 100 generally includes a processor 120,
a touch sensitive display 140, and a storage device 160, all
interconnected via a bus 180.

The processor 120 executes/runs various software compo-
nents stored in the storage device 160 to perform various
functions for the security system 100, and controls the opera-
tions of the security system 100.

The touch sensitive display 140 provides both an output
interface and an input interface between the security system
100 and a user. The touch sensitive display 140 1s operable to
receive mputs/contacts by one or more means, for example, a
stylus and/or by touch. The touch sensitive display 140 may
receive/detect the inputs/contacts using any of a plurality of
touch sensitivity technologies, including but not limited to
capacitive, resistive, infrared, and surface acoustic wave tech-
nologies. The touch sensitive display 140 1s also operable to
output graphical data. The visual outputs may include text,
graphics, video, and any combination thereof. The touch sen-
sitive display 120 may use liquid crystal display (LCD) tech-
nology, or light emitting polymer (LPD) display technology,
although other display technologies may be used in other
embodiments.

The storage device 160 includes one or more types of
memories, such as a read only memory (ROM) and a random
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access memory (RAM). The storage device 160 may also
store an operating system 161, a graphical application 163, a
touch/contact application 165, a parameter recording appli-
cation 167, and a predetermined values 169 used for authen-
ticating an inputted password from the touch sensitive display
140.

The operating system 161 (e.g., LINUX®, UNIX®, WIN-
DOWS®, or an embedded operating system such as
VxWorks®)includes various procedures, sets of instructions,
soltware components and/or drivers for controlling and man-
aging general system tasks (e.g., memory management, stor-
age device control, and power management, etc.) and facili-
tating communication between various hardware and
soltware components.

The graphical application 163 includes various software
components and/or set of instructions, which may be 1mple-
mented by the processor 120 for rendering and displaying
graphical user interfaces (GUI) on the touch sensitive display
140. It should be noted that the GUI may include any object
that can be displayed, including, text, web pages, 1cons (such
as user interface objects including soft keys), digital images,
videos, animations and the like.

Referring to FIG. 2, when the security system 100 1s trig-
gered to prompt for access/unlock operations (procedures),
the graphical application 163 i1s implemented by the proces-
sor 120 to display a security access interface on the touch
sensitive display 140. The security access interface includes
one or more polyhedron objects 30. Each polyhedron object
30 1s rotatable and movable 1n a virtual three-dimensional
space. Each polyhedron object 30 has static parameters, and
dynamic parameters (hereinafter, parameters). The static
parameters are unchangeable, such as, a color of each poly-
hedron object 30, numbers of the polyhedron objects 30, and
numbers of the faces of each polyhedron object 30. The
security access interface can receive user inputs to perform
operations on the polyhedron objects 30, thereby, changing
the dynamic parameters ol polyhedron objects 30. The
dynamic parameters may be changed by rotating the object,
moving/repositioning the object etc. The dynamic parameters
include rotated angles, rotated direction, moved displace-
ment, rearranged sequences ol the polyhedron object 30 etc.
In a first embodiment, the security access interface includes
one polyhedron object 30 which 1s a hexahedron, and the
color of the hexahedron 1s white. Referring to FIG. 3, 1n a
second embodiment, the security access interface includes
four polyhedron objects 30 which are all hexahedrons. The
four hexahedrons are arranged orderly in the touch sensitive
display 140, the color of the four hexahedrons can be the same
or different. Each hexahedron 1s rotatable and locations of
every two hexahedrons are exchangeable.

The touch/contact application 1635 includes various soft-
ware components and/or set of instructions, which may be
invoked/implemented by the processor 120 for detecting
inputs/contacts with the touch sensitive display 140. More
particularly, the touch/contact application 165 may be
invoked/implemented for performing various operations
related to detections of 1inputs/contacts with the touch sensi-
tive display 140, such as determining 1 the inputs/contacts
have occurred, and determining if the inputs/contacts have
ended (1.e., if the inputs/contacts have stopped). In the
embodiment, the touch/contact application 165 may be
invoked/implemented for changing the polyhedron object 30
according to detections of inputs/contacts with the touch sen-
sitive display 140.

The parameter recording application 167 includes various
software components and/or set of instructions, which may be
invoked/implemented by the processor 120 for recording the
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changed parameters of the polyhedron object 30 according to
the touch input/contacts with respect to the touch sensitive
display 140. When the parameters of the polyhedron objects
30 are changed, the processor 120 invokes/implements the
parameter recording application 167 to record the changed >
parameters of the polyhedron objects 30, and further grants
access 11 the recorded parameters matches the predetermined
values. More detail with respect to recording the parameters
of the polyhedron object 30 will be described hereinatter.
Further referring to FI1G. 2, 1in operation, the processor 120
of the security system 100 invokes/implements the graphical
application 163 to display a security access interface includ-

ing a hexahedron 30 1n the touch sensitive display 140. The
hexahedron 30 1s white and has six faces. When the hexahe-

dron 1s rotated clockwise around a rim 32 thereof by ninety
degrees, the parameter recording application 167 1s invoked/
implemented by the processor 120 to record changes to the
parameters of the hexahedron as follow: the color 1s white, the
number of faces 1s six, the rotated angle 1s 90 degrees, and the 20
rotated direction 1s clockwise etc. Then, the processor 120
retrieves the predetermined values 169 from the storage
device 160. Furthermore, the processor 120 compares the
recorded parameters with the predetermined values 169.
When the recorded parameters satisty/match the predeter- 25
mined values 169 stored 1n the storage device 160, the secu-
rity system 100 1s unlocked. Otherwise, the security system
100 remains unlocked. Therefore, by changing the hexahe-
dron 30, the security system 100 1s triggered to access/unlock
operations (procedures). 30

The security access interface further includes an affirm
button 21 and a cancel button 22. The affirm button 21 1s
configured to generate affirm signals according to detections
of mputs/contacts with the touch sensitive display 140. The
cancel button 22 1s configured to generate cancel signals 35
according to detections of inputs/contacts with the touch sen-
sitive display 140. After the parameters of the polyhedron
objects 30 are changed, the processor 120 recognizes the
changing operations of the polyhedron objects 30 as effective
operation when recerving an aifirm signal. When the proces- 40
sor 120 receives a cancel signal, the changing operations of
the polyhedron objects 30 are recognized as ineffective. The
security system 100 can also provide a mechanical button 11.
The mechanical button 11 generates the affirm signals when
being actuated. 45

Furthermore, the recorded parameters are selectively to be
defined as newly predetermined values to replace the prede-
termined values stored 1n the storage device 160. Therelore,
by changing the hexahedron 30, the security system 100 1s
triggered to access/unlock operations (procedures). 50

Referring to FIG. 4, a flowchart illustrating a method
applied on the security system 100 of FIG. 1 for granting
access 1s shown. The method 1ncludes the following blocks,
cach of which 1s tied to various modules contained 1n the
security system 100 as shown 1n FIG. 1. 55

At block S500, in operation, the processor 120 invokes/
implements the graphical application 163 to display a secu-
rity access 1ntertace on the touch sensitive display 140. In the
first embodiment, the security access interface includes a
polyhedron object 30. The polyhedron object 30 1s change- 60
able according to detection inputs/contacts with the touch
sensitive display 140.

At block 53502, the processor 120 of the security system
100 invokes/implements the touch/contact application 165 to
receive user’s touches/contacts, thereby, changing param- 65
eters of the polyhedron object 30 from a first state to a second
state based on the user’s touches/contacts.
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At block S504, the processor 120 invokes/implements the
parameter recording application 167 to record the changed
parameters of the polyhedron object 30 in the second state.

At block S506, the processor 120 determines if the
recorded parameters satisty/match the predetermined values.

At block S3508, the processor 120 triggers the security
system 100 to grant access/unlock operations (procedures).

As described above, the user 1s granted access by changing
a polyhedron object 30 included 1n a security access interface,
thereby, protecting the password more efficiently.

It should be noted that the various blocks 1n the method
illustrated in FIG. 4 may be performed 1n the order presented,
or may be performed in a different order. Furthermore, 1n
some embodiments, some blocks can be added to the method,
for example, the processor 120 determines the changing
operations of the polyhedron objects 30 1s ellective 11 the
processor 120 receives an affirm signal generated by the
affirm button 21 or the mechanical button 11, and if the
changing operations of the polyhedron objects 30 1s effective,
the processor 120 implements the block S506.

It1s believed that the present embodiments and their advan-
tages will be understood from the foregoing description, and
it will be apparent that various changes may be made thereto
without departing from the spirit and scope of the invention or
sacrificing all of 1ts material advantages, the examples here-
inbefore described merely being preferred or exemplary
embodiments of the mnvention.

What 1s claimed 1s:

1. A secunty system, comprising:

a touch sensitive display;

a memory storing predetermined values and a plurality of

modules; and

a processor executing the plurality of modules;

wherein the plurality of modules comprises instructions

executable by the processor to:

display a security access interface on the touch sensitive
display, wherein the security access interface has at
least one polyhedron object rotatable and movable 1n
a virtual three-dimensional space, the at least one
polyhedron object comprising static parameters and
dynamic parameters, the static parameters being
unchangeable, and the dynamic parameters being
changeable by rotating, moving and repositioning the
polyhedron object, wherein locations of every two
polyhedron objects are exchangeable 1f there are more
than one polyhedron object, the static parameters
comprise at least: a number of the at least one poly-
hedron object of the security access interface, a color
of the at least one polyhedron objects, and anumber of
taces of each of the at least one polyhedron objects,
and the dynamic parameters comprise at least: rotated
angle, rotated direction, moved displacement, and
rearranged sequence of the at least one polyhedron
object 1f there are more than one polyhedron object;

change the at least one polyhedron object from a first
state to a second state according to detections of
inputs/contacts with the touch sensitive display;

record the static parameters and dynamic parameters of
the at least one polyhedron object 1n the second state;

determine 11 the recorded parameters satisty the prede-
termined values; and

grant access when the record parameters satisiy the pre-
determined values.

2. A method for granting access with a touch sensitive
display and a memory, the method comprising:

displaying a security access interface on the touch sensitive

display, wherein the security access interface has at least
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one polyhedron object rotatable and movable 1n a virtual
three-dimensional space, the at least one polyhedron
object comprising static parameters and dynamic
parameters, the static parameters being unchangeable,
and the dynamic parameters being changeable by rotat-
ing, moving and repositioning the polyhedron object,
wherein locations of every two polyhedron objects are
exchangeable if there are more than one polyhedron
object, the dynamic parameters comprise at least:
rotated angle, rotated direction, moved displacement,
and rearranged sequence of the at least one polyhedron

object 1f there are more than one polyhedron object;
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changing the at least one polyhedron object from a first
state to a second state according to detections of inputs/
contacts with the touch sensitive display;

recording static parameters and dynamic parameters of the
at least one polyhedron object 1n the second state;

determining 1f the recorded parameters satisiy predeter-
mined values stored in the memory; and

granting access when the record parameters satisty the
predetermined values.
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