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(57) ABSTRACT

A method for automatically adapting a multi-protocol wire-
less device to facilitate a seamless multistage handoff accord-
ing to various embodiments can include mitiating a seamless
multistage handoff process using a multi-protocol wireless
device when the multi-protocol wireless device crosses a
boundary area into an overlapping region where the multi-
protocol wireless device 1s capable of simultaneously access-
ing a plurality of networks; and implementing the secamless
multistage handofl process by performing at least a two-stage
handoil process comprising a homogeneous handoff and a
heterogeneous handoil without interrupting a communica-
tion call session conducted using the multi-protocol wireless
device. A multi-network client device according to various
embodiments can include a controller configured to support
multiple independent call sessions, wherein the independent
call sessions are concurrently conducted on a single wireless
device through the use of parallel communication sessions
and simultaneously connect the wireless device to a plurality
of different networks hosting different content services.
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SEAMLESS MULTISTAGE HANDOFKFK
ALGORITHM TO FACILITATE HANDOFKFES
BETWEEN HETERGENEOUS WIRELESS
NETWORKS

RELATED APPLICATIONS

This application 1s a Continuation-in-Part of copending,

U.S. patent application Ser. Nos. 12/081,139 and 12/081,140,
both filed Apr. 10, 2008, which are Divisional Applications of
U.S. patent application Ser. No. 10/443,128, filed on May 20,
2003 now U.S. Pat. No. 7,437,138, and claims priority of
Provisional Application No. 60/382,703, filed on May 21,
2002. The entire disclosures of these applications are
expressly incorporated herein by reference.

DESCRIPTION OF THE INVENTION

1. Field of the Invention

The present teachings relate to methods and devices for
facilitating a seamless multistage handoff between heteroge-
neous wireless systems and networks.

2. Background of the Invention

I: The convergence of telecommunications, multimedia
and wireless technologies creates the demand for robust,
modular, and wideband devices which serve the needs of
users (especially business users) for extended (ubiquitous)
wireless access across several geographic “campuses™, ease
ol access to any wireless network, consistent look and feel
across networks, and broadband access to new services. As
more wireless devices access the Internet than PCs, users will
demand more functionality and capability from those
devices.

An End User Device, “EUD” (e.g. Mobile Station (MS) or

Handset) provides user access to any wireless (e.g. cellular or
wireless LANs) communications network. This takes the
form of voice, data/internet access, and multimedia. Access to
the wireless network’s full features and services 1s limited by
the capabilities of the end user device. As today’s systems
become more complex and integrated, the EUD 1s a critical
component to unlocking network functionality and providing
scamless, streamlined, and effortless access to emerging
wireless services.

Current networks often require new devices for each tech-
nology 1n disparate wireless (e.g. cellular) networks. Recent
implementations of EUDs have given way to re-configurable
devices which change their profiles through the use of pro-
grammable radios and multiband antennas. A Soiftware
Defined Radio (SDR) 1s specified in the industry as a radio
providing multiple modulation techniques and frequency
ranges 1n narrow or wide-band operation under soitware con-
trol. The radios can adapt to multiple networks and are “con-
figurable” (software configurable) to one Common Air Inter-
tace (CAI) protocol at a time. Historically, this approach has
been used for military applications and was expensive on a
per-subscriber basis. Power constraints 1n the handset (end
user device) often limited the technology to Base Station (BS)
or Access Point (AP) applications. Recent technology
advances have made this a viable approach for today’s wire-
less devices.

SDRs generally integrate the “inner” and “outer” commu-
nications functions into a single chipset which forms so-
called “single-chip radios™ or *“single-chip devices”. These
devices function from a single point of program control. The
“outer” communications functions drive the signal process-
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2

ing to the antenna and the “inner” communications functions
drive the signal processing imnward toward the baseband pro-
cessing.

GSM (Global System for Mobile Communications) net-
works provide a fundamental ability to define personalities
for their devices through the use of SIM (Subscriber Identity
Module) cards. The technology of SIM cards provides a cen-
tral location 1n the GSM end user device (e.g. mobile station)
for defining 1ts personality. User specific and personalized
parameters are created, updated and stored 1n individual SIM
cards, allowing the end user device to operate in any GSM
network regardless of geographic location. The SIM card
authenticates the end user device to the cellular (wireless)
network by providing user-specific parameters that uniquely
identify the device (and the user) 1n 1ts environment. Chang-
ing SIM cards allows the user to don a new 1dentity in the
network. While traveling between networks, particularly in
Europe where GSM 1s the predominant network, users are not
required to carry multiple phones and register in multiple
networks. Instead, they carry multiple SIM cards to augment
their device’s personality 1n different environments.

The registration of an end user device 1n multiple networks
requires an understanding of the mobility management tech-
niques used 1n today’s wireless communications networks.
The essential components of mobility management are user
authentication and location update (registration) of the end
user device (e.g. mobile station). These concepts are rooted 1in
the establishment of a “home” area defined by the customer’s
wireless service provider. Once subscribed, the entries 1n the
wireless service provider’s database establish the home net-
work for the user. The mobility management systems utilize
locational databases which hold the necessary information to
authenticate, register and locate any device subscribed to the
network as well as to control the provisioning ol services
subscribed to by the user.

As the user passes through a network to which they are not
subscribed, a temporary database 1s created 1n the visiting
network. The temporary user subscription information stored
in the visiting network contains the same end user device
information and service information, which 1s a subset of the
information stored in the home network, together with tem-
porary location information which includes 1ts current posi-
tion. This visiting network database enables the end user
device to function within the new networks, with temporary
subscription information to route and connect access for the
user. Because each foray into a new network will require a
stable point 1n time to reference, a single device usually
references back to a single home location. These techniques
are only relevant between networks with compatible tech-

nologies (for example CDMA or TDMA) and CAI protocols
(e.g. GSM, IS-136, IEEE 802.11x).

In current networks, roaming agreements are created as a
convenience for customers traveling between geographic
areas. Such agreements permit the customer to use their
device within a visiting network on a temporary basis and
allow access to that network without operator intervention.
The Home Network tells the Visiting Network what services
the customer 1s entitled to and the Visiting Network bills the
Home Network for those services (later passed on to the
subscriber). In current networks, 1f there 1s no agreement with
the visiting network, the user has to go through an operator to
establish a temporary billing arrangement before a call 1s
permitted.

11

Most of today’s reference architectures are of content
delivery networks to accommodate wireless devices, such as
(wired) broadband networks being enhanced to include wire-
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less extensions for voice and data access. Much of the new
innovation has taken the form of providing this support
through enhancements to existing technologies.

However, since wireless communications now play a very
major role in fulfilling daily communications needs, they
should no longer be treated as just extensions ol existing
wired networks. As wireless communications services are
available 1n many networks with different characteristics (e.g.
radio technologies, operating spectrum, bandwidths, signal-
ing protocols, network controls, user controls, etc.), there
arises the need to make the access to these different wireless
networks as simple and easy as possible for the user. The
advances thus far in internetworking for the most part have
been applied to large scale wireless networks and are not
accessible to in-building, campus-wide or enterprise-wide
communications applications. When 1t 1s applied to small
networks, 1t 1s 1 the form of Wireless LANS, and data only
applications.

For example, multimode Radio Cards such as Nokia’s
recently announced type 1I/I11 PC Card indicate support for

GPRS (Global Packet Radio System), HSCSD (High Speed
Circuit Switched Data) and 802.11b Wi-F1 compliant systems
in one device. These devices promise “always on™ high data

rate services utilizing the packet-based (GPRS) and circuit-
based (HSCSD) flavors of GSM and the Wi-F1 Wireless LAN

systems.

But multimode Radio Cards address the needs of roaming,
in data-only environments without addressing voice and
video services. The system 1s also limited to GSM-related and
line-of-sight wireless LAN networks. Users outside of these
types of systems would have no access. There 1s a need to
extend this roaming freedom to voice and video access as well

as technologies other than GSM and CDMA.

As another example, dual subscription services such as
those enabled by SchlumbergerSema’s smart cards allow two
different accounts to co-exist on the same SIM card. These
accounts are for GSM networks and are operated singly
within the user device (phone). Dual SIM Card technology
such as SIM Card Pro 1s an unusual solution which connects
two SIM cards to one user device. The two SIM cards are

connected 1n the user device to a virtual SIM by a cable. The
two cards cannot be used simultaneously, and the user device
must be reset to switch between the two.

However, mampulation of SIM card technology, also lim-
ited to GSM networks, still requires multiple cards for each
phone to cover multiple networks. Dual subscription services
(limited to GSM), require call forwarding between accounts
to have access to both networks. While multiple SIM cards
provide access to multiple networks across geographical
boundaries, each change of a SIM requires a different tele-
phone number to access the same device. The overall network
that 1s accessible by multiple SIM cards then becomes a
patchwork of networks, with clearly defined seams and
boundaries, limited by the personality programmed 1nto each
card. There 1s a need for a device which can span multiple
networks while maintaining a singular identity.

As yet another example, dual or multi-NAM devices cur-
rently available support registering a user device with a dit-
terent local number 1n each market. The Number Assignment
Module (NAM) 1s an EEPROM (Flectrically Erasable Pro-
grammable Read Only Memory) which stores the subscriber
specific parameters including the International Mobile Sta-
tion Identification (IMSI) and the MIN (but not the ESN).
This approach 1s also known as Dual Line Registration, Dual
System Registration, or Dual Telephone Number. It maps two
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4

wireless numbers 1into a single user device allowing services
from two wireless networks without incurring roaming
charges in either network.

However, dual or Multi-NAM devices require multiple
telephone numbers to access the networks to which they are
known. A way 1s needed to be able to recognize the user as a
home user regardless of which network they are accessing.
This would allow the user to maintain a consistent look and
teel across multiple networks.

Preferred Roaming Lists (PRLs) common in current net-
works to affect multiple registrations, are roaming agree-
ments set up with contracted service providers in different
geographical regions. A PRL 1s a list of five-digit System
Identification Numbers (SIDs) which are unique for the ser-
vice area ol the provider and include network types such as
Residential, Private or Public serving areas. Upon communi-
cating with any wireless network, the Mobile Switching Cen-
ter (MSC) provides its SID to the device for 1dentification.
The SID 1s used to distinguish between different networks
(for example, “home™ and “visitor””). When using a PRL, 1t 1s
first checked for these other providers when the device 1s not
in 1ts home network. PRLs facilitate communication 1n for-
eign networks without requiring operator intervention as in
the case of credit card payment.

PRLs exist within a single technology or network, and are
not shared between different types of technology (such as
between CDMA and TDMA). There 1s aneed for a device that
will permit the roaming between different contracted net-
works regardless of technology.

Other approaches, such as Global Roaming services, Pro-
tocol Gateways and Interworking Gateways, facilitate multi-
network access by network enhancements which are more
expensive as well as technology and network-centric.

Global Roaming services are focused on GSM. Protocol
Gateways are designed to provide architectural enhance-
ments to home network databases. Interworking Gateways
are targeted at providing tlexibility and scaling to very large
network configurations.

These approaches do not support the scalability, flexibility
and accessibility required for enhanced devices.

The struggle to design End User Devices that are uncom-
plicated yet powerful tools for network access has resulted in
specialized devices providing the most power for the least
complexity 1n specific networks. Voice access has led 1n this
development as the most popular technology 1n use. Data
access 1s being developed as adjunct cards to computing
devices such as PCs and handhelds. Video technology has not
progressed as quickly 1n this arena. Convergence 1n the form
of “smart” devices which support voice with limited data, has
not adequately served the business market in need of main-
taining a wireless experience comparable to the wired expe-
rience as a wireless device moves through different environ-
ments of rooms, buildings, states, or countries. There 1s a
great need for a single device that retains a familiar look and
teel for 1ts user when 1t moves through various environments.

IP (Internet Protocol) devices require a specific port with
associated IP address which provides a customized user expe-
rience. That experience cannot be duplicated at another port,
even 1f network access exists. The user has limited capabaility
in that environment. In a wireless solution, the user can con-
nect to its home network through a wireless portal which does
not require an associated address and have familiar and con-
sistent access to 1ts databases and systems.

Present-day SDR technology which facilitates the roaming,
across multiple network technologies does not expand to
allow the user to function within those different networks as

a home user. Instead, users are provided with limited access
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and extended billing. The frequent travelers of a multi-na-
tional corporation need universal access to their networked
data and telephony services with the power to change and
adapt these services 1n real-time.

Wireless devices (e.g. telephones) are currently designed
with internal codes which only function on one network. In
order to gain access to another network, connection to the
previous network must be terminated and then re-established
in a new network. Service constructs such as Personal 800
numbers address this issue 1n the wired network arena by
creating a single number which locates the user wherever they
may be (1.e. residential, business, mobile). However, the wire-
less requirement of a home area makes such a choice 1mpos-
sible 1n wireless networks currently. Wireless Number Port-
ability has not been achieved in current networks because
numbers are mapped back for routing and billing to the home
network. When a user changes “homes”, the number stays
with the home network and not the device. SIM cards facili-
tate movement between global GSM networks but also
require different access (phone) numbers for each network. A
new type of end user device 1s needed which can function
without an “anchor” (home) network while providing that
equivalent access across multiple networks.

I11:

Today’s current handoff process for mobile devices 1s com-
monly referred to as a “homogeneous™ handoil process,
which 1s a handoil performed between two base stations or
two networks that utilize the same radio link technology. This
conventional homogeneous handoil process occurs when a
mobile station (e.g., a mobile device or a wireless device) 1s
connected via a radio link to a wireless base station and the
mobile device 1s engaged in an active call via a Mobile
Switching Center (MSC). During the course of the call, the
mobile device crosses mto a handoil transition region which
1s the boundary coverage arca between two wireless base
stations that employ the same radio link technology and con-
nect to the same MSC or between two wireless base stations
that employ the same radio link technology and connect to
two different MSCs. The handoil process starts while the
wireless device 1s connected to the first base station and
detects that it 1s 1n the coverage area of the second wireless
base station. The radio link to the first base station 1s eventu-
ally disconnected, and the radio link to the second base station
should be established to continue the call. As result, the call
session continues without dropping the call.

There are three methods typically used to detect when a
mobile device crosses the boundary area and needs a homo-
geneous handodl:

The mobile device continuously monitors the signals level
of the radio link of the surrounding base stations and
initiates the handoil process when a predetermined
handotf criteria 1s met.

The surrounding base stations measure the signal transmait-
ted from the mobile device, and the network 1nitiates the
handotf process when a predetermined handoif criteria
1s met.

The network transmits a request for the mobile device to
measure the signal from the surroundings base stations.
The network makes the handoif decision based on
reports from the mobile devices.

After a request for a homogeneous handoif has been
detected, there are two methods to process such requests. The
first method 1s referred to as “an inter-base station” handoff
and the second method 1s called “an inter-system”™ handoif.
The inter-base station homogeneous handoil 1s a process
where two base stations are connected to the same MSC and
the call session 1s maintained on the same MSC before and
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after the handoff process. The inter-MSC homogeneous
handoif 1s a process where a homogeneous handoil 1s con-

ducted, where two base stations are connected to different
MSCs and the call session 1s transferred to a different MSC 1n
order to complete the handoil process. Both of these methods
must be completed as quickly as possible, to ensure that the
new radio link 1s established before the old radio link fails to
ensure a secamless handoil call session.

Today’s mobile handoil process, however, has a major
limitation 1n that 1t does not permit a seamless handoil 1n
situations where the two radio links in the handoil process
utilize different radio technologies, which i1s referred to as a
“heterogeneous’ handoil process. This heterogeneous hand-
oflf process 1s not used 1n today’s wireless system because the
process cannot be completed in a seamless manner and meet
the critical handoif timing requirements withoutresultingin a
drop call. This 1s because current mobile devices lack the
capability to support two independent call sessions both
being concurrently conducted on a single wireless device
with two different MSCs that utilize two different radio links
technologies while still being able to meet the strict handoif
timing requirements.

One problem that arises when current wireless devices
require a heterogeneous handoif 1s that the device requiring
the heterogeneous handoil must be capable of determining
radio links compatibility between the two MSCs before deter-
mining if a heterogeneous handoif can be implemented. Each
CAI protocol specifies how mobile devices and base stations
communicate over radio frequencies and defines the control
channel signaling methods. Thus, different wireless networks
may have different policies and methods for handling handoif
requests. Thus, the exchange of signaling information
between the wireless devices connected on a first network to
a second network having a different radio technology may be
substantial. As the mobile device moves away from the base
station of the current network and the mobile signal becomes
weak, a substantial amount of signaling information for the
handoif request must be processed by the new MSC to com-
plete the handoil before the time expires. If not, this leads to
dropped calls. These limitations have restricted the use of
heterogeneous handoffs in both inter-base station and inter-
MSC handoil applications 1n existing wireless system.

It 1s an object of the present ivention to address the defi-
ciencies of the prior art.

SUMMARY OF THE INVENTION

A multi-protocol, multi-network device 1n accordance with
the present invention provides a platform for data, voice and
multimedia applications 1n a single unit. Broadband High
Speed Internet Access may also be available through the
device.

A method for automatically adapting a multi-protocol
wireless device to facilitate a seamless multistage handoif
according to various exemplary embodiments can include
initiating a seamless multistage handoil process using a
multi-protocol wireless device when the multi-protocol wire-
less device crosses a boundary area into an overlapping region
where the multi-protocol wireless device 1s capable of simul-
taneously accessing a plurality of networks; implementing
the seamless multistage handoil process by performing at
least a two-stage handoil process comprising a homogeneous
handoil and a heterogeneous handoil without interrupting a
communication call session conducted using the multi-pro-
tocol wireless device; performing the homogeneous handoif
between a first network operating on a first communication
protocol and a second network operating on a second com-
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munication protocol, wherein the first network 1s an existing,
network 1n use by the multi-protocol wireless device at a time
of crossing the boundary area and the first communication
protocol and the second communication protocol having
compatible transmission technologies, and the first network
and the second network are different networks of the plurality
of networks; and performing the heterogeneous handoif
within the second network between the second protocol and a
third communication protocol, wherein the second commu-
nication protocol and the third communication protocol hav-
ing incompatible transmission technologies.

A multi-protocol wireless device automatically adaptable
to facilitate a multistage handoif according to various exem-
plary embodiments can include at least one transcerver con-
figured to transmit a request and recerve a download to store
at least one program 1nto a plurality of Digital Radio Plat-
torms (DRPs) to configure a plurality of Software Define
Radios (SDRs), respectively, to store multiple transmission
technologies to establish communication simultaneously
with a plurality of networks. A memory for storing informa-
tion 1n at least one database, wherein the at least one database
may be configured to store network profiles for the plurality
ol networks to enable the multi-protocol wireless device to
simultaneously communicate with the plurality of networks.
A processor may be configured to nitiate a multistage hand-
off algorithm using the multi-protocol wireless device and the
at least one database provides a means to configure a multi-
stage handoff algorithm to select at least one wireless network
of the plurality of networks to communicate with when the
multi-protocol wireless device crosses a boundary area 1nto
an overlapping region where the multi-protocol wireless
device 1s capable of simultaneously accessing the plurality of
networks. The multistage handoil algorithm may comprise at
least a homogeneous handoil algorithm configured to execute
a homogeneous handoil and a heterogeneous handoil algo-
rithm configured to execute a heterogeneous handofl,
wherein the multistage handoif algorithm executes the
homogenous handoif and heterogeneous handoff without
interrupting a communication call session conducted using
the multi-protocol wireless device. The processor may
instruct the homogeneous handoif algorithm to execute the
homogeneous handoil between a first network operating on a
first communication protocol and a second network operating
on a second communication protocol when the multi-protocol
wireless device crosses the boundary area, wherein the first
network 1s an existing network 1n use by the multi-protocol
wireless device at a time of crossing the boundary area and the
first communication protocol and the second communication
protocol having compatible transmission technologies, and
the first network and the second network are different net-
works of the plurality of networks. The processor may
instruct the heterogeneous handoil algorithm to execute the
heterogeneous handoil within the second protocol and a third
communication protocol, wherein the second communication
protocol and the third communication protocol having
incompatible transmission technologies.

A method for automatically adapting a multi-protocol
wireless device to facilitate a seamless multistage handoif
according to various exemplary embodiments can include
mitiating a seamless multistage handoil process using a
multi-protocol wireless device when the multi-protocol wire-
less device crosses a boundary area 1into an overlapping region
where the multi-protocol wireless device 1s capable of simul-
taneously accessing a plurality of networks; and implement-
ing the seamless multistage handoil process by performing at
least a two-stage handoil process comprising a homogeneous
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handoil and a heterogeneous handoit without interrupting a
communication call session conducted using the multi-pro-

tocol wireless device.

A method for automatically adapting a multi-protocol
wireless device to facilitate a seamless multistage handoif
according to various embodiments can include initiating a
scamless multistage handoil process using a multi-protocol
wireless device when the multi-protocol wireless device
crosses a boundary area into an overlapping region where the
multi-protocol wireless device 1s capable of simultaneously
accessing a plurality of networks; and implementing the
seamless multistage handoil process by performing at least a
two-stage handoll process comprising a homogeneous hand-
ofl and a heterogeneous handoil without interrupting a com-
munication call session conducted using the multi-protocol
wireless device.

A multi-network client device according to various
embodiments can include a controller configured to support
multiple independent call sessions, wherein the independent
call sessions are concurrently conducted on a single wireless
device through the use of parallel communication sessions
and simultaneously connect the wireless device to a plurality
of different networks hosting different content services.

A method of conducting multiple simultaneous call ses-
s10ms according to various embodiments can include conduct-
ing mdependent call sessions concurrently on a single wire-
less device using parallel communication sessions; and
simultaneously connecting the wireless device to a plurality
of different networks hosting different content services.

BRIEF DESCRIPTION OF THE DRAWINGS

In the drawings, wherein like reference numerals denote
similar elements throughout the several views:

FIG. 1 depicts an example of an environment 1n which an
inventive device may be used;

FIG. 2A depicts the architecture of the inventive device 1n
accordance with an embodiment of the invention:

FIG. 2B depicts a data structure 1n accordance with one
embodiment of the invention for storing data on the inventive
device of FIG. 2A, the data being used 1n conjunction with a
Position and Protocol Assisted Learning (P*AL) algorithm;

FIG. 2C depicts the database structure of a Network Cov-
crage Map (NCM) data file 1n accordance with the embodi-
ment of FIG. 2B;

FIG. 2D depicts the database structure of a User Personal-
ity Profile (UPP) data file;

FIG. 2E depicts the database structure of a Access Priority
Table (APT) data file;

FIG. 3 is a flow chart depicting an overview of the P°AL
algorithm and 1ts interaction with the data structure of FIG.
2B;

FIG. 4 1s a flow chart of the coverage map synthesis algo-
rithm portion of the P*AL algorithm;

FIG. 5 1s a flow chart of the capability update algorithm for
the inventive device;

FIG. 6 1s a flow chart of the quick access selection (QAS)
algorithm portion of the P°AL algorithm;

FIG. 7 1s a flow chart of the scan access selection (SAS)
algorithm portion of the P°AL algorithm;

FIG. 8 15 a flow chart of the common air iterface (CAI)
protocol selection algorithm portion of the P*AL algorithm;

FI1G. 9 1s a tlow chart of the priority-driven access selection
algorithm;

FIG. 10 1llustrates the multi-network client device execut-
ing a multistage seamless heterogeneous handofl process;
and
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FIGS. 11A and 11B illustrate an example of execution
steps 1n the multistage seamless heterogeneous handoil pro-
cess shown 1n FIG. 10.

DETAILED DESCRIPTION OF THE PREFERRED
EMBODIMENTS

Referring to FIG. 1, a wireless device 10 1n accordance
with the invention provides a platform for data, voice and
multimedia applications 1n a single umt which can operate
seamlessly across multiple networks that operate with differ-
ent wireless protocols. Device 10 may take various forms. For
example, 1t may be a computer that has a wireless connection,
an advanced type of wireless telephone, etc. Device 10 1s
provided with SDR capability to enable it to work with any
network, not just GSM but also CDMA, TDMA, 802.11x and
any other wideband wireless technologies or CAI protocols.
Broadband High Speed Internet Access 1s also available
through the device.

The 1nventive device 10 can communicate with multiple
wireless networks as shown 1n FIG. 1. In the example of FIG.
1, there are a series of overlapping wireless networks, CNj, |,
CN,,, WN, and CN,,, where CN refers to a “Contracted
Network™. A user of the wireless device 10 contracts with one
or more of the “contracted networks” to be able to obtain
wireless service within that contracted network on pre-deter-
mined or negotiated contractual terms. The wireless network
WN, 1s a network with which the user has not yet entered into
a contract (a non-contracted network). As an example, the
outermost layered network CN, , might be a wireless network
that spans a state. WN, might be a local wireless service with
only city coverage. A particular block may support wireless
internet access to contracted network CN, ,. Finally, a build-
ing on the block may have its own wireless network CN, ;.
Each of the wireless networks CN, ,, CN,,, WN, and CN,,
may use a different wireless technology, such as GSM,
CDMA, TDMA, 802.11x and any other wideband wireless
technologies or CAI protocols.

There may also be additional networks such as CN,,; and
CN, ., where CN,, 1s, for example, a network that partially
overlaps the coverage area of CN,,, and CN,_ does not over-
lap with any of CN,,, CN,,, WN,, or CN,.

As a result of user movement, the inventive device 10
moves and can be located at different positions such as posi-
tions A, B, C, D, E, F, G and H. When a user 1s at position A,
device 10 has four different networks to which 1t has access.
When a user with device 10 1s at position B, device 10 has
only three different networks to which 1t has access, etc.
When a user 1s at position E, networks CN, .- and CN,, are
available. When a user 1s at position H, no wireless networks
are available. As explained below, the device 10 1s capable of
knowing where it 1s located and what wireless networks are
available for 1t to access. Device 10 can automatically adapt
itself to utilize a personality and technology suitable for com-
municating with a selected one of the wireless networks.

This mvention defines the architecture and design of device
10 that greatly expands the capability of current wireless
devices to support multiple networks with the ease and advan-
tage of a “home” device appearance. Device 10 15 used as a
“home” device to access multiple registered networks.

FIG. 2A depicts the architecture that device 10 uses in an

embodiment of the invention.
Device 10 comprises a Wideband SDR (Software Defined

Radio) Transceiver Plattorm 100, a GPS Sniffer/Scanner
Receiver 103, Digital Signal Processing (DSP) Platforms
104, configuration databases 103, device 1/O 106, power sup-
ply 107, a controller 108 for controlling device 10 based on
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the application firmware and software, firmware/software
programs 109 for runming device 10, and one or more Multi-
band antennas 110.

The Wideband SDR Transceiver Plattorm 100 comprises a
Broadband RF Front End Radio 101 and Digital Radio Pro-
cessing (DRP) Platforms 102. The Broadband RF Front End
radio 101 1s a spurious-iree high dynamic range broadband
radio. This broadband radio 101 allows the invention device
to see the full spectrum available to i1t by scanning the band in
segments.

Device 10 partitions the integrated functions in current
SDR designs onto multiple ICs for the flexibility of dynami-
cally changing radio personalities 1n real time. In this parti-
tioned design, the DRP Platiforms 102 comprise specialized
ASICs (Application Specific Integrated Circuits) that are
used for performing common functions within the device 10
such as software radio processing, including channel shaping,
tuning, and filtering 1n a digital domain with up/down con-
version and control software. By understanding which func-
tionalities must be performed by all transmission platiforms,
and by incorporating these generic functions into specialized
ASICs a highly flexible structure 1s realized. These special-
purpose ASICs (or “ASIC engines™) provide the hard-coded
logic used to configure the Digital Radio Processing (DRP)
Platforms. General-purpose ASICs such as DSPs (Digital
Signal Processors) 104 are used to perform the programmable
tasks. The DSP contains the control software that 1s used to
call and control the functions implemented 1n the specialized
ASICs. Programs downloaded or stored in the DSP configure
the device 10 according to specific applications, allowing it to
conform to the target network. This approach provides maxi-
mum flexibility, programmability and re-configurability.

The digital radio processing function provides the pro-
grammable capability to switch the invention device from one
radio technology to another. Changes 1n the network selected
by device 10 for communication cause a personality adjust-

ment 1n the device that dynamically alters the technology (1.¢.
CDMA, TDMA, etc.) and CAI protocol (1.e. GSM, 15-136,

cdma2000, IEEE 802.11x etc.) that are needed to communi-
cate with the selected network. The wideband front end radio
and the antenna change thus frequencies accordingly. These
changes are made by dynamically transferring new param-
cters mto the DRP Platforms 102, thereby enabling device 10
to be usable for multiple networks and technologies.

The GPS Snitfer/Scanner Receiver 103 receives real-time
geographic position mformation from GPS satellites. This
portion of the mvention device remains active even when the
device 10 1s turned off. Device 10 routinely scans for geo-
graphic positioning and stores the results 1n 1ts configuration
database. The GPS Receiver 103 provides a time-stamped
position-based i1dentification of the location of device 10,
taking advantage of GPS receiver technology. The GPS scan-
ner/recerver includes a “smiffer” function which continuously
scans for the presence of GPS location data to determine the
position of device 10 within a network. As further described
below, the results of these scans are time-stamped and stored
in the invention device location database (Network Coverage
Map) for later retrieval.

The DSP (Digital Signal Processor) Platform 104 com-
prises a set of DSPs and associated processing, including
baseband processing and channel signal processing. The
baseband processing provides modem and codec functions.
The DSP Platiorm 104 stores the firmware and algorithms
(“personality” profiles) that are used to facilitate communi-
cation between the mvention device and the network. The
digital signal processing function provides the necessary pro-
cessing ol signals for the associated radio technology and
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CAl protocols, including the baseband processing which pro-
vides the baseband features and input/output signal conver-
s10ms, such as modem, speech codec, video compression, etc.

To access a contracted network, the appropriate network
“personality” profile 1s transierred to the DRP (digital radio
processing) Platform 102 which changes device 10°s CAI
protocol 1dentity.

The user I/O devices 106 (such as display, keypads,
speaker, etc.), power supply, controller 108, and the multi-
band antenna 110 are standard products. For example, 1/O
devices 106 and power supply 107 are commercially avail-
able from Analog Devices, controller 108 1s commercially
available from ARM Ltd., and antennas 110 are available
from Galtronics. At least some of these components are alter-
natively available from ArrayCom.

FIG. 2B 1llustrates a high-level view of an embodiment of
the database structure used 1n conjunction with a Position and
Protocol Assisted Learning (P°AL) algorithm. The P*AL
algorithm 1s loaded as an application 1n memory 1n device 10
and 1s used by device 10 to select a wireless network with
which to communicate when device 10 1s located at a particu-
lar location. These configuration databases 103 are described
in three segments: Location Profile data 200A, User Person-
ality Profile (UPP) data 200B, and Access Priority Table
(APT) data 200C. For the purpose of this application, the
words table and profile are used interchangeably. The form or
structure 1n which the data 1s contained i1s 1rrelevant to the
present imvention. One of ordinary skill in the art would
understand that many different organizations and structures
of data could be utilized to achieve the functional objectives
of the present invention. Each of these segments consists of
two components. In the Location Profile segment 200A there
1s GPS data 201 (also described as “GEO”—short for geo-
graphical—in later flowcharts) and Network Coverage Map
(NCM) data 203. In the UPP segment 200B, there 1s Network
Profile data (NP) 205 and Access Personality (AP) data 207.
And 1n the APT segment 200C there 1s contracted network
Access Priority data 209 and CAI (Common Air Interface)
Protocol Access Priority data 211. Configuration databases
105 may also include data for the CAI protocol and other
databases which provide a means to configure the soitware of
device 10 to adapt to any network 1n which 1t may find itself.
Databases 105 may contain network profiles for multiple
networks to enable device 10 to configure 1tself to communi-
cate with any of these networks. These databases contain data
that are either gathered by the device 10 or permanently
stored 1n the device 10 to facilitate these changes.

The GPS data 201 comprises geographic position data
stored 1 the device 10 that i1s used to help pinpoint the
location of device 10 within 1ts current environment and with
relation to the contracted networks for which it has coverage
202, as the invention device defined coverage area. The Net-
work Coverage Map data 203 represents coverage area map
boundary data that is stored in the device 10 for each con-
tracted network. The NCM data may be created at device 10
or downloaded. When device 10 1s used, this boundary data 1s
used as a starting point for building out more detailed maps by
using the collected GPS data to synthesize (create) yet more
data points. These additional points of GPS data are then
incorporated into the coverage maps 204.

In using the mvention device with current networks, net-
work-specific identifiers (Network Profile, NP) and user-spe-
cific access iformation (Access Personality, AP) are created
and stored within the invention device as the User Personality
Profile 200B.

The User Personality Profile database 1s able to store as
many “personality” profiles as desired. The limitation to the
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number of profiles 1s the complexity of the hardware required
in storing large amounts of data. The UPP 200B also supports
several levels of VPN security access including basic over-
the-air (OTA) security, so-called “tunneling” point to point
VPN and point to multi-point VPN access, mission-critical
dynamic keying scheme, and any other pre-determined lev-
els. The OTA 1s basic encryption over the air interface. Tun-
neling provides a direct access to either another device in the
system (point to point) or a group of devices (point to multi-
point). The mission-critical levels provide a dynamic keying,
scheme with selectable keys for enhanced security access.
The security levels are user-selected at imitialization and
dynamically adjustable at any time. The invention device
stores as many UPPs as desired, one for each contracted
network.

The Network Profile data 205 represent specific network
profile information for each contracted network. A Network
Profile captures the contracted network uniquely, including
CAI protocol, SID, device identifiers, etc. Thus, this data
provides the parameters of a contracted network for the inven-
tion device to create the corresponding personality/identity
(e.g. CAl protocol, SID, device identification, etc.) to allow i1t
to communicate with that particular contracted network 106.
For each contracted network, there 1s a network profile signal
processing 1image stored 1n the DSP Platform as a load mod-
ule. These signal processing “programs” are prioritized under
user control, creating preferred modes for the invention
device. To select a contracted network, the appropriate firm-
ware load module 1s transterred to the DRP. The image 1s used
to configure the broadband RF front end radio aspect of the
transcetver function.

The Access Personality data 2077 contains the specific user
identity and user services associated with device 10 and 1ts
user for each contracted network. Thus, data 207 provides
previously stored user identification information (e.g. Per-
sonal Identification Number, PIN) and the preferences and
service contracts associated with the user to activate the
invention device for service access within a particular con-
tracted wireless network 208.

An Access Personality represents the user uniquely 1n each
ol the contracted networks. As the user enters a new network
and tries to establish communication, the priority with which
1t communicates to 1ts contracted networks 1s consulted, and
the geographic position data 1s compared against the stored
Network Coverage Map data to determine which contracted
network the mvention device may access. Without that match,
the mvention device runs through a scanning algorithm
assuming the device personality for each contracted network
in order of priority and attempting communication. If a match
1s found with one of the contracted networks, then the corre-
sponding AP 1s sent to the network, and normal authentication
ensues.

If no match 1s found, the real-time transaction-based ser-
vice access method 1s invoked.

Using the invention device in an enhanced wireless net-
work architecture provides the flexibility of creating a Tem-
porary Network Profile to map the Current NP to the inven-
tion device’s Network Profile list. This Temporary NP 1s used
by the mvention device to commumcate with the enhanced
network to determine what temporary identifiers (e.g. User
Personality Profile, Access Priority Table, and Network Pro-
file) should be created for the non-contracted network. The
temporary assigning of these 1dentifiers 1s a transaction ser-
vice which allows the user to have a common experience on
this foreign network.

The contracted network Access Priority data 209 stores a
user-defined access priority table for accessing the contracted
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networks 1n order of user-defined priority 210. The Common
Air Interface Protocol Access Priority Data 211 1s likewise a
user-defined priority table that sets the prionty for device 10
to select one of the available CAI protocols. Device 10 uses
the CAI protocol parameters to scan the environment by
communicating with the network and determine whether a
contracted wireless network 1s present within 1ts location.
Object load modules (i1.e. CAI protocol images) representing
cach supported Common Air Interface protocol are stored 1n
a CAl protocol database. Additional load modules are down-
loadable to the invention device to adjust for future enhance-
ments 1n CAI protocol technology.

Thus, six components, organized under three segments or
files, come together to form the complete database for the

P*AL algorithm.
As discussed above, FIGS. 2C, 2D, 2E show a logical
structure of the respective separate NCM, UPP and APT

databases of FIG. 2B. The Network Coverage Map database

consists of contracted networks with boundary point infor-
mation on the coverage area maps. The User Personality
Profile database consists of Access Personality data for each
stored contracted network which holds specific user 1dentifi-
cation and service requirements on each contracted network,
and Network Profile data for each stored contracted network
which allows the invention device to configure itself to com-
municate with the contracted network. The Access Priority
Table database consists of contracted network access priority
information for position assisted learning and Common Air
Interface protocol access priority mformation for protocol
assisted learning.

FIG. 3 shows a flow chart for the Position and Protocol
Assisted Learning (P*AL) algorithm with its sub-algorithms.
The P°AL algorithm comprises multiple sub-algorithms
including a Position Assisted Learning algorithm 301 and a
Protocol Assisted Learning algorithm 307. The former com-
prises a Coverage Map Synthesis algorithm 303 and a Quick
Access Selection algorithm 304, while the latter comprises a
Scan Access Selection algorithm 310 and a CAI Protocol
Selection algorithm 311. (In addition, device 10 also has a
Capability Update Algorithm (see FIG. 5) to enhance its
capabilities via physical contacts (e.g., a wired connection) or
over the air download 1n real time, originated either by the
invention device (user) or by the network.)

The P°AL algorithm assumes that a user has established
one or more contracted networks. Upon mitialization, device
10 calls up 1ts list of contracted networks and displays them to
the user at step 309. The user 1s able to select (or rank) the
priority order in which contracted networks are to be
accessed. For example, if there are contracted networks 1, 2
and 3, the user may specilty that CN2 should be selected
betore CN1 and CN3 for whatever reason, such as perhaps
CN2 has a better pricing structure or better service. The rank
order of priority which 1s selected 1s then stored 1n the Access
Priority Table 200C. If the rank order 1s pre-specified at a
carlier time, step 309 may be skipped. Next, device 10 uses
the information 1n the APT 200C and proceeds to the Position
Assisted Learnming algorithm 301 where the GPS database
201 1s accessed for current data on the device’s geographic
position. When both geographical and access priority infor-
mation are available at device 10, device 10 i1dentifies the
available contracted network at 1ts location to access using
Location Profile data 200A and transfers the approprate
parameters from the User Profile Personality data 200B in
database 105 to the SDR Transceiver Platform 102 and Digi-
tal Signal Processing Platforms 104 to attempt service access
to that network.
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If current GPS geographic information 1s available, the
P°AL algorithm proceeds to step 303 where the CMS algo-
rithm compares real-time GPS data received by device 10
with 1ts currently stored boundary information Network Cov-
erage Map for the contracted network 1n which 1t 1s currently
activated to determine 1f there 1s a match. If there 1s no match
(1.e., device 10 does not have boundary information for the
selected network), the algorithm updates the NCM 203 with
the new coordinates, providing a more accurate view of the
device’s coverage areas. The CMS algorithm 303 runs con-
tinuously, using real-world data to create wireless network
coverage maps with increased accuracy and completeness.

The Position Assisted Learning algorithm also comprises a
QAS algorithm 304. The QAS algorithm 304 analyzes the
real-time GPS data 201 and uses 1t to 1dentify available con-
tracted networks at 1ts location. It uses the Access Priority
Table 200C to determine which one to select first 1f there 1s
more than one. For each available contracted network, from
the User Personality Profile 200B, it retrieves the necessary
user information from the Access Personality profile data 207
to configure the invention device and retrieves network infor-
mation from the Network Profile 205 to try to communicate
with available contracted networks.

If geographical information 1s unavailable, device 10 uses
a Protocol Assisted Learming algorithm 307 which utilizes an
iterative loop described below to determine the available net-
work, 1 any, at its location through a process of elimination.
The Protocol Assisted Learning algorithm 301 would thus be
invoked 1if there 1s no GPS data available at device 10 (for
example, certain building interiors or other areas 1 which
signal data cannot be recerved).

The Protocol Assisted Learning algorithm first calls on a
Scan Access Selection algorithm 310. Algorithm 310 uses an
iterative process of adopting the personality of each con-
tracted network of which 1t has a record 1n memory and
attempts to communicate with the selected network. The SAS
Algorithm uses the Access Priority Table 200C to define the
order 1n which it scans for available contracted networks. It
uses the User Personality Profile 200B to get the Network
Profile information 203 necessary to dynamically configure
device 10 to attempt access with the selected contracted net-
work. Receipt of a real-time GPS data interrupt stops process-
ing of the SAS algorithm 310 and sends the device 10 back to
its Quick Access Selection (QAS) algorithm 304. The SAS
algorithm 310 invokes the CAI Protocol Selection algorithm
311 1f 1t exhausts 1ts APT and does not find any contracted
network. Like the SAS algorithm, the CAI Protocol Selection
algorithm 308 uses an iterative process with CAI Protocol
Access Priority information from the APT 200C to look for
available networks by implementing CAI protocols to scan 1n
sequence.

The following sections provide more detailed descriptions
of the sub-algorithm components of the P*AL algorithm and
its complementary Capability Update Algorithm.

FIG. 4 shows a detailed flow chart for the Coverage Map
Synthesis (CMS) algorithm 303. This algorithm 1s an on-
going process as GPS data 1s dynamically gathered by the
invention device 10. Through this algorithm, the device can
update its memory to include networks discovered by its
searches. Belore the CMS algorithm begins, at step 401, GPS
data 1s acquired. The algorithm starts at step 402. At step 403,
the algorithm determines whether device 10 1s service ready
(that 1s, whether 1t has registered with and been authorized by
a network and 1s ready to make and recerve calls). IT 1t 1s
service ready, at step 404 device 10 accesses time-stamped
information from the GPS recerver. As that information 1s
stored in the Geo database 201, 1t 1s compared at step 406 with
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the existing Network Coverage Map database 203 for the
current contracted network. I1 1t 1s not within the boundary of
the NCM 203, the NCM 1s updated at step 407 to reflect the
additional information. If the geographic data indicates that
device 20 1s within the NCM 1s already accurate and com-

plete, no update 1s needed and the CMS algorithm ends at step
409.

FIG. 5 shows the Capability Update algorithm for device
10. As discussed earlier, the mventive device 1s capable of
requesting an update to support 1ts communication with a new
network. This update may be for the purpose of downloading,
an entirely new protocol, or for downloading an update to a
known protocol. The update can occur as a result of a user
request, or be mitiated by a network (step 501). A network-
based update 1s a network-initiated over-the-air download to
the 1nvention device 10. Typically, this update would occur
when the mventive device first comes into contact with a new
network operating with an unknown protocol. The update
does not require user intervention and 1s used to provide
periodic updates to the mvention device. A user request can
take the form of either an over-the-air request or a “physical”™
(1.e. service center or oflice) request 1n which the device 1s
brought in for a stand-alone download. The algorithm starts at
step 502. The device 10 has the capability to download
updates to any of its configuration databases. The new param-
eters are downloaded at step 504. The Configuration Data-
base 105 1n device 10 are updated at step 505 with the new
information. In this way, new technology support, or new
functionality can be added to the inventive device’s flexible
architecture. The Capability Update algorithm ends at step
506.

FIG. 6 shows the detailed flow for the QAS algorithm 304
portion of the Position and Protocol Assisted Learming
(P°AL) algorithm. The algorithm 304 determines what con-
tracted networks are available for access at this (new) location
where device 10 1s moved. The algorithm 304 1s triggered at
step 601 by either the mitialization or power up of the device,
or as the mventive device crosses the boundary of two net-
works. This latter event would occur, for example, when
device 10 exits the coverage area and needs to find a new
network with which to register. Data gathered from the GPS
Sniffer/Scanner Recetver 103 1s stored 1n the Geo (geographi-
cal) database 201. The algorithm starts at step 602. At step
605, the QAS algorithm determines available contracted net-
works by comparing the instantancous location data to the
boundary data stored in the Network Coverage Map database
203.

If a contracted network 1s present, as determined at step
606, acheck1s made at step 610 to see 1f there 1s more than one
available contracted network. If no contracted network 1is
present at step 606, the SAS Algorithm 1s run at step 607. IT
there 1s a match but with only one contracted network, the
Network Profile information for that network is retrieved by
the invention device 10 at step 611. At step 612, the appro-
priate CAI Protocol image 1s transferred to the Digital Radio
Processor Platform 102 and thus sets the invention device
10’°s radio parameters to the appropriate Common Air Inter-
face protocol. Along with the other network-specific param-
cters, the mvention device functions with the necessary per-
sonality to interact with the contracted network. At step 613,
the invention device 10 then attempts to communicate with
the available contracted network. For example, 1f the geo-
graphic positioming of the invention device 10 places 1t within
a network such as AT&'T or Sprint, then that network’s image
1s transierred to DRP 102 and the device 10 assumes the
personality (technology and frequency) of a device con-
tracted with that network. When the network responds, the
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communication 1s confirmed at step 614. If the contracted
network 1s confirmed at step 615, at step 617, the invention
device 10 transmits user-specific Access Personality data
stored 1n the UPP 200B to identify itself to the network, and
standard registration and authentication ensues at step 618. If
the registration and authentication 1s successiul (step 619),
device 10 1s ready for service at step 620 and the QAS algo-
rithm ends at step 621.

If there 1s a match at step 610 based on NCM data 203 with

more than one contracted network, which indicates that the
device 10 1s located within overlaid networks, then the device
10 creates a list of these contracted networks at step 625. It
uses the Access Priority information 209 from the APT 200C
at step 609 to determine which of the i1dentified contracted
networks should be accessed first. For example, 1f the geo-
graphical data places the invention device 1n both an AT&T
and a Sprint network, then the Access Priority Table 200C,
previously set by the user, 1s consulted to determine which
network 1s preferred by the user. That 1s, the network with

which the device 10 attempts to register. Once 1t has made that
determination, the Network Profile information 205 stored in
the UPP 200B for that network 1s retrieved by the device at
step 611. The appropriate CAI Protocol image 1s transferred
to the DRP 102 at step 612, setting the device’s radio param-
cters to the appropriate Common Air Interface protocol.
Along with the other network-specific parameters, device 10
functions with the necessary personality to interact with the
network. The device 10 then repeats steps 613, 614, etc. as
described above.

If the first registration and authentication process 1s not
successiul at step 619, and 1, at step 622, there remain other
contracted networks for which registration and authentication
was not yet attempted, at step 624, the invention device 10
loops back to step 611 to load the specific parameter infor-
mation of the next contracted network 1n the contracted net-
work access priority list 209 and attempts the communication
again. If the QAS algorithm 304 at step 619 exhausts the list
of contracted networks and 1s unable to locate a contracted
network at the position indicated by the GPS data, device 10
at step 623 mvokes 1ts Scan Access Selection algorithm 310 to
dynamically scan for available contracted networks. Simi-
larly, 11 there 1s no GPS data available or 11 the recerved GPS
data does not appear to be within the stored coverage area
maps of any of the contracted networks, the device 10 will
also mvoke 1ts Scan Access Selection algorithm 310.

FIG. 7 shows a detailed tlow chart for the SAS algorithm
portion ol the Position and Protocol Assisted Learming
(P°AL) algorithm or, more particularly, of the Protocol
Assisted Learning algorithm. The SAS algorithm 1s triggered
if there 1s no available GPS data or 11 no available contracted
network 1s 1dentifiable by device 10. This may be because no
contracted network 1s available according to the Network
Coverage Map database 203 or no available contracted net-
work 1s 1dentified by the instantaneous geographical position
data. If there 1s no GPS data available or the GPS data does not
locate an available contracted network from the stored Net-
work Coverage Map data (step 701) device 10 starts the SAS
algorithm at step 702. The SAS algorithm uses the user-
defined Access Priority Table 200C at step 703 to determine
the first contracted network in the order of priority (pre-
defined by the user) to be attempted for registration and
authentication.

At step 706, the Network Profile 2035 stored in the UPP
200B 1s retrieved for the contracted network. At step 707, the
appropriate CAI Protocol image 1s transferred to the DRP
plattorm 102, thus setting device 10’°s radio parameters to the
appropriate Common Air Interface protocol. Along with the
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other network-specific parameters, device 10 adopts the nec-
essary personality to interact with the selected contracted
network at step 708. At step 709, device 10 then attempts to
communicate on a control channel with the contracted net-
work to try to confirm whether the selected contracted net-
work 1s available. I the network responds with an acknowl-
edgement that a contracted network has been found, at step
710, device 10 requests 1ts SID information. Once received,
the communication 1s confirmed. The mvention device 10
then retrieves user-specific Access Personality data at step
711 and transmits the Access Personality data stored in the
UPP 200B to identity 1tself to the located network. Standard
registration and authentication process ensues at step 713. IT
the registration and authorization are successiul 1n step 714,
at step 716, device 10 1s ready for service and the SAS Selec-
tion algorithm ends at step 712.

If the contracted network 1s not confirmed at step 710, the
algorithm records the contracted network 1n an attempt log,
and, 1f the list includes another contracted network at step
715, an iterative loop 1s processed at step 717 to attempt
communication with the next contracted network in priority
from the APT by returning to step 706. The iterative loop
continues until a communication can be established or until
device 10 has reached the end of 1ts user-defined contracted
network Access Priority list. If device 10 1s able to commu-
nicate on the network’s control channel, 1t then attempts to
register and authenticate with the network at step 713. If the
invention device fails to be authorized (1.e. the network did
not acknowledge 1ts communication), then 1t knows it 1s being
rejected (although 1t 1s the correct common air interface pro-
tocol and the correct contracted network) and the SAS algo-
rithm ends at step 712.

If the APT 1s exhausted without finding a contracted net-
work with which to communicate, this SAS algorithm con-
cludes, at step 718, by running the CAI Protocol Selection
algorithm 311 of the P°AL Algorithm.

When searching by CAI protocol in CAI Protocol Selec-
tion algorithm 311, device 10 employs a control Digital Radio
Processing section 102 in which a control channel access
algorithm 1s stored for each contracted CAI protocol to allow
device 10 to read any control channel. When starting the
search, device 10 assumes the CAI protocol of the technology
listed first 1in the CAI Protocol Access Priority Table 211 (for
example, cdma2000). Device 10 transmits through the con-
trol channel and attempts to communicate with any available
network. The invention device looks for a network acknowl-
edgment and the network’s SID (System Identification) infor-
mation. If the communication 1s confirmed, the device
requests a service transaction and informs the user. If not, it
assumes the personality of the next highest CA Protocol (for
example, IS-136) and repeats the process of attempting to
locate an available network. When an available network 1s
located, that network’s 1mage 1s transferred to one of the
DRPs. The device functions with that personality. Upon
acknowledgement from the network, the device transmits
user-specific Access Personality (AP) data to identity 1tself to
the network, and standard registration and authentication
ensues. The combination of the control channel and the SIDs
are used within the P°AL algorithm to determine information
about the device’s location and environment.

Throughout this process, a real-time geographical data
interrupt at step 719 1s possible from the GPS receiver. This
indicates that geographical positioning data has become
available. Upon recerving the interrupt, the SAS algorithm 1s
dynamically interrupted and device 10 runs its Quick Access

Selection (QAS) algorithm.
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FIG. 8 shows the detailed tlow chart for the CAI Protocol
Selection algorithm 311 portion of the Position and Protocol
Assisted Learning (P*AL) algorithm. If no contracted net-
work 1s available at step 801, the CAI Protocol Selection
algorithm starts at step 802. At step 803, device 10 retrieves
the CAI Protocol Access Prionity parameter data from the
Access Priority Table 200C at step 804 and retrieves the first
priority CAI Protocol. The appropriate CAI Protocol image 1s
transierred to one of the DRPs at step 803, thus setting the
device’s radio parameters to run the appropriate Common Air
Interface protocol (e.g., cdma2000). The device 10 then
attempts, at step 808, to communicate on a control channel to
any located network. If a network responds with an acknowl-
edgement at step 809, the device requests i1ts SID information.
Once received, the communication 1s confirmed. Device 10
requests a service transaction and informs the user in step
810. If the communication 1s not confirmed, then 1t 1s not the
correct control channel. If no network 1s found on a particular
CAl, the algorithm checks at step 807 whether the listof CAls
has been exhausted. I1 not, the next priority CAI will be tried
at step 806 and device 10 assumes the personality of the next
highest CAI protocol stored in the APT 200C. If no network
1s found at step 807, a “No Service” message will be displayed
at step 812. If a network 1s found, the user will be alerted at
step 810 and the device will be ready for service at step 811.
The CAI Protocol Selection algorithm ends at step 813.

The CAI Protocol Access priornity table 200C 1s thus
defined by order of air interface preference—for example,
GSM followed by 1S-136 then cdma2000. Each CAI protocol
control channel 1s accessed 1n order ol priority for an available
network 1n which to activate service. Following the above
example, the device 10 assumes a GSM personality and
attempts to communicate on a control channel to any avail-
able network. If a network responds with an acknowledge-
ment, device 10 requests the network’s SID information and
a service transaction and alerts the user for operator-assisted
temporary registration with that network. If there 1s no
response from any network through this CAI protocol, the
next preferred CAl protocol 1s then used for network seeking.
In the example, an 1S-136 personality 1s then assumed and
communication attempts are made on those control channels,
etc. This 1terative selection process continues until a network
1s found. If the CAI Protocol Access Priority Table 1is
exhausted without finding an accessible wireless network, the
invention device displays a result of “no service” 1n current
wireless networks. However, in an enhanced network, the
invention device facilitates real-time downloads of additional
CAl protocol parameters to gain access to available networks.
The Capability Update Algorithm 1n FIG. 5 15 used for this
with the APT 200C as the configuration database to be
updated and the new parameters as new CAl protocol param-
eters.

Device 10 also introduces a mechanism for real-time trans-
action-based services. With real-time transaction-based ser-
vices, the user can make a one-time arrangement with the
network for temporary usage of services. A umque billing
authentication code 1s stored permanently within the configu-
ration database. The device 10 prompts the user for the special
PIN and codeword combination to unlock its internal billing
authentication code and user identity profile information. The
billing authentication code 1s associated with a specific bill-
ing account by the customer. A special transaction identity
profile 1s also stored within the User Personality Profile data-
base, providing unique service configuration information for
the invention device to the network. Both are activated by the
special PIN and codeword sequence. Once entered by the
user, the network gains access through the invention device to
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the unique authentication billing code number and user trans-
action profile. The mvention device then functions like a
calling card (credit card, or pre-paid card)-which allows the
network to bill that account number.

In this mode, the invention device does not require a
“Home Network”™ for 1ts temporary service use. The invention
selects the first CAI Protocol i the CAI Protocol Access
Priority List and attempts communication on the control
channel, and when acknowledged by the network initiates a
transaction as a temporary user, using the mvention device to
tacilitate the transaction. Service activation is then based on
this transaction opportunity.

The P?AL algorithm is flexible and modular in construc-
tion. As a result, the flow can be manipulated to achieve
increased efficiency, flexibility or capability in the invention
device 1n a particular application. For example, a priority-
driven access selection algorithm for the mvention device
combines the QAS and SAS selection algorithms 1nto a single
algorithm driven by the user-defined Access Priority Table.

FIG. 9 1s a rendering of one version of a priority driven
access selection algorithm. This algorithm starts at step 901.
At step 902, the first priority contracted network 1s deter-
mined from the APT 200C. It then runs a Quick Access
Selection loop 1 which 1t looks for geographical position
data 201 (step 904) and, 11 available (step 906), compares 1t to
the NCM 203 for the first priority contracted network to
determine 11 the invention device 1s 1n the coverage area of the
first priority contracted network (step 908). If the instanta-
neous geographical position data and the NCM indicate that
the device 10 1s not 1n the coverage area of the first priority
contracted network (step 910), the device then immediately
returns to the APT list (step 902) to 1dentily the next priority
contracted network to which to attempt access. If there 1s no
geographical data or 11 the NCM data confirms the invention
device 1s 1n the coverage area of the first priority contracted
network (step 911), the Network Profile information stored in
the UPP 200B for that network is retrieved by the device 10
(step 912). Next, at step 914, the appropriate CAI Protocol
image 1s transferred to one of the DRPs, setting the invention
device’s radio parameters to the appropriate Common Air
Interface protocol. Along with the other network-specific
parameters, the invention device functions with the necessary
personality to interact with the selected contracted network
(step 925). The 1invention device then attempts to communi-
cate on a control channel with the contracted network (step
915). If the network responds with an acknowledgement, the
invention device requests its SID information. Once recerved,
the communication 1s confirmed (step 916). In step 917, the
device then transmits user-specific Access Personality data
stored 1n the UPP 200B to identify itself to the network, and
standard registration and authentication process ensues (step
918). I the registration and authentication 1s successiul (step
919), device 10 1s ready for service (step 922) and the algo-
rithm ends (step 924).

If the contracted network 1s not available at step 911, the
communication 1s not confirmed at step 916, or the registra-
tion and authentication process 1s not successiul at step 919
(and the priority list of contracted networks i1s not
exhausted—step 920), the next priority contracted network 1s
determined (step 923). The mvention device loops back to
step 904 and loads the specific parameter information for the
next contracted network in the prionty list and attempts the
communication again. If the device exhausts the contracted
networks 1n 1ts Access Priority Table without finding a match
(step 920), 1t calls 1ts CAI Protocol Selection algorithm (step
921) to dynamically scan by the CAI protocol for available
networks.
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While the flow chart of FIG. 9 shows that the device also
checks geographical position information when looping back
to load the next priority contracted network, that loop can be
bypassed in favor of simply loading each contracted network
in turn. In mobile situations, the former 1s more efficient.
When stationary, the latter approach 1s more effective.

The P°AL algorithm is network independent. The device
10 15 able to take advantage of 1ts User Personality Profile
database to authenticate to any network without requiring a
home (anchor) network. After an appropriate image 1s trans-
terred to one of the DRPs and communication 1s successiully
completed with the network (via 1ts acknowledgement), the
User Personality Profile information 1s transmitted to the
network and authentication 1s completed between the inven-
tion device and the service activating network alone. No
Home Network 1s required. Temporary service activation 1s
also completed this way.

The practical application of SDR 1in this invention device
creates the capability of dynamically asserting the proper
personality from multiple 1dentities for accessing a particular
network without user intervention. The invention device 1s
agile and robust enough to be used to access wide-area wire-
less networks as well as 1n-building, campus and enterprise
wireless networks. The device’s application of SDR supports
dynamic real-time CAI protocol technology adaptation. The
invention therefore supports the access of ad hoc networks by
downloading CAI protocol parameters directly into the
invention device over the radio link.

GPS recewver technology 1s readily available for use 1n
current wireless devices. The invention device uses GPS tech-
nology 1n a unique and mnovative way to provide the capa-
bility to accurately “see” its environment and “map” 1ts loca-
tion with respect to the coverage areas the current network
supports. The invention uses this GPS data as the basis for a
position-based “quick-access” scheme to “find” and register
with a preferred network quickly from multiple available
networks.

The device uses location, network, user and CAI protocol
and other configuration databases to capture or create 1nfor-
mation about itsell and provide a means to configure the
device to function within any network in which it can register.
The invention creates a platform for holding primary regis-
tration information for multiple independent networks with-
out having to emulate the complete network service provider
databases.

While the invention device 10 can function in current wire-
less networks, 1ts inherent design does not require a home or
anchor network to activate service 1n a contracted or visiting
network. The invention device’s user profile configuration
database creates a unique means for home network indepen-
dent service activation by storing the invention device’s user-
specific network parameters for transmission to the current
network where service 1s requested. The ivention device
functions independently of a home network by providing 1ts
user service profile, user 1dentity (portable number) and it
necessary, billing code, to the contracted network 1t 1s access-
ng.

Within current network architectures, the invention device
redefines the method for “roaming” by using 1ts multi-per-
sonality capability to create additional “home” environments
in the mvention device’s frequently visited networks, with all
the capabilities and features of a home network. The mnven-
tion device creates a platform for real-time transaction-based
service arrangements in less frequently visited networks. This
real-time transaction processing uses a unique encrypted bill-
ing code accessible by a special PIN and codeword to make a
one-time arrangement between the network and the invention
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device for temporary use of their services. When the code-
word 1s activated, the charging algorithm 1s a function of the
physical location of where the device 1s in the network which
1s determined by the geographical position data. This capa-
bility of the mnvention device creates a platform for location-
based billing which allows the network to charge relative to
its position in the network. It provides an accurate description
of how many resources are used for a particular transaction.

The invention device provides an innovative approach to
Wireless Number Portability by storing an encrypted tele-
phone number within its user i1dentity profile database for
transmission to any network where service activation 1s
required. The user unlocks the number from the user identity
profile database via a unique PIN and codeword so it can be
extracted by the contracted network. The invention device
also has the flexibility to have a permanent number assigned
which travels with 1t from network to network. As the mven-
tion device registers 1 a network, 1t leaves a trail of its
presence. When the land line system attempts to locate the
invention device, 1t will find all of the networks 1n which i1t has
previously registered. The land line system will then page
cach 1dentified network sequentially to locate the invention
device’s current location. Prior art SIM cards facilitate mov-
ing access numbers from device (phone) to device by moving
the SIM card, but that card must be changed 11 the user travels
to a different service provider. In contrast, the invention
crosses those boundaries providing access to any network
with the same physical device to seamlessly handoff without
hardware changes. The invention device supports personal
telephone number capability in enhanced networks by pro-
viding access to a unique number 1n the device for the net-
work. The invention device can therefore be reached 1n any
network.

As explained above, this ivention device stores a user
“personality” profile corresponding to each wireless network
with which it has contracted. These “personality” profiles
allow the device to access any of 1ts contracted wireless
networks as ahome user in that network. The invention device
1s able to recognize these contracted networks by means of
network 1dentity profiles stored in a table and dynamically
compared to the current network the invention device 1is
located within. As such, the mvention device recognizes a
contracted network and sends a request to that network. Once
the network recognizes the invention device, the invention
device receives an acknowledgement that permits 1t to regis-
ter. The mvention device then sends the appropriate “person-
ality” information to the contracted network. These tasks are
all accomplished without administrative intervention of the
user. With the ability to appear as a “home” user in many
different contracted networks, the mnvention device changes
the way a user can travel (“roam”) through many different
networks. The mvention device breaks down the current
necessity of “home™ and “visiting” differentiation.

When crossing contracted network boundaries, the inven-
tion device performs a “user-defined” hand-oif scheme by
only handing oif to another available contracted network
according to the Access Priority Table (APT). This provides
the user with flexibility to not just hand off to an available
network which may have a higher usage charge rate, different
grade of service or 1n which a transaction would be necessary,
but to a preferred, lower cost, better coverage network of
user’s choice.

Various embodiments of the multi-network client device
enable a seamless multistage handoil process and algorithm,
without dropping a call session, making such embodiments
suitable for heterogeneous handoffs for both “an inter-base

station” handoit and “an inter-MSC” handoft.
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In order for the multi-network client device and method to
meet the seamless handofl timing requirement of today’s
wireless systems, the handoil process, 1n various embodi-
ments, 1s divided to multiple stages to allow the multi-
network client device to simultaneously interface with mul-
tiple base stations concurrently using different radio link
protocols and technologies. As described above, the multi-
network client device has the capability of simultaneously
connecting to multiple base stations through the use of a
multi-function Software Define Radio (SDR) access sub-
system. The SDR access subsystem may include multiple
radios (DRPs). Using the multi-network client device during
a heterogeneous handotil, new radio parameters having dii-
ferent radio link protocols and technologies can be down-
loaded into each radio to establish multiple simultaneous
independent call sessions with different base stations.

The use of the multi-network client device, as described
herein 1n various embodiments, allows the handoil process to
be carried out 1n multiple stages. In some embodiments, the
handoif process can be implemented 1n a single stage. Various
embodiments of the Multistage Seamless Heterogeneous
(MSH) handoil process may consist of a homogeneous
“inter-MSC” handoif followed by a heterogeneous “inter-
base station” handoit all performed as part of a single handoif
process from the perspective of the multi-network client
device.

The first stage of the MSH handoil process may include an
Inter-MSC handoil that utilizes a conventional inter-MSC
handoit algorithm which 1s designed to facilitate a handoif
between two wireless networks consisting of the same type of
radio link technology, such as, for example, a handoif from
GSM to GSM. This stage of the process 1s designed to move
the call seamlessly from one wireless network to another
wireless network while meeting the inter-MSC homogeneous
handoif time requirements utilizing mter-MSC signaling
messages. The next stage of the multistage handoil process
may consist ol a heterogeneous inter-base station handoif
process designed to facilitate an inter-base station handoif
utilizing intra-MSC signaling messages within the same
wireless network by utilizing a multi-function software
define radio (SDR) assembly.

As described previously, the multi-network client device
may include multiple radios within the SDR assembly which
are capable of receiving newly downloaded radio parameters
to establish and conduct multiple simultaneous independent
call sessions with different base stations using different radio
links protocols and technologies. The different types of radio

link technologies may be, for example, CDMA, TDMA,
CSMA, OFDA, GSM, c¢cdma2000, 1S-136, IEEE 802.11x,
IEEE 802.16x, etc. all under software control. The above list
1s not an exclusive one. Those having skill in the art would
understand that other radio links protocols and technologies
may be employed.

In addition to or in lieu of the multiple radios being
installed within the multi-network client device, 1n some
embodiments, the MSH handoil process may be employed
utilizing a multi-function software define radio (SDR) base
station that can be dynamically configured to correspond to
different types of radio link technologies such as, for
example, CDMA, TDMA, CSMA, OFDA, GSM, cdma2000,
IS-136, IEEE 802.11x, IEEE 802.16X, etc. all under software
control. Likewise, the SDR 1s used 1n this embodiment to
tacilitate seamless handoffs between different types of radio
link technology subsystems within the same wireless network
or the same wireless base station.

When using the multi-network client device to conduct a
call in the heterogeneous inter-base station handoif stage, the
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call 1s transferred to the same wireless network and 1s con-
trolled at that particular base station, which will be explained
in more detail with reference to the exemplary embodiments
of FIGS. 10 and 11. The handoil timing that 1s normally
required for signaling between the two MSCs of the differ-
ence wireless networks 1s reduced, and as a result the hetero-
geneous inter-base station handoil can be completed within
the required time for a homogeneous mter-MSC handoil pro-
Cess.

FIG. 10 1llustrates the multi-network client device 1000
executing a MSH handolif process. The multi-network client
device 1000 1n FIG. 10, similar to FIG. 1, can communicate
with multiple wireless networks. In the exemplary embodi-
ment of FIG. 10, there are two networks, public network
NTW, and private network NTW,. Private network NTW,
overlaps public network NTW,. Public NTW, 1s a public
network 100 based on a public network Common Air Inter-
tace (CAI) Protocol 1 which 1s known as an existing protocol
by the multi-network client device 1000. Public NTW, pro-
vides mobile data communications for mobile devices, such
as the multi-network client device 1000, located 1n the public
coverage domain area 1001.

In this example, private NTW, 1s a private network that 1s
capable of supporting both the public network CAI Protocol
1 as well as a private network CAI Protocol 2 within a single
base station or a combination of base stations within the same
network. The private network NTW,, includes two different
private coverage areas, a multi-protocol private coverage
transition domain area 1002 and private coverage domain
area 1003. The multi-protocol private coverage transition
domain area 1002 supports both CAI Protocol 1 and CAI
Protocol 2. The private coverage domain area 1003 supports
CAI Protocol 2. It should be understood that the communi-
cation profiles shown and described with reference to FI1G. 10
1s nonlimiting and exemplary only. Those skilled 1n the art
would understand that various profile configurations may be
envisioned for the different networks without departing from
the scope of the present teachings.

When using the multi-client network device 1000 for per-
forming a MSH handoil process as depicted in the exemplary
embodiment of FIG. 10, the multi-network client device 1000
has the capability to support both CAI Protocol 1 and CAI
Protocol 2. While the device 1s located 1n public network
NTW,, the multi-network client device 1000 connects to
public network NTW , utilizing CAI Protocol 1 1n a live call
session. As the multi-network client device 1000 travels
through the public coverage domain area 1001 of public
network NTW, 1n FIG. 10, it moves towards the private net-
work NTW,. In order to maintain the quality of the signal as
the device 1000 leaves the current public network NTW, and
approaches NTW,, the MSH handoil process begins with the
multi-network client device 1000 requesting a heterogeneous
handoil from the current wireless network, public network
NTW, to change the CAI Protocol that 1s currently being used
by the device 1000.

The MSH handoil request transmitted from the multi-net-
work client device 1000 signals to public network NTW , that
this handoil should be complete 1n stages. In this exemplary
embodiment, the first stage handoifs the multi-network client
device 1000 from CAI Protocol 1 within the public coverage
domain area 1001 of public network NTW, to the multi-
protocol private coverage transition domain area 1002 of the
private network NTW ,, which 1s capable of supporting mul-
tiple CAI Protocols such as CAI Protocol 1 and CAI Protocol
2. Given this capability, private network NTW , 1s capable of
configuring the base stations located within the multi-proto-
col private coverage transition domain area 1002 to facilitate
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a multistage inter-MSC handoil between two networks that
support different CAI Protocols.

As generally known, the MSC 1s responsible for connect-
ing the base station to the network. When a mobile device
such as the multi-network client device 1000 moves mto a
different base station domain while a call 1s 1n progress, the
MSC automatically transiers the call to a new radio channel
belonging to the new base station. According to the present
teachings, the base stations, for example, located within the
multi-protocol private coverage transition domain area 1002
may be configured to operated on different protocols. In other
words, not all base stations connect to the same network may
operate on the same protocol. Thus, during the MSH handoff
process, when the multi-network client device 1000 enters the
multi-protocol private coverage transition domain area 1002
the MISC can transfer the call {from a base station operating on
CAI Protocol 1 to another base station operation on CAI
Protocol 2.

As shown 1n FIG. 10, the MSH handoil process performs

the first stage 104 as a homogeneous mter-MSC handoif
when the multi-network client device 1000 cross the bound-
ary area Irom the public coverage domain area 1001 1nto the
multi-protocol private coverage transition domain area 1002.
Once the MSH handoil process completes the homogeneous
inter-MSC, the multi-network client device 1000 call ses-
s10ms 1s now supported on the private network NTW , within
the multi-protocol private coverage transition domain area
1002 utilizing CAI Protocol 1, which 1s the same CAI Proto-
col 1 that supported the call session within the public cover-
age domain network 1001 of the public network NTW . This
stage of the process ensures that all handoff requirements are
met for a high quality inter-MSC handoil process.

The MSH handoil process performs the second stage as a
heterogeneous inter-Base Station handoil process between
two base stations operating on different protocols within the
same domain area 1002 on the private network NTW,. As
described above, the multi-protocol private coverage transi-
tion domain area 1002 may include base stations operating on
different protocols. In this example, the base station 1n this
domain area 1002 may operate on both CAI Protocol 1 and
CAI Protocol 2. The heterogeneous inter-MSC handoil pro-
cess 1s achieved by allowing the multi-network client device
1000, while hosting an active call session on CAI Protocol 1
through the first base station, to also utilize the multi-protocol
processing capability within the SDR access subsystem to
set-up a second active call session through the second base
station utilizing the CAI Protocol 2. To simultaneously main-
tain two independent call sessions on the multi-network client
device 1000, the new radio parameters are downloaded into
the multiple radios (DRPs) ol the SDR access subsystem. The
multi-network client device 1000 informs the MSC that the
two concurrent call sessions are a part of the same call and as
such these two call sessions should be bridged together to
form a single call session for the multi-network client device
1000.

Once the MSC 1nforms the multi-network client device
1000 that the bridging process has been completed, the multi-
network client device 1000 1ssues a disconnect message to the
MSC for the first call session that was established through the
first base station supporting CAI Protocol 1, while maintain-
ing the second call session established through the second
base station utilizing the second CAI Protocol 2. The discon-
nection of one of the simultaneous call sessions completes the
heterogeneous mter-MSC handoil process. In comparison to
conventional handoff methods, the heterogeneous imnter-MSC
handoif process eliminates the need for any inter-MSC mes-
sages to be completed during the second stage of the handoit
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process, thereby, ensuring that all handoil requirements are
met for a high quality inter-MSC heterogeneous handoil pro-
CEesS.

FIG. 11 illustrates an example of execution steps in the
MSH handoil process. The method of FIG. 11 starts with the
mobile station requiring a handoil during an 1nitial call ses-
sion and lunching the MSH handoil process 1100. In step
1105, the MSC continuously performs a frequency scan pro-
cess to determine the type of CAl protocols in the surrounding
networks and to monitor the signal strengths to determine
whether a handoil 1s required. If so, the process determines
what type of handoil 1s required. The process checks, 1n step
1110, whether an MSH handoft 1s required. If no MSH hand-
olf 1s required, the handoil process returns the controls to the
frequency scanning process 1n step 1105.

If an MSH handoil 1s required, the process 1n step 1115
initiates the mobile station CAI scanning process to 1identily
all networks and their corresponding CAls that are candidates
for handoff by this particular mobile station. The mobile
station creates a list of handoil candidates to the start the
MSH handoil process. Once the handoil candidates list i1s
complete, the mobile station compares in step 1120 the list
with its internal database to ensure that the mobile station has
the CAI capability to complete the MSH handoil process. I
the mobile station does not have the CAI capability for the
new network, 1t requests 1n step 1125 a CAI update through
the current network for the new network to send an update of
the new CAI protocol parameters.

If the mobile station has the CAI Protocol for the new
network 1n i1ts current database, 1t loads the parameters 1nto its
DRP and starts the homogeneous inter-MSC handoif process
in step 1130, which 1s the first stage of the MSH handoif
process. The moblle station contlnuously checks on the status
of the homogeneous inter-MSC handoil process 1n step 11335
and waits for the completion of the homogeneous mter-MSC
handoil process 1n step 1140. Once the homogeneous inter-
MSC handotl process 1s completed, the mobile station starts
the heterogeneous inter-Base station handoil process 1n step
1145 by downloading the new base station CAI protocol into
the mobile station DRP to set the mobile station’s radio
parameters 1n the SDR.

After the installation of the CAI protocol into the mobile
station’s DRP, the mobile station establishes a new call ses-
sion 1n step 1150 along parallel talk paths with the same MSC.
The mobile station requests the bridging of the two call ses-
s10ms 1nto a single call session by the MSC 1n step 1155 for the
completion of the MSH handoif process. Once the 1nitial and
new call sessions are bridged, the mobile station then requests
that the MSC release 1n step 1160 the initial call session,
thereby completing the MSH handoil process 1n step 1165.

In various embodiments, the multi-network client device
has the capability to support multiple simultaneous sessions
conducted on a single end user device that connects the device
to different networks to receive different sources of content
through the use of parallel call sessions maintained by the
single end user device. This feature enables the user using a
single device, 1n real time, to be connected to multiple content
sources such as, for example, healthcare service providers,
information appliances, live content, and other telemetry ser-
vices. This capability can be accomplished by using multiple
DRPs to connect simultaneously to different networks that
are concurrently hosting different content services and to
simultaneously receive such services.

This feature eliminates the need for such network services
such as call waiting where the session 1s terminated at the
local switch and not at the end client device. With today’s
state of the art, current devices can only connect to one ses-
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sion at a time and, when the device needs to switch to a second
sessi1on, 1t must communicate with the local switch to change
the session. During use of the device to conduct multiple
simultaneous communication sessions, 1n various embodi-
ments, the device 1s capable of interacting directly with a
current network and maintaining an initial communication
session while also simultaneously connecting to a new net-
work and establishing a new communication session without
having to disconnect from the initial communication session.
Either communication session may be used to transmuit trans-
missions such as voice, video, multimedia, data services or
any combination thereof.

The mvention device enhances the current approach to
PRLs by creating a platform for system access through mul-
tiple networks regardless of technology. The invention device
stores the control channel access methods for different com-
mon air interface protocols and applies the proper approach to
the indicated network. The invention device’s default or pre-
set capability adds enhanced flexibility to accessing the Con-
trol Channel by searching according to CAI protocol groups
instead of network groups. The technology priority table 1s
defined by order of air interface, for example, GSM followed
by IS-136 then cdma2000. Each CAI protocol control chan-
nel 1s accessed 1n order of priority for a contracted network in
which to activate service. The mvention takes on this CAl
protocol 1dentity and attempts to transmit on a control chan-
nel. If the network responds with an acknowledgement, the
invention device receives the network’s SID information and
determines 1f 1t 1s on the mvention device’s user priority list.
Because the invention device can assume different personali-
ties/identities and CAI protocols instantaneously, 1t can
access a control channel 1n any combination of technology
and CAI protocol as required. Current devices are limited by
disparate approaches for network access. In older wireless
networks such as AMPS and GSM, there 1s separate traffic
and control channel access, versus today’s digital wireless
networks such as IS-136 which integrate their channel access
(traffic and control) to grow capacity. IEEE 802.11x systems
have no control channel, and new 3G and 4G networks will
likely present yet another approach. The mvention operates
within any type of network access scheme, now or 1n the
future.

The mnvention device supports multiple applications 1n a
single unit with no need of user intervention for environment
detection and application switching. The mmvention device
automatically detects its environment and presents the corre-
sponding personality to commumnicate with the available net-
work.

As further explained above, the mvention introduces the
idea of Position and Protocol Assisted Learning (P°AL), in
which the mvention device uses its configuration data to
gather information about 1ts environment A menu-driven and
user-created Priority Table defines the order in which con-
tracted networks are accessed. With available position data
and the network coverage maps 1t “learned” or “developed”
and enhanced over time, the invention device 1s able to
quickly access available contracted networks in the area
based on that data. Without that data, the invention device
performs a “scan” access based on stored Network Profile and
priority information. The P°AL algorithm allows the inven-
tion device to “see” its environment, its relationship to that

environment, and to more elfectively navigate within that
environment.

Due to the algorithmic modularity and flexibility of the
invention device, the basic architecture of the invention’s
Position and Protocol Assisted Learning (P*AL) algorithms is
adjustable for efficiency and applications. The component
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blocks of the P°AL algorithms and flows of interactions are
readily mixed, matched and adjusted for innumerable con-
figurations to take advantage of efficiencies, or compensate
for 1netliciencies, in the mvention device’s various applica-
tions. Such adaptations and flexibility are not possible with-
out the core capabilities which identify this invention device.

The 1nvention device also has the ability to dynamically
update 1ts capabilities either via physical means or via down-
load over the air. These updates are originated either by the
invention device (user) or originated by the network. With the
soltware defined radio technology and the ability to downloa
new CAI protocols, the invention device provides the ability
to access any ad hoc network at any time. This invention truly
enables a user to have access to all the subscribed communi-
cations services 1n any location, be 1t a conference room,
remote location, airport or other transition point, at any time.
This greatly enhances the user’s efficiency and productivity.

This invention device eliminates the need for having exter-
nal technology or service constructs to simulate contiguous
service such as SIM cards (or other personality cards).

In addition to supporting conventional subscription-based
services and transaction-based services (e.g., pre-paid ser-
vices, calling card services), the mvention device also intro-
duces a mechanism for real-time transaction-based services,
where there 1s a one-time transaction fee for a higher level of
service access. With real-time transaction-based services, the
user can make a one-time arrangement with the network for
temporary usage of services through a unique encrypted bill-
ing number stored within it.

The mvention provides a platform for enhanced business
services such as call waiting, call forwarding, conference
calling, Centrex-like services, data, video, and multimedia
services with true mobility within a wireless communications
environment. The mvention device also provides a platform
tor Virtual Private Network (VPN) support.

The mvention device also provides a platform for incorpo-
rating advanced wireless network architecture and design.
The learning techniques and location awareness of the mnven-
tion device provides a means for further exploitation with an
enhanced network architecture and service platform to create
an advanced network capability.

The flexibility of this database structure and the algorithms
themselves support a myriad of implementations using the
fundamental structure to efliciently execute the invention
device’s functionality.

Current networks limit the user devices to either subscrip-
tion-based services with permanent databases and account
control or transaction-based services such as pre-paid ser-
vices. This invention redefines the method for “roaming”.
Conventionally, subscription-based services benefit the user
most 1n their home environment. Outside that home environ-
ment, the user accrues a higher rate of billing for limited
access 1n a roaming environment. With multiple personality
capability, the frequently visited environments become addi-
tional “home” environments to the user with all the “home”
environment advantages. For less frequently visited environ-
ments, the invention device allows the user to enjoy services
based on transaction-based service arrangements. The inven-
tion device also itroduces a mechanism for real-time trans-
action-based services, where there 1s a one-time transaction
tee for a higher level of service access. With real-time trans-
action-based services, the user can make a one-time arrange-
ment with the network for temporary usage of services. The
invention device uses a unique encrypted billing number
stored within 1t. This billing authentication code requires the
use ol a special PIN (Personal Identification Number) and
codeword combination by the user to unlock the billing code.
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This pre-set number 1s associated by the user with a billing
number/account such as a credit card number, which allows
the invention device to be used for transaction-based services.
In this transaction processing, the PIN and codeword combi-
nation also unlocks the encrypted information in the user
identity profile database transmitting the user specific net-
work requirements to the service activation network, includ-
ing the mvention device’s portable number (e.g. wireless
personal number).

The 1nvention device provides a mechanism for an
enhanced network to provide flexibility and expanded capa-
bility. It also provides tiered levels of security for access to
business line networks such as VPNs through the use of the
invention devices’ User Personality Profile (UPP) configura-
tion database.

This mvention defines the architecture and design of a
device that greatly expands the capability of current wireless
devices to support multiple networks with the ease and advan-
tage of a “home™ device appearance. The invention device 1s
used as a “home” device to access multiple registered net-
works.

Thus, 1n summary, 1n visualizing the use of device 10, FIG.
1 layers several networks upon themselves to show the
device’s process within them as described above. Device 10
uses i1ts GPS system data as well as 1ts coverage maps and
network profiles to create an accurate map of 1ts location. The
GPS information 1s gathered to create locational boundaries.
Network information 1s the reference point for creating that
boundary information. The invention device functions as a
sensor to gather intelligence about the boundaries of the dif-
ferent networks it travels into. This sensing function allows
the mvention device to see the networks when they stack
together and to create a map of the coverage. All of the
network profile information that goes along with any GPS
system data 1s collected and related.

While the mmvention device may exist geographically 1n
multiple contracted networks, it will register 1n those net-
works according to its P°AL algorithm. Starting with its high-
est priority contracted network (which could be 1ts Home
Network 1n an enhanced network environment), 1t passes nto
another contracted network which it recognizes by the Net-
work Coverage Map (or the SID) and after communication
acknowledgement with the network, provides the associated
User Personality Profile information to the wireless network
for service activation. As 1t passes into a non-contracted net-
work (WN), known to be non-contracted because none of the
stored profiles matches it, the invention device uses transac-
tion-based billing to function as a visitor, or 1n an enhanced
network architecture, provides a platiorm for storing tempo-
rary Network Profile data and having its home network assign
a temporary User Personality Profile (UPP) for the transac-
tion. Passing once again into another contracted network,
recognized by 1ts Network Profile (or SID), after communi-
cation acknowledgement with the network, the mmvention
device 10 provides the corresponding user profile data for
service activation.

The invention device provides a modular, expandable, plat-
form for sensing and navigating effectively through its envi-
ronment with programmable access capabilities. The mnven-
tion provides seamless network access across multiple
networks 1n any CAI protocol without requiring a home net-
work to anchor 1ts 1dentity. The invention device functions as
a transaction device for alternative billing 1n networks with
which 1t 1s not contracted. Finally, the mnvention provides a
tuture-proofed platform for enhanced wireless network con-
structs enabling 1ts use 1n next generation wireless commu-
nications networks.
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While there have been shown and described and pointed
out fundamental novel features of the invention as applied to
preferred embodiments thereot, it will be understood that
various omissions and substitutions and changes in the form
and details of the devices illustrated, and 1n their operation,
may be made by those skilled in the art without departing
from the spirit of the invention. For example, 1t 1s expressly
intended that all combinations of those elements which per-
form substantially the same function in substantially the same
way to achieve the same results are within the scope of the
invention. It 1s the mtention, therefore, to be limited only as
indicated by the scope of the claims appended hereto.

What 1s claimed 1s:

1. A method for automatically adapting a multi-protocol
wireless device to facilitate a seamless multistage handoft,
the method comprising;:

(a) generating a secamless multistage handoff request 1niti-
ated by a multi-protocol wireless device when the multi-
protocol wireless device crosses a boundary area into an
overlapping region where the multi-protocol wireless
device 1s capable of simultaneously accessing a plurality
of networks:

(b) providing the multi-protocol wireless device compris-
ng:

a single transceiver configured to transmit a request and
recerve a download to store at least one program 1nto
a plurality of Digital Radio Platforms (IDRPs) to con-
figure a plurality of Software Define Radios (SDRs),
respectively, to store multiple transmission technolo-
gies 1o establish communication simultaneously with
a plurality of networks;

a memory for storing data and instructions 1n at least one
database, wherein the at least one database 1s config-
ured to store network profiles for the plurality of net-
works to enable the multi-protocol wireless device to
simultaneously commumnicate with the plurality of
networks;

a processor having solftware modules configured to
access the memory and when executing the instruc-
tions to perform the steps of:

(1) monitoring a radio channel of a local unknown
network to detect data transmitted in an unknown
communication protocol from the local unknown
network;

(11) receiving the data transmitted in the unknown
communication protocol via the radio channel
from the local unknown network;

(111) analyzing the data transmitted 1n the unknown
communication protocol to decipher the unknown
communication protocol to obtain and store 1n the
software modules a learning data to learn a com-
munication format for the unknown communica-
tion protocol; and

(1v) using the learned communication format in the
soltware modules of the processor to dynamically
match data of the request transmitted from the
transcerver with data of the unknown communica-
tion protocol to establish the communication with
the plurality of networks, including the local
unknown network and to adapt the multi-protocol
wireless device to implement the seamless multi-
stage handoil process by performing at least a two-
stage handoil process comprising a homogeneous
handoif and a heterogeneous handoil without inter-
rupting a communication call session conducted
using the multi-protocol wireless device;
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(¢) performing the homogeneous handoil between a first
network operating on a first communication protocol
and a second network operating on a second communi-
cation protocol, wherein the first network 1s an existing,
network 1n use by the multi-protocol wireless device ata
time of crossing the boundary area and the first commu-
nication protocol and the second communication proto-
col having compatible transmission technologies, and
the first network and the second network are different
networks of the plurality of networks; and

(d) performing the heterogeneous handoff within the sec-
ond network between the second protocol and a third
communication protocol, wherein the second commu-
nication protocol and the third communication protocol
having incompatible transmission technologies.

2. The method of claim 1, wherein the compatible trans-
mission technologies having compatible Common Air Inter-
tace (CAI) protocol parameters and the incompatible trans-
mission technologies having incompatible CAI protocol
parameters.

3. The method of claim 1, wherein performing the homo-
geneous handoil 1 step (¢) and performing the heteroge-
neous handoil 1n step (d) further comprises:

(e) requesting using the multi-protocol wireless device a
download of atleast a second transmission technology to
coniigure at least one of the plurality of Software Define
Radios (SDRs), wherein the transmission technology of
the first network 1s stored as a first transmission technol-
ogy 1n one of the plurality of SDRs when the multi-
protocol wireless device crosses the boundary area.

4. The method of claim 3, wherein the step of (e) further

COmprises:

(1) downloading and simultaneously storing multiple trans-
mission technologies to configure respective SDRs for
cach transmission technology to establish multiple
simultaneous communication sessions with each of the
plurality of networks.

5. The method of claim 4, wherein the multi-protocol wire-
less device comprises a plurality of Digital Radio Processing
platforms for supporting a transmission 1n each transmission
technology.

6. The method of claim 5, wherein the transmission tech-
nology comprises a technology selected from a group con-
sisting of CDMA, TDMA, CSMA, OFDA, GSM, cdma2000,
IS-136, IEEE 802.11x, IEEE 802.16x, a protocol supporting
High Speed Internet Access, a protocol supporting a trans-
mission of Video data, a protocol supporting the transmission
of audio data, and a protocol supporting a transmission of
multimedia data.

7. The method of claim 1, further comprising:

performing the homogeneous handoif followed by the het-

erogeneous handoll to establish two simultaneous par-
allel communication sessions.

8. The method of claim 1, further comprising;

utilizing the homogeneous handoil to establish the hetero-

geneous handoil and two simultaneous parallel commu-
nication sessions.

9. The method of claim 7, further comprising:

terminating the homogeneous handoil and one of the two

communication sessions after establishing the heteroge-
neous handofif.

10. The method of claim 8, turther comprising:

terminating the homogeneous handoil and one of the two

communication sessions after establishing the heteroge-
neous handoft.
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11. The method of claim 7, wherein at least one of the
plurality of networks 1s selected from contracted networks,
non-contracted networks, private networks, and public net-
works.

12. The method of claim 7, wherein at least one of plurality
of networks 1s one of a wide area wireless network, an in-
building wireless network, a campus wireless network, or an
enterprise network.

13. The method of claim 8, wherein at least one of the
plurality of networks comprises networks selected from con-
tracted networks, non-contracted networks, private networks,
and public networks.

14. The method of claim 8, wherein at least one of the
plurality of networks 1s one of a wide area wireless network,
an 1n-building wireless network, a campus wireless network,
Or an enterprise network.

15. The method of claim 1, further comprising:

performing the heterogenecous handoil followed by the
homogeneous handoil to establish two simultaneous
parallel communication sessions.

16. The method of claim 15, turther comprising;:

terminating the heterogeneous handoil and one of the two
communication sessions after establishing the homoge-
neous handoff.

17. The method of claim 15, wherein at least one of the
plurality of networks 1s selected from contracted networks,
non-contracted networks, private networks, and public net-
works.

18. The method of claim 15, wherein at least one of the
plurality of networks 1s one of a wide area wireless network,
an 1n-building wireless network, a campus wireless network,
or an enterprise network.

19. The method of claim 1, further comprising:

utilizing the heterogeneous handoif to establish the homo-
geneous handoil and two simultaneous parallel commu-
nication sessions.

20. The method of claim 19, further comprising:

terminating the heterogeneous handoil and one of the two
communication sessions aiter establishing the homoge-
neous handofl.

21. The method of claim 19, wherein at least one of the
plurality of networks comprises networks selected from con-
tracted networks, non-contracted networks, private networks,
and public networks.

22. The method of claim 19, wherein at least one of the
plurality of networks 1s one of a wide area wireless network,
an 1n-building wireless network, a campus wireless network,
or an enterprise network.

23. The method of claim 1, further comprising implement-
ing the multistage handoil using an update algorithm.

24. A multi-protocol wireless device automatically adapt-
able to facilitate a multistage handoil, the multi-protocol
wireless device comprising:

a single transcerver configured to transmit a request and
receive a download to store at least one program 1nto a
plurality of Digital Radio Platiorms (DRPs) to configure
a plurality of Software Define Radios (SDRs), respec-
tively, to store multiple transmission technologies to
establish communication simultaneously with a plural-
ity ol networks;

a memory for storing data and istructions in at least one
database, wherein the at least one database 1s configured
to store network profiles for the plurality of networks to
enable the multi-protocol wireless device to simulta-
neously communicate with the plurality of networks;
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a processor having software modules configured to access
the memory and when executing the instructions to per-
form the steps of:

(a) monitoring a radio channel of a local unknown net-
work to detect data transmissions 1n an unknown coms-
munication protocol from the local unknown net-
work:

(b) recerving the data transmitted 1n the unknown com-
munication protocol via the radio channel from the
local unknown network;

(c) analyzing the data transmitted 1n the unknown com-
munication protocol to decipher the unknown com-
munication protocol to obtain and store in the sofit-
ware modules a learning data to learn a
communication format for the unknown communica-
tion protocol;

(d) using the learned communication format 1n the soft-
ware modules of the processor to dynamically match
data of the request transmitted from the transceiver
with data of the communication protocol to establish
communication with the local unknown network such
that the simultaneous communication with the plural-
ity of network includes communication with the local
unknown network and to adapt the multi-protocol
wireless device to 1nitiate a multistage handoit algo-
rithm using the multi-protocol wireless device and the
at least one database provides a means to configure a
multistage handofil algorithm to select at least one
wireless network of the plurality of networks to com-
municate with when the multi-protocol wireless
device crosses a boundary area into an overlapping
region where the multi-protocol wireless device 1s
capable of simultaneously accessing the plurality of
networks:

the multistage handoil algorithm comprises at least a homo-
geneous handoil algorithm configured to execute a homoge-
neous handoil and a heterogeneous handoil algorithm con-
figured to execute a heterogeneous handoil, wherein the
multistage handoil algonthm executes the homogenous
handoil and heterogeneous handoil without interrupting a
communication call session conducted using the multi-pro-
tocol wireless device;
the processor instructs the homogeneous handoil algorithm
to execute the homogeneous handoil between a first network
operating on a first communication protocol and a second
network operating on a second communication protocol
when the multi-protocol wireless device crosses the boundary
area, wherein the first network 1s an existing network in use by
the multi-protocol wireless device at a time of crossing the
boundary area and the first communication protocol and the
second communication protocol having compatible transmis-
s1on technologies, and the first network and the second net-
work are different networks of the plurality of networks; and
the processor istructs the heterogeneous handoil algo-
rithm to execute the heterogeneous handoil within the
second protocol and a third communication protocol,
wherein the second communication protocol and the
third communication protocol having incompatible
transmission technologies.

25. The device of claim 24, wherein the at least one pro-
gram 1ncludes at least one CAI protocol image.

26. The device of claim 24, wherein the compatible trans-
mission technologies having compatible Common Air Inter-
tace (CAI) protocol parameters and the mncompatible trans-
mission technologies having incompatible CAI protocol
parameters.
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27. The device of claam 24, wherein the multi-protocol
wireless device requests the download of at least a second
transmission technology to configure at least one of the
SDRs, wherein the transmission technology of the first net-
work 1s stored as a {irst transmission technology 1n one of the
plurality of SDRs when the multi-protocol wireless device

crosses the boundary area.

28. The device of claim 24, wherein the at least one trans-
ceiver downloads and the DRPs simultaneously store mul-
tiple transmission technologies to configure respective SDRs
for each transmission technology to establish multiple simul-
taneous communication sessions with each of the plurality of
networks.

29. The device of claim 28, wherein the transmission tech-

nology comprises a technology selected from a group con-
sisting of CDMA, TDMA, CSMA, OFDA, GSM, cdma2000,
IS-136, IEEE 802.11x, IEEE 802.16x, a protocol supporting

High Speed Internet Access, a protocol supporting a trans-
mission ol Video data, a protocol supporting a transmission of
audio data, and a protocol supporting a transmission of mul-
timedia data.

30. The device of claim 24, wherein the processor mnstructs
the homogeneous handoif algorithm to execute the homoge-
neous handoif then instructs the heterogeneous handoif algo-
rithm to execute the heterogeneous handoil to establish two
simultaneous parallel communication sessions.

31. The device of claim 30, wherein the processor instructs
the homogeneous handoit algorithm to terminate the homo-
geneous handoil and one of the two communication sessions
alter establishing the heterogeneous handodt.

32. The device of claim 30, wherein at least one of the
plurality of networks comprises networks selected from con-
tracted networks, non-contracted networks, private networks,
and public networks.

33. The device of claim 30, wherein at least one of the
plurality of networks 1s one of a wide area wireless network,
an mn-building wireless network, a campus wireless network,
or an enterprise network.

34. The device of claim 24, wherein the processor instructs
the heterogeneous handoil algorithm to execute the hetero-
geneous handoil then instructs the homogeneous handoif
algorithm to execute the homogeneous handoil to establish
two simultaneous parallel communication sessions.

35. The device of claim 34, wherein the processor mnstructs
the heterogeneous handoil algorithm to terminate the hetero-
geneous handoil and one of the two communication sessions
alter establishing the homogeneous handofit.

36. The device of claim 34, wherein at least one of the
plurality of networks comprises networks selected from con-
tracted networks, non-contracted networks, private networks,
and public networks.

37. The device of claim 34, wherein at least one of the
plurality of networks i1s one of a wide area wireless network,
an 1n-building wireless network, a campus wireless network,
or an enterprise network.

38. A method for automatically adapting a multi-protocol
wireless device to facilitate a seamless multistage handoft,
the method comprising;:

(a) generating a seamless multistage handoff request 1niti-
ated by a multi-protocol wireless device when the multi-
protocol wireless device crosses a boundary area into an
overlapping region where the multi-protocol wireless
device 1s capable of simultaneously accessing a plurality
of networks: and

(b) providing the multi-protocol wireless device compris-
ng:
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a single transceiver configured to transmit a request and
receive a download to store at least one program into
a plurality of Digital Radio Platforms (DRPs) to con-
figure a plurality of Software Define Radios (SDRs),
respectively, to store multiple transmission technolo-
gies to establish communication simultaneously with
a plurality of networks;

a memory for storing data and instructions 1n at least one
database, wherein the at least one database 1s config-
ured to store network profiles for the plurality of net-
works to enable the multi-protocol wireless device to
simultaneously communicate with the plurality of
networks:

a processor having soltware modules configured to
access the memory and when executing the instruc-
tions to perform the steps of:

(1) monitoring a radio channel of a local unknown
network to detect data transmitted 1n an unknown

communication protocol from the local unknown
network:;

(11) receiving the data transmitted in the unknown
communication protocol via the radio channel
from the local unknown network:

(111) analyzing the data transmitted 1n the unknown
communication protocol to decipher the unknown
communication protocol to obtain and store 1n the
soltware modules a learning data to learn a com-
munication format for the unknown communica-
tion protocol; and

(1v) using the learned communication format 1n the
soltware modules of the processor to dynamically
match data of the request transmitted from the
transcerver with data of the unknown communica-
tion protocol to establish the communication with
the plurality of networks, including the local
unknown network and to adapt the multi-protocol
wireless device to implement the seamless multi-
stage handoil process by performing at least a two-
stage handoll process comprising a homogeneous
handoif and a heterogeneous handoit without inter-
rupting a communication call session conducted
using the multi-protocol wireless device.

39. The method of claim 38, further comprising:

performing the homogeneous handoif followed by the het-
crogencous handoil to establish two simultaneous par-
allel communication sessions.

40. The method of claim 39, further comprising:

terminating the homogeneous handoil after establishing
the heterogeneous handoil

41. The method of claim 38, further comprising;:

performing the heterogeneous handoil followed by the
homogeneous handoif to establish two simultaneous
parallel communication sessions.

42. The method of claim 41, further comprising:

terminating the heterogeneous handoil after establishing
the homogeneous handoif.

43. A method for automatically adapting a multi-protocol

wireless device to facilitate a seamless multistage handoft,
the method comprising;:

(a) generating a secamless multistage handoil request 1niti-
ated by a multi-protocol wireless device when the multi-
protocol wireless device crosses a boundary area into an
overlapping region where the multi-protocol wireless
device 1s capable of simultaneously accessing a plurality
of networks by establishing multiple simultaneous par-
allel communication sessions; and
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(b) providing the multi-protocol wireless device compris-

ng:

a single transceiver configured to transmit a request and
recerve a download to store at least one program 1nto
a plurality of Digital Radio Platforms (DRPs) to con-
figure a plurality of Software Define Radios (SDRs),
respectively, to store multiple transmission technolo-
gies 1o establish communication simultaneously with
a plurality of networks;

a memory for storing data and instructions 1n at least one
database, wherein the at least one database 1s config-
ured to store network profiles for the plurality of net-
works to enable the multi-protocol wireless device to
simultaneously communicate with the plurality of
networks;

a processor having software modules configured to
access the memory and when executing the instruc-
tions to perform the steps of:

(1) monitoring a radio channel of a local unknown
network to detect data transmitted 1n an unknown
communication protocol from the local unknown
network:

(11) receiving the data transmitted in the unknown
communication protocol via the radio channel
from the local unknown network:

(111) analyzing the data transmitted in the unknown
communication protocol to decipher the unknown
communication protocol to obtain and store 1n the
soltware modules a learning data to learn a com-
munication format for the unknown communica-
tion protocol; and

(1v) using the learned communication format 1n the
soltware modules of the processor to dynamically
match data of the request transmitted from the
transceiver with data of the unknown communica-
tion protocol to establish the communication with
the plurality of networks, including the local
unknown network and to adapt the multi-protocol
wireless device to implement the seamless multi-
stage handoll process by performing at least a two-
stage handoll process comprising a homogeneous
handoit and a heterogeneous handoil without inter-
rupting an 1nitial communication call session con-
ducted using the multi-protocol wireless device.

44. A multi-network client device comprising:
a controller configured to support multiple independent

call sessions, wherein the independent call sessions are
concurrently conducted on a single wireless device
through the use of parallel communication sessions and
simultaneously connect the wireless device to a plurality
of different networks hosting different content services;

the controller connects to and controls a single transceiver

included 1n the wireless device;

the wireless device comprises:

the single transceiver 1s configured to transmit a request
and receive a download to store at least one program
into a plurality of Digital Radio Platforms (DRPs) to
configure a plurality of Software Define Radios
(SDRs), respectively, to store multiple transmission
technologies to establish the parallel communication
sessions simultaneously with the plurality of different
networks hosting the different content services;

a memory for storing data and instructions 1n at least one
database, wherein the at least one database 1s config-
ured to store network profiles for the plurality of net-
works to enable the wireless device to simultaneously
communicate with the plurality of different networks;
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a processor having software modules configured to
access the memory and when executing the instruc-
tions to perform the steps of:

(1) monitoring a radio channel of a local unknown
network to detect data transmitted 1n an unknown
communication protocol from the local unknown
network:

(11) receiving the data transmitted in the unknown
communication protocol via the radio channel
from the local unknown network:

(111) analyzing the data transmitted 1n the unknown
communication protocol to decipher the unknown
communication protocol to obtain and store 1n the
soltware modules a learning data to learn a com-
munication format for the unknown communica-
tion protocol; and

(1v) using the learned communication format 1n the
soltware modules of the processor to dynamically
match data of the request transmitted from the
transcerver with data of the unknown communica-
tion protocol to establish the parallel communica-
tion sessions with the plurality of different net-
works, including the local unknown network.

45. The multi-network client device of claim 44, wherein at
least one of the parallel communication sessions transmits at
least one transmission of voice, video, multimedia and data
SErvices.

46. A method of conducting multiple simultaneous call
sessions, the method comprising:

conducting independent call sessions concurrently on a
single wireless device using parallel communication
SesS10NS;

simultaneously connecting the wireless device to a plural-
ity of different networks hosting different content ser-
vices; and

providing the wireless device comprising:

a single transceiver configured to transmit a request and
receive a download to store at least one program into a
plurality of Digital Radio Platiforms (DRPs) to configure
a plurality of Software Define Radios (SDRs), respec-
tively, to store multiple transmission technologies to
establish the parallel communication sessions simulta-
neously with the plurality of different networks hosting
the different content services;

a memory for storing data and instructions 1n at least one
database, wherein the at least one database 1s config-
ured to store network profiles for the plurality of net-
works to enable the wireless device to simultaneously
communicate with the plurality of different networks;

a processor having soltware modules configured to
access the memory and when executing the instruc-
tions to perform the steps of:

(1) monitoring a radio channel of a local unknown
network to detect data transmitted in an unknown
communication protocol from the local unknown
network:;

(11) recerving the data transmitted in the unknown
communication protocol via the radio channel
from the local unknown network;

(111) analyzing the data transmitted 1n the unknown
communication protocol to decipher the unknown
communication protocol to obtain and store in the
soltware modules a learning data to learn a com-
munication format for the unknown communica-
tion protocol; and

(1v) using the learned communication format 1n the
soitware modules of the processor to dynamically
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match data of the request transmitted from the
transcerver with data of the unknown communica-
tion protocol to establish the parallel communica-
tion sessions with the plurality of different net-
works, including the local unknown network.

38

47. The method of claim 46, wherein at least one of the
parallel communication sessions transmits at least one trans-
mission of voice, video, multimedia and data services.
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