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In a method and device which can quickly detect a fiber
misconnection without setting an expected value, a node
identifier of source node and an 1dentifier of an 1nterface for
inputting/outputting a signal are set in a predetermined {first
field of a header to be transmitted to a destination node, and
when both identifiers set 1n the first field are recerved from the
destination node, both 1dentifiers are set 1n a predetermined
second field of the header to be transmitted and stored with
the first field. When the 1dentifiers set 1n the first and second
fields are received and the identifiers of the second field
among the 1dentifiers are consistent with the identifiers of the
first field stored at the second step (means), a connection 1s
determined to be correct.
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FIBER MISCONNECTION DETECTING
METHOD AND DEVICE

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to a fiber misconnection
detecting method and device, and 1n particular to a method
and device for detecting an error of a fiber connection
between SONET (Synchronous Optical NETwork) devices.

2. Description of the Related Art

In a network formed of a plurality of SONET devices
(hereinaftter, referred to as nodes), as shown in FIG. 19, nodes
N are connected with fibers (optical fibers) F. Regarding each
node N within the network, the node has a plurality of inter-
face slots and one or more adjoining nodes connected with
fibers.

Upon network construction, whether or not the fiber con-
nection between the interfaces of nodes N 1s correct 1s con-
firmed. For this purpose, a user on a source (transmitting) side
sets a unique JO byte to be transmitted per fiber (per interface
of node) connecting the nodes, and a user on a destination
(recerving) side manually sets an expected value for the JO
byte and confirms if the JO byte recerved 1s consistent with the
expected value, thereby veritying the normality of the fiber
connection between opposed nodes (interfaces).

This will now be specifically described referring to FIGS.
20 and 21.

Firstly, when nodes N#1 and N#2 are connected with an
optical fiber, a Section Trace function by the JO byte of a
section overhead 1s used for confirming 11 the connection 1s
correct (not misconnection).

Inthe example of FI1G. 20, the source node N#1 sets “AAA”
in the JO byte to be transmitted from an interface IF#3. In an
interface IF#10 of the destination node N#2, a user manually
presets an expected value “AAA” received from a correct
source. In this occasion, the JO byte actually received by the
interface IF#10 of the destination node N#2 1s consistent with
the expected value, so that 1t 1s determined that the connection
between the iterfaces IF#3 and IF#10 1s correct. As for the
reverse direction from the node N#2 to the node N#1, it 1s
determined by using another expected value “BBB” that the
connection 1s correct.

While the receiving (reception) expected value of the inter-
face IF#3 of the node N#1 1s “BBB” 1n the example of FIG.
21, the JO byte actually received from the node N#2 1s a value
“YYY” transmitted from the interface IF#2 of the node N#2.
Theretore, both values are not consistent with each other, so
that 1t 1s determined that the fiber connection between the
interfaces IF#3 and IF#10 1s incorrect. Similarly, 1t 1s deter-
mined that the connection between the interfaces IF#4 and
IF#20 1s 1ncorrect.

It 1s to be noted that there has been a method of automati-
cally collecting connection states between nodes (which
nodes are connected with each other) by using Link Connec-
tivity Verification of an LMP (Link Management Protocol)
which 1s one of GMPLS (Generalized Multi-Protocol Label
Switching) protocol groups (see e.g. non-patent document 1).

Also, there has been a line corresponding information coin-
cident method of an ADPCM transcoder. In the line corre-
sponding information coincident method which makes line
corresponding information indicating a line correspondence
of signals 1 opposed devices coincident by the ADPCM
transcoder which performs a mutual code conversion
between two primary group signals which can accommodate
24 lines of PCM signal whose transmission speed 1s 64 kbps
and a single primary group signal which can accommodate 48
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2

lines of ADPCM signals whose transmission speed 1s 32
kbps, a line corresponding table indicating a line correspon-

dence of the signals 1s prepared in the ADPCM transcoder, an
address number of the line corresponding table 1s inserted
into the line transmitting signaling information 1n the primary
group signal which can accommodate 48 lines of the ADPCM
signal, and the line corresponding information 1s made coin-
cident by transmitting/receiving the address number between

the opposed devices (see e.g. patent document 1).
[Non-patent document 1] RFC4204:L.MP RFC4207:SO-

NET/SDH Encoding for LMP Test Message
[Patent document 1] Japanese Patent Application Laid-open

No. 62-227240

In the examples shown 1n FIGS. 20 and 21, the connection
normality can not be confirmed unless a user correctly sets the
JO byte transmission value on the source side and the JO byte
receiving expected value on the destination side for all of the
slots or ports (interfaces).

Even 11 the connection normality 1s confirmed, it 1s 1mpos-
sible to collect information as to which interface each node 1s
correctly connected to.

Furthermore, when the JO byte transmission value or the JO
byte receiving expected value 1s set 1n error, 1t 1s disadvanta-
geous that the fiber connection 1s recognized as being incor-
rect even 1 the actual fiber connection 1s correct, or con-
versely the connection 1s recognized as being correct even 1
a misconnection occurs.

Also, 1n case of the non-patent document 1, numerous
messages are transierred by using an IP layer until Verifica-
tion 1s completed. Therefore, i1t 1s disadvantageous that 1t
takes time until the collection of connection state information
of all of the slots or ports 1s completed. As a matter of course,
if either one of the nodes does not support GMPLS, this
function can not be achieved.

SUMMARY OF THE INVENTION

It 1s accordingly an object of the present invention to pro-
vide a method and device which can quickly detect a fiber
misconnection without setting an expected value.

In order to achieve the above-mentioned object, a fiber
misconnection detecting method (or device) comprises: a first
step of (or means) setting a node 1dentifier of source node and
an 1dentifier of an interface for inputting/outputting a signal in
a predetermined first field of a header to be transmitted to a
destination node; a second step of (or means) setting, when
both identifiers set 1n the first field are received from the
destination node, both i1dentifiers 1n a predetermined second
field of the header to be transmitted and stored with the first
field; and a third step of (or means) determining that a con-
nection 1s correct when the identifiers set in the first and
second fields are received and the 1dentifiers of the second
field among the identifiers are consistent with the 1dentifiers
of the first field stored at the second step (or means).

Namely, 1n the present invention, as shown in FIG. 1A for
example, JO byte (or a free space of a section overhead other
than the JO byte) 1s used, and a field for embedding therein
node 1dentifiers (IDs) and interface (slot or port) 1dentifiers
(IDs) of opposed two nodes 1s provided 1n the JO byte as a
predetermined first field of a header. In each of the opposed
nodes, a source node ID and a source interface ID are written
in the first (upper) field of the JO byte. Thus, the node ID and
the intertface ID of each node are to be included 1n the JO byte
transmitted from each node.

A destination node stores or copies the values provided 1n
the first field within the recerved JO byte 1n the second (lower)
field of a transmitting JO byte. By transmitting the JO byte



US 8,135,284 B2

3

including the first and second fields, one node can acquire the
node 1D and the interface ID of the other node.

By continuing the above-mentioned operation, the desti-
nation node holds the node IDs and the interface IDs of the
opposed node and 1ts own node. In each node, the first field of
the transmitting JO byte 1s compared with the second field of
the recerving JO byte. As a result, when both are consistent
with each other, 1t 1s determined that the fiber connection
between the same interfaces 1s correct.

As a result of the comparison, when an inconsistence
occurs, 1n order to indicate that the fiber 1s connected to a
different interface, an alarm notification 1s given to a user 1n
such a form that a source mterface and a misconnected des-
tination interface are recognizable. By this alarm notification,
the user can confirm that the fiber misconnection has
occurred.

Also, the fiber misconnection detecting method (or device)
may further comprise a fourth step of (or means) setting an
expected value 1n a third field, in addition to the first and
second fields, and a fifth step of (or means) determining
whether or not the expected value 1s consistent with a recerv-
ing expected value preset when the expected value 1is
received.

Accordingly, when the fifth step (or means) determines
inconsistency even 1f the third step (or means) determines that
the connection 1s correct, it can be determined that the recerv-
ing expected value 1s set 1n error.

As described above, by the present invention, a misconnec-
tion between the interfaces of the opposed nodes can be
quickly detected without supporting an expected value or the

GMPL. Also, 1n each node, fiber connection information with
the opposed node can be collected.

BRIEF DESCRIPTION OF THE DRAWINGS

The above and other objects and advantages of the inven-
tion will be apparent upon consideration of the following
detailed description, taken 1n conjunction with the accompa-
nying drawings, in which the reference numerals refer to like
parts throughout and 1n which:

FIGS. 1A and 1B are diagrams showing a mapping
example of JO byte used for a fiber misconnection detecting
method and device according to the present invention;

FI1G. 2 1s a block diagram showing an arrangement of each
interface within a node by an embodiment [1] of a fiber
misconnection detecting method and device according to the
present invention;

FIGS. 3A and 3B are diagrams showing an example of a
JO-byte management table 1 an embodiment [1] of the
present invention;

FIG. 4 1s a flowchart showing an operation example of a
JO-byte transmaission/reception value processor used for each
interface of a node 1n the present invention;

FIG. 5§ 1s a flowchart showing an operation example of a
misconnection detecting processor used for each interface of
a node 1n the present invention;

FIG. 6 1s a block diagram showing a correct connection
operation (1) by an embodiment [1] of the present invention;

FIG. 7 1s a block diagram showing a correct connection
operation (2) by an embodiment [1] of the present invention;

FIG. 8 1s a block diagram showing a correct connection
operation (3) by an embodiment [1] of the present invention;

FIG. 9 1s a block diagram showing a correct connection
operation (4) by an embodiment [1] of the present invention;

FIG. 10 1s a block diagram showing a misconnection
operation (1) by an embodiment [1] of the present invention;
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FIG. 11 1s a block diagram showing a misconnection
operation (2) by an embodiment [1] of the present invention;

FIG. 12 1s a block diagram showing a misconnection
operation (3) by an embodiment [1] of the present invention;

FIG. 13 1s a block diagram showing a misconnection
operation (4) by an embodiment [1] of the present invention;

FIG. 14 1s ablock diagram showing an arrangement of each
interface within each node by an embodiment [2] of a fiber
misconnection detecting method and device according to the
present invention;

FIGS. 15A-15C are diagrams showing an example of a
JO-byte management table 1n an embodiment [2] of the
present invention;

FIG. 16 1s a flowchart showing an operation example of a
JO-byte reception value/receiving expected value-inconsis-
tency detecting processor used for each mterface of a node in
an embodiment [2] of the present invention;

FIG. 17 15 a block diagram showing an operation (1) 1n an
embodiment [2] of the present invention;

FIG. 18 15 a block diagram showing an operation (2) 1n an
embodiment [2] of the present invention;

FIG. 19 1s a block diagram showing a general network
example constructed by a SONET device;

FIG. 20 1s a block diagram for describing a correct connec-
tion operation 1n a prior art example; and

FIG. 21 1s a block diagram for describing a misconnection
operation 1n a prior art example.

DESCRIPTION OF THE EMBODIMENTS

Embodiment [1]
FIGS. 2, 3A. 3B, and 4-13

FIG. 2 shows an arrangement of each interface (slot or port)
within each node according to an embodiment [1]. Each
interface 1s composed of an optical mput portion 1 which
inputs an optical signal from a fiber F1, an optical output
portion 2 which outputs an optical signal to a fiber F2, a
JO-byte management table 3, a JO-byte transmission value
processor 4 which prepares a transmission value of JO byte
from a reception value of JO byte inputted from the optical
input portion 1 by using information stored in the JO-byte
management table 3 to be transmitted to the optical output
portion 2, and a misconnection detecting processor 5 which
properly generates an alarm based on the information of the
JO-byte management table 3.

FIGS. 3A and 3B show an embodiment of the above-
mentioned JO-byte management table 3. FIG. 4 shows an
operation flow of the JO-byte transmission/reception value
processor 4. FIG. 5 shows an operation tlow of the miscon-
nection detecting processor 3. FIGS. 3A, 3B, 4, and 5 will be
sequentially described in the correct (normal) connection
operations (1)-(4) and the misconnection operations (1)-(4),
both noted below, 1n the interface shown 1n FIG. 2.

Correct Connection Operation: FIGS. 6-9

Operation (1): FIG. 6

In the opposed nodes A and B, the interfaces IF#5 and IF#6
of the node A respectively have JO-byte management tables
3 A#5and 3 A#6. The interfaces IF#7 and [F#8 of the node
B respectively have JO-byte management tables 3_B#7 and
3_B#8. These JO-byte management tables 3 have a transmis-
s1on and reception fields (areas) respectively shown 1n FIGS.
3A and 3B, and are occasionally represented by a reference
numeral “3”.

As for the JO byte transmitted from the interface IF#S of the
node A, the node A transmits 1t to the node B 1n which the
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information of an 1nterface IF ID=5 of a source node ID=A
(indicated by “A-5"as ID 1n FIG. 6) 1s stored as shown 1n the
JO-byte management table 3__A#5 of FIG. 6 1n the upper field
of the transmission field shown 1n FIG. 3A. At this time, the
JO-byte transmission/reception value processor 4 executes
step S4 through steps S1-S3 shown 1n FIG. 4.

Similarly, the JO byte 1n which ID “A-6"" 1s set 1n the upper
field 1s transmitted from the interface IF#6 of the node A to the
node B, and the JO bytes 1n which IDs “B-7” and “B-8” are
respectively set 1in the upper fields are transmitted from the
interfaces IF#7 and IF#8 of the node B to the node A.

Operation (2): FIG. 7

In case of the JO byte 1n which e.g. ID “A-5” 1s set in the
upper field, the node B having received the JO byte from the
node A stores the ID “A-5" in the upper field of the reception
field (see FIG. 3B) as shown 1n the JO-byte management table
3_B#7 of the mterface IF#7 1n FIG. 7 (at step S5).

Similarly, the ID “A-6" 1s set 1n the upper field of the
reception field of the table 3_B#8 1n the interface IF#8 of the
node B having received from the node A the JO byte in which
the ID “A-6"1s set 1n the upper field. Similarly, the IDs “B-7"
and “B-8” are respectively stored 1n the upper fields of the
reception fields based on the JO bytes respectively recerved by

the interfaces IF#S and IF#6, as shown in FI1G. 7, as well as the
JO-byte management tables 3__A#5 and 3__A#6 of the node A.

Operation (3): FIG. 8

In the node B, the ID “A-5" stored 1n the upper field of the
reception field of the JO-byte management table 3_B#7 1s
copied and stored in the lower field of the transmission field
(at step S6).

Similarly, 1n the table 3_B#8 of the node B, the ID “A-6”
stored 1n the upper field of the reception field 1s copied and
stored 1n the lower field of the transmission field. Further-
more, similarly in the tables 3_A#5 and 3__A#6 of the node A,
the IDs “B-7" and “B-8" stored in the upper ficlds in the
reception fields are copied and stored 1n the lower fields of the

transmission fields.
Thus, 1n the tables 3_A#5 and 3_A#6 of the node A as well

as the tables 3_B#7 and 3_B#8 of the node B, the upper and
lower fields respectively hold source node ID (node ID+in-
terface ID) and the opposed node ID (node ID+interface ID)
in the transmission fields.

In such a state, the JO-byte transmission/reception value
processor 4 transmits the IDs of the upper and lower fields set
in the transmission fields of each JO-byte management table 3
to the fiber F2 through the optical output portion 2 (at step S4).

Operation (4): FIG. 9

At step S4 1n the above-mentioned operation (3), the inter-
tace IF#7 ol the node B recerves from the interface IF#5 of the
node A the JO byte in which the ID “A-5" 1s set in the upper
field and the ID “B-7" 1s set in the lower field. Theretore, the
JO-byte transmission/reception value processor 4, 1n the same
way as the above-mentioned operation (2), overwrites the 1D
“A-5" 1n the upper field and stores the 1D “B-7" in the lower
field of the reception field in the table 3_B#7, as shown 1n
FIG. 9.

Similarly, the ID “A-6"" of the upper field and the ID “B-8”
of the lower field 1n the JO byte transmaitted from the interface
IF#6 of the node A are respectively stored in the upper and
lower fields 1n the reception field of the JO-byte management
table 3 B#8 of the node B.

Similarly in the JO-byte management table 3_A#5 of the
node A, the ID “B-7” of the upper field and the ID “A-5" of the
lower field in the JO byte transmitted from the interface IF#
of the node B are respectively stored 1n the upper and lower
fields in the reception field as shown 1n FIG. 9. Sitmilarly 1n the

JO-byte management table 3__A#6 of the node A, the ID “B-8”
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of the upper field and the ID “A-6 of the lower field n the JO
byte transmitted from the interface IF#8 of the node B are
respectively stored in the upper and lower fields 1n the recep-
tion field.

When the IDs are thus stored 1n the transmission field and
the reception field 1n the tables, the misconnection detecting
processor 5 acquires the reception JO byte values in the
JO-byte management table 3 (at step S11), confirms that the
values are not lower field initial values of the reception JO byte
(at step S12), and then acquires the 1D of the transmission
field in the JO-byte management table (at step S14). Herealter,
as shown by doted lines, whether or not the value of the upper
field 1n the transmission field 1s consistent with the value of
the lower field in the reception field 1s determined 1n each
table (at step S15).

As aresult of this determination, both values are consistent
with each other in the example of F1G. 9. Therefore, no alarm
1s generated (at step S13). It 1s to be noted that in case where
an alarm has been generated, the alarm 1s released.

Thus, the upper field of the transmission field 1s consistent
with the lower field of the reception field in the table 3, so that
it 1s determined that no misconnection occurs.

Also, as for a connection relationship, it can be confirmed
in both of the nodes A and B by the JO-byte management table
3 that the interface IF#S of the node A and the interface IF#7
of the node B as well as the interface IF#6 of the node A and
the interface IF#8 of the node B are correctly connected
respectively.

Misconnection Operation: FIGS. 10-13

The misconnection 1n this example 1s caused by a reverse
connection of the fibers of the interfaces IF#S and 1F#6 1n the
node A.

Operation (1): FIG. 10

This operation (1) 1s the same as the operation (1) upon
correct connection shown 1n FIG. 6.

Operation (2): FIG. 11

As mentioned above, the fibers of the interfaces IF#5 and
IF#6 1n the node A are reversely connected. Therefore, the JO
byte from the mterface IF#7 of the node B 1s provided to the
interface IF#6 of the node A 1n the operation (2). Accordingly,
the ID “B-7” 1s stored 1n the upper field of the reception field
in the JO-byte management table 3_A#6 of the node A as
shown 1n FIG. 11. Similarly, the interface IF#5 of the node A
inputs the JO byte from the interface IF#8 of the node B, so
that the ID “B-8” 1s stored in the upper field of the reception
field, as shown, 1n the JO-byte managementtable 3_A#5 of the
node A. It 1s to be noted that 1n the tables 3_B#7 and 3 _B#8,
the same IDs as those upon the above correct connection are
respectively stored 1n the upper fields in the reception fields.

Operation (3): FIG. 12

In the operation (3), the ID stored 1n the upper field of the
reception field 1n each JO-byte management table 3 1s copied
and stored 1n the lower field of the transmission field 1n the
same way as the operation (3) upon correct connection shown
in FIG. 8.

The JO byte in which the ID of the transmission field 1n each
table 3 1s set 1s transmitted to the opposed node.

Operation (4): FIG. 13

When the JO byte 1s transmitted by the operation (3) shown
in FI1G. 12, the IDs 1n the upper and lower fields set 1n the JO
byte transmitted from the opposed node are stored in the

upper and lower fields of the reception field respectively in
cach table 3 as shown 1n FIG. 13.

As aresult, the ID “B-8" of the upper field and the 1D “A-6”
of the lower field 1n the JO byte transmitted from the interface
IF#8 of the node B are respectively stored in the upper and
lower fields of the reception field 1n the JO-byte management
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table 3_A#5 of the node A. Similarly, the ID “B-7” of the
upper field and the 1D “A-5" of the lower field set 1n the JO

byte transmitted from the interface IF#7 of the node B are
respectively set 1in the reception field of the JO-byte manage-
ment table 3 A#6 of the node A.

If the IDs are set 1n this way, the misconnection detecting,
processor 5 compares the ID of the upper field 1n the trans-
mission field with the ID of the lower field 1n the reception
field at step S15 through steps S11, S12, and S14, so that a
misconnection alarm notification 1s performed since the 1Ds
are inconsistent with each other 1n all of the tables 3 as shown
by the doted lines 1n FIG. 13 (at step S16).

Since the upper field of the transmission field and the lower
field of the reception field are different from each other, the
occurrence of the misconnection 1s detected, so that it
becomes possible to perform an alarm notification to a user in
such a form that a source port and a misconnected destination
port are recognizable.

Embodiment [2]
FIGS. 14, 15A-15C, and 16-18

FIG. 14 shows an arrangement of each interface within
cach node by the embodiment [2] of the present invention.
This arrangement 1s different from the operation example of
cach interface by the embodiment [ 1] shown 1n FIG. 2 1n that
a JO-byte reception value/recerving expected value-inconsis-
tency detecting processor 6 1s provided.

FIGS. 15A-15C show an arrangement of the JO-byte man-
agement table used for the interface IF by the embodiment
[2]. This embodiment 1s different from the table example of
the embodiment [ 1] shown in FIGS. 3A and 3B inthat 48-byte
“Trace Strings™ 1n the transmission field and the reception
field respectively shown 1 FIGS. 15A and 15B are actually
used and the 48-byte Trace String 1s preset as the recerving,
expected value by the destination node as shown in FIG. 15C.

FIG. 16 shows an operation tflow of the inconsistency
detecting processor 6. The operation of the inconsistency
detecting processor 6 1s mentioned in the correct connection
operation example as follows:

Operation (1): FIG. 17

Since a connection between the interfaces 1s correctly per-
formed 1n this operation, the same JO byte as that in the normal
connection operation (1) shown i FIG. 6 1s transmitted/
received between the nodes A and B. Additionally, “AAA” 1s
stored 1n the Trace String of the JO byte transmitted from the
interface IF#5 of the node A. Similarly, “BBB” 1s stored 1n the
Trace String of the JO byte from the interface IF#7 of the node
B to be transmitted, “CCC” 1s stored 1n the Trace String of the
J0 byte from the interface IF#6 of the node A to be transmiut-
ted, and “DDD” 1s stored in the Trace String of the JO byte
from the interface IF#8 of the node B to be transmutted.

Operation (2): FIG. 18

Since a correct connection 1s performed 1n this operation,
the same table contents as that in the correct connection
operation (4) shown 1n FIG. 9 can be obtained. Accordingly,
it 1s recognized that no misconnection has occurred.

However, when a receiving expected value “Z77” of the JO
byte set by a user for the interface IF#8 1s compared with the
value “CCC” set 1n the Trace String of the JO byte actually
having received from the interface IF#8 in the node B (at step
S25 of FIG. 16), both values are found different from each
other. Therefore, a result of an existing connection verifica-
tion becomes error (at step S26).

In this case, the misconnection i1s not detected as mentioned
above and 1t 1s determined that the fiber connection between
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the nodes A and B 1s correct. Therefore, 1t becomes possible
to determine that the cause of the fiber misconnection s user’s
missetting of the recerving expected value of the JO byte set in
the interface IF#8 of the node B. Accordingly, when the
receiving expected value 1s not consistent with the reception
value 1n this way, an alarm notification 1s performed (at step
S26).
It 1s to be noted that the present invention 1s not limited by
the above-mentioned embodiments, and 1t 1s obvious that
various modifications may be made by one skilled in the art
based on the recitation of the claims.
What 1s claimed 1s:
1. A fiber misconnection detecting method comprising:
setting a node 1dentifier of a source node and an interface
identifier of an interface of the source node for inputting/
outputting a signal 1n a predetermined first field of a first
header, and transmitting the node 1dentifier and the inter-
face 1dentifier of the source node set 1n the first field of
the first header to a destination node;
setting a node 1dentifier of a destination node and an inter-
face 1dentifier of an interface of the destination node for
inputting/outputting a signal 1n a predetermined {first
field of a second header, and transmitting the node 1den-
tifier and the interface 1dentifier of the destination node
set 1n the first field of the second header to the source
node;
when the node 1dentifier and the interface identifier set 1n
the first field of the second header are received at the
source node from the destination node, setting the node
identifier and 1nterface i1dentifier copied from the first
field of the second header 1n a predetermined second
field of a third header, setting the node 1dentifier and the
interface 1dentifier copied from the first field of the first
header 1n a first field of the third header, and transmitting
the third header to the destination node; and

determining that a connection between the nodes 1s correct
when the node identifier and the interface 1identifier setin
the first field of the third header and the node 1dentifier
and the interface identifier set 1n the second field of the
third header are received at the destination node and the
node 1dentifier and the interface 1dentifier of the second
field of the third header are consistent at the destination
node with the node 1dentifier and the interface 1dentifier
of the first field of the second header set at the setting of
the first field of the second header and determining that
the connection 1s not correct when the node identifier
and the interface identifier of the second field of the third
header are not consistent at the destination node with the
node identifier and the interface identifier of the first
field of the second header set at the setting of the first
field of the second header.

2. The fiber misconnection detecting method as claimed 1n
claim 1, wherein a JO byte or a free space of a section overhead
other than the JO byte 1s used as the first and second fields.

3. The fiber misconnection detecting method as claimed 1n
claim 1, wherein the determining includes generating an
alarm 1n a form that indicates an interface and a misconnected
destination when 1t 1s determined that the connection 1s 1ncor-
rect.

4. The fiber misconnection detecting method as claimed 1n
claim 1, further comprising setting an expected value 1n a
third field of the first header at the source node before trans-
mitting the first header to the destination node, setting the
expected value 1n a thard field of the third header at the source
node before transmitting the third header to the destination
node, and determining whether or not the expected value 1s
consistent with a recerving expected value preset when the
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expected value set in the third field of the third header is
received at the destination node.

5. The fiber misconnection detecting method as claimed in
claim 4, further comprising determining that setting of the
receiving expected value at the destination node 1s incorrect
when the expected value 1s determined to be inconsistent with

the recerving expected value preset when the expected value

set 1n the third field of the third header 1s receiwved at the

destination node even 1f the connection 1s determined to be
correct.

6. The fiber misconnection detecting method as claimed 1n
claim 5, wherein a JO byte or a free space of a section overhead
other than the JO byte 1s used as the first to third fields.

7. The fiber misconnection detecting method as claimed in
claim 1, wherein the interface comprises a slot or a port.

8. A fiber misconnection detecting device comprising:

a first portion setting a node 1dentifier of a source node and
an 1dentifier of an interface of the source node for mput-
ting/outputting a signal 1n a predetermined first field of a
first header and transmitting the node 1dentifier and the
interface 1dentifier of the source node set 1n the first field
of the first header to a destination node;

a second portion setting a node 1dentifier of a destination
node and an interface identifier of an interface of the
destination node for inputting/outputting; a signal 1 a
predetermined {first field of a second header, and trans-
mitting the node identifier and the interface identifier of
the destination node set in the first field of the second

header to the source node:

a third portion, when the node identifier and the interface
identifier set in the first field of the second header are
recetved at the source node from the destination node,
setting the node i1dentifier and the interface identifier
copied from the first field of the second header 1n a
predetermined second field of a third header, setting the
node 1dentifier and the interface identifier copied from
the first field of the first header 1n a first field of the third
header, and transmitting the third header to the destina-
tion node; and

a Tourth portion determining that a connection between the
nodes 1s correct when the node identifier and the inter-
face 1dentifier set 1n the first field of the third header and
the node 1dentifier and the interface identifier set in the
second field of the third header are received at the des-
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tination node and the node i1dentifier and the interface
identifier of the second field of the third header are
consistent at the destination node with the node 1denti-
fier and the interface 1dentifier of the first field of the
second header set by the second portion and determining,
that the connection 1s not correct when the node 1denti-
fier and the interface identifier of the second field of the
third header are not consistent at the destiation node
with the node 1dentifier and the interface 1dentifier of the
first field of the second header set by the second portion.

9. The fiber misconnection detecting device as claimed 1n
claim 8, wherein a JO byte or a free space of a section overhead
other than the JO byte 1s used as the first and second fields.

10. The fiber misconnection detecting device as claimed 1n
claim 8, wherein the fourth portion includes a portion gener-
ating an alarm in a form that indicates an interface and a
misconnected destination when 1t 1s determined that the con-
nection 1s 1ncorrect.

11. The fiber misconnection detecting device as claimed in
claim 8, further comprising a fifth portion setting an expected
value 1n a third field of the first header at the source node
betfore transmitting the first header to the destination node, a
s1xth portion setting the expected value 1n a third field of the
third header at the source node before transmitting the third
header to the destination node, and a seventh portion deter-
mining whether or not the expected value 1s consistent with a
receiving expected value preset when the expected value set
in the third field of the third header 1s recerved at the destina-
tion node.

12. The fiber misconnection detecting device as claimed in
claim 11, further comprising an eighth portion determining
that setting of the recerving expected value at the destination
node 1s incorrect when the seventh portion determines that the
expected value 1s inconsistent with the recerving expected
value preset when the expected value set 1n the third field of
the third header 1s received at the destination node even if the
fourth portion determines that the connection 1s correct.

13. The fiber misconnection detecting device as claimed 1n
claam 12, wheremn a JO byte or a free space of a section
overhead other than the JO byte 1s used as the first to third
fields.

14. The fiber misconnection detecting device as claimed 1n
claim 8, wherein the interface comprises a slot or a port.
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