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FIG. 2
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SYSTEMS AND METHODS FOR
MONITORING REMITTANCES FOR
REPORTING REQUIREMENTS

CROSS REFERENCES

The subject matter described in this application 1s related to
subject matter disclosed 1n the following commonly assigned
applications: U.S. patent application Ser. No. 12/2355,107;
and U.S. patent application Ser. No. 12/255,124, each filed on
even date, and entitled “Systems and Methods for Monitoring
Remittances for Reporting Requirements.”

BACKGROUND

The United States another other governments require that
certain information be reported 1n an effort to thwart terrorism
and other criminal activities. In the United States, the law
requires that each person engaged 1n a trade or business who,
in the course of that trade or business, receives more than
$10,000 1n cash 1n one transaction or in two or more related
transactions, file a Form 8300. The form 1s filed with the
Internal Revenue Service (IRS) and the Financial Crimes
Enforcement Network (FinCEN). Any transactions con-
ducted between a payer (or 1ts agent) and the recipient in a
24-hour period are considered to be related transactions.
Transactions may be related even 1f they occur over a period
of more than 24 hours 11 the recipient knows, or has reason to
know, that each transaction i1s one of a series of connected
transactions.

Accordingly, financial institutions are required to monitor
cash and cash equivalent remittances that aggregate up to
$10,000. Because financial institutions may receive payment
remittances in the form of personal checks or cash equiva-
lents, such as money orders, traveler checks, etc., which share
common physical features as personal checks, 1t 1s difficult to
automate a process to differentiate between cash equivalent
payments and personal check payments. The effect 1s that
analysts monitor payment activity and may review each and
every account that aggregates up to $10,000 in remittances.
Because a very large percentage of the $10,000 aggregate
alerts are false positives, this leads to a waste of resources and
creates unnecessary work for the analysts.

SUMMARY

Financial transactions may be monitored for reporting
requirements and regulatory compliance. A system provides
for receipt ol remittances, recognition of payment docu-
ments, storage of transaction information, and compliance
verification by matching one or more cash equivalent trans-
actions (CETs) made by an individual to determine 1f the
aggregate of the transactions should be reported to meet com-
plhiance regulations. Images of the documents may be
reviewed by an analyst to determine an account number and/
or routing number associated with imaged document. If the
information associated with the document reviewed has not
been previously reviewed, 1t may be placed on a list of docu-
ments associated with CET transactions such that the docu-
ment may be determined to be a CET 1n subsequent encoun-
ters with the document without human intervention.

This summary 1s provided to introduce a selection of con-
cepts 1n a simplified form that are further described in the
detailed description section. This summary 1s not mntended to
identify key features or essential features of the claimed sub-
ject matter, nor 1s 1t mtended to be used to limit the scope of
the claimed subject matter.
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BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 1s an example system for monitoring financial trans-
actions for reporting requirements and compliance;

FIG. 2 1s an example operational process tlow for receiving,
remittances and determining compliance of cash equivalent
transactions (CET) with statutory regulations;

FIGS. 3-7 are example operational process tlows that fur-
ther detail the operational tlow of FIG. 2; and

FIG. 8 shows an exemplary computing environment in
which example embodiments and aspects may be imple-
mented.

DETAILED DESCRIPTION

Referring to the drawings, FI1G. 1 1s an example system 100
for monitoring financial transactions for reporting require-
ments and compliance. The system 100 provides for receipt of
payment remittances, recognition of payment documents,
storage of transaction information and compliance verifica-
tion by matching one or more financial transactions (cash
equivalent transactions) by an individual (1.e., a customer or
member) to determine 1f the aggregate of the transactions
should be reported to meet compliance requirements. The
system 100 provides a cost effective way to review financial
transactions 1n the form of cash equivalents (e.g., anegotiable
financial instrument such as a cashier’s check, money market
holdings, short-term government bonds, Treasury bills, etc.,
that have a very high degree of convertibility into cash) that
frees resources (e.g., analysts) to investigate actual alerts
associate with cash equivalent transaction (CETs) rather than
a myriad of false positive alerts.

In accordance with FIG. 1, a financial institution 110 may
receive remittances 1235 by mail from one or more customers
120. For example, the customers 120 may be policyholders of
insurance products offered by the financial mnstitution 110.
The mnsurance products may include property and casualty
(P&C) and life. In the msurance industry, P&C typically
includes all risks other than life and health. The financial
istitution 110 may be part of a larger P&C or general insur-
ance industry that helps underpin the economy by assuming
the financial risk inherent in many personal and business
activities. In other words, the losses of a few are shared among
all policyholders, making the lives of individuals and busi-
nesses more financially stable and making 1t easier to plan for
the future. Likewise, life insurance plays a role by providing
insurance against unexpected events and helping customers
120 plan their financial future. Traditional insurance, such as
life, spreads risk across many persons to insure against loss of
life.

The remittances 125 may be processed by a remittance
processing/capture platform 130 in accordance with the type
of remittance 125 (e.g., cache, check, or cash equivalent)
contained within an envelope received by the financial 1nsti-
tution 110 (or 1ts processor). The remittance processing/cap-
ture platform 130 may be a high-speed remittance processor,
such as that available from OPEX of Morristown, N.J. The
remittance processing/capture plattorm 130 may load
unopened mail on a feed conveyor, and sort checks and docu-
ments 1 a manner suited for clearing by the financial insti-
tution 110.

Imaging of the checks and documents, which 1s a process
whereby 1mages or checks, cash equivalents and other docu-
ments are captured by an 1mage camera, may take place
in-line with an extraction process to avoid any human inter-
vention until after an 1mage of the transaction has been
secured by the remittance processing/capture platform 130.
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The mmaging process may be accomplished on medium to
high speed processing equipment, such as equipment manu-
factured by IBM of Armonk, N.Y.; NCR of Dayton, Ohio;
Unisys of Blue Bell, Pa.; Banc Tec of Dallas, Tex., etc., and 1s
normally performed 1n financial institution back offices for
the capture, sorting, and distribution of checks and other
Magnetic Ink Character Recognition (MICR) encoded docu-
ments. The “MICR line” refers to the numbers, which may
include the bank routing number, account number, check
number, check amount, and other information, that are
printed near the bottom of a check in magnetic ik in accor-
dance with generally applicable industry standards.

The remittance processing/capture platiorm 130 stored
imaged checks and documents in a digitized format. For
example, information obtained by the remittance processing/
capture platform 130 may be stored in a database 140. Cap-
tured 1mages of paper items processed by the remittance
processing/capture platform 130 may be stored 1n the data-
base 140 for later retrieval and processing by downstream
systems and for archival purposes. Transaction data and infor-
mation associated with the images may be stored 1n the data-
base 140 for each remittance received by the financial insti-
tution 110. While the database 140 1s illustrated as a single
database, the database 140 may be configured as a plurality of
separate or disparate databases interconnected through a net-
work system via any number of switches, such as a local area
network (LAN), a wide area network (WAN), an intranet, an
extranet, the Internet, etc.

Data may be extracted from the database 140 and pro-
cessed by a compliance engine 150. The compliance engine
150 may monitor and analyze transactions against industry
and internal lists to detect high risk entities. The compliance
engine 150 may be a crime and compliance software package
available from Norkom Technologies. Industry lists, such as
OFAC, Bank of England, EU and OFSI, may be used to
identify high-risk individuals and businesses, including
known terrorists, fraudsters, money launderers, politically
exposed persons and black listed persons, companies or coun-
tries. The lists may be accessed to determine the risk associ-
ated with a particular remittance 125 associated with a cus-
tomer 120.

The compliance engine 150 may make matches against
watch lists, 1n real time or by batch, using a combination of
comprehensive matching techniques and analytics. For
example, name matching may be augmented with techniques
such as fuzzy logic, free text and exact matching to uncover
hidden matches and associations. Multiple parameters may
be matched, including phone numbers, date of birth, address,
country and transactional information. When matches are
made, an alert 1s may be sent to an investigator or analyst.

The system 100 may include a computer useable medium
and a computer device with a processor. As used herein, a
“computer useable medium™ includes a non-volatile medium
(e.g., amagnetic medium, hard disk, a solid state disk, optical
storage, Flash memory, electrically eraseable programmable
read only memory), a volatile medium (e.g., RAM), or an
installation medium (e.g., a CD-ROM, a floppy disk, a remov-
able disk, etc.), on which computer programs are stored for
loading 1nto the computer device.

The computer device may be any type of computer device
with a processor, such as a desktop computer, a laptop com-
puter, a palmtop computer, a network computer, a personal
digital assistant (PDA), an embedded device, a smart phone,
or any other suitable computer device. For example, the sys-
tem 100 may include one or more server computers with a
processor, an area ol main memory for executing program
code under the direction of the processor, a storage device for
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4

storing data and program code and a bus connecting the
processor, area of main memory and the storage device.

The database 140 may be stored on the storage device, as
well as a data communications device, such as a modem,
connected to the bus for wirelessly and/or non-wirelessly
connecting the computer to a local area network (LAN), a
wide area network (WAN), an intranet, an extranet, the Inter-
net, etc. software 1s stored 1n the computer useable medium
and executes under the direction of the processor.

The software may cause the processor to provide and con-
figure the database 140 to store thereon transaction records
associated with financial transactions corresponding to the
customers 120 and remittances 1235. Each transaction record
may be configured to include alphanumeric data pertaining to
parameters associated with a particular financial transaction.
Such parameters may include alphanumeric data grouped
into fields associated with items that may include a payer
name, payer personal specifics, a transaction instrument, an
account number, a PIN, a digital signature, etc., some of
which may be obtained from the MICR line.

FIG. 2 1s an example operational process flow 200 for
receiving remittances and determining compliance of cash
equivalent transactions (CET) with statutory regulations. At
202, remittances are receiwved. For example, the financial
institution 110 may receive remittances 125 from the custom-
ers 120 as payment for P&C or life insurance policies otfered
by the financial institution 110. The remittances 125 may be
received by mail at a drop box or other central location for
processing. The remittances 125 may also be receive by a
payment processor for the financial institution. It 1s noted that
“apayment processor” and “a financial istitution” may have
the same meaning herein.

At 204, images of the remittances are captured. The remut-
tance processing/capture platform 130 may capture images of
documents contained in the remittances 125 for storage in the
database 140 and later processing by the compliance engine
150. At 206, 1t 1s determined 11 a remittance 1s a cash equiva-
lent transaction (CET). This may be performed by an analyst
who will examine the image of the captured document from
204 to determine 1f the document 1s a CET or a personal
check. I, at 206, 1t 1s determined that it1s not a CET (1.e., the
remittance 1s a personal check), then at 208, the remittance 1s
processed as a non-CET transaction. The process 200 may
then end at 230.

If the 206, 1t 1s determined that the transaction 1s a CET,
then at 210, the 1images of the transaction are reviewed. The
analyst may review the images of the document associated
with the CET and/or other information associated with the
CET (e.g., the MICR line) and determine an account number
and/or routing number associated with imaged document. As
noted, this information may be obtained from the MICR line
of the document. In some implementations, a customer num-
ber or some other unique identifier of the customer 120 may
be associated with the information obtained from the docu-
ment to correlate the CE'T with a customer or individual for
compliance processing.

At 212, 1s determined 1 the information associated with the
document reviewed at 210 has been previously reviewed. For
example, 1t may be determined the account number and/or
routing number has been placed on a list of account numbers
and/or routing numbers for documents associated with CET
transactions. If not, then at 214, the information obtained at
210 may be stored. The images, account number, routing
number and customer number may be stored 1n the database
140 or placed 1n the list.

At 216, compliance processing 1s performed. The compli-
ance processing at 216 may be performed after 214 or after
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212 11 the document had been previously reviewed (by look-
ing up and finding the information 1n the list). The compliance
processing may be performed by the compliance engine 150
determine 11 there 1s a likelihood of suspicious activity asso-
ciated with the transaction under review. The compliance
engine 150 may examine the customer 120 and an aggregate
an amount associated with CETs previously associated with
the customer 120. For example, 11 the customer had multiple,
related CETs that individually did not equal or exceed $10,
000, but in the aggregate exceeded $10,000 an alert may be
generated at 220. Additionally or alternatively, a single CET
may exceed $10,000 and generate an alert at 220. The alert
may be passed on to analyst for further review and the process
ends at 230.

Thus, the operational tlow 200 provides a mechanism
whereby a document associated with a CET 1s examined by
an analyst a first time the document 1s encountered and 1nfor-
mation identiiying the document 1s put on a list. A subsequent
encounter with the document does not require analyst inter-
vention as the document 1s assumed to be associated with a
CET because the mnformation identifying the document 1is
already in the list.

FIGS. 3-7 are example operational process tlows 300 and
400 that further detail the operation flow 200 of FIG. 2. The
operational process tlows 300 and 400 include additional,
optional and/or alternative steps that may be performed to
meet a compliance requirement imposed by e.g., a country’s
laws or regulations. At 302, remittances received by mail are
sorted and associated into P&C and life mnsurance products.
At 304, 1t 1s determined it a remittance under review 1s an
actual cash remittance. If so, then at 306, the remittance 1s
processed according to cash remittance process. Information
assoclated with the actual cash remittance, such as a customer
number or a umique 1dentifier of the customer may be used to
update a profile associated with the customer to track cash
transactions and to determine reporting requirements.

I 1t 304, 1t 1s determined that the remittance 1s not an actual
cash remittance, then at 308, a type of mail of the remittance
1s determined. For example, at 308, the mail may be either
“clean mail” or “white mail.” Clean mail 1s a remittance 1235
received 1n a standard envelope provided by the financial
institution 110 to the customers 120 for returning remittances.
White mail 1s a remittance 125 that 1s received 1n a regular
envelope. If, at 308, the remittance 1s clean mail, then at 310
the mail 1s processed using high-speed remittance processing.
The clean mail may be processed by the remittance process-
ing/capture platform 130 and imaged at 314. The imaging of
paper documents associated with the remittance may capture
data associated with the paper items within a particular remat-
tance, such as account numbers, routing numbers, etc. An
extraction {ile associated with the imaging process performed
at 314 1s then created at 320. The extraction file may be an
XML file that 1s created by the remittance processing/capture
platiorm 130.

If at 310, “grey mail” 1s found, then money orders con-
tained within the remittances are 1dentified. Grey mail may be
mail that was received 1n an envelope provided by the finan-
cial mstitution 110, however might not contain expected
documents within the envelope or may have been damaged
during the high-speed processing at 310. As such, the grey
mail may be processed using lower speed processing at 312.
Also 312, 1f the mail was found to be white mail at 308, then
the white mail may be processed using the lower speed pro-
cessing. At 316, identified money orders and other items may
be manually sorted into cash equivalent transactions and per-
sonal checks. Items may be fed as specific batches during
processing.
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At 318, image processing 1s performed. The remittance
processing/capture platform 130 may image the grey mail
and the white mail items to capture 1mages of paper items
within the remittances 125. Data from the items may be
captured and stored within the database 140. With respect to
the grey mail and white mail 1tems processed at 318, the
extraction file may be created or appended to include these
items at 320.

After the extraction file 1s created at 320, the extraction file
may be published (at 322). Here, the extraction file may be
made available for the compliance engine 150 for compliance
processing. At 324, CET filtering and profiling 1s performed,
and at 326 alerts may be generated based on the profiling. An
“alert” may be CETs that 1n the aggregate over a rolling 12
month period equal or exceed $10,000. The profiling and
alerting may be performed by the compliance engine 150 and
will be described 1n greater detail with respect to the opera-
tional flow 400 illustrated in FIGS. 6 and 7.

Referring to FIG. 4, an analyst may sign on to an applica-
tion for viewing alerts and payments at 328. At 330, a listing
of alerts and payments may be provided to the analyst. The
listing may be generated based on the profiling and alerting
performed 1in 324 and 326. At 332, CETSs associated with a
particular customer are populated 1n a user interface, and at
334, an option to view 1images ol documents associated with
the CETs 1s presented.

At 336, the analyst may access the 1mages of the docu-
ments 1dentified 1in the user interface presented at 332. At 338,
the analyst may review the images, and at 340, determine 11
the transactions are all CETs. If transactions are all CETs,
then at 342, it 1s determined 1f the activity appears to be
suspicious. If the activity 1s not suspicious at 342, then at 344,
the alert status 1s changed to closed. At 346, the analyst may
document reasons why the CETs do not require compliance
reporting and the process ends at 348.

IT at 342, the activity does appear to be suspicious then at
350 (FIG. 5), the analyst may document reasons why the
activity does appear to be suspicious. At 352, a case 1s created
that 1s referred to an mvestigator at 354. At 356, a case status
flow procedure may be performed by the investigator to deter-
mine 1f the activity 1s suspicious after a more detailed analy-
s1s. IT1t 1s determined at 358 at the activity 1s suspicious, then
at 364, a secondary review may be performed. If the 358, the
activity 1s not suspicious then an auditreview and signoil may
be performed at 360 and processing ends at 362.

Where there 1s suspicious activity at 358, and a secondary
review 1s performed at 364, then at 366 it 1s determined 11 the
secondary review agrees that there 1s suspicious activity. If
not, then at 360, an audit review and signoif 1s performed and
the process then ends at 362. Where there 1s agreement at 366,
then the case sent back to the mvestigator at 368 for compli-
ance reporting at 370. The process then ends at 372.

Referring again to FIG. 4, at 340, 11 the transactions are not
all CETs, then at 341 the transactions are marked as non-
CETs. At 343, the alert 1s closed and at 348, the process ends.

Referring now to FIGS. 6-7, there 1s 1llustrated an exem-
plary process 400 for compliance processing. The exemplary
process 400 may be performed at 324 and 326, shown in FIG.
3. At 402, the published extraction file created or appended at
322 1s recerved. The extraction file may be received by the
compliance engine 150 for compliance processing. At 404,
406 and 408 1dentified CETs, unknown CETs and non-CETs
are 1dentified from the extraction file recerved at 402. At 410,
it 1s determined if a particular CET 1s unknown. If the CET 1s
unknown, an include/exclude 1s accessed at 416. The include/
exclude list may include non-CETSs 1dentified by an analyst
(at 412) that may be added to the include/exclude list at 414,
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or those added by the process 400. At 418, 1t 1s determined 11
the unknown CET from 410 should be included in the
include/exclude list. If the transaction 1s to be excluded as a
non-CET at 418, then the process ends. The CET may be
excluded if an account number and routing number for the
CET match a CET on the include/exclude list.

If 1t 1s to be included as a CET on the list at 418, then 1t 1s
confirmed that the candidate CET 1s a CET at 420. Step 420
may be also be reached where a CET 1s not unknown at 410.
If the CET 1s confirmed to be a CET at 420, then a profile
associated with a customer or individual making the CET
may be updated at 426. The profile may be associated with a
customer 120 making the CE'T by a customer number or other
identifier. In some i1mplementations, the profile may be
updated to indicate a false positive alert that will include a
non-CET payment as a negative value to adjust the profile
downward. The profile may be updated 426 1n instances
where the CET 1s not 1n the include/exclude list at 418.

At 428, 1f the CETs and unknown CETs 1n the profile
aggregate to $10,000 (or more) within the profile, an alert 1s
generated at 430. At432 (FIG. 7), an analyst receives the alert
generated at 430. As noted above, the alerts are CETs that
aggregate to more than $10,000. At 434, a listing of alerts and
payments may be provided to the analyst. The alert listing
may be CETs that aggregated over a rolling 12 month period
to $10,000 or more. At 436, payments associated with a
particular customer are populated 1n a user interface, and at
438, an option to view 1mages ol documents associated with
the payments 1s presented.

At 440, the analyst may access the images of the docu-
ments 1dentified 1n the user interface presented at 434. At 442,
the analyst may review the images of the documents, and at
444 determine 11 the transactions are all CETs. If all transac-
tions are all CET's, then the process may return to 340 (FI1G. 4)
to determined if the activity appears to be suspicious. If, at
444, not all payments are CETs, then at 446, the non-CETs
are marked and the alert status 1s changed to closed at 448.
The process then ends at 450.

Thus, FIGS. 3-7 illustrate processes to receive, review,
image, and analyze cash equivalent transactions for regula-
tory and reporting compliance. A CET may be analyzed a first
time by an analyst and subsequently compared to an include/
exclude list to reduce or eliminate the need for human nter-
vention during processing.

FIG. 8 shows an exemplary computing environment in
which example embodiments and aspects may be imple-
mented. The computing system environment 1s only one
example of a suitable computing environment and 1s not
intended to suggest any limitation as to the scope of use or
functionality.

Numerous other general purpose or special purpose com-
puting system environments or configurations may be used.
Examples of well known computing systems, environments,
and/or configurations that may be suitable for use include, but
are not limited to, PCs, server computers, handheld or laptop
devices, multiprocessor systems, microprocessor-based sys-
tems, network PCs, minicomputers, mainirame computers,
embedded systems, distributed computing environments that
include any of the above systems or devices, and the like.

Computer-executable instructions, such as program mod-
ules being executed by a computer, may be used. Generally,
program modules include routines, programs, objects, com-
ponents, data structures, etc. that perform particular tasks or
implement particular abstract data types. Distributed comput-
ing environments may be used where tasks are performed by
remote processing devices that are linked through a commu-
nications network or other data transmission medium. In a
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8

distributed computing environment, program modules and
other data may be located 1n both local and remote computer
storage media including memory storage devices.

With reference to FIG. 8, an exemplary system for imple-
menting aspects described herein includes a computing
device, such as computing device 800. In 1ts most basic con-
figuration, computing device 800 typically includes at least
one processing unit 802 and system memory 804. Depending
on the exact configuration and type of computing device,
system memory 804 may be volatile (such as random access
memory (RAM)), non-volatile (such as read-only memory
(ROM), flash memory, etc.), or some combination of the two.

This most basic configuration 1s illustrated 1n FIG. 8 by
dashed line 806.

Computing device 800 may have additional features and/or
functionality. For example, computing device 800 may
include additional storage (removable and/or non-removable)
including, but not limited to, magnetic or optical disks or tape.
Such additional storage 1s 1llustrated 1n FIG. 8 by removable
storage 808 and non-removable storage 810.

Computing device 800 typically includes a variety of com-
puter-readable media. Computer-readable media can be any
available media that can be accessed by computing device
800 and include both volatile and non-volatile media, and
removable and non-removable media. By way of example,
and not limitation, computer-readable media may comprise
computer storage media and communication media.

Computer storage media include volatile and non-volatile,
and removable and non-removable media implemented in any
method or technology for storage of information such as
computer-readable 1nstructions, data structures, program
modules or other data. System memory 804, removable stor-

age 808, and non-removable storage 810 are all examples of
computer storage media. Computer storage media include,

but are not limited to, RAM, ROM, Electrically Erasable
Programmable Read-Only Memory (EEPROM), flash
memory or other memory technology, CD-ROM, digital ver-
satile disks (DVD) or other optical storage, magnetic cas-
settes, magnetic tape, magnetic disk storage or other mag-
netic storage devices, or any other medium which can be used
to store the desired information and which can be accessed by
computing device 800. Any such computer storage media
may be part of computing device 800.

Computing device 800 may also contain communication
connection(s) 812 that allow the computing device 800 to
communicate with other devices. Communication connec-
tion(s) 812 1s an example of commumnication media. Commu-
nication media typically embody computer-readable mnstruc-
tions, data structures, program modules, or other data in a
modulated data signal such as a carrier wave or other transport
mechanism, and include any information delivery media. The
term “modulated data signal” means a signal that has one or
more of i1ts characteristics set or changed 1n such a manner as
to encode information 1n the signal. By way of example, and
not limitation, communication media include wired media
such as a wired network or direct-wired connection, and
wireless media such as acoustic, radio frequency (RF), inira-
red, and other wireless media. The term computer-readable
media as used herein includes both storage media and com-
munication media.

Computing device 800 may also have mput device(s) 814
such as a keyboard, mouse, pen, voice mput device, touch
mput device, etc. Output device(s) 816 such as a display,
speakers, printer, etc. may also be included. All these devices
are well known 1n the art and need not be discussed at length
here.
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Computing device 800 may be one of a plurality of com-
puting devices 800 inter-connected by a network. As may be
appreciated, the network may be any appropriate network,
cach computing device 800 may be connected thereto by way
of communication connection(s) 812 1n any appropriate man-
ner, and each computing device 800 may communicate with
one or more of the other computing devices 800 1n the net-
work 1n any appropriate manner. For example, the network
may be a wired or wireless network within an organization or
home or the like, and may include a direct or indirect coupling,
to an external network such as the Internet or the like.

It should be understood that the wvarious techniques
described herein may be implemented 1n connection with
hardware or soitware or, where approprate, with a combina-
tion of both. Thus, the methods and apparatus of the presently
disclosed subject matter, or certain aspects or portions
thereol, may take the form of program code (i.e., instructions)
embodied 1n tangible media, such as floppy diskettes, CD-
ROMSs, hard drives, or any other machine-readable storage
medium wherein, when the program code 1s loaded into and
executed by a machine, such as a computer, the machine
becomes an apparatus for practicing the presently disclosed
subject matter. In the case of program code execution on
programmable computers, the computing device generally
includes a processor, a storage medium readable by the pro-
cessor (including volatile and non-volatile memory and/or
storage elements), at least one mput device, and at least one
output device. One or more programs may implement or
utilize the processes described 1n connection with the pres-
ently disclosed subject matter, e.g., through the use of an
application programming interface (API), reusable controls,
or the like. Such programs may be implemented 1n a high
level procedural or object-oriented programming language to
communicate with a computer system. However, the program
(s) can be implemented in assembly or machine language, 11
desired. In any case, the language may be a compiled or
interpreted language and 1t may be combined with hardware
implementations.

Although exemplary embodiments may refer to utilizing
aspects of the presently disclosed subject matter in the context
of one or more stand-alone computer systems, the subject
matter 1s not so limited, but rather may be implemented in
connection with any computing environment, such as a net-
work or distributed computing environment. Still further,
aspects of the presently disclosed subject matter may be
implemented in or across a plurality of processing chips or
devices, and storage may similarly be efiected across a plu-
rality of devices. Such devices might include personal com-
puters, network servers, and handheld devices, for example.
Although the subject matter has been described 1n language
specific to structural features and/or methodological acts, 1t 1s
to be understood that the subject matter defined in the
appended claims 1s not necessarily limited to the specific
features or acts described above. Rather, the specific features
and acts described above are disclosed as example forms of
implementing the claims.

The invention claimed 1is:
1. A method for analyzing suspicious financial activity
associated with an individual, comprising;:

utilizing a non-transitory computer-readable medium hav-
ing stored thereon computer executable instructions
executable by a processor for:

receiving, a remittance associated with a customer at a
financial institution, where the customer 1s a policy
holder of msurance products provided by the financial
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institution and the remittance 1s payment for the msur-
ance products from the customer to the financial 1nsti-
tution;

determiming 1f the remittance 1s a cash equivalent transac-

tion by analyzing a document associated with the remat-
tance;

identilying information associated with the document to

uniquely 1dentity the cash equivalent transaction;
analyzing the information to determine 11 the document has
been previously 1dentified;

determining a suspicious financial activity risk associated

with the remittance based on the information;

determining 1f an alert associated with the remittance is a

false positive;

in response to the alert being determined to be a false

positive, correlating the false positive to the customer;
and

populating the information, the suspicious financial activ-

ity risk, and the false positive correlation into a list of
identified documents, the list of i1dentified documents
associating the information, the suspicious financial
activity risk, and the false positive correlation with docu-
ments known to be cash equivalent transactions.

2. The method of claim 1, further comprising:

imaging the document; and

extracting the information from an image of the document.

3. The method of claim 2, further comprising providing the
image of the document to an analyst to identify the informa-
tion associated with the document.

4. The method of claim 3, wherein the document 1s pro-
vided to the analyst a first time that the document 1s 1maged.

5. The method of claim 4, further comprising determining,
that the document 1s a cash equivalent transaction upon sub-
sequent review ol the document by accessing the list of 1den-
tified documents.

6. The method of claim 1, further comprising aggregating
cash equivalent transactions associated with the individual
over a predetermined period of time to determine the suspi-
cious financial activity.

7. The method of claim 6, further comprising reporting an
amount associated with the cash equivalent transactions asso-
ciated with the individual 1f the amount exceeds a threshold.

8. A non-transitory computer-readable medium compris-
ing computer-readable mstructions for analyzing suspicious
financial activity associated with an 1individual, the mstruc-
tions comprising:

receving, a remittance associated with a customer at a

financial 1nstitution, where the customer 1s a policy
holder of insurance products provided by the financial
institution and the remittance 1s payment for the nsur-
ance products from the customer to the financial 1nsti-
tution;

determiming 1f the remittance 1s a cash equivalent transac-

tion by analyzing a document associated with the remat-
tance;

identifying information associated with the document to

uniquely 1dentity the cash equivalent transaction;
analyzing the information to determine 11 the document has
been previously 1dentified;

determining a suspicious financial activity risk associated

with the remittance based on the information;

determining 1f an alert associated with the remittance is a

false positive;

in response to the alert being determined to be a false

positive, correlating the false positive to the customer;
and
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populating the information, the suspicious financial activ-
ity risk, and the false positive correlation into a list of
identified documents, the list of i1dentified documents
associating the information, the suspicious financial
activity risk, and the false positive correlation with docu-
ments known to be cash equivalent transactions.

9. The computer-readable medium of claim 8, further com-
prising instructions for:

imaging the document; and

extracting the information from an image of the document.

10. The computer-readable medium of claim 9, further
comprising instructions for providing the image of the docu-
ment to an analyst to 1dentify the information associated with
the document.

11. The computer-readable medium of claim 10, wherein
the document 1s provided to the analyst a first time that the
document 1s 1maged.

12. The computer-readable medium of claim 11, further
comprising instructions for determining that the document 1s
a cash equivalent transaction upon subsequent review of the
document by accessing the list of identified documents.

13. The computer-readable medium of claim 8, further
comprising 1instructions for aggregating cash equivalent
transactions associated with the individual over a predeter-
mined period of time to determine the suspicious financial
activity.

14. The computer-readable medium of claim 13, further
comprising instructions for reporting an amount associated
with the cash equivalent transactions associated with the 1ndi-
vidual 11 the amount exceeds a threshold.

15. A system for analyzing suspicious financial activity
associated with an individual, comprising;:

a processor; and

memory, wherein the memory stores processor executable

instructions configured to:

receive a remittance associated with a customer at a finan-

cial institution, where the customer 1s a policy holder of
insurance products provided by the financial institution
and the remittance 1s payment for the insurance products
from the customer to the financial institution;
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determine 11 the remittance 1s a cash equivalent transaction
by analyzing a document associated with the remittance;

identily information associated with the document to
uniquely identify the cash equivalent transaction;

analyze the information to determine 11 the document has
been previously 1dentified;

determine a suspicious financial activity risk associated

with the remittance based on the information;
that determines 11 an alert associated with the remittance 1s
a false positive;

correlate, 1n response to the alert being determined to be a
false positive, the false positive to the customer; and

populate the information, the suspicious financial activity
risk, and the false positive correlation 1nto a list of 1den-
tified documents, the list of 1dentified documents asso-
ciating the information, the suspicious financial activity
risk, and the false positive correlation with documents
known to be cash equivalent transactions.

16. The system of claim 15, further comprising executable
instructions configured to:

image the document; and

extract the information from an 1image of the document.

17. The system of claim 16, further comprising executable
instructions configured to provide the image of the document
to an analyst to 1dentify the information associated with the
document.

18. The system of claim 17, wherein the document 1s pro-
vided to the analyst a first time that the document 1s 1maged.

19. The system of claim 18, further comprising executable
instructions configured to determine that the document 1s a
cash equivalent transaction upon subsequent review of the
document by accessing the list of identified documents.

20. The system of claim 15, further comprising executable
instructions configured to aggregate cash equivalent transac-
tions associated with the individual over a predetermined
period of time to determine the suspicious financial activity.

21. The system of claim 20, further comprising executable
istructions configured to report an amount associated with
the cash equivalent transactions associated with the indi-
vidual 11 the amount exceeds a threshold.
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