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(57) ABSTRACT

The present mnvention discloses a method and a correspond-
ing apparatus for discovering NSPs. The method includes:
transmitting, by network-side, information about NSPs sup-
ported by the current NAP; transmitting, by the network-side,
first change information about NSPs supported by the NAP at
a fixed period; obtaining, by a CPE, the first change informa-
tion about the NSPs supported by the NAP accessible at a
current position when accessing a network; determining
whether the first change information 1s consistent with stored
change information about NSPs supported by the NAP, 1T it 1s,
obtaining stored information about NSPs supported by the
NAP, otherwise, obtaining information about NSPs sup-
ported by the NAP transmitted by the network-side; and add-
ing the obtained information about the NSPs as information
about available NSPs discovered. The present invention can
reduce extra occupancy of air interface resources and effec-
tively reduce time consumption in the process of network
discovering and selecting.

14 Claims, 6 Drawing Sheets
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METHOD AND APPARATUS FOR
DISCOVERING NETWORK SERVICE
PROVIDERS

CROSS-REFERENCE TO RELATED 5
APPLICATIONS

The present application 1s a continuation of PC'T Applica-
tion No. PCT/CN2006/001521 filed on Jun. 30, 2006, which

claims the priority of Chinese Patent Application No. 10
200510035627.1 filed on Jul. 1, 2005. All of these applica-
tions are incorporated herein by reference.

FIELD OF THE INVENTION

15
The present invention relates to access technology in wire-

less communication network, and more particularly to a
method and an apparatus for discovering network service
providers when accessing a wireless communication net-
work. 20

BACKGROUND OF THE INVENTION

With the development of wireless communication technol-
ogy, new network forms are continually emerging for wire- 55
less communication network, such as Worldwide Interoper-
ability for Microwave Access Forum (WiMax) network and
Wireless Local Area Network (WLAN) developing rapidly
nowadays. Typically the wireless communication network
includes Customer Premises Equipments (CPEs), Network 3,
Access Providers (NAPs) built by different operators, and
Network Service Providers (NSPs). The WiMax network will
be taken as an example in the following description, and the
WiMax network based on the Institute of Electrical and Elec-
tronics Engineers (IEEE) 802.16 can provide relatively high 35
access rate.

FIG. 1 1s a schematic diagram showing a reference model
of a WiMax network 1n the case of non-roaming. In the
situation of non-roaming, an Access Service Network (ASN)
110 connects with a Connection Service Network (CSN) 120, 44
and a Subscriber Station/Mobile Subscriber Station (SS/
MSS) 130 accesses the CSN 120 through the ASN 110.

FIG. 2 1s a schematic diagram showing a reference model
of a WiMax network 1n the case of roaming. In the situation of
roaming, an ASN 110 connects with a Visited Connection 45
Service Network (Visited CSN) 121, and the Visited CSN 121
connects with a Home Connection Service Network (Home
CSN) 122. An SS/MSS 130 gets authenticated at the Home
CSN 122 through the ASN 110 and the Visited CSN 121, and
uses services provided by the Visited CSN 121 and the Home 5
CSN 122.

In general, ASN belongs to NAP and CSN belongs to NSP.
In a practical deployment, NAP, Visited Network Service
Provider (Visited NSP) and Home Network Service Provider
(Home NSP) may be run by different operators, meanwhile 53
there may be an overlapping area covered by multiple ASNs
and each ASN may connect with several NSP networks. At
present, there are two different deployment modes for WiMax
network: one 1s NAP+NSP mode, 1.e. the relationship
between NAP and NSP 1s one-to-one, and the other 1s ASN 40
sharing mode, 1.e. there are roaming protocols between one
ASN and multiple NSPs, and one ASN 1s shared by multiple
NSPs.

FIG. 3 1llustrates possible deployment modes for WiMax
network. 65
ASN 111 of NAP 4 and ASN 112 of NAP 6 cover an

overlapping area. CSN 1201 of NSP_1, CSN 1202 of NSP_2

2

and CSN 1203 of NSP_3 share the ASN 111 of the NAP_4;
the ASN 112 of the NAP_6 and CSN 1204 of NSP_6 are
bound together; SS/MSSes 131 and 132 access the network
through the ASNs 111 and 112 respectively.

In the ASN sharing mode, CPE would encounter a prob-
lem: how to know by which NSPs the current ASN 1s shared,
1.€. how to know which NSPs may be used through the current
ASN. This 1s a problem regarding NSP selection present 1n a
wireless communication network, 1.e. how network-side pro-
vides information about the current available networks to the
CPE, so that the CPE may further obtain information about all
the NSPs accessible at the current position so as to select an
NSP to access a network.

In the prior art, discovering NSPs 1n a wireless communi-
cation network 1s implemented by setting a broadcast mes-
sage. For example, Service-Identity-Information 1s carried 1n
a broadcast message, as specified in the current IEEE 802.16
protocol, and Base Station (BS) may use the broadcast mes-
sage 1o broadcast the information about the accessible NSPs
periodically on 1ts own 1nmitiative. Table 1 shows information
clements 1n the broadcast message.

TABLE 1

Syntax Size Notes
Service-Identity-Information format () {

Management Message Type = 8 bits

To Be Assigned

TLV encoded Information Variables TLV specifics

(See Table 2)

h

The TLV contained in the above broadcast message at least
includes one or more NSP 1dentities. NSP 1dentity 1s defined
in a TLV way as shown 1n Table 2.

TABLE 2
Type Length Value
To-Be-Assigned To-Be-Defined NSP 1dentity

According to this approach, when performing NSP discov-
ery, an SS/MSS listens to the broadcast message from the BS
and receives NSP information carried 1n the broadcast mes-
sage transmitted by the BS periodically. If the waiting time 1s
too long, the SS/MSS may also request the BS to broadcast
the relevant NSP information by using the broadcast mes-
sage. For example, the SS/MSS may request the BS to trans-
mit the relevant broadcast message on 1ts own 1nitiative by
carrying the information element as showed 1n Table 3 1n a

RNG-REQ message.

TABLE 3
Type Length Value
To-Be-Assigned 1 NULL character

If the RNG-REQ message carries the above information
clement, then this means that the SS/MSS requests the BS to
transmit the information about the supported NSP list; other-
wise, there 1s no such a request.

The above method for implementing NSP discovery by
transmitting NSP information by means of message broad-
casting has the following problems:

Since one period 1s needed to broadcast an NSP list, the
SS/MSS needs to wait for a period of time to receive the
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relevant broadcast message, which will cause a considerable
delay; if the relevant broadcast message 1s transmitted during
a short period of time, then more air interface resources are
needed to transmit the relevant message, which will cause a
waste of downlink air interface resource; and if the transmait-
ting of the relevant broadcast message 1s requested by the
SS/MSS, then a random access resource 1s occupied, which
will cause a waste of uplink air interface resource.

SUMMARY OF THE INVENTION

The present invention provides a method and an apparatus
for discovering NSPs, which can reduce extra occupancy of
air interface resources 1n the process of accessing a network
and time consumption in the process of discovering NSPs.

The present invention provides a method for discovering

NSPs, which 1s used 1n a wireless communication network
including CPEs, NAPs, and NSPs, and the method includes:

obtaining, by a CPE, first change information about NSPs
supported by an NAP accessible at a current position when
accessing the network, and the first change information being
regularly transmitted by network-side;

when the first change information 1s consistent with stored
change information about NSPs supported by the NAP,
obtaining stored information about NSPs supported by the
NAP; otherwise, obtaining information about NSPs sup-
ported by the NAP transmitted by the network-side;

adding the obtained information about the NSPs as infor-
mation about available NSPs discovered.

In the method, second change mformation about NSPs
supported by the NAP transmitted by the network-side 1s also
obtained.

In the method, the network-side transmits the information
about the NSPs supported by the NAP and the second change
information at a fixed period or at the request of the CPE.

The method further includes storing the obtained informa-
tion about NSPs supported by the NAP together with the
obtained second change information about the NSPs.

In the method, the first change information 1s the same as
the second change information.

In the method, obtaining the information about the NSPs
supported by the NAP transmitted by the network-side and
the second change information includes receiving an MAC
layer management message, or a Downlink Channel Descrip-
tion (DCD) message, or a Neighbor Advertisement
(N'BR ADV) message.

In the method, obtaining the first change information
includes recerving a Downlink Mapping (DL_MAP) mes-
sage.

The method further includes: obtaining an NAP identity
transmitted by the network-side; obtaining the information
about the NSPs supported by the NAP transmitted by the
network-side when the NAP 1dentity 1s not stored in the CPE;
obtaining the first change information transmitted by the net-
work-side when the NAP 1dentity 1s stored in the CPE.

In the method, the CPE 1s a mobile subscriber station or a

subscriber station.

Correspondingly, a network-side transmitting apparatus
according to the present invention includes:

a {irst transmitting unit configured to transmait information
about NSPs supported by a NAP at network-side;

a second transmitting unit configured to transmait first
change information about NSPs supported by the NAP at a
fixed period at the network-side;

wherein the first transmitting unit includes: an information
transmitting unit configured to transmit the information about
the NSPs supported by the NAP at the network-side; a change
information transmitting unit configured to transmit second
change mnformation about the NSPs supported by the NAP at
the network-side.
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4

In the network-side transmitting apparatus, the first trans-
mitting unit transmits the information about the NSPs sup-
ported by the NAP and the second change information at the
network-side at a fixed period or at the request of the CPE.

In the network-side transmitting apparatus, the first trans-
mitting umt transmits the information about the NSPs sup-
ported by the NAP and the second change information at the
network-side through an MAC layer management message,
or a DCD message, or an NBR_ADYV message.

In the network-side transmitting apparatus, the second
transmitting unit transmits the first change information about
the NSPs supported by the NAP at the network-side through
a DL_MAP message.

In the network-side transmitting apparatus, the first change
information 1s the same as the second change information.

Correspondingly, a network discovering apparatus for a
CPE according to the present invention includes:

a detecting and obtaining unit configured to detect and
obtain first change information, being regularly transmitted
by network-side, about NSPs supported by an NAP acces-
sible at a current position when accessing a network;

a determining unit configured to determine whether the

first change information 1s consistent with stored change
information about NSPs supported by the NAP;

a first obtaining umt configured to obtain stored informa-
tion about NSPs supported by the NAP when a determining
result of the determining unit 1s YES;

a second obtaining unit configured to obtain information
about NSPs supported by the NAP transmitted by the net-
work-side when the determining result of the determiming
unit 1s NO:;

a discovery adding unit configured to add the obtained

information about the NSPs as information about available
NSPs discovered.

The second obtaining unit includes: an information obtain-
ing unit configured to obtain the information about the NSPs
supported by the NAP transmitted by the network-side; a
change information obtaining unit configured to obtain sec-
ond change information about the NSPs supported by the
NAP transmitted by the network-side.

Moreover, the network discovering apparatus further
includes a storage unit configured to store the obtained infor-
mation about the NSPs supported by the NAP together with
the obtained second change information about the NSPs.

In the network discovering apparatus, the CPE 1s a mobile
subscriber station or a subscriber station.

Compared with the prior art, the present invention has the
following merits:

In the present invention, when a CPE accesses a network,
the CPE obtains first change information regularly transmait-
ted by network-side about NSPs supported by a NAP acces-
sible at a current position, and performs the following opera-
tions according to whether the first change information
regularly transmitted by network-side 1s consistent with the
stored change information about NSPs supported by the NAP.
For example, 11 1t 1s consistent, the CPE obtains information
about NSPs supported by the NAP stored at subscriber-side,
otherwise receives mformation about NSPs supported by the
NAP transmitted by the network-side. Since the information
about the NSPs transmitted by the network-side 1s recerved
according to the actual circumstance, extra occupancy of air
interface resources when obtaining NSP information from the
network-side 1s reduced. On the other hand, through the com-
parison ol change information to determine whether it 1s
necessary to update the NSP information, time consumption
in the process of network discovering and selecting can gen-
erally be reduced effectively, while 1t can be ensured that the
CPE will update and receive the NSP information timely.
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BRIEF DESCRIPTIONS OF THE DRAWINGS

FIG. 1 1s a schematic diagram illustrating a reference
model for a WiMax network 1n the case of non-roaming 1n the
prior art;

FIG. 2 1s a schematic diagram illustrating a reference
model for a WiMax network in the case ol roaming 1n the prior
art;

FIG. 3 1s a schematic diagram 1llustrating a deployment
mode of a WiMax network 1n the prior art;

FI1G. 4 1s a flow chart 1llustrating a method for discovering
NSPs according to the present invention;

FIG. 5 1s a flow chart illustrating the first embodiment of
the method according to the present invention;

FIG. 6 1s a flow chartillustrating the second embodiment of
the method according to the present invention;

FI1G. 7 1s a schematic diagram 1llustrating the constitution
of a network-side transmitting apparatus according to an
embodiment of the present invention; and

FIG. 8 1s a schematic diagram 1llustrating the constitution
of a network discovering apparatus for a CPE according to an
embodiment of the present invention.

DETAILED DESCRIPTIONS OF TH.
EMBODIMENTS

T

Typically, a CPE mentioned 1n the present mnvention 1s a
mobile subscriber station (MSS) or a subscriber station (SS).

Generally, 1t takes 4 stages for a CPE to select an appro-
priate network to access:

Stage of discovering NAPs: an SS/MSS discovers all the
NAP networks accessible at 1ts current position (Coverage
areas of the NAP networks include the current position of the

3S/MSS).

Stage of discovering an NSP list for the current NAP: for
each accessible NAP network, all the NSPs accessible
through the NAP network are discovered.

Stage ol obtaining all the currently available NSPs and
selecting an NSP: all the NSPs that the SS/MSS can access at
its current position are enumerated to generate a list, and an
appropriate NSP 1s selected according to a certain rule.

Stage of performing a process of network accessing based
on the selected NSP: according to the selected NSP, an appro-
priate NAP 1s selected (1f one NSP can be accessed through
two or more NAPs), and an 1nitial access process 1s per-
formed.

The improvement of the present invention mainly involves

the stage of discovering NAPs and the stage of discovering an
NSP list for the current NAP.

FI1G. 4 1s a flow chart 1llustrating a method for discovering
NSPs according to the present invention. In the present inven-
tion, information about NSPs supported by an NAP may be
conﬁgured and stored ata CPE 1n advance, and when the CPE

Syntax
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accesses a network, discovering NSPs mainly includes a net-
work-side transmitting procedure and a CPE discovering pro-
cedure.

In a particular implementation, the network-side transmit-

ting procedure mainly includes:

Block 11, network-side transmits information about NSPs
supported by the current NAP;

Block 12, the network-side transmuts first change informa-
tion about NSPs supported by the current available NAP at a
fixed period.

The CPE discovering procedure 1s illustrated below, and 1n
a particular implementation, the CPE discovering procedure

mainly includes:

Block 13, when a CPFE accesses the network, the CPE

obtains first change information about NSPs supported by an

NAP accessible at the current position, the first change infor-

mation being regularly transmitted by the network-side;
Block 14, the CPE determines whether the first change

information 1s consistent with change information about
NSPs supported by the NAP already stored 1n the CPE. 1T so,
a process 1 block 15 1s performed, otherwise a process 1n
block 16 1s performed;

Block 15, information about NSPs supported by the NAP

already stored 1n the CPE 1s obtained and a process 1n block
17 1s performed;

Block 16, information about NSPs supported by the NAP
transmitted by the network-side 1s obtained;

Block 17, the obtained information about the NSPs 1s
added as information about available NSPs discovered.

In the present invention, the network-side also transmits
second change information about NSPs supported by the
current NAP, and 1n a particular implementation, the infor-
mation about the NSPs supported by the current NAP trans-
mitted by the network-side 1s transmitted together with the
second change information, and the transmitting may
includes broadcasting at a fixed period or transmitting at the
request of the CPE.

Moreover, 1n the present invention, the information about
the NSPs supported by the NAP obtained from the network-
side 1s stored together with the obtained second change infor-
mation about the NSPs 1n the CPE, for the purpose of later
network access and so on.

Hereinatter, the method 1s 1illustrated with specific

examples.

FIG. § 1s a flow chair illustrating the first embodiment of
the method for discovering NSPs according to the present
invention.

In the present embodiment, information about NSPs sup-
ported by an NAP 1s stored in an SS/MSS 1n the form of
NAP/NSP configuration mformation.

In the embodiment of the present invention, an MAC layer
management message Service-Identity- Informatlon 1s added
into IEEE 802.16, and a BS broadcasts the message periodi-
cally (e.g. once every 5 seconds). Information elements
included in the message are shown 1n Table 4:

TABL

(L]
4

Size Notes

Service-Identity-Information format () {

Management Message Type = To Be Assigned

NSP-count

8 bits
8 bits To reflect a change of information
about an NSP list supported by the

current NAP. The counter increments
by 1 with the change of the
information about the NSP list.
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TABLE 4-continued

Syntax Size Notes

TLV encoded Information Variables

TLV specifics (1ncluding the NSP list

supported by the NAP that the
current BS belongs to)

Meanwhile, the BS adds one TLV 1n a DL._MAP message
to retlect the change of mformation about the NSP list sup-
ported by the NAP that the current BS belongs to, and the TLV
1s defined 1n Table 5:

TABL.

(L]
N

Type Length Value

To-Be-Assigned 1
(NSP__count)

Consistent with the corresponding value in
the Service-Identity-Information message

After scanning a downlink channel for a certain BS, the

SS/MSS needs to perform processes in the following blocks
to obtain the NSP list supported by the NAP which the BS
belongs to:

Block 101, the SS/MSS establishes downlink synchroni-
zation;
Block 102, the SS5/MSS recerves a DL_MAP message,

obtains information about NAP_ID from “Operator 1D, and
obtains NSP_count from the added TLV;

Block 103, the SS/MSS determines whether the NAP 1D 1s
stored 1n NAP/NSP configuration information stored by the
SS/MSS. If so, the SS/MSS performs a process 1n block 104,
otherwise the SS/MSS performs a process 1n block 106;

Block 104, the SS/MSS determines whether the
NSP_count 1s consistent with that stored by the SS/MSS. If it
1s consistent, the SS/MSS performs a process 1n block 105,
otherwise the SS/MSS performs a process 1n block 106;

Block 105, the SS/MSS extracts NSP information corre-
sponding to the current NAP from the NAP/NSP configura-

tion information stored by the SS/MSS, and performs a pro-
cess 1n block 108:

Block 106, the SS/MSS further receives NAP/NSP con-

figuration information in a broadcast message Service_lden-
tity_Information;

Block 107, the SS/MSS stores the obtained NAP/NSP con-

figuration information and the corresponding NSP_count
into the NAP/NSP configuration information;

Block 108, the SS/MSS stores the NSPs corresponding to
the current NAP 1nto a list of available NSPs (temporally),
and completes the procedure of network discovering for the

BS 1n the end.

FI1G. 6 15 a tlow chart illustrating the second embodiment of
the method for discovering NSPs according to the present
invention.

In the embodiment, information about NSPs supported by
an NAP 1s stored in an SS/MSS 1n the form of NAP/NAP
configuration information.

InIEEE 802.16, TLVs are added 1nto the current Downlink
Channel Description (DCD) message (or NBR_ADV mes-
sage, and DCD message 1s taken as an example 1n the embodi-
ment). The TLVs includes at least two TLVs to describe an
NSP list supported by the current NAP and the corresponding,

NSP count. The two TLVs 1s described in Table 6:
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TABLE 6
Type Length Value
To-Be-Assigned  Variable  TLV specifics (including an NSP list

(NSP list) supported by an NAP that the current BS
belongs to)

To reflect a change of information about
the NSP list supported by the current
NAP. The counter increments by 1 with

the change of the information about
the NSP list.

To-Be-Assigned 1
(NSP__count)

Meanwhile, the BS adds one TLV (1.e. the above-men-
tioned NSP_count) into a DL_MAP message to reflect the
change of the information about the NSP list supported by the
NAP which the current BS belongs to.

After scanning a downlink channel for a certain BS, the
SS/MSS needs to perform processes in the following blocks
to obtain the NSP list supported by the NAP that the BS
belongs to:

Block 201, the SS/MSS establishes downlink synchroni-
zation;

Block 202, the SS/MSS receives a DL_MAP message,
obtains information about NAP_ID from “Operator 1D, and
obtains NSP count from the added TLV;

Block 203, the SS/MSS determines whether the NAP 1D 1s
stored 1n NAP/NSP configuration information stored by the
SS/MSS. If 1t 1s stored, the SS/MSS performs a process 1n
block 204, otherwise the SS/MSS performs a process 1 block
206,

Block 204, the SS/MSS determines whether the
NSP_count 1s consistent with that stored by the SS/MSS. IT
s0, the SS/MSS performs a process 1n block 205, otherwise
the SS/MSS performs a process 1n block 206;

Block 205, the SS/MSS extracts NSP information corre-
sponding to the current NAP from the NAP/MSP configura-
tion mnformation stored by the SS/MSS and performs a pro-
cess 1n block 208;

Block 206, the SS/MSS further receives a broadcast mes-
sage DCD 1ncluding TLVs of NSP list and NSP_count;

Block 207, the SS/MSS stores the obtained NAP/NSP con-
figuration information and the corresponding NSP_count
into the NAP/NSP configuration information;

Block 208, the SS/MSS stores NSPs corresponding to the
current NAP 1nto a list of available NSPs (temporally), and

then completes the procedure of network discovering for the
BS.

An apparatus for discovering NSPs according to another
aspect of the present invention will be explained below.

FIG. 7 1s a schematic diagram 1llustrating an embodiment
of a network-side transmitting apparatus according to the
present invention.

The network-side transmitting apparatus according to the
present invention includes:

a first transmitting unit 21 configured to transmit informa-
tion about NSPs supported by an NAP at network-side; and a
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second transmitting unit 22 configured to transmit first
change information about NSPs supported by the NAP at a
fixed period at the network-side.

In a particular implementation, the first transmitting unit 21
may also transmit second change information about NSPs
supported by the NAP. Depending on particular network
change, the first change information and the second change
information may be i1dentical, or different with certain corre-
spondence. Moreover, the first transmitting unit 21 transmuits
the information about the NSPs supported by the NAP and the
second change information at the network-side at a fixed

T

period or at the request of a CPE.

The first transmitting unit 21 includes: an mformation
transmitting unit configured to transmit the information about
the NSPs supported by the NAP at the network-side; a change
information transmitting unit configured to transmit the sec-
ond change information about the NSPs supported by the
NAP at the network-side.

Moreover, as mentioned above, the first transmitting unit
21 transmits the information about the NSPs supported by the
NAP and the second change information through an MAC
layer management message, a DCD message or an
NBR_ADYV message at the network-side. The second trans-
mitting unit 22 may transmit the first change information

about the NSPs supported by the NAP through a DL._MAP
message at the network-side.

FIG. 8 1s a schematic diagram 1llustrating an embodiment
of anetwork discovering apparatus ol a CPE according to the
present invention.

The network discovering apparatus for the CPE according
to the present invention includes:

a detecting and obtaining unmit 23 configured to obtain first
change information about NSPs supported by an NAP acces-
sible at a current position when the CPE accesses a network,

the first change information being regularly transmitted by
network-side.

a determining unit 24 configured to determine whether the

first change information 1s consistent with stored change
information about NSPs supported by the NAP;

a first obtaining unit 25 configured to obtain stored infor-
mation about NSPs supported by the NAP when a determin-
ing result of the determining unit 1s YES;

a second obtaining unit 26 configured to obtain informa-
tion about NSPs supported by the NAP transmitted by the
network-side when the determiming result of the determining
unit 1s NO:;

a discovery adding unit 27 configured to add the obtained

information about the NSPs as information about available
NSPs discovered.

The second obtaining unit 26 includes: an imformation
obtaining unit configured to obtain the information about the
NSPs supported by the NAP transmitted by the network-side;
a change information obtaining unit configured to obtain
second change information about NSPs supported by the
NAP transmitted by the network-side.

In order to update the information about the NSPs timely,
the CPE according to the present invention also includes a
storage unit configured to store the obtained information
about the NSPs supported by the NAP together with the
obtained second change imformation about the NSPs.

The above descriptions are only preferred embodiments
according to the present invention, and they are not intended
to limait the scope of the present invention. Any modification,
equivalent substitution and improvement etc. made within the
spirit and principle of the present invention should be encom-
passed 1n the scope of the claims of present invention.
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What 1s claimed 1s:

1. A method for discovering network service providers
(NSPs), which 1s used 1n a wireless communication network
comprising customer premises equipments (CPEs), network
access providers (NAPs) and NSPs, the method comprising:

obtaining, by a CPE, from an NAP a downlink message

including first change information about a plurality of
NSPs supported by the NAP and an NAP 1dentity trans-
mitted by a network-side, wherein the NAP has direct
connections to the plurality of NSPs, and wherein the
NAP manages and inserts the first change information
into the downlink message;

determiming whether the first change information matches

change information about the plurality of NSPs stored in
the CPE and whether the identity of the NAP 1s stored 1n
the CPE;

11 the first change information matches the change infor-

mation and the identity of the NAP 1s stored 1n the CPE,
obtaining information about the plurality of NSPs pre-
stored in the CPE;

11 the 1dentity of the NAP 1s not stored 1n the CPE, and/or

the first change information does not match the change
information, obtaining, by the CPE, the information
about the plurality of NSPs from the NAP; and
determining the availability of the plurality of NSPs from
the obtained information about the plurality of NSPs.

2. The method for discovering NSPs according to claim 1,
further comprising:

obtaining second change information about the plurality of

NSPs transmitted by the network-side when obtaining
the information about the plurality of NSPs transmitted
by the network-side.

3. The method for discovering NSPs according to claim 2,
wherein the network-side transmits the information and the
second change information about the plurality of NSPs at a
fixed period or at a request of the CPE.

4. The method for discovering NSPs according to claim 2,
turther comprising:

storing the obtained information about the plurality of

NSPs together with the obtained second change infor-
mation about the plurality of NSPs; and taking the sec-
ond change imnformation about the plurality of NSPs as
the stored change information about the plurality of
NSPs.

5. The method for discovering NSPs according to claim 2,
wherein the first change information 1s the same as the second
change information.

6. The method for discovering NSPs according to claim 2,
wherein the obtaining the information about the plurality of
NSPs and the second change information about the plurality
of NSPs comprises:

receving an MAC layer management message or a down-

link channel description (DCD) message, or a neighbor
advertisement (NBR_ADV) message transmitted by the
network-side.

7. The method for discovering NSPs according to claim 1,
wherein the obtaining the first change information comprises:

recerving a downlink mapping (DL_MAP) message trans-

mitted by the NAP.

8. The method for discovering NSPs according to claim 1,
wherein the CPE 1s a mobile subscriber station or a subscriber
station.

9. The method for discovering NSPs according to claim 1,
wherein 11 the identity ol the NAP 1s stored by the CPE and the
first change information does not match the change informa-
tion, obtaining, by the CPE, the information about the plural-

ity of NSPs from the NAP.
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10. A network discovering apparatus for a CPE, compris- a discovery adding unit configured to determine the avail-
ng: ability of the plurality of NSPs from the obtained infor-
a detecting and obtaining unit configured to obtain an NAP mation about the plurality of NSPs.
identity transmitted by a network-side and detect and | 11. Th? network discovering apparatus fOI' the _CPE accprd-
obtain first change information about a plurality of NSPs 5 1ngto claim 10, wherein the second obtaining unit comprises:
supported by an NAP when the CPE accesses a network, an information obtaining unit configured to obtain the
the first change information being transmitted by the information alf)out the plurality of NSPs transmitted by
NAP, wherein the NAP has direct connections to the the network-side;
plurality of NSPs, and wherein the NAP manages and a change information obtaining unit configured to obtain
inserts the first change intormation into a downlink mes- 10 second change information about the plurality of NSPs
sage; transmitted by the network-side.
a determining unit configured to determine whether the - 12. Thenetwork discovering apparatus for the CPE accord-
NAP identity is stored in the CPE or not, and determine ing to claim 11, further comprising: a storage unit configured
to store the obtained information about the plurality of NSPs

whether the first change information 1s consistent with _ : | _
stored change information about the plurality of NSPs; 13 together with the obtained second change information about

the plurality of NSPs.

13. The network discovering apparatus for the CPE accord-
ing to claim 10, wherein the CPE i1s a mobile subscriber
station or a subscriber station.

20  14.Thenetwork discovering apparatus for the CPE accord-
ing to claim 10, wherein the second obtaining unit 1s further
configured to obtain information about the plurality of NSPs
transmitted by the network-side when the determining result
of the determining unit 1s that the NAP 1dentity 1s stored in the

25 CPE and the first change information 1s not consistent with
stored change mformation about the plurality of NSPs.

a first obtaiming unit configured to obtain stored informa-
tion about the plurality of NSPs when a determiming
result of the determining unit 1s that the first change
information 1s consistent with stored change informa-
tion about the plurality of NSPs and the i1dentity of the
NAP 1s stored 1in the CPE;

a second obtaining unit configured to obtain information
about the plurality of NSPs transmitted by the network-
side when the determining result of the determining unit
1s that the NAP 1dentity 1s not stored in the CPE and/or
the first change information 1s not consistent with stored
change information about the plurality of NSPs; S N
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