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(57) ABSTRACT

A method 1n one embodiment includes detecting an 1dentifier
of a drive that has written data to a data storage medium;
performing a data transier operation to read the data from the
data storage medium; monitoring the data transfer operation
for detecting temporary errors; determining whether an error
burst has occurred based on the monitoring; and 1f an error
burst has occurred, altering a condition of the data transier
operation, the alteration being selected based on the identifier
of the drive that wrote the data to the data storage medium.
Additional methods and systems are also disclosed.
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Wrap i#ii#tiTEMP ERROR DATA!###### ##tt###ROLLING DSNUM######
Wrp SRgn ERgn HexFlag Trig Dsnum  Indx0 Dsnum

[ O] 000 005 000 0000 00000000 00000000

[ 1] 000 000 008 0000 0000008a 00000035

[ 2] 000 008 000 0102 0000008a 00000035

[ 3] 000 005 010  00CO 00000099 00000035

[ 4] 000 010 000 0103 00000099 00000035

[ 5] 000 000 012 0000 000000b1 00000035

[ 6] 000 012 000 010d 000000Db1 00000035

[ 7] 002 005 000 0000 00000000 00000000

[ 8] 002 000 009 00CO 00004542 000044d7

[ 9] 002 009 000 010d 00004542 000044d7

[10] 003 026 000 Q000 00000000 00000000

[11] 004 005 000 0000 00000000 00000000

[12] 004 000 008 0000 00008a1d 000089c7

[13] 004 008 000 010d 00008a1d 000089c7

[14] 006 005 000 0000 00000000 00000000

[15] 006 000 010 Q000 0000cff6 0000cfba

[16] 006 010 000 010d 0000cffo 0000cfba

[17] 008 005 000 0000 00000000 00000000

[18] 008 000 008 0000 000114e9 00011495

[19] 008 009 (0000 O10d 000114e9 00011495

[20] 010 005 000 0000 00000000 00000000

[21] 00 000 000  00CO 00015%fb 0001598f

[22] 0190 009 009 010d 00015Sfb 00015981
012 000 000 QO0CO 00000000 00000000
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1
READ INTERCHANGE OPTIMIZATION

BACKGROUND

The present invention relates to data storage, and more
particularly, this invention relates to systems and methods for
cificiently handling errors.

In customer environments with tape libraries or other
access to cartridges written by a population of drives, a given
cartridge may contain data written by more than one drive.
Reading data written by another drive 1s known as read inter-
change. Read interchange can be problematic due to the write
characteristics of another drive combined with media type
and other factors. This can lead to an increase 1n error recov-
ery (or error burst) 1n areas where mterchange data 1s present.

Error bursts, which may include a large number of errors in
a given time frame or 1n a given length of tape, are not easily
identified since no permanent errors occur and data continues
to transier across the host/drive interface. Even if individual
recovery 1s only transitory in nature, when 1t persists over
long stretches of tape these error bursts can lead to host
command timeouts and excessive processing times that seri-
ously degrade performance. These bursts are often directional
in nature, with reported cases of single wrap processing time
in excess ol 2 hours.

Error detection and control 1s important to any system in
which data passes from one point to another. Error detection
and control 1s particularly important in the data storage indus-
tries, as users rely on the integrity of the stored data for
everything from day to day operation to long term archiving.

There 1s therefore a need for effective and efficient ways for
reducing the occurrence of error bursts.

SUMMARY

A method according to one embodiment includes detecting
an 1dentifier of a drive that has written data to a data storage
medium; performing a data transfer operation to read the data
from the data storage medium; monitoring the data transfer
operation for detecting temporary errors; determining
whether an error burst has occurred based on the monitoring;
and 11 an error burst has occurred, altering a condition of the
data transfer operation, the alteration being selected based on
the 1dentifier of the drive that wrote the data to the data storage
medium.

A method according to another embodiment includes
monitoring a data transfer operation of data on a data storage
medium for determiming whether an error burst has occurred
during the data transfer operation; i1f an error burst has
occurred, altering a condition of the data transier operation;
monitoring the data transier operation with the altered con-
dition for determining a result of the altering the condition;
identifying a drive that wrote the data on which the error burst
occurred; and storing the result of the altering the condition 1n
association with the identity of the drive that wrote the data on
which the error burst occurred.

A system 1n one embodiment includes a processor and a
computer-readable medium, the computer-readable medium
having computer usable program code embodied therewith.
The computer usable program code, when executed by the
processor causes the processor to: detect an identifier of a
drive that has written data to a data storage medium; perform
a data transier operation to read the data from the data storage
medium; momtor the data transier operation for detecting,
temporary errors; determine whether an error burst has
occurred based on the monitoring; and 11 an error burst has
occurred, alter a condition of the data transier operation, the
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2

alteration being selected based on the identifier of the drive
that wrote the data to the data storage medium.

A system 1n another embodiment includes a processor and
a computer-readable medium, the computer-readable
medium having computer usable program code embodied
therewith. The computer usable program code, when
executed by the processor causes the processor to: perform a
data transfer operation to read data from a data storage
medium; determine whether an error burst has occurred din-
ing the data transfer operation; if an error burst has occurred,
alter a condition of the data transfer operation; monitor the
data transier operation with the altered condition for deter-
mining a result of the altering the condition; identify a drive
that wrote the data on which the error burst occurred; and
store the result of the altering the condition 1n association with
the identity of the drive that wrote the data on which the error
burst occurred.

Any of these embodiments may be implemented 1n a mag-
netic data storage system such as a tape drive system, which
may include a magnetic head, a drive mechanism for passing
a magnetic medium, (e.g., recording tape) over the magnetic
head, and a controller (e.g., processor) electrically coupled to
the magnetic head.

Other aspects and embodiments of the present mvention
will become apparent from the following detailed descrip-
tion, which, when taken in conjunction with the drawings,
illustrate by way of example the principles of the invention.

BRIEF DESCRIPTION OF THE SEVERAL
VIEWS OF THE DRAWINGS

FIG. 1 1s a schematic diagram of a simplified tape drive
system according to one embodiment.

FIG. 2 1s a flow diagram of a method according to one
embodiment.

FIG. 3 1s a flow diagram of a method according to another
embodiment.

FIG. 4 15 a flow diagram of a method according to another
embodiment.

FIG. 5 1s an 1illustration of an example of the forward
direction (outbound) rolling calibration table for a read mode
for an 1llustrative type of tape drive.

FIG. 6 1s an illustration of an example of the forward
direction (outbound) rolling calibration table for a write mode
for the illustrative type of tape drive.

FIG. 7 1s an illustration of a burst log according to one
embodiment.

FIGS. 8A and 8B show an illustration of a log according to
one embodiment.

DETAILED DESCRIPTION

The following description 1s made for the purpose of 1llus-
trating the general principles of the present invention and 1s
not meant to limit the inventive concepts claimed herein.
Further, particular features described herein can be used 1n
combination with other described features in each of the
various possible combinations and permutations.

Unless otherwise specifically defined herein, all terms are
to be given their broadest possible interpretation including
meanings implied from the specification as well as meanings
understood by those skilled 1n the art and/or as defined in

dictionaries, treatises, etc.

It must also be noted that, as used 1n the specification and
the appended claims, the singular forms *“a,” “an’ and “the”
include plural referents unless otherwise specified.
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Note also that as used herein, the phase “based on™ 1s
intended to include situations where the dependent action or
result 1s based at least 1n part on the factor following the
phrase “based on”. Accordingly, other factors may also be
considered 1n any decision or computation.

The {following description discloses several preferred
embodiments of methods and systems for attempting to ame-
liorate burst errors during data transier operations. Moreover,
the following description describes methodology to detect
and respond to error bursts during tape processing related to
read sensitivities to data written by other drives (interchange),
alone or 1n combination with other reasons.

To place the described embodiments 1n a context and for
illustrative purposes only, the following description will refer
to a tape-based storage system. However, 1t should be kept in
mind that the methodology described herein can be applied to
any type of system where data 1s written by one system and
read by another.

In one general embodiment, a method 1ncludes detecting
an 1dentifier of a drive that has written data to a data storage
medium; performing a data transfer operation to read the data
from the data storage medium; monitoring the data transfer
operation for detecting temporary errors; determining
whether an error burst has occurred based on the monitoring;
and 11 an error burst has occurred, altering a condition of the
data transier operation, the alteration being selected based on
the 1dentifier of the drive that wrote the data to the data storage
medium.

In another general embodiment, a method includes moni-
toring a data transfer operation of data on a data storage
medium for determiming whether an error burst has occurred
during the data transfer operation; i an error burst has
occurred, altering a condition of the data transfer operation;
monitoring the data transier operation with the altered con-
dition for determining a result of the altering the condition;
identifying a drive that wrote the data on which the error burst
occurred; and storing the result of the altering the condition 1n
association with the identity of the drive that wrote the data on
which the error burst occurred.

In a further general embodiment, a system includes a pro-
cessor and a computer-readable medium, the computer-read-
able medium having computer usable program code embod-
1ied therewith, which when executed by the processor causes
the processor to perform a method as presented herein.

As will be appreciated by one skilled 1n the art, the present
invention may be embodied as a system, method or computer
program product. Accordingly, the present invention may
take the form of an entirely hardware embodiment, an entirely
soltware embodiment (including firmware, resident software,
micro-code, etc.) or an embodiment combining software and
hardware aspects that may all generally be referred to herein
as a “circuit,” “module” or “system.” Furthermore, the
present invention may take the form of a computer program
product embodied 1n any tangible medium of expression hav-
ing computer-usable program code embodied in the medium.

Any combination of one or more computer usable or com-
puter readable medium(s) may be utilized. The computer-
usable or computer-readable medium may be, for example
but not limited to, an electronic, magnetic, optical, electro-
magnetic, inifrared, or semiconductor system, apparatus,
device, or propagation medium. More specific examples (a
non-exhaustive list) of the computer-readable medium would
include the following: an electrical connection having one or
more wires, a portable computer diskette, a hard disk, a ran-
dom access memory (RAM), a read-only memory (ROM), an
erasable programmable read-only memory (EPROM or Flash
memory ), an optical fiber, a portable compact disc read-only
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memory (CD-ROM), an optical storage device, a transmis-
sion media such as those supporting the Internet or an intra-
net, or a magnetic storage device. Note that the computer-
usable or computer-readable medium could even be paper or
another suitable medium upon which the program 1s printed,
as the program can be electronically captured, via, for
instance, optical scanning of the paper or other medium, then
compiled, interpreted, or otherwise processed 1n a suitable
manner, 11 necessary, and then stored 1n a computer memory.
In the context of this document, a computer-usable or com-
puter-readable medium may be any medium that can contain,
store, communicate, propagate, or transport the program for
use by or in connection with the mstruction execution system,
apparatus, or device. The computer-usable medium may
include a propagated data signal with the computer-usable
program code embodied therewith, either in baseband or as
part of a carrier wave. The computer usable program code
may be transmitted using any appropriate medium, including
but not limited to wireless, wireline, optical fiber cable, RF,
etc.

Computer program code for carrying out operations of the
present invention may be written 1n any combination of one or
more programming languages, including an object oriented
programming language such as Java, Smalltalk, C++ or the
like and conventional procedural programming languages,
such as the “C” programming language or similar program-
ming languages. The program code may execute entirely on
the user’s computer, partly on the user’s computer, as a stand-
alone software package, partly on the user’s computer and
partly on a remote computer or entirely on the remote com-
puter or server. In the latter scenario, the remote computer
may be connected to the user’s computer through any type of
network, including a local area network (LAN) or a wide area
network (WAN), or the connection may be made to an exter-
nal computer (for example, through the Internet using an
Internet Service Provider).

The present invention 1s described below with reference to
flowchart illustrations and/or block diagrams of methods,
apparatus (systems) and computer program products accord-
ing to embodiments of the invention. It will be understood
that each block of the flowchart i1llustrations and/or block
diagrams, and combinations of blocks in the flowchart 1llus-
trations and/or block diagrams, can be implemented by com-
puter program instructions. These computer program instruc-
tions may be provided to a processor of a general purpose
computer, special purpose computer, or other programmable
data processing apparatus to produce a machine, such that the
instructions, which execute via the processor of the computer
or other programmable data processing apparatus, create
means for implementing the functions/acts specified 1n the
flowchart and/or block diagram block or blocks.

These computer program instructions may also be stored 1n
a computer-readable medium that can direct a computer or
other programmable data processing apparatus to function 1n
a particular manner, such that the instructions stored 1n the
computer-readable medium produce an article of manufac-
ture including istruction means which implement the func-
tion/act specified 1n the flowchart and/or block diagram block
or blocks.

The computer program instructions may also be loaded
onto a computer or other programmable data processing
apparatus to cause a series of operational steps to be per-
formed on the computer or other programmable apparatus to
produce a computer implemented process such that the
instructions which execute on the computer or other program-
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mable apparatus provide processes for implementing the
functions/acts specified in the flowchart and/or block diagram

block or blocks.

The flowchart and block diagrams in the Figures illustrate
the architecture, functionality, and operation of possible
implementations of systems, methods and computer program
products according to various embodiments of the present
invention. In this regard, each block in the flowchart or block
diagrams may represent a module, segment, or portion of
code, which comprises one or more executable instructions
for implementing the specified logical function(s). It should
also be noted that, 1n some alternative implementations, the
functions noted 1n the block may occur out of the order noted
in the figures. For example, two blocks shown 1n succession
may, in fact, be executed substantially concurrently, or the
blocks may sometimes be executed in the reverse order,
depending upon the functionality mvolved. It will also be
noted that each block of the block diagrams and/or flowchart
illustration, and combinations of blocks 1n the block diagrams
and/or tflowchart illustration, can be implemented by special
purpose hardware-based systems that perform the specified
functions or acts, or combinations of special purpose hard-
ware and computer nstructions.

FI1G. 1 1llustrates a simplified tape drive 100 of a tape-based
data storage system, which may be employed in the context of
the present invention. While one specific implementation of a
tape drive 1s shown in FIG. 1, 1t should be noted that the
embodiments described herein may be implemented 1n the
context of any type of tape drive system.

As shown, a tape supply cartridge 120 and a take-up reel
121 are provided to support a tape 122. One or more of the
recls may form part of a removable cassette and are not
necessarily part of the system 100. The tape drive, such as that
illustrated in FIG. 1, may further include drive motor(s) to
drive the tape supply cartridge 120 and the take-up reel 121 to
move the tape 122 over a tape head 126 of any type.

Guides 125 guide the tape 122 across the tape head 126.
Such tape head 126 1s 1n turn coupled to a controller assembly
128 via a cable 130. The controller 128, ¢.g., processor, typi-
cally controls head functions such as servo following, writ-
ing, reading, etc. and may be 1n communication with a com-
puter-readable medium 134 such as a memory. The cable 130
may include read/write circuits to transmit data to the head
126 to be recorded on the tape 122 and to recerve dataread by
the head 126 from the tape 122. An actuator 132 controls
position of the head 126 relative to the tape 122.

An interface may also be provided for communication
between the tape drive and a host (integral or external) to send
and recerve the data and for controlling the operation of the
tape drive and communicating the status of the tape drive to
the host, all as will be understood by those of skill 1n the art.
Moreover, the tape drive 100 may form part of a tape library
system comprising a plurality of drives.

Read burst detection typically involves interchange data,
and 1s often directional 1n nature. As described 1n more detail
below, a variety of operating mode changes can be made to
reduce or eliminate the error rate in sections of tape contain-
ing interchange data. Since a given cartridge can contain data
written by numerous drives, different compensation tactics
may be more efiective on tapes or sections of tape written by

one drive than for tapes or sections thereol written by a
different drive.

Accordingly, it may be useful to track successiul error
correction attempts by correlating a result of the attempts
with an i1dentity of the writing drive and direction as data 1s
being processed on a given mount. In this way, specialized
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recovery algorithms can learn best options for reading prob-
lematic data written by a given writing drive 1n a given direc-
tion.

FIG. 2 illustrates a method 200 according to one embodi-
ment. As an option, the present method 200 may be 1imple-
mented 1n the context of the functionality and architecture of
FIG. 1. Of course, the method 200 may be carried out in any
desired environment. It should also be noted that the afore-
mentioned definitions may apply during the present descrip-
tion.

With continued reference to FIG. 2, in operations 202 and
204, a data transier operation (e.g., read or write operation) of
data on a data storage medium 1s monitored for determining
whether an error burst has occurred during the data transier
operation. In the present example, a tape-based data storage
system 1s performing the data transfer operation, the data
transier operation being at least one of a read and a write
operation. Again, this 1s done by way of example only, and the
writing drive and/or the drive performing the data transier
operation may include any system which writes data to a data
storage medium, such as a tape drive, disk drive, optical drive,
etc.

The determination of whether the error burst has occurred
may be based at least 1n part on at least one of a rate of
occurrence of temporary errors and a proximity of the tem-
porary errors relative to each other e.g., a number of temps 1n
a given length, of tape exceeds a threshold, temps occur
within a given distance along the tape of each other, etc. See
the section below entitled “BURST IDENTIFICATION
(TRIGGER THRESHOLDS)” for more 1llustrative method-
ology for identilying error bursts.

In operation 206, 11 an error burst has occurred, a condition
of the data transier operation 1s altered 1n an attempt to pre-
vent or reduce the frequency of future error bursts. For
example, one of the conditions of the data transfer operation
that 1s changed is selected from a group consisting of channel
calibration, clocking speed, and tape speed. Other conditions
may also or alternatively be changed.

In operation 208, the data transfer operation having the
altered condition 1s monitored for determiming a result of the
altering the condition. For example, the system may detect
whether further temporary errors occurred, or that the altered
condition was successiul in ameliorating the errors.

In operation 210, the drive that wrote the data on which the
error burst occurred 1s 1identified, e.g., by detecting an 1den-
tifier of the drive as written on the data storage medium, eftc.
This may be done at any time, and will typically occur when
the drive performing the data transfer operation reads the
header of a given data set towards the beginning of the data
transier operation. The 1dentity of the drive may correspond
to 1ts serial number, an assigned number, model number, etc.,
which may be written into a header (or elsewhere) of a given
data set on the medium.

In operation 212, the result of the altering the condition 1s
stored 1n association with the identity of the drive that wrote
the data on which the error burst occurred. Moreover, because
burst errors tend to also be directional, the wrap direction in
eifect when the error burst occurred may also be stored with
the result of the altering the condition 1n association with the
identity of the drive that wrote the data on which the error
burst occurred. In one approach, the foregoing information 1s
stored locally on the system performing the data transfer
operation, €.g., 1n a local memory. In another approach, the
foregoing information is stored remotely, e.g., on a host or on
a networked data repository. The period of storage may be
short, e.g., for a single wrap, or longer, e.g., until the tape 1s
removed, until the memory 1s overwritten or erased, etc.
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The data stored 1n operation 212 may be used to select the
best alteration scheme for subsequent data transfer operations
on data written by a particular writing drive for which results
are stored. The data stored 1n operation 212 may thus be used
to improve the efliciency of dealing with error bursts on a data
storage medium having data written by multiple drives, and/
or on a different tape having data written by the same drive
associated with the result. For example, upon subsequently
detecting an error burst, a condition of the data transfer opera-
tion may be altered based on the identity of the drive that
wrote the data 1n which the error burst occurred and the result.
If the result indicates that no further error bursts occurred
during the remainder of the wrap atter the conditions were
altered, then, upon detecting a subsequent error burst on data
written by the same drive, the conditions resulting 1n success
may be applied. On the contrary, 1f the result or further moni-
toring indicates that the altered condition did not prevent error
bursts, the unsuccessiul alteration of the condition may be
skipped 1n future operations on data written by a particular
drive.

As an example of read interchange learning behavior, alter-
nate channel clock settings applied to data written by a drive
having a given serial number are assessed. With sufficient
history, optimization is possible. As cartridge read continues
across multiple wraps, selected alternate channel clock set-
tings can be skipped 11 history shows that read data written by
the particular drive has not responded to this change. Also, the
“best-options” learned for each interchange drive may be
applied first 1n order to prevent error bursts faster. Accord-
ingly, a last successiul altered condition applied during a
previous data transfer operation on data written by the same
drive 1s preferably applied to the subsequent data transfer
operation upon determining that an error burst has occurred
during the data transfer operation

Successiul settings may remain 1n effect until wrap turn,
until a subsequent error burst, etc.

The ability to i1dentily a read interchange error burst by
writing drive serial number and respond according to a his-
tory of “best-options” learned on the current mount improves
drive performance by reducing or eliminating the temporary
error rate. Also, mterchange statistics are logged internally
tor the purpose of failure analysis and as feedback for future
optimization changes.

FIG. 3 1llustrates a method 300 according to one embodi-
ment. As an option, the present method 300 may be imple-
mented 1n the context of the functionality and architecture of
FIGS. 1 and 2. Of course, the method 300 may be carried out
in any desired environment. It should also be noted that the
alforementioned definitions may apply during tire present
description.

In operation 302, an identifier of a drive that has written
data, to a data storage medium 1s detected. Such drive 1s
referred to herein as the “writing drive.” Where multiple
drives have written data to a given medium, the 1dentities of
the various drives may be 1dentified. Again, in one approach,
the writing drive adds 1ts serial number to a data header
preceding data written by the drive. During readback, the
reading drive reads the header and extracts the serial number.

In operation 304, a data transfer operation 1s performed to
read the data from the data storage medium.

In operation 306, the data transfer operation 1s monitored
for detecting temporary errors.

In operation 308, a determination 1s made as to whether an
error burst has occurred based on the monitoring. The deter-
mination constraints and parameters may be the same or
similar to those used 1n operation 204 of F1G. 2. Alternatively,
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they may be different, as exemplified below 1n the section
entitled  “BURST  IDENTIFICATION  (TRIGGER

THRESHOLDS).”

With continued reference to FIG. 3, 1n operation 310, if an
error burst has occurred, a condition of the data transfer
operation 1s altered, the alteration being selected based on the
identifier of the drive that wrote the data to the data storage
medium.

In optional operation 312, the data transfer operation hav-
ing the altered condition may be monitored for defecting
temporary errors.

In optional operation 314, a determination may be made as
to whether another error burst has occurred based on the
monitoring of the data transter operation having the altered
condition. The determination constraints and parameters may
be the same or similar to those used 1n operation 308. Alter-
natively, they may be different, as exemplified below in the
section entitled “BURST IDENTIFICATION (TRIGGER
THRESHOLDS).”

I another error burst 1s discovered, then 1t 1s likely that the
prior alteration of conditions did not effectively ameliorate
the cause of the errors, and so another corrective action 1s
tried. Accordingly, 1n optional operation 316, 11 another error
burst has occurred, another condition of the data transter
operation 1s altered. This may include altering one or more
previously altered conditions, altering conditions previously
unaltered, etc. Moreover, previously altered conditions may
remain altered, may revert to a default setting, etc. Preferably,
this later alteration 1s also selected based on the identity of the
writing drive.

Preferably, the alterations of the conditions 1n both tape
wrap directions are applied sequentially according to a pre-
defined sequence, which may be stored 1n a table, list, etc. The
sequence may be reset when a tape wrap direction 1s reversed
and/or when data written by a different drive 1s detected. Once
sequential progress through the option table for a given direc-
tion and mode (e.g., read vs. write) 1s started, then the
sequence may or may not reset at the beginning of the next
wrap 1n that same direction, mode and writing drive. For
example, 1t may resume at the last option tried for that direc-
tion, mode and writing drive, and continue to iterate through
the list. Accordingly, while the same general sequence may be
used for each writing drive and/or tape wrap direction, the
sequence applied 1n each tape wrap direction may be inde-
pendently controlled. See the section below entitled
“OPTION TABLE” for an example of a sequence.

In one 1llustrative mode of operation, when an error burst 1s
detected, then a change in channel calibration, clocking
speeds and/or tape speed 1s imposed. These options may be
defined and sequenced in a microcode table organized by
mode (read vs. write), direction (forward vs. backward), and
drive type. The table i1s an iterative table, hence the name
rolling calibration table. If the error burst persists, then the
next option 1n the table 1s applied until the error burst dissi-
pates or until wrapturn. A subsequent burst that occurs in
another wrap of the same direction and on data written by the
same drive may restart table options at the last sequence tried.

In particularly preferred embodiments, for a subsequent
data transfer operation 1n a given wrap direction, a last suc-
cessiul altered condition applied during a previous data trans-
fer operation on data written by the same drive, and optionally
in the same wrap direction, 1s applied to the subsequent data
transier operation upon determining that an error burst has
occurred during the subsequent data transier operation. For
example, error burst handling may “learn” directionally ranch
as 1t may learn writing drives. As data processing continues
over multiple wraps, the error burst response may apply the
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last-best option for that direction and/or writing drive based
on error burst history for the mount. For example, a forward
wrap error burst may start applying options at the last applied
forward oflset 1n the rolling calibration table, rather than
restarting from the beginning. Accordingly, a previously-suc-
cessiul condition alteration that resolved a problematic burst
may be applied as the first option 1f a subsequent error burst
occurs 1n a same tape wrap direction and mode on a different
wrap.

FI1G. 4 illustrates a method 400 according to yet another
embodiment. As an option, the present method 400 may be
implemented in the context of the functionality and architec-
ture of FIGS. 1-3. Of course, the method 400 may be carried
out 1n any desired environment. It should also be noted that
the aforementioned definitions may apply during the present
description.

With continued reference to FIG. 4, 1n operations 402 and
404, a data transier operation (e.g., read or write operation) of
data on a data storage medium 1s monitored for determining
whether an error burst has occurred during the data transier
operation.

In operation 406, if an error burst, has occurred, a identity
of the drive that wrote the data 1s determined.

In operation 408, a determination 1s made as to whether
there 1s a history of one or more successiul drive alterations.
If not, further operations 412 may be performed, such as
operations 202-216 of the method of F1G. 2. If a history of one
or more successiul drive alterations 1s found, a condition of
the data transier operation 1s altered based on the past history
of dealing with read errors for data written by the particular
drive. See operation 412 of FIG. 4.

In operation 414, the data transier operation having the
altered condition 1s momtored. For example, the system may
detect whether further temporary errors occurred, or that the
altered condition was successiul 1n ameliorating the errors for
this drive.

In optional operation 416, a determination may be made as
to whether another error burst has occurred based on the
monitoring of the data transfer operation having the altered
condition.

If another error burst 1s discovered, then 1t 1s likely that the
prior alteration of conditions did not effectively ameliorate
the cause of the errors, and so another corrective action 1s
tried. Accordingly, in optional operation 418, if another error
burst has occurred, another condition of the data transfer
operation 1s altered.

Further operations 420 may be performed, such as opera-
tions 206-216 of the method of FIG. 2.

Option Table

FIG. 5 shows an example of the forward direction (out-
bound) rolling calibration table 500 for a read mode for an
illustrative type of tape drive. FIG. 6 shows an example of the
torward direction (outbound) rolling calibration table 600 for
a write mode for the illustrative type of tape drive. Note that
such tables may be populated with different options and dii-
ferent sequences for each drive type and/or mode. Note also
that these figures show both write and read sharing the same
set of options as defined 1n the first column of each table.
However, the value 1n the second column (Enbl?) determines
whether 1t 1s a valid option for that mode. It 1s possible to
disable rolling calibration options externally via the host
Send Diagnostic command. If this 1s done, then the appropri-
ate row of the ‘SDiag Disable?’ column 1s setto TRUE and the
option 1s then blocked regardless of the value 1n the ‘Enbl?’
column. The *VelCk?’ column allows/prohibits the checking
of speed-limitation logic as well as rolling calibration logic.
The ‘Fmt/Cart Disable?’ column 1s for dynamic limitations of
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calibration options based on loaded cartridge type and/or data
format. The “OUTBOUND” column indicates the condition
that 1s altered. Other columns may be included, e.g., for
dynamic bookkeeping of dataset numbers related to burst
triggers.

A separate table and pointer are preferably maintained for
write vs. read, and forward vs. backward for each. Sequenc-
ing begins at Index=0 through Index=12 and then wraps back
to the top for another 1teration.

On multiple passes through a given table, certain options
can be skipped based on past performance. For example, a
previously-attempted option that was ineffective or made
conditions worse for a given writing drive can be skipped.

Also, a pass limitation can be applied for a given wrap on
the assumption that rolling calibration 1s having no effect on
the error rate.

Redundant Options

Some calibration table options may be actions that nominal
error recovery methods, e.g., those taken by the drive, can also
take. Accordingly, 1t may be desirable for rolling calibration
logic to avoid repeating the redundant actions. In one
approach, if an error recovery procedure has been attempted
to correct one of the temporary errors on data written by a
particular drive and was ineflective, then a condition that 1s
about the same as a condition imposed by the error recovery
procedure in the previous attempt 1s not used during a subse-
quent alteration of conditions of the data transfer operation on
data written by the same drive.

In preferred approaches, some actions may be included 1n
the rolling calibration table in order to manage error bursts
made up of short-duration error recovery sessions. The nature
of this kind of error burst 1s that the nominal error recovery
sess1ons never require enough retry to attempt a calibration
change. So, without an adjustment to channel calibration
repetitive temps continue to occur until burst detection logic
triggers to make that optimization. Note that burst detection
logic may also monitor actions taken by nominal error recov-
ery between burst triggers and on the current wrap half. This
1s an efficiency step done to skip one or more rolling calibra-
tion options 1f nominal recovery has already used them with-
out success. Some redundancy may also be assessed on a
wrap-basis.

In one approach, the foregoing operations may be applied
only when data written by the same drive 1s applied, and the
system 1s reset to a default 11 no history of the writing drive 1s
available. In another approach, the foregoing operations may
be applied regardless of the drive that wrote the data currently
being processed.

Burst Identification (Trigger Thresholds)

There may be numerous triggers mnvolved 1n burst detec-
tion that are related to the host command, to the background
temporary error rate, and to the sequencing rate down the
rolling calibration table once an error burst 1s detected. Three
formal triggers are defined, though others may be used 1n
addition to these or alternatively thereto. All triggers may
reset on load, wrapturn, on reposition and/or upon detecting
data written by a different writing drive.

Default Trigger Threshold

Upon reaching a predetermined number of temps, an error
burst may be called. Again, a temporal and/or spatial limita-
tion may also be applied in determining whether an error burst
has occurred.

In one illustrative embodiment, used in the following
example, assume that 12 temporary errors on a given wrap
must occur before a burst can be 1dentified. This 1s the default
trigger.
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Decelerated Trigger Threshold

At any given time, the burst trigger threshold may be set to
cither the default or accelerated value. 1T a burst trigger has
tripped, but more than 200 datasets have been processed since
the last trigger (or 1f no trigger, 200 datasets from the first
temp on the current wrap), then the burst trigger may be
ignored. The temp error counters are reset and burst detection
1s deferred to the next trigger. If this wrap has already expe-
rienced an error burst, then the rolling calibration that was
selected stays in effect and 1s not changed.

Accelerated Trigger Threshold

In some approaches, an accelerated threshold may be used

in the determination of whether another error burst has
occurred, the accelerated threshold having less temporary
errors than a threshold used 1n the first determining operation.
Continuing with the illustrative example, assume under the
accelerated threshold, 6 temporary errors on a given wrap
must occur before a burst can be i1dentified. The accelerated
trigger 1s enabled by one or more of the following conditions.
It 1s disabled (default trigger restored) when more than 100
datasets have been processed since the last trigger.

Clusters: the last burst trigger and the current burst trigger
cach spanned <50 datasets

Dynamic: an error burst has been detected and a rolling
calibration applied, but after 6 temps less than 25
datasets have been read. Since a rolling calibration
option could be 1netlective or potentially make the error
burst worse, this accelerated trigger allows for rapid
sequencing to the next rolling calibration option.

Time: 1f an error burst condition exists and read/write pro-
cessing on this wrap has exceeded 20 minutes but 1s not
due to a slow host (>23% of this time must have been
involved 1n error recovery)

Positioning Read: Space or locate 1s 1n progress. The host
command timeouts are shorter than for read/write, so
burst detection 1s made more sensitive

Forced Speed Change: A section of the rolling calibration
table 1s mvolved 1n 1mposing various speed changes.
Since these could aggravate the temp rate, burst detec-
tion 1s forced to use an accelerated trigger

Write Sync/Flush: Host command timeouts are shorter so
burst detection 1s made more sensitive.

Excessive Recovery

Preferably, an error code 1s generated if the data transier

operation 1n a single wrap exceeds a predefined time limat.
More preferably, an error code that terminates further pro-
cessing 1s generated 11 the data transier operation 1n a single
wrap exceeds a predefined time limit and a predefined portion
of the time limit 1s spent in error recovery on that wrap. For
example, 1n cases of read/write error bursts on a given wrap
which are not responsive to rolling calibration changes,
excessive recovery may be terminated by forcing a permanent
error with a unique fsc. The drive/cartridge can then be pulled
tor failure analysis and feedback for possible improvement to
burst management algorithms. On detection of a burst condi-
tion, 1f the time-1n-wrap has exceeded some predefined time
limat, e.g., 40 minutes, then a perm error may be forced. To
compensate for slower systems, the time mvolved 1n error
recovery may be considered. For example, the aforemen-
tioned perm error may be forced only 1f >25% of that time 1s
involved 1n error recovery. When near end-of-wrap (EOW),
the excessive recovery timeout may be deferred to allow host
processing to continue. This may be done because error bursts
are often directional 1n nature, so that on wrapturn nominal
R/W performance typically resumes. The determination of
“near-EOW” varies depending on such things as capacity
scaling where the tull wrap length 1s not used.
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External Notification

Various error codes, reports, etc. may be output to report
burst triggers, changes made 1n reaction to a burst, etc. These
error codes may be imnformational and preferably do not ter-
minate host processing to the mounted cartridge.

As mentioned, error bursts that seriously degrade drive
performance can easily go unnoticed when permanent errors
don’t occur. In order to post notification of these events to the
attached host system, error messages such as unique sc’s
may be logged as informational errors during burst process-
ing. The Request Sense data may also summarize burst action
taken. Further, a message such as a code, burst log, etc. may
be output to indicate a number of error bursts determined to
have occurred. Moreover, a message such as a code, burst log,
ctc. may be output to indicate a result of the altering the
condition.

Any permanent errors forced by burst management may
also have unique fsc’s. These help to 1identity problem drives
and/or tape volumes as well as to facilitate the collection of
drive dumps for failure analysis.

Burst Log

As an example of error burst data maintained in the dump
file, FIG. 7 has an edited version of a burst log 700 which
summarizes rolling calibration reaction to a systematic write
error burst. Columns shown include those indicating the
problem wrap (*Wrp”) and specific action taken (*Hex Flag’).
Values 1n the “Hex Flag” column not having all 0 values
represent error burst triggers. The first character of the ‘Hex
Flag® column 1n these trigger rows represents the number of
iterations through the option table and the second represents
the detailed calibration action. Relative position on the wrap
1s 1identified by a region value which ranges from 1 (beginning
of tape) to 127 (end of tape). Two region columns exist to
indicate start/end of a burst trigger interval (“SRgn” and
“ERgn”). Note that, 1in this illustrative dump, most of the
initial write bursts occur on even (forward direction) wraps
near the beginning of the tape.

Learning 1s demonstrated on wrap O where three options
were applied prior to resolving the error burst. According to
the log, on wrap O the first temp occurred at dataset 0x35
(“Indx0 dsnum’) with write burst triggers (““Irig Dsnum”) at
datasets Ox8A (option 2 applied as indicated by final bit 1n
“Hex Flag” column), 0x99 (option 3 applied) and OxB1 (op-
tion d applied).

Option d cleared the error burst until wrap turn, so on this
wrap the error burst spanned a total of 125 datasets (0xB1-
0x33). The log shows similar error bursts occurring in about
the same location on all subsequent even wraps (forward
direction). Rolling calibration started with the last successtul
forward wrap option, which was option d. This proved suc-
cessful 1n all cases, which shortened the burst resolution
period on later wraps (spanned between 6 to 110 datasets,
with an estimated reduction of 2 minutes forward wrap pro-
cessing time).

FIGS. 8A and 8B depict a log 800 showing read perfor-
mance across interchange data. The log 1s organized by butier
segment (BUF) and shows information about datasets read
from tape. The left section of the diagram indicates dataset
number (DSnum), size, tape location (eLPOS) and other
attributes (VDatL, Tape WP, trp) of data just read. The middle
section indicates error history, with {sc’s that accompanied
temporary or permanent errors listed in the I-Mode column
(ERP-REC means ERP-recovered or temp error). The right
section indicates mformation about the drive that actually
wrote the data, including code level (Codelev), drive 1denti-
fier or serial number (Drive), and speed at which the data was
written (Speed)). The diagram shows an error burst while
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reading data that drive ‘07874709 wrote. There were no
problems reading data from drives ‘07874863  or ‘07874200’
that were written at various speeds.

While various embodiments have been described above, it
should be understood that they have been presented by way of
example only, and not limitation. Thus, the breadth and scope
of a preferred embodiment should not be limited by any of the
above-described exemplary embodiments, but should be
defined only 1n accordance with the following claims and
their equivalents.

What is claimed 1s:

1. A method, comprising;:

detecting an identifier of a drive that has written data to a

data storage medium:;

performing a data transier operation to read the data from

the data storage medium:;

monitoring the data transfer operation for detecting tem-

porary errors;

determining whether an error burst has occurred based on

the monitoring; and

if-an error burst has occurred, altering a condition of the

data transier operation, the alteration being selected
based on the 1dentifier of the drive that wrote the data to
the data storage medium.

2. The method as recited 1n claim 1, wherein a last success-
tul altered condition applied during a previous data transfer
operation on data written by the same drive 1s applied to the
subsequent data transier operation upon determining that an
error burst has occurred during the data transier operation.

3. The method as recited 1n claim 1, further comprising
detecting 1dentifiers of multiple drives that have written data

to the data storage medium, wherein the alteration 1s selected
based on the identifier of the drive that wrote the data 1n which

the error burst occurred.

4. The method as recited 1n claim 1, further comprising
monitoring the data transier operation having the altered con-
dition for detecting temporary errors; determining whether
another error burst has occurred based on the monitoring of
the data transier operation having the altered condition; and 1T
another error burst has occurred, altering another condition of
the data transier operation, the alteration of the another con-
dition being selected based on the i1dentifier of the drive that
wrote the data to the data storage medium.

5. The method as recited in claim 1, wherein the alterations
of the conditions are applied sequentially according to a pre-
defined sequence.

6. The method as recited 1n claim 5, wherein for a subse-
quent data transier operation, a last unsuccessiul altered con-
dition applied during a previous data transfer operation on
data written by the same drive 1s not applied to the subsequent
data transfer operation upon determining that an error burst
has occurred during the subsequent data transier operation.

7. The method as recited 1n claim 6, wherein for a subse-
quent data transfer operation in a given wrap direction, a last
successiul altered condition applied during a previous data
transier operation 1n the same wrap direction 1s applied to the
subsequent data transfer operation upon determining that an
error burst has occurred during the subsequent data transfer
operation.

8. The method as recited 1n claim 1, wherein one of the
conditions of the data transier operation that 1s changed 1s
selected from a group consisting of channel calibration,
clocking speed, and tape speed.

9. The method as recited in claim 1, wherein the data
storage medium 1s a tape, wherein the alterations of the con-
ditions 1n both tape wrap directions are applied sequentially
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according to predefined sequences, wherein the sequence
applied 1 each tape wrap direction 1s independently con-
trolled.

10. The method as recited in claim 1, wherein 1t an error
recovery procedure has been previously attempted to correct
a temporary error of an error burst on data written by the drive
and was 1nelfective, a condition that 1s about the same as a
condition 1mposed by the error recovery procedure in the
previous attempt 1s not used during a subsequent alteration of
conditions of the data transfer operation on data written by the
same drive.

11. The method as recited in claim 1, further comprising
storing a result of the altering the condition and associating
the result with the drive that wrote the data.

12. A method, comprising:

monitoring a data transfer operation of data on a data

storage medium for determining whether an error burst
has occurred during the data transier operation;

i1 an error burst has occurred, altering a condition of the
data transier operation;

monitoring the data transier operation with the altered
condition for determining a result of the altering the
condition;

identilying a drive that wrote the data on which the error
burst occurred; and

storing the result of the altering the condition 1n association
with the 1identity of the drive that wrote the data on which
the error burst occurred.

13. The method as recited 1n claim 12, further comprising
subsequently detecting an error burst, and altering a condition
of the data transier operation based on the identity of the drive

that wrote the data in which the error burst occurred and the
result.

14. The method as recited 1n claim 12, further comprising
storing a wrap direction with the result of the altering the
condition in association with the identity of the drive that
wrote the data on which the error burst occurred.

15. The method as recited 1n claim 12, wherein a last
successiul altered condition applied during a previous data
transier operation on data written by the same drive 1s applied
to the subsequent data transfer operation upon determining
that an error burst has occurred during the data transier opera-
tion.

16. A system, comprising:
a computer-readable storage medium, the computer-read-
able storage medium having computer usable program

code embodied therewith, which when executed by the
processor causes the processor to:

detect an 1dentifier of a drive that has written data to a
data storage medium;

perform a data transfer operation to read the data from
the data storage medium:;

monitor the data transfer operation for detecting tempo-
rary errors;

determine whether an error burst has occurred based on
the monitoring; and

it an error burst has occurred, alter a condition of the data
transier operation, the alteration being selected based
on the identifier of the drive that wrote the data to the
data storage medium.

17. The system as recited 1n claim 16, further comprising;:
a Processor;
a magnetic head 1n communication with the processor; and

a drive mechanism for passing a magnetic recording tape
over the head.
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18. The system as recited in claim 16, wherein the data monitor the data transfer operation with the altered con-
transier operation 1s a read operation from a magnetic record- dition for determining a result of the altering the con-
ing tape. dition;
19. A system, comprising: identify a drive that wrote the data on which the error
a computer-readable storage medium, the computer-read- > burst occurred; and
able storage medium having computer usable program stm:e the.result 'of thra altering the condition 1n associa-
code embodied therewith, which when executed by the tion with the identity of the drive that wrote the data on
processor causes the processor to: which the error burst occurred.

20. The system as recited 1n claim 19, further comprising:
10 A pProcessor;
a magnetic head 1n communication with the processor; and
a drive mechanism for passing a magnetic recording tape
over the head.

perform a data transier operation to read data from a data
storage medium;

determine whether an error burst has occurred during the
data transier operation;

1t an error burst has occurred, alter a condition of the data
transier operation; £ % % k%



	Front Page
	Drawings
	Specification
	Claims

