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APPARATUS AND METHOD FOR TESTING
NON-DETERMINISTIC DEVICE DATA

CROSS-REFERENCE TO RELATED
APPLICATION

This application 1s a continuation-in-part of U.S. Ser. No.

10/606,971 filed Jun. 23, 2003, now U.S. Pat. No. 6,990,423
1ssued Jan. 24, 2006, the entire disclosure of which 1s incor-

porated by reference herein.

FIELD OF THE INVENTION

The invention relates generally to automatic test equip-
ment, and more particularly to circuits and methods for

enabling the testing of non-deterministic semiconductor
device data.

BACKGROUND OF THE INVENTION

The testing of semiconductor devices 1s important to main-
tain high quality during their manufacture. The automatic test
equipment (“ATE”) employed to carry out this task comprises
sophisticated electronics capable of sending test signals to,
and capturing output signals from, one or more devices under
test (each, a “DUT”). ATE channel hardware, typically
referred to as channels, orchestrate this back and forth flow of
signals. These signals flow in the form of packets within a
data stream which may be interchangeably referred to as
“data packets™ or “symbols” within this application.

FIG. 1 depicts conventional channel circuitry sending
tester data signals originating from a pattern generator 100 to
a DUT 102 via interface circuitry commonly referred to as pin
clectronics 104. The pin electronics circuitry 104 includes
high-speed differential drivers and receivers to provide a
communication interface between the tester and the DUT
102. Preterably, the drivers and recervers have available band-
widths of up to twelve Gbps, with umidirectional differential
capabilities. Suitable drivers and receivers include those
available from Agere Systems, Allentown, Pa. as models
TMODI110, and TRCVO110g.

Response signals from the DUT 102 are captured and
compared to expected data with the resulting comparison data
transmitted to a failure processor 106 1n order to determine
whether the DUT 102 passed or failed the test. The expected
data from the DUT and the drive data from the generator 100
are typically programmed 1n the pattern generator vector
memory (not shown) to occur at precise times, 1n accordance
with how the DUT 102 should behave. If the data captured
from the DU 102 fails to correspond with expected data, the
DUT 102 1s considered to have failed that aspect of the test.

Modern semiconductor devices are trending towards
employing multiple processing cores on the same chip. Add-
ing to this complexity 1s the overall trend towards implement-
ing on-chip communication protocols. The end result 1s an
exponential increase in the chip gate count, yet only modest
increases in the available pin counts. Consequently, multiple
sub-circuits often share the pin-interface.

FIG. 2 1llustrates generally the shared interface scheme,
where a plurality of DUT subcircuits (200a-200c¢, generally
200) send data packets to a DUT communications port 202.
The communications port 202 serves as the gatekeeper to
accessing the DUT output pin 204. Each of the subcircuits
200 may be clocked by a separate clock having a frequency
different from not only the other subcircuits, but also possibly
different from the commumnications port clock. An asynchro-
nous arbitrator 206 handles the sequencing of the data packets
to the DUT output pins 204.
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FIGS. 3A and 3B illustrate shared interface problems
inherent 1n the operation of traditional ATEs during evalua-
tion of DUTs 102. These problems are generally character-
1zed as “cycle shipping™ and “out-of-order data™ errors, and
represent three distinct types of non-deterministic data
(“NDD”). “Cycle slipping™ oiten results from the communi-
cations port clock operating at a frequency different from that
of the subcircuit clocks. The result may be that the DUT
output pins 204 sees periods of idle data, or a number of
cycles of non-packetized information. These idle periods may
occur at the beginning of a data transmission (NDD Type 1),
or between packets of data (NDD Type 2). In a situation
involving cycle-slipping, the actual data may not show up at
the originally expected cycle of tester operation, but yet still
reflect acceptable device signal behavior.

Out-of-order data (NDD Type 3) often results from the
subcircuits attempting to access the communications port 202
(FIG. 2) on the same clock edge, or having differing delays
due to environmental conditions. FIG. 3B illustrates the gen-
eral concept on how an expected sequence may be disturbed
into an out-of-order packet sequence.

Two different protocols are used for communication with
the DUT 102. These are a high speed serial (“HSS”) protocol
and a parallel protocol. The challenges presented by HSS
protocols are not identical to those presented by parallel pro-
tocols. With parallel protocols, it 1s possible to program a
match loop to handle Type 1 NDD. A match loop 1s a mecha-
nism that prevents the vector data from the generator 100
from advancing until an unexpected data vector occurs. With
HSS protocols however, this 1sn’t possible since the idle
period of a bus has random synchromization packets inserted.
Additionally, a parallel bus spreads all the bits associated with
a single byte of a packet across all the data pins of a bus. Real
time analysis of the received protocol must take 1nto account
all data pins before making any determination on whether that
byte was appropriate or not. HSS busses handle the bits dif-
terently. Due to the encoding protocol and the serial nature of
the bus, each byte 1s fully contained on a single lane or bus
line.

Another challenge unique to HSS protocols 1s “running
disparity non-determinism.” In an 8B/10B protocol, each
8-bit byte can be translated into 2 10-bit symbols. One of the
goals ol the transmitter in the ATE 1s to keep the number of 1s
and Os balanced 1n the data stream. Running disparity 1s the
determination of whether more 1s have been transmitted 1n
the last symbol (typically referred to as positive disparity), or
more Os have been transmitted (typically referred to as nega-
tive disparity). If the 1s and Os are balanced, then runmng
disparity remains unchanged. Non-determinism in the area of
running disparity can be a side efiect of one of the other types
ol non-determinism. An mserted packet, in the case of Type 3
non-determinism, can change the running disparity of the
data as 1t 1s transmitted. In such an instance, this would cause
functional failures to be identified by the ATE that should
really be 1gnored. Therefore, any solutions for NDD trans-
missions for serial busses also need to take the running dis-
parity ito account.

Both “cycle slipping” and “out of order” data present
unique challenges to ATEs. As previously described 1n the
context of FIG. 1, traditional ATE relies on the comparison of
expected data, at expected timings, to actual data and actual
timings. Providing unknown and unexpected delay and data
sequences 1n the actual DUT data for conventional ATE often
results 1n post-test data descrambling to determine whether
the device failed or passed. This may involve substantial
modifications to the test program and create overhead in
program development and test time.
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Thus, a need exists for a system and method of detecting
and correcting non-deterministic data that provides substan-
tially real-time validation results and maximizes tlexibility
for the device manufacturer while reducing test costs.

SUMMARY OF THE INVENTION

In satisfaction of this need, the present invention provides
the ability for the ATE to detect and correct non-deterministic
data recerved from a DUT. This ability 1s available with little
impact to the ATE and 1s protocol independent. With the
availability of such a solution, users of the ATE will experi-
ence significant test throughput improvements and reduced
test costs.

In accordance with one aspect of the invention, a method 1s
provided for testing a semiconductor device. The method
includes the steps of receiving a stream of digital data from
the device and analyzing the data in real time to find a symbol
boundary. Thereafter, two predetermined symbols are 1denti-
fied and the remainder of the stream 1s matched against a set
of expected values 1n real time to assess whether the device
has passed the test.

In accordance with another aspect of the invention, an
apparatus 1s provided for testing a data stream of digital
packets from a semiconductor device. The apparatus includes
an alignment comparator i1n electrical communication with
the test device, a functional data packet match comparator in
clectrical communication with the alignment comparator, and
a means for storing expected packet data. A symbol map 1n
clectrical communication with a signature generator 1s also
included in various other embodiments.

In accordance with a final aspect of the invention, a system
for testing a semiconductor device 1s provided. This system 1s
configured to recetve input data packets from the device to
analyze them 1n order to 1dentity a symbol boundary and two
predetermined symbols. The rest of the data 1s then matched
against a set of expected values to assess whether the device
has passed the test.

BRIEF DESCRIPTION OF THE DRAWINGS

These and other aspects of this mvention will be readily
apparent from the detailed description below and the
appended drawings, which are meant to illustrate and not to
limit the 1invention and 1n which:

FI1G. 1 depicts channel circuitry sending tester data signals
originating from a pattern generator to a DUT wvia interface
circuitry commonly referred to as pin electronics as known to
the prior art;

FIG. 2 1llustrates generally a block diagram of a shared
interface scheme, where a plurality of DUT subcircuits send
data packets to a DUT communications port;

FIGS. 3A and 3B 1llustrate shared interface errors inherent
in the operation of traditional ATEs during evaluation of
DUTs;

FIG. 4 shows a perspective diagram of automatic test
equipment 1n accordance with one embodiment of the present
invention;

FI1G. 5A depicts a data validation circuit in accordance with
an embodiment of the present invention;

FIG. 5B shows the DUT output being aliased on a non-
symbol boundary by symbols in the expected data pattern;

FIG. SC depicts a symbol map table in accordance with yet
another embodiment of the invention; and

FIG. 6 1s a flowchart 1llustrating a method for validating
data, 1n accordance with an embodiment of the present inven-
tion.
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4
DETAILED DESCRIPTION OF THE PREFERRED
EMBODIMENT

The methods and systems for testing semiconductor
devices for NDD will now be described with respect to the
preferred embodiments. In this description, like numbers
refer to similar elements within various embodiments of the
present 1nvention.

Generally, the present mvention provides a system and
method for testing semiconductor devices that generate non-
deterministic output packet data which may exhibit cycle-
slipping or out-of-order results. Testing 1s accomplished
through the use of automatic test equipment that employ a
non-deterministic data validation circuit capable of analyzing,
the non-deterministic packet data for a real-time determina-
tion of data validity. Several aspects of the present invention
can also be applied to parallel protocols.

FIG. 4 shows the automatic test equipment 400 1n accor-
dance with one embodiment of the present invention. The
automatic test equipment 400, often referred to as a semicon-
ductor tester includes a main console 402 coupled to a
testhead 404 which interfaces with a DUT 102. The testhead
404 houses the various instruments desired by the user to
adequately test the DUT 102. The mstruments used in testing
generally include large circuit boards, or channel cards, that
mount within the testhead 404 in order to interface with the
DUT 102 1n a controlled fashion.

FIG. 5A depicts a data validation circuit 500 1n accordance
with an embodiment of the present invention. The data vali-
dation circuit includes an NDD Type 1 Alignment Block 502
and an NDD Type 2 and Type 3 Processing Block 504.

The Type 1 Block 502 includes an alignment comparator
506, a functional data packet match comparator 508 and an
expected data memory 310. The Type 1 Block 502 further
includes data paths for transmitting a receive data lock signal
512 and a pass/fail data signal 514 asserted by the functional
data packet match comparator 508.

Considering the components individually, the alignment
comparator 306 1s configured to receive data from the DUT
102 and scan 1t for an 1nitial alignment symbol of predeter-
mined length. Identification of the alignment signal 1s neces-
sary to avoid aliasing.

Aliasing 1s the undesirable or improper matching of a spe-
cific sequence due to the sampling of data across a clock
boundary during search for a specific word or encoded sym-
bol sequence. For example, FIG. 5B shows the DUT output
526 being aliased across a non-symbol boundary relative to
symbols 1n the expected data pattern 528. In thus example, the
DUT output 526 1s a PCI Express data pattern. The expected
symbols 1n such a pattern are the “STP-” symbol
[1101101000] 330, followed by a “DI11.6-” symbol
[1101000110] 532. However, the DUT 102 1s actually trans-
mitting a “D25.6-” symbol [1001100110] 534, a “D11.6-”
symbol [1101000110] 536 and a “DI17.2-” symbol
[1000110101] 538 in that order. If the receiver 1s not already
aligned to the location of the 10-bit boundary, then the STP-
symbol 530 followed by a D11.6- symbol 532 sequence can
be mistakenly found 1n the DUT output 526 at a location that
1s not 10-bit aligned. That 1s, by reading across the boundary
between the 8 bit of the D25.6— symbol 534 and the 77 bit of
the D17.2- symbol 538 one finds the expected symbol.

Accordingly, various embodiments of the claimed imnven-
tion use two common symbols, namely the “FTS” and
“COM?”, to obtain accurate 10-bit symbol alignment. These
symbols do not alias 1n any combination of 2 other symbols
and are very likely to occur during the imitial sequence of
symbols. Also, although the preferred embodiments employ a
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10-bit symbol matching alignment comparator, one skilled 1n
the art will readily recognize that any sequence of predeter-
mined length could be used.

Referring again to FIG. SA, the functional data packet
match comparator 508 analyzes the data stream in order to
identily two supplemental data packets of predetermined
length such as the FTS and COM. The recerve data lock signal
512 1s set when these packets are identified. Subsequently, the
tfunctional data packet match comparator 308 locks on to the
functional starting point of the data stream. In alternate
embodiments of the present invention this may be the begin-
ning of real data link layer protocol packets for link configu-
ration or the start of transaction layer protocol packets. The
functional data packet match comparator 508 then performs
the comparison between actual functional data received from
the DUT 102 and expected symbols from the expected data
memory 510.

In yet another embodiment of the present invention, the
functional data packet match comparator 508 1s configured to
compare actual data stream symbols with 1mitial expected
symbols as well as its opposite disparity. This configuration
allows for the correction of running disparity non-determin-
ism. In still yet another embodiment of the present invention,
the functional data packet match comparator 308 1s not con-
figured to account for the opposite disparity at all.

The expected data memory 510 stores a set of values for
comparison with the actual symbols. Test patterns are prefer-
ably stored 1n a vector memory and include cycle-by-cycle
information for transmission to the DUT pins, and also the
expected cycle-by-cycle data responsive to the applied test
signals. Preferably, the circuitry 1s employed as a field-pro-
grammable-gate-array (“FPGA”) for high integration at low
cost. A pattern generator (not shown) within the ATE gener-
ates symbols to be sent to the DUT and also communicates a
set of expected symbols to the expected data memory 510.

The receive data lock signal 512 and the pass/fail data
signal 514 are status signals asserted by the packet compara-
tor 508 to retlect the current state of the block. The actual
symbols from the Type 1 Block 502 are communicated to the
Type 2 and Type 3 Block 504 via path 516.

The Type 2 and Type 3 Block 504 preferably includes a
symbol map 318, a signature generator 520, a post-processor
522 and a capture memory unit 524. The symbol map 518 1s
configured as described below to 1dentily and eliminate pad-
ding and alignment blocks from the data stream and to output
remapped data packets. A symbol enable signal 5254 1s also
provided based upon which the output re-mapped symbols
525b are clocked through the signature generator 520.

Referring now to FI1G. 5C, a symbol map look-up table 540,
which 1s internal to the symbol map 518, 1s depicted 1n accor-
dance with an embodiment of the present invention. This
look-up table 540 1s used for the purpose of selectively elimi-
nating padding and alignment blocks. The look-up table 540
1s further configured to eliminate runming disparity non-de-
terminism, described previously. In the look-up table 540, a
first column 542 corresponds to a set of symbols that occur in
the data stream. A second column 544 corresponds to whether
the symbol should be output to the signature generator 520.
Finally, a third column 546 1s provided to address the problem
of running disparity non-determinism. For corresponding
“yes” entries 1n the second column 544, the look-up table 540
produces symbols of the opposite disparity 548.

By way of example, consider the PCI Express data pattern
550. Ten-bi1t symbols are mput to the symbol map look-up
table 540. Only 11 the enable column 1ndicates “yes” will the
output 10-Bit symbol be clocked to the signature generator
520. The DUT data in the first column 3542 represented by
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6

symbols D0.0+, K28.0+, and K28.5- are not enabled 1n the
second column 544 of the look-up table 540, and so they are
cifectively absent from the output re-mapped symbols 5255
that goes to the signature generator 520. Also note that the
D1.0+ symbol appearing in the stream for the PCI Express
data pattern 550 1s mapped to a D1.0- symbol 1n the third
column 546 by the look-up table 540, thus eliminating run-
ning disparity non-determinism.

Referring again to FIG. 5A, the signature generator 520
generates a unique 1dentifier based upon the remapped data
packets 5255 from the symbol map 518. In one embodiment,
the signature generator 520 may use a library of pre-calcu-
lated 1dentifiers or signatures. The signatures preferably cor-
respond to calculated checksums based on acceptable output
sequences for the DUT packet data. For some protocols, the
number of acceptable signatures are relatively few, allowing

for this kind of pre-calculated data signature validation. A
signature generator 1 various embodiments may take the
form of a CRC anthmetic register or a linear feedback shiit
register.

The post-processor 522 1s provided to analyze re-clocked
expected and actual data packets for post-process analysis of
the data including application of traditional NDD elimination
techniques, and optimally to generate signatures for use by
the signature generator 520. The capture memory 524 stores
the actual set of data packets received from the DUT 102 for
turther analysis by the post-processor 522.

FIG. 6 1s a flowchart illustrating a method for validating
data, 1n accordance with embodiments of the present mnven-
tion. As shown, first the data 1s acquired from the device under
test 102 (Step 600). The alignment comparator 306 performs
a scan of the input data stream for a starting data packet of
predetermined length (Step 602). Once a starting data packet
of predetermined length i1s identified, the functional data
packet match comparator 508 begins the analysis of the data
stream for two supplemental data packets of predetermined
length (Step 604).

Once the two supplemental packets are 1dentified, a data
lock signal 512 1s set which enables the expected data
memory 510 to send data to the packet comparator 508 for
analysis of the remainder of the data stream (Step 606). In
various embodiments, an 8-bit/10-bit alignment symbol
which varies by protocol and 1s modifiable by the user may be
employed. A set of comparators may be employed for the
comparison of actual symbols with expected symbols and
when all actual data matches the expected set of values, the
pass/fail signal 514 1s set to indicate a success following
which the device 1s deemed to have passed the test as shown
in block 608. If the actual data does not match what 1is
expected, then the DUT 102 1s considered to have failed NDD
Type 1 testing and the symbols are communicated through
datapath 516 to the NDD Type 2 and Type 3 Processing Block
504.

The symbol map 518 then proceeds to perform both 1den-
tification and elimination of padding and alignment data
packets (Step 610) as well as fix running disparity non-deter-
minism (Step 612). In various embodiments the symbol map
selectively enables or disables the forwarding of symbols to
the signature generator 520 and to allow translation of sym-
bols to overcome running disparity non-determinism.

Next, the signature generator 520 calculates a checksum
(or signature) from the sequence of actual data 316 received
from the DUT 102 (Step 614). This signature 1s compared to
expected signatures stored by the expected data memory 510
or to other expected signatures. The actual data from the DUT
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1s also transmitted to a capture memory 3524 to preserve the
capability of analyzing the data in-depth following the test
using the post-processor 522.

In the preferred embodiment, a signature method for evalu-
ating non-deterministic data for automatic test equipment
may also employ an adaptive algorithm for those devices that
may provide numerous passing signatures. This adaptive
algorithm 1s 1llustrated generally as follows. First the device 1s
tested to generate a signature (Step 614). A determination 1s
then made as to whether the detected signature from the DUT
102 is already stored 1n the library (Step 616). If yes, then the
signature 1s data logged, and the DUT 1s accepted (Step 626).
If no, then the actual test data 1s transierred from the capture
memory 524 to another processor (Step 618), to determine
whether that sequence of data passed or failed (Step 620). I
the data 1s deemed to have passed, then the corresponding
signature 1s added to the signature pass library (Step 622). It
the data indicates the DU 102 failed, then the failing signa-
ture 1s added to the signature fail library (Step 624).

Those skilled 1n the art will recognmize the many benefits
and advantages afforded by the present invention. Of signifi-
cant 1mportance 1s the throughput improvement made pos-
sible by the data validation circuit to evaluate non-determin-
istic data in substantially real-time. Further, the circuit 1s
protocol mdependent, thus serving a wide variety of serial
and sernial-like ports for semiconductor devices.

While the invention has been particularly shown and
described with reference to the preferred embodiments
thereot, 1t will be understood by those skilled 1n the art that
various changes 1n form and detail may be made therein
without departing from the spirit and scope of the mvention.

What 1s claimed 1s:

1. A method of testing a semiconductor device, comprising
the steps of:

receiving a digital data stream from the semiconductor

device;

analyzing the data stream 1n real time to 1dentify a symbol

boundary;

subsequent to 1dentiiying the symbol boundary, analyzing

the data stream 1n real time 1n order to i1dentify at least
two predetermined symbols, the at least two predeter-
mined symbols do not alias 1n any combination of two
other symbols;

determining whether or not the semiconductor device has

passed a test if the at least two predetermined symbols
are 1dentified, and the remainder of the data stream
matches a set of expected values; and

indicating whether or not the semiconductor device has

passed the test.

2. The method of claim 1, further comprising the step of
generating signatures for the data stream for comparison
against expected signatures for the semiconductor device.

3. The method of claim 1 generating further comprising the
step of generating signatures for the data stream for compari-
son against expected signatures for the semiconductor device,
wherein the expected signatures include signatures that cor-
respond to a data stream containing out of order data.

4. The method of claim 1, further comprising the step of
identifying and eliminating padding and alignment symbols
from the data stream.

5. A method of testing a semiconductor device, comprising,
the steps of:

receiving a digital data stream from the semiconductor

device;

analyzing the data stream 1n real time to identify a symbol

boundary;
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subsequent to identifying the symbol boundary, analyzing
the data stream 1n real time 1n order to i1dentily at least
two predetermined symbols, the at least two predeter-
mined symbols do not alias 1n any combination of two
other symbols;

determining whether or not the semiconductor device has
passed a test if the at least two predetermined symbols
are 1dentified, and the remainder of the data stream
matches a set of expected values;

indicating whether or not the semiconductor device has
passed the test; and

identitying and eliminating padding and alignment sym-
bols from the data stream using a symbol map.

6. The method of claim 3, further comprising the step of

correcting running disparity non-determinism 1in the data
stream.

7. The method of claim 5, wherein the symbol map com-
prises a look up table containing predetermined padding and
alignment symbols and 1s configured to selectively send
remapped symbols to a signature generator.

8. A method of testing a semiconductor device, comprising,
the steps of:

receving a digital data stream from the semiconductor
device;

analyzing the data stream in real time to 1dentity a symbol
boundary;

subsequent to analyzing the symbol boundary, analyzing
the data stream 1n real time 1n order to i1dentily at least
two predetermined symbols, the at least two predeter-
mined symbols do not alias 1n any combination of two
other symbols;

determining whether or not the semiconductor device has
passed a test if the at least two predetermined symbols
are 1dentified, and the remainder of the data stream

matches a set of expected values; and

indicating whether or not the semiconductor device has
passed the test, wherein each symbol comprises ten bits
conforming to a predetermined encoding standard.

9. An apparatus configured to test a data stream of digital
packets from a semiconductor device under test, comprising;:

an alignment comparator 1n electrical communication with
the semiconductor device under test:

a functional data packet match comparator 1n electrical
communication with the alignment comparator, wherein
the functional data packet match comparator 1s config-
ured to 1dentily a starting data packet of predetermined
length from the data stream and analyze the data stream
once the statfing packet has been 1dentified 1n order to
identily at least two supplemental data packets of pre-
determined length, the at least two supplemental data
packets do not alias 1n any combination of two other data
packets; and

a memory storing expected test data 1n electrical commu-
nication with the functional data packet match compara-
tor.

10. The apparatus of claim 9, wherein the functional data
packet match comparator 1s further configured to compare
additional packets from the data stream to those stored 1n the
expected data memory.

11. The apparatus of claim 9 further comprising, a symbol
map 1n electrical communication with the functional data
packet match comparator and configured to identify and
climinate padding and alignment packets from the data
stream and to output remapped data packets.
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12. The apparatus of claim 11, further comprising a signa-
ture generator, 1n electrical communication with the symbol
map, configured to generate a unique signature based upon
the remapped data packets.

13. A system for testing a semiconductor device, the sys-
tem comprising;:

a means for recerving a digital data stream from the semi-

conductor device;

a means for analyzing the data stream 1n order to identify a
symbol boundary;

a means for analyzing the data stream 1n order to 1dentify at
least two predetermined symbols, once the symbol
boundary has been 1dentified;

a means for deeming the semiconductor device to have
passed the test, 1f at least two predetermined symbols are
identified, the at least two predetermined symbols do not
alias 1n any combination of two other symbols, and a
remainder of the data stream matches a set of expected
values; and
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14. The system of claim 13 further comprising a means for
identifving and eliminating padding and alignment symbols
from the data stream, 1f the semiconductor device 1s deemed
to have not passed the test.

15. The system of claim 14 wherein the means for 1denti-

tying and eliminating padding and alignment symbols from
the data stream uses a symbol map.

16. The system of claim 15 further comprising a means for
correcting running disparity in the data stream.

17. The system of claim 15, wherein the symbol map
comprises a look up table containing known padding and
alignment symbols and 1s configured to selectively forward
remapped symbols to a signature generator.

18. The system of claim 14 further comprising a means for
generating signatures for the data stream and compare them
against expected signatures for the semiconductor device.

19. The system of claim 13, wherein each symbol conforms
to a predetermined encoding standard.
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