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ENABLING AND DISABLING A WIRELESS
RFID PORTABLE TRANSPONDER

FIELD OF THE INVENTION

The present mvention 1s related to providing wireless
portable transponders, such as cards and RFID tags, with

user controlled mechanical protection from an unauthorized
interrogation. More particularly, the invention provides
mechanical means that permit a user to decide when tran-

sponder reception/interrogation of personal or other infor-
mation 1s desirable.

BACKGROUND OF THE INVENTION

Portable transponders, employ RFID, Radio Frequency
Identification, as the technology used to collect highway
tolls, to serve as personal 1dentification for access control,
and to provide means for electronic information interchange,
such as credit, etc. Passive RFID tags and wireless cards
contain chips, (also known as computer chips, microchips,
memory chips) which store identification and other infor-
mation, such as credit card numbers, financial data, etc. Tags
may be applied to 1tems to identily the 1tem in much the
same way that bar codes are used. Information 1s retrieved
from a tag as well as the wireless cards of the present
invention by an RFID base station or reader when the tag or
card 1s scanned with radio waves by the reader. The tags may
draw their power to function from the interrogation field
supplied by the base (read/write) station.

Such tags, passive tags, are described in U.S. Pat. No.
3,713,148, card Apparatus and System, 1ssued to Cardullo
and Parks. In its simplest form the RFID tag or device
includes a circuit typically a silicon chip, although more than
one chip may be used in the construction of the RFID device.
The circuit 1s generally connected to an antenna. The RFID
device or card may take on a variety of forms including that
of a tag, a key fob, or a card. A battery may also be employed
to extend the range of the device. It i1s also possible in
principle to build devices that function as tags or wireless
cards using electrical circuits including only resistors,
capacitors and imductors as 1s well known by those skilled 1n
the art. In some cases the circuit acts as an antenna and thus
a separate antenna 1s not used.

There are also non-electrical circuit memory devices,
which are responsive to imterrogation, that may be used to
construct identification devices contained within cards and
tags. Examples of such memory devices include magnetic
devices, or wires such as those described 1n U.S. Pat. No.
5,538,803, “Multibit Tag Using Barkhausen Eflect,” reso-
nant structures such as are describe 1n U.S. Pat. No. 5,563,
583, “Multibit Magnetic Radiofrequency Tag Using Micro-
mechanics,” and U.S. Pat. No. 5,581,257, “Radio Frequency
Automatic Identification System”.

Large scale retailers and their suppliers are pursuing
Radio Frequency Identification, RFID, tagging for supply
chain tracking of goods. Demonstrations of RFID for item
tagging will lead to point of sale check out and data
collection. At the same time, merchants are 1ssuing credit/
debit cards that allow a holder to be 1dentified upon entering
a place selling merchandise or at the point of sale. This card
may be 1n the form of a credit card that has 1n 1t an RFID chip
positioned between laminates of the card as well as an
antenna attached to the chip, also generally placed within the
card laminates. Since the card communicates by a wireless
means, it may take other physical forms. For example,
Speedpass (see www.speedpass.com) 1s a wireless RFID
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credit device that has the form of a small cylinder. It 1s a key
fob carried on a key chain. Likewise, American Express has
introduced an RFID credit card, ExpessPay, which 1s 1n the
form of a rectangular key fob.

SUMMARY OF THE INVENTION

An aspect of the present mvention, 1s to provide tran-
sponder information exchange privacy and control by
mechanically activating and deactivating at least the RFID
portion of the transponder, or card.

Another aspect of the present invention, 1s to enable a
holder of a card to protect his/her privacy by shielding,
cllectively deactivating, the RFID portion of the card at will,
while also making 1t possible to reactivate the card or tag at
the holder’s discretion. In addition, activation and deactiva-
tion ol the RFID portion of the transponder, tag or card
makes 1t possible for the user of the tag or card to select
whether or not additional information should be entered onto
the card or tag from known or unknown sources.

A Tfurther aspect of the present invention 1s to provide
means for activating/deactivating a tag in a manner that
causes little or no disruption to the intrinsic transponder,
card or tag operating system.

In an example embodiment, a moveable piece of material
1s secured to the transponder, tag, fob or card that can be
manually moved or slid in positions to (1) allow the antenna
of the wireless device to be exposed to or (2) protect the
antenna from radiation that may be used to interrogate the
card.

The invention can also be implemented as a shielding
method by providing a card having a circuit to be controlled,
and mechanically coupling a shielding member to the card
to selectively shield the circuit.

The ivention 1s further implemented as a shielding
method which selectively moves a shielding material
mechanically coupled to a card such as to block an antenna,
or other receiving device, 1n the card from receiving an
external signal.

BRIEF DESCRIPTION OF THE DRAWINGS

The above and other objects, features, and advantages of
the present mvention will become more apparent from the
following detailed description when taken in conjunction
with the accompanying drawings, in which:

FIG. 1 illustrates an example of a system of the invention;

FIG. 2 shows a flow diagram 1llustrating a enable/disable
function;

FIG. 3 1s an example of a wireless card, 1n the form of a
rectangular flat card, with a slideable device deployed 1n a
manner making 1t possible to disable/enable the wireless
card by covering or uncovering the antenna within or on the
face of the card:

FIG. 4 shows a card containing both an antenna connected
to a memory chip (not shown) and a magnetic stripe for
swiping 1n a magnetic reader, 1n which the antenna can be
enabled/disabled without affecting the magnetic stripe;

FIG. 5 shows a wireless “card” i the shape of a cylinder
in which the antenna of FIGS. 3 and 4 1s replaced by a
magnetic pickup coil which can be enabled/disabled;

FIG. 6 shows a wireless card with an attached shield on
a hinge;
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FIG. 7 shows a wireless card with an attached shield on
a hinge such that the plane of the shield rotates in the plane
of the card; and

FIG. 8 shows a card with a shield attached by means of
a flexible member.

DETAILED DESCRIPTION OF TH.
INVENTION

L1

The present invention provides methods, systems and
apparatus to protect wireless transponders, such as cards,
tobs or RFID tags that may be carried on a person, from an
unauthorized interrogation. Such cards or tags have means
for receiving and storing electronic information, commonly
in binary form using memories and/or electronic circuits,
typically, but not exclusively such as chips containing “bits’
to store the information. The mvention i1s designed to
provide privacy of this type of electronic information and
yet permit the information to be queried at the users discre-
tion. At the same time the cards and tags can be protected
from receiving unauthorized or unwanted information. The
invention provides means that permit a user, generally the
owner, to decide when reception/interrogation of this per-
sonal information 1s desirable by simple mechanical means.

Since the 1ssue of privacy 1s of utmost concern, 1t 1s most
desirable under some circumstances to deactivate or disable
at least the RFID portion of the card. It 1s the purpose of the
present ivention to make it possible for the holder of the
card to protect his’her privacy by shielding, effectively
deactivating, the RFID portion of the card at will, while also
making 1t possible to reactivate the card or tag at the holder’s
discretion. The desire to activate or deactivate 1s likely to be
a matter of choice decided by the holder of the card as to
whether the holder wishes to be 1dentified by the particular
merchant upon entering the merchant’s enterprise or envi-
rons. In addition, activation and deactivation of the RFID
portion of the tag or card makes 1t possible for the holder of
the tag or card to select whether or not additional informa-
tion should be entered onto the card or tag from known or
unknown sources.

In the present invention, advantageous means for activat-
ing/deactivating a tag i1s one that causes little or no disrup-
tion to the intrinsic card or tag operating system. Rather, to
obtain the objective of enabling/disabling the card or tag at
the card owner’s choice, we 1mpose a moveable piece of
material, otherwise secured to the card that can be manually
moved or slid 1n positions to (1) allow the antenna of the
wireless device to be exposed to or (2) protect the antenna
from radiation that may be used to interrogate the card. This
shielding device can for example block (or cover) the card
antenna preventing 1t from receiving an interrogation signal.
The shield may be deploved, for example, when the RFID
card 1s not 1n use to prevent the unauthorized detection or
reading of the RFID device. On the other hand, the owner of
the card may want to be recognized when entering an
establishment 1n which case the slideable shielding device 1s
positioned so as to uncover the antenna to allow the antenna
to function normally.

As used herein the term card includes any type of portable
transponder. The wireless portable transponder, a card and/
or tag, may have a dual purpose, that 1s it may act as a
magnetic swipe card while also having the RFID i1dentifi-
cation. In the present mvention 1t 1s possible to block the
antenna to prevent unauthorized interrogation of the card
while still leaving the magnetic portion of the card in a
position to be used for actions such as debiting/crediting.
While the magnetic portion will give certain information
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that may also be stored in the wireless memory portion of the
card, blocking the antenna will still prevent unauthorized
persons who might be 1n the establishment occupied by the
cardholder from obtaining unauthorized information or add-
ing unauthorized information.

FIG. 1, 1llustrates a system of the invention 100. A person
or cardholder 110 carries at least one wireless card or
identification card 120. the card being interrogated by an
RFID reader, the reading transmitted to a computing net-
work. The card may be read through the use of an electro-
magnetic, EM, signal 160 that provides means for commu-
nication between the card 120 and a reader 150. Information
received by the reader 150 may be transferred to a comput-
ing system 170 where 1t 1s processed and stored in a
database. The system 170 may in turn be connected to a
network 180 which makes possible the exchange of infor-
mation with other computing systems.

In order to protect the privacy of the person 110, the card
120 1s constructed with a built 1n deployable or shideable
shield to screen magnetic or electric components or both of
EM waves. The novel feature of the present invention 1s the
deployable or slideable shield, described in detail 1n FIGS.
3,4,5,6,7, and 8, which can be used to prevent the antenna
or the pickup coil from being exposed to a field for the
purpose of interrogation of the card or placing additional
information on the card.

It 1s well known by those skilled 1n the art that magnetic
shielding can be accomplished through the use of mu metal,
Metglas®™ or any high permeable magnetic material that has
a reasonable coercivity, that 1s greater than several Oersteds.
Mu metal 1s the generic name for materials that have a very
high magnetic permeability. Both mu metal and Metglas®
are alloy compositions which are basically permalloy or
nickel-iron with varying amounts of cobalt, boron and other
trace materials. In addition, these materials are designed to
have exceedingly high permeabilities, on the order of 10
thousand to 1 million. Therefore, a circuit surrounded by
such material can readily be protected from magnetic radia-
tion depending on the thickness of the alloy, the alloy’s
coercive force, 1.e. magnetic field, required to bring the
material to a value of zero magnetization 1n a hysteresis
loop) and the strength of the incoming radiation. There now
exist special Metglas™ formulations that have a high coer-
cive force so that both these materials as well as mu metal
can be used in thicknesses of greater than 0.001 cm to shield
magnetic fields, reducing the incident field by 1 to 5 orders
of magnitude depending on the thickness of the matenal.
Where thicker material 1s used, the lower 1s the frequency of

the electromagnetic wave 1ncident on the card that may be
shielded.

In general, the attenuation of an electromagnetic wave
incident on a metal 1s given 1n terms of the skin depth of the
maternal, 0 (cm)

o=[2/(wow]™ (1)
where m, 0, 1 are respectively, the angular frequency of the
incident wave, electrical conductivity, and permeability of
the shielding maternial. 0 represents the depth, skin depth,
within the shield at which the incident field has fallen to 37
percent of 1ts mncident value. Thus, for a depth equal to three
skin depths into a shielding matenial, the incident field 1s
reduced by 95 percent leaving 5 percent of the original field.

Electric Field Shielding: To obtain an understanding of
the thickness of shielding material required for the present
invention one can scale skin depth values from copper as
taken from J. A. Stratton, °‘Flectromagnetic Theory’
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McGraw Hill, pg 504 (1941). For an angular frequency of ~
6000 radians/s, about 1 kHz, 6=0.21 cm.

Although the invention 1s suitable for any frequency
wherein transponders operate, our most particular interest
ranges presently 1n frequencies from ~100 kHz to 5.8 GHz.
Wireless cards that are coupled through the electric compo-
nent of the EM field operate at frequencies above 100 MHz,
typically at 434 MHz, 915 MHz (869 MHz in Europe), or at
microwave frequencies of 2.45 GHz and above. However, as
a worst case example, we can consider the case of a card
coupling to the electric field at 100 kHz. The skin depth for
copper at 100 kHz 1s 0.02 ¢cm using equation (1) and the
reference cited above. Thus, an easily realizable 0.06 cm
thickness of copper will shield an electric field coupled card
operating at 100 kHz. At 14.56 MHz, 0.006 cm of copper 1s
all that 1s required. This thickness will also be effective at all
of the higher frequencies, 434 MHz and above, where
clectric field coupling 1s generally used. Typically we would
use a copper thickness of 0.02 to 0.05 cm, at least an order
of magnitude more than 1s needed, to attenuate any interro-
gation signal at 14.56 MHz and above.

Electric and Magnetic Field Shielding: Generally RFID
cards that use magnetic coupling operate at frequencies of
about 100 kHz to 14.5 MHz. To provide shielding, we
employ mu metal or a Metglas with relatively high coercive
force (greater than 10 Oersteds). Using a value for the
permeability of 10° and a conductivity that is Y50 that of
copper, we obtain a value for 8 of no more than about 10~*
cm. Thus, a mu metal thickness of about 10~ cm or greater
would work as a shield for any frequency at or above 100
kHz.

FIG. 2 shows a flow diagram 200 illustrating the enable/
disable function. In the normal state of use for a card, the
shielding 1s 1n a deployed position 203 to protect the privacy
of the user. If the shielding 1s desired 210, no more 1s done.
IT the shielding 1s not desired 210, e.g. the user wishes that
the card may be read, the shielding 1s withdrawn 215 and the
card may be used. After the card 1s used, the shielding may
be deployed again 220 to shield the card. In general, friction
between the slideable element and the card holds the ele-
ment 1n place.

FIG. 3 1s an example of a card with the slideable device
deployed 1n a manner making 1t possible to disable/enable
the wireless card by covering or uncovering the antenna
within or on the face of the card. The card 300 1s disabled
by shielding the antenna 301 that 1s embedded (or may be on
the surface of) i the card from receiving electromagnetic
waves. The card contains a slideable, thin metallic section
302 that may be deployed or withdrawn. The metallic
section may consist of a material that has a high magnetic
permeability or a high electrical conductivity or both. Most
high-permeability magnetic materials will also have sufli-
cient electrical conductivity to shield both the magnetic and
clectric components of electromagnetic waves. Examples of
such materials include mu metal and Alloy-42, a nickel-iron
alloy (permalloy). Low frequency, LF, and high frequency
(low MHz range), HF, RFID devices are generally read by
means of magnetic coupling, while ultrahigh frequency,
UHF, and microwave RFID tags are read by means of
clectric field coupling. Copper or aluminum may be used to
shield UHF and microwave RFID devices.

In the diagram, the slideable member 1s slid over the
section contaiming the antenna thereby making the antenna
unable to receive an RF signal. This prevents 1identification.
The slideable mechanism may be attached by small inden-
tations 1n the card acting as rails 305. Slider stops 306 may
be built into the card to keep the sliding shield on the card
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or moving more than necessary. Additionally, slider position
markings 304 may be placed on the card to aid in the
deployment of the shield.

FIG. 4 shows a card 400 containing both an antenna 401
connected to a chip (not shown) and a magnetic stripe 403
for swiping 1n a reader. The antenna can be enabled/disabled
without aflecting the magnetic stripe. Since the card 1s also
used as a conventional credit card with a magnetic stripe on
one side, the magnetic shielding material 405 envelopes the
portion of the card that contains the antenna. The slidable
portion 1s positioned and retained on the card by the use of
a through slot 402 as shown in the figure.

FIG. 5 shows a wireless “card” i the shape of a cylinder
where the antenna of FIGS. 3 and 4 i1s replaced by a
magnetic pickup coil 501 which can be enabled/disabled.
Additionally, we may use retractable shielding to deactivate
RFID devices of cards shaped other than the standard credit
card shape. Cylindrical RFID cards or tags such as tag 500,
may be shielded through the use of a deployable cylindrical
shield 502, also constructed of the appropriate material
described above. The tag with shield 1n place 1s shown 1n
perspective view 503. When the shield 1s moved to one end
of the tag to uncover the antenna, the tag functions normally.
Stops, not shown, may be used to keep the sliding portion
integral with the cylindrical tag. Additionally other mechani-
cal constructs may be used to join movable or deployable
shields to wireless cards. These may include hinges, rotating,
assemblies, or envelopes attached by means of flexible
members.

For example, FIG. 6 shows a card 610 with an attached
shield 620 on a hinge 630. The card 610 1s attached to the
shield 620 by means of the hinge 630. The shield may be
rotated 640 on the hinge 1n a direction out of the plane of the
card to either cover or uncover the card. In general, for this
configuration a second rotatable shield (not shown), similar
to shield 620, would be placed on the hinge so as to be able
to cover the opposite side of the card. For high-frequency
shielding only one conducting shield may be required since
the electric field will be zero at the surface of the conductor.
FIG. 7 shows a card 710 with an attached shield 720 on a
hinge such that the plane of the shield rotates 1n the plane of
the card 740. The card 710 1s attached to the shield 720 by
means of the hinge 730. The shield may be rotated 740 1n the
plane of the card to either cover or uncover the card. As in
FIG. 6, a second shield on the opposite side of the card may
be used to completely shield the card. FIG. 8 shows a card
with a shield 820 attached by means of a flexible member
830. The card 810 may be placed 840 within the shield 820
to shield the card. The flexible member 830 may be a string,
a chain, or a wire.

Thus, the present invention includes a card, fob or tag
comprising a memory, or an electrical circuit, embedded
within the card in combination (usually though not always)
with an antenna embedded within the card, the antenna
clectrically connected to the circuit. The card or tag also has
a deployable member mechanically coupled to the card, with
the deployable member having electromagnetic shielding
capability. The member can be selectively placed to control
reception of the antenna of a signal for the electrical circuait.

Some embodiments of the card, include one or more of
the following variations: the shielding method or control
includes the shielding member having at least one position
to completely shield the antenna (or 1n some cases a circuit
not requiring an antenna) from the signal; the antenna 1s on
an exterior surface of the card or laminated within the card;
a chip 1s mounted on an exterior surface or within the
lamination of the card; control of the deployable member
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includes mechanical movement so as to cover and uncover
the antenna; the deployable member includes a shielding
material taken from a group of shielding materials such as
magnetic, electrical materials; and/or the mechanical move-
ment of the deployable member can be such that the member
1s held by way of a slot in the card.

Examples of magnetic materials are mu metal,
Metglas““®" and any combination of these. For magnetic
shielding, 1t 1s advantageous that the mu metal be at least
0.001 centimeters thick. In general the thickness of the
deployable member 1s such that the skin depth 1s less than
the thickness of the deployable shielding member. Shielding,
capability includes selecting maternials having at least one of
high magnetic permeability and high electrical conductivity.
The signal for which shielding 1s selectively sought includes
an 1interrogation signal of the mterrogation circuit or a signal
that can 1mpart information on the electrical circuit such as
a chip or microchip. The deployable shield 1s coupled 1n a
slideably or otherwise mechanically adjustable manner.

For high frequency signals, (typically in the 100°s of MHz
range or greater, the deployable member may include an
insulating material (wood, plastic or the like, for example
several 10°s of mils in thickness). This insulating deployable
member has on 1ts entire inner or outer surface area a thin
deposition of a metallic layer (in the range of 1-5000
Angstroms that completely encompasses the iner or outer
surface area of the deployable member. This thin metallic
layer acts to shield the tag from the aforementioned high
frequencies.

The invention can also be implemented as a shielding
method by providing a card having a memory or circuit to
be controlled, and mechanically coupling a shielding mem-
ber to the card to selectively shield the circuit. The invention
1s Turther implemented as a shielding method comprising by
selectively moving a shielding material mechanically
coupled to the card such as to block an antenna 1n the card
from receiving an external signal. The invention can also be
implemented as means for selectively moving a shielding
material mechanically coupled to said card such as to block
an antenna within a lamination of a card or on the surface of
a card from receiving an external signal. The invention may
also be implemented to shield non-electrical circuit memory
devices.

The invention can also be implemented as a portable
transponder having a memory or circuit. The transponder
comprising: a non-electrical circuit memory device, a
deployable member mechanically coupled to the transpon-
der, the member having electromagnetic shielding capabaility
to shield the circuit from a signal intended for the circuit, and
the member being selectively placed as to enable a user to
control reception by the circuit of a signal intended for said
clectrical circuit. The memory device 1s generally but not
always embedded 1n the transponder.

Typically, the memory 1s a memory selected from a group
of memories including: an electrical circuit and antenna, said
antenna electrically coupled to said circuit; magnetic device;
resonant structure; micromechanical device; non-electrical
circuit memory device; and any combination of these cir-
cuits.

Typically, the transponder 1s one of the following: a credit
card, a debit card, a fob, a transaction card, and a swipeable
card. The transponder 1s typically carried by a person 1n
order for a transaction to be performed. The transaction
includes any giving and/or taking imnformation to/from the
card.

It 1s noted that the foregoing has outlined some of the
more pertinent objects and embodiments of the present
invention. This mvention may be used for many applica-
tions. Thus, although the description 1s made for particular
arrangements and methods, the itent and concept of the
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invention 1s suitable and applicable to other arrangements
and applications. It will be clear to those skilled 1n the art
that modifications to the disclosed embodiments can be
cllected without departing from the spirit and scope of the
invention. The described embodiments ought to be con-
strued to be merely illustrative of some of the more promi-
nent features and applications of the invention. Other ben-
eficial results can be realized by applying the disclosed
invention 1 a diflerent manner or modilying the mvention
in ways known to those familiar with the art.

We claim:
1. A card comprising:

an electrical circuit embedded within said card;

an antenna embedded within said card, said antenna

clectrically connected to said circuit;

at least one magnetic strip on the card; and

a deployable member mechanically coupled to said card,

said member having electromagnetic shielding capa-
bility, and said member being selectively placed as to
control, reception of said antenna of a signal for said
clectrical circuit, the member being movable to shield
the antenna but not the magnetic strip.

2. A card as 1n claim 1, wherein said control includes said
member having at least one position to completely shield
said antenna from said signal.

3. A card as 1n claim 1, wherein one of the antenna and the
circuit 1s on an exterior surface of the card.

4. A card as 1n claim 1, wherein the circuit 1s one of a chip,
more than one chip, and consists of only resistors, capacitors
and 1nductors.

5. A card as 1n claim 1, wherein said control of said
deployable member includes mechanical movement so as to
cover and uncover said antenna.

6. A card as 1n claim 1 wherein said deployable member
includes a shuelding material taken from a group of shielding
maternials consisting of: magnetic shielding material; elec-
trical shielding material; mu metal; Metglas Reg., and any
combination of these.

7. A card as 1n claim 1, wherein said deployable member
1s held by means of a slot in said card.

8. A card as in claim 6, wherein the shielding material 1s
at least 0.001 centimeters thick.

9. A card as 1n claiam 1, wherein a thickness of said
deployable member 1s such that a skin depth of said member
1s less than the thickness of said member.

10. A card as 1n claim 1, wherein said shielding capability
includes being a material having at least one of: high
magnetic permeability and high electrical conductivity.

11. A card as 1n claim 1, wherein said signal includes an
interrogation of said circuit.

12. A card as in claim 1, wherein said mechanically
coupled deployable member 1s coupled 1n a slideably adjust-
able manner.

13. A card as in claim 1, wherein said signal 1s a high
frequency signal and said deployable member has a depo-
sition of a thin metallic shielding layer deposited onto said
deployable member.

14. An apparatus for shielding a card, said apparatus
comprising:

means for selectively moving a shielding material

mechanically coupled to said card such as to block an
antenna 1n said card from receiving an external signal;
and

slider position markers on the card for indicating that the

antenna 1s completely shielded when the shielding
material 1s located between the markers.
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15. A card as i claim 1 wherein said deployable member

1s moved 1n a direction out of the plane of the card.

16. A card as 1n claim 1 wherein said deployable member

1s moved 1n a direction 1n the plane of the card.

17. A card as 1n claim 1 wherein said deployable member

1s attached to said card by means of a hinge.

18. A card as 1n claim 1 wherein said deployable member

1s attached to said card by means of a flexible number.

19. A portable transponder having a memory, said tran-

sponder comprising:

a deployable member mechanically coupled to said tran-
sponder, said member having shielding capability to
shield said memory from a signal intended for said
memory, and

said member being selectively placed as to enable a user
to control reception by said memory of said signal, the
member being movable 1n a direction out of the plane
of the card.
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20. A transponder as 1n claim 19, wherein said memory 1s
a memory selected from a group of memory consisting of:
an electrical circuit and antenna, said antenna electrically
coupled to said circuit; magnetic devices; resonant structure;
micromechanical device; non-electrical circuit memory
device; and any combination of these memories.

21. A transponder as 1n claim 19, wherein said transpon-
der 1s a means selected from a group of means consisting of:
a credit card, a debit card, a fob, a transaction card, and a
swipeable card.

22. A transponder as 1n claim 19, wherein said transpon-
der 1s carried by a person 1n order for a transaction to be
performed.
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