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TRANSCEIVER FOR RECEIVING AND
TRANSMITTING DATA OVER A NETWORK
AND METHOD FOR TESTING THE SAME

BACKGROUND OF THE INVENTION 5

1. Field of the Invention

The present invention provides a transceiver for receiving,
and transmitting data over a network, and a method for
testing the same. Specifically, the present invention provides 10
a physical layer transceiver having a built-in-seli-test (BIST)
device that allows for variation of a pulse density/width of
a network data signal, and oflset variation of a reference
clock signal for improved testing of the transceiver.

2. Background Art 15

Physical layer transceiver circuits are commonly used in
network (e.g., LAN) communication applications. As known
in the art, transceivers are devices that typically include
digital logic, an analog receiver for recerving network data
and an analog transmuitter for transmitting network data. Due 20
to their relatively simple design, it was easy to test early
stage transceivers. Specifically, the digital logic was tested
via Level-Sensitive Scan Design (LSSD) techniques, the
transmitter was tested through a series of DC parametric
measurements, while the receiver was tested through a 25
latched receiver test. Various methods of testing transceivers
are generally shown 1n U.S. Pat. Nos. 5,337,316, 5,402,440,
5,648,972 and 5,676,588.

As transceivers have become more complex, however,
accurate and inexpensive ways to test the transceivers have 30
become scarce. In particular, the complexity of the receiver
portion of the transceivers have typically grown at a rate
taster than the digital logic or the transmuitter portions. Thus,
while the logic and transmitter portions can continue to be
tested via LSSD and parametric procedures, the receivers 35
require more complex testing measures.

Heretofore, attempts have been made to provide improved
testing procedures for such transceivers. One such attempt 1s
shown 1n U.S. Pat. No. 6,298,458 to Cranford et al, herein
incorporated by reference. In Cranford et al., a built-in-self- 40
test (BIST) device was provided to provide improved trans-
ceiver testing. Specifically, the BIST device generated both
a data signal representative of data being transmitted over a
network, and a control signal for impairing characteristics of
the data signal. The data signal and control signal were 45
passed to the transmitter, which generated an output signal
having data according to the data signal and i1mpaired
characteristics according to the control signal. The output
signal was then forwarded to the receiver, which attempted
to reconstruct the original data signal. By analyzing the 50
reconstructed data signal, the BIST device could detect
erroneous performance by the transceiver.

The BIST device of Cranford et al. allows for basic
functions of the transceiver to be tested by mimicking
simple problems such as elongated transit paths and signal 55
slurring. However, system level problems such as control
over the signal outputted to the receiver and reference clock
signal jitter could not be tested. Specifically, controlling the
pulse density/width of the data signal outputted to the
receiver allows for a more thorough test (e.g., clock recov- 60
ery) ol the transceiver to be performed. Moreover, by
varying the oflset of the reference clock signal, the capabil-
ity of the transceiver to accommodate jitter can be tested.

In view of the foregoing, there exists a need for a
transceiver for receiving and transmitting data over a net- 65
work. Moreover, a need exists for a method for testing such
a transceiver. Still yet, a need exists for a transceiver having

2

an improved BIST device that allows for vanation of pulse
density/width of a network data signal, and oflset variation
of the reference clock signal embedded within the network
data signal.

BRIEF SUMMARY OF THE INVENTION

The present 1nvention overcomes the drawbacks of pre-
vious devices by providing a transceiver for receiving and
transmitting data over a network, and a method for testing
the same. Specifically, the transceiver of the present inven-
tion 1ncludes a built-in-seli-test (BIST) device. The BIST
device of the present invention allows, among other things,
oflset vanation of a reference clock signal (referred to herein
as jitter) and variation of a pulse density/width of a network
data signal. The capability to vary the oflfset and pulse
density provide for improved testing of the transceiver.

According to a first aspect of the present invention, a
transceiver for receiving and transmitting data over a net-
work 1s provided. The transceiver comprises: (1) a trans-
mitter for recerving a network data signal representative of
a signal capable of being transmitted over a network and a
control signal for impairing characteristics of the network
data signal, and for continuously generating an output signal
corresponding to the data signal and the control signal
during a predetermined time window; (2) a receiver for
continuously receiving the output signal from the transmuit-
ter, and for reconstructing the network data signal within the
predetermined time window; and (3) a built-in-seli-test
(BIST) device for generating the network data signal, the
control signal, and for providing a clock signal for jitter
testing of the network data signal, wherein the BIST device
detects erroneous performance by the transceiver based on
the reconstructed network data signal.

According to a second aspect of the present invention, a
transceiver for receiving and transmitting data over a net-
work 1s provided. The transceiver comprises: (1) a trans-
mitter for receiving a network data signal representative of
a signal capable of being transmitted over a network and a
control signal for impairing characteristics of the network
data signal, and for continuously generating an output signal
corresponding to the data signal and the control signal
during a predetermined time window; (2) a receiver for
continuously receiving the output signal from the transmuit-
ter, and for reconstructing the network data signal within the
predetermined time window; and (3) a built-in-seli-test
(BIST) device for generating the network data signal and the
control signal, and for varying a pulse width of the network
data signal, wherein the BIST device comprises means for
detecting erroneous performance by the transceiver based on
the reconstructed network data signal.

According to a third aspect of the present invention, a
method for testing performance of a transceiver for receiv-
ing and transmitting data over a network 1s provided. The
method comprises the steps of: (1) generating a network data
signal representative of signals capable of being transmitted
over a network, and generating a control signal for impairing
characteristics of the network data signal; (2) varying a pulse
width of the network data signal; (3) varying an oflset of a
clock signal embedded within the network data signal; (4) a
transmitter component of the transceiver device receiving
the network data signal and the control signal and generating
an output signal corresponding to the network data signal
and having an impaired characteristic according to the
control signal, the output signal being generated continu-
ously during a predetermined time window; (5) a receiver
component of the transceiver device continuously receiving
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the output signal from the transmitter component and recon-
structing the network data signal within the predetermined
time window; and (6) detecting erroneous performance by
the transceiver based on the reconstructed data signal.

According to a fourth aspect of the present invention, a
program product stored on a recordable medium for testing
a transceiver device 1s provided. When executed, the pro-
gram product comprises: (1) program code for generating a
network data signal representative of data capable of being
transmitted over a network by a transceiver device and for
generating a control signal for impairing characteristics of
the network data signal; (2) program code for varying a
pulse width of the network data signal; (3) program code for
varying an offset of a clock signal embedded within the
network data signal; (4) program code for enabling a trans-
mitter component of the transceiver device to receive said
network data signal and the control signal, and for generat-
ing an output signal corresponding to the network data
signal having an impaired characteristic according to the
control signal, wherein the output signal 1s generated con-
tinuously during a predetermined time window; (5) program
code for enabling a receiver component of the transceiver
device to continuously receive the output signal from the
transmitter component and for reconstructing the network
data signal within the predetermined time window; and (6)
program code for detecting erroneous performance by the

transceiver device based on the reconstructed network data
signal.

Therefore, the present invention provides a transceiver for
receiving and transmitting data over a network, and a
method for testing the same.

BRIEF DESCRIPTION OF THE SEVERAL
VIEWS OF THE DRAWINGS

These and other features of this imnvention will be more
readily understood from the following detailed description
of the various aspects of the invention taken in conjunction
with the accompanying drawings in which:

FIG. 1 depicts a high level flow diagram of the present
invention.

FIG. 2 depicts a block diagram of the operation of the
BIST device of the present invention.

FIGS. 3A-3H depict example wavetorms for a 100TX test
configuration without jitter or pulse density/width variation.

FIG. 4A depicts an example network data signal wave-
form under the present invention.

FI1G. 4B depicts the wavelorm of FIG. 4A as modified by
a pulse width counter system of the present invention.

FIG. 5 depicts an example ML13 data signal waveform as
outputted by a transmuitter.

FIG. 6 depicts the jitter control system of the present
invention.

FIGS. 7A-TF depict example clock signal waveforms as
provided by the jitter control system of FIG. 6.

FIG. 8 depicts a program product implementation of the
present mvention.

The drawings are merely schematic representations, not
intended to portray specific parameters of the mnvention. The
drawings are intended to depict only typical embodiments of
the invention, and therefore should not be considered as
limiting the scope of the invention. In the drawings, like
numbering represents like elements.
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DETAILED DESCRIPTION OF TH.
INVENTION

(L]

In general, the present invention provides a physical layer
transceiver for receiving and transmitting data over a net-
work, and a method for testing the same. Specifically, the
present invention provides a transceiver having an improved
built-in-seli-test (BIST) device for improved testing of the
transceiver. As indicated above, U.S. Pat. No. 6,298,458
(herein incorporated by reference) provides a BIST device
for testing of a transceiver. The present invention provides
an improved BIST device that not only includes the features
and functions of the BIST device shown in U.S. Pat. No.
6,298,458, but also provides pulse density/width variation of
a network data signal and offset variation of a reference
clock signal (also referred to as jitter or duty cycle distor-
tion).

Referring now to FIG. 1, a single chip transceiver 10
according to the present invention 1s shown. As shown,
transceiver 10 includes a digital domain portion 12, an
analog transmitter 22 and an analog receiver 28. Transceiver
10 also includes a BIST device having two components,
receiver BIST 14 and transmitter BIST 20 (shown packaged
with LSSD latch boundaries). In addition to the new features
described below, recetver BIST 14 and transmitter BIST 20
also have functions and features similar to those described 1n
U.S. Pat. No. 6,298,458. For example, recetver BIST 14: (1)
provides alternative, programmable data to protocol genera-
tor 18; (2) controls the adaptation setup of receiver 28
(thereby bypassing adaptation convergence); (3) and speeds
test and compression of the data received at the receiver
port. Moreover, receiver BIST 14 also may assert control
over protocol generator 18 to disable scrambling method-
ology present 1in some transceivers 10. Unlike previous BIST
devices, however, transmitter BIST 20 includes a jitter
control system and a pulse width counter system (as will be
turther described below). These added components provide
improved testing by allowing for system level problems to
be mimicked. Specifically, the jitter control system allows
for an oflset of a reference clock signal to be varied, while
the pulse width counter system allows the pulse density/
width of a network data signal to be varnied.

As further shown 1n FIG. 1, transceiver 10 also includes
L.SSD latch boundaries 20 (shown packaged with transmitter
BIST) and 30. LSSD latch boundaries 20 and 30 1solate
digital portion 12 from transmitter 22 and receiver 28, and
provide LSSD testing of digital portion 12. As known,
digital portion 12 covers all digital functions including the
digital adaptation circuitry. Mux 16 provides a multiplexor
function for receiving signals from receiver BIST 14 and
digital portion 12, while protocol generator 18 generates
specific signals in accordance with a particular transmit
communications protocol (e.g., MLT3, Manchester, etc.).
External passive devices 24 could also be provided to
convert transmitter 22 output from a current to a voltage,
which 1s then transmitted to receiver 28 via transier gate 26.
Also, although not shown, network connections beyond
external passive device 24 could be implemented.

In general, to test transceiver 10, transmitter BIST 20 wall
generate a network data signal representative of data being
transmitted over a network, and a control signal. The control
signal will impair various characteristics of the network data
signal. For example, the control signal could distort the
network data signal, or impair the strength, phase or ampli-
tude thereof. Under the present invention, transmitter BIST
20 will also provide improved testing by varying a pulse
density/width of the generated network data control signal,
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and/or by varying an oilset of a reference clock signal
embedded within the network data signal (also know as jitter
or duty cycle distortion). Transmitter 22 will receive the
generated network data signal and control signal, and gen-
crate a single output signal. The output signal will have the
data of the network data signal and the impaired character-
istics provided in the control signal. The output signal will
be routed to receiver 28, which will reconstruct the original
network data signal. Based on the reconstructed network
data signal, receiver BIST 14 can detect erroneous perfor-
mance by transceiver 10.

Referring now to FIG. 2, recerver BIST 14 and transmutter
BIST 20 are shown 1n greater detail. It should be understood
that for clarity purposes, receiver BIST 14 and transmitter
BIST 20 are collectively referred to as BIST device 38. It
should also be understood that with the exception of newly
added jitter control system 40 and pulse width counter 44,

BIST device 38 of the present mvention could function
similarly to the BIST device shown 1 U.S. Pat. No. 6,298,

458. When functioning as such, BIST device 38 could
produce the waveforms shown 1 FIGS. 3A-3H.

As mdicated above, BIST device 38 of the present inven-
tion includes components not previously known. Specifi-
cally, BIST device 38 jitter control system 40 and pulse
width counter 44, which will be further described below. In
its basic operation, transmitter BIST 20 will generate peri-
odic network data patterns for transmission to receiver 28
without connectivity to the edge of the chip in which
transceiver 10 1s embedded. Receiver BIST 14 provides for
the testing of analog receiver 28.

With regard to transmitter BIST 20, a sequential data
bitstream(s) (1.e., network data signal) 1s generated for input
to transmitter 22 at the nominal data rate for producing the
proper Irequency to be fed to the receiver 28 of transceiver
10. Two i1ndependent programmable “1°s” and “0’s”
counter/comparator systems 42 and 46 are respectively
coupled with BIST control logic circuitry 48 to enable
programming and alteration of both the digital data “ire-
quency” and data “duty cycle” of the digital data signal 50
to be transmitted to the protocol generator 18, as shown in
FIGS. 1 and 2. Specifically, logic counter 42 allows for
designation of a quantity of pulses in the generated network
data signal. Conversely, logic counter 46 allows for desig-
nation of a quantity of data widths during which the network
data signal will be quiescent (non-pulsing). Pulse width
counter 44 allows for designation of a quantity of bit times
for each pulse designated via logic counter 42. Specifically,
pulse width counter 44 allows for designation of a width for
the pulses 1n the generated network data signal. By desig-
nating a higher bit time per pulse via pulse width counter 44,
cach pulse width will be increased, and the overall pulse
density will be decreased. Previous devices lacking pulse
width counter 44 set a default of one bit time per pulse. Thus,
if logic counter 42 was set to four, then four pulses each
having a width of one bit time were generated (as shown 1n
FIG. 4A). Such designs made 1t diflicult to test transceiver
performance in an area such as clock recovery.

Referring to FIGS. 4A and 4B, the function of pulse width
counter 44 can be seen in greater detail. FIG. 4A shows a
wavelorm of a network data signal that 1s pulsing for four
bits times 90 and quiescent for four bit times 92 for a total
pattern of eight bit times. To obtain such a waveform, logic
counters 42 and 46 are both set to four. As shown 1n FIG. 4A,
the pulses (i.e., during bit times 90) all have a pulse width
of one bit time, which 1s the default as provided under
previous devices. Conversely, the waveform of FIG. 4B has
four pulses that are pulsing for a total of eight bit times 94
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6

while being quiescent for four bit times 96. This function-
ality 1s provided by pulse width counter 44. Specifically, the
four pulses and four bit times 96 of quiescence are desig-
nated by setting logic counters 42 and 46, respectively, to
four. Then, the designated four pulses 1n bit time range 94
are programmed to traverse eight bit times by setting pulse
width counter 44 to two. That 1s, each pulse designated via
logic counter 42 (e.g., 4) will span the number of bit times
designated via pulse width counter 44 (e.g., 2). Accordingly,
the pulsing portion of the wavetorm shown in FIG. 4B
traverses eight bit times (e.g., 4x2).

By increasing the number of bit times each pulse
traverses, overall pulse density 1s reduced compared to the
wavelform of FIG. 4A. This capability allows for better
testing of transceiver 10 by providing more realistic MLT3
data as well as an added degree of freedom 1n clock recovery
tests. With respect to the latter, the increase in pulse width
makes clock recovery harder for transceiver 10 because
clock recovery relies upon counting edges 1n pulses. The
more edges there are 1n a particular range of bit times, the
casier clock recovery becomes. Accordingly, by increasing
the number of bit times the pulses traverse, the fewer edges
there are to be counted in a particular bit time range. For
example, FIG. 4A shows four pulse edges 91 in bit time
range 90. Conversely, the same range 90 in FIG. 4B shows
only two edges 93.

Referring back to FIG. 2, logic counters 42 and 46 and
pulse width counter 44 receive reference clock signal 80B
from jitter control system 40, which provides for varied
oflset of reference clock signal 80A. Specifically, jitter
control system 40 tests the capability of transceirver 10 to
handle jitter 1 a reference clock signal by providing mul-
tiple variations of the reference clock signal 80A. To this
extent, jitter can be referred to as variation of clock signal
oflset or duty cycle distortion. This 1s distinct from signal
slurring tested under previous BIST devices, which relates to
amplitude, rise time/fall time or similar characteristics of the
actual network data signal. Specifically, slurring relates to
the shape of the actual output. Conversely, jitter relates to the
relative consistency of the transition, whatever the shape
may be over time. Specifically, previous BIST devices fail to
provide a way to manufacture or control jitter.

Referring to FIG. 5, an example of an MLT3 data signal
wavelorm outputted from transmitter 22 1s shown in greater
detail. In general, transition 101 depicted 1n FIG. 5 nomi-
nally occurs at time point 102. However, transition 101 may
occur as early as point 100, or as late as time point 104. This
resultant allowed variance 1s known as the allowed data
jtter. In most transmitter designs, data signals are launched
by a clock. Therefore, the allowed data jitter 1s typically
proportional (1n both direction and amount) to the reference
clock jitter. Under the present invention, a known source for
reference clock jitter 1s provided 1n order to generate data
ntter as shown 1n FIG. 5. Specifically, jitter control system
40 (FIGS. 2 and 6) of the present invention provides such
jtter by allowing an offset of the clock signal to be varied
between early timing 100, nominal timing 102 and late
timing 104. In comparison to FIG. 5, the timing of clock
signal 80B can vary within a range of 0.5 ns, with —0.25 ns
being early, 0.0 ns being nominal and 0.25 ns being late. It
should be understood, however, that the range of 0.5 ns cited
herein 1s for clarity purposes only, and that jitter could be
tested for a wider or narrower time range. By providing
multiple variations of the reference clock signal 80B (1.e., by
varying the offset thereof), more in depth testing of trans-
ceiver 1s provided. Specifically, oflset variation of the clock
signal tests, among other things, the capability of transceiver
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10 to recover the clock signal. Referring to FIG. 6, jitter
control system 40 1s shown in greater detail. As depicted,
ntter control system 40 generally includes multiplexor 110,
controller 112, delay timers 114 and 116 and NxM shiit
register 118. As will be further described below, multiplexor
110 controls the vanation of clock signal 80B that 1s passed
to transmitter BIST 20. Specifically, multiplexor 110 1s
controlled by both mode (functional/test mode) and phase
information. Multiplexor 110 allows for selection of one of
a multiplicity of phase shifted rising clock signal edges to
operate transmitter 22, imnclusive of transmitter BIST 20 on
every cycle. Input to multiplexor 110 1s sourced from
incoming clock signal 80A and a temperature/process imvari-
ant tapped delay chain commonly known in the art, as
controlled by a VCO or similar means. Multiplexor selec-
tivity 1s provided by NxM shift register 118 wherein N 1s the
number of words 1n the register and M 1s the number of bits
needed to provide multiplexor 110 control. Shift register 118
1s wired mmto M(N) bit shift strings with the output of one
string feeding the mput of another. The bits of shift register
118 are imitialized during BIST device initialization, and
shifted during the imactive period of all possible phase
clocks, as provided by controller 112 (also controlled as
process/temperature invariant). Wiring of shift register 118
would yield a repeat of multiplexor selection signature after
2N (1.e., every MN) clock cycles, efiectively doubling the
pattern period. Selection of the clock edge to use during each
transmit bit time eflectively mimics the offset shown 1n FIG.
5. As recerver BIST 14 1s operating on recovered clocks and
non-phase-shifted clocks, data incoming to receiver 28
appears to be jittering, providing extra stress and thus, test
margin on the clock recovery system.

As shown in FIG. 6, incoming clock signal 80A 1s
received by jitter control system 40 and 1s varied to yield
clock signal 80B, which 1s then passed to logic counters 42
and 46 and pulse width counter 44. Specifically, as incoming
clock signal 80A 1s received, it will be passed straight to
multiplexor 110, as well as to delay timers 114 and 116 1n the
manner shown. By passing mcoming clock signal 80A
straight to multiplexor 110, an early clock signal 120 1s
created. That 1s, no delay has been imparted into the clock
signal. Conversely, each delay timer 114 and 116 delays
incoming clock signal 80A by 0.25 ns. Thus, by passing the
clock signal 80A to delay timer 114, and then from delay
timer 114 to multiplexor 110, a nominal clock signal 122 1s
created that lags early clock signal 120 (and mncoming clock
signal 80A) by 0.25 ns. Similarly, by passing incoming clock
signal 80A through both delay timers 114 and 116 and then
to multiplexor 110, the resulting late clock signal 124 lags
clock signals 80A and 120 by 0.5 ns.

FIGS. 7TA-D depict the relative relationships between the
different type of clock signals described herein.

As shown, FIGS. 7A and 7B depict input clock signal 80A
and early clock signal 120, respectively. Since, input clock
signal 80A was routed directly to multiplexor 110 to vield
the early clock signal 120, the wavelorms are identical.
Conversely, since nominal clock signal 122 was delayed by
delay timer 114 before being passed to multiplexor 110,
nominal clock signal 122 lags both input lock signal 80A and

carly clock signal 120. Similarly, because late clock signal
124 was delayed by both delay timers 114 and 116, late clock

signal 124 lags all other clock signals 80A, 120 and 122. By
varying the offset of the clock signal 1n this manner shown,
ntter 1s created. It should be understood that a different
quantity of delay timers could be implemented depending on
the degree of oflset desired. Moreover, each delay timer 114
and 116 could cause a delay other than the 0.25 ns shown.

10

15

20

25

30

35

40

45

50

55

60

65

8

The type of clock signal (e.g., early, nominal or late) that
1s passed to transmit BIST 20 as clock signal 80B will
depend upon a signal received by multiplexor 110 from shait
register 118. Specifically, a combination of “0’s” and “1°s”™
as received from shift register 118 will determine which of
the three signals multiplexor 110 will transmit with “0,0”
being early clock signal 120, “1,0” being nominal clock
signal 122, and “0,1” being late clock signal 124. To this
extent, shift register 118 can be preprogrammed so that the
clock signals are varied 1n a particular order. For example,
il clock signal 80B 1s to have three stages (e.g., early clock
signal 120, then late clock signal 122, and then nominal
clock signal 124), shiit register 118 would control multi-
plexor 110 with the following signal: (1,0)-(0,1)-(0,0).

Controller 112 provides control of multiplexor 110 as well
as updating of shift register 118. In the case of the former,
controller 112 ensures that transitions between clock signals
(e.g., early to late) will not occur during a rising or falling
edge (e.g., 142 1 FIG. 7E) of another clock signal type. For
example, as shown 1n FIG. 7E, transition points 140 indicate
when a control signal transition can occur. Such transition
points 140 never occur during a rising or falling edge (e.g.,
142 of FIG. 7F) of any type of clock signal. Specifically,
transition points 140 lag all clock signals 80A, 120, 122 and
124. This guarantees that all multiplexor inputs will be the
same so that no glitch occurs when the type of clock signal
1s changed. With respect to the updating of shift register 118,
controller 112 allows updating of the mnput (e.g., “0’s” and
“1’s”) to multiplexor 110. This will determine whether the
next rising edge of the clock signal wavetform 1s early,
nominal or late and effectively mimics movement in time of
outgoing data. That 1s, the 1llusion of separation of clocking
domains between transmitter 22 and receiver 28 1s created.

Referring now to FIG. 7F an example clock signal 80B
under the present invention 1s depicted. As shown, clock
signal 80B has four stages and three transitions Specifically,
clock signal 80B 1s first early clock signal 120, then tran-
sitions to late clock signal 124, then transitions to nominal
clock signal 122, and finally transitions to late clock signal
124. This variation of clock signal offset (1.e., jitter) provides
improved testing as described above.

Referring back to FIGS. 1 and 2, the remaining portions
of BIST device 38 will be described. In a preferred embodi-
ment, logic counters 42 and 46 (as well as pulse width
counter 44) recerve clock signal 80B. Logic counters 42 and
46 are programmed to generate a network data signal 50
(1.e., a BIST si1gnal) comprising a series of logic level “1°s”
and “0’s” at the desired test frequency and duty cycle for
input to the protocol generator and/or transmitter 22. Net-
work data signal 50 can have pulse width and jitter charac-
teristics as provided by jitter control system 40 and pulse
width counter 44. It should be understood that use of the two
independent programmable counter systems 42 and 46 and
control logic circuitry 48 enables generation of a network
data signal 50 that has reference clock signal 80B embedded
therein. This signal 50 may be used for testing receiver 28
sensitivities such as long periods of mnactivity which may
test PLL, DC restore, or peak detect circuits, or high levels
of activity which may test circuit response. In addition, 1f
pulse width and/or clock signal offset has been varied as
described above, more complex testing such as clock recov-
ery capabilities can be tested. If scrambling 1s generally
implemented 1n protocol generation, transmitter BIST 20
also operates to disable the scrambling and allow for the
unscrambled data to be sent on the line.

For the receiver BIST 14, equalization and gain setting
circuitry 60 1s provided for generating signals 61 represent-
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ing equalization and gain settings for mnput to receiver 28
and which are used to eliminate the convergence time for
variable gain adaptation, thereby reducing the eflective
clock recovery PLL lock time during test. Particularly,
receiver BIST 14 uses reference clock signal 80A (1.e., or
some non-shifting form of system clock 80A) along with the
received serial bitstream 76 from the recerver 28, a recov-
ered clock signal 78, and PLL lock signal 79 from the
receiver 28 to analyze receiver 28 function.

As shown i1n FIG. 1, a bi-directional bus 29 between
receiver 28 and recerver BIST 14 includes signal lines
ecnabling BIST receipt of serial bitstream 76, PLL lock
indicator 79, and recovered clock signal 78, and further
enabling communication of receiver equalization/gain set-
tings to receiver 28 and transfer control gate signal to
transfer gate 26. In operation, PLL lock signal 79 1s input
from recerver 28 indicating that the received clock signal has
been locked. At the receipt of PLL locked signal 79, latch
circuit 68 1s set to enable four counter-monitoring systems
within BIST 38. The first of these counter/monitoring sys-
tems 15 a relerence counter system 62 including an enable
circuit 64 A and counter circuit 64B that is reset prior to BIST
38 start, and begins counting reference clock cycles 80A
when the clock recovery system locks. This counter system
62 provides a sampling window of known value and 1s
programmable so as to provide window tailoring. Particu-
larly, the counter output of the reference counter 64B 1s input
to a counter enable logic circuit 66, which generates an
enable signal 67 for enabling counter/monitoring operation
of the counter/monitoring systems for the predetermined
window of time. The second counter/monitoring system
comprises a PLL lock monitor circuit 70 responsive to the
enable 67 signal for monitoring the PLL lock signal 79 and
ensuring that once locked, the PLL does not unlock during
the duration of the test as defined by the reference counter
system 62. The PLL lock momnitor circuit 1s also capable of
providing readout in cases where the PLL did not lock
initially. The third counter/monitoring system comprises a
recovered data counter circuit 72 enabling frequency mea-
surement of the recovered data signal 76 as data 1s trans-
mitted as a periodic signal. The recovered data counter
circuit 72 particularly provides a transition count during the
defined reference counter window. The fourth counter/moni-
toring system comprises a recovered clock counter circuit 74
for measuring the number of transitions of the recovered
clock signal 78 during the reference counter window. As
indicated above, data signal and clock signal can have varied
pulse width and/or oflset variation, respectively, under the
present invention. These features test among other things,
transceiver’s 10 capability for recovering the clock signal
S80A.

As shown in FIG. 1, when BIST device 38 1s initially
started, a periodic network data signal 1s broadcast from
transmitter 22 1n conjunction with external passive devices
24 as connected by transmitter output 235, for receipt by
receiver 28. The voltage developed at output 25 appears
across the connection between transfer gate 26 and trans-
mitter 22, which 1s a second branch off output 25. The
voltage wavelorm 1s gated by transfer gate 26 and allowed
to propagate to receiver 28 via connection 31 between
transier gate 26 and receiver 28. It should be understood that
lines 31 and 33 converge inside receiver 28, however, line
31, the functional put, 1s leit unconnected in test mode.
Once the data 1s received and successiully locked, the four
counter systems 62, 70, 72 and 78 are enabled. The second,
third, and fourth system counter transitions on key receiver
outputs while the reference counter 1s less than the pro-
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grammed maximum value and disregards transitions outside
this time window. The reference clock 80B of transceiver 10
and BIST device 38 run long enough to allow the specified
lock time for the PLL, measurement time as defined by the
reference window, and a time bufler; but 1t should be
understood that the actual number of cycles 1s not critical as
long as the window 1s sufliciently large so as to mimimize the
uncertainty caused by the exclusion of the least significant
bit(s) 1n the result comparison. Once the number of func-
tional cycles 1s completed, transceiver 10 may be returned to
LSSD mode, and the contents of BIST device 38 may be
scanned and checked. The contents of the reference counter
64B may be used to ensure that the time period between PLL
lock and test termination was suilicient to complete the
window, and also verifies the upper bound of the lock time
for the PLL since only a predetermined number of reference
clock cycles are allotted to occur in the test. The lock
monitor contents verily that the PLL mitially locked, and
that 1t did not unlock during the reference window. The
recovered data counter 72 may be checked to ensure that the
proper number of transitions, as calculated by the data
frequency rate and the reference window width minus some
least significant bit uncertainty due to the asynchronous
nature of the reference clock to recovered data, was found.
The recovered clock counter 74 may be checked to ensure
that a proper number of recovered clock pulses as calculated
by the expected mean frequency of the recovered clock and
reference window minus some LSB uncertainty for the
asynchronous nature of the clocks, was found. As the system
1s self timing, no external data collection and post processing
1s required 1n the system. Additionally, the system provides
a level of AC performance testing of the driver not previ-
ously accomplished via on-chip test assists.

In order to eliminate the need for cable-induced signal
attenuation, a test-specific transmitter 22 1s provided as
shown 1 FIG. 1 that 1s capable of transmitting data 1n a
format 1dentical to the functional transmaitter, but with lower
peak-to-peak signal swings to approximate the attenuation
of a specified length of cable. Particularly, the following
additional circuitry 1s present 1n the transmitter BIST 20 of
FIG. 2: a programmable signal strength control circuit 52
providing control signals 58 for controlling transmit driver
circuits ol transmitter 22 to provide output transmitter
signals of varying strengths; and, a programmable slurring
control circuit 54 providing control signals 56 for control-
ling transmitter drivers capable of distorting the analog
transmitter signal output, as will be herein described. Each
of these circuits and the additional provision of equalization/
gain setting control enables full multiple signal strength
corners testing without external cabling or relays. The
test-specific driver (not shown) may be implemented using,
a subset of fingers of the functional driver, or may comprise
one or more separate drivers 1n order to provide additional
test corner granularity. If multiple protocols are supported
within the driver, multiple protocol test-specific drivers may
also be implemented.

Referring now to FIG. 8 a computer system 200/program
product 214 implementation of the present invention 1s
shown. As depicted, computer system 200 generally com-
prises a central processing unit (CPU) 202, memory 204,
input/output (I/0) mterfaces 206, external devices/resources
208, database 210, and bus 212. Memory 204 may comprise
any known type of data storage and/or transmission media,
including magnetic media, optical media, random access
memory (RAM), read-only memory (ROM), a data cache, a
data object, etc. Moreover, memory 204 may reside at a
single physical location, comprising one or more types of
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data storage, or be distributed across a plurality of physical
systems 1n various forms. CPU 202 may likewise comprise
a single processing unit, or be distributed across one or more
processing units 1n one or more locations, e.g., on a client
and server.

I/O 1terfaces 206 may comprise any system for exchang-
ing information from an external source. External devices
208 may comprise any known type of external device,
including speakers, a CRT, LED screen, hand-held device,
keyboard, mouse, voice recognition system, speech output
system, printer, monitor, facsimile, pager, etc. It should be
understood that the embodiment of computer system 10
shown 1 FIG. 8 1s typically representative of a personal
computer or the like, and 1s shown for clarity purposes only.
Bus 212 provides a communication link between each of the
components 1n the computer system 200 and likewise may
comprise any known type of transmission link, mcluding
clectrical, optical, wireless, etc. In addition, although not
shown, additional components, such as cache memory, com-
munication systems, system software, etc., may be mcorpo-
rated into computer system 200.

Database 210 could provides storage for information
necessary to carry out the present invention. Such informa-
tion could include, inter alia, shift register 118 programming,
information. Database 210 may include one or more storage
devices, such as a magnetic disk drive or an optical disk
drive. In another embodiment database 210 includes data
distributed across, for example, a local area network (LAN),
wide area network (WAN) or a storage area network (SAN)
(not shown). Database 210 may also be configured 1n such
a way that one of ordinary skill 1n the art may interpret 1t to
include one or more storage devices. Moreover, 1t should be
understood that database 210 could alternatively exist within
computer system 10.

Stored 1n memory 204 1s BIST system 214. BIST system
214 1s a program product having program code for carrying
out the present invention as describe above. Specifically,
BIST system 214 should have program code for, among
other things: (1) generating a network data signal and a
control signal; (2) generating a reference clock signal; (3)
varying a pulse density/width of the network data signal; (4)
varying an oflset of the reference clock signal; (5) passing
the generated network data signal and control signal to a
transmitter; (6) generating an output signal based upon the
network data signal and the control signal, and passing the
output signal to a receiver; (7) reconstructing the network
data signal; and (8) detecting erroneous performance based
upon the reconstructed network data signal.

It 1s understood that the present invention can be realized
in hardware, software, or a combination of hardware and
soltware. Moreover, computer system 200 according to the
present invention can be realized 1n a centralized fashion in
a single computerized system, or in a distributed fashion
where diflerent elements are spread across several 1ntercon-
nected systems. Any kind of computer system(s)—or other
apparatus adapted for carrying out the methods described
herein—is suited. A typical combination of hardware and
soltware could be a general purpose computer system with
a computer program that, when loaded and executed, con-
trols computer system 200 such that it carries out the
methods described herein. Alternatively, a specific use com-
puter, containing specialized hardware for carrying out one
or more of the functional tasks of the invention could be
utilized. The present invention can also be embedded in a
computer program product, which comprises all the features
enabling the implementation of the methods described
herein, and which—when loaded 1n a computer system—1s
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able to carry out these methods. Computer program, sofit-
ware program, program, or software, in the present context
mean any expression, in any language, code or notation, of
a set of mnstructions intended to cause a system having an
information processing capability to perform a particular
function either directly or after either or both of the follow-
ing: (a) conversion to another language, code or notation;
and/or (b) reproduction 1n a different material form.

The foregoing description of the invention has been
presented for purposes of illustration and description. It 1s
not intended to be exhaustive or to limit the mnvention to the
precise form disclosed, and obviously, many modifications
and variations are possible. Such modifications and varia-
tions that may be apparent to a person skilled 1n the art are
intended to be included within the scope of this invention as
defined by the accompanying claims.

What 1s claimed 1s:

1. A transcerver for recerving and transmitting data over
a network, comprising:

a transmitter for receiving a network data signal repre-

sentative of a signal capable of being transmitted over
a network and a control signal for impairing charac-
teristics of the network data signal, and for continu-
ously generating an output signal corresponding to the
data signal and the control signal during a predeter-
mined time window:

a receiver for continuously receiving the output signal
from the transmitter, and for reconstructing the network
data signal within the predetermined time window; and

a built-in-seli-test (BIST) device for generating the net-
work data signal and the control signal, and for pro-
viding a reference clock signal with a varied oflset for
jitter testing the transceiver, wherein the BIST device
detects erroneous performance by the transceiver based
on the reconstructed network data signal;

wherein the BIST device includes a jitter control system
comprising:

a multiplexor for outputting the reference clock signal;

at least one delay timer for delaying an input clock signal;

a shift register for controlling the multiplexor; and

a controller for controlling the multiplexor and updating
the shift register.

2. The transceiver of claam 1, wherein the control signal
includes signals for impairing a phase and an amplitude of
the network data signal.

3. The transceiver of claim 1, wherein the jitter control
system varies an oflset of the reference clock signal.

4. The transceiver of claim 1, wherein the BIST device
turther comprises a pulse width counter for varying a pulse
width of the network data signal.

5. The transcerver of claim 4, wherein the pulse width
counter tests a clock recovery capability of the recerver.

6. A transcerver for recerving and transmitting data over
a network, comprising:

a transmitter for receiving a network data signal repre-

sentative of a signal capable of being transmitted over
a network and a control signal for impairing charac-
teristics of the network data signal, and for continu-
ously generating an output signal corresponding to the
data signal and the control signal during a predeter-
mined time window;

a receiver for continuously receiving the output signal
from the transmitter, and for reconstructing the network
data signal within the predetermined time window; and

a built-in-seli-test (BIST) device for generating the net-
work data signal and the control signal, and for varying
a pulse width of the network data signal and for varying
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an oflset of a reference clock signal embedded within
the network data signal, wherein the BIST device
comprises means for detecting erroneous performance
by the transceiver based on the reconstructed network
data signal and the BIST device includes a jitter control
system comprising:

a multiplexor for outputting the reference clock signal;

at least one delay timer for delaying an input clock signal;

a shift register for controlling the multiplexor; and

a controller for controlling the multiplexor and updating
the shift register.

7. The transceiver of claim 6, wherein the control signal
includes signals for impairing a phase and an amplitude of
the network data signal.

8. The transceiver of claim 6, wherein the BIST device
comprises means for programming the network data signals.

9. The transceiver of claim 6, wherein the transmitter and
the recerver are provided on a single integrated circuit, the
transceiver further comprising a transier gate for selectively
coupling the output signal from the transmitter to the
receiver within the integrated circuit.

10. The transceiver of claim 6, wherein the network data
signal includes an embedded reference clock signal, and
wherein the BIST device comprises means for locking onto
the embedded reference clock signal.

11. The transceiver of claim 10, wherein the means for
detecting erroneous performance by the transceiver com-
prises a counter device for counting edge transitions of the
reference clock signal for establishing a time window for
reconstructing the network data signal data recovered from
the output signal.

12. The transceiver of claim 11, wherein the means for
detecting erroneous performance by the transceiver further
comprises a counter device for counting edge transitions of
the network data signal within the established time window.

13. A method for testing performance of a transceiver for
receiving and transmitting data over a network, comprising,
the steps of:

generating a network data signal representative of signals
capable of being transmitted over a network, and gen-
erating a control signal for impairing characteristics of
the network data signal;

varying a pulse width of the network data signal;

varying an oflset of a reference clock signal embedded
within the network data signal;

a transmitter component of the transcerver device receiv-
ing the network data signal and the control signal and
generating an output signal corresponding to the net-
work data signal and having an impaired characteristic
according to the control signal, the output signal being
generated continuously during a predetermined time
window:

a recerver component of the transcerver device continu-
ously receiving the output signal from the transmitter
component and reconstructing the network data signal
within the predetermined time window; and

detecting erroneous performance by the transceiver based
on the reconstructed data signal;
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wherein the offset varying includes:
outputting a reference clock signal embedded within
the network data signal;
delaying an input clock signal; and
controlling the reference clock signal outputting.

14. The method of claim 13, wherein the step of recon-
structing the network data signal comprises counting edge
transitions of the embedded reference clock signal to estab-
lish the predetermined time window.

15. The method of claim 13, wherein the step of recon-
structing the network data signal comprises counting edge
transitions of the network data signal within the predeter-
mined time window.

16. A program product stored on a recordable medium for
testing a transceiver device, which when executed, com-
Prises:

program code for generating a network data signal rep-

resentative of data capable of being transmitted over a
network by a transceiver device and for generating a
control signal for impairing characteristics of the net-
work data signal;

program code for varying a pulse width of the network

data signal;
program code for varying an offset of a reference clock
signal embedded within the network data signal;

program code for enabling a transmitter component of the
transceiver device to receive said network data signal
and the control signal, and for generating an output
signal corresponding to the network data signal having
an 1mpaired characteristic according to the control
signal, wherein the output signal 1s generated continu-
ously during a predetermined time window;

program code for enabling a receiver component of the

transceiver device to continuously receive the output
signal from the transmitter component and for recon-
structing the network data signal within the predeter-
mined time window; and

program code for detecting erroneous performance by the

transceiver device based on the reconstructed network
data signal;

wherein the offset varying program code controls a jitter

control system comprising:

a multiplexor for outputting the reference clock signal;

at least one delay timer for delaying an input clock signal;

a shift register for controlling the multiplexor; and

a controller for controlling the multiplexor and updating

the shift register.

17. The program product of claim 16, wherein the pro-
gram code for reconstructing the network data signal com-
prises program code for counting edge transitions of the
embedded reference clock signal to establish the predeter-
mined time window.

18. The program product of claim 16, the program code
for reconstructing the network data signal comprises pro-
gram code for counting edge transitions of the network data
signal within the predetermined time window.
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