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(57) ABSTRACT

A method for copying data over a network operating in
accordance with a protocol, such as the ESCON protocol,
that supports a given logical address range includes estab-
lishing a logical path over the network from a primary
storage system to a secondary storage system using path
logical addresses within the given logical address range. A
virtual path 1s created over the logical path to carry the data
from a source storage device 1n a first logical subsystem of
the primary storage system to a target storage device 1n a
second logical subsystem of the secondary storage system,
wherein the first and second logical subsystems have respec-
tive first and second subsystem logical addresses which are
outside the given logical address range. The virtual path 1s
used 1 a peer-to-peer remote copy (PPRC) operation to
copy the data from the source storage device to the target
storage device.

30 Claims, 3 Drawing Sheets
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DATA COMMUNICATION WITH A
PROTOCOL THAT SUPPORITS A GIVEN
LOGICAL ADDRESS RANGE

FIELD OF THE INVENTION

The present invention relates generally to data storage

systems, and specifically to storage systems that support
multiple types of storage devices, operating according to
different standards and protocols.

BACKGROUND OF THE INVENTION

Large-scale computer storage systems typically comprise
multiple arrays of storage devices. An example of such as
system 1s the IBM Enterprise Storage Server (ESS), sold by
IBM Corporation of Armonk, N.Y. The ESS 1s described by
Kulzer et al., in a publication entitled IBM Enterprise
Storage Server (IBM International Technical Support Orga-
nization, San Jose, Calif., 1999), which 1s incorporated
herein by reference. It comprises a control unit (CU),
typically made up of a cluster of microprocessors, having a
cache memory and non-volatile storage. The controller
supports one or more logical subsystems (LSS), each of
which comprises an array of storage volumes, typically
made up of magnetic disks.

The Enterprise System Connection (ESCONT™™) standard
was defined by IBM to enable reliable, high-speed serial
data transier over long distances between host processors
and storage systems. ESCON 1s described in IBM publica-
tion SA22-7202-02, entitled Enterprise Systems Architec-
ture/390: ESCON 1I/0 Interface (IBM Corporation, Armonk,
N.Y., 1992), which 1s incorporated herein by reference.
ESCON specifies two levels of protocols: the link level and
the device level. The link level describes the physical
characteristics of a channel path (between a host and storage
subsystem), along with the associated protocols required for
the transmission and reception of frames over the path. The
device level relates primarily to the protocols associated
with the execution of an mput/output (I/O) operation for a
specific I/O device.

ESCON link-level addressing provides an eight-bit link
address for each storage system CU, with a four-bit logical
address extension 1dentitying a “control unit image” (CUI,
which 1s used as a synonymous for LLSS). The combination
of the link address and logical extension i1s referred to as a
logical address. Since the logical address extension 1s four
bits long, up to 16 LSSs are supported, at logical addresses
0 through 13, 1n each CU 1n the ESCON network. Each data
frame transmitted over an ESCON link has a link header that
specifies the link address and logical address of the source
and destination of the frame.

Following the header, each link frame contains an infor-
mation field. When the link frame 1s a device frame (1.e., a
link frame relating to a specific device 1/O operation), the
information field contains a device header and a device
information block. The device header includes, inter alia, an
eight-bit device address, meaning that up to 256 storage
devices can be attached to a given LSS. The information
field can carry commands, data, control information and
status. The commands are normally specified by a chain of
Channel Command Words (CCWs) provided by the I/O
program being executed 1n “count, key, data” (CKD) format.
CKD 1s the disk architecture used 1n IBM 5/390 systems and
allows data records to be of variable size (count) A command
to write to a given target storage volume 1s followed by a
sequence of one or more data frames containing the data to
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be written. Typically, the system to which the data were
written returns a status frame describing the results of the

completion of the I/O operation (success or failure).

To write data to a target storage volume, the channel
subsystem of the host (i.e., the host I/O interface) selects the
physical and logical link addresses of the corresponding LSS
and the device address of the volume and submits a chain of
one or more CCWs. An ESCON channel path, called a
logical path, 1s set up between the channel subsystem and the
addressed LSS. To write data to a target storage volume, the
channel subsystem of the host (i.e., the host I/O 1nterface)
selects an available logical path that connects 1t to the target
LSS and sends the chain of CCWs to the desired target
volume, indicated by the device address. Thus, selection of
the logical path determines the source and target LSSs, while
the device address determines to which device in the target
LSS the I/O will be directed. The logical path may be used
exclusively for data transfer between the host and the
specified storage device until the chain 1s completed. This
type of channel use 1s referred to as “selector” mode, as
opposed to “multiplexer” mode, which enables sharing of
the link by several chains, each using a different logical path
established over the link. At the completion of the chain, the
storage device returns an “ending status™ indication, and the
channel path is released.

Data backup i1s a standard part of all large-scale computer
data storage systems (and most small systems, as well). Data
written to a primary storage medium, such as a volume on
a local storage subsystem, are copied to a backup medium,
typically another volume on a remote storage subsystem,
which can then be used for recovery 1n case a disaster causes
the data on the primary medium to be lost. Kulzer et al
describe a number of diflerent copy service functions of the
ESS that can be used for this purpose. Among these func-
tions 1s peer-to-peer remote copy (PPRC), 1n which a mirror
copy ol a source volume on a primary storage subsystem 1s
created on a secondary storage subsystem. PPRC 1s 1mple-
mented using a direct ESCON link between the primary and
secondary subsystems, both residing 1n respective CUs (as
opposed to the host-to-CU type of ESCON link described
previously). When an application on a host processor writes
to a PPRC volume on the primary subsystem, the corre-
sponding data updates are entered into cache memory and
non-volatile storage at the primary subsystem. The CU of
the primary subsystem then sends the updates over the link
to the secondary subsystem, using the data link and device
level protocols described above. When the secondary sub-
system has placed the data in its own cache and non-volatile
storage, 1t acknowledges receipt of the data, and the primary
subsystem then signals the application that the write opera-
tion 1s complete.

Most disks and disk systems sold today do not support the
CKD format specified by ESCON, but rather comply with
the Small Computer System Interface (SCSI) standard. SCSI
devices are addressed using “Write Fixed Block Data”
commands (WFBD, which 1s a standard CCW). These
commands are similar 1n form to CKD commands (known as
PFX CCWs or Prefix CCWs), but not, 1dentical. The SCSI
command set 1s described 1n standard X3.131:1994 of the
American National Standards Institute (ANSI—Washing-
ton, D.C.), which 1s incorporated herein by reference.
Among other differences, data can be written to SCSI
devices only 1n blocks of fixed size, rather than in variable-
s1ze records as supported by CKD. Current-generation stor-
age systems, such as the above-mentioned IBM ESS, allow
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both CKD and SCSI devices to be connected to and con-
trolled by the same CU. In order to comply with the ESCON
link-level and device-level protocols, as described above,
LSS0 through LSS15 must contain only CKD devices.
Higher LSS addresses (LLSS16 and up) can be used for SCSI

devices. Because ESCON provides only a four-bit logical
address, however, there 1s no straightforward way of
addressing any LSS above LSS15 over an ESCON link
while maintaiming full compliance with the ESCON proto-
cols. This limitation interferes with the possibility of carry-
ing out PPRC operations between SCSI disks over ESCON
links.

The Symmetrix Remote Data Facility (SRDEF™), pro-
duced by EMC Corporation (Hopkinton, Mass.), oflers
PPRC-type data copying facilities. SRDF supports SCSI
devices over ESCON links by using a proprietary device-
level protocol. As a result, SRDF 1s not fully ESCON-
compliant and therefore cannot be interfaced transparently
to existing ESCON-based systems and software.

SUMMARY OF THE

INVENTION

Preferred embodiments of the present invention provide
storage systems and methods that enable fixed-block storage
devices to be addressed over ESCON links while maintain-
ing full compatibility with ESCON protocols. These
embodiments are useful particularly in facilitating PPRC
operations between fixed-block storage volumes, as well as
between CKD volumes.

In some pretferred embodiments of the present invention,

a primary and a secondary storage system each comprise
multiple LSSs, to which both CKD and fixed-block storage

devices are attached. Preferably, LSS0 through LSS1S are
used for CKD devices, 1n accordance with ESCON proto-
cols, while L.SS16 and above can be used for either CKD or
fixed-block devices. One of the logical addresses used on
ESCON paths between the primary and secondary storage
systems, preferably logical address 0000 (corresponding to
L.SS0) 1s assigned for use in addressing .SS16 and above.

When a PPRC operation 1s to take place between devices
on LSS16 and above, the control unit of the primary storage
system maps the ESCON communications mvolved to the
assigned logical address. This mapping creates a virtual
channel path for the PPRC operation over the logical chan-
nel path from LSS0 of the primary system to LSS0 of the
secondary system. The control unit encodes the actual LSS
and device address of the target device as part of the data
carried by the ESCON data frames that it sends to the
secondary system. Preferably, the actual LSS and device
address are embedded 1n the parameter list of the PFX or
WEFBD CCW, 1n the first part of the data sent with the CCW.
All frames comply with the ESCON protocol, in that their
headers contain a valid logical address (0000) and device
address. When the frames reach the secondary storage
system, however, the control unit of that system 1gnores the
header addresses and instead directs the PPRC operation to
the actual LSS and device address embedded in the param-
cter list. In this manner, multiple virtual channel paths,
suitable for carrying out PPRC operations between either
fixed block or CKD devices, can be created over a single
logical channel path between the primary and secondary

storage systems, while maintaining full compliance with
ESCON protocols.

There 1s therefore provided, 1in accordance with a pre-
terred embodiment of the present invention, a method for
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4

copying data over a network operating 1n accordance with a
protocol that supports a given logical address range, the
method including:

establishing a logical path over the network from a
primary storage system to a secondary storage system using,
path logical addresses within the given logical address
range;

creating a virtual path over the logical path to carry the
data from a source storage device 1n a first logical subsystem
of the primary storage system to a target storage device 1n a
second logical subsystem of the secondary storage system,
the first and second logical subsystems having respective
first and second subsystem logical addresses which are
outside the given logical address range;

imitiating a peer-to-peer remote copy (PPRC) operation to
copy the data from the source storage device to the target
storage device by sending a command frame over the logical
path from the primary storage system to the secondary
storage system, followed by a first data frame 1dentifying the
virtual path from the source storage device to the target
storage device, such that both the command and data frames
are arranged to comply with the protocol; and

sending one or more further data frames over the logical
path following the first data frame, the further data frames
complying with the protocol and containing the data to be
copied 1n the PPRC operation.

Preferably, creating the virtual path includes creating a
plurality of virtual paths to carry the data between respective
source and target storage devices, and establishing the
logical path includes designating one of the path logical
addresses to carry the plurality of the virtual paths.

Further preferably, the method includes establishing a
turther logical path over the network to carry the data in a
turther PPRC operation between further source and desti-
nation storage devices 1n third and fourth logical subsystems
of the primary and secondary storage systems, respectively,
both the third and fourth logical subsystems having respec-
tive third and fourth subsystem logical addresses within the
given logical address range, and conveying the data between
the further source and destination storage devices over the
turther logical path 1n accordance with the protocol. Most
preferably, the source and destination storage devices in the
first and second logical subsystems include fixed-block
storage devices, while the further source and destination
storage devices 1n the third and fourth logical subsystems
include devices of a type that stores records of variable size.

Additionally or alternatively, 1n accordance with the pro-
tocol, the command frame includes a device header contain-
ing an address of the target storage device, and the method
includes, when the frames arrive at the secondary storage
system on the designated one of the path logical addresses,
ignoring the device header of the command frame so as to
read the second subsystem logical address and the address of
the target storage device from the first data frame.

In a preferred embodiment, mitiating the PPRC operation
includes creating a chain of one or more channel command
words (CCWs), and reserving the logical path exclusively
tor the virtual path for the duration of the chain, whereby all
of the frames associated with the chain are directed to the
target storage device. Preferably, the method includes, upon
completion of the chain, sending an ending status frame in
accordance with the protocol from the secondary storage
system to the primary storage system to indicate successiul
completion of the CCWs, and releasing the reserved logical
path responsive to the ending status frame.

Preferably, mitiating the PPRC operation includes insert-
ing a command parameter list in a data block of the first data



Us 7,143,176 B2

S

frame, wherein the list identifies the second logical sub-
system and the target storage device. In a preferred embodi-
ment, the command parameter list may belong to a Write
Fixed Block Data (WFBD) command 1n accordance with a
Small Computer System Interface (SCSI) standard or to a
count key data (CKD) Prefix.

There 1s also provided, in accordance with a preferred
embodiment of the present invention, a method for copying
data over a network operating in accordance with a protocol
that supports storage devices of a first type that store records
of variable size, the method including:

establishing a logical path over the network to carry the
data from a source storage device in a primary storage
system to a target storage device 1n a secondary storage
system, both the source and target storage devices being of
a second type that store records only of fixed-block size;

initiating a peer-to-peer remote copy (PPRC) operation to
copy the data from the source storage device to the target
storage device by sending a command frame over the logical
path from the primary storage system to the secondary
storage system, followed by a first data frame 1dentifying the
target storage device, such that both the command and data
frames are 1n a form compliant with the protocol for the first
type of storage devices that store records of variable size;
and

sending one or more further data frames over the logical
path following the first data frame, the further data frames
complying with the protocol and containing the data to be
copied 1n the PPRC operation.

In a preferred embodiment, the first type of storage
devices includes a count key data (CKD) type, while the
second type of storage devices includes a Small Computer
System Interface (SCSI) type.

Preferably, the method includes establishing a further
logical path over the network to carry the data in a further
PPRC operation between further source and destination
storage devices of the first type 1n the primary and secondary
storage systems, respectively, and conveying the data
between the further source and destination storage devices
over the further logical path 1n accordance with the protocol.

There 1s additionally provided, in accordance with a
preferred embodiment of the present invention, a data stor-
age system, 1ncluding;:

one or more logical subsystems, including at least a first
logical subsystem having a first subsystem logical address,
cach of the logical subsystems including one or more storage
devices arranged to store data; and

a control unit, coupled to the logical subsystems and to a
network operating 1n accordance with a protocol that sup-
ports a given logical address range, the control unit being,
arranged to establish a logical path over the network to a
secondary storage  system using path logical addresses
within the given logical address range, and to create a virtual
path over the logical path to carry the data from a source
storage device among the one or more storage devices in the
first logical subsystem to a target storage device 1n a second
logical subsystem of the secondary storage system having a
second subsystem logical address, wherein the first and
second subsystem logical addresses are outside the given
logical address range,

wherein the control unit 1s further arranged to initiate a
peer-to-peer remote copy (PPRC) operation to copy the data
from the source storage device to the target storage device
by sending a command frame over the logical path to the
secondary storage system, followed by a first data frame
identifying the target storage device, such that both the
command and data frames are arranged to comply with the
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protocol, and to send one or more further data frames over
the logical path following the first data frame, the further
data frames complying with the protocol and containing the
data to be copied 1n the PPRC operation.

There 1s further provided, 1n accordance with a preferred
embodiment of the present invention, a data storage system,
including:

a plurality of storage devices arranged to store data, the
devices including one or more devices of a first type that
store records of variable size and one or more devices of a
second type that store records only of a fixed-block size; and

a control unit, coupled to the storage devices and to a
network operating in accordance with a protocol that sup-
ports the storage devices of the first type, the control unit
being arranged to establish a logical path over the network
to carry the data from a source storage devices among the
storage devices of the second type to a target storage device
of the second type in a secondary storage system, and to
initiate a peer-to-peer remote copy (PPRC) operation to
copy the data from the source storage device to the target
storage device by sending a command frame over the logical
path to the secondary storage system, followed by a first data
frame 1dentitying the target storage device, such that both
the command and data frames are in a form compliant with
the protocol, and to send one or more further data frames
over the logical path following the first data frame, the
further data frames complying with the protocol and con-
taining the data to be copied 1n the PPRC operation.

There 1s moreover provided, in accordance with a pre-
ferred embodiment of the present immvention, a computer
soltware product for use 1 a data storage system that 1s
coupled to a network operating in accordance with a proto-
col that supports a given logical address range, the data
storage system including one or more logical subsystems,
which include at least a first logical subsystem having a first
subsystem logical address, each of the logical subsystems
including one or more storage devices arranged to store data,
the product including a computer-readable medium 1n which
program 1nstructions are stored, which instructions, when
read by a computerized control unit of the data storage
system, cause the control unit to establish a logical path over
the network to a secondary storage system using path logical
addresses within the given logical address range, and to
create a virtual path over the logical path to carry the data
from a source storage device among the one or more storage
devices 1n the first logical subsystem to a target storage
device 1n a second logical subsystem of the secondary
storage system having a second subsystem logical addresses,
wherein the first and second subsystem logical addresses are
outside the given logical address range, and

wherein the istructions further cause the control unit to
initiate a peer-to-peer remote copy (PPRC) operation to
copy the data from the source storage device to the target
storage device by sending a command frame over the logical
path to the secondary storage system, followed by a first data
frame 1dentifying the target storage device, such that both
the command and data frames are arranged to comply with
the protocol, and to send one or more further data frames
over the logical path following the first data frame, the
further data frames complying with the protocol and con-
taining the data to be copied 1n the PPRC operation.

There 1s furthermore provided, in accordance with a
preferred embodiment of the present invention, a computer
software product for use 1 a data storage system that
includes a plurality of storage devices arranged to store data,
including one or more devices of a first type that store
records of variable size and one or more devices of a second
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type that store records only of a fixed-block size, wherein the
data storage system i1s coupled to a network operating 1n
accordance with a protocol that supports the storage devices
of the first type, the product including a computer-readable
medium 1 which program instructions are stored, which
instructions, when read by a computerized control unit of the
data storage system, cause the control unit to establish a
logical path over the network to carry the data from a source
storage devices among the storage devices of the second
type to a target storage device of the second type 1 a
secondary storage system, and to initiate a peer-to-peer
remote copy (PPRC) operation to copy the data from the
source storage device to the target storage device by sending
a command frame over the logical path to the secondary
storage system, followed by a first data frame 1dentifying the
target storage device, such that both the command and data
frames are 1 a form compliant with the protocol, and to send
one or more further data frames over the logical path
following the first data frame, the further data frames
complying with the protocol and containing the data to be
copied 1n the PPRC operation.

The present invention will be more fully understood from
the following detailed description of the preferred embodi-
ments thereol, taken together with the drawings 1n which:

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 1s a block diagram that schematically illustrates
data storage apparatus, in accordance with a preferred
embodiment of the present invention;

FIG. 2 1s a block diagram that schematically illustrates a
data frame transmitted over an ESCON link, 1n accordance
with a preferred embodiment of the present invention; and

FIG. 3 1s a flow chart that schematically illustrates a
method for carrving out a PPRC operation, in accordance
with a preferred embodiment of the present invention.

DETAILED DESCRIPTION OF PREFERRED
EMBODIMENTS

FIG. 1 1s a block diagram that schematically illustrates
apparatus 20 for data storage, in accordance with a preferred
embodiment of the present mvention. A host 22, typically a
general-purpose computer, writes data to be stored via an I/O
adapter, which 1s a part of a channel subsystem 24. The data
are conveyed via a storage network 26 to a primary storage
system 30. Network 26 comprises fiberoptic links and
switches (not shown), as are known 1n the art, operating 1n
accordance with the ESCON standard. System 30 comprises
a control unit (CU) 32, which controls a plurality of logical
subsystems (LSSs) 34, preferably up to 256 such sub-
systems. The CU typically comprises a central processing
unit or one or more clusters of computer processors, prei-
erably two such clusters. Fach of the LSSs comprises an
array of storage devices, comprising disks that are presented
to host 22 as CKD disks 36 or fixed-block disks 38 (which
are typically SCSI-compatible disks). In accordance with the
ESCON protocol, LSS0 through LSS15 must comprise
CKD disks. In the present embodiment, devices on LSS16
comprise fixed-block disks. Alternatively, CKD devices may
also be accommodated on LS516 and above, using the same
virtual path mapping as 1s described below for fixed-block
devices.

Data written to primary storage system 30 are backed up
on a secondary storage system 40. The secondary storage
system, like the primary system, comprises a control unit

(CU) 42 and a plurality of LSSs 44. CKD disks 36 and

10

15

20

25

30

35

40

45

50

55

60

65

8

fixed-block disks 38 are arrayed in the LSSs in the manner
described above with reference to the primary storage sys-
tem. .

The data backup i1s preferably made using a PPRC
service to copy all data written to designated disks 36 and 38
on primary system 30 over network 26 to secondary disks on
secondary system 40.

The commands, data and status responses associated with
the PPRC service are carried over the network 1n accordance
with the ESCON protocol. A virtual path, which 1s a clone
of the logical path, 1s created for each relation of a primary
LSS to a secondary LLSS. In the case of CKD LSSs, between
LSS0 and LSS15, a single virtual path 1s cloned to the
logical path. For fixed-block LSSs, all the virtual paths are
mapped to logical paths connecting primary LSS0 to sec-
ondary LSS0, so that many virtual paths are mapped onto a
single logical path. Since the logical path 1s used 1n “selec-
tor” mode, as described above, only one virtual path may be
used at any given instant, implying exclusive use of the
logical path to which 1t 1s mapped. The virtual path 1s
unmiquely associated with the source and target LSSs and the
target device for the PPRC operation. When secondary CU
42 recerves ESCON device frames, 1t always uses the logical
address (1.e., the secondary LSS and secondary device
number) embedded i the CCW parameter list. The virtual
path mechanism thus allows PPRC operations to take place
between both CKD and fixed-block devices on the primary
and secondary storage systems.

The operations of host 22 and of CUs 32 and 42, including,
particularly the PPRC functions described herein, are typi-
cally carried out by the respective processors under the
control of software. This software 1s may be downloaded to
the processors in electronic form, over a network, for
example, or 1t may alternatively be provided on tangible
media, such as CD-ROM.

FIG. 2 1s a block diagram that schematically 1llustrates the
structure of a device data frame 30, used 1n implementing a

preferred embodiment of the present mvention. In accor-
dance with the ESCON standard, frame 50 comprises a link

header 52, an information field 61 and a link trailer 66. The
link header 1s made up of a destination address 54, a source
address 56 and a link control field 58. Both the destination
and source addresses comprise a link address 60 and a
logical address 62. The link address 1s eight bits long and
typically 1dentifies primary storage system 30 as the source
of the link and secondary storage system 40 as the destina-
tion. (For return communications from the secondary stor-
age system, such as status frames indicating the completion
status of a PPRC operation, the source and destination
addresses are, of course, reversed.) The logical address 1s
four bits long and identifies the control unit images (CUI)
corresponding to the source LSS and the destination LSS of
the logical channel path.

Information field 61 comprises a device header 63 and a
device information block (DIB) 64. Normally, device header
63 comprises an eight-bit device address, indicating the
identity of the target device for the data operation, along
with certain flags, as specified in the ESCON standard.
These flags include information field identifier (IFI) flags,
indicating the type of this device frame (command, data,
status or control), and device header flags (DHF), used to
control the execution of I/O operations. CUs 32 and 42 are
normally configured to use the logical channel paths
between them 1n “selector mode,” meaning that once system
30 begins sending a chain of device frames to a target device
on system 40 over a given logical path, that path 1s directed
exclusively to the target device until the chain has been
completed or aborted.
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When the IFI flags 1dentily the device frame as a com-
mand frame, DIB 64 comprises a command, corresponding
to the CCW being executed by CU 32. The DIB also
includes certain command tlags, including a chain bit that
indicates whether the current CCW 1s the final one in a chain
or whether additional CCWs are to be chained to this one.
A count field 1n the DIB specifies a data count for the current
CCW. For PPRC operations between CKD disks 36 on LSS0
through LLSS15, a command frame of this sort 1s used to
initiate the data copying operation between the source and
target volumes, as 1s known 1n the art. The command frame
1s followed by data frames, whose DIB 64 contains the data
to be written to the target volume. Secondary CU 42 returns
an ending status frame for each CCW 1n the chain. The status
indicates whether the operation indicated by the CCW was
completed successtully or failed. A chain 1s considered
successiul 11 a good ending status 1s received for all of 1ts
CCWs.

When the PPRC operation takes place over a virtual path,
for LSS16 or above, primary CU 32 sets logical addresses 62
for both the source and destination LSS to zero. In this case,
the command frame 1s not capable of indicating the com-
plete virtual path and device address of the target device.
Theretfore, secondary CU 42 1gnores the contents of device
header 63 for both CKD and fixed block associations,
providing uniform handling for both cases. Instead, primary
CU 32 encodes the details of the secondary LSS and device
address 1n DIB 64 of the data frame that immediately
follows the command frame. In other words, CU 32 first
sends a command frame to CU 42 to indicate the CCW to be
executed, but specifies the secondary LSS and target device
address only 1n the data frame that follows. CU 42 watts to
rece1ve and decode this first data frame 1n order to determine
the actual target LSS and device to which the PPRC data are
to be copied.

Preferably, when the PPRC operation takes place between
SCSI-compliant fixed-block disks 38 on LSS16 and above,
DIB 64 of the first data frame 50 comprises a SCSI WFBD
68, as shown 1in FIG. 2. In accordance with the SCSI
standard, the WFBD comprises a command code 70, flags
72, parameters 74 and data 76. Primary CU 32 1nserts a LSS
address 78 and a device address 80, along with other
information 82, in the field assigned for parameters 74.
Secondary CU 42 reads the mformation from this field 1n
order to i1dentily the target LSS and device.

By the same token, when the PPRC operation takes place
between CKD disks 36 on LSS0 through LSS15, DIB 64 of

the first data frame comprises a CKD PFX (Prefix) com-
mand parameter list, which 1s similar 1n structure to that of
WEBD 68. The parameters listed 1in the CKD Prefix include
the logical volume (LSS and device address) to which the
current CCW 1s directed.

FIG. 3 1s a flow chart that schematically illustrates a
method for carrying out a PPRC operation between storage
systems 30 and 40, 1n accordance with a preferred embodi-
ment of the present invention. The method uses the frame
data structures described above with reference to FIG. 2. In
order to execute the PPRC operation, a logical channel path
1s established via network 26 between primary CU 32 and
secondary CU 42, at a path setup step 84. In order to
determine the logical path to be used, CU 32 checks the local
(source) LSS 34 and the remote (destination) LSS 44, at a
LSS checking step 86. As noted above, CKD devices 36 are
preferably on any LSS between LSS0 and LSS15, while
fixed-block devices 38 are on LSS16 and up. IT either the
local or remote LSS 1s LSS16 or above, CU 32 maps a
virtual path for the PPRC data copying operation, at a virtual
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path mapping step 88. As noted above, the virtual path uses
the logical channel path through LSS0, but 1s then mapped
by CUs 32 and 42 to the actual, designated LSSs.

After a valid CU association has been set up with opera-
tive paths, host 22 1ssues a command to establish a PPRC
pair between primary storage device 36 or 38 1n local LSS
34 and a corresponding secondary storage device 36 or 38 1n
remote LSS 44, at a pair establishment step 89. This com-
mand causes the primary CU to send a chain of CCWs,
telling the selected device 1n remote LSS 44 to assume its
assigned role as the secondary PPRC device.

After these steps are completed, host 22 can write data to
a device 36 or 38 on primary storage system 30 that is
designated as a PPRC volume, at a host writing step 90. The
write command from the host indicates the LSS 34 and the
device to which the data are to be written. CU 32 of the
primary storage system records the data to the designated
device, at a primary recording step 92. In response to the
write operation 1nitiated by the host, a PPRC service runming
on system 30 prepares a chain of CCWs needed to write the
data to secondary storage system 40. The CCWs 1dentily the
LSS 44 and device address to which the data are to be
copied.

CU 32 then begins sending a chain of device frames over
the logical channel path, from system 30 to system 40, at a
data copying step 94. As noted above, the first device frame
in the chain 1s an ESCON command frame, typically fol-
lowed by a series of data frames. When CU 42 receives the
command frame, 1t 1ignores the device header information 1n
this frame, and awaits the subsequent data frame to deter-
mine the target device for the PPRC operation. CUs 32 and
42 use the logical channel path in the above-mentioned
selector mode, meaning that for the duration of a chain on
any given virtual path, the logical channel path 1s used
exclusively for this virtual path. Thus, even though only the
first data frame 1dentifies the target LSS and the target device
to which the frames are directed, CU 42 passes all of the
subsequent frames 1n the chain to this same LSS and device.

Secondary CU 42 checks the data frames that 1t receives,
to determine when 1t has gotten the last frame associated
with the current CCW, at a completion step 96. When 1t has
received the last frame and copied the data to the appropriate
memory location 1 system 40, CU 42 returns an ending
status frame over the logical channel path to CU 32, at an
ending step 98. The status frame 1ndicates to CU 32 that the
PPRC write operation was completed successiully. At this
point, 11 the ending status was presented for the last CCW 1n
the chain (i.e., the chain bit 1n the command flags for the
CCW was zero) the logical channel path through LSS0 1s
released to be used by another requester, possibly on a
different virtual path.

When an exception occurs in secondary CU 42 or one of
the secondary devices 36 or 38, the secondary CU sends an
Attention status message to primary CU 32. The Attention
status message does not indicate where the device to which
it refers actually resides. Therefore, the message 1s prefer-
ably sent to both clusters of processors on the primary CU.
One of the clusters will recognize the virtual path on which
the Attention status message was received as a path that 1t
controls, by virtue of controlling the relevant primary LSS.
That cluster sends a Read Attention Message chain to the
secondary CU 1n order to get the details of the exception.

In the preferred embodiment described above, LSS0 1s
chosen for convenience, 1n both the primary and the sec-
ondary CU, as the source and destination of the logical path
over which the virtual paths connecting fixed-block LSSs
are mapped. It will be apparent to those skilled in the art,
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however, that any of the other LSSs 1n the address range
1-15 could similarly be used 1n place of or 1n addition to
LSS0 as the logical address for some or all of the virtual
paths. More generally speaking, while the preferred embodi-
ment described herein 1s directed specifically to carrying out
PPRC operations over ESCON links, the principles of the
present mmvention may be applied to other data copying
operations, as well as to storage networks of other types that
mix fixed-block storage devices with CKD or other storage
devices with variable record size.

It will thus be appreciated that the preferred embodiments
described above are cited by way of example, and that the
present invention 1s not limited to what has been particularly
shown and described hereinabove. Rather, the scope of the
present invention includes both combinations and subcom-
binations of the various features described hereinabove, as
well as variations and modifications thereof which would
occur to persons skilled 1n the art upon reading the foregoing
description and which are not disclosed 1n the prior art.

The invention claimed 1s:

1. A method for copying data over a network operating 1n
accordance with a protocol that supports a given logical
address range, the method comprising:

establishing a logical path over the network from a

primary storage system to a secondary storage system
using path logical addresses within the given logical
address range;

creating a virtual path over the logical path to carry the

data from a source storage device in a first logical
subsystem of the primary storage system to a target
storage device 1 a second logical subsystem of the
secondary storage system, the first and second logical
subsystems having respective first and second sub-
system logical addresses which are outside the given
logical address range;

initiating a peer-to-peer remote copy (PPRC) operation to

copy the data from the source storage device to the
target storage device by sending a command frame over
the logical path from the primary storage system to the
secondary storage system, followed by a first data
frame 1dentifying the target storage device, such that
both the command and data frames are arranged to
comply with the protocol; and

sending one or more further data frames over the logical

path following the first data frame, the further data
frames complying with the protocol and containing the
data to be copied in the PPRC operation.

2. A method according to claim 1, wherein creating the
virtual path comprises creating a plurality of virtual paths to
carry the data between respective source and target storage
devices, and wherein establishing the logical path comprises
designating one of the path logical addresses to carry the
plurality of the virtual paths.

3. A method according to claim 2, and comprising;:

establishing a further logical path over the network to

carry the data in a further PPRC operation between
further source and destination storage devices in third
and fourth logical subsystems of the primary and
secondary storage systems, respectively, both the third
and fourth logical subsystems having respective third
and fourth subsystem logical addresses within the given
logical address range; and

conveying the data between the further source and desti-

nation storage devices over the further logical path in
accordance with the protocol.

4. A method according to claim 3, wherein the source and
destination storage devices in the first and second logical
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subsystems comprise fixed-block storage devices, while the
further source and destination storage devices in the third
and fourth logical subsystems comprise devices of a type
that stores records of variable size.

5. A method according to claim 2, wherein in accordance
with the protocol, the command frame comprises a device
header containing an address of the target storage device,
and wherein the method comprises, when the frames arrive
at the secondary storage system on the designated one of the
path logical addresses, 1gnoring the device header of the
command frame so as to read the second subsystem logical
address and the address of the target storage device from the
first data frame.

6. A method according to claim 1, wherein imitiating the
PPRC operation comprises creating a chain of one or more
channel command words (CCWs), and reserving the logical
path exclusively for the virtual path for the duration of the
chain, whereby all of the frames associated with the chain
are directed to the target storage device.

7. A method according to claim 6, and comprising, upon
completion of the chain, sending an ending status frame 1n
accordance with the protocol from the secondary storage
system to the primary storage system to indicate successiul
completion of the CCWs, and releasing the reserved logical
path responsive to the ending status frame.

8. A method according to claim 1, wherein initiating the
PPRC operation comprises inserting a command parameter
l1ist 1n a data block of the first data frame, wherein the list
identifies the second logical subsystem and the target storage
device.

9. A method according to claim 8, wherein the command
parameter list belongs to a Write Fixed Block Data (WFBD)
command i1n accordance with a Small Computer System
Interface (SCSI) standard.

10. A method according to claim 8, wherein the command
parameter list belongs to a count key data (CKD) Prefix.

11. A data storage system, comprising:

one or more logical subsystems, including at least a first

logical subsystem having a first subsystem logical
address, each of the logical subsystems comprising one
or more storage devices arranged to store data; and

a control umt, coupled to the logical subsystems and to a

network operating in accordance with a protocol that
supports a given logical address range, the control unit
being arranged to establish a logical path over the
network to a secondary storage system using path
logical addresses within the given logical address
range, and to create a virtual path over the logical path
to carry the data from a source storage device among
the one or more storage devices 1n the first logical
subsystem to a target storage device 1n a second logical
subsystem of the secondary storage system having a
second subsystem logical address, wherein the first and
second subsystem logical addresses are outside the
given logical address range,

wherein the control unit 1s further arranged to initiate a

peer-to-peer remote copy (PPRC) operation to copy the
data from the source storage device to the target storage
device by sending a command frame over the logical
path to the secondary storage system, followed by a
first data frame 1dentilying the target storage device,
such that both the command and data frames are
arranged to comply with the protocol, and to send one
or more further data frames over the logical path
following the first data frame, the further data frames
complying with the protocol and containing the data to
be copied 1n the PPRC operation.
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12. A system according to claim 11, wherein the control
unit 1s arranged to create a plurality of virtual paths to carry
the data between respective source and target storage
devices, wherein one of the path logical addresses 1s desig-
nated to carry the plurality of the virtual paths.

13. A system according to claim 12, wherein the control
unit 1s arranged to establish a further logical path over the
network to carry the data 1n a further PPRC operation from
a Turther source storage devices 1n a third logical subsystem,
among, the logical subsystems of the data storage system, to
a Turther target device in a fourth logical subsystem of the
secondary storage system, both the third and fourth logical
subsystems having respective third and fourth subsystem
logical addresses within the given logical address range, and
to convey the data between the further source and destina-
tion storage devices over the further logical path 1n accor-
dance with the protocol.

14. A system according to claim 13, wherein the source
and destination storage devices in the first and second
logical subsystems comprise fixed-block storage devices,
while the further source and destination storage devices in
the third and fourth logical subsystems comprise devices of
a type that stores records of variable size.

15. A system according to claim 12, wherein 1n accor-
dance with the protocol, the command frame comprises a
device header containing an address of the target storage
device, and wherein when the frames arrive at the secondary
storage system on the designated one of the path logical
addresses, the device header of the command frame 1s
ignored by the secondary storage system, which reads the
second subsystem logical address and the address of the
target storage device from the first data frame.

16. A system according to claim 11, wherein the control
unit 1s arranged to create a chain of one or more channel
command words (CCWs), and to reserve the logical path
exclusively for the virtual path for the duration of the chain,
whereby all of the frames associated with the chain are
directed to the target storage device.

17. A system according to claim 16, wherein upon
completion of the chain, an ending status frame 1s sent 1n
accordance with the protocol from the secondary storage
system to the control unit to indicate successiul completion
of the CCWs, and the reserved logical path 1s released
responsive to the ending status frame.

18. A system according to claim 11, wherein to mitiate the
PPRC operation, the control unit 1s arranged to insert a
command parameter list in a data block of the first data
frame, wherein the list identifies the second logical sub-
system and the target storage device.

19. A system according to claim 18, wherein the com-
mand parameter list belongs to a Write Fixed Block Data
(WFBD) command 1n accordance with a Small Computer
System Interface (SCSI) standard.

20. A system according to claim 18, wherein the com-
mand parameter list belongs to a count key data (CKD)
Prefix.

21. A computer soitware product for use 1n a data storage
system that 1s coupled to a network operating 1n accordance
with a protocol that supports a given logical address range,
the data storage system including one or more logical
subsystems, which include at least a first logical subsystem
having a first subsystem logical address, each of the logical
subsystems including one or more storage devices arranged
to store data, the product comprising a computer-readable
medium 1 which program instructions are stored, which
instructions, when read by a computerized control unit of the
data storage system, cause the control unit to establish a
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logical path over the network to a secondary storage system
using path logical addresses within the given logical address
range, and to create a virtual path over the logical path to
carry the data from a source storage device among the one
or more storage devices in the first logical subsystem to a
target storage device 1 a second logical subsystem of the
secondary storage system having a second subsystem logical
addresses, wherein the first and second subsystem logical
addresses are outside the given logical address range, and

wherein the instructions further cause the control unit to
initiate a peer-to-peer remote copy (PPRC) operation to
copy the data from the source storage device to the

target storage device by sending a command frame over
the logical path to the secondary storage system, fol-
lowed by a first data frame 1dentifying the target storage
device, such that both the command and data frames are
arranged to comply with the protocol, and to send one
or more further data frames over the logical path
following the first data frame, the further data frames
complying with the protocol and containing the data to
be copied in the PPRC operation.

22. A product according to claim 21, wherein the instruc-
tions cause the control unit to create a plurality of virtual
paths to carry the data between respective source and target
storage devices, wherein one of the path logical addresses 1s
designated to carry the plurality of the virtual paths.

23. A product according to claim 22, wherein the instruc-
tions cause the control unit to establish a further logical path
over the network to carry the data in a further PPRC
operation from a further source storage devices 1n a third
logical subsystem, among the logical subsystems of the data
storage system, to a further target device in a fourth logical
subsystem of the secondary storage system, both the third
and fourth logical subsystems having respective third and
fourth subsystem logical addresses within the given logical
address range, and to convey the data between the further
source and destination storage devices over the further
logical path 1n accordance with the protocol.

24. A product according to claim 23, wherein the source
and destination storage devices in the first and second
logical subsystems comprise fixed-block storage devices,
while the further source and destination storage devices in
the third and fourth logical subsystems comprise devices of
a type that stores records of varniable size.

25. A product according to claim 22, wherein 1n accor-
dance with the protocol, the command frame comprises a
device header containing an address of the target storage
device, and wherein when the frames arrive at the secondary
storage system on the designated one of the path logical
addresses, the device header of the command frame 1s
ignored by the secondary storage system, which reads the
second subsystem logical address and the address of the
target storage device from the first data frame.

26. A product according to claim 21, wherein the instruc-
tions cause the control unit to create a chain of one or more
channel command words (CCWs), and to reserve the logical
path exclusively for the virtual path for the duration of the
chain, whereby all of the frames associated with the chain
are directed to the target storage device.

27. A product according to claim 26, wherein upon
completion of the chain, an ending status frame 1s sent 1n
accordance with the protocol from the secondary storage
system to the control unit to indicate successiul completion
of the CCWs, and the reserved logical path i1s released
responsive to the ending status frame.
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28. A product according to claim 21, wherein to mitiate
the PPRC operation, the instructions cause the control unit
to msert a command parameter list 1n a data block of the first
data frame, wherein the list i1dentifies the second logical
subsystem and the target storage device.

29. A product according to claim 28, wherein the com-
mand parameter list belongs to a Write Fixed Block Data

16

(WFBD) command 1n accordance with a Small Computer
System Interface (SCSI) standard.
30. A product according to claim 28, wherein the com-

mand parameter list belongs to a count key data (CKD)
5 Prefix.
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