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METHOD AND APPARATUS FOR
DETECTING AND ISOLATING SHORTS AND
OTHER TROUBLES ON A POLLING LOOP

BACKGROUND OF THE INVENTION

When a permanent break occurs 1n one of the branches of
a polling loop 2 wire cable, the devices which are affected
are easily i1denfified and enunciated by the security system
control making it relatively simple for a service person to
locate and repair the break. However, 1f a permanent short
circuit or severe overload condition occurs on the polling
loop, all of the devices on that loop can no longer commu-
nicate to the system’s control, rendering the security system
inoperative. Locating and repairing a break in the polling
loop 1s much simpler than locating and repairing shorts or
overloads on the loop, especially when the short or overload
manifests 1tself only when polling loop power and signals
are applied to the loop.

Present commercial security systems which use an
Ademco polling loop, advertised as Vplex, periodically test
the loop to detect a short or overload condition as 1t may
occur somewhere on the loop, but they cannot locate where
the trouble condition exists. The control’s present reaction 1s
to remove power from the loop and, after some time delay,
re-apply power to the loop and re-test for the short or
overload condition. The control has no course of action other
than report the problem and continue to test the loop until the
short or overload condition 1s removed by a service person.

Locating a Loop Short or Overload

To 1solate the location of a short or overload condition on
a polling loop requires significant time and effort even for
skilled service personnel with suitable testing equipment.
This 1s especially true 1n very large systems, in which many
devices are distributed on the polling loop over several
branches and thousands of feet of wire. In order to avoid this
eventuality, some 1nstallers will “home run” all of the
distributed sensors at a site to the inputs of all of their
respective Vplex devices concentrated near the control’s
pancl. They do this to facilitate locating and repairing
troubled wire run(s) to the sensors. This is an inefficient and
costly way of employing the Vplex polling loop system.

In order to properly use the Vplex polling system without
concern for shorts or overloads which may occur after
installation or in the future, the installer must be given an
cifective means of locating a short or overload condition no
matter where 1t may occur on the loop.

Using Loop Isolator Modules

Some polling loop systems, such as that employed by
Notifier, use relay-based, addressable short detection mod-
ules. They are designed to disconnect a shorted branch of the
polling loop in order to keep the rest of the polling loop
system operational. These modules are explained in the
Notifier document, “Intelligent Control Panel SLC Wiring
Manual”, dated Jul. 25, 2001, Rev C. Each module employs
special relay-based short detection circuits and manually-
operated rotary switches to i1dentily the address of the
affected module and, therefore, the location of the troubled
branch or section of the loop. However, the manual does not
explain how the proper module disconnects 1ts associated
branch on the loop since a short may manifest itself on every
device and isolator module throughout the loop.

The Notifier module, which may be similar to other
modules used 1n the Fire/Burglary Industry, requires special
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2

circuits, usually including the use of a relay, which must
determine that its associated branch 1s the only branch that
has the shorted condition. It must then disconnect its branch
from the loop and simultaneously report 1ts switch address
to the control to 1dentify the location of the troubled area of
the loop.

Such circuits are likely to be expensive if they are to be
accurate and dependable 1n making such a determination. In
addition, the circuits must be 1mmune to various distur-
bances on the loop to prevent unnecessary branch discon-
nects by any of the modules distributed on the loop.

BRIEF SUMMARY OF THE INVENTION

The present invention provides a new Addressable Elec-
tronic Switch (AES) together with unique S/W (software)
procedures for a system control to detect, locate, and 1solate
shorts, overloads, and other troubles, such as temporary
breaks or disconnects, on a Vplex or similar 2-wire polling
loop. It includes the use of unique mexpensive addressable
clectronic switches which are individually turned ON or
OFF by the system control, to locate and 1solate the troubled
arca on the loop. The addressable electronic switches are
placed at strategic locations throughout the polling loop, and
are mdividually commanded by the system control to either
connect or disconnect 1ts respective branch from the rest of
the polling loop. In this way, the troubled area can be first
located and then isolated from the rest of the polling loop.

The present invention provides an addressable electronic
switch (AES) which can be applied to an Ademco Vplex or
similar polling loop system. Although the following descrip-
tion of the mvention relates to polling loop applications,
such as Vplex polling loops, the present invention 1s equally
applicable to any two-wire, DC-voltage powered, multi-
branch, distribution system operating within its voltage and
current limits. The present invention can be used 1n Class A
fire polling loop applications wherein the detector circuit
devices are connected 1n tandem 1n a return loop, or 1n Class
B security polling loop systems wherein the detector circuits
are connected 1in tandem or 1n parallel in branches that do not
include return loops.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 1s a block diagram of a Vplex Addressable Elec-

tronic Switch (AES) pursuant to the present invention for
use 1n a uni-directional class B polling loop application.

FIG. 2 1llustrates an exemplary arrangement of Vplex
polling loop branches with distributed AES devices 1n a
uni-directional class B polling loop application.

FIG. 3 illustrates a Vplex polling loop using AES devices

connected 1n a bi-directional class A polling loop applica-
fion.

FIG. 4 1llustrates a uni-directional AES device with FET
switches configured for bi-directional class A loops.

FIG. 5 1llustrates a pair of AES devices combined 1nto a
single bi-directional AES device.

FIG. 6 1llustrates a bi-directional AES device using a
single bi-directional Vplex ASIC.

FIG. 7 1s a sample logic flow diagram of a Vplex start up
procedure.

FIG. 8 1s a sample logic flow diagram of a Vplex standard
polling procedure.

DETAILED DESCRIPTION OF THE
INVENTION

FIG. 1 1s a block diagram of a Vplex Addressable Elec-
tronic Switch (AES) 8 pursuant to the present invention for
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use 1n uni-directional Class B polling loop applications.
When power 1s 1nitially applied to the input side of the AES,
a DC operating voltage 1s developed 1n the same manner as
1s done with all Vplex devices. The 1nitial appearance of this
voltage also results 1n the development of twice this voltage
by a voltage doubler circuit, which 1s needed to operate
MOSFET ftransistors which function as a closed switch
during normal bi-directional Vplex signaling, or otherwise
as a bi-directionally open switch to disconnect the output
terminals from the mput terminals. The AES 8 consists of a
uni-directional FET Switch 10, driven by a FET switch drive
circuit 12, which typically includes a voltage doubler circuit
and a FET drive as shown 1n more detail in FIGS. 4—6. The
FET switch drive circuit functions as a low impedance

electronic switch under control of either a standard Vplex
ASIC 14 or a new smart Vplex ASIC.

The standard Vplex ASIC 14 includes a serial mput SI, a
serial output SO, a Reset mput, and two controlled outputs
OUTO and OUTI1. A resistor R1 and capacitor C1 filter out
noise from the serial input SI. A resistor R2, diode D2 and
capacitor C2 filter out noise from the Reset mput, and a
rectifying diode D3, resistor R3 and capacitor C3 develop a
rectified DC power supply, all as 1s known 1n the art.

The AES 1s connected to the polling loop at 1ts mnput by
terminals Polling Loop In and 1s connected to the polling
loop at its output by terminals Polling Loop Out. The Vplex
ASIC 14 1s powered and used on the 2-wire polling loop 1n
the same manner presently employed 1 Vista commercial
systems. In such a 2-wire polling loop, a plurality of serially
addressable devices are connected to transmit to or from a
central control 18 via a two-wire polling loop. The trans-
missions of data are via a tri-level line signal to provide both
power and data transmission on the two-wire line, as
described 1 U.S. Pat. No. 5,347,515. The device 1s serial
number (S/N) addressable by the system control 18 via
standard unit polls to control each of two outputs OUTO,
OUT1 of the associated ASIC. In this way, the system
control can turn the FET switch 10 ON or OFF wvia the
ASIC’s OUT]I circuit. It can also independently turn a Fault
LED 16 ON or OFF, continuously or intermittently, via the
ASIC’s OUTO circuit, to help physically locate the affected
arca of the polling loop.

The following description provides details of how the
AES devices are used on standard or Class A polling loop
conflgurations to 1solate temporary breaks or disconnects on
the polling loop. In Class A polling loops the detector circuit
devices are connected 1 a return loop, with the system
control connected to both ends of the return loop, as opposed
to class B polling loop configurations wherein the detector
circuit devices are connected 1n branches which do not have
return loops.

Most polling loop short 1solator systems employ rela-
fively expensive, relay-based, modules which employ cir-
cuits to detect a short on the loop and disconnect the troubled
arca from the rest of the loop. Via some form of address
identification, the module then communicates 1ts address to
the system control, thereby locating the (disconnected)
troubled branch or area of the loop.

The present mvention uses a different approach for 1so-
lating troubled sections of a polling loop, and restricts the
system control 18 to be the sole detector of shorts, overloads,
or other troubles on the loop. The system control 18 can, by
turning ON and OFF addressable electronic switches dis-
tributed throughout the loop, locate and isolate troubled
arcas. It 1s more practical and economical for the system
control to determine a troubled condition on the loop and to
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4

1solate the troubled area from the rest of the loop rather than
by allowing every 1solator module on the loop to detect and
1solate shorts on the loop.

Using an Addressable Electronic Switch

Initial Polling Loop Power on Condition

When power 1s 1nitially applied to each AES, its ASIC 1s
configured to power on with both outputs in an open drain
state, resulting 1n an opened FET switch 10 and an extin-
cguished Fault LED 16. Therefore, at power on, the input side
of the polling loop 1s disconnected from the output side of
the loop. This condition 1s referred to as an opened loop at
the given AES. The loop can be closed at a given AES only

via a S/N unit poll from the system control 18 in which the
associated ASIC’s OUT1 circuit is commanded ON (shorted
to VSS).

Identitying AES Devices on the Loop

Each AES device has a unique S/N address which 1s

correlated to a specific branch or location on the polling loop
for a given site plan, as exemplified in FIG. 2 which
illustrates an exemplary arrangement of Vplex polling loop
branches with distributed AES devices arranged 1n a Class B
polling loop. The branch number and the serial location
number of each of the AES devices are correlated to the
ASIC’s unique S/N. This correlation data 1s entered by the
installer during the normal programming and enrollment
procedures required by the system control. In this example,
AES devices closest to the control are identified with the
serial location number (-1) following their branch number.

Referring to FIG. 2, a single output of the Vplex system
control panel 18 is input to three (3) branches, with the 1st
AES 1n branch 1 identified as AES1-1, the 1st AES 1n branch
2 as AES2-1, and the 1st AES 1in branch 3 as AES3-1. In like
manner AES1-2 1s the 2nd AES device 1n branch 1, AES2-2
1s the 2nd AES device 1n branch 2, etc. The Class B polling
loop 1mncludes a Vplex system control 18 which 1s shown
schematically as being provided with a short and overload
detection means 20 as described 1n further detail below.

System Use of Distributed AES Devices

Upon 1nitial application of power to the polling loop, all
of the AES devices closest to the control 18 will power up
with their ASIC 14 outputs turning off their FET switches 10
and Fault LEDs 16. The open FET switches of these closest
AES devices will prevent loop power from reaching the
further located AES and other Vplex devices on the loop.

To activate all of the previously enrolled AES and Vplex
devices on the loop, the control 18 first turns on all of the 1st
AES devices via S/N unit polls to those devices. If no short,
overload, or other trouble 1s detected, the control proceeds to
turn on the 2nd AES devices in each branch. Assuming no
trouble 1s detected by the control 18, this process will
continue until all of the AES devices are turned on. The
control 18 then proceeds with its normal Vplex polling

algorithms on a fully operational polling loop via all closed
AES devices.

Locating a Short or Overload

Assume that a permanent short or severe overload 1is
detected by the system control 18 when, say, AES2-2 is
initially turned on, or at some future time, somewhere 1n the
branch indicated by the arrow labeled (A) in FIG. 2. That
trouble condition may disable all of the Vplex devices on the
entire polling loop. Upon detecting the trouble condition

using internal S/W (software) and H/W (hardware), the
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system control 18 will remove loop power and, after a
typical delay presently used 1n Vplex systems, re-apply loop
power. When the loop power 1s thus reapplied, all of the AES
and Vplex devices will be without loop power except the 1st
(opened) AES devices closest to the control.

The control then proceeds with the sequential turning on
of each AES device 1n the sequential order described earlier.
When AES2-2 is turned on, a short condition at (A) in FIG.
2 will be detected again by the control. This time, the control
knows that the short occurred atter AES2-2 was turned on.
It powers down and up again to turn off all of the AES
devices and then proceeds to turn all of the AES devices on
in sequential order except for AES2-2. When addressing
AES 2-2, the control turns on the Fault LED via the ASIC’s
OUTO, but maintains the ASIC’s OUT1 1n the open drain
state to keep the FET switch 10 turned off to disconnect the
troubled branch from the rest of the loop.

The trouble area 1s thus 1dentified by the control 18 to be
in the branch following the AES2-2 device. The 1lluminated
Fault LED 16 1s used to assist the mnstaller or technician in
physically locating the opened AES device and troubled
branch. In the meantime, the rest of the Vplex system 1s
returned to normal operation.

Overload Instead of Short

If an overload occurs 1nstead of a short circuit on the loop
some, 1f not all, of the Vplex devices may still be marginally
functioning properly. The control can identify the location of
the overload (due to a defective Vplex device, for example)
by using the same method described above for locating the
short condition. The sequential turming on of the AES
devices stops when the control detects the overload corre-
sponding to the turning on of the associated AES device.

Other Uses of the AES Device

The above method, of powering the polling loop down
and then up followed by sequentially turning on AES
devices, can be used by the control 18 to locate the branch
or arca of the loop that presents other malfunctions not yet
being reported by present controls, such as extremely noisy
branches, defective responses to unit or global polls, etc. In
addition, since the AES device 1s basically an electronic
switch, 1t may be used as an addressable switch to turn
partitions, or other output devices, ON or OFF.

The unique method described here 1s based, firstly, on the
system control 18 making the decision of what constitutes a
loop malfunction or trouble, rather than every 1solator mod-
ule distributed on the loop and, secondly, individual control
of distributed AES devices to locate and disconnect the
trouble area(s) from the rest of the loop.

Using AES Devices on Class A Loops

FIG. 3 illustrates the use of multiple AES devices con-
figured for a bi-directional class A Vplex loop application.
LOOP 1A 1volves AES-Ax, AES-A1 . . . AES-A4 1n
ascending order. LOOP 1B involves AES-Bx, AES-B4 . . .
AES-B1 1n descending order. The normal operating loop 1s
LLOOP 1A used 1n the manner described above. LOOP 1B 1s
activated when a trouble occurs in LOOP 1A 1 order to
1solate the trouble more precisely between AES devices.

Note that when AES-A1 1s closed, the loop voltage at its
output causes AES-B1 to be open unless commanded to be
closed by the system control via AES-A1. This 1s true for the
remaining AES devices on this class A loop. Consequently,
if a trouble occurs at the area indicated by the arrow (B),

10

15

20

25

30

35

40

45

50

55

60

65

6

LOOP 1A will be operational up to AES-A2. LOOP 1B will
then operate up to AES-B3, thus i1solating the trouble to be
between the AES devices A2/B2 and A3/B3. In the Class A
polling loop of FIG. 3, which can include many Class A
loops, the system control 18 essentially treats a short as a
break which the system control 18 can handle.

Multiple Use of Class A Loops

The Class A loop configuration of FIG. 3 may be used
more than once connecting to the same control 18
concurrently, and in conjunction with conventional parallel
branch configurations per FIG. 2. Furthermore, the control
18 can communicate via the A and B loop paths simulta-
ncously without negative effect due to the relatively low
baud rate employed by the Vplex system. In this case, 1f a
break occurs 1n the class A loop, all Vplex devices will
continue to communicate to the control without error since
the A and B loop paths are simultaneously in operation.

Single Bi-Directional AES Devices

FIG. 4 1s a block diagram of each of the AES devices
shown 1n FIG. 3. In order for the AES device to be used 1n
bi-directional Class A loop applications, two uni-directional
FET switches 40 which are connected back to back with
opposite polarities, are driven by an FET drive 42 and
powered by a Voltage Doubler circuit 44. This FET con-
figuration allows pairs of AES devices 40, 40 to be con-
nected end-to end permitting bi-directional use of the polling
loop as 1illustrated 1n FIG. 3.

FIG. § illustrates how the single uni-directional AES
device of FIG. 4 can be combined into a lower cost single
bi-directional AES device by using two 1dentical standard

Vplex ASICs 50, 50, each having a different address.

FIG. 6 1llustrates how a bi-directional AES configuration
can be further reduced in cost by utilizing a single
bi-directional Vplex ASIC 60, which 1s a more complicated
ASIC having two reset inputs Res, two serial data 1ns SI, and
two serial data outs SO, rather than the standard Vplex

ASICs of FIGS. 1, 4 and 5.

Intermittent Loop Troubles

The above explanation noted that a permanent break in
one of the branches of a Vplex loop 1s easily 1identified by the
system control 18. This 1s not true if the break, or a short, 1s
intermittent such as can occur due to 1improper or partially
damaged loop wiring. Controls cannot distinguish loss of
communication to a Vplex device due to a defective device
or an intermittent break or short in the loop. The result is
intermittent trouble or false alarm conditions which are as
difficult to locate and repair as would be the case with
permanent shorts or overloads on the loop.

The AES as an Intermittent Trouble Detector

The AES device has the additional ability of being used as
an mtermittent trouble detector. This follows from its char-
acteristic of powering up 1n the open loop state described
carlier. Besides being used as addressable switches as pre-
viously described, if a temporary break or short occurs on
the loop, power 1s temporarily removed and restored to the
AES device located after the point of this temporary trouble.
This causes that particular AES device to first power down
and then power up 1n the open loop condition. Thus, the
temporary break or short results in a permanent break 1n the
assoclated branch by the given AES device following the
location of this temporary trouble. This results in a perma-
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nent loss of communication to all Vplex devices following
the open loop AES device.

The system control 18 can differentiate loss of commu-
nication due to a defective Vplex device from that resulting
from a temporary trouble in the loop as follows:

Loss of communication to a Vplex device without at least
one AES device opening its section of the loop i1ndicates a
normal defective Vplex device. That same loss of commu-
nication with at least one AES device 1n the open loop state
indicates that the loss of communication may be due to a
temporary break or short 1n that given section of the loop.
Since the temporary trouble causes a permanent disconnect
by the affected AES device, the mvolved branch 1s easily
identified and 1solated by the system control.

Using the AES Units

The Addressable Electronic Switch (AES) may be located
on Vplex Polling Loops as exemplified in FIG. 2 which
illustrates major and minor branches with distributed AES
devices. Each Major branch starts with an AES unit located
nearest the control, followed by pairs of additional AES
units comprising Minor branches of Vplex devices through-
out the Major branch.

The serial numbers (S/Ns) of the Vplex devices and their
corresponding AES units must be enrolled into the system
with relative branch location addresses assigned to each of
the AES units. The S/Ns of all Vplex devices located
between the addressable AES units per Minor branch 1s also
enrolled into the system control. The control can then form
a database which 1s a relative representation of the associ-
ated polling loop topology of a given Vplex polling loop
installation.

The AES units can then be used to assist the control 18 in
detecting and 1solating branches which are permanently
shorted, overloaded, or disconnected causing continuous
supervision errors of the associated Vplex devices. It can
also be used to differentiate supervision errors of defective
Vplex devices from those due to transient shorts, overloads,
or disconnects.

FIGS. 7 and 8 are sample logic flow charts for designing
software for using the AES units to accomplish the tasks of
the AES. Actual software employed may vary from that
shown 1n FIGS. 7 and 8. FIG. 7 1s a logic flow diagram of
a Vplex start up procedure for powering up the polling loop
and preparing the polling system for conventional polling of
all of the Vplex devices on the loop. FIG. 8 1s a logic flow
diagram of a standard procedure for performing the standard
Unit and Global polling of all of the Vplex devices on the
loop. Both procedures provide the capability of detecting
and 1solating permanent or transient polling errors which
may occur during the application of the standard polling
algorithms.

To facilitate a discussion of both flow charts, each step in
each flow chart has been parenthetically numbered (). Their
use will become apparent 1n the course of the discussion
which follows.

Vplex Start Up Procedure

FIG. 7 1s a logic flow diagram of the Vplex start up
procedure.

S1) From the Start step [A], power is applied and the
control 18 tests the polling loop for shorts or overloads. If
one of these troubles 1s detected and 1s permanent, sequence
(1), (2), (3), (4) is repeated a pre-determined number of
times until terminated with the action noted in step (8).
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S2) If no trouble is initially detected, the control proceeds
to sequentially turn on all of the AES units on the loop and
Unit Poll each of the Vplex devices per minor branch
throughout the loop. If no trouble 1s detected, sequence (6),
(7), (8), (9), (10), (11), (12) repeats via step (7) until all of
the AES and Vplex devices in a major branch have been
successfully Unit Polled. This process continues via
sequence (20), (15), (2), (6), (7)-(12) until terminated via a
“YES” exit at step (20) moving on to the Polling Routine,
|B].

S3) If a permanent error was detected at step (3) related
to a specific AES unit, the associated AES unit S/N 1is
remembered for later interrogation at step (8). To isolate the
defective branch (es), sequence (8), (13), (14) are applied. If
all of the defective branches have been thus 1dentified and
disconnected from the rest of the polling loop, the Polling
Routine 1s entered from a “YES” exit from step (14).

S4) If defective Vplex devices are encountered during this
Start Up Procedure, sequence (16), (19) applies. If all of the
Vplex devices fail in a given minor branch, step (17) is
invoked migrating toward step (3) or (18).

Vplex Polling Routine

The previous procedure should normally exit to the Poll-
ing Routine, [ B] of FIG. 8 which is a logic flow diagram of
the Vplex Polling Routine. AES devices are intentionally not
Unit polled during this procedure 1n order to detect transient
trouble conditions. This follows from the fact that a tempo-
rary short or disconnect in the loop causes the AES device
of the affected branch to power off and to respond to Global
Polls thus identifying the transient occurrence to the control.
This will become more apparent during the discussion of
this procedure.

P1) From [B], the loop 1s always tested for trouble shorts
or overloads via sequence (1), (2). If a short or overload is

detected, sequence (23), (24) will follow causing a return to
the Start Up Procedure, [A], per FIG. 7.

P2) Normal interleaved Unit and Global Polling normally
repeats via sequence (2), (3), (4), (5), (6), (7). All of the
Vplex devices 1n all of the major and minor branches are
thus conventionally polled.

P3) If a Unit Poll error occurs (“n” times) at step (4),
sequence (8), (9), (10), (11) will follow if no Global Poll
response occurs at step (9). The previous Vplex device is
then re-polled at step (10) and, if the error repeats for this
same device, step (12) is entered from a “YES” exit from
step (11) indicating a verified (“n”-time) error for that
device. The error 1s thus enunciated and responded to in the
normal manner.

[f this error is not repeated, step (13) is entered from a
“NO” exit from step (11), indicating that the error was
fransient 1n nature. The Vplex device 1n error 1s logged as a
fransient error but i1s not enunciated at the control’s 18
keypads. This prevents annoying reports and unnecessary
audible enunciations of transient type errors such as might
be due to temporary loop shorts or disconnects. However, it
should be entered 1nto the event log for future dispatching of
a service person 1f the transients repeat in suificient quantity
and periodicity.

P4) If, following a Vplex device error stored in step (8),
a Global Poll occurred in step (9), a query is made in step
(14) to determine what type of device responded to the
Global Poll. If no AES device responded, a temporary short
or disconnect 1s presumed not to have occurred anywhere in
the loop at this time. The procedure then continues with step
(20) to process the Vplex device responding to that Global
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Poll. This is followed by step (10) to re-poll the earlier Vplex
device that was 1n error to ascertain if that error may be
considered ftransient or permanent via steps (12) or (13)
resulting from step (11), as described earlier.

P5) If the Global Poll response in step (9) was from an
AES device, sequence (15), (16), (17) follows. In step (15)
the responding AES device, which was automatically turned

off by a temporary short or disconnect 1n 1ts associated
Minor branch, must have its output turned on 1 order for the
control to Unit poll all of the Vplex devices 1n the associated
branch(es). This is accomplished via the sequence (16), (17).
If all of the Vplex devices are OK, step (13) will follow a
“YES” exit from step (17) indicating a transient trouble
condition to be logged and not enunciated. It all of the Vplex
devices are found not to be OK in step (17), the sequence
(18), (19) will result, in which case the affected branch(es)

must be disconnected from the polling loop and enunciated.

P6) In step (6), if a Global Poll is responded to, then step
(21) inquires as to whether or not the response was from an
AES unit. If not, the responding Vplex device 1s normally
processed per step (22). However, if the response was from
an AES unit, 1t means that a temporary or permanent short
or disconnect occurred 1n the associated Minor branch.
Sequence (15), (16), (17) is again applied to determine if this
branch trouble was transient or permanent as previously
discussed.

While several embodiments and variations of the present
invention for a method and apparatus for detecting and
1solating shorts and other troubles on a polling loop are
described 1n detail herein, 1t should be apparent that the
disclosed and teachings of the present invention will suggest
many alternative designs to those skilled in the art.

What 1s claimed 1s:

1. A system for detecting and 1solating shorts and troubles
on a 2-wire polling loop comprising a plurality of Addres-
sable Electronic Switch (AES) devices, each having an
assoclated ASIC, by which an electronic switch in each AES
1s individually turned ON or OFF by a system control for the
polling loop, wherein the 2-wire polling loop concurrently
provides both operating power and polling signals to the
AES devices and system devices, and the system control 1s
the sole detector of troubles on the polling loop, and the AES
devices function only as simple addressable switches on the
polling loop, to enable the system control to detect and
isolate troubles, wherein the AESs are placed at branch
locations with associated branches throughout the polling
loop, and each AES 1s individually commanded by the
system control through 1ts associated ASIC to either connect
or disconnect 1ts associated branch from the polling loop,
such that the system control can, by turning ON and OFF
particular addressable electronic switches distributed
throughout the polling loop, locate and 1solate troubled
polling loop branches.

2. The system of claim 1, 1n a Vplex 2-wire polling loop,
wherein each addressable electronic switch comprises a FET
switch which functions as a low impedance electronic
switch under control of its associated Vplex ASIC.

3. The system of claim 2, wherein each associated Vplex
ASIC has a first output and second output, each Vplex ASIC
1s powered by and used on the Vplex 2-wire polling loop,
and each Vplex ASIC 1s serial number addressable by
standard polls to control the first and second outputs of the
Vplex ASIC.

4. The system of claam 1, whereimn each addressable
electronic switch comprises a FET switch which functions
as a low impedance electronic switch under control of 1its

associated ASIC.
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5. The system of claim 4, wherein each associated ASIC
has a first output and second output, each ASIC 1s powered
by and used on the polling loop, and each ASIC 1s serial
number addressable by standard polls to control the first and
second outputs of the ASIC.

6. The system of claim §, wherein the system control turns
the FET switch ON or OFF via the ASIC’s first output, and
also 1ndependently turns a Fault LED ON or OFF, continu-
ously or intermittently, via the ASIC’s second output.

7. The system of claim 6, wherein when power 1s 1nitially
applied to each AES, its associated ASIC 1s configured to
power on with both outputs 1n an open drain state, resulting
in an opened FET switch and an OFF Fault LED, and
therefore, at power on, the input of the AES 1s disconnected
from the output of the AES to disconnect its associated
branch from the polling loop.

8. The system of claim 4, wherein for bi-directional Class
A loop applications, each AES device comprises first and
second uni-directional FET switches which are connected
back to back with opposite polarities, which configuration
allows bi-directional use of the polling loop.

9. The system of claim 1, wherein each AES device
comprises a bi-directional AES device which uses two
identical uni-directional ASICs, each having a different
address.

10. The system of claam 1, wherein each AES device
comprises a bi-directional AES device which uses a single
bi-directional ASIC having two reset 1nputs, two serial data
ins, two serial data outs, and two outputs.

11. The system of claim 1, wherein under a given site
plan, the system control controls each AES device by a
unique serial number address which 1s correlated to a
specific branch location of the polling loop for the given site
plan, and the branch number and the serial number of each
of the AES devices are correlated to the ASIC’s unique serial
number.

12. The system of claim 11, wherein correlation data 1s
entered by an installer during programming and enrollment
procedures for use by the system control.

13. The system of claim 1, where after an 1nitial appli-
cation of power to the polling loop, all of first AES devices
located closest to the system control power up with their
associated ASIC outputs turning off their switches, and the
open switches of the first closest AES devices prevent loop
power from reaching further located second closest AES
devices and devices on the polling loop, and the system
control turns on all of the first closest AES devices via serial
number polls to the first AES devices, and if no shorts or
troubles are detected by the system control, the system
control proceeds to turn on the second closest AES devices
in each branch, and this continues until all of the AES
devices 1n each branch are turned on.

14. The system of claim 13, wherein after all of the AES
devices 1 each branch are turned on, the system control then
proceeds with polling algorithms on a fully operational
polling loop with all closed AES devices.

15. A method for detecting and isolating shorts and
troubles on a 2-wire polling loop comprising placing a
plurality of Addressable Electronic Switch (AES) devices,
cach having an associated addressable ASIC, at branch
locations with associated branches throughout the polling
loop, and a system control for controlling the polling loop,
wherein the 2-wire polling loop concurrently provides both
operating power and polling signals to the AES devices and
system devices, and the system control 1s the sole detector
of troubles on the polling loop, and the AES devices function
only as simple addressable switches on the polling loop, to
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enable the system control to detect and isolate troubles,
whereimn the system control mndividually commands each
AES device through its associated addressable ASIC to close
or open an electronic switch to either connect or disconnect
its associated branch from the polling loop, and the system
control can, by turning ON and OFF particular addressable
electronic switches distributed throughout the polling loop,
locate and 1solate troubled polling loop branches.

16. The method of claim 15, used 1 a 2-wire polling loop,
wherein each addressable electronic switch comprises a FET
switch which functions as a low 1mpedance electronic
switch under control of its associated ASIC.

17. The method of claim 16, wherein each associated
ASIC has a first output and second output, each ASIC 1s
powered by and used on the 2-wire polling loop, and each
ASIC 1s serial number addressable by standard polls to
control the first and second outputs of the ASIC.

18. The method of claim 17, wherein the system control
turns the FET switch ON or OFF via the ASIC’s first output,
and the system control also independently turns a Fault LED
ON or OFF, continuously or intermittently, via the ASIC’s
second output.

19. The method of claim 17, wherein when power 1is
mitially applied to each AES, its associated ASIC 1s con-
figured to power on with both outputs 1n an open drain state,
resulting 1n an opened FET switch and an OFF Fault LED,
and at power on, the mput of the AES 1s disconnected from
the output of the AES to disconnect the associated branch
from the polling loop.
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20. The method of claim 15, wheremn under a given site
plan, wherein 1n the system control each AES has a unique
serial number address which 1s correlated to a speciiic
branch location of the polling loop for the given site plan,
and the branch number and the serial number of each of the
AES devices are correlated to the ASIC’s unique serial
number.

21. The method of claim 20, wherein an installer enters

correlation data during programming and enrollment proce-
dures for use by the system control.

22. The method of claim 15, where the system control,
after an 1mitial application of power to the polling loop,
powers up all of first AES devices located closest to the
system control with their associated ASIC outputs turning
off their switches, and the open switches of the first closest
AES devices prevent loop power from reaching further
located second closest AES devices and devices on the
polling loop, and the system control then turns on all of the
first closest AES devices via serial number polls to the first
AES devices, and 1f no shorts or troubles are detected by the
system control, the system control proceeds to turn on the
second closest AES devices in each branch, and this process
continues until all of the AES devices in each branch are
turned on.

23. The method of claim 22, wherein after all of the AES
devices 1n each branch are turned on, the system control then
proceeds with polling algorithms on a fully operational
polling loop with all closed AES devices.
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