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DATA PROCESSOR WITH BIT UNSTUFFING
INSTRUCTION SET EXTENSION

RELATED APPLICATION(S)

This application 1s a continuation of application Ser. No.
09/132,621 filed Aug. 11, 1998, which claims the benefit of
U.S. Provisional Application No. 60/089,248, filed Jun. 15,
1998, the contents of which are incorporated herein by
reference 1n their entirety.

FIELD OF THE INVENTION

The present mvention relates to data communications
devices and more specifically to network devices which
implement protocols to operate on data 1n a data communi-
cations system.

BACKGROUND OF THE INVENTION

In digital communications systems, data 1s routinely
fransmitted between many processing devices over a net-
work. For example, in computer networks such as the
Internet, data 1s typically sent from one computer to another
through network communications devices such as modems,
hubs, routers, bridges, switches and/or other computers
interconnected by transmission media or data links. The data
itself 1s stored and communicated as a series of binary digits
(bits) represented by zeros and ones. During data
communications, the manner 1n which the bits of data are
specifically arranged and the order in which they are
exchanged between devices 1s called a protocol. Protocols
are usually established by industry standards. There are
many different types of protocols serving different purposes,
but each typically involves a sending device that arranges
data 1n one manner, and a receiving device that detects the
specific arrangement of the data in order to make use of the
data upon reception.

For example, blocks of data can be reduced 1n size by
compression protocols before transmission from a sending
computer in order to conserve bandwidth. When privacy is
desired, data can be altered by encryption protocols into a
state that makes the data unreadable by anyone or any device
not authorized to read the data. The data can travel across the
network 1 an encrypted and compressed state until it
reaches its destination. Upon receipt, the receiving computer
decrypts (i.e. decodes) and decompresses the data according
to these protocols into a form useable by an intended
application.

In some data communications devices, the main central
processing unit (CPU) of the device is responsible for
performing protocols on data, such as the compression,
decompression and encryption, decryption protocols noted
above. In this case, the protocols are performed completely
under software control by a program stored in memory. In
other devices, separate dedicated hardware processors are
provided to perform individual protocols. In hardware
implementations, the CPU of the device merely schedules
the flow of data through the device, and at the appropriate
fime, 1nstructs each separate dedicated processor to perform
a single respective protocol for which that dedicated pro-
cessor 1s designed.

For instance, in a modem, as data 1s received from the
sending application 1t 1s buifered in memory before trans-
mission onto a computer network. The CPU in the modem
assembles the data 1nto a packet, and then compresses that
packet of data. After compression, 1f privacy 1s desired, the

CPU then encrypts the data packet. When the CPU has

5

10

15

20

25

30

35

40

45

50

55

60

65

2

completed 1ts task, the packet 1s processed further and
transmitted from the modem.

An example of one type of compression/decompression
protocol 1s called V.42bis. To compress data, V.42bis creates
a dictionary of commonly occurring strings of bits 1n data.
For a string that commonly occurs, the dictionary specifies

a short replacement string which, when transmitted, takes up
less space, and therefore saves network bandwidth. Com-
pressed data according to V.42bis 1s stored 1n a data structure
called a “trie”. Tries are a species of multi-way search trees,
designed to represent sets of character strings. To decom-
press data stored 1n a trie, a complex series of trie traversals
are required to reconstruct the original data. Prior art sys-
tems perform these trie traversals 1n either software or with
a dedicated hardware processor, as explained above.

Other protocols exist that are used to format data during
data communications 1n order for devices to communicate
clffectively and efficiently. For instance, during assembly of
data packets, signaling information must be provided along
with the actual message data in the packets for communi-
cations to take place. Various signaling protocols have been
developed to support uniform communication of data pack-
cts.

One such widely used protocol 1s the High Level Data
Link Control (“HDLC”) protocol, as defined in Level 2 of
the Open Systems Interconnection (“OSI”) model. HDLC is
a bit-oriented protocol for sending packets between devices.
HDLC requires the sender to distinguish the start and end of
a packet from the actual data portion of the packet. To do so,
HDLC uses a flag to indicate the start and end of packets.
The flag consists of a zero bit followed by six one bits and
ends with a zero bit, and appears as 01111110. In HDLC, a
process called “zero stuiling” can be used to distinguish the
flag portion of a packet from the data portion (which may
itself contain an embedded series of ones that could be
mistaken for a flag). In zero stuffing, a zero bit “0” is inserted
into packet data being transmitted if five continuous one bits
“11111” are detected. Thus, zero stuiling converts “11111”
mto “111110” 1n the data portion of a packet, in order to
distinguish the data from the beginning and end of the
packet. The receiver of the “stuffed” data packet then
“unstufls” the data by removing any zero bit following five
continuous one bits (i.e., 111110 becomes 11111).

Other protocols called SLIP (“Serial Line Internet
Protocol”) and PPP (“Point-To-Point”) are communications
protocols that allow computers to simulate a direct connec-
tion to the Internet. SLIP/PPP uses special control characters
that need to be detected and/or replaced in the data stream.
Creation and insertion as well as detection and replacement
of the control characters 1n prior art SLIP/PPP protocol
systems 1s typically done with a dedicated hardware circuit
processing each packet transmitted and received.

Another process occurring 1n data communications 1S
called the Cyclic Redundancy Check (“CRC”). CRC is the
most common method of error detection for most data
communications. A CRC value 1s computed for a packet,
attached to that packet during transmission, and upon receipt
of that packet the receiver can verify the correctness of the
contents of the packet by re-calculating the CRC value using
the packet data and comparing the result to the attached
CRC. As with the aforementioned protocols, prior art CRC
computation 1s performed either in dedicated hardware
circuitry or in software using the CPU of the device.

SUMMARY OF THE INVENTION

Currently available data communication devices that
implement protocols such as compression/decompression,
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encryption/decryption and so forth suffer a variety of prob-
lems. Software implementations lack execution speed due to
the large number of processing cycles required when execut-
ing protocols on the CPU. A CPU executing a program to
compress and encrypt data must process data fast enough to
fully utilize available data communications bandwidth. Fast
processors are expensive and increase the cost of data
communications devices. Software implementations of pro-
tocols also require a software engineer to “design” code for
the protocol, which can be an error prone task.

For example, current hardware implementations of pro-
focols are very inflexible. If the protocol changes due to
evolving standards, a new chip must be created making old
devices obsolete. The inflexibility of hardware solutions
leads to problems when defacto protocol standards evolve
that are inconsistent with a current hardware 1implementa-
tion. Additionally, hardware implementations may restrict
future 1mprovements in devices containing the dedicated
processors because the hardware 1nflexibility may no longer
interface to the changing functionality of the device.

The present invention overcomes the problems associated
with software and hardware protocol implementations in
prior art data communications devices. For simplicity
herein, a data communications device that performs a pro-
tocol 1s called a network device. The present invention
provides a network device including a unique co-processor
having a symmetrical architecture and an extended proces-
sor mstruction set to provide nstructions allowing protocols
to operate more efficiently. The network device including the
co-processor off-loads the complex protocol processing
tasks from the CPU in the network device.

According to one aspect of the invention, a network
device used for processing data communications 1S pro-
vided. The network device comprises at least one input
interface receiving data and at least one output interface for
fransmitting data. Since more than one interface may be
provided, the device can handle multiple streams of data.
The network device further includes memory for storing
data and a system bus coupled to the mnput interface, the
output interface, and the memory. Also coupled to the
system bus is a central processing unit (CPU) which controls
the receipt of data by the mput interface and stores the data
in memory. The network device also includes a co-processor
coupled to the system bus which has at least one internal
programmable processor programmed to execute multiple
protocols. By executing multiple protocols 1n the
co-processor, the CPU 1s free to perform other network
device tasks, such as routing, for example.

In the network device, the coprocessor handles retrieving,
the data from the memory upon an indication from the
central processing unit. Then the co-processor performs
cach of the multiple protocols on the data for which the
co-processor 1s programmed. Finally, the co-processor
returns the data to the memory for transmission from the
output interface of the network device. In this manner, the
co-processor can be programmed to perform many protocols
on the same data within the co-processor. This reduces the

amount of transfers of the data between the main memory
and CPU of the network device.

S i

By off-loading protocol operation to the co-processor in
the network device, faster data throughput rates may be
achieved. One reason for this 1s that the co-processor can be
programmed. Programmability allows the co-processor to
perform multiple protocols at once, either independently of
cach other, or in conjunction with each other. Since only one
programmed co-processor can 1mplement multiple
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protocols, the system bus and CPU of the network device are
free from much of the associated protocol processing.

According to another aspect of the invention, a program-
mable multiple-protocol co-processor apparatus for use 1n a
data communications device 1s provided. Such a
co-processor embodiment may be an ASIC, for example,
which resides on the system bus of the network device
embodiment noted above.

According to this embodiment of the invention, the
co-processor includes at least one programmable processor
and at least one memory system coupled to the program-
mable processor. An interface i1s coupled to the memory
system and to the programmable processor. The interface
can accept at least one protocol program downloaded into
the memory system from a host computer processor. The
host computer can be, for example, the network device noted
above. The programmable processor executes the protocol
program that 1s downloaded. If there 1s more than one
processor executing more than one protocol program, the
co-processor can execute multiple protocols. Alternatively,
if one processor exists and 1s supplied with multiple protocol
programs, the co-processor can also execute multiple pro-
tocols. The programmable aspect of the co-processors
allows 1t to change according to changing protocols by being
re-programmed.

In another embodiment, the invention provides a multi-
processor embodiment of the co-processor which can
quickly process data according to the program(s) which
were downloaded. According to this embodiment, first and
second programmable processors are coupled to respective
first and second local memory systems. A bus system 1s
coupled to the first and second programmable processors
and the first and second local memory systems. The bus
system has an interface capable of being connected to a host
system for transferring data between the host system and the
first and second programmable processors and the first and
second local memory systems.

Since the co-processor 1s programmable and has at least
one 1nternal programmable processor, 1t can 1mplement a
variety of different algorithms simultaneously on many
streams of data passing through the network device. The
programmable nature of the co-processor also allows pro-
tocols to be easily changed by being reprogrammed if
protocol standards evolve. Programmability of dual proces-
sors 1n the co-processor also allows flexibility 1n intended
operation. The co-processor can thus implement multiple
protocols 1ndependently of each other, or in conjunction
with each other.

Specifically, according to other embodiments of the
invention, the first and second programmable processors are
cach programmed to execute at least one protocol. Examples
of protocols which may be executed are encryption,
decryption, compression, decompression, HDLC framing,
point-to-point protocol, serial line interface protocol,
MNP5-Microcom network protocol, V.42bis. Other known
data communications protocols may be programmed and
implemented by the processors as needed.

The co-processor embodiments noted above rely on at
least one processor to perform execution of each protocol
program. That 1s, the co-processor contains separate indi-
vidual processors therein, aside from 1ts memory and inter-
face systems.

These first and second programmable processors each
include an extended instruction set allowing the processors
to be programmed with 1nstructions to concurrently execute
multiple protocols independent of each other and allowing
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the processors to be programmed with 1nstructions to con-
currently execute multiple protocols 1n conjunction with
cach other.

According to another aspect of this invention, each pro-
cessor circult which serves as the first and second processor
in the co-processor 1s itself novel. As such, the mvention
provides embodiments directed to a processor including an
input interface for loading communications programs and
communications data as well as a first unit including pro-
cessor 1nstruction logic circuits for executing first portions
of the communications programs. The first unit generally
corresponds to a set of instructions provided with the
processor from the manufacturer of the processor.

The 1nvention however extends this instruction set and
provides, 1n the processor, a second unit including extension
processor Instruction logic circuits for executing second
portions of the communications programs and for processing,
at least one portion of the communications data. The second
unit corresponds to an extension arithmetic logic unit
(XALU) created according to this invention. The second
portions of the communication programs are the extension
ALU structions which can, according to this invention,
operate on the data passing through the processor. The
processor also includes an output interface for storing results
of the processing. The extension 1nstructions are provided 1n
addition to an existing core instruction set 1n each processor
within the co-processor.

According to other embodiments of this invention, the
extension 1nstructions provide various operations. More
specifically, according to this mvention, a zero stuiling
instruction logic circuit includes an 1nput logic device which
accepts an mput bit stream. A detecting logic device detects
a predetermined sequence of bits. An 1nsertion logic device
inserts a modifier into the input bit stream thus creating a
modified bit stream and an overtlow bit stream. Finally, an
output logic device stores the modified bit stream 1n a
predefined location and stores the overflow bit stream 1n a
second predefined location and maintains overflow state
information. By providing this circuitry, the invention offers
a zero stufling instruction for a microprocessor, such as a

RISC microprocessor.

According to another embodiment of the invention, a zero
unstutfing mstruction logic circuit 1s provided and includes
an 1nput logic device which accepts an 1nput bit stream and
a detecting logic device which detects a first predetermined
sequence of bits. A removal logic device 1s mncluded which
removes a second predetermined sequence from the input bit
stream creating a modified bit stream. An output logic device
1s 1ncluded which stores the modified bit stream 1n a pre-
defined location and maintains borrow state and error state
information. By providing this circuitry, the invention pro-
vides a zero unstuiling operation 1n the form of a single
MICroprocessor instruction.

In yet another embodiment of the invention, a partial
subtraction and conditional move instruction logic circuit,
for use 1n rightward trie traversal, 1s provided. The circuit
including an input logic device which accepts a first 1input
data, a second input data and a third input data. A comparing
logic device 1s included which performs a comparison
between the first mput data and the third mput data. If the
comparison results 1n the first mnput data being equal to the
third input data then a down traversal state 1s set, and if the
comparison results 1n the first input data being greater than
the third mnput data then the second input data i1s copied 1nto
a predefined location and no state 1s set. If the comparison
results 1n the first input data being less than the third input
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data then an 1nsertion state 1s set and the first input data 1s
inserted 1nto a trie data structure. An output logic device
stores the third mput state 1n a predefined location and stores
the first nput data into the trie data structure and maintains
the down traversal state and the insertion state information.

In yet another embodiment of the invention, a partial
compare and conditional move instruction logic circuit, for
upward trie traversal, 1s provided. The circuit includes an
mput logic device which accepts a first input data and a
second mput data. Also included 1s a comparing logic device
which performs a comparison between the first input data
and the second mput data. If the comparison results 1n the
first input data being equal to the second data then a
terminate traversal state 1s set. If the comparison results 1n
the first input data being not equal to the second data then the
first input data 1s copied to a predefined location and no state
1s set. An output logic device stores the first input state 1n a
predefined location and maintains the terminate traversal
state information.

In yet another embodiment of the invention, a multiple
compare 1struction logic circuit 1s provided including an
input logic device which accepts a first input data, a second
input data and a third input data. A comparing logic device
performs a comparison between the first mnput data and a
series of predefined characters 1n the third mput data. It the
comparison results 1n the first input data being equal to any
character 1n the series of predefined characters then a char-
acter match state 1s set. A comparing logic device performs
a comparison between the first input data and a predefined
boundary. If the first mput data 1s within the predefined
boundary then a character boundary state 1s set. An output
logic device maintains the character match state and the
character boundary state information.

In yet another embodiment of the invention, a CRC
instruction logic circuit 1s provided including an 1nput logic
device which accepts a first input data, a second input data
and a third mput data. A calculating logic device which
computes a CRC value based upon the polynomial defined
in the first input data, the current state of the CRC calcula-
tion stored in the second iput data and a third input data
containing a portion of a message upon which to calculate a
CRC. An output logic device which stores the CRC value 1n
a predefined location.

Having these operations available as instructions which
may be called by programs that implement the various
protocols 1s beneficial for many reasons. Since the actual
operations of each instruction are not performed purely in
software, but rather as circuitry which carries out the mstruc-
tion when called, higher co-processor operation speeds
result. Also, since the instruction circuitry 1s activated by
calling the instruction, the program can control when the
circuitry 1s used, thus avoiding unnecessary operation of the
circuitry as in prior art hardware only implementations. That
1s, extension 1nstructions offering the aforementioned func-
tions only activate their associated circuitry when called.
This allows the processors to concentrate on program eXxecu-
tion and conserves processor cycles.

The present mvention utilizes the extensible instruction
set feature of a programmable processor to 1mplement time
consuming data communications techniques as the afore-
mentioned instruction circuits in hardware. These 1nstruc-
tions overcome the aforementioned prior art problems of
software and hardware solutions.

BRIEF DESCRIPTION OF THE DRAWINGS

The foregoing and other objects, features and advantages
of the mvention will be apparent from the following more
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particular description of preferred embodiments of the
invention, as illustrated in the accompanying drawings in
which like reference characters refer to the same parts
throughout the different views. The drawings are not nec-
essarily to scale, emphasis instead being placed upon 1llus-
trating the principles of the invention.

FIG. 1 1s a block diagram 1illustrating a data communica-
tions device configured according to this mvention.

FIG. 2 1s a block diagram illustrating the architecture of
a co-processor device configured according to one embodi-
ment of this mvention.

FIG. 3 1s a block diagram illustrating the architecture of
a programmable 1nstruction set processor as used within the
co-processor according to this mnvention.

FIG. 4 1s a representation of the Status Register.

FIG. § 1s a representation of the Zero Stuff Overflow
Accumulation Register (ZSE).

FIG. 6 1s a representation of the Zero Stu
Register (ZSread).

FIG. 7 1s a representation of the Zero Stulf State Register
(ZSS).

FIG. 8 1s a representation of the PPP Character Control
Register.

T Overflow Data

FIG. 9 1s a representation of the CRC Polynomial Reg-
ister.

FIG. 10 1s a diagram 1illustrating the inputs, outputs and
processing of the zero stufl instruction.

FIG. 11 1s a diagram 1llustrating the inputs, outputs and
processing of the zero unstull instruction Diagram.

FIG. 12 1s a diagram 1llustrating the inputs, outputs and
processing of the partial subtraction and conditional move
instruction Diagram.

FIG. 13 1s a diagram 1illustrating the inputs, outputs and
processing of the partial compare and conditional move
instruction Diagram.

FIG. 14 1s a diagram 1llustrating the inputs, outputs and
processing of the multiple compare instruction Diagram.

FIG. 15 1s a diagram 1illustrating the inputs, outputs and
processing of the CRC instruction Diagram.

FIG. 16 1illustrates a flow chart of the processing per-
formed by a processor in the co-processor configured
according to this invention.

DETAILED DESCRIPTION OF THE
INVENTION

FIG. 1 1llustrates a network device 104 configured accord-
ing to the present invention. Network device 104 includes a
system bus 103 which imntercouples interfaces 105 and 106,
central processing unit (CPU) 101, memory system 102 and
co-processor 100. Network device 104 may be, for example,
a modem, gateway, proxy server, router, switch, hub, bridge
or other network data communications device through which
data may typically pass. Network device 104 provides the
data communications capabilities needed to transmit data
between host computer 107 and other hosts (not shown) on
network 108. Network 108 may be, for example, a Wide
Area Network (WAN) such as the Internet, or may be a
Local Area Network (LAN) such as a corporate intranet.
According to the 1nvention, network device uses
co-processor 100 to handle protocol operations on the data,
instead of providing such operations 1n software on the CPU
101 or in hardware as individual separate processors, as 1n
prior art systems.

As an example, CPU 101 1n network device 104 operating
on data according to this invention can configure interface
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105 to accept data 109 from host computer 107 that 1s to be
transmitted onto computer network 108. The data 109 is
received and transferred mto memory 102 over system bus
103. Before transmission of the data 109 to network 108, the
CPU 101 mstructs co-processor 100, to concurrently encrypt
and compress and packetize the data 109. Once the data 109

1s compressed and encrypted 1n packet format, co-processor
100 notifies CPU 101 of this event. The data 109 1s then
transmitted via interface 106 onto network 108 under the

control of the CPU 101. In a similar manner, data 109
destined for host 107 1s received at interface 106 from
network 108 in packet form. The packets are buifered in
memory 102. The data 109 1s encrypted and compressed in
packet form when 1t arrives at network device 104. CPU 101
instructs co-processor 100 to concurrently de-packetize,
decompress and decrypt packets 109. When this process 1s
complete, the CPU 101 1s notified and transfers the data 109
to host 107 via interface 105.

Co-processor 100 concurrently performs protocols such
as, for example, encryption and decryption, compression
and decompression, and packet framing and de-framing
protocols noted in the example above. Co-processor 100 can
perform these protocols on multiple simultaneous streams of
data. The co-processor 100 includes multiple programmable
internal central processing unit circuits (internal program-
mable processors) as well as other circuitry. The preferred
embodiment of co-processor 100 embodies these circuits as
an Application Specific Integrated Circuit (ASIC) residing
on a single chip. The co-processor 100 can implement
protocols on data 109 in both the sending (i.c., host 107 to
network 108) and receiving (network 108 to host 107)
directions.

Generally speaking, the co-processor 100 1s responsible
for off-loading complicated data communication protocol
processing and memory bandwidth intensive operations
from the CPU 101. Co-processor 100 can be programmed to
execute many different protocols concurrently and 1indepen-
dently of each other, or 1n conjunction with each other.

The various protocols are performed by programming the
co-processor 100 with operations to carry out the tasks
associated with each specific protocol. Since the
co-processor 100 1s the only device on system bus 103
responsible for the operation of these protocols, less trans-
actions with memory 102 are required. Prior art systems
require the CPU 101 to process all protocols tasks 1n a slow
manner via software, or provide separate processors for each
protocol resulting 1n severe bandwidth limitations of system
bus 103. Through the use of a single co-processor 100, the
overall bandwidth and data throughput of network device
104 1s 1increased by this invention. The complete operation
of co-processor 100 will be discussed after an introduction
to its architecture, which will be presented next.

FIG. 2 1llustrates the architecture of co-processor 100
configured according to this invention. Co-processor 100 1s
symmetrical in nature. That 1s, many individual components
of the co-processor 100 have equivalent counterparts which
can operate independently of each other or in conjunction
with each other. In FIG. 2, the symmetrical nature of
co-processor 100 1s 1llustrated by similarly configured upper
and lower halves. Generally, the preferred embodiment of
co-processor 100 has two symmetrical systems; a dual
processing system, and a dual memory system, as well as
onc shared interface system. As such, co-processor 100
comprises two entirely functional processing engines having
distinct programmable processors, memories, and bus sys-
tems which can function separately or in conjunction with
cach other. Furthermore, adding an additional number of
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processing engines (processor, memory and bus system) 1s
contemplated to enhance overall processing speed provided
symmetry 1s maintained.

In the present embodiment, the dual processing system
includes first and second extended internal programmable
processors 110 and 210. Processors 110 and 210 are pret-
erably similar in configuration to one another, but the
invention 1s not meant to be limited as such. In the preferred
embodiment, each internal programmable processor 110,
210 is an extended Argonaut 32-bit RISC (ARC) processor
having a 4-stage pipeline.

ARC processors 110 and 210 in this embodiment are
produced by and may be purchased from Argonaut Tech-
nologies Ltd., United Kingdom. ARC Processors 110 and
210 cach mcorporate a full 32-bit core 1nstruction set, as
well as 32-bit data and addressing modes and operate at 100
MHZ. Since a core instruction set 1s provided, programs
may be written which implement the various aforemen-
tioned protocols. However, according to one aspect of this
invention, to allow these protocols to execute faster, ARC
processors 110, 210 are extended with additional
instructions, as will be explained in detail later. Depending
upon the purpose of network device 104, the appropriate
programs providing the required algorithms are downloaded
(i.e. programmed) into program memory 122 (discussed
shortly) before data processing begins.

Each processor 110 and 210 may be programmed inde-
pendently of the other. For example, processor 110 can be
configured to perform a distinct function such as data
encryption, while processor 210 can be programmed to
perform data compression. These protocols may be per-
formed on different data, or on the same data. The protocols
may be executed in parallel, with each processor 110, 210
concurrently performing its respective task, or the protocols
may be executed in series, with one processor (i.e. 110)
processing data after the other (i.e. 210) has completed its
processing on that same data.

An 1mportant aspect of this mvention 1s included within
processors 110 and 210. According to this aspect, each
processor 110 and 210 1s extended with additional instruc-
fions which help optimize the execution of the various
protocols programmed 1nto processors 110 and 210. To
extend each processor 110 and 210, VHDL code represent-
ing the core circuitry and instruction set of each ARC
processors 1s modified with additional extension instruc-
tions. That 1s, interfaces in the VHDL logic code which
describe the actual processor circuits 110 and 210 are used
o create extension instructions that provide enhanced pro-
cessor features according to embodiments of this invention.
These extension instructions are provided 1n addition to a set
of core 1instructions already provided in the VHDL code
representation of processors 110 and 210.

The various extension instructions of this mvention per-
form protocol tasks such as bit-stutfing, CRC computations,
multiple compares, and trie traversals on specified portions
of data. By implementing these operations as actual instruc-
fions 1n processors 110 and 210, co-processor 100 can
process data according to the requirements of various data
communications protocols at very high speeds. The exten-
sion 1nstructions alleviate the need for a programmer to
develop an algorithm to implement the processing provided
by the instructions. This saves program development time
and avoids algorithm coding errors. Moreover, the extension
instructions are 1mplemented as underlying circuitry and
therefore perform the desired operation faster than a pure
software solution to the same operation. The extension
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instructions are also more efficient than a pure hardware
solution to the operation being performed, since the mstruc-
tions are called only when needed. Prior art hardware-only
solutions continuously perform a specific operation and then
additional software 1s used to retrieve the ever-present result
from a standardized location. Since the extension instruc-
tions of this invention may be called only when needed,
processor cycles are conserved.

Another aspect of the invention i1s the dual memory
systems of co-processor 100. The dual memory systems
allow data to be quickly accessible to co-processor 100,
without having to rely on memory 102 of network device
104. Each memory system comprises memory controllers
120, 220, local DRAM arbiters 130, 230, local DRAM
interfaces 140, 240, memory interfaces 155, 285, external
co-processor memories 111, 113 (FIG. 1), and Direct
Memory Access (DMA) controllers 150, 250, respectively.

Co-processor memories 111 and 113 are high speed
random access memories which can support 50 nanosecond
random access times 1n a 32 bit address mode, and 20
nanosecond access times 1n a 32 bit bursting access page
mode. In this particular embodiment, co-processor memo-
riecs 111 and 113 are not part of the co-processor ASIC.
Rather, local DRAM mterfaces 140, 240 couple to respec-
tive memory interfaces 155, 255 to provide access to
co-processor memories 111 and 113. Co-processor memo-
ries 111 and 113 are used during protocol processing for such
tasks as storing data to be compressed/decompressed or
encrypted/decrypted. Co-processor memories 111 and 113
can also store dictionaries used for compression algorithms

such as V.42bis.

Two DMA controllers 150, 250 are provided 1n
co-processor 100, one for each processor 110, 210. Each

DMA controller 150, 250 interfaces to a respective memory
controllers 120, 220, local DRAM arbiters 130, 230,

SDRAM bus master 180 and Host Interface 181. Memory
busses 151, 251 provide the interfaces between these com-
ponents. Each DMA controller 150, 250 can be configured
by a respective processor 110, 210 to move blocks of data to
and from external memory 102 to a respective co-processor
memory 111, 113. Each processor 110, 210 provides to a
respective DMA controller 150, 250 a source address, a
destination address, and word count to transfer data to and
from the available memory spaces on co-processor 100.

Embedded in each DMA controller are two 32 by 32 bat
FIFO buffers 152, 252 which are used to buifer data being
exchanged.

Two shared memories 170 and 171 within co-processor
100 allow each internal programmable processor 110, 210 to
exchange messaging and/or data. Communications between
processors 110 and 210 may be needed 1n a case where both
processors 110 and 120 are programmed to perform proto-
cols such as compression and then encryption in conjunction
with each other.

Other components 1n each memory system include syn-
chronous SRAM’s 160, 165 and 260, 265. These SRAM’s
provide one-way memory paths between the CPU 101 and
the respective processor 110, 210, and vice versa. The
purpose and use of the SRAM’s 160, 165 and 260, 265 1s
under software control on a per protocol basis. SRAM
memories 160 and 260 may be written to by the CPU 101 of
network device 104 and may be read by internal processors
110 and 210, respectively. SRAM memories 165 and 265
may be written to respectively by internal processors 110
and 210 and may be read by the CPU 101 of the network
device 104.
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The third system in co-processor 100 1s the interface
system. The interface system includes signal lines 190
through 193 which interconnect co-processor 100 to the
system bus 103 (FIG. 1) of network device 104. The signal
lines 190 through 193 allow the co-processor 100 to be
programmed and controlled by CPU 101. Signal lines 190
couple to an SDRAM bus master 180 which 1s used to take
control of the system bus 103 to move data between memory
102, DMA controllers 150, 250 and each memory controller

120, 220. The SDRAM bus master 180 transfers the data on
memory bus 189.

Signal lines 191 couple to host processor interface 181
which 1s a 32-bit wide synchronous, ready-controlled bus
interface. Host processor interface 181 is used to program
cach internal programmable processor 110, 120 under the
direction of CPU 101. The programming takes place over
programming bus 191. The host processor interface 181 also
handles the generation of iterrupts to the CPU 101 during
operation of co-processor 100.

Signal lines 192 are used for testing co-processor 100 and
interface to test circuit 182. Signal lines 193 interface system
bus 103 to clock and reset circuitry 183. Clock and reset
circuitry 183 provides clock and reset signals to the various
components of co-processor 100. Reset 1s used to reset and
program the co-processor 100 via signaling from CPU 101.

The operation of network device 104 configured with
co-processor 100 will now be given 1n conjunction with the
processing steps given in FIG. 16. Processing steps 701
through 711 1illustrate processing of data on a packet by
packet basis as performed by co-processor 100 according to
this 1nvention. Upon power-up of network device 104
co-processor 100 1s 1n a reset state which may be removed
by application of a reset signal via signal lines 193 (Step
701) from CPU 101. Once reset 1s applied, processors 110
and 210 in co-processor 100 remain in a reset (e.g. idle) state
until activated by CPU 101.

Before network device 104 begins to accept and process
network data 109, each processor 110, 210 1n co-processor
100 must be programmed for operation (Step 702). Pro-
orams for each processor 110, 210 are downloaded into
SRAM program memory 122 via the host processor inter-
face 181 prior to the release of the reset state. Host processor
interface 181 1s a slave-only interface which present a
memory map to CPU 101 which determines where each
program 1s loaded.

Each processor 110 and 210 may be programmed with
identical or differing programs. Typically, in operation, one
processor (e.g. 110) will process transmit data and the other
processor will process receive data. Programs tailored to
cach specific task will be loaded into respective processor
program spaces 122, 222. Once each processor 110, 210 has
an associlated protocol program loaded into its respective
program memory space 122, 222, the reset state can be
removed by CPU 101 (Step 703) thus starting execution of
cach program. The remaining description of processing 1s
orven with respect to processor 110 and its associated
co-processor components (i.€., the upper half of FIG. 2).
However, since co-processor 100 1s symmetrical in nature, 1t
should be understood that the same description of operation
applies to processor 210 and its associated components.

As network device 104 begins to process data (e.g.,
packets) 109 between network 108 and host computer 107,
memory 102 buifers each data packet 109. A descriptor table
(not shown) lists each of the data packets 109 stored in
memory 102. The descriptor table indicates which packets
need to be processed, and which have already been pro-
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cessed by the protocols 1 co-processor 100. The CPU 101
maintains the list of packets in the descriptor table which
have yet to be processed, and co-processor 100 maintains the
list of packets which have been processed by the protocol
programes.

To process a packet, one of the processors (assume
processor 110 for this example) reads the descriptor table in
memory 102 and obtains packet information (i.e., how many
packets available, packet size, location address, etc.) needed
to configure a DMA transfer (Step 704) to copy one or more

data packets 109 mto data SRAM 126.

The DMA controller 152 associated with processor 110
interfaces to the SDRAM bus master 180 and to the memory
controller 120. The DMA controller 152 can transfer data to
or from memories 122, 124, 126, co-processor memory 111
and network device memory 102. Once configured (Step
704), processor 110 acquires the system bus 103 of network
device 104 (Step 705) by making a bus request. In this
description, the system bus may be a memory bus of
network device 104. Assume for this example that processor
110 requests system bus 103.

Next, DMA controller 152 requests access to memory 102
and transfers (Step 706) the requested data packets 109 to
the internal data SRAM 126, or to co-processor memory
111, depending upon the type of transfer requested, and how
much data 1s being transferred. These parameters are depen-
dent on the particular protocol program being executed.
Typically, data packets 109 will be transferred to the data
SRAM 126.

DMA transfers operate without intervention on the part of
processor 110. This allows simultaneous transfer and pro-
cessing of separate data packets 109. In a preferred
embodiment, the data SRAM 126 1n memory controller 120
(and 220) is partitioned into three sections; one section
contains one packet of data which has been processed and 1s
being transferred from co-processor 100, one section con-
tains one packet currently being processed by the pro-
crammed processor 110, and one section contains one
packet currently being transferred ito co-processor 100 to
be processed next. Each section of SRAM 126 may be
accessed concurrently by the DMA controller 152 and/or
processor 110. This avoids access collisions from the pro-
cessor 110 and the DMA controller 152. Accordingly, step
706 1ndicates that as a DMA transfer is transferring a packet
mnto data SRAM 126, another concurrent DMA transfer 1s
transferring a formerly processed packet out of co-processor

100 to memory 102.

Once the DMA transfer (Step 706) is complete, the system
bus 103 1s released in step 707.

The processor 110 processes the data packet (Step 708)
stored 1n the appropriate section of data SRAM 126 accord-
ing to the program which 1s executing. To process a packet,
the processor 110 applies one or more protocols or algo-
rithms to the packet, for which that processor i1s pro-
crammed. For example, 1f processor 110 1s programmed for
V.42bis compression, the data packet 1s compressed accord-
ingly. V.42bis compression requires construction of a dic-
tionary to perform the compression and decompression. This
dictionary 1s stored in co-processor memory 111. Since
co-processor 100 may operate on many streams of data
packets 109 concurrently, co-processor memory 111 may
store separate dictionaries for each data stream simulta-
neously.

Access to co-processor memory 111 by processor 110 1s
handled by the local DRAM arbiter 130. DRAM Arbiter 130
manages requests for transfers to and from co-processor
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memory 111 such that the aggregate bandwidth of data
transfers 1s maximized. Memory bandwidth optimization is
discussed 1n detail 1n the Local DRAM arbiter description
section of the provisional patent application previously
incorporated by reference.

Once a data packet 109 has been processed by the
protocol program, processor 110 configures a new DMA
transfer (Step 709) and again acquires the bus (Step 710).
The data is transferred out to (Step 711) as a processed data
packet 109 back to memory 102 for further processing by
CPU 101. At the completion of the DMA transfer (Step 711),
the bus is released (Step 712) and the DMA controller 152

will interrupt the processor 110 (Step 713) via host processor
interface 181 to signal the completed transfer and processing
of the data packet 109. The processor 110 then updates the
descriptor table (Step 714) in memory 102 to indicate that
that particular data packet 109 has been processed.

The procedure described above of transferring data mto
co-processor 100, processing the data, and transferring the
data out of co-processor 100 (i.e. Steps 704 through 714 in
FIG. 16) is repeated for all data packets passing through
network device 104, under the direction of CPU 101. It 1s to
be understood that while the procedure above was explained
in relation to processor 110, processor 210 and its associated
components perform the same or a similar procedure on
data.

Though preferred embodiments of the invention provide
the ability to program co-processor 100 to perform
encryption/decryption and compression/decompression of
data, the co-processor of the present invention 1s not limited
to these protocols alone. Rather, protocols such as HDLC
packet framing, bit-stuffing, CRC computations, the Serial
Line Interface Protocol (SLIP), the Point-to-Point protocol,
V.42bis, LZS-Lempel Ziv compression and other protocol
operations may be performed by a network device 104
equipped with the co-processor 100.

Preferred embodiments of the invention include the
co-processor 100 programmed for data communications
related protocols, but the mmvention i1s not limited as such.
That 1s, other protocols, such as image or signal processing
protocols may be programmed 1nto co-processor 100, with
the result being that the co-processor 100 can execute these
protocols simultaneously on processors 110, 210 either in
conjunction with each other, or independent of each other. In
these alternative embodiments, the co-processor 1s used 1n a
device other than a network device. Adevice such as a signal
processing device can be equipped with a co-processor
according to this invention. Overall execution speed 1n a
device using co-processor 100 1s imncreased because the data
nced not be processed by the host computer’s CPU.
Furthermore, speed 1ncreases are realized because data to be
processed remains within co-processor 100 for multiple
protocol operations, without being passed from dedicated
processor to dedicated processor for each protocol
operation, as 1n prior art systems.

The dual processing nature of co-processor 100 1s an
important aspect of the invention. That 1s, each processor
110, 210 can be programmed according to the steps 1n FIG.
17. Since each processor 110, 210 1s provided with shared
memory allowing communications to take place between
one another, 1if the programs of each processor 110, 210
provide for the appropriate cooperation with each other, they
can share data. This allows protocols on one processor to
complete and pass data to protocols on the other processor
for further processing.

As an example, if processor 110 1s programmed for
encryption, when 1t has finished completing its encryption
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process (i.e., Step 707), processor 110 places the data in
shared memory 171 (FIG. 2) instead of configuring and
performing a DMA transfer (Steps 708, 709). Processor 110
then sends an indication to processor 210 that 1t has com-
pleted its encryption process on the data. If a compression
program 1s executing on processor 210, 1t reads the data in
memory 171 and performs its compression process. The
foregoing 1s an example of multiple protocols operating 1n
conjunction with each other on co-processor 100.

Those skilled 1n the art will now readily understand that
many variations on the former example are possible. For
instance, processor 110 may perform decompression on a
stream of data, after which processor 210 performs decryp-
tion on the decompressed stream of data. By allowing
multiple processors to operate 1n conjunction with each
other on the same data, the co-processor alleviates band-
width limitations of the system bus 103 1n network device
104. This 1s because the data does not have to return from the
co-processor 100 to the CPU 101 after each protocol opera-
tion. This also reduces the number of reads and writes
required to memory 102. Fewer memory fetches allows
network device to operate at faster data rates.

While the aforementioned examples are provided with
respect to two processors 110, 210, the invention contem-
plates embodiments having more than two processors within
co-processor 100. For example, a co-processor according to
this 1nvention can have four processors along with associ-
ated memory and interface systems. The principles and
concepts of the invention are applicable to these embodi-
ments as well.

For details of specific signaling, electrical and operational
characteristics of the memory, processing, bus and interface
systems of co-processor 100, the reader 1s referred to the
appropriate respective portions of the provisional applica-
tion formerly incorporated by reference. That provisional
patent application describes 1n detail a preferred embodi-
ment of the co-processor 100 called “Chromite”.

As mentioned previously the ARC processor 300 is
extended with instructions according to this invention to
provide support for data communications programs (i.c.,
protocols). FIG. 3 illustrates the configuration of processors
110, 210 according to this mvention. The architecture in
FIG. 3 illustrates only one processor (1.€., either 110 or 210)
since both are generally configured the same according to
embodiments of this invention. A standard ARC processor
300 1s supplied by and may be purchased from Argonaut
Technologies, Ltd. and contains a load/store unit 310, a PC
controller 312, an Arithmetic Login Unit (“ALU”) 330, an
extension Arithmetic Logic Unit (“XALU”) 500, an instruc-
tion decoder 314, 3-port core register sets 320 to 322.
Auxiliary registers 112 are illustrated within ARC processor
300, but are provided as part of this invention.

The standard off-the-shelf ARC processor 300 provides a
core set of instructions 1n ALU 330, used for executing
programs. The mvention extends this core instruction set
with extension instructions in XALU 500. These extended
instructions assist 1n execution of data communication pro-
orams. According to this invention the additional instruc-
tions provided i XALU 500 include “zero stufling”, “zero
unstutfing”, “partial subtraction and conditional move”,

“partial compare and conditional move”, “multiple com-

pare” and “CRC”. While FIG. 3 illustrates the XALU 500 as
a separate circuit for clarity and case of description of this
imnvention, the mvention 1s not meant to be limited as such.
The XALU 500 1 an actual implementation may share
certain circuit elements and components with other parts of

ARC processor 300, such as the ALU 330.
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The ARC processor 110, 210 operates by loading com-
munications program instructions and communications data
from the 1nstruction space 124, 224 and data space 122, 222
in the memory controller 120, 220, respectiully, under
control of the load/store unit 310. Each instruction of a
program 1ncludes an op-code which 1dentifies the instruction
along with one or more operands which contain communi-
cations data to be operated on by the instruction. For
example, an 1nstruction to move data may appear in program
code as “MOV A B”, where “MOV” 1s an 1nstruction to
move some data into a memory location, and “A” 1s a
register containing the data to be moved, and “B” 1s a
register containing an address 1n memory where the data 1s
to be stored. Each program instruction 1s decoded by the
instruction decode unit 314 which determines whether the
instruction 1s a core 1nstruction provided by a standard
off-the-shelf ARC processor (to be executed by the ALU
330) or an extended instruction (to be executed by the
XALU 500) as provided by the invention. The operands (i.¢.,
the data) for both core and extended instructions are placed
into “source 17 326 and “source 27 324, which represent
registers of various types. Execution of certain instructions
produces a result. After these types of instructions are
decoded and their operation 1s performed on the operand
data, the resulting data 1s stored 1n result 322.

Auxiliary resisters 112 are provided by this invention to
aid 1n the execution of extended instructions 1n XALU 500.
According to this embodiment, auxiliary registers 112
include a zero stuff overflow accumulation ZSE register 510
(see FIG. §), a zero stuff overflow data ZSread register 514
(see FIG. 6) and a zero stuff state ZSS register 512 (see FIG.
7). These extra registers 510, 512 and 514 support zero
stufling and zero unstuffing extension instructions, as well as
other instructions. Other registers are provided as well. A
PPP control character register 516 (see FIG. 8) supports the
multiple compare extension instruction and a CRC polyno-
mial register 518 (see FIG. 9) supports the CRC extension
instruction. The details of execution of each extension
instruction, including their interaction with the auxiliary
registers 15 discussed below. Additional details of each
extension instruction’s operation may be found 1n respective
sections of the provisional patent application formerly incor-
porated by reference.

In addition to auxiliary registers 112, ARC processors
110, 210 provide core registers 320, 322 which are used by
instructions (both core and extension) during 25 execution
of program instructions. FIG. 4 shows a representation of the
Status Register S08. This register 1s used to communicate
processor condition codes and interrupts to a host CPU (i.e.,
CPU 101 in FIG. 1), and maintains a program counter for an
execufing program.

FIG. 10 shows a representation of the circuitry for the
zero stull instruction as provided by this mvention. Zero
stuffing or the zero stuff 1nstruction implements 1n one single
instruction the data communications algorithm commonly
known as “bit stuthing”. The zero stull extension instruction
works 1n conjunction with extension registers ZSE 510, ZSS
514, and ZSread 512. In operation, a detecting logic device
520 accepts a bit stream of new data 540 along with zero
stufling state information in ZSS 514 and an accumulated
overflow 1 ZSE 510 (i.e., overflow may occur from a
previously executed zero stuff instruction). When a first
predetermined sequence of bits (i.e., “111117) is detected in
new data 540, the detecting logic device 520 communicates
with the insertion logic device 522 to insert a second
predetermined sequence (i.e., insert a “0” bit) into the new

data 540 b1t stream, after the first predetermined sequence of
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bits. The resulting bit stream (1.e., “1111107) is stuffed data
541. Assuming the {first predetermined sequence of bits
occurs 1n new data 540, stuffed data 541 will be longer in
length (number of bits) then new data 540, due to the
insertion of the second predetermined sequence. This causes
overtlow. Any overflow created by the insertion logic device
522 1s stored 1n the accumulated overtlow register ZSE.new

510.

Multiple occurrences of the zero stufl operation may
occur one after another. In this instance, data to be stuffed 1s
“stuffed” 1n portions, with each stufling instruction picking
up where the previous zero stuiling instruction left off 1n the
new data 540. As such, updated zero stufling state 1nforma-
tion indicating where a next bit stuffing instruction should
begin 1s stored 1n ZSS.new 514. If the accumulated overflow
register ZSE.new 510 itself overtlows an overflow flag 530
1s set and the overflow is stored 1n ZSread 512. For more
details on zero stulling see Section 4.9.2 1n the provisional
application formerly incorporated by reference.

FIG. 11 1llustrates a representation of the zero unstufl
instruction 391 circuit as provided by this invention. Zero
unstuff 591 1s the converse 1nstruction of zero stuff. That 1s,
at a sending network device, zero stull looks at a portion of
data such as a data stream or a packet and inserts a “0” bat
after any sequence of five “1” bits 1n this data. Then, at the
receiving network device, zero unstufl 591 removes the
“stuffed” “0” bits that were inserted by the zero stull

mstruction.

The zero unstufl extension instruction 591 works 1n
conjunction with extension registers ZSE 510 and ZSS 514.
As noted above, operation of zero unstuif 591 proceeds
similarly to the zero stull instruction, except that bits are
removed from new data 542, instead of being added. In
operation, a detecting logic device 524 accepts a bit stream
of new data 542. Detecting logic device 524 detects a first
predetermined sequence of bits (i.e. 111110). The predeter-
mined sequence 1s five one bits followed by a zero bit. If the
first predetermined sequence of bits 1s detected, the detect-
ing logic device 524 communicates with the removal logic
device 526 to remove a second predetermined sequence (i.€.,
the trailing “0”) thus producing unstuffed data 543 (i.e.,
11111). After each execution of the zero stuff instruction,
information regarding where that istruction left off in the
data (i.e., the current zero stuffing state information) is
stored 1n ZSS 514 and ZSE 510. This information may be
used upon execution of the next zero unstuil instruction. If
the zero unstuff mstruction 591 is started with an undertlow
condition (i.e., too few bits to perform the unstuffing opera-
fion properly) in ZSE 510 then a negative flag 1s set and the
instruction does not unstuff any new data 542. For more
details on the zero unstuil instruction see Section 4.9.3 1n the
provisional application formerly incorporated by reference.

Various registers are used to support zero stutling and
unstuifing instruction operations. FIG. 5 shows a represen-
tation of the Zero Stuif Overflow Accumulation Register
(ZSE) 510. ZSF 510 is used to store the new data 540 bit
stream as 1t expands because of overflow during zero stuiling
operations. ZSE 510 also stores bits to be used for “bor-
rowing~ 1n unstuih

ing operations. FIG. 6 shows a represen-
tation of the Zero Stuff Overflow Data Register (ZSread)
512. ZSread 512 1s used to store the data that overtlows the
ZSE 510 register during zero stuffing operations. FIG. 7
shows a representation of the Zero Stuff State Register (ZSS)
514. ZSS 514 1s used to store state and overflow status
information. For more details on these registers see Section
4.3.13 through 4.3.15 of the provisional application formerly
referenced.
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Certain data communications protocols for compression
and decompression (e.g., V.42bis) store information in trie
data structures. These trie structures, which are similar 1n
nature to multi-way search trees such as binary trees, must
be traversed 1n an efficient fashion to obtain the requested
data to provide acceptable data communications perfor-
mance. The present invention provides two instructions to
aid 1n trie traversal; the “partial subtraction and conditional
move” extension 1nstruction for speeding up trie-right
traversals, and the “partial compare and conditional move”
extension instruction for speeding up trie-up traversals.

FIG. 12 1llustrates a representation of the partial subtrac-
fion and conditional move struction circuit in XALU 500
as provided by this invention. This mstruction accepts three
inputs; (1) a character which is to be searched for in the tric
as Operand A 543, (i1) a pointer to the next right node in the
tric as Operand B1 544, and (ii1) the character stored at the
next right node 1n the trie as Operand B2 545. The compar-
ing logic device 523 compares the input character in Oper-
and A 543 with the character stored at the next right node 1n
the trie (Operand B2 5485). There are three possible results to
this comparison. First, 1f the mput character in Operand A
543 1s greater than the character stored at the next right node
in the trie (Operand B2 545) then a match has not been
found. Accordingly, there are more nodes 1n the trie to be
compared, and so the pointer to next right node 1n the trie
(Operand B1 544) 1s copied to Operand C and no flags are
set. Second, if the input character in Operand A 543 1s equal
to the character stored at the next right node in the ftrie
(Operand B2 545) then a match has been found in the trie
and the zero flag 534 1s set to indicate that the next traversal
should be to the next node down 1n the trie. And third, if the
input character 1n Operand A 543 1s less than the character
stored at the next right node 1n the trie (Operand B2 545)
then a match has not been found and the character in
Operand A 543 1s added as a new node 1n the trie. In the later
case, the overflow flag 530 1s set indicating the input
character 1n Operand A 543 was 1nserted 1n the trie.

By offering a single mstruction that implements a “partial
subtraction and conditional move” operation, the mmvention
climinates the need for a software protocol developer to
develop code for this operation, thus saving time. Also, since
the instruction 1s 1implemented as circuitry in XALU 500,
execution of the operation 1s very fast, yet at the same time,
1s only performed when needed. For more details on partial
subtraction and conditional move see Section 4.9.4 1n the
provisional application formerly referenced.

FIG. 13 shows a representation of a “partial compare and
conditional move” 1nstruction as provided by this invention.
Compressed string such as words are stored in the afore-
mentioned trie data structure. The present instruction speeds
up decompression of character strings that must be “unrav-
cled” by traversing backward through the compressed string
trie structure until the root node (i.e., the root letter of the
string) has been found. Partial compare and conditional
move circuitry in XALU 500 accepts two inputs; (1) a
pointer to the next upward node in the trie (in relation to a
node currently being pointed to) at Operand A 547, and (ii)
a value representing the root node pointer at Operand B 548.
The comparing logic device 525 for this instruction com-
pares Operand A 547 and Operand B 548 and produces one
of two possible results. First, if the two operands 547, 548
are equal the root node of the trie data structure has been
found and an overflow flag 530 is set. Second, 1if Operand A
547 1s not equal to Operand B 548, the pointer to the next
upward node stored 1n Operand A 547 1s copied to Operand
C 549 and no flags are set. By providing an instruction for
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this operation, the invention provides a convenient tool for
protocol program development. The instruction saves cod-
Ing time, increases execution speed, and since 1t 1s callable
only when needed, processor cycles and power are con-
served. For more details on partial compare and conditional
move see Section 4.9.5 m the provisional application for-
merly referenced.

Processing PPP/SLIP data communications protocols
involves identitying and optionally removing special control
characters 1n a data stream. The present 1nvention provides
a “multiple compare instruction” which performs this opera-
tion. FIG. 14 illustrates a representation of the multiple
compare 1nstruction circuitry as provided by the present
invention. The multiple compare 1nstruction 1s used to speed
up PPP/SLIP processing by working in conjunction with the
PPP Character Control Register 516, shown 1n FIG. 8. The
instruction 1dentifies special control characters which must
be detected 1n data streams when processing PPP/SLIP data
communications protocols.

The multiple compare 1nstruction circuitry represented by
first and second comparing logic devices 527 and 529 1n
XALU 500 accepts an input character for comparison at
Operand A 550, and accepts a bit mask representing a range
of characters to be detected (e.g., 0x00 to Ox1F) at Operand
B 551. Initially, the first comparing logic device 527 reads
the PPP Character Control Register 516 shown 1n FIG. 8. If
the first comparing logic device 527 detects characters in the
PPP Character Control Register 516 shown in FIG. 8, the
first comparing logic device 527 compares each character in
the PPP Character Control Register 516 to the input char-
acter 1n Operand A 550. If a match 1s found, the first
comparing logic device 527 indicates to the second com-
paring logic device 529 to set the zero flag 534 to indicate
the mput character in Operand A 550 matches at least one of
the characters 1n the PPP Character Control Register 516
shown 1n FIG. 8. Next, the second comparing logic device
529 determines 1if the input character 1n Operand A 550 1s a
value less than 0x20. If so, the second comparing logic
device 529 determines if each bit position represented 1n the
input character in Operand A 550 is turned on (i.e., 1s a “17)
in the mask representing a range of characters to be detected
in Operand B 551. If the bit positions match, negative flag
536 1s set to indicate a match. This mstruction provides a bit
comparison algorithm in a single instruction which can
speed protocol development and execution time. For more
details on the multiple compare instruction and associated
register use, see Sections 4.9.6 and 4.31.6 1n the provisional
application formerly referenced.

Error detection and correction in data communications 1s
essential 1n providing reliable messaging. Cyclic Redun-
dancy Check (“CRC”) is a common method of error detec-
fion 1n data communications. The present invention provides
an extension instruction 1 XALU 300 to facilitate CRC
calculations for use 1n error detection.

FIG. 15 shows a representation of the CRC struction
circuitry as provided by the present mmvention. This instruc-
tion uses a calculating logic device circuit 528 which works
in conjunction with the CRC Register 518, shown 1n FIG. 9.
This register 1s used to specify the polynomial used in the
CRC calculation. For more details on this register see
Section 4.3.11 1n the provisional application formerly rei-
erenced. The CRC mnstruction uses calculating logic device
528 to accept three inputs; (1) a state of a previous CRC
calculation as Operand A §52, (i1) the next byte to be shifted
into the polynomial at Operand B 5§53, and (ii1) the poly-
nomial used to compute the CRC at CRC polynomial
register 518. The calculating logic unit 528 computes a new
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CRC based on these 1nputs and stores the result as Operand
A 552. By offering an 1nstruction to computer a CRC value,
the invention eliminated the need to write program code to
perform this operation. Furthermore, the 1nstruction 1s called
only when needed, and thus CRC circuitry 1s not activated
at all times, thus conserving processing power. For more
details on the CRC instruction see Section 4.9.1 in the
provisional application formerly referenced.

The previously described embodiments of the invention
provide a set of additional extension instructions that may be
used to write communications programs that execute on
processors 110 and/or 210 1n co-processor 100. The com-
munications programs implement protocols that operate on
data. The extension instructions mm XALU 3500 provide
features that improve performance of protocol operation.
Moreover, since the co-processor can execute multiple pro-
tocols concurrently on both processors 110, 210, high data
throughput rates are achieved. This allows co-processor 100
to operate on many streams or session of data. For example,
in one embodiment, a single co-processor 100 can operate
on up to 30 different streams or sessions of data. Each of
these streams can have multiple protocols executing on

packets for that stream. This processing 1s off-loaded form
the CPU of the host computer.

While this invention has been particularly shown and
described with references to preferred embodiments thereof,
it will be understood by those skilled in the art that various
changes 1n form and details may be made therein without
departing from the spirit and scope of the invention as
defined by the appended claims.

What 1s claimed 1s:

1. A processor comprising:

a first mput receiving data;

™

a second 1put recerving a zero unstuiling instruction;

a logic unit coupled to the first input and the second input,
the logic unit including activatible zero unstufling
circuitry which 1s activated upon receipt of the zero
unstuffing instruction and which unstuifs the data to
produce modified data;

an output coupled to the logic unit, the output outputting
the modified data; and

wherein the processor can be reprogrammed to execute
one of many different 1nstructions.
2. The processor of claim 1 wherein the logic unit further
COMprises:

a detecting logic device which detects a first predeter-
mined sequence of bits in the data; and

a removal logic device which removes a second prede-
termined sequence of bits from the data creating the
modified data.

3. The processor of claim 1 wherein the zero unstutfing
instruction executes on the logic unit as part of a protocol to
perform compression on the data.

4. The processor of claim 1 wherein the zero unstuiling
instruction executes on the logic unit as part of a protocol to
perform decompression on the data.
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5. The processor of claim 1 wherein the zero unstuiling
instruction executes on the logic unit as part of a protocol to
perform encryption on the data.

6. The processor of claim 1 wherein the zero unstufling
Instruction executes on the logic unit as part of a protocol to
perform decryption on the data.

7. An apparatus comprising a computer readable medium
having a processor recorded thereon, the processor compris-
ng:

a first mput receiving data;

a second 1nput receiving a zero unstuiling instruction;

a logic unit coupled to the first input and the second nput,
the logic unmit including activatible zero unstufling
circuitry which 1s activated upon receipt of the zero
unstuifing instruction and which unstuils the data to
produce modified data;

an output coupled to the logic unit, the output outputting
the modified data; and

wherein the processor can be reprogrammed to execute
one of many different 1nstructions.
8. A method of processing data 1n a processor comprising,
the steps of:

receiving input data at a processor, which processor 1s
programmable to execute one of many different instruc-
tions;

receiving, separately from the mnput data, a zero unstutfing,
instruction at the processor;

coupling the input data to a logic unit within the
processor, the logic unit including activatible zero
unstuiling circuitry;

activating zero unstuiling circuitry in the logic unit upon
the receipt of the zero unstuifing instruction;

unstuifing the data to produce modified data; and

outputting the modified data.
9. The method of claim 8 further comprising:

detecting a first predetermined sequence of bits 1in the
data; and

removing a second predetermined sequence of bits from

the data creating the modified data.

10. The method of claim 9 wherein the zero unstuiling
instruction executes on the logic unit as part of a protocol to
perform compression on the data.

11. The method of claim 9 wherein the zero unstuiling
instruction executes on the logic unit as part of a protocol to

perform decompression on the data.

12. The method of claim 9 wherein the zero unstufling
instruction executes on the logic unit as part of a protocol to
perform encryption on the data.

13. The method of claim 9 wherein the zero unstuiling
instruction executes on the logic unit as part of a protocol to
perform decryption on the data.
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