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DISTRIBUTED LEDGER WITH JOINT
CLAIMS ON TOKENS

CROSS-REFERENCE TO RELATED
APPLICATIONS

[0001] This application 1s a continuation of U.S. patent
application Ser. No. 17/745,343, filed on May 16, 2022,
which claims the benefit of U.S. Provisional Application

Nos.: 63/188,770, filed May 14, 2021, and 63/263,805, filed
Nov. 9, 2021, which are incorporated by reference.

TECHNICAL FIELD

[0002] The disclosure relates generally to the field of
distributed ledgers, and in particular to providing joint
claims on tokens.

BACKGROUND

[0003] Distributed ledgers (e.g., blockchains) were devel-
oped as a means for parties to engage 1n transactions, €.g.,
financial transactions, without the need for a single, trusted
intermediary. In such systems, each transaction 1s recorded
independently by several nodes. In some implementations,
no one entity controls all of the nodes so 1t 1s exceedingly
difficult for a malicious actor to alter the transaction once 1t
has been recorded by the nodes. Even 1in implementations
where a single entity controls all of the nodes, 1t 1s still
exceedingly difficult to alter the data recorded on sufilicient
nodes to change the consensus indicated by all of the nodes
without leaving an indication that the data has been tam-
pered with.

[0004] At a high level, a cryptocurrency functions by
defining tokens for which transiers of ownership are stored
on a blockchain. Thus, whether someone purporting to hold
a token 1s the true owner of the token can be established by
ispecting the transaction history stored on the blockchain.
However, while fractional ownership 1s possible for existing
cryptocurrency implementations, this 1s achieved by divid-
ing up a token into portions that are owned by different
entities. In other words, there 1s a one-to-one correspon-
dence between a token (or portion of a token) and owner-
ship. This technical limitation of existing approaches makes
it impractical to use many powertul financial techniques that
involve leverage with such cryptocurrencies.

SUMMARY

[0005] The above and other problems may be solved using
smart contracts that allow for multiple, potentially conflict-
ing claims on the same token. That 1s, leverage may be
introduced 1nto a cryptocurrency by enabling the total of the
claims on tokens to exceed the actual tokens available. This
may enable the cryptocurrency to be used 1n a wide range of
financial applications, such as fractional reserve banking,
insurance, bonds, securitized products, and margin loans. So
long as there 1s a potential for the claimed assets to grow, 1t
becomes possible for the conflicting claims to be resolved
without any loss and potentially some gain. The simplest
cases can be handled with joint claims settled proportionally
to the stakes of claimants, but much more financial innova-
tion 1s possible when non-proportional joint claims are used.
Thus, the described approach enables cryptocurrencies to be
used 1n ways that were previously not possible.

[0006] Aspects of the present disclosure include a com-
puter-implemented method of providing joint claims to
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tokens. The method includes defining a smart contract
including one or more rules; storing the smart contract on a
blockchain in conjunction with a pool of one or more tokens
owned by the smart contract; receiving a plurality of con-
flicting claims to the pool of one or more tokens; providing
the plurality of contlicting claims to the blockchain; receiv-
ing, from the blockchain, an indication that a trigger con-
dition 1s met, wherein the trigger condition being met was
determined using the one or more rules; and receiving
information, generated using a subset of the one or more
rules, indicating a distribution of the one or more tokens to
resolve the plurality of conflicting claims, wherein the
information was generated responsive to the trigger condi-
tion being met.

[0007] In some embodiments, the subset of rules to
resolve the plurality of conflicting claims 1s 1n a manner
other than proportionally to stakes of claimants.

[0008] In some embodiments, the blockchain records, for
cach blockchain address, claims equal to total deposits of
tokens made 1nto the pool by that blockchain address.
[0009] In some embodiments, responsive to the trigger
condition being met, the subset of the rules assigns: first,
equal amounts of the one or more tokens up to a minimum
of a first claim of the plurality of conflicting claims and a
maximum deposit mnsurance amount, and second, a propor-
tional amount of the one or more tokens to remaining claims
of the plurality of conflicting claims.

[0010] In some embodiments, the plurality of conflicting
claims comprise periodic interest payments stored in the
blockchain. In some embodiments, one or more blockchain
addresses borrow tokens for a limited time 1n exchange for
interest payments deducted from another smart contract to
provide for the periodic interest payments.

[0011] In some embodiments, a trigger condition 1s met
when the plurality of conflicting claims to one or more
tokens does not reach a threshold value above the actual
value of the one or more tokens.

[0012] In some embodiments, the method further includes
periodically transferring portions of the one or more tokens
in the pool to a deposit insurance smart contract, wherein the
subset of rules include using the portions of the one or more
tokens transferred to the deposit insurance smart contract to
at least partially mitigate a deficiency between a total value
of pool and a total value of the plurality of conflicting
claims.

[0013] Insome embodiments, recerving the indication that
the trigger condition 1s met comprises recerving an indica-
tion from an oracle that an off-chain loss event has occurred
and the subset of rules resolve claims 1n favor of one or more
users 1impacted by the ofl-chain loss event.

[0014] In some embodiments, the method further includes:
periodically transierring portions of the one or more tokens
in the pool to a remnsurance smart contract; and responsive
to receiving the indication of the loss event, receiving a
reinsurance payment from the reinsurance smart contact for
losses over a threshold, wherein the subset of rules include
that outstanding claims from the plurality of conflicting
claims get a proportional amount of the pool after the
reinsurance payment has been taken nto account.

[0015] In some embodiments, the plurality of conflicting
claims 1include claims for future interest payments and
claims for future principal payments.

[0016] In some embodiments, the pool further includes an
additional smart contract with joint claims.




US 2023/0206366 Al

[0017] In some embodiments, the plurality of conflicting
claims have a hierarchy of higher priority claims and lower
priority claims, wherein the subset of rules include that
higher priority claims in the hierarchy are paid in full over
lower priority claims.

[0018] In some embodiments, the pool further includes a
second smart contract, the plurality of conflicting claims
include a claim for a borrower and a claim for a lender, and
the one or more rules include resolving, responsive to the
borrower failing to make a scheduled payment within a
specified time, the claim for the lender with prionity over the
claim for the borrower.

[0019] In some embodiments, the blockchain comprises a
plurality of nodes, wherein each node receives a definition
of the smart contract and transactions that impact the plu-
rality of conflicting claims to pool of one or more tokens,
and wherein each node maintains an independent record of
the smart contract and plurality of conflicting claims of
which 1t has been imnformed.

[0020] In some embodiments, the method further includes:
receiving, from the blockchain and prior to the trigger
condition being met, an indication that a second trigger
condition 1s met, wherein the second trigger condition being
met was determined using the one or more rules; resolving,
in response to the second trigger condition having been met,
a subset of the plurality of conflicting claims. In certain
embodiments, the distribution of the one or more tokens to
resolve the plurality of conflicting claims 1s subject to the
resolution of the subset of the plurality of conflicting claims.

[0021] Aspects of the present disclosure include a non-
transitory computer-readable medium storing instructions
that, when executed by a processor, cause the processor to
perform operations comprising: defining one or more rules
for the smart contract; storing the smart contract on a
blockchain 1n conjunction with a pool of one or more tokens
owned by the smart contract; receiving a plurality of con-
flicting claims to the pool of one or more tokens; providing
the plurality of conflicting claims to the blockchain; receiv-
ing, from the blockchain, an indication that a trigger con-
dition 1s met, wherein the trigger condition being met was
determined using the one or more rules; and receiving
information, generated using a subset of the one or more
rules, indicating a distribution of the one or more tokens to
resolve the plurality of conflicting claims, wherein the
information was generated responsive to the trigger condi-
tion being met.

[0022] Aspects of the present disclosure include a net-
worked computing system suitable for providing smart
contracts that use joint claims on tokens, the networked
computing system including: a management device config-
ured to: define and manage rules of smart contracts that use
joint claims on tokens; process transactions and record a
plurality of conflicting claims to a blockchain; store the
smart contract on the blockchain in conjunction with a pool
of one or more tokens owned by the smart contract; send
information about each claim of the plurality of conflicting
claims to a set of the plurality of nodes; and provide
information to a client device to drive a user interface; the
client device comprising a computing device configured to
interact with the smart contract; and the smart contract
comprising one or more rules for determining whether a
trigger condition 1s met, wherein the management device 1s
turther configured execute a subset of the one or more rules
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to resolve the plurality of conflicting claims responsive to
the trigger condition being met.

[0023] In some embodiments, the plurality of conflicting
claims 1s resolved using the subset of rules 1n a manner other
than proportionally to stakes of claimants.

[0024] In some embodiments, responsive to the trigger
condition being met, the subset of the rules assigns: first,
equal amounts of the one or more tokens up to a minimum
of a first claim of the plurality of conflicting claims and a
maximum deposit msurance amount, and second, a propor-
tional amount of the one or more tokens to remaining claims
of the plurality of contlicting claims.

BRIEF DESCRIPTION OF THE DRAWINGS

[0025] The disclosed embodiments have advantages and
features which will be more readily apparent from the
detailed description, the appended claims, and the accom-
panying figures (or drawings). A brief introduction of the
figures 1s below.

[0026] FIG. 1 illustrates a networked computing environ-
ment suitable for providing smart contracts that use joint
claims on tokens, according to one embodiment.

[0027] FIG. 21s a block diagram illustrating an example of
a computer suitable for use in the networked computing
environment of FIG. 1, according to one embodiment.

[0028] FIG. 3 1s a flowchart of a method for processing
jomt claims on tokens using a smart contract, according to
one embodiment.

DETAILED DESCRIPTION

[0029] The figures and the following description describe
certain embodiments by way of 1llustration only. One skilled
in the art will readily recognize from the following descrip-
tion that alternative embodiments of the structures and
methods may be employed without departing from the
principles described. Wherever practicable, similar or like
reference numbers are used 1n the figures to indicate similar
or like functionality. Where elements share a common
numeral followed by a diflerent letter, this indicates the
clements are similar or identical. A reference to the numeral
alone generally refers to any one or any combination of such
elements, unless the context indicates otherwise.

Example Systems

[0030] FIG. 1 1llustrates one embodiment of a networked
computing environment 100 suitable for providing joint
claims on tokens using smart contracts. In the embodiment
shown, the network computing environment includes a
management device 110, a client device 120, and a set of
distributed nodes 130, all connected via a network 170. In
other embodiments, the networked computing environment
100 includes different or additional elements. In addition,
the functions may be distributed among the elements 1n a
different manner than described.

[0031] The management device 110 1s a computing device
with which a user (e.g., an employee of the financial
institution) may define and manage the rules of smart
contracts. Although only one management device 110 1is
shown, 1n practice there may be any number of such devices
used by any number of users. Furthermore, 1n some embodi-
ments, more than one financial mstitution may use the same
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distributed nodes 130 to record smart contracts. Alterna-
tively, a financial institution may define or operate 1ts own
set of distributed nodes 130.

[0032] The client device 120 1s a computing device with
which a user (e.g., a customer of the financial institution)
may interact with the smart contract. In one embodiment, the
management device 110 provides information to the client
device 120 to drive a user interface (e.g., 1n an app or portal
displayed via a web browser). Using the user interface, the
user may 1nitiate transactions that result in the creation,
transter, or deletion of a claim to a token or portion of a
token. The term, “token™ can refer to any form of digital
currency, such as, but not limited to, cryptocurrency, an
clectronic coupon, an 1dentifier of another tangible or intan-
gible asset, or a virtual promissory note, etc. The manage-
ment device 110 may process the transaction and record the
claiam to a blockchain by sending information about the
claim to the set of distributed nodes 130. In contrast to
conventional cryptocurrency applications, the claim may
conflict with one or more existing claims that are already
recorded 1n the blockchain without replacing those existing,
claims. Altematively, the client device 120 may submuit
information about the claim to the distributed nodes 130
directly.

[0033] In one embodiment, a blockchain 1s a transactional
record that 1s maintained at each node of a networked
computing environment suitable for providing smart con-
tracts that use joint claims on tokens. For each blockchain
address, claims equal to the total deposits of tokens made
into the pool by that blockchain address may be recorded.
The blockchain includes groupings of transactions bundled
together 1into a “block”. When a change to the blockchain 1s
made (e.g., when a new transaction and/or block 1s created),
the nodes form a consensus as to how the change 1s
integrated into the network of distributed nodes 130. Upon
consensus, the agreed upon change 1s pushed out to each
distributed node 130 so that each node maintains a copy that
should match the copies stored by other nodes. Any change
that does not achieve a consensus may be 1gnored. Accord-
ingly, unlike a traditional, centralized ledger, a single party
cannot unilaterally alter the blockchain. In other embodi-
ments, other types of distributed ledger may be used.

[0034] The smart contract 1ncludes a set of one or more
rules for handling contlicting claims to one or more tokens
(or portions of tokens). In various embodiments, the smart
contract will initially record contlicting claims without tak-
ing further action. The rules of the smart contract include
one or more contlict resolution rules that trigger when one
or more criteria are met to resolve the conflicting claims. For
example, 1n a fractional reserve banking embodiment, con-
flicting claims to one or more tokens may be allowed to
reach a threshold value above the actual value of the one or
more tokens (e.g., three, five, or ten times the value of the
one or more tokens, etc.) and, 1f that condition 1s breached,
then each of the conflicting claims 1s resolved by assigning
non-contlicting ownership of a portion of the one or more
tokens determined based on claim settlement rules. A claim
1s non-compliant, ¢.g., “conflicting,” when a threshold value
above the actual value of the one or more tokens 1s breached
(e.g., thus a trigger condition being met).

[0035] In some embodiments, multiple trigger conditions
may be used. When a first trigger condition 1s met, a first
subset of claims are resolved, leaving a second subset of
claims unresolved and active. When a second trigger con-
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dition 1s met, the second subset of claims 1s resolved. For
example, if losses for an investment token pool exceed a first
threshold, junior claims may be cut off without a payout,
leaving senior claims to the pool active. It the losses pass a
second threshold, more semior claims may also be cut off
without a payout.

[0036] In one embodiment, claims may be settled by first
assigning equal amounts to each claim up the minimum
deposit insurance amount of the claim or the maximum
deposit insurance amount, and, thereafter, proportionally to
the remaining claims. In other words, the total settlement 11
the joint, contlicting claims 1s non-proportional to the stakes
corresponding to the individual. When a subset of rules of
the smart contract to resolve conflicting claims 1s 1 a
manner that 1s “non-proportional” to stakes of claimants, the
subset of rules assign an amount of one or more tokens up
to a mmimum deposit isurance amount of at least a first
claim and a maximum deposit msurance amount of the at
least first claim. Thereafter, the one or more tokens can be
assigned an additional non-proportional amount to a second,
third, fourth, nth, etc. claim, or a proportional amount of a
deposit insurance to any remaining claims. Various example
use cases are described in further detail below.

[0037] The distributed nodes 130 are computing devices
that record the smart contracts and claims on tokens. The
distributed nodes 130 may manage and provide a blockchain
or other type of distributed ledger. The distributed nodes 130
can also store and execute the rules set by the smart contract.
Thus, when a triggering condition of a smart contract 1s met,
one or more operations may be automatically performed by
the distributed nodes 130. In various embodiments, the
distributed nodes 130 can operate outside of the manage-
ment device 110. When an event or data relevant to a smart
contract 1s generated, relevant information may be added to
a block of the blockchain. In one embodiment, a record in
the block can include a claimant ID, assets, insurance
payments, and additional data elements associated with the
claimant. When there are contlicting claims, this can impact
the amount of tokens (or portions thereol) assigned to
various parties (e.g., customers) associated with the smart
contract. Thus, the blockchain and smart contract can coditly
and automatically enforce rules governing the resolution of
conflicting claims to a pool of tokens where the sum of
claims exceeds the value of the pool of tokens.

[0038] FIG. 1 shows three distributed nodes 130 (a first
distributed node 130A, a second distributed node 130B, and
an Nth distributed node 130N), but in practice there can (and
likely will) be many more such nodes. In various embodi-
ments, each distributed node 130 receives definitions of
smart contracts and transactions that impact claims to tokens
and maintains an independent record of the smart contracts
and claims of which it has been informed.

[0039] When a distributed node 130 receives a request to
verily a claim, (e.g., from the management device 110) 1t
confirms or denies whether the claim 1s consistent with 1ts
records. A claim 1s considered successtully verified 1f a
threshold amount of the distributed nodes 130 agree that the
claim 1s consistent with their records. For example, a Byz-
antine fault tolerance approach may be used to determine
whether suflicient nodes confirm the validity of a claim to
verily the claim. Similarly, an action defined 1n a rule of a
smart contract may be triggered i1 a threshold amount of the
distributed nodes 130 agree that a triggering condition for
the action has been met.
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[0040] The network 170 provides the communication
channels via which the other elements of the networked
computing environment 100 communicate. The network 170
can include any combination of local area and/or wide area
networks, using both wired and/or wireless communication
systems. In one embodiment, the network 170 uses standard
communications technologies and/or protocols. For
example, the network 170 can include communication links
using technologies such as Fthernet, 802.11, worldwide
interoperability for microwave access (WiMAX), 3G, 4G,
3G, code division multiple access (CDMA), digital sub-
scriber line (DSL), etc. Examples of networking protocols
used for communicating via the network 170 include mul-
tiprotocol label switching (MPLS), transmission control
protocol/Internet protocol (TCP/IP), hypertext transport pro-
tocol (HTTP), simple mail transfer protocol (SMTP), and
file transier protocol (FTP). Data exchanged over the net-
work 170 may be represented using any suitable format,
such as hypertext markup language (HTML) or extensible
markup language (XML). In some embodiments, all or some
of the communication links of the network 170 may be
encrypted using any suitable technique or techniques.

Example Use Cases

[0041] In an example banking configuration, claims of
depositors may be recorded that equal the amount of tokens
they have put into a smart contract plus interest on their
claim amount. The rules for the smart contract include that
depositors can attempt to withdraw at any time, and all
withdrawals by depositors are fulfilled at face value unless
the total tokens 1n the contract go below a specified frac-
tional reserve of the total depositor claims. The rules further
include that, 1n the event of a breach of this condition,
depositors are paid back out of the actual tokens 1n the
contract first in equal amounts up to the minimum deposit
insurance amount of their claim and the maximum deposit
isurance amount, and thereafter a proportional amount of
the one or more tokens to remaimng claims. Such an
example can include non-proportional amounts of the token
can be for one or more claims, and a remaining proportional
amount of the tokens to any remaining claims. In order to
fund the interest payments, other borrowing parties may
borrow tokens from the contract for a limited time with the
payment of interest. The interest and principal payments
may be designated to (e.g., deducted from) another “joint
claims” smart contract. Optional deposit insurance can be
implemented by a third “joint claims” smart contract that
attempts to pay the deficiency for each depositor up to some
limit 1n the event that the fractional reserve condition 1is
breached in exchange for insurance premium payments out
of the pool of tokens owned by the first smart contract.

[0042] In an example insurance configuration, customers
pay regular mnsurance premiums into a smart contract which
entitles them to certain contingent claims on the total pool of
tokens. These claims need not be proportional to the cus-
tomer’s stake, 1.e., how much premium they have paid.
These claims are activated 11 an oracle on the blockchain
coniirms an oif-chain loss event conforming to the insurance
smart contract. Remsurance can be implemented by a sec-
ond “joint claims” smart contract which gets premium
payments from the first smart contract and pays the first
smart contract an amount of losses over a given threshold.
The rules for resolving contlicting claims 1n the first contract
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include that outstanding claims get a proportional amount of
the pool of tokens after reinsurance has been taken into
account.

[0043] In an example configuration for providing securi-
tized products, investors put 1n tokens to mvest 1n certain
tranches of a pool of investments and have claims recorded
for a share of future interest payments and a future principal
payment. The pooled investments may also include joint
claims contracts such as bonds. The smart contract has
detailed rules for a cashflow waterfall that takes claims
secured from the pooled mmvestments and applies rules to
determine which 1nvestor claims will be satisfied. For
example, the senior tranche investor claims may be satisfied
first before the junior tranche mvestor claims.

[0044] In an example configuration that provides margin
loans, the smart contract has two parties, the lender and
borrower. The smart contract includes two types of assets, a
currency and a second smart contract between the two
parties. An oracle acts as a valuation agent to determine the
current value of the second smart contract. The lender and
borrower have joint claims over the holdings of the margin
loan smart contract. The rules of the margin loan smart
contract require the borrower to deposit currency equal to an
initial margin amount plus the current value of the enclosed
smart contract. If that deposit 1s not made within a specified
time, a resolution protocol 1s i1mtiated that resolves the
claims to the holdings of the margin loan smart contract 1n
tavor of the lender.

Computing System Architecture

[0045] FIG. 2 illustrates an example computer 200 suit-
able for use as a management device 110, client device 120,
or distributed node 130, according to one embodiment. The
example computer 200 includes at least one processor 202
coupled to a chipset 204. The chipset 204 includes a memory
controller hub 220 and an 1nput/output (I/O) controller hub
222. A memory 206 and a graphics adapter 212 are coupled
to the memory controller hub 220, and a display 218 1s
coupled to the graphics adapter 212. A storage device 208,
keyboard 210, pointing device 214, and network adapter 216
are coupled to the I/O controller hub 222. Other embodi-
ments of the computer 200 have different architectures.
[0046] In the embodiment shown in FIG. 2, the storage
device 208 1s a non-transitory computer-readable storage
medium such as a hard drnive, compact disk read-only
memory (CD-ROM), DVD, or a solid-state memory device.
The memory 206 holds instructions, e.g., to perform the
methods described herein, and data used by the processor
202. The pointing device 214 1s a mouse, track ball, touch-
screen, or other type of pointing device, and 1s used 1n
combination with the keyboard 210 (which may be an
on-screen keyboard) to mput data into the computer system
200. The graphics adapter 212 displays images and other
information on the display 218. The network adapter 216
couples the computer system 200 to one or more computer
networks (e.g., network 170). The types of computers used
by the entities of FIG. 1 can vary depending upon the
embodiment and the processing power required by the
entity. Furthermore, the computers can lack some of the
components described above, such as keyboards 210, graph-
ics adapters 212, and displays 218.

Example Method

[0047] FIG. 3 1llustrates one embodiment of a method 300
for processing joint claims on tokens using a smart contract.
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The steps of F1G. 3 are 1llustrated from the perspective of the
management device 110 performing the method 300. How-
ever, some or all of the steps may be performed by other
entities or components. In addition, some embodiments may
perform the steps in parallel, perform the steps in diflerent
orders, or perform different steps.

[0048] In the embodiment shown, the method 300 begins
with the management device 100 defining 310 a smart
contract. The smart contract includes one or more rules. The
rules may 1dentity a trigger condition that, if met, causes a
subset of the rules to be executed. The management device
stores 320 the smart contract on a blockchain 1n conjunction
with a pool of one or more tokens owned by the smart
contract and recerves 330 a plurality of conflicting claims to
the token pool. The management device 100 provides 340
the conflicting claims to the blockchain. One or more
non-contlicting claims to the tokens in the pool may also be
provided to the blockchain.

[0049] The nodes of the blockchain determine whether the
trigger condition for the smart contract 1s met using the one
or more rules. If the trigger condition 1s met, the manage-
ment device 110 receives 350 an indication that the trigger
condition 1s met. The management device 110 also receives
360 information indicating how to distribute the tokens 1n
the pool to resolve the contlicting claims. The information 1s
determined using the rules 1n response to the trigger condi-
tion being met. In some embodiments, the indication that the
trigger condition 1s met recerved 350 by the management
device 110 1s the information indicating how to distribute the
tokens in the pool.

Additional Considerations

[0050] Some portions of above description describe the
embodiments 1n terms ol algorithmic processes or opera-
tions. These algorithmic descriptions and representations are
commonly used by those skilled in the computing arts to
convey the substance of their work eflectively to others
skilled 1n the art. These operations, while described func-
tionally, computationally, or logically, are understood to be
implemented by computer programs comprising instructions
for execution by a processor or equivalent electrical circuits,
microcode, or the like. Furthermore, 1t has also proven
convenient at times, to refer to these arrangements of
functional operations as modules, without loss of generality.
[0051] As used herein, any reference to “one embodi-
ment” or “an embodiment” means that a particular element,
feature, structure, or characteristic described 1n connection
with the embodiment 1s included 1n at least one embodiment.
The appearances of the phrase “in one embodiment™ 1n
various places 1n the specification are not necessarily all
referring to the same embodiment. Similarly, use of “a” or
“an” preceding an element or component 1s done merely for
convenience. This description should be understood to mean
that one or more of the element or component 1s present
unless 1t 1s obvious that 1t 1s meant otherwise.

[0052] Where values are described as “approximate” or
“substantially” (or their derivatives), such values should be
construed as accurate +/-10% unless another meaning 1s
apparent from the context. From example, “approximately
ten” should be understood to mean “in a range from nine to
cleven.”

[0053] As used herein, the terms “comprises,” “compris-
ing,” “includes,” “including,” “has,” “having”™ or any other

variation thereof, are intended to cover a non-exclusive

-
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inclusion. For example, a process, method, article, or appa-
ratus that comprises a list of elements 1s not necessarily
limited to only those elements but may include other ele-
ments not expressly listed or inherent to such process,
method, article, or apparatus. Further, unless expressly
stated to the contrary, “or’” refers to an inclusive or and not
to an exclusive or. For example, a condition A or B 1s
satisfied by any one of the following: A 1s true (or present)
and B 1s false (or not present), A 1s false (or not present) and
B 1s true (or present), and both A and B are true (or present).
[0054] Upon reading this disclosure, those of skill 1n the
art will appreciate still additional alternative structural and
functional designs for a system and a process for providing
smart contracts with joint claims for a variety of applica-
tions. Thus, while particular embodiments and applications
have been 1illustrated and described, 1t 1s to be understood
that the described subject matter 1s not limited to the precise
construction and components disclosed. The scope of pro-
tection should be limited only by any claims that may
ultimately 1ssue.

What 1s claimed 1s:

1. A computer-implemented method of providing joint
claims to tokens, the method comprising:

recerving a plurality of contlicting claims to a pool of one

or more tokens 1n a distributed ledger, the pool of one
or more tokens associated with a smart contract that
includes one or more rules;

providing the plurality of conflicting claims to the dis-

tributed ledger;

receiving, from the distributed ledger, an indication that a

trigger condition 1s met, wherein the trigger condition
being met was determined using the one or more rules
that are included 1n the smart contract;

recerving information, generated using a subset of the one

or more rules, indicating a distribution of the one or
more tokens to resolve the plurality of conflicting
claims, wherein the mnformation was generated respon-
sive to the trigger condition being met; and

causing a transfer of at least some of the one or more

tokens according to the distribution indicated by the
information.
2. The method of claim 1, wherein the subset of rules
resolve the plurality of contlicting claims in a manner other
than proportionally to stakes of claimants.
3. The method of claim 1, wherein the distributed ledger
records, for each token holder, claims equal to total deposits
ol tokens made into the pool by that token holder.
4. The method of claim 1, wherein, responsive to the
trigger condition being met, the subset of the rules assigns:
first, equal amounts of the one or more tokens up to a
minimum of a first claim of the plurality of conflicting
claims and a maximum deposit insurance amount, and

second, a proportional amount of the one or more tokens
to remaining claims of the plurality of conflicting
claims.

5. The method of claim 1, wherein, the plurality of
conflicting claims comprise periodic 1nterest payments
stored 1n the distributed ledger.

6. The method of claim 1, wherein one or more users
borrow tokens for a limited time in exchange for interest
payments deducted from another smart contract to provide
for the periodic interest payments.

7. The method of claim 1, wherein a trigger condition 1s
met when the plurality of conflicting claims to one or more
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tokens does not reach a threshold value above the actual
value of the one or more tokens.
8. The method of claim 1, further comprising periodically
transierring portions of the one or more tokens 1n the pool
to a deposit insurance smart contract, wherein the subset of
rules include using the portions of the one or more tokens
transierred to the deposit insurance smart contract to at least
partially mitigate a deficiency between a total value of pool
and a total value of the plurality of conflicting claims.
9. The method of claim 1, wherein receiving the indica-
tion that the trigger condition 1s met comprises receiving an
indication from an oracle that an external loss event has
occurred and the subset of rules resolve claims in favor of
one or more users impacted by the external loss event.
10. The method of claim 9, further comprising;:
periodically transierring portions of the one or more
tokens 1n the pool to a reinsurance smart contract; and

responsive to recerving the indication of the loss event,
receiving a remsurance payment from the reinsurance
smart contact for losses over a threshold, wherein the
subset of rules include that outstanding claims from the
plurality of contlicting claims get a proportional
amount of the pool after the reinsurance payment has
been taken into account.

11. The method of claim 1, wherein the plurality of
conflicting claims include claims for future interest pay-
ments and claims for future principal payments.

12. The method of claim 1, wherein the plurality of
conilicting claims have a hierarchy of higher priority claims
and lower priornity claims, wherein the subset of rules
include that higher priority claims in the hierarchy are paid
in full over lower priority claims.

13. The method of claim 1, wherein the pool 1s further
associated with a second smart contract, the plurality of
contlicting claims include a claim for a borrower and a claim
for a lender, and the one or more rules include resolving,
responsive to the borrower failing to make a scheduled
payment within a specified time, the claim for the lender
with priority over the claim for the borrower.

14. The method of claim 1, wherein the distributed ledger
1s a blockchain that comprises a plurality of nodes, wherein
cach node receives a defimition of the smart contract and
transactions that impact the plurality of contlicting claims to
pool of one or more tokens, and wherein each node main-
tains an independent record of the smart contract and
plurality of contlicting claims of which it has been informed.

15. The method of claim 1, further comprising;:

receiving, from the distributed ledger and prior to the

trigger condition being met, an indication that a second
trigger condition 1s met, wherein the second trigger
condition being met was determined using the one or
more rules;

resolving, in response to the second trigger condition

having been met, a subset of the plurality of conflicting
claims,

wherein the distribution of the one or more tokens to

resolve the plurality of contlicting claims 1s subject to
the resolution of the subset of the plurality of contlict-
ing claims.

16. A non-transitory computer-readable medium storing
instructions that, when executed by a processor, cause the
processor to perform operations comprising:

receiving a plurality of conflicting claims to a pool of one

or more tokens 1n a distributed ledger, the pool of one
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or more tokens associated with a smart contract that
includes one or more rules;

providing the plurality of conflicting claims to the dis-

tributed ledger;

receiving, from the distributed ledger, an indication that a

trigger condition 1s met, wherein the trigger condition
being met was determined using the one or more rules
that are included 1n the smart contract;

recerving information, generated using a subset of the one

or more rules, indicating a distribution of the one or
more tokens to resolve the plurality of conflicting
claims, wherein the information was generated respon-
sive to the trigger condition being met; and

causing a transfer of at least some of the one or more

tokens according to the distribution indicated by the
information.
17. The non-transitory computer-readable medium of
claim 16, wherein, responsive to the trigger condition being
met, the subset of the rules assigns:
first, equal amounts of the one or more tokens up to a
minimum of a first claim of the plurality of conflicting
claims and a maximum deposit insurance amount, and

second, a proportional amount of the one or more tokens
to remaiming claims of the plurality of conflicting
claims.
18. The non-transitory computer-readable medium of
claim 16, further comprising periodically transferring por-
tions of the one or more tokens in the pool to a deposit
imsurance smart contract, wherein the subset of rules include
using the portions of the one or more tokens transierred to
the deposit msurance smart contract to at least partially
mitigate a deficiency between a total value of pool and a
total value of the plurality of conflicting claims.
19. The non-transitory computer-readable medium of
claim 16, wherein recerving the indication that the trigger
condition 1s met comprises recerving an 1ndication from an
oracle that an external loss event has occurred and the subset
of rules resolve claims in favor of one or more users
impacted by the external loss event, the operations further
comprising;
periodically transferring portions of the one or more
tokens 1n the pool to a remnsurance smart contract; and

responsive to recerving the indication of the loss event,
receiving a reimnsurance payment from the reinsurance
smart contact for losses over a threshold, wherein the
subset of rules include that outstanding claims from the
plurality of contlicting claims get a proportional
amount of the pool after the reinsurance payment has
been taken 1nto account.

20. The non-transitory computer-readable medium of
claim 16, wherein the operations further comprise:

recerving, ifrom the distributed ledger and prior to the

trigger condition being met, an indication that a second
trigger condition 1s met, wherein the second trigger
condition being met was determined using the one or
more rules:

resolving, 1n response to the second trigger condition

having been met, a subset of the plurality of conflicting
claims,

wherein the distribution of the one or more tokens to

resolve the plurality of conflicting claims 1s subject to
the resolution of the subset of the plurality of conflict-
ing claims.
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