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(57) ABSTRACT

Detection of a radar target from a received radar signal
includes computing a vector of filter weights dependent
upon a steering vector and determiming a threshold value
dependent upon a designated probability of false alarm. The
vector of filter weights 1s applied to samples of the recerved
radar signal at a test cell, corresponding to a test range, to
provide a filtered test signal and a test power of the filtered
test signal 1s computed. The weights are also applied to
samples of the recerved radar signal at a number of reference
cells, to produce filtered reference signals. A reference
power 1s computed from the filtered reference signals and
the radar target 1s detected at the test range when a ratio of
the test power to the reference power exceeds the threshold
value.
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ROBUST CONSTANT FALSE ALARM RATE
(CFAR) DETECTOR FOR
INTERFERENCE-PLUS-NOISE
COVARIANCE MATRIX MISMATCH

PRIORITY CLAIM

[0001] This application claims the benefit of priority under
35 U.S.C. § 119(e) to U.S. Provisional Application Ser. No.
62/743,664 entitled “Robust False Constant Alarm Rate
(CFAR) Detector for Interference-plus-noise Covariance
Matrix Mismatch™, filed on Oct. 10, 2018, the contents of

which are incorporated herein by reference 1n their entirety.

STATEMENT OF GOVERNMENT INTEREST

[0002] The mvention described herein may be manufac-
tured, used, and licensed by or for the Government of the
United States for all governmental purposes without the
payment of any royalty.

BACKGROUND

[0003] Detection of a signal of interest in a received
signal, such as a radar echo from a target, 1s made more
dificult by the presence of interference (such a clutter) and
noise 1n the received signal. The received signal down-
converted to a baseband, sampled and time gated to provide
a test vector. Cancelation or minimization of interference 1n
the test vector may be performed prior to detecting an
additive signal of interest in coherent radar applications. The
received samples in the test vector can generally be multi-
dimensional, mmvolving combinations of slow time samples,
samples from spatially separated transmit/receive elements,
transmit/recerve polarization, diflerent frequency bands eftc.
Cancelation of interference in the test vector may utilize
knowledge of the covariance matrix of the interference-plus-
noise. Since the interference-plus-noise may be time vary-
ing, cancellation of the interference may use adaptive
weilghts that are subject to gain constraints that prevent the
desired signal from being canceled are computed from the
interference-plus-noise covariance matrix.

[0004] However, the interference-plus-noise covariance
matrix of the test vector 1s generally unknown and estimates
must be obtained from models and/or from training vector
samples of interference and noise.

[0005] Many prior adaptive algorithms for the detection of
a signal 1n unknown 1nterference are based on the availabil-
ity of a set of signal-free training vectors that have the same
characteristics as the interference and noise 1n the test vector.
Algorithms are generally designed to have a Constant False
Alarm Rate (CFAR) characteristic so that a detector can set
a preset threshold to achieve a desired probability of false
alarm without knowing the interference-plus-noise covari-
ance matrix. The control of false alarms prevents receivers
from being overwhelmed by incorrect detections (1.e. false
alarms). However, the CFAR property of algorithms breaks
down when the interference-plus-noise covariance matrices
of the test vector and that of the training vectors are
mismatched. Accordingly, there 1s a need for a detection
approach that 1s robust 1n the presence of mismatch between
the covariance matrix of training vectors and the covariance
matrix of the test vector.
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BRIEF DESCRIPTION OF THE DRAWINGS

[0006] The accompanying drawings provide visual repre-
sentations which will be used to more fully describe various
representative embodiments and can be used by those skilled
in the art to better understand the representative embodi-
ments disclosed and their inherent advantages. The drawings
are not necessarily to scale, emphasis instead being placed
upon 1illustrating the principles of the devices, systems, and
methods described herein. In these drawings, like reference
numerals may identify corresponding elements.

[0007] FIG. 1 illustrates a radar detection system, 1n
accordance with a representative embodiment.

[0008] FIG. 2-3 1llustrate a robust radar detection system,
in accordance with a representative embodiment.

[0009] FIG. 4 1s a flow chart of a robust method for radar
detection, 1n accordance with a representative embodiment.

DETAILED DESCRIPTION

[0010] The various methods, systems, apparatuses, and
devices described herein generally provide methods and

apparatus for radar detection.

[0011] While this invention 1s susceptible of being embod-
ied 1n many different forms, there 1s shown in the drawings
and will herein be described 1n detail specific embodiments,
with the understanding that the present disclosure 1s to be
considered as an example of the principles of the mnvention
and not intended to limit the invention to the specific
embodiments shown and described. In the description
below, like reference numerals may be used to describe the
same, similar or corresponding parts in the several views of
the drawings.

[0012] In this document, relational terms such as first and
second, top and bottom, and the like may be used solely to
distinguish one entity or action from another entity or action
without necessarily requiring or implying any actual such
relationship or order between such entities or actions. The
terms “‘comprises,” “comprising,” “includes,” “including,”
“has,” “having,” or any other varnations thereof, are intended
to cover a non-exclusive inclusion, such that a process,
method, article, or apparatus that comprises a list of ele-
ments does not include only those elements but may include
other elements not expressly listed or inherent to such
process, method, article, or apparatus. An element preceded
by “comprises . . . a” does not, without more constraints,
preclude the existence of additional identical elements 1n the
process, method, article, or apparatus that comprises the

element.
[0013]

44

Reference throughout this document to “one
embodiment,” “certain embodiments,” “an embodiment,”
“implementation(s),” “aspect(s),” or similar terms means
that a particular feature, structure, or characteristic described
in connection with the embodiment 1s included 1n at least
one embodiment of the present invention. Thus, the appear-
ances ol such phrases or in various places throughout this
specification are not necessarily all referring to the same
embodiment. Furthermore, the particular features, struc-
tures, or characteristics may be combined in any suitable
manner i one or more embodiments without limitation.

[0014] The term “or” as used herein 1s to be interpreted as
an 1nclusive or meaning any one or any combination.
Theretore, “A, B or C” means “any of the following: A; B;
C;Aand B; Aand C; B and C; A, B and C.” An exception

to this definition will occur only when a combination of

A B 4 4
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clements, functions, steps or acts are 1n some way inherently
mutually exclusive. Also, grammatical conjunctions are
intended to express any and all disjunctive and conjunctive
combinations ol conjoined clauses, sentences, words, and
the like, unless otherwise stated or clear from the context.
Thus, the term “or” should generally be understood to mean
“and/or” and so forth.

[0015] All documents mentioned herein are hereby incor-
porated by reference in their entirety. References to items in
the singular should be understood to include i1tems 1n the
plural, and vice versa, unless explicitly stated otherwise or
clear from the text.

[0016] Recitation of ranges of values herein are not
intended to be limiting, referring instead 1individually to any
and all values falling within the range, unless otherwise
indicated, and each separate value within such a range 1s
incorporated 1nto the specification as 11 1t were imndividually
recited herein. The words “about,” “approximately,” or the
like, when accompanying a numerical value, are to be
construed as indicating a deviation as would be appreciated
by one of ordinary skill in the art to operate satistactorily for
an intended purpose. Ranges of values and/or numeric
values are provided herein as examples only, and do not
constitute a limitation on the scope of the described embodi-
ments. The use of any and all examples, or exemplary
language (“e.g.,” “such as,” or the like) provided herein, 1s
intended merely to better 1lluminate the embodiments and
does not pose a limitation on the scope of the embodiments.
No language 1n the specification should be construed as
indicating any unclaimed element as essential to the practice
of the embodiments.

[0017] For simplicity and clarity of illustration, reference
numerals may be repeated among the figures to indicate
corresponding or analogous elements. Numerous details are
set forth to provide an understanding of the embodiments
described herein. The embodiments may be practiced with-
out these details. In other instances, well-known methods,
procedures, and components have not been described in
detail to avoid obscuring the embodiments described. The
description 1s not to be considered as limited to the scope of
the embodiments described herein.

[0018] In the following description, 1t 1s understood that
terms such as “first,” “second,” “top,” “bottom,” “up,”
“down,” “above,” “below,” and the like, are words of
convenience and are not to be construed as limiting terms.
Also, the terms apparatus and device may be used inter-

changeably in this text.

[0019] Detecting a radar target in unknown interierence
and noise generally requires an estimate of the interference
plus noise covariance matrix. This enables interference to be
suppressed 1 a received test vector and the hypothesized
signal (1 present) 1s detectable above the interference.
Surveillance applications, which ivolve the testing the
received data from large numbers of cells corresponding to
different ranges and Doppler shiits, require the control of the
probability of false alarm so that radar receivers are not
overwhelmed by too many false detections (1.e. {false
alarms). In order to determine the interference plus noise
covariance matrix, secondary vectors are required for each
range/Doppler cell to be tested for a hypothesized signal.
The secondary vectors are required to contain only 1nterfer-
ence and noise (1.e. no signal) and to share the same
covariance matrix as the interference and noise in the test
cell. These conditions can be too restrictive in practice.
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Similar restrictions apply to other implementations of
Space-Time Adaptive Processing.

[0020] In general, the devices, systems, and methods
described herein provide for radar detection of targets,
where the detection has a constant probability of false alarm
even when an estimated covariance matrix used for sup-
pressing interference and noise 1s mismatched with a cova-
riance matrix of a test vector. In particular, the disclosed
approach relaxes the requirement for an exact covariance
matrix match between the interference and noise 1n the test
cell and the interference and noise 1 the secondary cells
(referred to as training cells 1n this disclosure). A signal
transformation matrix, which may be an estimate of the
covariance matrix of interference and noise of the training,
1s computed once, or infrequently, and the same matrix may
be used to suppress interference 1n multiple test cells. As a
consequence of the mismatch, residual interference remains
in the post-interference suppressed output of a test cell.
Since the interference itself 1s unknown, the residual inter-
ference 1s also unknown. In order to achieve constant false
alarm rate (CFAR) performance under conditions of mis-
match, a relatively small number of reference cells (com-
pared to the number of reference cells required to provide an
accurate estimate the covariance matrix) are required. The
reference cells enable a comparison between the residual
interference power 1n the test cell and the residual interfer-
ence power 1n the reference cells.

[0021] When the interference plus noise covariance matrix
of the test cell 1s matched with that of the reference cells,
comparison of residual interference can achieve CFAR
performance for the detector. The probability of having a
relatively small number of reference cells whose interfer-
ence 1s matched with that of the test cell 1s generally high 1n
comparison to the probability of finding a large number of
secondary cells whose interference 1s matched to that of the
test cell.

[0022] The detection performance of the detector 1is
defined by the level of mismatch between the interference-
plus-noise covarniance matrices of the test cell and the
training cells. The detection performance disclosed herein
may be used to define a performance-based metric for
computing mismatch between two covariance matrices
rather than the commonly used metric of Frebonius norm of
the covariance matrix diflerence. In general, the Frebonius
norm of the difference matrix does not provide an indicator
ol performance.

[0023] Appendix A, titled “ Analysis of Mismatched Train-
ing on False Alarm Control of AMF Algorithm’ 1s hereby
incorporated by reference herein and provides an analysis of
the effects of matrix mismatch on detection using an adap-

tive matched filter (AMF) approach.

[0024] Appendix B, titled ‘Effects of Mismatched Train-
ing on Adaptive Detection’ 1s also hereby incorporated by
reference herein and provides analysis and sample results for
the probabaility of detection under conditions of interference-
plus-noise covariance matrix mismatch for OS-CFAR and

CA-CFAR detectors.

[0025] FIG. 1 1s a block diagram of the radar detection
system, 1n accordance with the disclosure. Radar detection
system 102 may include one or more processors 110, a
memory 120, a transmitter 130, one or more antennas 132,
signal processing circuity 134, a display device 136 and a
receiver 142. Memory 120 may be commumnicatively
coupled to the one or more processors 110. The one or more
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processors 110 may include one or more central processing
units (CPUs), digital signal processors (DSPs), application
specific 1ntegrated circuits (ASICs), field programmable
gate arrays (FPGAs), or other circuitry configured to operate
in accordance with aspects of the present disclosure. The
transmitter 130 may be configured to transmit radar wave-
forms. The one or more antennas 132 may be configured to
receive reflections or echoes of the transmitted radar wave-
form. These reflections may be processed 1n signal process-
ing circuitry 134 and receiver 142,

[0026] Signal processing circuitry 134 may include vari-
ous signal processing components, such as amplifiers, ana-
log-to-digital converters, phase locked loops, mixers, a
detector, a diplexer, gain control circuitry, low noise ampli-
fiers (LNAs), other types of signal processing circuitry, or a
combination thereof. It 1s noted that the exemplary types of
signal processing circuitry described above have been pro-
vided for purposes of illustration, rather than by way of
limitation and that the specific components of a radar
detection system configured in accordance with the present
disclosure may include less signal processing components,
more signal processing components, or diflerent signal pro-
cessing components depending on the particular configura-
tion or design of the radar detection system. Display device
136 may be configured to display information, such as range
and speed, derived from the received reflections of the radar
wavelorms, such as to display information associated a
target of interest.

[0027] As shown in FIG. 1, the memory 120 may store
instructions 122 that, when executed by the one or more
processors 110, cause the one or more processors 110 to
perform operations for generating composite radar and com-
munication wavetorms in accordance with the present dis-
closure. For example, the instructions 122 may correspond
to soitware that, when executed by the one or more proces-
sors 110, causes the one or more processors 110 to generate
radar wavetorms and to detect target retlections contained
therein. Memory 120 may also store data 144.

[0028] Output radar emission 104 may be suitable for
performing radar detection operations with respect to one or
more targets of interest. For example, the output radar
emission 104 may be reflected by the one or more targets of
interest such as 140, and the reflections may be received as
echoes 106 at the one or more antennas 132. Signal pro-
cessing circuitry 134 and recerver 142 may be configured to
process the received echoes 106 to facilitate radar detection
operations with respect to the one or more targets of interest,
such as detecting and/or tracking a target of interest 140.

[0029] While aspects of the techniques described below
are suitable for implementation via software, 1t should be
understood that the approaches may be readily implemented
in hardware 11 desired. Accordingly, the present disclosure 1s
not to be limited to software implementations.

[0030] FIG. 2 illustrates a robust radar detection system
102, in accordance with a representative embodiment. In
operation, radar receiver 142 receives a radar signal, via an
antenna and signal processing circuitry for example, and
supplies the signal to switch 202. During a training period,
the received signal 1s down-converted and sampled and
passed as tramning data 204 (denoted by data matrix Y) to
filter weight computation engine 206, which 1s configured to
generate filter weights to be used during a subsequent time
period for canceling or reducing interference and noise 1n a
received signal. During the subsequent time period, the radar
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detection system 102 1s configured to detect targets and the
switch passes the received vector 208 (vector z) to detection
engine 210, where z 1s obtained by down-converting and
sampling the received radar signal.

[0031] During the training period, training data 204 1is
used to mverse covariance matrix computation block 212 to
produce a signal transformation matrix 214, denoted as T~".
In one embodiment, signal transformation matrix 214 1is
computed as proportional to the inverse covariance matrix of
the training data Y, according to

T=(ry) L, (1)

where the superscript ‘H’ denotes a conjugate transpose.
Alternatively, the signal transformation matrix may be com-
puted as a pseudo-inverse of the matrix YY* . For example,
an eigen decomposition of the matrix of training data is
denoted as

YY?=Udiag{d,d,, . . ., da VU, (2)

where U 1s a unitary matrix, ‘diag’ denotes a diagonal matrix
formed from the arguments, and the eigenvalues d, are
ordered from largest to smallest. An example pseudo-inverse
1s g1ven by

T '=Udiag{0, ... ,0d, ., 'd, >\ ..., dy U7, (3)

which 1s a projection onto a noise-only subspace of the
training data. The projection reduces the dominant interter-
ence components.

[0032] The signal transformation matrix may be estimated
by other means, such as a model of the interference and
noise. An aspect of the disclosed detector 1s that the signal
transformation matrix need not be matched with the inverse
covariance matrix of the test vector.

[0033] For each hypothesis or steering vector 216 (s), the
steering vector 1s multiplied by the transformation matrix in
multiplier 218 to provide a weight vector 220 (w), according
to

w=T"1s . (4)

[0034] When a projection matrix, such as that given 1n
equation (3), 1s used, the subspace 1s required to include the
steering vector s. The weight vectors w, for each steering
vector s, may be stored in memory 120 for later use.
[0035] During a subsequent detection period, detection
engine 210 uses the weight vector 220 (w) and the received
vector 208 (z) to provide a target decision as signal 222.
[0036] A feature of detection engine 210 1s that the target
decision 222 has a constant false alarm rate (CFAR), (i.e. a
constant probability of false alarm) even when the transior-
mation matrix 214 used 1n the computation of weight vector
220 1s mismatched with the mnverse covariance matrix of
interference and noise 1in received vector 208. This 1s dis-
cussed 1n more detail below.

[0037] In one embodiment, a target 1s detected when

Wz, 2 >nG{ (W Z) (w7 2)™}, (3)

where |w7z,|° is a test power of the filtered (weighted)
signal at a test cell, the symbol denotes a Hadamard or Schur
(element-by-element) product, Z={z,,z,, . . . , Z,,} is a
matrix of current reference vectors z,, 1 1s a threshold value,
and the function G maps a vector quantity to a scalar value.
The test cell corresponds to a hypothesized range and
Doppler shift of a target. In turn, the hypothesized range
corresponds to a hypothesized time-of-flight or lag for the
received vector relative to the emitted radar signal. Simi-
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larly, each reference vector z, corresponds to a received
vector at a given reference cell that, in turn, corresponds to
a different range and/or Doppler shiit.

[0038] For a set of M reference vectors, equation (5) can
be written as
w7z, 17> GIwz, 12, 1wz, 1%, .. Iwz,9), (6)

where |w'“z,1” is a test power of the filtered (weighted)
signal in the test cell and G(Iw"z,17,Iw"z,1°, . . . ,Iw7Z,1%)
a reference power computed from the filtered signal at M
reference cells. In this approach there 1s no assumption that
the signal transformation matrix T~' matches the inverse
covariance matrix at the test lag. It 1s noted that the threshold
value 1 and the function G may be scaled provided that the
value of their product 1n equation (4) remains the same.

[0039] Equivalently, a target 1s detected when the ratio of
test power to reference power 1s greater than the threshold,
1.€.

2
|WH 20| (7)

G((wH Z)n(wH Z)7) ~

[0040] A feature of the disclosed method 1s that the

relationship between the threshold value m and the false
alarm rate 1s known. As a result, the threshold value may be
set to yield a desired false alarm rate.

[0041] In one embodiment, the function G 1s computed as
M (8)
G(Iw" 211", Wzl |WHZM|2) = Z Ak
k=1
[0042] FIG. 3 1s a block diagram of a detection engine 210

of CFAR radar detector 1n accordance with the disclosure. A
receirved vector 208, after down-conversion to baseband and
sampling, 1s mput to detection engine 210 and through a
series of delay elements 304, 304' to provide vectors at a
number of different time lags. These time lags, relative to a
time of transmission, correspond to different ranges to a
target. The series of delay elements constitutes a data bufler
and may be implemented as such. Delayed vectors to be
used as reference vectors are multiplied by the weight vector
w 1n block 306, and a magmtude-squared of the complex
result 1s computed at block 308 to provide powers of the
reference vectors. These powers are passed to vector-to-
scalar unit 310 that 1s configured to implement the function
G and provide reference power 312. The received vector 1n
the test cell, which has been delayed by an amount corre-
sponding to a hypothesized range, 1s multiplied by the
weight vector 1n block 314 to provide a complex filtered
signal and a magnitude-squared of the complex filtered
signal 1s computed at block 316 to provide test power 318.

[0043] The reference power 312 1s scaled by the threshold
value m 1n multiplier 320 to provide scaled reference power
322. The scaled reference power 322 and the test power 318
are compared in comparator 324 to provide final decision
signal 222. When the test power exceeds the scaled refer-
ence power, decision signal 22 indicates that a target is
detected. Otherwise, the signal 222 indicates that no target
1s detected.
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[0044] It 1s noted that the delay element 304 may have
different values, in which case the reference vectors are
taken from non-uniformly spaced time lags. For example,
lags 304' may be greater than lags 304 to allow for situations
where a target return 1s spread across several lags or cells.

[0045] FIG. 4 1s a flow chart of a method 400 for CFAR
detection 1n accordance with the disclosure. Following start
block 402, a signal transformation matrix 1s computed from
training vectors at block 404. The training vectors may be
collected during a period when no target 1s present, for
example. The signal transformation matrix may be com-
puted as the imverse covariance matrix of the traiming
vectors, or a scaled version thereof. At block 406, a steering
vector (s) 1s selected corresponding to an expected radar
return when a target 1s present. The weight vector 1s
retrieved at block 408. This may be done by applying signal
transformation matrix to the steering vector. Alternatively,
the weight vectors may be computed prior to detection, in
which case the weight vectors may be indexed. At block 410,
the weight vector 1s applied to a ranged gated (time gated)
test vector, corresponding to a test range, and to reference
vectors corresponding to other ranges. At block 412, a
reference power 1s computed from the weighted reference
vectors and scaled by a threshold value m and, at block 414,
a test power 1s computed from the weighted test vector. The
test power and scaled reference power are compared at block
416. A target 1s detected when the test power exceeds the
scaled reference power. This process 1s repeated for each test
range cell and for each steering vector. Thus, when all of the
test range cells have been checked, as depicted by the
negative branch from decision block 418, flow continues to
decision block 420. Otherwise, as depicted by the positive
branch from decision block 418, flow returns to block 410.
When all steering vectors have been tested, as depicted by
the negative branch from decision block 420, the process
terminates at block 422. Otherwise, as depicted by positive
branch from decision block 420, flow returns to block 406
to select the next steering vector.

[0046] The probability of false alarm (P, ) 1s related to the
threshold value m by the relation

Pr=0o Toa( 1 Ho)ll g A 11Ho, G(q)=4)dt]dg 9)

where 5 ,(qIH,) 1s the probability density function for the
combined output G(q)=q from the M reference cells, 1 (t
H_.G (q) =q) conditional probability density function of the
scalar output t from the test cell. Ho denotes the hyposthesis
that a target in present in the test cell. This expression can
be used to select the threshold value v that provides a
desired probability of false alarm.

[0047] In equation (9), the mner mtegral gives the prob-
ability that the test cell output t exceeds the threshold mq.
conditioned on the hypothesis H, and the combined output
from the M reference cells. The outer integral 1n equation (9)
removes the conditioning G(q)=q, by averaging the condi-
tional probability of false alarm over the probability density
function of the output produced from the reference cells
te.(Q1H) to obtain the overall probability of false alarm,
without any conditioning.

[0048] Under the hypothesis H,, the scalar output pro-
duced trom each of the M reference cells has the same

probability density function as the corresponding output of
the test cell.

[0049] It 1s known that the sum of M statistically inde-
pendent and 1dentically distributed normal random variables
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1s distributed as a central Chi-squared random variable with
M complex degrees of freedom (1.e. 2M real degrees of
freedom). Thus, for a cell averaging CFAR (CA-CFAR)
implementation, which sums the M scalar outputs produced
from the reference cells according to equation (8), the
combined output from the reference has the probability
density function

H M, 10
Je@)(@| Ho) = T D° s
[0050] In this special case, the probability of false alarm

P, and threshold scaling factor  are related by

1 (11)
(1+p¥

Pry =

This can be rearranged as
M=(Pry)™M-1. (12)

[0051] This enables the threshold value II to be set for a
desired probability of false alarm.

[0052] In alternative embodiment, where a different func-
tion G 1s used in the CFAR mmplementation, a diflerent
probability density function would result, but the relation-
ship between the probability of false alarm and threshold
value may be derived 1n a similar manner. For example the
function G may be implemented as order statistic (OS)-
CFAR such as a median value.

[0053] Appendix C, titled ‘Robust CFAR Detector for
Interference-plus-noise Covariance Matrix Mismatch’, 1s
hereby incorporated by reference herein and provides a more
detailed description of the detector.

[0054] The above systems, devices, methods, processes,
and the like may be realized 1n hardware, software, or any
combination of these suitable for a particular application.
The hardware may include a general-purpose computer
and/or dedicated computing device. This includes realiza-
fion 1n one or more microprocessors, microcontrollers,
embedded microcontrollers, programmable digital signal
processors or other programmable devices or processing
circuitry, along with internal and/or external memory. This
may also, or instead, include one or more application
specific mtegrated circuits, programmable gate arrays, pro-
grammable array logic components, or any other device or
devices that may be configured to process electronic signals.
It will further be appreciated that a realization of the
processes or devices described above may include com-
puter-executable code created using a structured program-
ming language such as C, an object oriented programming
language such as C++, or any other high-level or low-level
programming language (including assembly languages,
hardware description languages, and database programming,
languages and technologies) that may be stored, compiled,
or executed to run on one of the above devices, as well as
heterogeneous combinations ol processors, processor archi-
tectures, or combinations of different hardware and soft-
ware. In another implementation, the methods may be
embodied 1n systems that perform the steps thereof, and may
be distributed across devices 1n a number of ways. At the
same time, processing may be distributed across devices
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such as the various systems described above, or all of the
functionality may be integrated into a dedicated, standalone
device or other hardware. In another implementation, means
for performing the steps associated with the processes
described above may include any of the hardware and/or
soltware described above. All such permutations and com-
binations are intended to fall within the scope of the present
disclosure.

[0055] FEmbodiments disclosed herein may include com-
puter program products comprising computer-executable
code or computer-usable code that, when executing on one
or more computing devices, performs any and/or all of the
steps thereol. The code may be stored 1n a non-transitory
fashion 1 a computer memory, which may be a memory
from which the program executes (such as random-access
memory associated with a processor), or a storage device
such as a disk drive, flash memory or any other optical,
clectromagnetic, magnetic, infrared or other device or com-
bination of devices. In another implementation, any of the
systems and methods described above may be embodied 1n
any suitable transmission or propagation medium carrying
computer-executable code and/or any inputs or outputs from
same.

[0056] It will be appreciated that the devices, systems, and
methods described above are set forth by way of example
and not of limitation. Absent an explicit indication to the
contrary, the disclosed steps may be modified, supple-
mented, omitted, and/or re-ordered without departing from
the scope of this disclosure. Numerous variations, additions,
omissions, and other modifications will be apparent to one
of ordinary skill 1n the art. In addition, the order or presen-
tation ol method steps 1n the description and drawings above
1s not intended to require this order of performing the recited

steps unless a particular order 1s expressly required or
otherwise clear from the context.

[0057] The method steps of the implementations described
herein are mntended to include any sutable method of
causing such method steps to be performed, consistent with
the patentability of the following claims, unless a different
meaning 1s expressly provided or otherwise clear from the
context. So, for example performing the step of X 1ncludes
any suitable method for causing another party such as a
remote user, a remote processing resource (e.g., a server or
cloud computer) or a machine to perform the step of X.
Similarly, performing steps X, Y, and 7Z may include any
method of directing or controlling any combination of such
other individuals or resources to perform steps X, Y, and Z
to obtain the benefit of such steps. Thus, method steps of the
implementations described herein are intended to include
any suitable method of causing one or more other parties or
entities to perform the steps, consistent with the patentability
of the following claims, unless a different meaning 1is
expressly provided or otherwise clear from the context. Such
parties or entities need not be under the direction or control
of any other party or entity, and need not be located within
a particular jurisdiction.

[0058] It should further be appreciated that the methods
above are provided by way of example. Absent an explicit
indication to the contrary, the disclosed steps may be modi-
fied, supplemented, omitted, and/or re-ordered waithout
departing from the scope of this disclosure.

[0059] It will be appreciated that the methods and systems
described above are set forth by way of example and not of
limitation. Numerous variations, additions, omissions, and
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other modifications will be apparent to one of ordinary skill
in the art. In addition, the order or presentation of method
steps 1n the description and drawings above 1s not intended
to require this order of performing the recited steps unless a
particular order 1s expressly required or otherwise clear from
the context. Thus, while particular embodiments have been
shown and described, 1t will be apparent to those skilled 1n
the art that various changes and modifications 1n form and
details may be made therein without departing from the
scope of this disclosure and are intended to form a part of the
disclosure as defined by the following claims, which are to
be interpreted 1n the broadest sense allowable by law.

[0060] The various representative embodiments, which
have been described 1n detail herein, have been presented by
way ol example and not by way of limitation. It will be
understood by those skilled in the art that various changes
may be made in the form and details of the described
embodiments resulting in equivalent embodiments that
remain within the scope of the appended claims.

What 1s claimed 1is:

1. A method for detecting a radar target, the method
comprising;

computing a signal transformation matrix T~ from a

matrix Y of training vectors as m T-=(YY*)T, denotes

a conjugate transpose ol the matrix Y and the symbol
‘T’ denotes a matrix mverse or pseudo-inverse;

computing a vector w of filter weights dependent upon a
steering vector s as w=T""'s;

determining a threshold value 1 dependent upon a des-
ignated probability of false alarm P, ;

filtering a received radar signal using the vector of filter
weights to provide a plurality of filtered radar signals as
w'’z . where w”’ denotes a conjugate transpose of the
vector w of filter weights and z, 1s a vector of samples
of the received radar signal at an n” range/Doppler cell;

computing a test power of the filtered radar signal at a test
cell corresponding to a test range for the radar target as

Wz,

computing a relference power G from a power of the
filtered radar signals |w*z,|* at a plurality M of refer-
ence cells, mndexed by k, corresponding to reference
ranges for the radar target other than the test range,
where the reference cells are mndexed by k; and

detecting the radar target at the test range when a ratio of
the test power to the reference power exceeds the
threshold value according to

2
|WHZ¢)|

3 2 3
G(wHz |, W za|”, ..., W 2 |7)

> 1,

where the threshold value 1 1s determined from the prob-
ability P, of false alarm.

2. The method of claim 1, where the radar target 1s
detected at the test range when [w”z,">nG(Ilw"z,|°,
'wz,1°, ... Iw"7z,,%), which comprises a comparison of the
test power |w%,1* to the reference power G scaled by the

threshold value m.

3. The method of claim 1, where the reference power 1s
computed from the power of the filtered radar signals
'wz,|” at M reference cells as
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M
G(Iw" z |2) = Z w2 I*,
k=1

and where the threshold value m 1s determined from the
probability P, of false alarm. through the equality

1
(1+m"

Praq =

4. The method of claim 1, where computing the reference
power comprises computing an order statistic of the power

of the filtered radar signals |w"'z,|” at M reference cells.

5. A non-transitory computer readable medium containing,
programming instructions that, when executed on a proces-
sor, perform the method of claim 1.

6. A method for detecting a radar target from a recerved
radar signal, the method comprising:

computing a vector of filter weights dependent upon a

steering vector;

determining a threshold value dependent upon a desig-

nated probability of false alarm;

applying the vector of filter weights to samples of the

received radar signal at a test cell, corresponding to a
test range, to provide a filtered test signal;
computing a test power of the filtered test signal;
applying the vector of filter weights to samples of the
received radar signal at a plurality of reference cells, to
produce a plurality of filtered reference signals;

computing a reference power from the plurality of filtered
reference signals; and

detecting the radar target at the test range when a ratio of

the test power to the reference power exceeds the
threshold value.

7. The method of claim 6, where computing the vector of
filter weights comprises computing a product of the steering
vector with a signal transformation matrix.

8. The method of claim 7, turther comprising computing,
the signal transformation matrix as an verse covariance
matrix of a set of tramning vectors prior to receiwving the
samples at the test cell and the reference cells.

9. The method of claim 8, where the inverse covariance
matrix of the set of training vectors 1s mismatched with an
inverse covariance matrix of interference and noise 1n the
samples of the received radar signal at the test cell.

10. The method of claim 7, where the signal transforma-
tion matrix 1s independent of the samples at the test cell and
the samples at the reference cells.

11. The method of claim 6, where computing the reference
power comprises summing powers of the plurality of filtered
reference signals.

12. The method of claim 6, where computing the refer-
ence power comprises ordering powers of the plurality of
filtered reference signals.

13. The method of claim 6, where detecting the radar
target at the test cell when the ratio of the test power to the
reference power exceeds the threshold value comprises:

scaling the reference power by the threshold value to

provide a scaled reference power; and

detecting the radar target when the test power 1s greater

than the scaled reference power.
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14. A radar system for detecting a target, where the target
1s detected with a specified probability of false alarm, the
system comprising:

a filter weight computation engine configured to compute

a vector of filter weights dependent upon a steering
vector and a transformation matrix;

a memory for storing the vector of filter weights;

a filter configured to produce a filtered radar signal by
applying the vector of filter weights to samples of a
received radar signal; and

a processor configured to:
compute a threshold value dependent upon the speci-

fied probability of false alarm:;
compute a test power from a power of the filtered radar
signal at a test cell corresponding to a test range;
compute a reference power from a power of the filtered
radar signal at a plurality of reterence cells other than
the test cell; and
detect the radar target at the test range when a ratio of
the test power to the reference power exceeds a
threshold value.

15. The radar system of claim 14, where the vector of filter
weilghts 1s computed as a product of the steering vector with
a signal transformation matrix.

16. The radar system of claim 15, where the signal
transformation matrix 1s computed as an mverse covariance
matrix of a set of traiming vectors prior to the radar signal
being received.
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17. The radar system of claim 16, where the inverse
covarlance matrix ol the set of traiming vectors 1s mis-
matched with an inverse covariance matrix of interference
and noise 1n the test cell.

18. The radar system of claim 14, where the signal
transformation matrix 1s independent of the recerved radar
signal.

19. The radar system of claim 14, where the processor 1s
configured to compute the reference power as a sum of the
power of the filtered radar signal at the plurality of reference
cells.

20. The radar system of claim 14, where the processor 1s
configured to compute the reference power as an order
statistic of the power of the filtered radar signal at the
plurality of reference cells.

21. The radar system of claim 14, where the processor 1s
configured to detect the radar target at the test cell when the
ratio of the test power to the reference power exceeds the

threshold value by:

scaling the reference power by the threshold value to
provide a scaled reference power; and

detecting the radar target when the test power 1s greater
than the scaled reference power.

% o *H % x
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