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SESSION ESTABLISHMENT METHOD AND
SYSTEM, AND DEVICE

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application 1s a continuation of U.S. patent applica-
tion Ser. No. 16/861,662, filed on Apr. 29, 2020, which 1s a
continuation of International Application No. PCT/CN2018/
110593, filed on Oct. 17, 2018, which claims priority to
Chinese Patent Application No. 201711052952 .8, filed on
Oct. 30, 2017. All of the alore-mentioned patent applications
are hereby incorporated by reference in their entireties.

TECHNICAL FIELD

Example embodiments relate to the field of communica-

tions technologies, and 1n particular, to a session establish-
ment method and system, and a device.

BACKGROUND

With the development of mobile communications tech-
nologies, internet of things (IoT) marked by “internet of
everything” has imitiated a new round of industrial revolu-
tion. As an extension of the internet of things technology in
the field of intelligent transportation systems, internet of
vehicles uses technologies such as wireless communication
and sensor detection to collect information such as vehicles,
roads, and environments, and implements an integrated
network of intelligent transportation management and con-
trol, intelligent vehicle control, and ntelligent dynamic
information service through vehicle-to-vehicle (V2V) com-
munication and vehicle-to-infrastructure (V21I) communica-
tion. In recent years, the market of the internet of vehicles
has been growing explosively and has great potential.

The 35th generation (5G) technical specification (I'S)
22186 summarizes application requirements for and sce-
narios of the internet of vehicles. There are four main
scenarios: a platooning service, a remote driving service, a
sensor data sharing service scenario, and an automatic
driving service scenario. The platooning service 1s currently
a most valued service. In a platooning service scenario, a
specific quantity of vehicles forms a platoon travelling on a
road. Similar to a train, a leading vehicle (the first vehicle)
1s responsible for management of the entire platoon, distri-
bution of driving information, and communication between
the platoon and the outside (for example, an application
server). In a high-speed driving process, a shortest distance
between vehicles 1n the platoon may be approximately 1 m.
Therefore, a typical advantage of platooming 1s that road
utilization can be greatly improved, and congestion can be
alleviated. Because a distance between two vehicles 1n the
platoon 1s quite small, a latency of the vehicle-to-vehicle
communication 1s required to be small enough. Currently,
TS 22186 requires that an end-to-end latency of vehicle-to-
vehicle communication 1n a platoon 1s within 10 ms. In
addition, another typical feature of platooning 1s that a
length of a platoon cannot be excessively long. Currently,
the 3rd generation partnership project (3GPP) requires that
a quantity ol vehicles does not exceed 19. In a case of an
extremely long truck, the quantity may be smaller. This
means that a maximum length of the platoon i1s approxi-
mately 300 m.

In the existing techniques, when selecting a user plane
resource for a vehicle 1n a platoon, a network side does not
consider a feature of group communication such as platoon-
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ing. As a result, although vehicles 1n a platoon are close to
cach other, the network side still selects diflerent user plane

function (UPF) entities for the vehicles. Consequently, data
forwarding between diflerent UPF entities corresponding to
the vehicles needs to be performed for vehicle-to-vehicle
communication, and a low-latency requirement of group
communication cannot be met.

SUMMARY

Embodiments of this application provide a session estab-
lishment method and system, and a device, to meet a
low-latency requirement of group communication.

To achieve the foregoing objective, the embodiments of
this application provide the following technical solutions:

According to a first aspect, a session establishment
method 1s provided, where the method includes: obtaining,
by a mobility management entity, group 1dentification infor-
mation of a group to which a terminal belongs; determining,
by the mobility management entity based on the group
identification information, a session management entity that
serves the group to which the terminal belongs; and sending,
by the mobility management entity, the group identification
information to the session management entity, where the
group 1dentification information 1s used to determine a user
plane function enftity that serves the group to which the
terminal belongs. Based on the session establishment
method provided in this embodiment of this application,
after determining, based on the group identification infor-
mation, the session management entity that serves the group
to which the terminal belongs, the mobility management
entity may send the group identification information to the
session management entity, and the session management
entity determines, based on the group identification infor-
mation, the user plane function entity that serves the group
to which the terminal belongs. In other words, for terminals
in group communication, a network side selects a same user
plane function entity for the terminals 1n the group based on
the group 1dentification information, so that during commu-
nication between the terminals in the group, forwarding data
between different user plane function entities corresponding
to the terminals 1s not needed. Therefore, a low-latency
requirement of group communication can be met.

In a possible implementation, the determining, by the
mobility management entity based on the group identifica-
tion information, a session management entity that serves
the group to which the terminal belongs includes: sending,
by the mobility management entity, a session management
entity request message to a database entity, where the
session management entity request message 1s used to
request information about the session management entity
that serves the group to which the terminal belongs; and
receiving, by the mobility management entity, a session
management entity response message from the database
entity, where the session management entity response mes-
sage carries the information about the session management
entity that serves the group to which the terminal belongs. In
other words, the information about the session management
entity that serves the group to which the terminal belongs
may be prestored 1in the database entity.

In a possible implementation, the determining, by the
mobility management entity based on the group identifica-
tion information, a session management entity that serves
the group to which the terminal belongs includes: sending,
by the mobility management entity, the session management
entity request message to the database entity, where the
session management entity request message 1s used to
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request the information about the session management entity
that serves the group to which the terminal belongs; receiv-
ing, by the mobility management entity, the session man-
agement entity response message ifrom the database entity,
where the session management entity response message 1s
used to indicate that there 1s no information about the session
management entity that serves the group to which the
terminal belongs; and determining, by the mobility manage-
ment entity, the session management entity that serves the
group to which the terminal belongs. In other words, when
there 1s no mformation about the session management entity
that serves the group to which the terminal belongs 1n the
database entity, the mobility management entity may select
the session management entity that serves the group to
which the terminal belongs.

In a possible implementation, after the determining, by
the mobility management entity, the session management
entity that serves the group to which the terminal belongs,
the method further includes: sending, by the mobility man-
agement entity, a notification message to the database entity,
where the notification message 1s used to instruct the data-
base enfity to store a correspondence between the group
identification information and the information about the
session management entity. In this way, when a mobility
management entity that serves another terminal 1n the group
subsequently determines a session management entity that
serves a group to which the terminal belongs, the mobility
management entity may obtain, from the database entity,
information about the session management entity that serves
the group to which the terminal belongs.

In a possible implementation, after the determining, by
the mobility management entity, the session management
entity that serves the group to which the terminal belongs,
the method further includes: storing, by the mobility man-
agement entity, the mnformation about the session manage-
ment entity mto a context of the terminal. In this way, when
subsequently determining the session management entity
that serves the group, the mobility management entity may
determine, from the context of the terminal 1n the mobaility
management entity, the information about the session man-
agement enfity that serves the group.

In a possible implementation, the determining, by the
mobility management entity based on the group identifica-
tion information, a session management entity that serves
the group to which the terminal belongs includes: determin-
ing, by the mobility management entity based on the group
identification information and the context of the terminal,
the session management entity that serves the group to
which the terminal belongs, where the context of the termi-
nal includes the information about the session management
entity that serves the group to which the terminal belongs. In
other words, the information about the session management
entity that serves the group to which the terminal belongs
may be prestored mnto the context of the terminal i the
mobility management entity.

In a possible implementation, the obtaining, by a mobaility
management entity, group identification information of a
group to which a terminal belongs includes: obtaining, by
the mobility management entity, the context of the terminal,
where the context of the terminal includes the group 1den-
tification information of the group to which the terminal
belongs. In other words, the group 1dentification information
of the group to which the terminal belongs may be prestored
into the context of the terminal 1n the mobility management
entity.

In a possible implementation, before the obtaining, by the
mobility management entity, the context of the terminal, the
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method further includes: recerving, by the mobility manage-
ment entity, a registration request from the terminal, where
the registration request carries an identity of the terminal;
obtaining, by the mobility management entity, subscription
data of the terminal from the database entity based on the
identity of the terminal, where the subscription data includes
the group 1dentification information of the group to which
the terminal belongs; and storing, by the mobility manage-
ment entity, the group 1dentification information of the group
to which the terminal belongs into the context of the
terminal.

In a possible implementation, before the obtaining, by the
mobility management entity, the context of the terminal, the
method further includes: recerving, by the mobility manage-
ment entity, the group identification information of the group
to which the terminal belongs from the database entity; and
storing, by the mobility management entity, the group 1den-
tification information of the group to which the terminal
belongs into the context of the terminal.

In a possible implementation, the obtaining, by a mobility
management entity, group identification information of a
group to which a terminal belongs includes: receiving, by
the mobility management entity, the group identification
information of the group to which the terminal belongs from
the database entity. In other words, the group identification
information of the group to which the terminal belongs may
be obtained from the database entity side.

In a possible implementation, the obtaining, by a mobility
management entity, group identification information of a
group to which a terminal belongs includes: receiving, by
the mobility management entity, a session establishment
request from the terminal, where the session establishment
request carries the group identification information of the
group to which the terminal belongs. In other words, the
group 1dentification mformation of the group to which the
terminal belongs may be obtained from the terminal side.

According to a second aspect, a session establishment
method 1s provided, where the method includes: receiving,
by a session management entity, group 1dentification infor-
mation of a group to which a terminal belongs from a
mobility management entity; determining, by the session
management entity based on the group identification infor-
mation, a user plane function entity that serves the group to
which the terminal belongs; and sending, by the session
management entity, path information to the user plane entity,
where the path information 1s used to establish a user plane
path of the terminal. Based on the session establishment
method provided 1n this embodiment of this application, the
session management entity may receive the group i1dentifi-
cation information from the mobility management entity,
and determine, based on the group identification informa-
tion, the user plane function entity that serves the group. In
other words, for terminals 1n group communication, a net-
work side selects a same user plane function entity for the
terminals in the group based on the group identification
information, so that during communication between the
terminals 1n the group, forwarding data between different
user plane function entities corresponding to the terminals 1s
not needed. Therefore, a low-latency requirement of group
communication can be met.

In a possible implementation, the determining, by the
session management entity based on the group 1dentification
information, a user plane function entity that serves the
group to which the terminal belongs includes: sending, by
the session management entity, a user plane function entity
request message to a database entity, where the user plane
function entity request message 1s used to request informa-
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tion about the user plane function entity that serves the group
to which the terminal belongs; and receiving, by the session
management entity, a user plane function entity response
message from the database entity, where the user plane
function entity response message carries the information
about the user plane function entity that serves the group to
which the terminal belongs. In other words, the information
about the user plane function entity that serves the group to
which the terminal belongs may be prestored in the database
entity.

In a possible implementation, the determining, by the
session management entity based on the group 1dentification
information, a user plane function entity that serves the
group to which the terminal belongs includes: sending, by
the session management entity, a user plane function entity
request message to a database entity, where the user plane
function entity request message 1s used to request informa-
tion about the user plane function entity that serves the group
to which the terminal belongs; receiving, by the session
management enfity, a user plane function entity response
message ifrom the database entity, where the user plane
function entity response message 1s used to indicate that
there 1s no 1information about the user plane function entity
that serves the group to which the terminal belongs; and
determining, by the session management entity, the user
plane function entity that serves the group to which the
terminal belongs. In other words, when there 1s no informa-
tion about the user plane function entity that serves the group
to which the terminal belongs 1n the database entity, the
session management entity may select the user plane func-
tion entity that serves the group to which the terminal
belongs.

In a possible implementation, after the determining, by
the session management entity, the user plane function entity
that serves the group to which the terminal belongs, the
method further includes: sending, by the session manage-
ment entity, a notification message to the database entity,
where the notification message 1s used to instruct the data-
base entity to store a correspondence between the group
identification information and the information about the user
plane function entity. In this way, when subsequently deter-
mimng the user plane function entity that serves the group,
the session management entity may obtain, from the data-
base entity, the information about the user plane function
entity that serves the group.

In a possible implementation, the notification message 1s
turther used to instruct the database entity to store a corre-
spondence between the group 1dentification information and
information about the session management entity. In this
way, when subsequently determining the user plane function
entity that serves the group to which the terminal belongs,
the session management entity may obtain, from the data-
base entity, the information about the user plane function
entity that serves the group to which the terminal belongs.

In a possible implementation, after the determining, by
the session management entity, the user plane function entity
that serves the group to which the terminal belongs, the
method further includes: storing, by the session management
entity, the information about the user plane function entity
into a context of the terminal. In this way, when subse-
quently determining the user plane function enftity that
serves the group, the session management entity may deter-
mine, from the context of the terminal in the session
management entity, the information about the user plane
function entity that serves the group to which the terminal
belongs.
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In a possible implementation, the determining, by the
session management entity based on the group 1dentification
information, a user plane function entity that serves the
group to which the terminal belongs includes: determining,
by the session management entity based on the group
identification information and the context of the terminal,
the user plane function entity that serves the group to which
the terminal belongs, where the context of the terminal
includes the information about the user plane function entity
that serves the group to which the terminal belongs. In other
words, the information about the user plane function entity
that serves the group to which the terminal belongs may be
prestored into the context of the terminal in the session
management entity.

According to a third aspect, a handover method 1s pro-
vided, where the method includes: receiving, by a session
management entity, a handover request from a {irst access
device, where the first access device 1s an access device
currently accessed by a first terminal; obtaining, by the
session management entity based on the handover request,
terminal information 1n a group to which the first terminal
belongs; determining, by the session management entity, a
target user plane function entity that serves the group to
which the first terminal belongs; and sending, by the session
management entity, path information to the target user plane
function entity, where the path information 1s used to estab-
lish a user plane path of a terminal 1n the group to which the
first terminal belongs. Based on the handover method pro-
vided 1n this embodiment of this application, when a termi-
nal 1 the group i1s handed over, terminals in the group to
which the terminal belongs may be migrated in batches, to
ensure that all the terminals 1n the group are served by a
same user plane function entity, and throughout communi-
cation between the terminals in the group, forwarding data
between different user plane function entities corresponding
to the terminals 1s not needed. Therefore, a low-latency
requirement of group communication can be met.

In a possible implementation, the obtaining, by the ses-
sion management entity based on the handover request,
terminal information in a group to which the first terminal
belongs includes: obtaming, by the session management
entity, a context of the first terminal based on the handover
request, where the context of the first terminal includes
group 1dentification information of the group to which the
first terminal belongs; and determining, by the session
management entity based on the group 1dentification infor-
mation, the terminal information in the group to which the
first terminal belongs.

In a possible implementation, the obtaining, by the ses-
sion management entity based on the handover request,
terminal information 1n a group to which the first terminal
belongs includes: determining, by the session management
entity based on the handover request, that the terminal
information 1n the group to which the first terminal belongs
needs to be obtained; sending, by the session management
entity, an obtaining request to a database entity, where the
obtaining request 1s used to request to obtain the terminal
information in the group to which the first terminal belongs;
and recerving, by the session management entity, the termi-
nal information in the group to which the first terminal
belongs from the database entity. In other words, the session
management entity may obtain the terminal information in
the group to which the first terminal belongs from the
database enfity.

In a possible implementation, the group to which the first
terminal belongs includes a second terminal; the path infor-
mation ncludes uplink path information of a second access
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device and first downlink path information of the target user
plane function entity, the uplink path information of the
second access device and the first downlink path information
ol the target user plane function entity are used to establish
a user plane path between the second access device and the
target user plane function entity, and the second access
device 1s an access device currently accessed by the second
terminal; and the method further includes: obtaining, by the
session management entity, the uplink path information of
the second access device.

In a possible implementation, the obtaining, by the ses-
sion management entity, the uplink path information of the
second access device includes: obtaining, by the session
management entity, a context of the second terminal, where
the context of the second terminal includes the uplink path
information of the second access device. In other words, the
session management entity may determine the uplink path
information of the second access device from the context of
the second terminal.

In a possible implementation, the obtaining, by the ses-
sion management entity, the uplink path information of the
second access device includes: receiving, by the session
management entity, the uplink path information of the
second access device from the second access device. In other
words, the session management entity may obtain the uplink
path information of the second access device from the
second access device.

In a possible i1mplementation, the method further
includes: sending, by the session management entity, a
notification message to the second access device, where the
notification message 1s used to instruct the second access
device to establish the user plane path between the second
access device and the target user plane function entity.

According to a fourth aspect, a session establishment
method 1s provided, where the method includes: obtaining,
by a control device, information about a group, where the
information about the group includes terminal information
in the group; and sending, by the control device, a trigger
message to a terminal in the group based on the information
about the group, where the trigger message 1s used to trigger
the terminal 1n the group to 1nitiate a session establishment
procedure. Based on the session establishment method pro-
vided 1n this embodiment of this application, the control
device may trigger the terminal in the group to imtiate the
session establishment procedure.

In a possible implementation, the information about the
group further includes group identification information of
the group, the trigger message carries the group 1dentifica-
tion information, and the group i1dentification information 1s
used to establish a session for the terminal 1n the group. In
other words, the group identification information of the
group to which the terminal belongs may be provided for the
terminal in the group.

In a possible implementation, the information about the
group further includes the group i1dentification imnformation
of the group, and the method further includes: sending, by
the control device, the group 1dentification information and
the terminal information in the group to a database entity,
where the group 1dentification information 1s used to estab-
lish a session for the terminal 1n the group. In other words,
the control device may push the group i1dentification infor-
mation and the terminal information in the group to the
database enfity.

In a possible 1mplementation, the method further
includes: sending, by the database entity, the group ident-
fication information of the group to a mobility management
entity that serves the terminal in the group. In other words,
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the group i1dentification information of the group to which
the terminal belongs may be provided to the mobility
management entity that serves the terminal in the group.

According to a {fifth aspect, a session establishment
method 1s provided, where the method includes: obtaining,
by a mobility management entity, group 1dentification infor-
mation of a group to which a terminal belongs; determining,
by the mobility management enftity based on the group
identification information, a session management entity that
serves the group to which the terminal belongs; sending, by
the mobility management entity, the group identification
information to the session management entity; receiving, by
the session management entity, the group identification
information from the mobility management entity; deter-
mining, by the session management entity based on the
group 1dentification information, a user plane function entity
that serves the group to which the terminal belongs; and
sending, by the session management entity, path information
to the user plane entity, where the path information 1s used
to establish a user plane path of the terminal. Based on the
session establishment method provided 1n this embodiment
of this application, the session management entity may
receive the group 1dentification information from the mobil-
ity management entity, and determine, based on the group
identification information, the user plane function entity that
serves the group. In other words, for terminals 1n group
communication, a network side selects a same user plane
function entity for the terminals 1in the group based on the
group identification information, so that during communi-
cation between the terminals in the group, forwarding data
between different user plane function entities corresponding
to the terminals 1s not needed. Therefore, a low-latency
requirement of group communication can be met.

In a possible implementation, the method {further
includes: obtaining, by a control device, information about
the group, where the mformation about the group includes
terminal information i the group; and sending, by the
control device, a trigger message to a terminal in the group
based on the group information, where the trigger message
1s used to trigger the terminal in the group to imitiate a
session establishment procedure. Based on the session estab-
lishment method, the control device may trigger the terminal
in the group to initiate the session establishment procedure.

In a possible implementation, the information about the
group includes the group identification information of the
group; and the method further includes: sending, by the
control device, the group identification information and
terminal information in the group to a database entity; and
receiving, by the database entity, the group identification
information and the terminal information 1n the group from
the control device, where the group 1dentification informa-
tion 1s used to establish a session for the terminal 1n the
group. Based on the session establishment method, the
mobility management entity that can serve the terminal in
the group may obtain the group identification information of
the group to which the terminal belongs.

According to a sixth aspect, a handover method 1s pro-
vided, where the method includes: receiving, by a session
management entity, a handover request from a first access
device, where the first access device 1s an access device
currently accessed by a first terminal; obtaining, by the
session management entity based on the handover request,
terminal information 1n a group to which the first terminal
belongs; determining, by the session management entity, a
target user plane function entity that serves the group to
which the first terminal belongs; sending, by the session
management entity, path information to the target user plane
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function entity; and receiving, by the target user plane
function entity, the path mnformation from the session man-
agement entity, where the path information 1s used to
establish a user plane path of a terminal 1n the group to
which the first terminal belongs. Based on the handover
method provided 1n this embodiment of this application,
when a terminal in the group 1s handed over, terminals in the
group to which the terminal belongs may be migrated 1n
batches, to ensure that all the terminals in the group are
served by a same user plane function entity, and throughout
communication between the terminals 1n the group, forward-
ing data between different user plane function entities cor-
responding to the terminals 1s not needed. Therefore, a
low-latency requirement of group communication can be
met.

According to a seventh aspect, a mobility management
entity 1s provided. The mobility management entity has a
function of implementing the method according to the first
aspect. The function may be implemented by hardware, or
may be implemented by hardware by executing correspond-
ing soitware. The hardware or the soiftware includes one or
more modules corresponding to the foregoing function.

According to an eighth aspect, a mobility management
entity 1s provided, including a processor and a memory. The
memory 1s configured to store a computer-executable
instruction. When the mobility management entity runs, the
processor executes the computer-executable instruction
stored 1n the memory, so that the mobility management
entity performs the session establishment method according
to any one of the possible implementations of the first
aspect.

According to a ninth aspect, a computer readable storage
medium 1s provided. The computer readable storage
medium stores an instruction. When the instruction is run on
a computer, the computer 1s enabled to perform the session
establishment method according to any one of the possible
implementations of the first aspect.

According to a tenth aspect, a computer program product
including an instruction 1s provided. When the mnstruction 1s
run on a computer, the computer 1s enabled to perform the
session establishment method according to any one of the
possible implementations of the first aspect.

According to an eleventh aspect, a chip system 1s pro-
vided. The chip system includes a processor, configured to
support a mobility management entity in implementing the
functions in the foregoing aspects, for example, obtaining
group 1dentification information of a group to which a
terminal belongs. In a possible implementation, the chip
system further includes a memory. The memory 1s config-
ured to store a program instruction and data that are neces-
sary for the mobility management entity. The chip system
may include a chip, or may include a chip and another
discrete device.

For technical effects brought by any implementations in
the seventh aspect to the eleventh aspect, refer to technical
cllects brought by different implementations 1n the first
aspect. Details are not described herein again.

According to a twellth aspect, a session management
entity 1s provided. The session management entity has a
function of implementing the method according to the
second aspect or the third aspect. The function may be
implemented by hardware, or may be implemented by
hardware by executing corresponding soitware. The hard-
ware or the software includes one or more modules corre-
sponding to the foregoing function.

According to a thirteenth aspect, a session management
entity 1s provided, including a processor and a memory. The
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memory 1s configured to store one or more computer-
executable 1nstructions. When the session management
entity runs, the processor executes the one or more com-
puter-executable instructions stored 1n the memory, so that
the session management entity performs the session estab-
lishment method according to any one of the possible
implementations of the second aspect, or the session man-
agement entity performs the handover method according to
any one of the possible implementations of the third aspect.

According to a fourteenth aspect, a computer readable
storage medium 1s provided. The computer readable storage
medium stores one or more instructions. When the one or
more istructions are run on a computer, the computer 1s
cnabled to perform the session establishment method
according to any one of the possible implementations of the
second aspect, or the computer 1s enabled to perform the
handover method according to any one of the possible
implementations of the third aspect.

According to a fifteenth aspect, a computer program
product including one or more instructions 1s provided.
When the computer program product 1s run on a computer,
the computer 1s enabled to perform the session establishment
method according to any one of the possible implementa-
tions of the second aspect, or the computer 1s enabled to
perform the handover method according to any one of the
possible implementations of the third aspect.

According to a sixteenth aspect, a chip system 1s pro-
vided. The chip system includes a processor, configured to
support a session management entity 1in implementing the
functions in the foregoing aspects, for example, determin-
ing, based on group 1dentification information, a user plane
function enftity that serves a group to which a terminal
belongs. In a possible 1mplementation, the chip system
further includes a memory. The memory 1s configured to
store one or more program instructions and data that are
necessary for the session management entity. The chip
system may include a chip, or may include a chip and
another discrete device.

For technical effects brought by any implementation 1n
the twellth aspect to the sixteenth aspect, refer to technical
cllects brought by different implementations 1n the second
aspect or the third aspect. Details are not described herein
again.

According to a seventeenth aspect, a control device 1s
provided. The control device has a function of implementing
the method according to the fourth aspect. The function may
be implemented by hardware, or may be implemented by
hardware by executing corresponding soitware. The hard-
ware or the software includes one or more modules corre-
sponding to the foregoing function.

According to an eighteenth aspect, a control device is
provided, including a processor and a memory. The memory
1s configured to store one or more computer-executable
instructions. When the control device runs, the processor
executes the one or more computer-executable instructions
stored 1n the memory, so that the control device performs the
session establishment method according to any one of the
possible implementations of the fourth aspect.

According to a mineteenth aspect, a computer readable
storage medium 1s provided. The computer readable storage
medium stores one or more instructions. When the one or
more 1nstructions are run on a computer, the computer 1s
enabled to perform the session establishment method
according to any one of the possible implementations of the
fourth aspect.

According to a twentieth aspect, a computer program
product including one or more instructions 1s provided.
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When the computer program product i1s run on a computer,
the computer 1s enabled to perform the session establishment
method according to any one of the possible implementa-
tions of the fourth aspect.

According to a twenty-first aspect, a chip system 1s
provided. The chip system includes a processor, configured
to support a control device 1n implementing the functions in
the foregoing aspects, for example, obtaining information
about a group. In a possible implementation, the chip system
turther includes a memory. The memory 1s configured to
store one or more program instructions and data that are
necessary for the control device. The chip system may
include a chip, or may include a chip and another discrete
device.

For technical effects brought by any implementations in
the seventeenth aspect to the twenty-first aspect, refer to
technical effects brought by diflerent implementations in the
first aspect. Details are not described herein again.

According to a twenty-second aspect, a session establish-
ment system 1s provided, where the session establishment
system includes a mobility management entity and a session
management entity. The mobility management entity 1s
configured to obtain group identification information of a
group to which a terminal belongs. The mobility manage-
ment entity 1s further configured to determine, based on the
group 1dentification information, a session management
entity that serves the group to which the terminal belongs.
The mobility management entity 1s further configured to
send the group identification information to the session
management entity. The session management entity 1s con-
figured to receive the group 1dentification information from
the mobility management entity. The session management
entity 1s further configured to determine, based on the group
identification information, a user plane function entity that
serves the group to which the terminal belongs. The session
management entity 1s further configured to send path infor-
mation to the user plane entity, where the path information
1s used to establish a user plane path of the terminal. For
technical effects brought by the twenty-second aspect, refer
to the technical eflect brought by the fifth aspect. Details are
not described herein again.

According to a twenty-third aspect, a handover system 1s
provided, where the handover system includes a session
management entity and a target user plane function enftity.
The session management entity 1s configured to receive a
handover request from a first access device, where the first
access device 1s an access device currently accessed by a
first terminal. The session management entity 1s further
configured to obtain, based on the handover request, termi-
nal information i a group to which the first terminal
belongs. The session management entity i1s further config-
ured to determine a target user plane function entity that
serves the group to which the first terminal belongs. The
session management entity 1s further configured to send path
information to the target user plane function enftity. The
target user plane function entity 1s configured to receive the
path information from the session management entity, where
the path information is used to establish a user plane path of
a terminal in the group to which the first terminal belongs.
For technical effects brought by the twenty-third aspect,
refer to the techmical effect brought by the sixth aspect.
Details are not described herein again.

According to a twenty-fourth aspect, a session establish-
ment system 1s provided, where the session establishment
system includes a control device and a database entity. The
control device 1s configured to obtain information about a
group, where the information about the group includes
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terminal information 1n the group and group identification
information of the group. The control device 1s further
configured to send a trigger message to a terminal in the
group based on the information about the group, where the
trigger message 1s used to trigger the terminal 1n the group
to 1nitiate a session establishment procedure. The control
device 1s further configured to send the group 1dentification
information and the terminal information 1n the group to the
database entity. The database entity 1s configured to receive
the group 1dentification mformation and the terminal infor-
mation 1n the group from the control device, where the group
identification information 1s used to establish a session for
the terminal 1n the group. For technical effects brought by
the twenty-fourth aspect, refer to the technical effect brought
by the fourth aspect. Details are not described herein again.

These aspects or other aspects in this application may be
more comprehensible 1n descriptions 1n the following
embodiments.

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 1s a schematic architectural diagram of a session
establishment system according to an embodiment of this
application;

FIG. 2 1s a schematic architectural diagram of a session
establishment system according to an embodiment of this
application;

FIG. 3 1s a schematic architectural diagram of a handover
system according to an embodiment of this application;

FIG. 4 1s a schematic architectural diagram of a 3G
network according to an embodiment of this application;

FIG. 5 1s a schematic diagram of a hardware structure of
a communications device according to an embodiment of
this application;

FIG. 6 1s a schematic flowchart 1 of a session establish-
ment method according to an embodiment of this applica-
tion;

FIG. 7 1s a schematic flowchart 2 of a session establish-
ment method according to an embodiment of this applica-
tion;

FIG. 8 1s a schematic flowchart of a registration method
according to an embodiment of this application;

FIG. 9 1s a schematic flowchart of a session establishment
triggering method according to an embodiment of this
application;

FIG. 10 1s a schematic flowchart 1 of a handover method
according to an embodiment of this application;

FIG. 11 1s a schematic flowchart 2 of a handover method
according to an embodiment of this application;

FIG. 12 1s a schematic structural diagram of a mobility
management entity according to an embodiment of this
application;

FIG. 13 1s a schematic structural diagram 1 of a session
management entity according to an embodiment of this
application;

FIG. 14 1s a schematic structural diagram 2 of a session
management entity according to an embodiment of this
application; and

FIG. 15 1s a schematic structural diagram of a control
device according to an embodiment of this application.

DESCRIPTION OF EXAMPLE EMBODIMENTS

To help understand the technical solutions provided 1n the
embodiments of this application, brief descriptions of
related technologies of this application are first provided as
follows.
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1. Tunnel:

Tunnels, 1n certain embodiments of this application, may
include a next generation (N) interface 3 (N3 for short)
tunnel and an N interface 9 (N9 for short) tunnel. The N3
tunnel 1s a tunnel between an access device (for example, a >
base station) and a UPF enfity. The N9 tunnel 1s a tunnel
between UPF entities. Generally, the N3 tunnel 1s a tunnel at
a session granularity, and the N9 tunnel may be a tunnel at
a session granularity or a tunnel at a device granulanity.

The tunnel at a session granularnty refers to a tunnel
resource established for one session, and the tunnel 1s used
for only one session. One tunnel at a session granularity
includes only one routing rule, and only the routing rule can
correspond to the tunnel to forward data. In addition, a
lifecycle of the tunnel at a session granularity 1s a lifecycle
ol one session. In another words, when one session disap-
pears or 1s released, the tunnel at a session granularity also
needs to be released.

The tunnel at a device granularity refers to a tunnel »q
resource established for one or more sessions, and the tunnel
may be used for one or more sessions. One tunnel at a device
granularity may include one or more routing rules, and the
one or more routing rules each can correspond to the tunnel
for forwarding data. In addition, a lifecycle of the tunnel at 25
a device granularity 1s a lifecycle of a plurality of sessions
corresponding to the tunnel. To be specific, assuming that
the tunnel at a device granularity corresponds to M sessions,
where M 1s a positive integer not less than 2, when the first
M-1 sessions 1n the plurality of sessions corresponding to 30
the tunnel disappear or are released, only a routing rule
corresponding to the corresponding session 1s released; and
the tunnel at a device granularity may be released only when
an M” session in the plurality of sessions corresponding to
the tunnel disappears or is released. In another embodiment, 35
when the M™ session in the plurality of sessions correspond-
ing to the tunnel disappears or is released, the tunnel at a
device granularity may alternatively be retained, so that a
tunnel does not need to be re-established subsequently. This
1s not specifically limited 1n embodiments of the present 40
disclosure.

Optionally, the session 1n the embodiments of this appli-
cation may be, for example, a protocol data unit (PDU)
session. This 1s not specifically limited 1n embodiments of
the present disclosure. The following embodiments of this 45
application are all described by using an example 1n which
the session 1s a PDU session. This 1s generally described
herein for embodiments of the present disclosure, and will
not be described below again.

2. Path Information: 50

The path information 1n the embodiments of this appli-
cation 1s used to establish a user plane path of a terminal.
The path may be, for example, the foregoing tunnel. This 1s
not specifically limited in embodiments of the present dis-
closure. 55

Optionally, the path information in the embodiments of
this application may include at least one of uplink path
information and downlink path mformation, and 1s used to
establish a path between A and B. The uplink path infor-
mation may include an endpoint address or an endpoint 60
identifier of the path on the side of A, an address of A, and
the like. The downlink path mmformation includes an end-
point address or an endpoint identifier of the path on the side
of B, an address of B, and the like. This 1s not specifically
limited 1n embodiments of the present disclosure. 65

Optionally, the path information in the embodiments of
this application may further include a routing rule or others.
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The routing rule 1s specifically a rule for routing service data
to a next-hop device. For details, refer to existing descrip-
tions.

The following describes the technical solutions i1n the
embodiments of this application with reference to the
accompanying drawings in this application. In the present
disclosure, “/” means “or” unless otherwise specified. For
example, A/B may represent A or B. In the present disclo-
sure, “and/or” describes only an association relationship for
describing associated objects and represents that three rela-
tionships may exist. For example, A and/or B may represent
the following three cases: Only A exists, both A and B exist,
and only B exists. In addition, in the present disclosure, “a
plurality of” means two or more than two unless otherwise
specified. In addition, to clearly describe the technical
solutions 1n the embodiments of this application, terms such
as “first” and “second” are used 1n the present disclosure to
distinguish between same 1tems or similar items that have
basically same functions and purposes. A person skilled in
the art may understand that the terms such as “first” and
“second” do not limit a quantity or an execution sequence,
and that the terms such as “first” and “second” do not
indicate a definite difference.

The network architecture and the service scenario
described 1n the embodiments of this application are
intended to describe the technical solutions 1n the embodi-
ments of this application more clearly, and do not constitute
a limitation on the technical solutions provided in the
embodiments of this application. A person of ordinary skill
in the art may know that: With the evolution of the network
architecture and the emergence of new service scenarios, the
technical solutions provided in the embodiments of this
application are also applicable to similar technical problems.

FIG. 1 shows a session establishment system 10 accord-
ing to an embodiment of this application. The session
establishment system 10 includes a mobility management
entity 101 and a session management entity 102.

The mobility management entity 101 1s configured to:
obtain group 1dentification information of a group to which
a terminal belongs; determine, based on the group 1dentifi-
cation information, the session management entity 102 that
serves the group to which the terminal belongs; and send the
group 1dentification information to the session management
entity 102.

The session management entity 102 1s configured to:
receive the group 1dentification information from the mobil-
ity management entity 101; determine, based on the group
identification iformation, a user plane function entity that
serves the group to which the terminal belongs; and send
path information to the user plane entity, where the path
information 1s used to establish a user plane path of the
terminal.

Optionally, the group in this embodiment may be a
platoon. This 1s generally described herein for embodiments
of the present disclosure, and will not be described below
again.

Based on the session establishment system provided in
this embodiment, the session management entity 102 may
receive the group 1dentification information from the mobil-
ity management entity, and determine, based on the group
identification information, the user plane function entity that
serves the group. In other words, for terminals 1 group
communication, a network side selects a same user plane
function entity for the terminals 1n the group based on the
group identification information, so that during communi-
cation between the terminals in the group, forwarding data
between different user plane function entities corresponding
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to the terminals 1s not needed. Therefore, a low-latency
requirement of group communication can be met.

Optionally, as shown 1n FIG. 1, the session establishment
system 10 provided 1n this embodiment may further include
a database enftity 103.

That the mobility management entity 101 1s configured to
determine, based on the group 1dentification information, the
session management entity 102 that serves the group to
which the terminal belongs includes: sending a session
management entity request message to the database entity
103, where the session management entity request message
1s used to request information about the session management
entity 102 that serves the group to which the terminal
belongs; and receiving a session management entity
response message from the database entity 103, where the
session management entity response message carries the
information about the session management entity 102 that
serves the group to which the terminal belongs.

Alternatively, that the mobility management entity 101 1s
configured to determine, based on the group identification
information, the session management entity 102 that serves
the group to which the terminal belongs includes: sending a
session management entity request message to the database
entity 103, where the session management entity request
message 1s used to request information about the session
management entity 102 that serves the group to which the
terminal belongs; receiving a session management entity
response message from the database entity 103, where the
session management enfity response message 1s used to
indicate that there i1s no information about the session
management entity 102 that serves the group to which the
terminal belongs; and determining the session management
entity 102 that serves the group to which the terminal
belongs.

Alternatively, that the session management entity 102 1s
configured to determine, based on the group i1dentification
information, a user plane function entity that serves the
group to which the terminal belongs includes: sending a user
plane function entity request message to the database entity
103, where the user plane function entity request message 1s
used to request information about the user plane function
entity that serves the group to which the terminal belongs;
and recerving a user plane function entity response message
from the database entity 103, where the user plane function
entity response message carries the information about the
user plane function entity that serves the group to which the
terminal belongs.

Alternatively, that the session management entity 102 1s
configured to determine, based on the group i1dentification
information, a user plane function entity that serves the
group to which the terminal belongs includes: sending a user
plane function entity request message to the database entity
103, where the user plane function entity request message 1s
used to request information about the user plane function
entity that serves the group to which the terminal belongs;
receiving a user plane function entity response message
from the database entity 103, where the user plane function
entity response message 1s used to indicate that there 1s no
information about the user plane function entity that serves
the group to which the terminal belongs; and determiming,
the user plane function entity that serves the group to which
the terminal belongs.

Optionally, the information about the mobility manage-
ment entity 101 1n this embodiment may be an i1dentifier of
the mobility management entity, an address of the mobility
management entity, or the like. This 1s generally described
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herein for embodiments of the present disclosure, and will
not be described below again.

Optionally, the information about the user plane function
entity 1n this embodiment of this application may be an
identifier of the user plane function entity, an address of the
user plane function enftity, or the like. This i1s generally
described herein for embodiments of the present disclosure,
and will not be described below again.

Optionally, as shown 1n FIG. 1, the session establishment

system 10 provided 1n this embodiment may further include
a control device 104.

The control device 104 1s configured to: obtain informa-
tion about a group; and send a trigger message to a terminal
in the group based on the information about the group,
where the trigger message 1s used to trigger the terminal 1n
the group to 1nitiate a session establishment procedure, and
the information about the group includes terminal informa-
tion 1 the group. In other words, based on the session
establishment system, the control device 104 may trigger the
terminal 1n the group to imitiate the session establishment
procedure.

Further, the information about the group may further
include the group identification information of the group.
The control device 104 1s further configured to send the
group identification information to the database entity 103,
where the group 1dentification information 1s used to estab-
lish a session for the terminal 1n the group.

Further, the database entity 103 1s configured to send the
group 1dentification information of the group to the mobaility
management entity 101 that serves the terminal in the group.
In this way, the mobility management entity 101 that serves
the terminal 1n the group may obtain the group identification
information of the group to which the terminal belongs.

Optionally, the network elements 1n the session establish-
ment system 10 shown 1n FIG. 1 may directly communicate
with each other, or may communicate with each other
through forwarding by another device. This 1s not specifi-
cally limited in embodiments of the present disclosure.

FIG. 2 shows a session establishment system 20 accord-
ing to an embodiment of this application. The session
establishment system 20 includes a control device 201 and
a database entity 202.

The control device 201 1s configured to: obtain informa-
tion about a group; and send a trigger message to a terminal
in the group based on the information about the group,
where the trigger message 1s used to trigger the terminal in
the group to 1nitiate a session establishment procedure, and
the information about the group includes terminal informa-
tion in the group.

The control device 201 1s further configured to send the
group 1dentification information to the database entity 202,
where the group 1dentification information 1s used to estab-
lish a session for the terminal 1n the group.

The database entity 202 1s configured to send the group
identification information of the group to a mobility man-
agement entity that serves the terminal 1n the group.

Optionally, the terminal information 1n the group 1n this
embodiment may be an 1dentifier of the terminal in the
group, an address of the terminal 1n the group, or the like.
This 1s generally described herein for embodiments of the
present disclosure, and will not be described below again.

Optionally, the network elements 1n the session establish-
ment system 20 shown 1n FIG. 2 may directly communicate
with each other, or may communicate with each other
through forwarding by another device. This 1s not specifi-
cally limited in embodiments of the present disclosure.
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Based on the session establishment system provided in
this embodiment of this application, the control device may
trigger the terminal i the group to mitiate the session
establishment procedure. In addition, the group 1dentifica-
tion mnformation of the group to which the terminal belongs
may be provided to the mobility management entity that
serves the terminal in the group.

Optionally, FIG. 3 shows a handover system 30 according
to an embodiment of this application. The handover system
30 includes a session management entity 301 and a target
user plane function entity 302.

The session management entity 301 1s configured to:
receive a handover request from a first access device, where
the first access device 1s an access device currently accessed
by a first terminal, and obtain, based on the handover
request, terminal information 1n a group to which the first
terminal belongs.

The session management entity 301 1s further configured
to: determine the target user plane function entity 302 that
serves the group to which the first terminal belongs; and
send path information to the target user plane function entity
302, where the path information 1s used to establish a user
plane path of a terminal 1n the group to which the first
terminal belongs.

Optionally, the first access device 1n this embodiment may
alternatively be described as an access device that currently
serves the first terminal or an access device corresponding to
the first terminal. Similarly, 1n the following embodiments,
a session management entity that serves a group to which a
terminal belongs may alternatively be described as a session
management entity corresponding to a group to which a
terminal belongs or a session management entity currently
accessed by a terminal in a group to which a terminal
belongs. In the following embodiments, a user plane func-
tion entity that serves a group to which a terminal belongs
may alternatively be described as a user plane function
entity corresponding to a group to which a terminal belongs
or a user plane function enftity currently accessed by a
terminal 1 a group to which a terminal belongs. In the
following embodiments, a session management entity that
serves a terminal may alternatively be described as a session
management entity corresponding to a terminal or a session
management entity currently accessed by a terminal. In the
following embodiments, a user plane function entity that
serves a terminal may alternatively be described as a user
plane function enfity corresponding to a terminal, a user
plane function entity currently accessed by a terminal, or the
like. This 1s generally described herein for embodiments of
the present disclosure, and will not be described below
again.

In addition, 1t should be noted that, in this embodiment, a
session management entity that serves a group 1s actually a
session management entity that serves a terminal in the
group. A user plane function entity that serves a group 1s
actually a user plane function entity that serves a terminal 1n
the group. This 1s generally described herein for embodi-
ments of the present disclosure, and will not be described
below again.

Optionally, the network elements in the handover system
30 shown 1 FIG. 3 may directly communicate with each
other, or may communicate with each other through for-
warding by another device. This 1s not specifically limited in
embodiments of the present disclosure.

Based on the handover system provided in this embodi-
ment, when a terminal 1n the group 1s handed over, terminals
in the group to which the terminal belongs may be migrated
in batches, to ensure that all the terminals 1n the group are
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served by a same user plane function entity, and for all
communications between the terminals 1n the group, for-
warding data between different user plane function entities
corresponding to the terminals 1s not needed. Therefore, a
low-latency requirement of group communication can be
met.

Optionally, the session establishment system 10 shown 1n
FIG. 1, the session establishment system 20 shown 1n FIG.
2, and the handover system 30 shown in FIG. 3 may be
applied to a future 5G network and another future network.
This 1s not specifically limited in embodiments of the
present disclosure.

If the session establishment system 10 shown in FIG. 1,
the session establishment system 20 shown in FIG. 2, and
the handover system 30 shown 1n FIG. 3 are applied to the
future SG network, as shown in FIG. 4, a mobility manage-
ment entity may be an access and mobility management
function (AMF) entity 1n the 3G network; a session man-
agement enfity may be a session management function
(SMF) entity in the 5G network; a database entity may be a
unified data management (UDM) entity in the 5G network;
and a target user plane function entity may be a target UPF
entity in the 5G network, and the target UPF entity may be
an itermediate UPF (I-UPF) entity 1n FIG. 4.

In addition, as shown i FIG. 4, the 3G network may
further include an access device and an anchor UPF
(A-UPF) entity. Although not shown, the 5G network may
further include an authentication server function (AUSF)
entity, a policy control function (PCF) entity, or the like.
This 1s not specifically limited in embodiments of the
present disclosure.

The I-UPF entity 1n this embodiment 1s a UPF entity
between the access device and the A-UPF entity. When the
I-UPF enfity exists, the access device 1s not directly con-
nected to the A-UPF entity, but 1s connected to the A-UPF
entity by using the I-UPF enftity. The A-UPF entity 1s a UPF
entity that 1s connected to the intermediate UPF entity or the
access device at one end and that 1s connected to a DN at the
other end. A mobile network implements imnterworking with
the DN by using the A-UPF entity. For a session establish-
ment method provided 1n the following embodiments of this
application, the A-UPF entity always exists, and the I-UPF
entity may not necessarily exist. This 1s generally described
herein for embodiments of the present disclosure, and will
not be described below again.

A terminal communicates with the AMF entity by using
an N interface 1 (N1 for short). The access device commu-
nicates with the AMF entity by using an N interface 2 (IN2
for short), and communicates with the I-UPF entity by using
an N interface 3 (N3 for short). The I-UPF entity commu-
nicates with the A-UPF enfity by using an N interface 9 (IN9
for short). The AMF entity communicates with the SMF
entity by using an N interface 11 (N11 for short), and
communicates with the UDM entity by using an N interface
8 (N8 for short). The SMF entity communicates with the
I-UPF entity or the A-UPF entity by using an N interface 4
(N4 for short). The A-UPF entity communicates with a data
network (DN) 1n an application domain by using an N
interface 6 (N6 for short).

It should be noted that names of the interfaces between the
network elements 1n FIG. 4 are only examples, and the
interfaces may have other names during specific implemen-
tation. This 1s not specifically limited 1n embodiments of the
present disclosure.

It should be noted that the access device, the AMF entity,
the SMF entity, the UDM entity, the I-UPF entity, the A-UPF

entity, and the like mn FIG. 4 are merely names, and the
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names constitute no limitation on the devices. In the 3G
network and another further network, network elements or
entities corresponding to the access device, the AMF entity,
the SMF entity, the UDM entity, the I-UPF entity, and the
A-UPF entity may have other names. This 1s not specifically
limited in embodiments of the present disclosure. For
example, the UDM entity may be replaced by a home
subscriber server (HSS), a user subscription database
(USD), a database entity, a user data management entity, or
the like. This 1s generally described herein for embodiments
of the present disclosure, and will not be described below
again.

Optionally, a control device in embodiments of the appli-
cation domain in FIG. 4 may be a vehicle to everything
(V2X) control function (CF) entity, an application server, or
the like. This 1s generally described herein for embodiments
of the present disclosure, and will not be described below
again.

Optionally, the terminal 1n this embodiment may include
various handheld devices, vehicle-mounted devices, wear-
able devices, computing devices that have a wireless com-
munications function, and/or another processing device con-
nected to a wireless modem. The terminal may further
include a subscriber unit, a cellular phone, a smartphone, a
wireless data card, a personal digital assistant (PDA) com-
puter, a tablet computer, a wireless modem, a handheld
device, a laptop computer, a cordless phone or a wireless
local loop (WLL) station, a machine type communication
(MTC) terminal, user equipment (UE), a mobile station
(MS), a terminal device, and/or the like. For ease of descrip-
tion, 1 the present disclosure, the devices mentioned above
are collectively referred to as a terminal.

Optionally, the access device i this embodiment 1s a
device that accesses a core network, for example, a base
station, a broadband network gateway (BNG), an aggrega-
tion switch, or a non-3rd generation partnership project
(3GPP) access device. The base station may include base
stations 1n various forms such as a macro base station, a
micro base station (also referred to as a small cell), a relay
station, and an access point.

Optionally, the mobility management enftity 101, the
session management entity 102, the database entity 103, and
the control device 104 1n FIG. 1 may be implemented by one
entity device, or may be implemented by a plurality of entity
devices, or may be one or more logical function modules 1n
one entity device. This 1s not specifically limited in embodi-
ments ol the present disclosure.

Optionally, the database entity 202 and the control device
201 1n FIG. 2 may be implemented by one entity device, or
may be implemented by a plurality of entity devices, or may
be one or more logical function modules 1n one entity
device. This 1s not specifically limited in embodiments of the
present disclosure.

Optionally, the session management entity 301 and the
target user plane function entity 302 i FIG. 3 may be
implemented by one entity device, or may be implemented
by a plurality of enftity devices, or may be one or more
logical tunction modules 1n one enfity device. This 1s not
specifically limited 1n embodiments of the present disclo-
sure.

For example, the mobility management entity 101, the
session management entity 102, the database entity 103, or
the control device 104 1n FIG. 1, the database entity 202 or
the control device 201 1n FIG. 2, and the session manage-
ment entity 301 or the target user plane function entity 302
in FIG. 3 may be implemented by using a communications
device 5300 1in FIG. 5. FIG. 5 1s a schematic diagram of a
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hardware structure of the communications device 500
according to an embodiment of this application. The com-
munications device 500 includes at least one processor 501,
a communications line 502, a memory 503, and at least one
communications interface 504.

The processor 501 may be a general-purpose central
processing unit (CPU), a microprocessor, an application-
specific integrated circuit (ASIC), or one or more integrated
circuits configured to control program execution of the
solutions of this application.

The communications line 502 may include a path for
transmitting information between the foregoing compo-
nents.

The communications interface 304 uses any apparatus
such as a transceiver, to communicate with another device or
a communications network, such as the Ethernet, a radio
access network (RAN), or a wireless local area network
(WLAN).

The memory 503 may be a read-only memory (ROM),
another type of static storage device that can store static
information and an instruction, a random access memory
(RAM), another type of dynamic storage device that can
store information and an instruction, an electrically erasable
programmable read-only memory (EEPROM), a compact
disc read-only memory (CD-ROM), another optical disc
storage, an optical disc storage (including a compact disc, a
laser disc, an optical disc, a digital versatile disc, a Blu-ray
disc, and the like), a disk storage medium or another
magnetic storage device, or any other medium that can be
used to carry or store expected program code 1n a form of an
instruction or a data structure and that can be accessed by a
computer, but 1s not limited thereto. The memory may exist
independently, and 1s connected to the processor 501 by
using the communications line 502. Alternatively, the
memory may be integrated with the processor 501.

The memory 503 1s configured to store computer-execut-
able mstructions for executing the solutions of this applica-
tion, and the processor 501 controls the execution of the
computer-executable instructions. The processor 501 1s con-
figured to execute the computer-executable instructions
stored 1n the memory 503, to implement a session estab-
lishment method or a handover method provided in the
following embodiments of this application.

Optionally, the computer-executable instruction in this
embodiment of this application may also be referred to as
application program code. This 1s not specifically limited 1n
embodiments of the present disclosure.

In an embodiment, the processor 501 may include one or
more CPUSs, such as a CPU 0 and a CPU 1 in FIG. 5.

In another embodiment, the communications device 500
may include a plurality of processors, for example, the
processor 501 and a processor 308 1n FIG. 5. These proces-
sors each may be a single-core (single-CPU) processor, or
may be a multi-core (multi-CPU) processor. The processor
herein may be one or more devices, circuits, and/or process-
ing cores configured to process data (for example, a com-
puter program instruction).

In yet another embodiment, the communications device
500 may further include an output device 505 and an 1nput
device 506. The output device 505 communicates with the
processor 501, and may display information 1n a plurality of
manners. For example, the output device 505 may be a liquid
crystal display (LCD), a light emitting diode (LED) display
device, a cathode ray tube (CRT) display device, a projector,
or the like. The mput device 506 communicates with the
processor 501, and may receive an mput of a user 1n a
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plurality of manners. For example, the input device 506 may
be a mouse, a keyboard, a touchscreen device, or a sensor
device.

The communications device 500 may be a general-pur-
pose device or a dedicated device. In certain embodiments,
the communications device 500 may be a desktop computer,
a portable computer, a network server, a palmtop computer
(PDA), a mobile phone, a tablet computer, a wireless ter-
minal device, an embedded device, or a device with a
structure similar to the structure 1 FIG. 5. A type of the
communications device 5300 1s not limited 1n embodiments
of the present disclosure.

With reference to FIG. 1 to FIG. 5, the following specifi-
cally describes the session establishment method or the
handover method provided in the embodiments of this
application.

It should be noted that names ol messages between
network elements 1n the following embodiments of this
application are merely examples, and may also have other
names in specific implementation. For example, a notifica-
tion message may also be referred to as an indication
message. This 1s generally described herein for embodi-
ments of the present disclosure, and will not be described
below again.

That the session establishment system shown 1n FIG. 1 1s
applied to the 5G network shown 1n FIG. 4 1s used as an
example. FIG. 6 shows a session establishment method
according to an embodiment of this application. The session
establishment method 1s described by using an example of
establishing a session for a terminal that 1s the first to 1nitiate
a session establishment procedure 1 a group. The method
includes the following steps.

S601. The terminal 1mitiates a PDU session establishment
procedure, and sends a PDU session establishment request 1
to an AMF enfity, so that the AMF entity recerves the PDU
session establishment request 1 from the terminal.

Optionally, the PDU session establishment request 1 may
carry group identification information of a group to which
the terminal belongs. For a specific implementation of
configuring, 1n the terminal, the group identification infor-
mation of the group to which the terminal belongs, refer to
an embodiment shown 1n FIG. 9. Details are not described
herein.

In addition, the PDU session establishment request 1 may
turther carry other iformation. This 1s not specifically
limited 1n embodiments of the present disclosure.

S602. The AMF enftity obtains the group identification
information of the group to which the terminal belongs.

In a possible implementation, 1f the PDU session estab-
lishment request 1 in step S601 carries the group identifi-
cation information of the group to which the terminal
belongs, after receiving the PDU session establishment
request 1 from the terminal, the AMF entity may obtain the
group 1dentification information of the group to which the
terminal belongs.

In a possible implementation, after receiving the PDU
session establishment request 1 from the terminal, the AMF
may locate a local context of the terminal based on a control
plane connection 1dentifier. The local context of the terminal
may include the group identification information of the
group to which the terminal belongs, so that the AMF entity
may obtain the group identification information of the group
to which the terminal belongs. For a specific implementation
of configuring, in the AMF entity, the group 1dentification
information of the group to which the terminal belongs, refer
to an embodiment shown i FIG. 8 or the embodiment
shown 1n FIG. 9. Details are not described herein.
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Optionally, in thus embodiment of this application, a
context of the terminal may also be referred to as the local
context of the terminal. This 1s not specifically limited 1n
embodiments of the present disclosure.

S603. The AMF entity sends an SMF entity request
message to a UDM entity, so that the UDM entity receives
the SMF entity request message from the AMF entity. The
SMF entity request message 1s used to request information
about an SMF entity that serves the group to which the
terminal belongs.

Optionally, 1n this embodiment, the information about the
SMF entity may include an address of the SMF entity, an
identifier of the SMF entity, or the like. This 1s not specifi-
cally limited 1n embodiments of the present disclosure.

S604. The UDM entity sends an SMF entity response
message to the AMF entity, so that the AMF entity receives
the SMF entity response message from the UDM entity. The
SMF entity response message 1s used to indicate that there
1s no information about the SMF entity that serves the group
to which the terminal belongs.

Optionally, before step S603, the AMF entity may deter-
mine, based on the group identification information, that
there 1s no information about the SMF entity that serves the
group to which the terminal belongs in the context of the
terminal, and then perform step S603. This 1s not specifically
limited 1n embodiments of the present disclosure.

S605. The AMF entity determines the SMF entity that
serves the group to which the terminal belongs.

The AMF entity may determine, based on a data network
name (DNN), a local policy, load of the SMF entity, or the
like, the SMF entity that serves the group to which the
terminal belongs. For details, refer to an existing implemen-
tation of it. Details are not described herein.

Optionally, after determining the SMF entity that serves
the group to which the terminal belongs, the AMF entity
may store a correspondence between the mnformation about
the SMF entity and the group i1dentification information into
the context of the terminal. This 1s not specifically limited in
embodiments of the present disclosure.

S606. The AMF entity sends a notification message 1 to
the UDM entity, so that the UDM entity receives the
notification message 1 from the AMF entity. The notification
message 1 1s used to instruct the UDM entity to store the
correspondence between the group identification informa-
tion and the information about the SMF entity.

Optionally, 1n this embodiment, a field that 1s used to
istruct to store the correspondence between the group
identification information and the mformation about the
SMF entity may be directly defined in the notification
message 1. Alternatively, the notification message 1 may be
used to mstruct to store the correspondence between the
group 1dentification information and the information about
the SMF entity. This 1s not specifically limited in embodi-
ments of the present disclosure.

Optionally, the notification message 1 may carry the
group 1dentification information and the information about
the SMF entity. Alternatively, the notification message 1
may carry the information about the SMF entity, but does
not carry the group identification information, and the group
identification information 1s determined by the UDM entity
alter the UDM enftity receives the noftification message 1
from the AMF enftity. This 1s not specifically limited 1n
embodiments of the present disclosure.

S607. The UDM entity sends an acknowledgement mes-
sage 1 to the AMF entity, so that the AMF entity receives the
acknowledgement message 1 from the UDM entity. The
acknowledgement message 1 1s used to indicate that the
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UDM entity has stored the correspondence between the
group 1dentification information and the mnformation about
the SMF entity.

It should be noted that in this embodiment of this appli-
cation, both steps S606 and S607 are optional steps. Steps
S606 and S607 may be both performed. Alternatively, only
step S606 1s performed, and step S607 1s not performed.
Alternatively, neither of steps S606 and S607 are performed.
This 1s not specifically limited in embodiments of the

present disclosure.
S608. The AMF entity sends a PDU session establishment

request 2 to the SMF entity, so that the SMF entity receives
the PDU session establishment request 2 from the AMF
entity. The PDU session establishment request 2 carries the
group 1dentification information.

It should be noted that in this embodiment of this appli-
cation, steps S606 and S608 are not performed in a neces-

sary sequence. Step S606 may be performed before step
S608, step S608 may be performed before step S606, or
steps S606 and S608 may be simultancously performed.
This 1s not specifically limited in embodiments of the
present disclosure.

S609. The SMF entity sends a UPF entity request message
to the UDM entity, so that the UDM entity receives the UPF
entity request message from the SMF entity. The UPF entity
request message 1s used to request mformation about a UPF
entity that serves the group to which the terminal belongs.

Optionally, 1n this embodiment of this application, the
information about the UPF entity may include an address of
the UPF entity, or the like. This 1s not specifically limited in
embodiments of the present disclosure.

Optionally, the UPF 1n this embodiment of this applica-
tion may be the I-UPF or the A-UPF 1n FIG. 4. This 1s not
specifically limited 1n embodiments of the present disclo-
sure.

S610. The UDM entity sends a UPF entity response
message to the SMF entity, so that the SMF entity receives
the UPF entity response message from the UDM entity. The
UPF entity response message 1s used to indicate that there 1s
no mformation about the UPF entity that serves the group to
which the terminal belongs.

Optionally, before step S609, the SMF entity may deter-
mine, based on the group identification information, that
there 1s no information about the UPF entity that serves the
group to which the terminal belongs 1n the context of the
terminal, and then perform step S609. This 1s not specifically
limited 1n embodiments of the present disclosure.

S611. The SMF enftity determines the UPF entity that
serves the group to which the terminal belongs.

The SMF entity may determine, based on a location of the
terminal, load of the UPF entity, a capability of the UPF
entity, or the like, the UPF entity that serves the group to
which the terminal belongs. For details, refer to an existing,
implementation, and details are not described herein.

Optionally, after determining the UPF entity that serves
the group to which the terminal belongs, the SMF entity may
store a correspondence between the immformation about the
UPF entity and the group 1dentification information into the
context of the terminal. This 1s not specifically limited 1n
embodiments of the present disclosure.

S612. The SMF entity sends a notification message 2 to
the UDM entity, so that the UDM entity receives the
notification message 2 from the SMF entity. The notification
message 2 1s used to mnstruct the UDM entity to store the
correspondence between the group identification nforma-
tion and the information about the UPF entity.
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Optionally, 1n this embodiment of this application, a field
that 1s used to 1nstruct to store the correspondence between
the group identification information and the information
about the UPF entity may be directly defined in the notifi-
cation message 2. Alternatively, the notification message 2
may be used to mstruct to store the correspondence between
the group identification information and the information
about the UPF entity. This i1s not specifically limited 1n
embodiments of the present disclosure.

Optionally, the notification message 2 may carry the
group 1dentification information and the information about
the UPF entity. Alternatively, the notification message 2 may
carry the information about the UPF entity, but does not
carry the group identification information, and the group
identification information 1s determined by the UDM entity
alfter the UDM entity receives the notification message 2
from the SMF entity. This 1s not specifically limited 1n
embodiments of the present disclosure.

Optionally, the notification message 2 1n this embodiment
of this application may be turther used to instruct the UDM
entity to store the correspondence between the group 1den-
tification information and the information about the UPF
entity. In this case, steps S606 and S607 may not be
performed.

It should be noted that if the SMF entity stores the
correspondence between the information about the UPF
entity and the group 1dentification information, steps S612
and S613 may not be performed 1n this embodiment of this
application. This 1s generally described herein for embodi-
ments of the present disclosure, and will not be described
below again.

S613. The UDM entity sends an acknowledgement mes-
sage 2 to the SMF entity, so that the SMF entity receives the
acknowledgement message 2 from the UDM entity. The
acknowledgement message 2 1s used to indicate that the
UDM entity has stored the correspondence between the
group 1dentification information and the information about

the UPF enfity.
It should be noted that 1n this embodiment of this appli-
cation, both steps S612 and S613 are optional steps. Steps

S612 and S613 may be both performed. Alternatively, only
step S612 15 performed, and step S613 1s not performed.
Alternatively, neither of steps S612 and S613 are performed.
For example, 1n a case 1n which the SMF entity has stored
the correspondence between the information about the UPF
entity and the group identification information, neither of
steps S612 and S613 are performed. This 1s not specifically
limited 1n embodiments of the present disclosure.

S614. The SMF entity sends an N4 session establishment
request to the UPF entity, so that the UPF entity receives the
N4 session establishment request from the SMF entity. The
N4 session establishment request carries path information,
where the path information 1s used to establish a user plane
path of the terminal.

With reference to the description of the path information
at the beginning of DESCRIPTION OF EMBODIMENTS,
the path information in step S614 may include downlink
path information. Optionally, the path information may
turther include uplink path information. The path informa-
tion 1s used to establish a path between an access device and
the UPF entity. The downlink path information may include
an endpoint address or an endpoint 1dentifier of the path on
the access device side, an address of the access device, and
the like. The uplink path information may include an end-
point address or an endpoint 1dentifier of the path on the UPF
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entity side, the address of the UPF entity, and the like. This
1s not specifically limited in embodiments of the present
disclosure.

Optionally, the path information 1n step S614 in this
embodiment of this application may further include a path
rule or another. This 1s not specifically limited in embodi-
ments ol the present disclosure.

It should be noted that in this embodiment of this appli-
cation, steps S612 and S614 are not performed in a neces-
sary sequence. Step S612 may be performed belfore step
S614, step S614 may be performed before step S612, or
steps S612 and S614 may be simultaneously performed.
This 1s not specifically limited in embodiments of the
present disclosure.

S615. Another procedure of session establishment. For
details, refer to an existing session establishment procedure,
and details are not described herein.

Based on the session establishment method provided in
this embodiment of this application, after the AMF entity
obtains the group 1dentification information of the group to
which the terminal belongs, and determines, based on the
group 1dentification information, the SMF entity that serves
the group, the UDM entity stores the correspondence
between the group identification information and the SMF
entity. In addition, after the SMF entity receives the group
identification information from the AMF entity, and deter-
mines, based on the group identification information, the
UPF enfity that serves the group, the SMF entity or the UDM
entity stores the correspondence between the group i1denti-
fication information and the UPF entity. In this way, when
another terminal 1n the group subsequently accesses a net-
work, the SMF entity and the UPF entity may be determined
based on the group identification information. In other
words, for terminals 1n group communication, a network
side selects a same UPF entity for the terminals in the group
based on the group 1dentification information, so that during,
communication between the terminals 1n the group, forward-
ing data between different user plane function entities cor-
responding to the terminals 1s not needed. Therefore, a
low-latency requirement of group communication can be
met.

The actions of the AMF entity and the SMF entity 1n the
foregoing steps S601 to S615 may be performed by the
processor 301 1n the communications device 500 shown 1n
FIG. § by invoking application program code stored 1n the
memory 503. This 1s not limited in embodiments of the
present disclosure.

Optionally, that the session establishment system shown
in FIG. 1 1s applied to the 5G network shown 1in FIG. 4 1s
used as an example. FIG. 7 shows a session establishment
method according to an embodiment of this application. The
session establishment method 1s described by using an
example of establishing a session for a terminal that 1s not
the first to 1mtiate a session establishment procedure 1n a
group. The method includes the following steps.

S701 to S703. Same as steps S601 to S603. For details,
refer to the embodiment shown 1n FIG. 6. Details are not
described herein again.

S704. A UDM enftity sends an SMF entity response
message to an AMF entity, so that the AMF entity receives
the SMF entity response message from the UDM entity. The
SMF entity response message carries mformation about an
SMF entity that serves a group to which the terminal
belongs.

When a session 1s established for a terminal that 1s the first
to mitiate the session establishment procedure 1n the group,
the UDM entity has stored a correspondence between group
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identification information and the information about the
SMF entity. Therefore, when a session 1s established for the
terminal that 1s not the first to initiate the session establish-
ment procedure 1n the group, after recerving an SMF entity
request message from the AMF entity, the UDM entity may
determine, based on the correspondence, the information
about the SMF entity that serves the group to which the
terminal belongs, and send an SMF entity response message
that carries the information about the SMF entity to the AMF
entity.

Optionally, when a session 1s established for the terminal
that 1s the first to initiate the session establishment procedure
in the group, the AMF enfity may store the correspondence
between the group 1dentification information and the infor-
mation about the SMF entity. Therefore, in this embodiment
of this application, before step S703 1s performed, the AMF
entity may determine, based on the group identification
information, whether there 1s information about the SMF
entity that serves the group to which the terminal belongs 1n
a context of the terminal. If the information does not exist,
step S703 1s performed. If the information exists, the fol-
lowing step S705 1s directly performed, instead of steps
S703 and S704. This 1s not specifically limited in embodi-
ments of the present disclosure.

S705 and S706. Same as steps S608 and S609. For details,
refer to the embodiment shown i FIG. 6. Details are not
described herein again.

S707. The UDM entity sends a UPF entity response
message to the SMF entity, so that the SMF entity receives
the UPF entity response message from the UDM entity. The
UPF entity response message carries information about a
UPF entity that serves the group to which the terminal
belongs.

Steps S706 and S707 are described by using an example
in which when a session 1s established for the terminal that
1s the first to mitiate the session establishment procedure 1n
the group, the UDM entity has stored the correspondence
between the group identification information and the infor-
mation about the UPF entity. Therefore, to establish a
session for the terminal that 1s not the first to initiate the
session establishment procedure 1n the group, after receiving,
a UPF entity request message from the SMF entity, the
UDM entity may determine, based on the correspondence,
the information about the UPF entity that serves the group
to which the terminal belongs, and send a UPF entity
response message that carries the information about the UPF
entity to the SMF entity.

Optionally, when a session 1s established for the terminal
that 1s the first to initiate the session establishment procedure
in the group, the SMF entity may store the correspondence
between the group identification information and the infor-
mation about the UPF entity. Therefore, in this embodiment
of this application, before step S706 1s performed, the SMF
entity may determine, based on the group identification
information, whether there 1s information about the UPF
entity that serves the group to which the terminal belongs 1n
the context of the terminal. If the information does not exist,
step S706 1s performed. If the information exists, the fol-
lowing step S708 i1s directly performed, instead of steps
S706 and S707. This 1s not specifically limited in embodi-
ments of the present disclosure.

S708 and S709. Same as steps S614 and S615. For details,
refer to the embodiment shown 1 FIG. 6. Details are not
described herein again.

Based on the session establishment method provided 1n
this embodiment of this application, the AMF entity obtains
the group identification information of the group to which
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the terminal belongs; determines, based on the group 1den-
tification information, the SMF entity that serves the group;
and sends the group identification information to the SMF
entity. In addition, after receiving the group identification
information from the AMF enfity, the SMF enftity deter-
mines, based on the group identification information, the
UPF entity that serves the group. In other words, for
terminals 1n group commumnication, a network side selects a
same UPF entity for the terminals 1n the group based on the
group i1dentification information, so that during communi-
cation between the terminals in the group, forwarding data
between different user plane function entities corresponding,
to the terminals 1s not needed. Therefore, a low-latency
requirement of group communication can be met.

The actions of the AMF entity and the SMF entity 1n the
foregoing steps S701 to S709 may be performed by the
processor 501 1n the communications device 500 shown in
FIG. § by invoking application program code stored 1n the
memory 503. This 1s not limited in embodiments of the
present disclosure.

The following provides two manners of configuring group
identification information of a group to which a terminal
belongs 1n the terminal or an AMF entity.

That the session establishment system shown 1n FIG. 1 1s
applied to the 3G network shown 1n FIG. 4 1s used as an
example. As shown 1n FIG. 8, FIG. 8 shows a registration
method according to an embodiment of this application. The
registration method includes the following steps:

S801. A terminal sends a registration request to an AMF
entity, so that the AMF enfity receives the registration
request from the terminal.

S802. The AMF enfity obtains subscription data of the
terminal from a UDM entity based on the registration
request, where the subscription data includes group 1denti-
fication information of a group to which the terminal
belongs.

S803. The AMF enftity stores the group identification
information of the group to which the terminal belongs into
a context of the terminal.

S804. Another procedure of registration. For details, refer
to an existing registration procedure, and details are not
described herein.

Based on the registration method provided 1n this embodi-
ment of this application, when the terminal statically sub-
scribes to a network, the group 1dentification information of
the group to which the terminal belongs may be configured
in the AMF enfity. A PDU session may be subsequently
established based on the session establishment method
shown 1n FIG. 6, the session establishment method shown 1n
FI1G. 7, or another session establishment method.

The actions of the AMF entity 1n the foregoing steps S801
to S804 may be performed by the processor 301 in the
communications device 300 shown i FIG. 5 by invoking
application program code stored 1n the memory 503. This 1s
not limited 1n embodiments of the present disclosure.

Optionally, that the session establishment system shown
in FIG. 2 1s applied to the 5G network shown in FIG. 4 1s
used as an example. FIG. 9 shows a session establishment
method according to an embodiment of this application. The
method includes the following steps.

S901. A control device obtains information about a group,
where the information about the group includes terminal
information in the group and group i1dentification informa-
tion.

In a possible implementation, the obtaining, by a control
device, mnformation about the group may specifically
include: receiving, by the control device, a group establish-
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ment request from a first terminal or a second terminal,
where the group establishment request carries the informa-
tion about the group. In other words, 1n this implementation,
the terminal triggers a group establishment procedure.

In another possible implementation, the obtaining, by a
control device, information about the group may specifically
include: determiming, by the control device, the information
about the group after determining that the group establish-
ment procedure needs to be mitiated. In other words, 1n this
implementation, the control device triggers the group estab-
lishment procedure. For example, when determining that
several terminals of a same type are quite close to each other,
the control device may determine that the group establish-
ment procedure needs to be mitiated.

In still another possible implementation, the obtaining, by
a control device, information about the group may specifi-
cally include: receiving, by the control device, the group
establishment request from the first terminal or the second
terminal, where the group establishment request carries the
terminal information in the group; and determining, by the
control device, the group 1dentification information based on
the terminal information in the group. This 1s not specifically
limited 1n embodiments of the present disclosure.

S902. The control device sends the group identification
information and the terminal information 1n the group to a
UDM entity, where the group i1dentification information 1s
used to establish a session for a terminal 1n the group.

For example, if terminals 1n the group include the first
terminal and the second terminal, the method further
includes the following steps:

S903. The UDM entity sends the group identification
information to a second AMF entity that serves the second
terminal, so that the second AMF entity receives the group
identification information from the UDM entity.

S904. The UDM entity sends the group identification
information to a first AMF entity that serves the first
terminal, so that the first AMF entity receives the group
identification information from the UDM entity.

It should be noted that 1n this embodiment of this appli-
cation, steps S903 and S904 are not performed 1n a neces-
sary sequence. Step S903 may be performed before step
S904, step S904 may be performed before step S903, or
steps S903 and S904 may be simultaneously performed.
This 1s not specifically limited in embodiments of the
present disclosure.

Optionally, 1mn this embodiment of this application, the
first AMF entity and the second AMF entity may be the same
or different. This 1s not specifically limited in embodiments
of the present disclosure.

S9035. The second AMF entity stores group identification
information of a group to which the second terminal belongs
into a context of the second terminal.

S906. The first AMF entity stores group identification
information of a group to which the first terminal belongs
into a context of the first terminal.

S907. The control device sends a trigger message 1 to the
second terminal, so that the second terminal receives the
trigger message 1 from the control device. The trigger
message 1 1s used to trigger the second terminal to 1mitiate
a session establishment procedure.

S908. The control device sends a trigger message 2 to the
first terminal, so that the first terminal receives the trigger
message 2 from the control device. The trigger message 2 1s
used to trigger the first terminal to 1nitiate a session estab-
lishment procedure.

It should be noted that 1n this embodiment of this appli-
cation, steps S907 and S908 are not performed 1n a neces-
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sary sequence. Step S907 may be performed before step
S908, step S908 may be performed before step S907, or
steps S907 and S908 may be simultaneously performed.
This 1s not specifically limited in embodiments of the
present disclosure.

Optionally, in this embodiment of this application, the
trigger message 1 and the trigger message 2 may have other
names. This 1s not specifically limited 1n embodiments of the
present disclosure.

S909. Session establishment procedure.

The session establishment procedure in this embodiment
of this application may be shown 1n FIG. 6 or FIG. 7, or may
be an existing session establishment procedure or another
session establishment procedure. This 1s not specifically
limited 1n embodiments of the present disclosure.

Optionally, 1n this embodiment of this application, steps
S902 to S906 or steps S903 to S906 may not be included. In
this case, the trigger message 1 and the trigger message 2
need to carry the group identification information, and the
first terminal and the second terminal store the group 1den-
tification information. This 1s not specifically limited in
embodiments of the present disclosure.

Based on the session establishment method provided in
this embodiment of this application, the control device may
trigger the terminal i the group to mnitiate the session
establishment procedure. In addition, the group identifica-
tion information of the group to which the terminal belongs
may be provided to the terminal in the group or the AMF
entity that serves the terminal i the group. In this way, a
PDU session may be subsequently established based on the
session establishment method shown 1n FIG. 6, the session
establishment method shown 1n FIG. 7, or another session
establishment method.

The actions of the control device and the UDM entity in
the foregoing steps S901 to S909 may be performed by the
processor 501 1n the communications device 500 shown in
FIG. § by invoking application program code stored 1n the
memory 503. This 1s not limited in embodiments of the
present disclosure.

Optionally, that the handover system shown 1 FIG. 3 1s
applied to the 5G network shown in FIG. 4 1s used as an
example. FIG. 10 shows a handover method according to an
embodiment of this application. The handover method 1is
described by using an example 1n which terminals 1n a group
include a first terminal and a second terminal, a UPF entity

(namely, a source UPF entity 1n FIG. 10) that serves, before
a handover, a group to which the first terminal belongs 1s an
[-UPF entity, a UPF entity (namely, a target UPF entity 1n
FIG. 10) that serves, after the handover, the group to which
the first terminal belongs 1s an I-UPF entity, and an initial
status 1s that the first terminal commumnicates with the second
terminal by using the source UPF entity. Specifically, the
handover method includes the following steps.

S1001. A wireless handover 1s performed for the first
terminal, and the first terminal 1s handed over from a third
access device to a first access device.

For a specific implementation of the wireless handover
performed for the first terminal, refer to an existing 1mple-
mentation. Details are not described herein.

Optionally, the third access device in this embodiment of
this application may also be referred to as a source access
device corresponding to the first terminal, and the {first
access device may also be referred to as a target access
device corresponding to the first terminal. This 1s not spe-
cifically limited in embodiments of the present disclosure.
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S1002. The first access device sends a handover request to
an SMF entity, so that the SMF entity receives the handover

request from the first access device.

S1003. The SMF entity obtains, based on the handover
request, terminal information in the group to which the first
terminal belongs.

In a possible implementation, the obtaining, by the SMF
entity based on the handover request, terminal information
in the group to which the first terminal belongs may spe-
cifically include: obtaiming, by the SMF entity, a context of
the first terminal based on the handover request, where the
context of the first terminal includes group identification
information of the group to which the first terminal belongs;
and determining, by the SMF entity based on the group
identification information, the terminal information in the
group to which the first terminal belongs. For example, the
SMF entity may search for a context of another terminal, and
determine a terminal whose context includes the group
identification information of the group to which the first
terminal belongs as a terminal in the group to which the first
terminal belongs.

In another possible implementation, the obtaining, by the
SMF entity based on the handover request, terminal infor-
mation in the group to which the first terminal belongs may
specifically include: determining, by the SMF entity based
on the handover request, that the terminal information in the
group to which the first terminal belongs needs to be
obtained; sending, by the SMF entity, an obtaining request
to a UDM entity, where the obtaining request i1s used to
request to obtain the terminal information 1n the group to
which the first terminal belongs; and recerving, by the SMF
entity, the terminal information 1n the group to which the
first terminal belongs from the UDM entity. For example, the
SMF entity may obtain the context of the first terminal based
on the handover request, and then the SMF enftity may
determine, based on the context of the first terminal and with
reference to a local policy, that the terminal information in

the group to which the first terminal belongs needs to be
obtained. The context of the first terminal includes a termi-
nal type or quality of service ((QoS) of the first terminal, and
the like. This 1s not specifically limited in embodiments of
the present disclosure.

It should be noted that in this embodiment of this appli-
cation, the SMF entity may obtain, based on the handover
request, mformation about all terminals in the group to
which the first terminal belongs, or information about some
terminals 1n the group to which the first terminal belongs.
This 1s not specifically limited in embodiments of the
present disclosure.

S1004. The SMF entity determines a target UPF entity
that serves the group to which the first terminal belongs.

The SMF entity may determine, based on information
such as a location of a terminal 1n the group to which the first
terminal belongs and load of an access device or a UPF
entity corresponding to the terminal, the target UPF entity
that serves the group to which the first terminal belongs. For
details, refer to an existing implementation. Details are not
described herein. For example, the SMF entity may prefer-
entially select, as the target UPFEF entity, a light-loaded UPF
entity that can cover all the terminals 1n the group.

Optionally, after determining the UPF entity that serves
the group to which the first terminal belongs, the SMF entity
may store a correspondence between mformation about the
target UPF entity and the group identification information
into the context of the terminal. This 1s not specifically
limited 1n embodiments of the present disclosure.
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S1005. The SMF entity sends an N4 session establishment
request 1 to the target UPF entity, so that the target UPF
entity receives the N4 session establishment request 1 from
the SMF entity. The N4 session establishment request 1
carries path information, where the path information 1s used
to establish a user plane path of the terminal 1n the group to
which the first terminal belongs.

Because the handover method 1s described by using an
example 1n which the terminals in the group include the first
terminal and the second terminal, the path mmformation in
step S1005 may include first path information corresponding
to the first terminal. Optionally, the path mformation may
turther include second path information corresponding to the
second terminal. The first path information 1s used to estab-
lish a user plane path of the first terminal, and the second
path information 1s used to establish a user plane path of the
second terminal.

With reference to the description of the path information
at the beginning of DESCRIPTION OF EMBODIMENTS,
the user plane path of the first terminal 1n this embodiment
of this application 1s an N3 tunnel between the first access
device and the target UPF entity. The first path information
may include first downlink path information. The first down-
link path information may be carried in the handover request
sent by the first access device to the SMF entity 1n step
S51002. This 1s not specifically limited in embodiments of the
present disclosure. Optionally, the first path information may
turther include first uplink path information. In this case, the
first uplink path information 1s allocated by the SMF entity.
Certainly, the first uplink path information may alternatively
be allocated by the UPF enftity. This 1s not specifically
limited 1n embodiments of the present disclosure. The first
uplink path information in this embodiment of this applica-
tion may include an endpoint address or an endpoint iden-
tifier of the path on the target UPF entity side, an address of
the target UPF entity, and the like. The first downlink path
information may include an endpoint address or an endpoint
identifier of the path on the first access device side, an
address of the first access device, and the like. This 1s not
specifically limited 1n embodiments of the present disclo-
sure.

With reference to the description of the path information
at the beginning of DESCRIPTION OF EMBODIMENTS,
the user plane path of the second terminal 1n this embodi-
ment of this application 1s an N3 tunnel between a second
access device and the target UPFEF entity. The second path
information may include at least one of second downlink
path information and second uplink path information. This 1s
not specifically limited 1n embodiments of the present dis-
closure. If the second path information includes the second
downlink path information, the second downlink path 1nfor-
mation may be obtained from a local context of the terminal
in the SMF entity. If the second path information includes
the second uplink path information, the second uplink path
information 1s allocated by the SMF entity. This 1s generally
described herein for embodiments of the present disclosure,
and will not be described below again. Certainly, the second
uplink path information may alternatively be allocated by
the UPF entity. This 1s not specifically limited in embodi-
ments of the present disclosure. In this embodiment of this
application, the second uplink path information may include
an endpoint address or an endpoint identifier of the path on
the target UPF entity side, an address of the target UPF
entity, and the like. The second downlink path information
may include an endpoint address or an endpoint identifier of
the path on the second access device side, an address of the
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second access device, and the like. This 1s not specifically
limited 1n embodiments of the present disclosure.

Optionally, the path mformation 1n step S1005 may fur-
ther include third path information. With reference to the
description of the path information at the beginning of
DESCRIPTION OF EMBODIMENTS, the third path infor-
mation may include at least one of third uplink path 1nfor-
mation and third downlink path information, and 1s used to
establish an N9 tunnel between the target UPF entity and an
A-UPF enftity. The third downlink path information may
include an endpoint address or an endpoint 1dentifier of the
path on the target UPF entity side, an address of the target
UPF entity, and the like. The third uplink path information
may include an endpoint address or an endpoint identifier of
the path on the A-UPF entity side, an address of the A-UPF
entity, and the like. This 1s not specifically limited 1n
embodiments of the present disclosure.

Optionally, the path mformation 1n step S1005 may fur-
ther include a routing rule or others. For details, refer to an
existing implementation. This 1s not specifically limited 1n
embodiments of the present disclosure.

S1006. The target UPF entity sends an N4 session estab-
lishment response 1 to the SMF entity, so that the SMF entity
receives the session establishment response 1 from the target
UPF entity.

S1007. The SMF entity sends a handover response to the
first access device, so that the first access device receives the
handover response from the SMF entity. The handover
response carries the first uplink path information.

S1008. The SMF entity sends a notification message to
the second access device, so that the second access device
receives the notification message from the SMF entity. The
notification message carries the second uplink path infor-
mation.

Optionally, 1n this embodiment of this application, 11 the
second path information 1 step S1005 does not include the
second downlink path information, after step S1008, the
second access device may further send the second downlink
path information to the SMF entity, and after receiving the
second downlink path information, the SMF entity may send
the second downlink path information to the target UPF
entity. This 1s not specifically limited in embodiments of the
present disclosure.

S1009. The SMF entity sends an N4 session establishment
request 2 to the A-UPF entity, so that the A-UPF entity
receives the N4 session establishment request 2 from the
SMF entity. The N4 session establishment request 2 carries
the third downlink path information.

S1010. The A-UPF entity sends an N4 session establish-
ment response 2 to the SMF entity, so that the SMF entity
receives the session establishment response 2 from the
A-UPF entity.

Optionally, 1n this embodiment of this application, 11 the
third path imnformation in step S1005 does not include the
third uplink path iformation, the third uplink path infor-
mation may be carried in the N4 session establishment
response 2 1n step S1010. Further, after receiving the N4
session establishment response 2, the SMF entity may send
the third uplink path information to the target UPEF entity.
This 1s not specifically limited in embodiments of the
present disclosure.

S1011. The SMF entity sends an N4 session release
request to the source UPF entity, so that the source UPF
entity recerves the N4 session release request from the SMF
entity.

The N4 session release request 1s used to request to delete,
from the source UPF entity, user plane information and local
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routing information corresponding to the terminal in the
group to which the first terminal belongs. For details, refer
to an existing implementation. Details are not described
herein again.

S1012. The source UPF entity sends an N4 session release
response to the SMF entity, so that the SMF entity receives
the N4 session release response from the source UPF entity.

It should be noted that there 1s no necessary sequence
between steps S1005, S1007, S1008, S1009, and S1011 1n
this embodiment of this application. Any one of the steps
may be first performed, and then the other steps are per-
formed. Alternatively, the foregoing steps may be simulta-
neously performed. This 1s not specifically limited in
embodiments of the present disclosure.

Until now, the first terminal communicates with the
second terminal by using the target UPF entity.

It should be noted that, the embodiment shown 1n FIG. 10
1s described by using an example 1n which there 1s no other
I-UPF entity between the target UPF entity and the first
access device or between the target UPF entity and the
second access device, and there 1s no other I-UPF entity
between the target UPF entity and the A-UPF entity. Cer-
tainly, there may be another I-UPF entity between the target
UPF entity and the first access device or between the target
UPF entity and the second access device, and there may be
another I-UPF entity between the target UPF entity and the
A-UPF entity. In this case, corresponding first path infor-
mation, second path information, and third path information
may be different from the first path information, the second
path information, and the third path information in step
S1005. This 1s not specifically limited 1n embodiments of the
present disclosure.

Based on the handover method provided 1n this embodi-
ment of this application, when a terminal in the group 1s
handed over, terminals 1n the group to which the terminal
belongs may be migrated in batches, to ensure that all the
terminals in the group are served by a same UPF entity, and
throughout communication between the terminals in the
group, forwarding data between different user plane function
entities corresponding to the terminals 1s not needed. There-
fore, a low-latency requirement of group communication
can be met.

The actions of the SMF entity in the foregoing steps
S1001 to S1012 may be performed by the processor 501 1n
the communications device 500 shown 1n FIG. 5 by mnvok-
ing application program code stored in the memory 503.
This 1s not limited in embodiments of the present disclosure.

Optionally, that the handover system shown 1 FIG. 3 1s
applied to the 535G network shown 1n FIG. 4 1s used as an
example. FIG. 11 shows a handover method according to an
embodiment of this application. The handover method 1is
described by using an example in which terminals 1n a group
include a first terminal and a second terminal, a UPF entity
(namely, a source UPF enfity in FIG. 11) that serves, before
a handover, a group to which the first terminal belongs 1s an
A-UPF entity, a UPF entity (namely, a target UPF entity in
FIG. 11) that serves, after the handover, the group to which
the first terminal belongs 1s an I-UPF entity, and an initial
status 1s that the first terminal communicates with the second
terminal by using the A-UPF enfity. Specifically, the han-
dover method includes the following steps.

S1101 to S1108. Same as steps S1001 to S1008. For
details, refer to the embodiment shown 1n FIG. 10. Details

are not described herein again.

S1109. An SMF entity sends an N4 session establishment
request 2 to the source UPF entity, so that the source UPF
entity recerves the N4 session establishment request 2 from
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the SMF entity. The N4 session establishment request 2
carries third downlink path information.

For related descriptions of the third downlink path infor-
mation, refer to the embodiment shown 1n FIG. 10. Details
are not described herein again.

S1110. The source UPF entity sends an N4 session
establishment response 4 to the SMF entity, so that the SMF
entity recerves the session establishment response 4 from the
source UPF entity.

Optionally, 1mn this embodiment of this application, the
source UPF entity may further release local routing infor-
mation. This 1s not specifically limited 1n embodiments of
the present disclosure.

Until now, the first terminal communicates with the
second terminal by using the target UPF entity.

In other words, 1n this embodiment of this application, the
UPF entity that serves, before the first terminal 1s handed
over, the group to which the first terminal belongs 1s the
A-UPF entity. Therefore, after the first terminal 1s handed
over, the A-UPF entity does not change, and the SMF entity
inserts an I-UPF entity for the first terminal to implement the
handover. In addition, 1n this embodiment of this applica-
tion, when 1nserting the I-UPF entity, the SMF entity also
needs to imsert the I-UPF entity into a user plane path of
another terminal in the group to which the first terminal
belongs. In this case, a UPF entity that serves the terminal
in the group to which the first terminal belongs may be a
newly inserted target UPF entity, or may be the source UPF
entity. According to a shortest path principle, FIG. 11 1s an
illustration using an example in which the first terminal
communicates with the second terminal by using the target
UPF entity. To be specific, after the first terminal 1s handed
over, the source UPF entity that serves the terminal in the
group to which the first terminal belongs 1s replaced by the
target UPF entity. Certainly, the first terminal may alterna-
tively communicate with the second terminal by using the
source UPF entity. This 1s not specifically limited in embodi-
ments of the present disclosure.

Based on the handover method provided in this embodi-
ment of this application, when a terminal in the group 1s
handed over, terminals in the group to which the terminal
belongs may be migrated in batches, to ensure that all the
terminals 1n the group are served by a same UPF entity, and
throughout communication between the terminals in the
group, forwarding data between different user plane function
entities corresponding to the terminals 1s not needed. There-
fore, a low-latency requirement of group communication
can be met.

The actions of the SMF entity in the foregoing steps
S1101 to S1110 may be performed by the processor 501 1n
the communications device 500 shown 1n FIG. 5 by invok-
ing application program code stored in the memory 503.
This 1s not limited 1in embodiments of the present disclosure.

The solutions provided in the embodiments of this appli-
cation are mainly described from a perspective of interaction
between network elements. It may be understood that, to
implement the foregoing functions, the mobility manage-
ment entity, the session management function entity, and the
control device include corresponding hardware structures
and/or software modules for performing the functions. A
person skilled 1n the art should easily be aware that, in
combination with the examples described in the embodi-
ments disclosed 1n this specification, units and algorithm
steps may be implemented by hardware or a combination of
hardware and computer soitware. Whether a function 1s
performed by hardware or hardware driven by computer
software depends on particular applications and design
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constraints of the technical solutions. A person skilled in the
art may use a different method to implement the described
functions for each particular application, but it should not be
considered that the implementation goes beyond the scope
of this application.

In the embodiments of this application, division 1nto
function modules may be performed on the mobility man-
agement enfity, the session management function entity, or
the control device based on the foregoing example methods.
For example, each function module may be obtained
through division based on each corresponding function, or
two or more functions may be integrated into one processing,
module. The integrated module may be implemented 1n a
form of hardware, or may be implemented 1n a form of a
software function module. It should be noted that, in this
embodiment of this application, division into modules 1s an
example, and 1s merely a logical function division. In actual
implementation, another division manner may be used.

For example, when the function modules are obtained
through division performed 1n an integrated manner, FIG. 12
1s a schematic structural diagram of a mobility management
entity 120 1n the foregoing embodiments. As shown 1n FIG.
12, the mobility management entity 120 includes a process-
ing module 1201 and a transceiver module 1202. The
processing module 1201 1s configured to obtain group
identification information of a group to which a terminal
belongs. The processing module 1201 1s further configured
to determine, based on the group 1dentification information,
a session management entity that serves the group to which
the terminal belongs. The transceiver module 1202 1s con-
figured to send the group identification information to the
session management entity, where the group identification
information 1s used to determine a user plane function entity
that serves the group to which the terminal belongs.

Optionally, that the processing module 1201 1s configured
to determine, based on the group 1dentification information,
a session management entity that serves the group to which
the terminal belongs includes: sending a session manage-
ment entity request message to a database entity, where the
session management entity request message 1s used to
request imnformation about the session management entity
that serves the group to which the terminal belongs; and
recelving a session management entity response message
from the database entity, where the session management
entity response message carries the iformation about the
session management entity that serves the group to which
the terminal belongs.

Alternatively, that the processing module 1201 1s config-
ured to determine, based on the group identification infor-
mation, a session management entity that serves the group to
which the terminal belongs includes: sending a session
management entity request message to a database entity,
where the session management entity request message 1s
used to request information about the session management
entity that serves the group to which the terminal belongs;
receiving a session management entity response message
from the database entity, where the session management
entity response message 1s used to indicate that there 1s no
information about the session management entity that serves
the group to which the terminal belongs; and determiming,
the session management entity that serves the group to
which the terminal belongs.

Further, the transcerver module 1202 1s further configured
to send a notification message to the database entity, where
the notification message 1s used to instruct the database
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entity to store a correspondence between the group i1denti-
fication information and the mformation about the session
management entity.

Optionally, as shown in FIG. 12, the mobility manage-
ment entity 120 further includes a storage module 1203. The
storage module 1203 1s configured to store the information
about the session management entity into a context of the
terminal.

Optionally, that the processing module 1201 1s configured
to determine, based on the group 1dentification information,
a session management entity that serves the group to which
the terminal belongs includes: determining, based on the
group 1dentification information and the context of the
terminal, the session management entity that serves the
group to which the terminal belongs, where the context of
the terminal includes the information about the session
management entity that serves the group to which the
terminal belongs.

Optionally, that the processing module 1201 1s configured
to obtain group identification information of a group to
which a terminal belongs includes: obtaiming the context of
the terminal, where the context of the terminal includes the
group 1dentification mformation of the group to which the
terminal belongs.

Optionally, the transceiver module 1202 1s further con-
figured to receive a registration request from the terminal,
where the registration request carries an identity of the
terminal. The transceiver module 1202 is further configured
to obtain subscription data of the terminal from the database
entity based on the identity of the terminal, where the
subscription data includes the group identification informa-
tion of the group to which the terminal belongs. The storage
module 1203 is further configured to store the group iden-
tification information of the group to which the terminal
belongs into the context of the terminal.

Optionally, the transceirver module 1202 1s further con-
figured to receive, from the database entity, the group
identification information of the group to which the terminal
belongs. The storage module 1203 1s further configured to
store the group identification information of the group to
which the terminal belongs into the context of the terminal.

Optionally, that the processing module 1201 1s configured
to obtain group identification information of a group to
which a terminal belongs includes: receiving, from the
database entity, the group i1dentification information of the
group to which the terminal belongs.

Optionally, that the processing module 1201 1s configured
to obtain group identification information of a group to
which a termunal belongs includes: recerving a session
establishment request from the terminal, where the session
establishment request carries the group i1dentification infor-
mation of the group to which the terminal belongs.

All related content of the steps 1n the foregoing method
embodiments may be cited in function descriptions of cor-
responding function modules. Details are not described
herein again.

In this embodiment, the mobility management entity 120
1s presented 1n a form i1n which function modules are
obtained through division in an integrated manner. The
“module” herein may be an application-specific integrated
circuit (ASIC), a circuit, a processor and a memory execut-
ing one or more soltware or firmware programs, an inte-
grated logic circuit, and/or another device that can provide
the foregoing function. In a simple embodiment, a person
skilled 1n the art may figure out that the mobility manage-
ment entity 120 may be 1n a form shown i FIG. S.
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For example, the processor 501 i FIG. 5 may invoke
computer-executable instructions stored in the memory 503,
so that the mobility management entity 120 performs the
session establishment method in the foregoing method
embodiments.

Specifically, functions/implementation processes of the
processing module 1201, the transcerver module 1202, and
the storage module 1203 1n FIG. 12 may be implemented by
the processor 501 i FIG. 5 by mvoking the computer-
executable instructions stored in the memory 503. Alterna-
tively, a function/implementation process of the processing,
module 1201 in FIG. 12 may be mmplemented by the
processor 501 1 FIG. 5 by mvoking the computer-execut-
able instructions stored in the memory 503. A function/
implementation process of the transceiver module 1202 1n
FIG. 12 may be implemented by the communications inter-
tace 504 1n FIG. 5. A function/implementation process of the
storage module 1203 1n FIG. 12 may be implemented by the
memory 503 in FIG. 5.

Because the mobility management entity 120 provided in
this embodiment of this application may be configured to
perform the foregoing session establishment method, for
technical eflects that can be obtained by the mobility man-
agement entity 120, refer to the foregoing method embodi-
ments. Details are not described herein again.

For example, when the function modules are obtained
through division performed 1n an integrated manner, FIG. 13
1s a schematic structural diagram of a session management
entity 130 1n the foregoing embodiments. As shown 1n FIG.
13, the session management entity 130 includes a processing
module 1301 and a transceiver module 1302. The trans-
ceiver module 1302 1s configured to receive group 1dentifi-
cation information of a group to which a terminal belongs
from a mobility management entity. The processing module
1301 1s configured to determine, based on the group 1den-
tification information, a user plane function entity that
serves the group to which the terminal belongs. The trans-
ceiver module 1302 1s further configured to send path
information to a user plane entity, where the path informa-
tion 1s used to establish a user plane path of the terminal.

Optionally, the processing module 1301 1s specifically
configured to: send a user plane function entity request
message to a database entity, where the user plane function
entity request message 1s used to request mnformation about
the user plane function entity that serves the group to which
the terminal belongs; and receive a user plane function entity
response message from the database entity, where the user
plane function entity response message carries the informa-
tion about the user plane function entity that serves the group
to which the terminal belongs.

Alternatively, the processing module 1301 1s specifically
configured to: send a user plane function entity request
message to a database entity,, where the user plane function
entity request message 1s used to request information about
the user plane function entlty that serves the group to which
the terminal belongs; receive a user plane function entity
response message from the database entity, where the user
plane function entity response message 1s used to indicate
that there 1s no mformation about the user plane function
entity that serves the group to which the terminal belongs;
and determine the user plane function entity that serves the
group to which the terminal belongs.

Optionally, the transceiver module 1302 1s further con-
figured to send a notification message to the database entity,
where the notification message 1s used to instruct the data-
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base entity to store a correspondence between the group
identification information and the information about the user
plane function enftity.

Optionally, as shown 1n FIG. 13, the session management
entity 130 further includes a storage module 1303. The
storage module 1303 1s configured to store the information
about the user plane function enfity into a context of the
terminal.

Optionally, the processing module 1301 1s specifically
configured to determine, based on the group identification
information and the context of the terminal, the user plane
function entity that serves the group to which the terminal
belongs, where the context of the terminal includes the
information about the user plane function entity that serves
the group to which the terminal belongs.

All related content of the steps 1n the foregoing method
embodiments may be cited in function descriptions of cor-
responding function modules. Details are not described
herein again.

In this embodiment, the session management entity 130 1s
presented 1n a form 1n which function modules are obtained
through division in an integrated manner. The “module”
herein may be an ASIC, a circuit, a processor and a memory
that execute one or more software programs or firmware
programs, an integrated logic circuit, and/or another com-
ponent that can provide the foregoing functions. In a simple
embodiment, a person skilled in the art may figure out that
the session management entity 130 may be 1n a form shown
in FIG. S.

For example, the processor 501 in FIG. 5 may invoke
computer-executable mstructions stored in the memory 503,
so that the session management entity 130 performs the
session establishment method in the foregoing method
embodiments.

Speciﬁcallyj functions/implementation processes of the
processing module 1301, the transceirver module 1302, and
the storage module 1303 1n FIG. 13 may be implemented by
the processor 501 1 FIG. 5 by mvoking the computer-
executable structions stored in the memory 503. Alterna-
tively, a function/implementation process of the processing
module 1301 in FIG. 13 may be implemented by the
processor 501 1n FIG. § by mvoking the computer-execut-
able instructions stored in the memory 503. A function/
implementation process of the transceiver module 1302 1n
FIG. 13 may be implemented by the communications inter-
face 504 1n FIG. 5. A function/implementation process of the
storage module 1303 1n FIG. 13 may be implemented by the
memory 503 i FIG. 5.

Because the session management entity 130 provided 1n
this embodiment of this application may be configured to
perform the foregoing session establishment method, for
technical eflects that can be obtained by the session man-
agement entity 130, refer to the foregoing method embodi-
ments. Details are not described herein again.

For example, when the function modules are obtained
through division performed 1n an integrated manner, FIG. 14
1s a schematic structural diagram of a session management
entity 140 1n the foregoing embodiments. As shown 1n FIG.
14, the session management entity 140 includes a processing
module 1401 and a transceiver module 1402. The trans-
ceiver module 1402 1s configured to receive a handover
request from a first access device, where the first access
device 1s an access device currently accessed by a first
terminal. The processing module 1401 1s configured to
obtain, based on the handover request, terminal information
in a group to which the first terminal belongs. The process-
ing module 1401 1s further configured to determine a target
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user plane function entity that serves the group to which the
first terminal belongs. The transceiver module 1402 is
turther configured to send path information to the target user
plane function entity, where the path information 1s used to
establish a user plane path of a terminal 1n the group to
which the first terminal belongs.

Optionally, that the processing module 1401 1s configured
to obtain, based on the handover request, terminal informa-
tion 1n a group to which the first terminal belongs 1includes:
obtaining a context of the first terminal based on the han-
dover request, where the context of the first terminal
includes group identification information of the group to
which the first terminal belongs; and determining, based on
the group identification information, the terminal informa-
tion in the group to which the first terminal belongs.

Optionally, that the processing module 1401 obtains,
based on the handover request, terminal information 1n a
group to which the first terminal belongs includes: deter-
mimng, based on the handover request, that the terminal
information in the group to which the first terminal belongs
needs to be obtaimned; sending an obtaining request to a
database entity, where the obtaining request 1s used to
request to obtain the terminal information 1n the group to
which the first terminal belongs; and receiving the terminal
information in the group to which the first terminal belongs
from the database entity.

Optionally, the group to which the first terminal belongs
includes a second terminal. The path information includes
uplink path information of a second access device and first
downlink path information of the target user plane function
entity, where the uplink path information of the second
access device and the first downlink path information of the
target user plane function entity are used to establish a user
plane path between the second access device and the target
user plane function entity, and the second access device 1s an
access device currently accessed by the second terminal. The
processing module 1401 1s further configured to obtain the
uplink path information of the second access device.

Optionally, that the processing module 1401 i1s further
configured to obtain the uplink path information of the
second access device includes: further configured to obtain
a context of the second terminal, where the context of the
second terminal includes the uplink path information of the
second access device. Alternatively, the processing module
1401 1s further configured to receive the uplink path infor-
mation of the second access device from the second access
device.

Optionally, the transceiver module 1402 1s further con-
figured to send a notification message to the second access
device, where the notification message 1s used to struct the
second access device to establish the user plane path
between the second access device and the target user plane
function entity.

All related content of the steps in the foregoing method
embodiments may be cited in function descriptions of cor-
responding function modules. Details are not described
herein again.

In this embodiment, the session management entity 140 1s
presented 1n a form 1n which function modules are obtained
through division 1n an integrated manner. The “module”
herein may be an ASIC, a circuit, a processor and a memory
that execute one or more software programs or firmware
programs, an integrated logic circuit, and/or another com-
ponent that can provide the foregoing functions. In a simple
embodiment, a person skilled in the art may figure out that
the session management entity 140 may be in a form shown

in FIG. S.
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For example, the processor 501 in FIG. 5§ may invoke
computer-executable instructions stored in the memory 503,
so that the session management entity 140 performs the
session establishment method in the foregoing method
embodiments.

Specifically, functions/implementation processes of the
processing module 1401 and the transceiver module 1402 1n
FIG. 14 may be implemented by the processor 501 1n FIG.
5 by invoking the computer-executable 1nstructions stored 1n
the memory 503. Alternatively, a function/implementation
process of the processing module 1401 1n FIG. 14 may be
implemented by the processor 501 1n FIG. 5 by invoking the
computer-executable instructions stored in the memory 503.
A Tunction/implementation process of the transceiver mod-
ule 1402 in FIG. 14 may be implemented by the commu-
nications interface 504 in FIG. 5.

Because the session management entity 140 provided 1n
this embodiment of this application may be configured to
perform the foregoing handover method, for technical
cllects that can be obtained by the session management
entity 140, refer to the foregoing method embodiments.
Details are not described herein again.

For example, when the function modules are obtained
through division performed 1n an integrated manner, FIG. 15
1s a schematic structural diagram of a control device 150 1n
the foregoing embodiments. As shown in FIG. 15, the
control device 150 includes a processing module 1501 and
a transceiver module 1502. The processing module 1501 1s
configured to obtain information about a group, where the
information about the group includes terminal information
in a group. The transceiver module 1502 1s configured to
send a trigger message to a terminal 1n the group based on
the information about the group, where the trigger message
1s used to trigger the terminal in the group to initiate a
session establishment procedure.

Optionally, the information about the group {further
includes group identification information of the group. The
transcerver module 1502 1s further configured to send the
group 1dentification information and the terminal informa-
tion i the group to a database entity, where the group
identification information 1s used to establish a session for
the terminal 1n the group.

All related content of the steps 1n the foregoing method
embodiments may be cited in function descriptions of cor-
responding function modules. Details are not described
herein again.

In this embodiment, the control device 150 1s presented 1n
a form in which function modules are obtained through
division 1n an integrated manner. The “module” herein may
be an ASIC, a circuit, a processor and a memory that execute
one or more soltware programs or firmware programs, an
integrated logic circuit, and/or another component that can
provide the foregoing functions. In a sitmple embodiment, a
person skilled in the art may figure out that the session
management entity 150 may be in a form shown 1n FIG. 5.

For example, the processor 501 in FIG. 5§ may invoke
computer-executable instructions stored in the memory 503,
so that the control device 150 performs the session estab-
lishment method 1n the foregoing method embodiments.

Specifically, functions/implementation processes of the
processing module 1501 and the transceiver module 1502 1n
FIG. 15 may be implemented by the processor 501 1n FIG.
5 by invoking the computer-executable 1nstructions stored 1n
the memory 503. Alternatively, a function/implementation
process of the processing module 1501 1 FIG. 15 may be
implemented by the processor 501 1n FIG. 5 by invoking the
computer-executable mstructions stored in the memory 503.
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A Tunction/implementation process of the transceiver mod-
ule 1502 in FIG. 15 may be implemented by the commu-
nications interface 504 in FIG. 5.

Because the control device 150 provided 1n this embodi-
ment of this application may be configured to perform the
foregoing session establishment method, for techmnical
cllects that can be obtained by the control device 150, refer
to the foregoing method embodiments. Details are not
described herein again.

In the foregoing embodiment, the mobility management
entity 120, the session management entity 130, the session
management entity 140, or the control device 150 1s pre-
sented 1 a form 1n which function modules are obtained
through division in an integrated manner. Certainly, 1n this
embodiment of this application, the function modules of the
mobility management entity, the session management func-
tion entity, or the control device may be obtained through
division based on the functions. This 1s not specifically
limited 1n embodiments of the present disclosure.

Optionally, an embodiment of this application provides a
chip system. The chip system includes a processor, config-
ured to support a mobility management entity 1n implement-
ing the foregoing session establishment method, {for
example, obtaiming group identification information of a
group to which a terminal belongs. In a possible implemen-
tation, the chip system further includes a memory. The
memory 1s configured to store program instructions and data
that are necessary for the mobility management entity. The
chip system may include a chip, or may include a chip and
another discrete device. This 1s not specifically limited 1n
embodiments of the present disclosure.

Optionally, an embodiment of this application provides a
chip system. The chip system includes a processor, config-
ured to support a session management entity in implement-
ing the foregoing session establishment method, {for
example, determining, based on group identification infor-
mation, a user plane function enftity that serves a group to
which a terminal belongs. In a possible implementation, the
chip system further includes a memory. The memory 1is
configured to store program instructions and data that are
necessary for the session management entity. The chip
system may include a chip, or may include a chip and
another discrete device. This 1s not specifically limited 1n
embodiments of the present disclosure.

Optionally, an embodiment of this application provides a
chip system. The chip system includes a processor, config-
ured to support a session management entity in implement-
ing the foregoing handover method, for example, obtaining,
based on a handover request, terminal information of a
group to which a first terminal belongs. In a possible
implementation, the chip system further includes a memory.
The memory 1s configured to store program instructions and
data that are necessary for the session management entity.
The chip system may include a chip, or may include a chip
and another discrete device. This 1s not specifically limited
in embodiments of the present disclosure.

Optionally, an embodiment of this application provides a
chip system. The chip system includes a processor, config-
ured to support a control device 1n 1implementing the fore-
going session establishment method, for example, obtaining
information about a group. In a possible implementation, the
chip system further includes a memory. The memory 1is
configured to store program instructions and data that are
necessary for the control device. The chip system may
include a chip, or may include a chip and another discrete
device. This 1s not specifically limited in embodiments of the
present disclosure.
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All or some of the foregoing embodiments may be
implemented by using software, hardware, firmware, or any
combination thereof. When a soiftware program 1s used to
implement the embodiments, the embodiments may be
implemented completely or partially 1n a form of a computer
program product. The computer program product includes
one or more computer instructions. When the computer
program instructions are loaded and executed on a computer,
the procedure or functions according to the embodiments of
this application are all or partially generated. The computer
may be a general-purpose computer, a dedicated computer,
a computer network, or another programmable apparatus.
The computer instructions may be stored in a computer-
readable storage medium or may be transmitted from a
computer-readable storage medium to another computer-
readable storage medium. For example, the computer
istructions may be transmitted from a website, computer,
server, or data center to another website, computer, server, or
data center 1n a wired (for example, a coaxial cable, an
optical fiber, or a digital subscriber line (DSL)) or wireless
(for example, infrared, radio, or microwave) manner. The
computer-readable storage medium may be any usable
medium accessible by a computer, or a data storage device,
such as a server or a data center, integrating one or more
usable media. The usable medium may be a magnetic
medium (for example, a floppy disk, a hard disk, or a
magnetic tape), an optical medium (for example, a DVD), a
semiconductor medium (for example, a solid state drive
(SSD)), or the like.

Although this application 1s described with reference to
the embodiments, 1n a process of implementing this appli-
cation that claims protection, a person skilled in the art may
understand and implement another variation of the disclosed
embodiments by viewing the accompanying drawings, dis-
closed content, and the accompanying claims. In the claims,
“comprising” does not exclude another component or
another step, and “a” or “one” does not exclude a case of
plurality. A single processor or another unit may implement
several functions enumerated in the claims. Some measures
are recorded 1n dependent claims that are different from each
other, but this does not mean that these measures cannot be
combined to produce a better ellect.

Although this application 1s described with reference to
specific features and the embodiments thereof, certainly,
vartous modifications and combinations may be made to
them without departing from the spirit and scope of this
application. Correspondingly, the specification and accom-
panying drawings are merely example description of this
application defined by the accompanying claims, and 1is
considered as any of or all modifications, variations, com-
binations or equivalents that cover the scope of this appli-
cation. Certainly, a person skilled 1n the art can make various
modifications and variations to this application without
departing from the spirit and scope of this application. This
application 1s mntended to cover these modifications and
variations of this application provided that they fall within
the scope of protection defined by the following claims and
their equivalent technologies.

What 1s claimed 1s:

1. A communication method, comprising:

obtaining, by a mobility management entity, group 1den-

tification mnformation of a group to which a first ter-
minal belongs, wherein the group includes a plurality
of terminals:

determining, by the mobility management entity based on

the group i1dentification information and a correspon-

dence between the group 1dentification information and
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information about a session management entity, the
session management entity that serves the group; and
sending, by the mobility management entity, the group
identification mnformation to the session management
entity;
wherein the method further comprises:
when a session 1s established for a second terminal 1n the
plurality of terminals of the group, storing, by the

mobility management entity, the correspondence.

2. The method according to claim 1, wherein the second
terminal 1s the first to mitiate a session establishment pro-
cedure 1n the group among the plurality of terminals.

3. A communication method, comprising:

obtaining, by a mobility management entity, group iden-

tification information of a group to which a first ter-
minal belongs, wherein the group includes a plurality
of terminals:
determining, by the mobility management entity based on
the group identification information and a correspon-
dence between the group 1dentification information and
information about a session management entity, the
session management entity that serves the group;

sending, by the mobility management entity, the group
identification mnformation to the session management
entity; and

receiving, by the session management enftity, the group

identification information;
wherein the method further comprises:
when a session 1s established for a second terminal 1n the
plurality of terminals of the group, storing, by the
mobility management entity, the correspondence.

4. The method according to claim 3, wherein the second
terminal 1s the first to 1nitiate a session establishment pro-
cedure 1n the group among the plurality of terminals.

5. A communication apparatus, comprising;:

at least one processor; and

a memory coupled to the at least one processor and

configured to store executable instructions that, when
executed by the at least one processor, 1nstruct the at

least one processor to:
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obtain group identification information of a group to
which a first termunal belongs, wherein the group
includes a plurality of terminals;

determine, based on the group identification information

and a correspondence between the group 1dentification
information and information about a session manage-
ment entity, the session management entity that serves
the group;

send the group identification imnformation to the session

management entity; and

when a session 1s established for a second terminal in the

plurality of terminals of the group, store the correspon-
dence.

6. The apparatus according to claim 5, wherein the second
terminal 1s the first to 1nitiate a session establishment pro-
cedure 1n the group among the plurality of terminals.

7. A communication system, comprising a mobility man-
agement entity and a session management entity,

wherein the mobility management entity 1s configured to:

obtain group identification information of a group to

which a first terminal belongs, wherein the group
includes a plurality of terminals;
determine, based on the group identification informa-
tion and a correspondence between the group 1den-
tification information and information about the ses-
sion management entity, the session management
enfity that serves the group;
send the group 1dentification information to the session
management entity; and
when a session 1s established for a second terminal 1n
the plurality of terminals of the group, store the
correspondence;
wherein the session management entity 1s configured to:
receive the group i1dentification information.
8. The system according to claim 7, wherein the second
terminal 1s the first to 1nitiate a session establishment pro-
cedure 1n the group among the plurality of terminals.
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