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cation device. Whether the authentication information cor-
responds to one substrate processing apparatus at which the
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where the authentication information corresponds to the one
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The mstruction terminal has an operation unit to be operated
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MAINTENANCE DEVICE AND
MAINTENANCE METHOD FOR SUBSTRATE
PROCESSING APPARATUS

CROSS-REFERENCE TO RELATED
APPLICATIONS

The present application 1s a 35 U.S.C. §§ 371 national

phase conversion of International Application No. PCT/
JP2019/018023, filed Apr. 26, 2019, which claims priority to

Japanese Patent Application No. 2018-123557, filed Jun. 28,
2018, the contents of both of which are incorporated herein
by reference. The PCT International Application was pub-
lished 1n the Japanese language.

TECHNICAL FIELD

The present invention relates to a maintenance device and
a maintenance method for a substrate processing apparatus.

BACKGROUND ART

Substrate processing apparatuses are used to subject vari-
ous substrates such as semiconductor substrates, substrates
for liquid crystal display devices, plasma displays, optical
discs, magnetic discs, magneto-optical discs, photomasks
and other substrates to various types ol processing.

In a substrate processing apparatus, processing 1S per-
formed on one substrate successively by a plurality of
processing units. Further, a substrate 1s transported by a
substrate transport device among the plurality of processing
units. When the processing units, the substrate transport
device and the like are maintained, a maintenance terminal
for adjusting an operation of a device to be maintained 1s
used.

For example, in Patent Document 1, an adjustment ter-
minal 1s described as the above-mentioned maintenance
terminal. A user of the adjustment terminal uses an input
mechanism included 1n the adjustment terminal with one of
his or her arms fitted 1nto the adjustment terminal. Thus, an
instruction signal that 1s output from the adjustment terminal
1s supplied to a control device of the substrate processing
apparatus wirelessly or through a wired connection.

|Patent Document 1] JP 7-114439 A

SUMMARY OF INVENTION

Technical Problem

In a factory for semiconductor devices and the like, a large
number of substrate processing apparatuses are generally
placed 1n a clean room to be arranged relatively densely. In
a case where an operating substrate processing apparatus 1s
stopped erroneously, a large economic loss 1s generated.
Therefore, 1t 1s necessary to take measures such that a
maintenance worker does not perform a maintenance opera-
tion erroneously on an operating substrate processing appa-
ratus. In a case where the worker instructs a substrate
processing apparatus to perform a maintenance operation
using a wireless mstruction terminal, another substrate pro-
cessing apparatus arranged near a substrate processing appa-
ratus to be maintained may perform a maintenance operation
erroneously. As such, a wired instruction terminal corre-
sponding to each substrate processing apparatus 1s actually
used. The worker carries the instruction terminal corre-
sponding to a substrate processing apparatus to be main-
tained, connects the cable of the instruction terminal to the
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substrate processing apparatus and then instructs the sub-
strate processing apparatus to be maintained to perform a

maintenance operation using the instruction terminal. In this
case, the substrate processing apparatus to which the cable
1s not connected 1s not instructed to perform the maintenance
operation.

However, 1n a case where the wired instruction terminal
1s to be used, the worker 1s required to pull a cable around
to perform an operation. Thus, workability 1s not good.
Further, the cable may get caught with various objects, so
that the instruction terminal may fail due to disconnection of
the cable.

An object of the present invention 1s to provide a main-
tenance device and a maintenance method for a substrate
processing apparatus which can prevent a substrate process-
ing apparatus not to be maintained from being instructed to
perform a maintenance operation erroneously and 1n which
convenience ol maintenance 1s improved.

Solution to Problem

(1) A maintenance device for a substrate processing
apparatus according to one aspect of the present mvention
includes a maintenance instruction device provided to cor-
respond to the substrate processing apparatus, a storage
medium that stores authentication immformation correspond-
ing to the substrate processing apparatus, an authentication
device that includes a first near field communicator and 1s
provided to correspond to the substrate processing apparatus
and an instruction terminal that includes a second near field
communicator and a display, wherein each maintenance
instruction device produces screen information representing
a maintenance screen for maintaining the substrate process-
ing apparatus at which the maintenance instruction device 1s
provided, the authentication device includes a first authen-
tication information acquirer that acquires the authentication
information stored in the storage medium using the first near
field communicator when the storage medium 1s present 1n
a communicable range of the first near field communicator
of the authentication device, a first determiner that deter-
mines whether the authentication information acquired by
the first authentication information acquirer corresponds to
the substrate processing apparatus at which the authentica-
tion device 1s provided, and an information transmitter that
transmits access information for communication between
the instruction terminal and the maintenance instruction
device provided at the substrate processing apparatus 1n a
case where the acquired authentication information corre-
sponds to the substrate processing apparatus, and does not
transmit the access information 1n a case where the acquired
authentication information does not correspond to the sub-
strate processing apparatus, the instruction terminal includes
a network accessor that receives the access information
using a second near field communicator and accesses the
maintenance instruction device provided at the substrate
processing apparatus through wireless communication using
the received access information when the authentication
device 1s present 1n a communicable range of the second
near field communicator of the mstruction terminal and the
access mnformation 1s transmitted using the first near field
communicator, a display controller that causes the display to
display the maintenance screen based on screen information
produced by the maintenance instruction device to which the
network accessor has accessed, and an operation unit that 1s
to be operated by a user 1n order to instruct the substrate
processing apparatus to perform a maintenance operation
when the maintenance screen 1s displayed by the display.
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In the maintenance device, the maintenance instruction
device 1s provided to correspond to the substrate processing
apparatus, and the authentication device i1s provided to
correspond to the substrate processing apparatus. Further,
the authentication information corresponding to the sub-
strate processing apparatus 1s stored in the storage medium.

The user brings the storage medium corresponding to the
substrate processing apparatus to be maintained close to the
authentication device provided at the substrate processing
apparatus. In a case where the storage medium 1s present 1n
the communicable range of the first near field communicator
of the authentication device, the authentication information
stored 1n the storage medium 1s acquired by the first authen-
tication information acquirer of the authentication device.
Further, in the authentication device, whether the acquired
authentication information corresponds to the substrate pro-
cessing apparatus 1s determined.

In a case where the acquired authentication information
corresponds to the substrate processing apparatus, the access
information 1s transmitted from the first near field commu-
nicator of the authentication device. In this state, the authen-
tication device 1s present 1n the communicable range of the
second near field communicator of the instruction terminal,
so that the access information 1s received by the second near
field communicator. Thus, the access from the instruction
terminal to the maintenance instruction device provided at
the substrate processing apparatus 1s enabled. The 1nstruc-
tion terminal accesses the maintenance instruction device, so
that the maintenance screen 1s displayed on the display of the
instruction terminal. As such, the user can instruct the
substrate processing apparatus to perform a maintenance
operation by using the operation unit while making refer-
ence to the maintenance screen displayed on the display of
the instruction terminal.

In a case where the authentication information acquired in
the authentication device does not correspond to the sub-
strate processing apparatus, the access information 1s not
transmitted from the first near field communicator of the
authentication device. Thus, the access from the instruction
terminal to the maintenance instruction device provided at
the substrate processing apparatus 1s disabled.

With the above-mentioned configuration, in the authenti-
cation device provided at the substrate processing apparatus,
only 1n a case where the authentication information of the
storage medium carried by the user corresponds to the
substrate processing apparatus, the access from the instruc-
tion terminal to the maintenance 1nstruction device provided
at the substrate processing apparatus 1s enabled. In a case
where the authentication information of the storage medium
carried by the user does not correspond to the substrate
processing apparatus, the access from the instruction termi-
nal to the maintenance instruction device provided at the
substrate processing apparatus 1s disabled. Therefore, the
substrate processing apparatus not to be maintained 1s pre-
vented from being erroneously istructed to perform the
maintenance operation.

Further, with the above-mentioned configuration, the
instruction terminal accesses the maintenance instruction
device through wireless communication. Therefore, the user
does not need to pull a cable for communication around
when carrying the mstruction terminal. Further, the mnstruc-
tion terminal does not fail due to disconnection of the cable.
Therefore, convenience of maintenance 1s improved.

(2) The information transmitter may transmit the authen-
tication information corresponding to the substrate process-
ing apparatus using the first near field communicator when
transmitting the access mformation using the first near field
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communicator, and the instruction terminal may further
include a subject information storage that receives the
authentication mformation using the second near field com-
municator and stores the received authentication informa-
tion as subject information when the authentication device 1s
present 1n a communicable range of the second near field
communicator of the instruction terminal and the authenti-
cation information 1s transmitted using the first near field
communicator, a medium holder that holds the storage
medium attachably and detachably 1n a communicable range
of the second near field communicator of the instruction
terminal, a second authentication information acquirer that
acquires authentication information stored in the storage
medium using the second near field commumnicator with the
storage medium held by the medium holder, a second
determiner that determines whether the authentication infor-
mation acquired by the second authentication information
acquirer matches the subject information stored in the sub-
ject information storage, and an access controller that allows
access to the maintenance instruction device using the
network accessor 1 a case where the authentication infor-
mation acquired by the second authentication information
acquirer matches the subject information, and restricts
access to the maintenance instruction device using the
network accessor 1n a case where the acquired authentication
information does not match the subject imnformation.

In the above-mentioned maintenance device, when the
access 1nformation 1s transmitted by the first near field
communicator of the authentication device, the authentica-
tion mformation corresponding to the substrate processing
apparatus at which the authentication device 1s provided 1s
turther transmitted by the first near field communicator.

The user brings the storage medium close to the authen-
tication device and then brings the instruction terminal close
to the authentication device. Thus, when the access infor-
mation 1s received by the second near field communicator,
the authentication information transmitted by the first near
field communicator 1s further received by the second near
field communicator. In the instruction terminal, the received
authentication information 1s stored as the subject informa-
tion.

Next, the user attaches the selected storage medium to the
medium holder of the instruction terminal. In this case,
because the medium holder 1s 1n the commumicable range of
the second near field communicator, the authentication
information stored in the storage medium 1s acquired by the
second near field communicator. As such, in the 1nstruction
terminal, whether the acquired authentication information
matches the stored subject information i1s determined.

In a case where the acquired authentication information
matches the subject information, the access to the mainte-
nance instruction device using the instruction terminal 1s
allowed. On the other hand, in a case where the acquired
authentication information does not match the subject infor-
mation, the access to the maintenance instruction device
using the instruction terminal 1s restricted. Thus, the main-
tenance of the substrate processing apparatus using the
instruction terminal 1s restricted to the user who carries the
storage medium corresponding to the substrate processing
apparatus. Therefore, a third party who does not carry the
storage medium corresponding to the substrate processing
apparatus 1s prevented from operating the substrate process-
ing apparatus using the instruction terminal.

(3) The substrate processing apparatus may include a
processing liquid supply unit that supplies a processing
liquid to a substrate using a nozzle, and the maintenance
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operation may include an operation of discharging the
processing liquid from the nozzle 1n the processing liquid
supply unit.

In this case, 1n regard to part of substrate processing
apparatuses, maintenance of the processing liquid supply
unit using the instruction terminal 1s enabled.

(4) The substrate processing apparatus may include a
thermal processing unit that performs thermal processing on
a substrate using a temperature adjusting device, and the
maintenance operation may include a temperature adjusting,
operation of the temperature adjusting device in the thermal
processing unit.

In this case, 1n regard to part of substrate processing
apparatuses, maintenance of the thermal processing unit
using the instruction terminal 1s enabled.

(5) The substrate processing apparatus may include a
transport device that transports a substrate, and the mainte-
nance operation may include a moving operation of the
transport device.

In this case, 1 regard to part ol substrate processing
apparatuses, maintenance of the transport device using the
instruction terminal 1s enabled.

(6) A maintenance method for a substrate processing
apparatus according to another aspect of the present inven-
tion 1ncludes a step of maintaining the substrate processing,
apparatus using a maintenance device, wherein the mainte-
nance device includes a maintenance instruction device
provided to correspond to the substrate processing appara-
tus, a storage medium that stores authentication information
corresponding to the substrate processing apparatus, an
authentication device that includes a first near field commu-
nicator and 1s provided to correspond to the substrate
processing apparatus, and an instruction terminal that
includes a second near field communicator and a display,
and the step of maintaiming includes acquiring the authen-
tication information stored in the storage medium using the
first near field communicator when the storage medium 1s
present 1n a communicable range of the first near field
communicator of the authentication device, in the authenti-
cation device, determining whether the authentication infor-
mation acquired by the first authentication information
acquirer corresponds to the substrate processing apparatus at
which the authentication device 1s provided, in the authen-
tication device, transmitting access information for commu-
nication between the imstruction terminal and the mainte-
nance instruction device provided at the substrate processing
apparatus in a case where the acquired authentication infor-
mation corresponds to the substrate processing apparatus,
and not transmitting the access information 1n a case where
the acquired authentication information does not correspond
to the substrate processing apparatus, 1n the authentication
device, recerving the access information using a second near
field communicator and accessing the maintenance struc-
tion device provided at the substrate processing apparatus
through wireless communication using the received access
information when the authentication device 1s present 1n a
communicable range of the second near field communicator
of the instruction terminal and the access information 1s
transmitted using the first near field communicator, in the
instruction terminal, producing screen information repre-
senting a maintenance screen for maintaining the substrate
processing apparatus at which the maintenance instruction
device 1s provided, 1n the accessed maintenance instruction
device, causing the display to display the maintenance
screen based on the screen information produced by the
accessed maintenance instruction device, 1n the instruction
terminal and instructing the substrate processing apparatus
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6

to perform a maintenance operation based on an operation
performed on the instruction terminal by a user when the

maintenance screen 1s displayed by the display, in the
instruction terminal.

With the maintenance method, 1n the authentication
device provided at the substrate processing apparatus, only
in a case where the authentication information of the storage
medium carried by the user corresponds to the substrate
processing apparatus, the access from the instruction termi-
nal to the maintenance instruction device provided at the
substrate processing apparatus 1s enabled. In a case where
the authentication information of the storage medium carried
by the user does not correspond to the substrate processing
apparatus, the access from the instruction terminal to the
maintenance 1instruction device provided at the substrate
processing apparatus 1s disabled. Therefore, the substrate
processing apparatus not to be maintained 1s prevented from
being erroneously instructed to perform the maintenance
operation.

Further, with the above-mentioned configuration, the
instruction terminal accesses the maintenance instruction
device through wireless communication. Therefore, the user
does not need to pull a cable for communication around
when carrying the instruction terminal. Further, the instruc-
tion terminal does not fail due to disconnection of the cable.
Therefore, convenience of maintenance 1s improved.

(7) The step of maintaining may further includes trans-
mitting authentication information corresponding to the sub-
strate processing apparatus using the first near field com-
municator when the access information 1s transmitted using
the first near field communicator, in the authentication
device, receiving the authentication information using the
second near field communicator and storing the received
authentication information as subject information when the
authentication device 1s present in a communicable range of
the second near field communicator of the mnstruction ter-
minal and the authentication information i1s transmitted
using the first near field communicator, 1n the instruction
terminal, causing the 1nstruction terminal to hold the storage
medium 1n a communicable range of the second near field
communicator of the mstruction terminal, acquiring authen-
tication information stored in the held storage medium using
the second near field communicator with the storage
medium held, 1 the nstruction terminal, determimng
whether the acquired authentication information matches the
stored subject information, 1in the instruction terminal, and
allowing access to the maintenance instruction device 1n a
case where the acquired authentication information matches
the subject information, and restricting access to the main-
tenance 1nstruction device in a case where the acquired
authentication information does not match the subject infor-
mation, in the instruction terminal.

With the above-mentioned method, the maintenance of
the substrate processing apparatus using the instruction
terminal 1s restricted to the user who carries the storage
medium corresponding to the substrate processing appara-
tus. Therefore, a third party who does not carry the storage
medium corresponding to the substrate processing apparatus
1s prevented from operating the substrate processing appa-
ratus using the mstruction terminal.

Advantageous Effects of Invention

The present invention can prevent a substrate processing,
apparatus not to be maintained from being erroneously
instructed to perform a maintenance operation and improves
convenience ol maintenance.
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BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 1s a diagram showing the basic configuration of a
maintenance device according to one embodiment of the
present invention.

FIGS. 2A and 2B are diagrams for explaining one
example of maintenance using the maintenance device of
FIG. 1.

FIGS. 3A to 3C are diagrams for explaining one example
of maintenance using the maintenance device of FIG. 1.

FIG. 4 1s a diagram for explaining one example of
maintenance using the maintenance device of FIG. 1.

FI1G. 5 1s a block diagram showing the configuration of an
instruction terminal and a remote communication system of
FIG. 1.

FIG. 6 1s a flowchart showing a flow of a series of
processes 1n an authentication device.

FIG. 7 1s a flowchart showing a flow of a series of
processes 1n the mstruction terminal.

FIG. 8 1s a schematic block diagram showing one example
ol a substrate processing apparatus of FIG. 1.

DESCRIPTION OF EMBODIMENTS

A maintenance device and a maintenance method accord-
ing to one embodiment of the present mvention will be
described below with reference to the drawings. In the
tollowing description, a substrate refers to a substrate for an
FPD (Flat Panel Display) that 1s used for a liquid crystal
display device, an organic EL (Electro Luminescence) dis-
play device or the like, a semiconductor substrate, a sub-
strate for an optical disc, a substrate for a magnetic disc, a
substrate for a magneto-optical disc, a substrate for a pho-

tomask, a ceramic substrate, a substrate for a solar cells or
the like.

[1] Basic Configuration and Outline of
Maintenance Device

FIG. 1 1s a diagram showing the basic configuration of the
maintenance device according to the one embodiment of the
present invention. The maintenance device 10 of FIG. 1 1s
used to maintain four substrate processing apparatuses 100A
to 100D. Each of the four substrate processing apparatuses
100A to 100D includes a control device 400 for controlling
cach constituent element of the substrate processing appa-
ratus.

As shown 1n FIG. 1, the maintenance device 10 includes
an instruction terminal 2 and four remote communication
systems 3A to 3D. The instruction terminal 2 1s a device that
can be carried by a user of a tablet terminal, a smartphone
or a mobile phase, for example, and has a display 2/ and an
operation umt 2e (FIG. §).

A maintenance screen for maintenance of any one of the
plurality of substrate processing apparatuses 100A to 100D
1s displayed on the display 2/. The operation unit 2e (FIG. 5)
1s a touch panel provided on the display 2/, for example. The
user operates the operation unit 2e while viewing the main-
tenance screen displayed on the display 2/. Thus, a substrate
processing apparatus to be maintained can be 1nstructed to
perform a desired maintaining operation. Details of the
configuration and operation of the instruction terminal 2 will
be described below.

The four remote communication systems 3A to 3D
respectively correspond to the four substrate processing
apparatuses 100A to 100D 1n advance. Each of the remote
communication systems 3A to 3D includes a storage
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medium 30, an authentication device 40 and a maintenance
instruction device 50. An authentication device 40 and a

maintenance instruction device 50 are provided at a corre-
sponding substrate processing apparatus and connected to be
communicable with each other using a communication
cable.

A storage medium 30 1s configured such that information
1s readable with no contact through near field communica-
tion, and the storage medium 30 stores unique authentication
information that 1s predetermined in a corresponding sub-
strate processing apparatus. That 1s, a storage medium 30
stores the authentication information that corresponds to and
1s unique to a substrate processing apparatus.

An authentication device 40 1s configured to be capable of
acquiring the authentication information stored 1n a storage
medium 30 through near field communication. Further, an
authentication device 40 has a router function for establish-
ing wireless communication between the instruction termi-
nal 2 and a maintenance 1nstruction device 50. Details of the
configuration and operation of an authentication device 40
will be described below.

A maintenance 1instruction device 50 produces screen
information representing a maintenance screen in regard to
a corresponding substrate processing apparatus and supplies
the produced screen information to the instruction terminal
2 through an authentication device 40. Further, a mainte-
nance instruction device 50 1s provided to be communicable
with a control device 400 of a corresponding substrate
processing apparatus and gives an instruction for performing
a maintenance operation supplied from the instruction ter-
minal 2 through an authentication device 40 to a control
device 400 of the corresponding substrate processing appa-
ratus. Details of the configuration and operation of a main-
tenance nstruction device 50 will be described below.

[2] Usage Example of Maintenance Device 10

FIGS. 2A to 4 are diagrams for explaining one example of
maintenance using the maintenance device 10 of FIG. 1. In
the following description, the storage media 30 included in
the remote communication systems 3A, 3B, 3C, 3D of FIG.
1 are respectively referred to as storage media 30A, 30B,
30C, 30D. Further, the authentication devices 40 included 1n
the remote communication systems 3A, 3B, 3C, 3D of FIG.
1 are respectively referred to as authentication devices 40A,
408, 40C, 40D. Further, the maintenance instruction devices
50 included 1n the remote communication systems 3A, 3B,
3C, 3D of FIG. 1 are respectively referred to as maintenance
instruction devices S0A, 50B, 50D, 50D.

First, the user U of the maintenance device 10 determines
a substrate processing apparatus to be maintained from
among the four substrate processing apparatuses 100A,
100B, 100C, 100D to which the remote communication
systems 3A to 3D correspond.

In a case where the substrate processing apparatus 100A
1s determined as a substrate processing apparatus to be
maintained, for example, the user U selects the storage
medium 30A corresponding to the substrate processing
apparatus 100A to be maintained from among the four
storage media 30A to 30D as shown 1n FIG. 2A. Thereatter,
as shown 1n FIG. 2B, the user U moves to a position 1n the
vicinity ol the substrate processing apparatus 100A while
carrying the selected storage medium 30A and the instruc-
tion terminal 2.

In each of the substrate processing apparatuses 100A to
100D, each of the authentication devices 40A to 40D of the

remote communication systems 3A to 3D corresponding to
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the substrate processing apparatuses 1s provided at a portion
ol an outer wall of the device or a position 1n the vicinity of
the operation panel of the device, for example.

As shown 1n FIG. 3A, the user U brings the selected
storage medium 30A close to the authentication device 40A.
Thus, the authentication information stored in the storage
medium 1s acquired by the authentication device 40A
through near ficld communication.

An 1ndicator light 49 1s provided in each of the authen-
tication devices 40A to 40D. The indicator light 49 lights up
for a certain period of time from a point in time at which the
authentication mnformation 1s acquired in the authentication
device and goes out when the authentication information 1s
not acquired. Thus, the user U can identity whether the
authentication information of the storage medium 30A 1is
acquired by the authentication device 40A based on a lit state
or an unlit state of the indicator light 49.

Here, the authentication information corresponding to the
substrate processing apparatus 100A 1s stored 1in the authen-
tication device 40A 1n advance. In the authentication device
40A, whether the authentication information acquired from
the storage medium matches the authentication information
stored 1n advance 1s determined. That is, whether the authen-
tication information of the storage medium (the storage
medium 30A 1n the present example) that 1s brought close by
the user U corresponds to the substrate processing apparatus
(the substrate processing apparatus 100A 1in the present
example) at which the authentication device 40A 1s provided
1s determined.

When confirming acquisition of the authentication infor-
mation of the storage medium 30A by the authentication
device 40A based on a lit state of the indicator light 49, the
user U brings the mstruction terminal 2 close to the authen-
tication device 40A as shown 1n FIG. 3B.

Near field communicators 2¢, 4c¢ (FIG. 5), described
below, are respectively provided 1n the instruction terminal
2 and the authentication device 40A. Thus, when the near
field commumnicators 2¢, 4¢ are present in each other’s
communicable ranges, near field communication 1s enabled
between the instruction terminal 2 and the authentication
device 40A. In a case where the authentication information
acquired 1n the authentication device 40A corresponds to the
substrate processing apparatus 100A, access information
and the authentication information corresponding to the
substrate processing apparatus 100A are transmitted from
the authentication device 40A. At this time, the instruction
terminal 2 receives the access information and the authen-
tication information transmitted from the authentication
device 40A. On the other hand, 1n a case where the authen-
tication information acquired in the authentication device
40A does not correspond to the substrate processing appa-
ratus 100A, the access information and the authentication
information are not transmitted from the authentication
device 40A.

When the access information is received by the instruc-
tion terminal 2, the information indicating reception of the
access information in the nstruction terminal 2 1s displayed
on the display 2f of the mstruction terminal 2.

Here, the access information 1s the information for the
access from the instruction terminal 2 to the maintenance
instruction device S0A with the authentication device 40A as
an access point. In the access information, an SSID (Service
set 1dentifier) and a password of the authentication device
40A, and an IP (Internet protocol) address of the mainte-
nance 1nstruction device 50A, for example, are included.

The 1nstruction terminal 2 has a substantially rectangular
plate shape and has one surface and another surface facing
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cach other. The display 2f1s provided on the one surface of
the 1nstruction terminal 2. As shown 1n FIG. 3C, a storage

medium holder 24 into and from which the storage medium
30A can be mserted and extracted 1s provided at the other
surface of the instruction terminal 2. The user U confirms
reception of the access information 1n the instruction termi-
nal 2 and then imserts the storage medium 30A into the
storage medium holder 2d.

In this case, 1n the instruction terminal 2, the authentica-
tion information 1s acquired in a predetermined period from
the storage medium 30A held by the storage medium holder
2d through near field communication. Further, whether the
acquired authentication information matches the authentica-
tion 1information transmitted from the authentication device
40A (the authentication information corresponding to the
substrate processing apparatus 100A 1n the present example)
1s determined. Moreover, in a case where the acquired
authentication information matches the authentication infor-
mation transmitted from the authentication device 40A, the
access between the instruction terminal 2 and the mainte-
nance struction device 50A 1s allowed. On the other hand,
in a case where the authentication information i1s not
acquired or the acquired authentication information does not
match the authentication information transmitted from the
authentication device 40A, the access between the instruc-
tion terminal 2 and the maintenance instruction device S0A
1s restricted.

In a case where the access between the 1nstruction termi-
nal 2 and the maintenance 1nstruction device 50A 1s allowed,
the maintenance screen 1s displayed on the display 2f of the
instruction terminal 2 based on the screen information
produced 1n the maintenance instruction device 50A. There-
fore, as shown in FIG. 4, the user U can operate the
operation unit 2e (FIG. 5) of the mstruction terminal 2 while
making reference to the maintenance screen. In this case, an
instruction for performing a maintenance operation based on
an operation of the user U 1s given to the control device 400
of the substrate processing apparatus 100A through the
maintenance 1nstruction device 50A. In this manner, a
so-called remote desktop connection 1s established among
the instruction terminal 2, the maintenance instruction
device 50A and the control device 400.

[3] Details of Configuration of Maintenance Device
10

Details of the configuration and operation of the mainte-
nance device 10 of FIG. 1 will be described. The plurality of
remote communication systems 3A to 3D of FIG. 1 have the
same configuration. As such, in the following description,
the configuration and operation of the remote communica-
tion system 3 A out of the plurality of remote communication
systems 3A to 3D will be described representatively.

FIG. § 1s a block diagram showing the configuration of the
instruction terminal 2 and the remote communication system
3A of FIG. 1. As shown 1n FIG. 5, the instruction terminal
2 includes a controller 2a, a network accessor 25, a near field
communicator 2¢, the storage medium holder 24, the opera-
tion unit 2e and the display 2/.

The network accessor 26 has a built-in antenna, and
receives the access mformation transmitted from the remote
communication system 3A using the near field communica-
tor 2c¢ 1 a case where the authentication device 40A 1s
present 1n a communicable range of the near field commu-
nicator 2¢. Further, the network accessor 26 1s configured to
be capable of communicating wirelessly utilizing a network
using the received access information. On the other hand,
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the near field communicator 2¢ has a built-in antenna and 1s
configured to be capable of executing near field communi-
cation utilizing an NFC (Near field communication) tech-
nique. With the NFC, wireless communication 1s executed in
a range ol about 10 cm. The storage medium holder 24 1s
provided at a position 1n close proximity to the near field
communicator 2¢. Any one of the storage media 30A to 30D
1s mserted 1nto the storage medium holder 24, whereby the
storage medium 1s present in a communicable range of the
near field communicator 2c.

The display 21 1s constituted by an LCD (Liquid Crystal
display) panel or an organic EL (Flectroluminescence)
panel. The operation unit 2e 1s a touch panel provided on the
display 2/ as described above. The operation unit 2¢ may be
constituted by one or a plurality of switches in addition to

the touch panel or mstead of the touch panel.

The controller 2a 1s constituted by a CPU (Central Pro-
cessing Unit) and a memory, for example. The controller 2a
includes an access controller 21, a second determiner 22, a
second acquirer 23, an instructor 24, a display controller 25
and a subject mformation storage 26 as functions. These
functions are implemented by execution of a program for
maintenance stored in the memory in advance by the CPU
of the controller 2a. Part or all of the plurality of above-
mentioned constituent elements included 1n the controller 24
may be implemented by hardware such as an electronic
circuit.

The access controller 21 allows or restricts access to the
maintenance instruction device S0A by the network accessor
2b6 based on a result of determination of the second deter-
miner 22, described below.

In a case where the authentication device 40A 1s present
in a communicable range of the near field communicator 2c,
the subject information storage 26 receives the authentica-
tion information transmitted from the remote communica-
tion system 3A using the near field communicator 2c.
Further, the subject information storage 26 stores the
received authentication imnformation as subject information.

In a case where any one of the storage media 30A to 30D
1s present 1n a communicable range of the near field com-
municator 2¢, the second acquirer 23 acquires the authen-
tication information of the storage medium using the near
field communicator 2c.

The second determiner 22 determines whether the authen-
tication information acquired by the second acquirer 23
corresponds to the substrate processing apparatus 100A at
which the remote communication system 3A 1s provided
based on the subject information stored in the subject
information storage 26.

In a case where the access information 1s received by the
near field communicator 2¢, the display controller 25 causes
the display 2f to display the reception of the access infor-
mation 1n the instruction terminal 2. Further, the display
controller 25 causes the display 2f to display the mainte-
nance screen based on the screen information acquired from
the maintenance struction device 50A through the network
accessor 2b.

The 1nstructor 24 supplies a signal for an instruction of a
maintenance operation to the maintenance istruction device
50A through the network accessor 26 based on an operation
performed on the operation unit 2e by the user U.

The remote communication system 3 A 1ncludes the stor-
age medium 30A, the authentication device 40A and the
maintenance istruction device S0A. The storage medium
30A 1s an IC (Integrated Circuit) card, for example, and
stores the authentication mformation corresponding to the
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substrate processing apparatus 100A at which the remote
communication system 3A 1s provided 1n advance.

The authentication device 40A 1s a cradle, for example,
and includes a controller 4a, a network accessor 45 and the
near field communicator 4¢. The network accessor 46 has a
built-in antenna and a built-in router and 1s configured to be
capable of operating as an access point of wireless commu-
nication. The network accessor 45 1s connected to a network
accessor 56 of the maintenance instruction device S50A,
described below, through a cable for commumnication. In this
case, the cable 1s a LAN (Local Area Network) cable, for
example. Similarly to the near field communicator 2¢, the
near ficld communicator 4¢ has a built-in antenna and 1s
configured to be capable of executing near field communi-
cation using an NFC techmique. The authentication device
40A 1ncludes the indicator light 49 of FIGS. 3A to 3C 1n
addition to the configuration shown in FIG. 5. The indicator
light 49 includes an LED (light-emitting diode) as a lighting
source.

The controller 4a 1s constituted by a CPU (Central Pro-
cessing Unit) and a memory, for example. The controller 4a
includes an information transmitter 41, a first determiner 42
and a first acquirer 43 as functions. These functions are
implemented by execution of a program for maintenance
stored 1n the memory in advance by the CPU of the
controller 4a. Part or all of the plurality of above-mentioned
constituent elements included in the controller 4¢ may be
realized by hardware such as an electronic circuit.

In a case where any one of the storage media 30A to 30D
1s present 1n a communicable range of the near field com-
municator 4¢, the first acquirer 43 acquires the authentica-
tion mnformation of the storage medium using the near field
communicator 4¢. Further, in a case where acquiring the
authentication information, the first acquirer 43 causes the
indicator light 49 of FIGS. 3A to 3C to light up for a
predetermined period of time.

In the first determiner 42, the authentication information
corresponding to the substrate processing apparatus 100A at
which the remote communication system 3A 1s provided 1s
stored 1n advance. As such, the first determiner 42 deter-
mines whether the authentication information acquired by
the first acquirer 43 1s the authentication information corre-
sponding to the substrate processing apparatus 100A at
which the remote communication system 3A 1s provided.

The information transmitter 41 transmits the access infor-
mation and the authentication information corresponding to
the substrate processing apparatus 100A using the near field
communicator 4¢ based on the result of determination of the
first determiner 42. Specifically, 1n a case where the acquired
authentication imformation corresponds to the substrate pro-
cessing apparatus 100A, the information transmitter 41
transmits the access information and the authentication
information corresponding to the substrate processing appa-
ratus 100A using the near field communicator 4c.

The maintenance instruction device 50A 1s a server or a
personal computer, for example, and includes a controller Sa
and the network accessor 5b. The network accessor 5b 1s
configured to be capable of communication utilizing a
network. As described above, the network accessor 556 1s
connected to the network accessor 45 of the authentication
device 40A through a wired connection and 1s connected to
the control device 400 of the substrate processing apparatus
100A through a wired connection.

The controller 5a 1s constituted by a CPU (Central Pro-
cessing Unit) and a memory, for example. The controller 5a
includes a screen information producer 51 and an operation
instructor 52 as functions. These functions are implemented
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by execution of a program for maintenance stored in the
memory in advance by the controller 3a. Part or all of the
plurality of above-mentioned constituent elements included
in the controller Sa may be realized by hardware such as an
clectronic circuit.

The screen information producer 31 communicates with
the control device 400 of the substrate processing apparatus
100A through the network accessor 5b, thereby producing
the screen information corresponding to an operating state of
the substrate processing apparatus 100A. Further, the screen
information producer 31 supplies the produced screen infor-
mation to the nstruction terminal 2 in response to a request
from the 1nstruction terminal 2.

The operation instructor 52 gives an instruction for per-
forming a maintenance operation given from the instruction
terminal 2 to the control device 400 of the substrate pro-
cessing apparatus 100A through the network accessor 5b.
Thus, the maintenance operation, which the control device
400 was 1nstructed by the 1nstruction terminal 2 to perform,
1s performed in the substrate processing apparatus 100A.

[4] Flow of Series of Processes 1n Authentication
Device 40A

FIG. 6 1s a flowchart showing a flow of a series of
processes 1n the authentication device 40A. The series of
processes shown in FIG. 6 are started in a case where the
substrate processing apparatus 100A at which the remote
communication system 3A 1s provided i1s powered or a case
where 1t 1s notified that the substrate processing apparatus
100A 1s to be maintained, for example.

First, the first acquirer 43 of FIG. 5 determines whether
any one ol the storage media 30A to 30D 1s present in the
communicable range of the near field communicator 4¢ (step
S11). In a case where a storage medium 1s not present in the
communicable range, the first acquirer 43 repeats the pro-
cess of the step S11. On the other hand, 1n a case where a
storage medium 1s present 1n the communicable range, the
first acquirer 43 acquires the authentication information of
the storage medium using the near field communicator 4c¢
(step S12) and controls and causes the indicator light 49 of
FIGS. 3A to 3C to light up for a predetermined period of
time (step S13).

Next, the first determiner 42 of FIG. 5 determines whether
the authentication information acquired by the first acquirer
43 1s the authentication information corresponding to the
substrate processing apparatus 100A at which the authenti-
cation device 40A 1s provided (step S14). In a case where the
authentication iformation corresponds to the substrate pro-
cessing apparatus 100A, the information transmitter 41 of
FIG. 5 determines whether the instruction terminal 2 1s
present 1n the communicable range of the near field com-
municator 4¢ (step S135).

In a case where the 1nstruction terminal 2 1s present in the
communicable range, the information transmitter 41 trans-
mits the access information and the authentication informa-
tion corresponding to the substrate processing apparatus
100A using the near field commumicator 4¢ (step S16) and
ends the series of processes.

In the above-mentioned step S14, 1in a case where the
authentication information does not correspond to the sub-
strate processing apparatus 100A, the first acquirer 43
returns to the process of the step S11. Further, in the
above-mentioned step S13, in a case where the instruction
terminal 2 1s not present in the communicable range, the
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information transmitter 41 determines whether a predeter-
mined period of time has elapsed since the previous process

of the step S14 (step S17).

Then, 1 a case where the predetermined period of time
has not elapsed, the information transmitter 41 returns to the
process of the step S15. On the other hand, 1n a case where
the predetermined period of time has elapsed, the informa-
tion transmitter 41 ends the series of processes.

The series of above-mentioned processes may be restarted
in a case where a predetermined period of time has elapsed
after the end of the series of processes or a case where 1t 1s
notified again that the substrate processing apparatus 100A
1s to be maintained after the end of the series of processes.

[5] Flow of Series of Processes 1n Instruction
Terminal 2

FIG. 7 1s a flowchart showing a flow of a series of
processes 1n the instruction terminal 2. The series of pro-
cesses shown m FIG. 7 are started 1n a case where the
instruction terminal 2 1s powered, for example.

First, the access controller 21 of FIG. 5 determines
whether any one of the authentication devices 40A to 40D 1s
present 1 a communicable range of the near field commu-
nicator 2¢ (step S21). In a case where an authentication
device 1s not present in the communicable range, the access
controller 21 repeats the process of the step S21. On the
other hand, 1n a case where an authentication device 1s
present in the communicable range, the access controller 21
receives the access information transmitted from the authen-
tication device in the above-mentioned process of the step
S16 using the near field communicator 2¢ (step S22).
Further, the subject information storage 26 of FIG. 5
receives the authentication information transmitted from the
authentication device 1n the above-mentioned process of the
step S16 using the near field communicator 2¢ and stores the
authentication information as the subject information (step
S23). Further, the display controller 25 of FIG. 5 causes the
display 2f to display reception of the access information
(step S24).

Thereatter, the second acquirer 23 of FIG. 5§ determines
whether any one of the storage media 30A to 30D 1s present
in the communicable range of the near field communicator
2¢ (step S25). In a case where a storage medium 1s present
in the communicable range, the second acquirer 23 acquires
the authentication information of the storage medium using
the near field communicator 2¢ (step S26).

Next, the second determiner 22 of FIG. 5§ determines
whether the authentication information acquired in the pre-
vious process ol the step S26 matches the subject informa-
tion based on the subject information stored 1n the subject
information storage 26 in the previous process of the step
S23 (step S27).

In a case where the authentication information matches
the subject information, the access controller 21 allows the
network accessor 26 of FIG. 5 to access the maintenance
instruction device based on the access information received
in the step S22 (step S28). On the other hand, 1n a case where
the authentication information does not match the subject
information, the access controller 21 restricts the network
accessor 2b of FIG. 5 from accessing the maintenance
instruction device based on the access information received
in the step S22 (step S29).

Thereafter, the access controller 21 determines whether an
instruction for ending the process has been given based on
an operation performed on the operation unit 2e by the user
U (step S30). In a case where the instruction for ending the




US 11,941,105 B2

15

process has been given, the access controller 21 ends the
series of processes. On the other hand, 1n a case where the
instruction for ending the process has not been given, the
access controller 21 returns to the process of the step S27.

In a case where a storage medium 1s not present in the
communicable range 1n the above-mentioned step S25, the
second acquirer 23 determines whether a predetermined
period of time has elapsed since the previous process of the
step S24 (step S31). Then, 1n a case where the predetermined
period of time has not elapsed, the second acquirer 23
returns to the process of the step S25. On the other hand, in
a case where the predetermined period of time has elapsed,
the second acquirer 23 ends the series of processes.

In the instruction terminal 2, with the access to the
maintenance 1nstruction device allowed 1n the above-men-
tioned process of the step S27, a maintenance screen 1s
displayed in regard to the substrate processing apparatus
corresponding to the maintenance instruction device. Fur-
ther, with the access to the maintenance instruction device
allowed, the substrate processing apparatus corresponding to
the maintenance instruction device can be 1instructed to
perform various maintenance operations.

[6] Overall Configuration of Substrate Processing
Apparatus 100A

FIG. 8 1s a schematic block diagram showing one example
of the substrate processing apparatus 100A of FIG. 1. As
shown 1n FIG. 8, the substrate processing apparatus 100A 1s
provided to be adjacent to an exposure device 500, for
example, and includes a control device 400, a coater 410, a
developer 420, a thermal processor 430 and a substrate
transport device 440.

The control device 400 includes a CPU, a memory or a
microcomputer, for example, and controls the operations of
the coater 410, the developer 420, the thermal processor 430
and the substrate transport device 440. When the substrate
processing apparatus 100A 1s maintained, the control device
400 controls an operation of each member in the substrate
processing apparatus 100A such that the maintenance opera-
tion 1s performed as mstructed 1n response to an instruction
given from the above-mentioned instruction terminal 2.

The substrate transport device 440 transports a substrate
W among the coater 410, the developer 420, the thermal
processor 430 and the exposure device 500.

Each of the coater 410 and the developer 420 1ncludes a
plurality of processing units PU. In a processing unit PU
provided 1n the coater 410, a processing liquid nozzle 93 that
supplies a processing liquid for forming a resist film on the
substrate W rotated by a spin chuck 91 1s provided. Thus, a
resist {ilm 1s formed on the unprocessed substrate W. Expo-
sure processing 1s performed on the substrate W on which
the resist film 1s formed 1n the exposure device 500.

In a processing unit PU provided in the developer 420, a
development liquid nozzle 94 that supplies a development
liquid to the substrate W rotated by a spin chuck 91 is
provided. Thus, the substrate W after the exposure process-
ing by the exposure device 500 1s developed.

The thermal processor 430 includes a plurality of pro-
cessing units TU that perform heating processing or cooling
processing on the substrate W. In the processing unit TU, a
temperature adjusting plate 95 1s provided as a substrate
supporter. The temperature adjusting plate 95 1s a heating
plate or a cooling plate. In the thermal processor 430, the
thermal processing 1s performed on the substrate W before
and after the coating processing by the coater 410, the
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development processing by the developer 420 and the expo-
sure processing by the exposure device 500.

In the above-mentioned substrate processing apparatus
100, a processing unit PU that forms an anti-reflection film
on the substrate W may be provided in the coater 410. In this
case, a processing unit TU for performing adhesion rein-
forcing processing for improving adhesion between the
substrate W and the anti-reflection film may be provided 1n
the coater 410. Further, in the coater 410, a processing unit
PU that forms a resist cover film for protecting a resist film
formed on the substrate W may be provided.

Further, in the above-mentioned substrate processing
apparatus 100A, a substrate platform on which the substrate
W being transported by the substrate transport device 440 1s
temporarily placed may be provided. The substrate platform
has the configuration i which a plurality (three, for
example) of support pins are provided as substrate support-
ers, for example.

In regard to the substrate processing apparatus 100A
having the above-mentioned configuration, the maintenance
operation, which the instruction terminal 2 can give an
istruction for performing, includes an operation of dis-
charging the processing liquid from the processing liquid
nozzle 93 1n the coater 410 and an operation of discharging
the development liquid from the development liquid nozzle
94 1n the developer 420, for example.

Further, the maintenance operation, which the nstruction
terminal 2 can give an instruction for performing, includes
a temperature adjusting operation of the temperature adjust-
ing plate 95 1n the thermal processor 430. Further, the
maintenance operation, which the instruction terminal 2 can
give an 1struction for performing, includes a moving opera-
tion of the substrate transport device 440.

The substrate processing apparatuses 1008 to 100D of
FIG. 1 may have the same configuration as that of the
above-mentioned substrate processing apparatus 100A of
FIG. 8 or may have a different configuration.

| 7] Effects

(a) In the above-mentioned maintenance device 10, the
selected storage medium 30 1s brought close to the authen-
tication device 40 by the user U. At this time, only 1n a case
where the authentication information of the storage medium
30 corresponds to the substrate processing apparatus at
which the authentication device 40 1s provided, the access
from the istruction terminal 2 to the maintenance instruc-
tion device 50 provided at the substrate processing apparatus
1s enabled. In a case where the authentication information
does not correspond to the substrate processing apparatus at
which the authentication device 40 1s provided, the access
from the mstruction terminal 2 to the maintenance instruc-
tion device 50 provided at the substrate processing apparatus
1s disabled. Therefore, the substrate processing apparatus not
to be maintained 1s prevented from being erroncously
instructed to perform the maintenance operation.

Further, 1n the above-mentioned maintenance device 10,
the instruction terminal 2 accesses the maintenance nstruc-
tion device 50 through the authentication device 40 using
wireless communication. Therefore, the user U does not
need to pull a cable for communication around when car-
rying the instruction terminal 2. Further, the istruction
terminal 2 does not fail due to disconnection of the cable.
Thus, a reduction in convenience of maintenance 1s sup-
pressed.

(b) In the instruction terminal 2, 1n a case where the
authentication information 1s received together with the
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access information, the received authentication information
1s stored as the subject information. Therealiter, a storage
medium 1s attached to the storage medium holder 24 of the
instruction terminal 2, and the authentication information of
the storage medium 1s acquired by the near field communi-
cator 2c.

In a case where the acquired authentication information
matches the subject information, the access to the mainte-
nance instruction device 50 using the instruction terminal 2
1s allowed. On the other hand, in a case where the acquired
authentication information does not match the subject infor-
mation, the access to the maintenance instruction device 50
using the instruction terminal 2 1s restricted. Thus, the
maintenance of the substrate processing apparatus using the
instruction terminal 2 1s restricted to the user U who carries
the storage medium corresponding to the substrate process-
ing apparatus. Therefore, a third party who does not carry
the storage medium corresponding to the substrate process-
ing apparatus 1s prevented from operating the substrate
processing apparatus using the instruction terminal 2.

[8] Other Embodiments

(a) While the maintenance device 10 according to the
above-mentioned embodiment includes the one instruction
terminal 2 with respect to the plurality of the remote
communication systems 3A to 3D, the maintenance device
10 may include a plurality of mstruction terminals 2. In this
case, a plurality of users U can maintain a plurality of
substrate processing apparatuses at the same time by respec-
tively using the plurality of instruction terminals 2 and a
plurality of storage media 30. Even 1n such a case, each user
U 1s prevented from erroneously instructing his or her
substrate processing apparatus that 1s not to be maintained to
perform a maintenance operation.

(b) While each of the plurality of remote communication
systems 3A to 3D includes one storage medium 30 1n the
maintenance device 10 according to the above-mentioned
embodiment, the present invention 1s not limited to this.

A plurality of storage media 30 may be provided in each
of the remote communication systems 3A to 3D. Further, 1n
the plurality of storage media 30 of each of the remote
communication systems 3A to 3D, a plurality of different
authentication iformation pieces that correspond to a sub-
strate processing apparatus at which the remote communi-
cation system 1s provided may be stored. Further, in the
maintenance nstruction device corresponding to each sub-
strate processing apparatus, a plurality of screen information
pieces representing a plurality of maintenance screens
respectively corresponding to a plurality of authentication
information pieces may be produced.

In this case, a plurality of users U perform a series of
above-mentioned authentication work using instruction ter-
minals 2 and storage media 30 1 regard to one remote
communication system, whereby an individual maintenance
screen can be displayed in each instruction terminal 2.
Therefore, 1 regard to one remote communication system,

a plurality of maintaining operations can be performed at the
same time.

[9] Correspondences Between Constituent Elements
in Claims and Parts 1n Preferred Embodiments

In the following paragraphs, non-limiting examples of
correspondences between various elements recited in the
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claims below and those described above with respect to
various preferred embodiments of the present disclosure are
explained.

In the above-mentioned embodiment, the near field com-
municator 4¢ 1s an example of a first near field communi-
cator, the first acquirer 43 1s an example of a first authen-
tication information acquirer, the storage medium holder 24
1s an example of a medium holder, the second acquirer 23 1s
an example of a second authentication information acquirer,
the processing unit PU provided 1n the coater 410 and the
developer 420 1s an example of a processing liquid supply
unit, the processing liquid nozzle 93 and the development
liquid nozzle 94 are examples of a nozzle, the processing
unit TU provided 1n the thermal processor 430 1s an example
of a thermal processing unit, the temperature adjusting plate
95 1s an example of a temperature adjusting device and the
substrate transport device 440 1s an example of a transport
device.

As each of various elements recited in the claims, various
other elements having configurations or functions described
in the claims can be also used.

The mmvention claimed 1s:

1. A maimntenance device for a substrate processing appa-

ratus comprising:

a maintenance instruction device provided to correspond
to the substrate processing apparatus;

a storage medium that stores authentication information
corresponding to the substrate processing apparatus;
an authentication device that includes a first near field
communicator and 1s provided to correspond to the

substrate processing apparatus; and

an instruction terminal that includes a second near field
communicator and a display, wherein

the maintenance nstruction device produces screen infor-
mation representing a maintenance screen for main-
taining the substrate processing apparatus at which the
maintenance instruction device 1s provided,

the authentication device includes

a first authentication information acquirer that acquires
the authentication information stored in the storage
medium using the first near field communicator when
the storage medium 1s present 1n a communicable range
of the first near field communicator of the authentica-
tion device,

a first determiner that determines whether the authentica-
tion nformation acquired by the first authentication
information acquirer corresponds to the substrate pro-
cessing apparatus at which the authentication device 1s
provided, and

an information transmitter that transmits access informa-
tion for communication between the mstruction termi-
nal and the maintenance mstruction device provided at
the substrate processing apparatus 1n a case where the
acquired authentication information corresponds to the
substrate processing apparatus, and does not transmit
the access information in a case where the acquired
authentication information does not correspond to the
substrate processing apparatus,

the instruction terminal includes a network accessor that
receives the access mformation using the second near
field communicator and accesses the maintenance
istruction device provided at the substrate processing
apparatus through wireless communication using the
received access information when the authentication
device 1s present 1n a communicable range of the
second near field communicator of the mstruction ter-
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minal and the access information 1s transmitted using
the first near field communicator,

a display controller that causes the display to display the
maintenance screen based on screen information pro-
duced by the maintenance instruction device to which
the network accessor has accessed, and

an operation unit that 1s to be operated by a user 1 order
to instruct the substrate processing apparatus to per-
form a maintenance operation when the maintenance
screen 1s displayed by the display.

2. The maintenance device for the substrate processing

apparatus according to claim 1, wherein

the information transmitter transmits the authentication
information corresponding to the substrate processing
apparatus using the first near field communicator when
transmitting the access information using the first near
field communicator, and

the instruction terminal further includes

a subject information storage that receives the authenti-
cation information using the second near field commu-
nicator and stores the received authentication informa-
tion as subject mmformation when the authentication
device 1s present 1 a communicable range of the
second near field communicator of the mstruction ter-
minal and the authentication information 1s transmitted
using the first near field communicator,

a medium holder that holds the storage medium attach-

ably and detachably 1n a communicable range of the
second near field communicator of the instruction ter-
minal,

a second authentication information acquirer that acquires
authentication information stored i1n the storage
medium using the second near field communicator with
the storage medium held by the medium holder,

a second determiner that determines whether the authen-
tication information acquired by the second authenti-
cation information acquirer matches the subject infor-
mation stored 1n the subject information storage, and

an access controller that allows access to the maintenance
instruction device using the network accessor 1n a case
where the authentication information acquired by the
second authentication information acquirer matches the
subject information, and restricts access to the mainte-
nance 1nstruction device using the network accessor in
a case where the acquired authentication information
does not match the subject information.

3. The maintenance device for the substrate processing

apparatus according to claim 1, wherein

the substrate processing apparatus includes a processing
liquid supply unit that supplies a processing liquid to a
substrate using a nozzle, and

the maintenance operation includes an operation of dis-
charging the processing liquid from the nozzle in the
processing liquid supply unit.

4. The maintenance device for the substrate processing

apparatus according to claim 1, wherein

the substrate processing apparatus includes a thermal
processing unit that performs thermal processing on a
substrate using a temperature adjusting device, and

the maintenance operation includes a temperature adjust-
ing operation of the temperature adjusting device 1n the
thermal processing unit.

5. The maintenance device for the substrate processing

apparatus according to claim 1, wherein

the substrate processing apparatus includes a transport
device that transports a substrate, and

20

the maintenance operation includes a moving operation of
the transport device.

6. A maimntenance method for a substrate processing

apparatus including a step of maintaining the substrate

5 processing apparatus using a maintenance device,
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the maintenance device comprising:
a maintenance istruction device provided to correspond
to the substrate processing apparatus;
a storage medium that stores authentication information
corresponding to the substrate processing apparatus;
an authentication device that includes a first near field
communicator and 1s provided to correspond to the
substrate processing apparatus; and

an 1nstruction terminal that includes a second near field
communicator and a display, and the step of maintain-
ing includes

acquiring the authentication information stored in the
storage medium using the first near field communicator
when the storage medium 1s present 1n a communicable
range of the first near field communicator of the authen-
tication device, in the authentication device:

determining whether the authentication information
acquired by the first near field communicator corre-
sponds to the substrate processing apparatus at which
the authentication device i1s provided, 1n the authenti-
cation device;

transmitting access 1nformation for communication
between the instruction terminal and the maintenance
instruction device provided at the substrate processing
apparatus in a case where the acquired authentication
information corresponds to the substrate processing
apparatus, and not transmitting the access information
in a case where the acquired authentication information
does not correspond to the substrate processing appa-
ratus, 1n the authentication device;

recerving the access information using the second near
field communicator and accessing the maintenance
istruction device provided at the substrate processing
apparatus through wireless communication using the
received access information when the authentication
device 1s present mn a communicable range of the
second near field communicator of the nstruction ter-
minal and the access information 1s transmitted using
the first near field communicator, in the 1instruction
terminal;

producing screen information representing a maintenance
screen for maintaining the substrate processing appa-
ratus at which the maintenance instruction device 1s
provided, in the accessed maintenance instruction
device;

causing the display to display the maintenance screen
based on the screen information produced by the
accessed maintenance instruction device, in the instruc-
tion terminal; and

instructing the substrate processing apparatus to perform
a maintenance operation based on an operation per-
formed on the instruction terminal by a user when the
maintenance screen 1s displayed by the display, in the
instruction terminal.

7. The maintenance method for the substrate processing

apparatus according to claim 6,

the step of maintaining further includes:

transmitting authentication information corresponding to
the substrate processing apparatus using the first near
field communicator when the access iformation 1s
transmitted using the first near field communicator, in
the authentication device;
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receiving the authentication imnformation using the second
near field communicator and storing the received
authentication mnformation as subject information when
the authentication device 1s present 1n a communicable
range of the second near field communicator of the
instruction terminal and the authentication mformation
1s transmitted using the first near field communaicator, 1n
the 1nstruction terminal;

causing the instruction terminal to hold the storage
medium 1n a communicable range of the second near
field communicator of the instruction terminal;

acquiring authentication information stored in the held
storage medium using the second near field communi-
cator with the storage medium held, in the 1nstruction
terminal;

determining whether the acquired authentication informa-
tion matches the stored subject information, i the
instruction terminal; and

allowing access to the maintenance instruction device in
a case where the acquired authentication information
matches the subject information, and restricting access
to the maintenance instruction device in a case where
the acquired authentication information does not match
the subject mnformation, 1 the mstruction terminal.
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