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GENERATING A PLURALITY OF MAC
ADDRESSES FOR USE BY A CLIENT DEVICE IN
ANETWORK

DEFINING POLICIES DETERMINING WHICH OF
THE PLURALITY OF MAC ADDRESSES IS TO
BE USED BY THE CLIENT DEVICE

REGISTERING WITH A MANAGEMENT ENTITY
IN THE NETWORK THE PLURALITY OF MAC

ADDRESSES ALLOCATED FOR USE BY THE
CLIENT DEVICE
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MEDIA ACCESS CONTROL (MAC) ADDRESS
ANONYMIZATION BASED ON
ALLOCATIONS BY NETWORK

CONTROLLER ELEMENTS

CROSS-REFERENCE TO RELATED
APPLICATION

This application 1s a Continuation Application of U.S.
patent application Ser. No. 16/260,455 filed on Jan. 29,

2019, the content of which 1s hereby incorporated by refer-
ence 1n 1its entirety.

TECHNICAL FIELD

The present disclosure relates to privacy ol network
communications.

BACKGROUND

With the adoption of the new General Data Protection
Regulation (GDPR) and other local regulations, network
operators are required to protect the privacy of users and
their personal data. This regulation contains provisions and
requirements pertaining to the handling of personally 1den-
tifiable information (PII) of individuals mside the European
Union, and applies to all enterprises, regardless of location,
involved in doing business with the European Economic
Area. Both enterprises and service providers are required to
comply with this regulation, which 1 turn places some
stringent new requirements, prohibiting the exposure of PII
of any user 1n the networking equipment that vendors

supply.

BRIEF DESCRIPTION OF THE

DRAWINGS

FIG. 1 1s diagram 1llustrating allocation of a plurality of
short-lived Media Access Control (MAC) addresses to an
authenticated entity associated with a client device {for
purposes of achieving MAC address anonymization, accord-
ing to an example embodiment.

FIG. 2 1s a block diagram of a network environment in
which techniques for MAC address anonymization may be
implemented, according to an example embodiment.

FIGS. 3A and 3B 1illustrate a sequence diagram associated
with a first approach for MAC address anonymization,
according to an example embodiment.

FIG. 4 1llustrates a sequence diagram associated with a
second approach for MAC address anonymization, accord-
ing to an example embodiment.

FIG. 5 1llustrates a sequence diagram associated with a
third approach for MAC address anonymization, according,
to an example embodiment.

FIG. 6 1s a flow chart depicting a MAC address anony-
mization method, according to an example embodiment.

FIG. 7 1s a block diagram of a computing apparatus that
may perform the management entity functions or network
controller functions of the MAC address anonymization
techniques, according to an example embodiment.

FIG. 8 1s a block diagram of a client device configured to
perform the client device functions of the MAC address
anonymization techniques, according to an example
embodiment.

FI1G. 9 1s a block diagram of an access point configured to
perform the access point functions of the MAC address
anonymization techniques, according to an example
embodiment.
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2
EXAMPLE EMBODIMENTS

DESCRIPTION OF

Overview

In one embodiment, a method 1s provided to anonymize
the media access control (MAC) address of a client device.
The method mnvolves generating a plurality of media access
control (MAC) addresses allocated for use by a client device
in a network. Policies are defined that determine which one
of the plurality of MAC addresses 1s to be used by the client
device. The plurality of MAC addresses allocated for use by
the client device are registered with a management entity in
the network.

Embodiments

Example

In order to comply with government regulations, such as
the General Data Protection Regulation (GDPR) in the
European Union (EU), data protection needs to be ensured
at all networking levels, as outlined in IEEE 802E and IETF
RFC 6973. Methods are presented herein to address the
exposure of one of the key PII elements, the fixed media
access control (MAC) address of a networking client. A
fixed MAC address can lead to the identification of a user
through the user’s device, and 1t can also lead to correlation
of that user’s network profile over time and around the
world. These resulting vulnerabilities can cause non-com-
pliance to the GDPR and other country specific regulations.

Exposure of a stable Layer-2 identifier, such as a 48-bit
globally unique MAC address, in the ever-expanding
Layer-2 domain, 1s a known problem and now there are
cllorts to correct this vulnerability. One method has now
been standardized in a recently-approved IEEE 802.11aq
amendment to IEEE 802.11. But, while IEEE 802.1: aq
offers privacy during the network Scanmng -phase of a
wireless client, 1t falls short because the user’s traflic still
carries an immutable MAC address, allowing the user traflic
to be tracked by an eavesdropper in that Layer-2 domain,
using commonly known attack vectors.

Accordingly, presented herein 1s an approach for elimi-
nating the use of an immutable MAC addresses 1n user’s 1P
packets. This goes with the implicit assumption that all the
other control plane interfaces are secured, such as those used
for Authentication, Authorization, and Accounting (AAA)
where the client’s MAC address and authenticated i1dentity
related attribute-value pairs (AVPs) are carried in protocol
messages that are protected by a confidentiality method.

Privacy Threats to be Mitigated

The following describes scenarios to which the techniques
presented herein may be useful.

Alice 1s talking to Bob over a Voice over Internet Protocol
(VoIP) call, and Alice may also talk to Charlie on another
call later. Since Alice 1s using the same MAC address (M1),
an eavesdropper (Eve) will be able to establish that Alice
made both phone calls.

Alice 1s using MAC M1, and 1s associated to an access
point AP-1 at 9 AM and 1s associated to AP-2 at 11 AM. Eve
would be able to detect that Alice has moved and could
know Alice’s location by watching the movement of the
MAC address that Alice 1s using.

Alice may use an Internet Protocol version 6 (IPv6) client
that uses IPv6 Stateless Address Autoconfiguration, which
creates Extended Unique Identifier (EUI-64) IPv6 addresses
based on Alice’s 48-bit MAC address. IPv6 Stateless
Address Autoconfiguration may generate multiple IPv6

addresses for each of the prefixes. However, when the
identifier 1n the IPv6 address 1s based on the 48-bit MAC
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address, the generated addresses will have the same 64-bits
and Eve can still correlate Alice’s trathc and identity 1t with
Alice.

Presented herein are 3 approaches that may have different
implementation costs and complexity, but all of these 5
approaches eliminate the exposure of the PII elements of a
user. For example, the first two approaches have an impact
on the Wi-Fi® wireless local area network (WLAN) client
insofar as the client will use an updated/modified IEEE
802.11 driver, whereas the third approach can work with 10
legacy unmodified Wi-F1 clients. In all of these approaches,
the MAC address used for client tratlic 1s a dynamically
allocated and thus short-lived MAC address. When the client
terminates a session with the short-lived MAC address, that
MAC address 1s freed up for use by other clients, and thus 15
can no longer be correlated to the same client.

The techniques presented herein are not limited to use in
a WLAN, and more generally are applicable to a network
environment 1n which a client device (wired or wireless) can
connect to the network at one or more access points (WLAN 20
access point or wired access point, €.g., an network switch).

Reference 1s first made to FIG. 1. FIG. 1 shows an
authenticated 1dentity Alice at reference numeral 10.

According to the approaches presented herein, a set of a
plurality of (short-lived) MAC addresses 20(0), 20(1), 20(2) 25
and 20(3), . . ., 20(N-1), are generated/allocated that are
associated with authenticated 1dentity Alice. MAC Address
MO 1s a long-lived Layer-2 identifier (that 1s rarely used),
whereas MAC addresses M1 at 20(1), M2 at 20(2), M3 at
20(3) and M(N-1) at 20(N-1) are dynamic Layer-2 identi- 30
fiers that have a relatively short-life and may be used on a
flow/network/application basis, as described further herein-
after.

Retference 1s now made to FIG. 2, which shows an
example network environment 100 1n which the techniques 35
presented herein may be used. Network environment 100
includes one or more client devices 110(1)-110(P), one or
more access points (APs) 120(1)-120(Q), a network 130
connected to a local area network 135 to which the APs
120(1)-120(Q)) are connected, and a wide area network 40
((WAN), e.g., the Internet) 140. The network controller 130
1s also connected to the WAN 140. A management entity 150
1s provided that performs operations related to the manage-
ment of (and 1n some cases also the generation of) the set of
MAC addresses allocated to a client device. FIG. 2 also 45
shows an AAA server 160, a first correspondence node
(CN1) 170, a second correspondence node (CN2) 180 and an
cavesdropping device (ED) 190. The management entity
150, AAA server 160, CN1 170, CN2 180 and ED 190 all
have connectivity to the WAN 140. 50

While the figures and description herein refer to the client
devices as wireless client devices and the access points as
wireless access points, again this 1s not meant to limiting.
The techniques presented herein are applicable to both wired
and wireless client devices. In the case 1n which the client 55
devices are wireless, e.g., Wi-F1 capable client devices, then
the APs are wireless (e.g., Wi-F1 capable) APs, and the
network controller 130 may be a wireless local area network
(WLAN) controller (WLC). However, in the case in which
the client device devices are wired devices, then the APs 60
may be network switches to which the client devices connect
by a network cable. Thus, the term “access point” or “AP”
1s not to be limited to a wireless access point device, and the
term “client device” 1s not to be limited to a wireless (Wi-Fi
capable) client device. 65

The management entity 150 generates and/or manages the
MAC addresses. For example, in one embodiment, the

4

management entity 150 generates the set of MAC provided
to a given client, and may define the policies for how each
MAC address 1s to be used by the client. The management
entity 150 may be an application running on a server in the
cloud, or may reside on any control entity 1n the network,
such as the network controller 130.

The MAC anonymization capability presented herein can
be enabled/disabled on a LAN segment, AP or application
basis. For example, 11 all the traflic anticipated for a given
L. AN segment 1s to be internal to an enterprise network, then
it may not be necessary to enable this MAC anonymization
capability.

Approach-1: Network-Assigned Dynamic MAC Address
Usage

Reference 1s now made to FIGS. 3A and 3B for a
description of a process 200 of a first approach to MAC
anonymization in accordance with an example embodiment.
Reference 1s also made to FIG. 2 for purposes of the
description of FIGS. 3A and 3B.

In this approach, an entity 1n the network assigns a set of
MAC addresses to a client device as part of the authoriza-
tion/authentication procedures. The set of MAC addresses
could be any MAC address with the local bit set (e.g.,
“random” selected MAC addresses), or the MAC addresses
could be allocated using the Structured Local Address Plan
(SLAP) methods of IEEE 802c.

The network elements (APs 120(1)-120(Q), WLC 130
and AAA server 160) have the authenticated identity of a
given client, and the dynamically allocated MAC addresses.
The relation establishing an association between the authen-
ticated 1dentity (C1) and the allocated MAC addresses (MO,
M1, M2, ..., M(N-1)), {C1, {M0, M1, M2, ... M(N-1)}},
1s present at the client, AP, WLC and AAA clements.

For purposes of the description of this approach, the client
device 110(1) 1s attempting a connection and authentication
via AP 120(1) and WLC 130 to communicate 1n the network.
Client recerves a set of MAC addresses 1n a secure envelope
from a central entity in the network, such as the management
entity 150, as part of mitial Layer (I.2) authentication (with
a default MAC address MO for client device 110(1)) with the
network. Because those MAC addresses are secured/en-
crypted as part of the mmitial L2 authentication, no other
entity can see those MAC addresses. The AP 120(1) has
authorized all of those MAC addresses (M0, M1, M2, - - -
MN) for the credentials of the client device 110(1). Thus, the
same authentication/security credentials (as part of security
key exchange during imitial authentication) of the client
device 110(1) can be used for any of these MAC addresses.
The same security keys can be used for encrypting the traflic
sent using all of the MAC addresses that have been autho-
rized for client device 110(1).

As shown at 202, the client device 110(1) has a physical
MAC address M0 and an authentication identity C1 used for
authentication, such as authentication according to the
Extensible Authentication Protocol (EAP) of IEEE 802.1x.
Assuming that the client device 110(1) 1s not associated to
an AP, then at 204, the client device 110(1) sends a probe
request. The probe request 1s recetved by AP 120(1) and the
AP sends a probe response at 206.

After receiving the probe response, the client device
110(1) 1s now aware of AP 120(1) and at 208 sends an

EAP-over-LAN (EAPOL)-start message to the AP 120(1) to
initiate the authentication handshake process. In response to

receiving the EAPOL-start message, at 210 the AP 120(1)
sends an EAP-Request/Identity message to the client device
110(1). At 212, the client device 110(1) responds with an

EAP-Response/Identity message and 1n this message, the
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client includes the EAP identity (C1). The physical MAC
address M0 of the client device 110(1) 1s also included 1n
any of the messages that the client device 110(1) sends to the
AP 120(1) up to this point.

At 214, the AP 120(1) or WLC 130 sends to the manage-
ment entity 150 a request for a set of MAC addresses for the
client device 110(1). At 216, the management entity 150
generates or allocates a set of MAC addresses for the client
device 110(1). More specifically, the management entity 150
registers the primary 1dentity consisting of the authentication
identity C1 and the physical MAC address M0 as the
primary identity of the client device 110(1), and generates a
set of MAC addresses that includes, for example, MAC
addresses M1 and M2. The management entity 150 has
visibility into the dynamically allocated MAC addresses
currently 1n use by other client devices. Consequently, 1n
generating the dynamic MAC addresses for client device
110(1), 1t can be sure not to use a MAC address already 1n
use by another client device.

In addition, in one form, at 216, the management entity
150 may define policies for how each MAC address 1s to be
used, such as which MAC address should be used for a
particular service or application type/trailic flow type, e.g.,
M1 for voice, M2 for HTTP tratlic, M3 for local client
communication, M4 for remote client communication, etc.
Thus, a policy may be defined to designate a purpose/
function for each of the MAC addresses.

As 1ndicated by the bi-directional arrow at 214, the
management entity 150 returns to the AP 120(1) or WLC
130 the set of MAC addresses allocated/generated for the
client device 110(1). In one form, the management entity
150 may also include in the communication to the client at
214, the information for the policies defimng how each
MAC address 1s to be used.

At 218, the AP 120(1) or WLC 130 may send a Remote
Authentication Dial In User Service (RADIUS) access-
request to the AAA server 160 that performs AAA manage-
ment. At 220, the AAA server 160 returns a RADIUS
access-challenge to the AP 120(1) or WLC 130.

At 222, the AP120(1) or WLC 130 sends an EAP-request/
authorization message to the client device 110(1). The client
device 110(1) responds at 224 with an EAP-response/autho-
rization message to the AP 120(1) or WLC 130. At 226, the
120(1) or WLC 130 sends a RADIUS access-request to the
AAA server 160, and if the AAA server 160 determines that
the client dewce 110(1) should be authorized, the AAA
server 160 responds with a RADIUS access-accept message
at 228. The AP 120(1) or WLC 130 then sends an EAP-
success message at 230 to the client device 110(1). As part
of the EAP-success message sent at 230, the AP 120(1) or
WLC 130 may include an indication of the set of MAC
addresses generated/allocated for the client device 110(1),
c.g., that the client device 110(1) has an authenticated
identity C1 with MAC addresses M0 (the physical MAC
address) and MAC addresses M1 and M2, for example. At
232, the client device 110(1) stores information indicating
its authenticated identity and dynamically allocated (short-
lived) MAC addresses. Likewise, at 234, the AP 120(1)
and/or WLC 130 stores information indicating that the client
device 110(1) has an authenticated i1dentity C1 with MAC
addresses M0, M1 and M2. At 236, the AP 120(1) and/or
WLC 130 provisions the Layer-2 policies (received from the
management entity 150) for how each MAC address MO,
M1 and M2 are to be used by the client device 110(1).

At 238, the AP 120(1) or WLC 130 sends to the client
device 110(1) information for the policies defimng how each

MAC address M0, M1 and M2 are to be used by the client
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device 110(1). Alternatively, the AP 120(1) or WLC 130
may send this policy information as part of the EAP success
sent to the client device 110(1) at 230.

Also, as shown at 240, the AAA server 160 may store
information indicating the authenticated identity C1 and
MAC addresses M0, M1 and M2 allocated for client device
110(1).

As an alternative to the management entity 150 defining

the policies that determine how each MAC address should
be used by the client device 110(1), the client device 110(1)
may define the policies. The client device 110(1) may have
a static policy that it uses to determine which MAC address
1s used for which type of trailic. In other words, 1t may be
lett to the client device 110(1) to decide how to use the MAC
addresses.
The client device 110(1) can use any of the MAC
addresses 1n that domain, and 1s expected to use a different
MAC addresses for different types of flows/exchanges.
Eavesdropper device 190 momitoring the packet flows 1n that
Layer-2 domain will see randomly allocated MACs and will
not be able to 1dentify the user or draw correlations between
the flows from the same user because the user 1s using
different MAC addresses. It 1s also envisioned that the client
device 110(1) may rotate a MAC address even for traflic of
the same traflic type/tlow type.

Reference 1s now made to FIG. 3B that forms a part of the
process 200. At 242, the client device 110(1) sends an
association request to AP 120(1) or WLC 130. At 244, the
AP 120(1) responds with an association response. The client
device 110(1) 1s now associated to the AP 120(1). As shown
at 246, the client device 110(1) can use any of the MAC
addresses M0, M1 and M2.

In the embodiment in which the client device 110(1)
generates/defines the policies for how each MAC address
M1 and M2 1s to be used, then at 248, the client device
110(1) may send a message including this policy informa-
tion to the AP 120(1) or WLC 130, which 1n turn forwards
this to the management entity 150 at 249. In this way, the
management entity 150 can register these policies for the
MAC addresses used by the client device.

At 250, the client device 110(1) conducts a session with
CN1 170 usimng MAC address M1 as 1its source MAC
address. At 252, client device 110(1) conducts a data session
with CN2 180 using MAC address M2 as 1ts source address.

As shown at 260, there 1s no PII revealed to ED 190 1n
observing a relationship between MAC address M1 and
MAC address M2, MAC address M1 to identity C1 or MAC
address M2 to identity C1, used by client device 110(1) 1f
ED 190 1s monitoring flows 250 and 252.

At 270, the client device 110(1) may 1nitiate an EAPOL-
logotl to the AP 120(1) or WLC 130. Next, at 280, the AP
120(1) or WLC 130 communicates with the management
entity 150 to remove the network state of the client device
110(1), release the secondary (dynamically allocated/short-
lived) MAC addresses M1 and M2, de-authorize the primary
identity C1 and MAC address M0 and the secondary MAC
addresses M1 and M2. As a result, MAC addresses M1 and
M2 may be used again for a different client device.

Approach-2: Client-Requested Dynamic MAC Address
Usage

Reference 1s now made to FIG. 4 which shows a message
sequence for a process 200'. In this approach, the client
device 110(1) randomly generates the MAC addresses (with
the local bit set) and requests the network to authorize the
usage of those MAC addresses. The process 200" 1s similar
to process 200 shown in FIGS. 3A and 3B, except that at
207, the client device 110(1) generates a set of randomly
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chosen MAC addresses M1 and M2, for example. During
the EAP exchanges 208, 210 and 212, the client device
110(1) communicates the set of randomly chosen MAC
addresses to the AP 120(1) or WLC 130.

At 215, the AP 120(1) or WLC 130 communicate the set
of randomly chosen MAC addresses M1 and M2 to the
management entity 150 with a request to authorize those
MAC addresses. At 217, the management entity 150 autho-
rizes the MAC addresses M1 and M2 along with the primary
identity C1 and physical MAC address M0, {C1, {M0, M1,
M2, ... M(N-1)}}. Thereafter, as in process 200 of FIGS.
3A and 3B, the AP 120(1) or WLC 130 conduct a RADIUS
exchange with the AAA server 160, and as shown 1n FIG. 4,
the remainder of the process 200' 1s the same as process 200
shown 1n FIGS. 3A and 3B.

If at 217, the management entity 150 determines, based on
its knowledge of MAC addresses used by other devices 1n
the network, that MAC addresses M1 and M2 are already in
use, then the management entity 150 would generate a
notification to be sent via the AP 120(1) to the client device
110(1) so that the client device 110(1) can generate new
MAC addresses. The operations from 207-217 would repeat
until the management entity 150 has determined there 1s no
conflict with the MAC addresses generated by the client
device, and the management entity 150 authorizes those
MAC addresses.

Thus, 1n Approach 2, the client device 110(1) randomly
generates the set of MAC addresses, mstead of the manage-
ment entity 150 generating them. This 1s somewhat similar
to how a client can select an IPv6 address randomly as long
as 1t does not see any traflic using that address in the
network. At 217, the management entity 150 registers those
MAC addresses for the client device 110(1). As described
above 1n connection with FIGS. 3A and 3B, the management
entity 150 or the client device may define the policy as to
how the MAC addresses (that the client randomly generated)
are used by the client device 110(1). The network elements,
including the AP 120(1)/WLC 130 and AAA server 160 have
the authenticated identity of the client device 110(1), its
physical MAC address M0 and the dynamically allocated
MAC addresses. Registering with the network in one sense
provides a duplicate address detection (DAD) capability.
The relation establishing an association between the authen-
ticated identity and the allocated MAC’s, {C1<->M0, M1,
M2 is present at the client device 110(1), AP 120(1), WLC
130, management entity 150 and AAA server 160. The client
can use any of the MAC addresses M1 and M2 in that
domain.

Like process 200, in process 200" an eavesdropper 190
monitoring the packet tlows 1n that Layer-2 domain will see
randomly allocated MAC addresses and will not be able to
identify the user or draw correlations between the tlows
from the same user but using different MAC addresses.
Again, 1n Approach 2, there i1s itelligence on the client
device 110(1) to randomly select the MAC addresses and
then register them with the management entity 150, and the
management entity 150 or the client device 110(1) may
define/configure the policies for how those MAC addresses
are to be used. In the embodiment 1n which the client device
110(1) defines the policies for how the MAC addresses are
to be used, then the client device 110(1) may convey that
information to the management entity 150 as shown at 248
and 249 1n FIG. 3B.

Approach-3: Client-unaware Dynamic MAC Address
Usage

Reference 1s now made to FIG. 5 for a description of a
third approach 1n which the client 1s unaware of the dynamic
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MAC address usage. In this approach, the client device
110(1) operates 1n a legacy mode, and will always use the
physical MAC address MO0, but the AP 120(1) or WLC 130
replaces the physical MAC address M0 with a dynamically
allocated (short-lived) MAC address for that user. The
policy of MAC selection may be an algorithm based on the

flow metadata. Any of the APs 120(1)-120(1) are able to
allocate the same MAC for a given flow. The relation
establishing an association between the authenticated 1den-

tity and the allocated MAC’s, {C1<->M0, M1, M2} is
present at the AP 120(1), WLC 130, management entity 150
and AAA server 160. The client device 110(1) can use any
of the MAC addresses 1n that domain. An eavesdropper
monitoring the packet flows 1n that Layer-2 domain will see
randomly allocated MAC addresses and will not be able to
identify the user or draw correlations between the tlows
from the same user but using different MAC addresses.

More specifically, after EAP success 230, at 232 the client
device 110(1) 1s authenticated with identity C1 but only for
physical MAC address M0. However, the AP 120(1) or
WLC at 234 authenticates client device identity C1 with
MAC addresses M0, M1 and M2, where M1 and M2 were
generated/allocated by the management entity 150. Through
the RADIUS Access-Request and RADIUS Access-Accept
exchange at 226 and 228 (of FIG. 3A, at 240, the AAA
server 160 stores mnformation indicating the authenticated
identity C1 and MAC addresses M0, M1, and M2 for client
device 110(1), as described above in connection with FIG.
3A. The AP also provisions the usage policies (generated by
the management entity 150) for MAC addresses M0, M1 and
M2 for the client device 110(1). As indicated at 245, the
client device 110(1) can only use physical MAC address M0.

At 247, the AP 120(1) or WLC 130 generates a MAC
translation table to translate the MAC address M0 of the
client device 110(1) to one of the MAC addresses M1 or M2
in the set of MAC addresses dynamically allocated by the
management entity 150 for client device 110(1). For
example, Table 1 below may determine which MAC
addresses 1n the set of allocated MAC addresses (M1 or M2)
1s to be used based on the tlow/application type. Table 1 1s
only an example.

TABLE 1

Destination or Source MAC Address

Flow Type for Client (C1/MO)
Voice M1
HTTP M2

At 251, the AP enables the MAC translation function for
client device 110(1) based on the authenticated identity C1.

At 253, the client device 110(1) initiates a session with
CN1 170. In one example, this session 1s a voice session.
Using a table like Table 1, the AP 120(1) or WLC 130
translates the source MAC address M0 to MAC address M1,
and at 255 forwards the communication to CN1 170.

At 257, the client device 110(1) 1nitiates a session with
CN2 180. In one example, this session 1s an HTTP session.
According to Table 1, the AP 120(1) or WLC 130 translates
the source MAC address M0 to MAC address M2, and at
259, forwards the communication to CN2 180.

When the AP 120(1) or WLC 130 performs the translation
between the physical MAC address M0 and the allocated
MAC address M1 (in the course of operations 253 and 255)
and the allocated MAC address M2 (in the course of
operations 257 and 239), it 1s to be understood that the
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translating 1s performs in both directions. That 1s, for a
communication provided by the client device 110(1) that 1s

received by the AP 120(1) or WLC 130, the AP 120(1) or
WLC 130 translates the source MAC address MO to the
allocated MAC address M1 (or M2) before forwarding that
communication on to CN1 (or CN2). In the other direction,
the AP 120(1) or WLC 130 translates the destination MAC

M1 address (or M2) contained in a communication received
from CN1 (or CN2) to the physical MAC address M0 of
client device 110(1) before forwarding that communication
on to the client device 110(1).

Thus, 1 general, the AP 120(1) or WLC 130 performs
operations of: obtaiming the plurality of MAC addresses
from the management entity 150 (at operation 214 shown 1n
FIG. 3A), wherein the plurality of MAC addresses are all
authorized against an authentication identity associated with
the client device; generating translation data (at 247 1n FIG.
5) used for translating a physical MAC address of the client
device to a particular one of the plurality of MAC addresses
based on a type or an application of a session involving the
client device; obtaining a packet for a communication ses-
sion between the client device and a correspondence node;
and for the packet, translating between the physical MAC
address of the client device and one of the plurality of MAC
addresses based on the translation data and a session type or
an application associated with the session involving the
client device.

As 1s the case with process 200 and 200", 1n process 200",
there 1s no PII to establish a relationship between MAC
addresses M1 and M2, or MAC address M1 or M2 to
authenticated 1dent1ty C1 that could be revealed to ED 190.

EAPOL-logofl occurs at 270 and removal of network
state occurs at 280, in the manner described above 1n
connection with FIG. 3B.

In summary, Approach-1 1s a network-based approach
where some intelligence 1s provided at management entity
150 for supporting the MAC anonymization capability. This
approach also mvolves some intelligence/capability added
on a client device and consequently involves suitably
ecnabled IEEE 802.11 driver in the client device. Approach-2
1s a client-based approach where the client device 1s respon-
sible for generating the anonymous addresses and register-
ing with the network. Similar to Approach-1, Approach-2
involves a suitably enabled IEEE 802.11 driver 1n the client
device.

Approach-3 1s about supporting legacy clients and does
not mnvolve any change on a client device. Given the
potential long device upgrade cycle, Approach-3 may coex-
1st with Approach-1 and Approach-2.

Reference 1s now made to FIG. 6 for description of a
method 300 according to the embodiments presented herein.
Reference 1s also made to FIGS. 1, 3A, 3B, 4 and 5§ for
purposes of the description of FIG. 6.

At 310, a plurality of MAC addresses are generated
allocated for use by client device 1n a network. Operation
310 may be performed by a management entity or by the
client device.

At 320, policies are defined that determine which one of
the plurality of MAC addresses 1s to be used by the client
device. Again, these policies may be defined by a manage-
ment entity or by the client device.

At 330, the plurality of MAC addresses allocated for use
by the client device are registered with a management entity.

In the embodiment in which the management entity
generates the plurality of MAC address, the method 300 may
turther include additional operations. For example, in one
form as described above in connection with FIGS. 3A and
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3B, the method 300 may further include at an access point
in communication with the client device or a wireless
network controller 1n communication with the access point:
obtaining the plurality of MAC addresses from the manage-
ment entity, wherein the plurality of MAC addresses are all
authorized against an authentication identity associated with
the client device; and providing the plurality of MAC
addresses to the client device as part of a security/authen-
tication exchange in an encrypted message to the client
device. In another form as described above in connection
with FIG. 5, the method 300 may further include at an access
point 1n communication with the client device or a network
controller in communication with the access point: obtaining
the plurality of MAC addresses from the management entity,
wherein the plurality of MAC addresses are all authorized
against an authentication identity associated with the client
device; generating translation data used for translating a
physical MAC address of the client device to a particular one
of the plurality of MAC addresses based on a type or an
application of a session involving the client device; and
obtaining a communication for a session between the client
device and a correspondence node; translating between the
physical MAC address of the chent device and one of the
plurality of MAC addresses based on the translation data and
a type or an application of the session involving the client
device.

In the embodiment 1n which the client device generates
the plurality of MAC addresses, the method 300 may further
include, as described above 1n connection with FIG. 4, the
client device providing to the management entity informa-
tion 1ndicating the plurality of MAC addresses for register-
ing the plurality of MAC addresses with the management
entity.

Furthermore, the operation of defining the policies may be
performed either at the management entity or at the client
device. When the management entity defines the policies,
then the method 300 further includes the management entity
providing to the client device mformation describing the
policies. When the client device defines the policies, then the
method 300 further includes the client device providing to
the management entity information describing the policies.
Moreover, the policies may determine which of the plurality
of MAC addresses to use based on service or application
type or trailic flow type.

Thus, 1n one form, operations 310, 320 and 330 may be
performed by the client device, and in another form, these
same operations 310, 320 and 330 may be performed by the
management entity.

As explained above, the set of a plurality of MAC
addresses are short-lived, meaning they are intended for
short-term use by the client device. Upon the client device
logging off from the network (e.g., EAPOL-logoil), the
management entity 1s notified and 1t de-authorizes that set of
MAC addresses. Therealter, those MAC addresses can be
allocated for short-term use by another client device when
needed.

The operations of method 300 (i.e., the generating opera-
tion 310, defining operation 320 and registering operation
330) may be enabled and disabled on a basis of one or more
of: local area network (LAN) segment of the network, AP
operating 1n the network, or application tratlic type.

Reference 1s now made to FIG. 7. FIG. 7 illustrates a
hardware block diagram of a computing device 400 that may
serve perform the functions of any of the servers or com-
puting or control entities referred to herein, such as the
management entity 150 and the WLC 130. It should be
appreciated that FIG. 7 provides only an illustration of one
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embodiment and does not imply any limitations with regard
to the environments 1n which different embodiments may be
implemented. Many modifications to the depicted environ-
ment may be made.

As depicted, the device 400 includes a bus 412, which
provides communications between processor(s) 414,
memory 416, persistent storage 418, communications unit
420, and input/output (I/O) interface(s) 422. Bus 412 can be
implemented with any architecture designed for passing data
and/or control information between processors (such as
microprocessors, communications and network processors,
etc.), system memory, peripheral devices, and any other
hardware components within a system. For example, bus
412 can be implemented with one or more buses.

Memory 416 and persistent storage 418 are computer
readable storage media. In the depicted embodiment,
memory 416 includes random access memory (RAM) 424
and cache memory 426. In general, memory 416 can include
any suitable volatile or non-volatile computer readable stor-
age media. Instructions for MAC management control logic
419 may be stored in memory 416 or persistent storage 418
for execution by processor(s) 414 such that, when the
processor(s) executes the MAC management control logic
419, the device 400 1s operable to perform the functions of
the management entity 150 described herein or the functions
of the WLC 130 described herein.

In addition, in the case 1in which the device 400 serves as
the management entity 150, the MAC management control
logic 419 stores and manages stored data, e.g. a MAC
address database 421, 1n memory 416 or persistent storage
418, that lists all of the dynamically allocated MAC
addresses currently 1n use by client devices. This allows the
management entity 150 to generate a set of MAC addresses
for a client device without causing a contlict with any MAC
addresses currently in use.

One or more programs may be stored 1n persistent storage
418 for execution by one or more of the respective computer
processors 414 via one or more memories of memory 416.
The persistent storage 418 may be a magnetic hard disk
drive, a solid state hard drive, a semiconductor storage
device, read-only memory (ROM), erasable programmable
read-only memory (EPROM), flash memory, or any other
computer readable storage media that 1s capable of storing
program 1instructions or digital information.

The media used by persistent storage 418 may also be
removable. For example, a removable hard drive may be
used for persistent storage 418. Other examples include
optical and magnetic disks, thumb drives, and smart cards
that are imserted ito a drive for transfer onto another
computer readable storage medium that 1s also part of
persistent storage 418.

Communications unit 420, in these examples, provides
for communications with other data processing systems or
devices. In these examples, communications umt 420
includes one or more network interface cards. Communica-
tions unit 420 may provide communications through the use
of either or both physical and wireless communications
links.

I/O imterface(s) 422 allows for mput and output of data
with other devices that may be connected to computer
device 400. For example, I/O interface 422 may provide a
connection to external devices 428 such as a keyboard,
keypad, a touch screen, and/or some other suitable input
device. External devices 428 can also include portable
computer readable storage media such as database systems,
thumb drives, portable optical or magnetic disks, and
memory cards.
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Software and data used to practice embodiments can be
stored on such portable computer readable storage media
and can be loaded onto persistent storage 418 wvia 1/O
interface(s) 422. I/0 terface(s) 422 may also connect to a
display 430. Display 430 provides a mechanism to display
data to a user and may be, for example, a computer monitor.

The programs described herein are i1dentified based upon
the application for which they are implemented 1n a specific
embodiment. However, i1t should be appreciated that any
particular program nomenclature herein 1s used merely for
convenience, and thus the embodiments should not be
limited to use solely 1n any specific application 1dentified
and/or implied by such nomenclature.

Data relating to operations described herein may be stored
within any conventional or other data structures (e.g., files,
arrays, lists, stacks, queues, records, etc.) and may be stored
in any desired storage unit (e.g., database, data or other
repositories, queue, etc.). The data transmitted between
entities may include any desired format and arrangement,
and may include any quantity of any types of fields of any
s1ze to store the data. The definition and data model for any
datasets may indicate the overall structure 1n any desired
fashion (e.g., computer-related languages, graphical repre-
sentation, listing, etc.).

The present embodiments may employ any number of any
type of user interface (e.g., Graphical User Interface (GUI),
command-line, prompt, etc.) for obtaining or providing
information (e.g., data relating to scraping network sites),
where the interface may include any information arranged in
any fashion. The interface may include any number of any
types of mput or actuation mechanisms (e.g., buttons, 1cons,
fields, boxes, links, etc.) disposed at any locations to enter/
display information and initiate desired actions via any
suitable mput devices (e.g., mouse, keyboard, etc.). The
interface screens may include any suitable actuators (e.g.,
links, tabs, etc.) to navigate between the screens in any
fashion.

The environment of the present embodiments may include
any number of computer or other processing systems (e.g.,
client or end-user systems, server systems, etc.) and data-
bases or other repositories arranged 1n any desired fashion,
where the present embodiments may be applied to any
desired type of computing environment (e.g., cloud com-
puting, client-server, network computing, mainframe, stand-
alone systems, etc.). The computer or other processing
systems employed by the present embodiments may be
implemented by any number of any personal or other type of
computer or processing system (e.g., desktop, laptop, PDA,
mobile devices, etc.), and may include any commercially
available operating system and any combination of com-
mercially available and custom software (e.g., machine
learning software, etc.). These systems may include any
types of monitors and 1mput devices (e.g., keyboard, mouse,
volce recogmition, etc.) to enter and/or view information.

It 1s to be understood that the software of the present
embodiments may be implemented 1n any desired computer
language and could be developed by one of ordinary skill 1n
the computer arts based on the functional descriptions
contained 1n the specification and flow charts 1llustrated 1n
the drawings. Further, any references herein of software
performing various functions generally refer to computer
systems or processors performing those functions under
solftware control. The computer systems of the present
embodiments may alternatively be implemented by any type
of hardware and/or other processing circuitry.

The various functions of the computer or other processing,
systems may be distributed in any manner among any
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number of software and/or hardware modules or units,
processing or computer systems and/or circuitry, where the
computer or processing systems may be disposed locally or
remotely of each other and communicate via any suitable
communications medium (e.g., LAN, WAN, Intranet, Inter-
net, hardwire, modem connection, wireless, etc.). For
example, the functions of the present embodiments may be
distributed 1n any manner among the various end-user/client
and server systems, and/or any other mtermediary process-
ing devices. The software and/or algorithms described above
and 1illustrated 1n the flow charts may be modified 1n any
manner that accomplishes the functions described herein. In
addition, the functions 1n the flow charts or description may
be performed in any order that accomplishes a desired
operation.

The software of the present embodiments may be avail-
able on a non-transitory computer useable medium (e.g.,
magnetic or optical mediums, magneto-optic mediums,
floppy diskettes, CD-ROM, DVD, memory devices, etc.) of
a stationary or portable program product apparatus or device
for use with stand-alone systems or systems connected by a
network or other communications medium.

The communication network may be implemented by any
number of any type of communications network (e.g., LAN,
WAN, Internet, Intranet, VPN, etc.). The computer or other
processing systems of the present embodiments may include
any conventional or other communications devices to com-
municate over the network via any conventional or other
protocols. The computer or other processing systems may
utilize any type of connection (e.g., wired, wireless, etc.) for
access to the network. Local communication media may be
implemented by any suitable communication media (e.g.,
local area network (LAN), hardwire, wireless link, Intranet,
etc.).

The system may employ any number of any conventional
or other databases, data stores or storage structures (e.g.,
files, databases, data structures, data or other repositories,
etc.) to store information (e.g., data relating to contact center
interaction routing). The database system may be imple-
mented by any number of any conventional or other data-
bases, data stores or storage structures (e.g., files, databases,
data structures, data or other repositories, etc.) to store
information (e.g., data relating to contact center interaction
routing). The database system may be included within or
coupled to the server and/or client systems. The database
systems and/or storage structures may be remote from or
local to the computer or other processing systems, and may
store any desired data (e.g., data relating to contact center
interaction routing).

The present embodiments may employ any number of any
type of user interface (e.g., Graphical User Interface (GUI),
command-line, prompt, etc.) for obtaining or providing
information (e.g., data relating to providing enhanced deliv-
ery options), where the interface may include any informa-
tion arranged 1n any fashion. The mterface may include any
number of any types of input or actuation mechanisms (e.g.,
buttons, icons, fields, boxes, links, etc.) disposed at any
locations to enter/display information and initiate desired
actions via any suitable mput devices (e.g., mouse, key-
board, etc.). The interface screens may include any suitable
actuators (e.g., links, tabs, etc.) to navigate between the
screens 1n any fashion.

The embodiments presented may be 1n various forms,
such as a system, a method, and/or a computer program
product at any possible technical detail level of integration.
The computer program product may include a computer
readable storage medium (or media) having computer read-
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able program 1instructions thereon for causing a processor to
carry out aspects of presented herein.

The computer readable storage medium can be a tangible
device that can retain and store instructions for use by an
instruction execution device. The computer readable storage
medium may be, for example, but 1s not limited to, an
clectronic storage device, a magnetic storage device, an
optical storage device, an electromagnetic storage device, a
semiconductor storage device, or any suitable combination
of the foregoing. A non-exhaustive list of more specific
examples of the computer readable storage medium 1ncludes
the following: a portable computer diskette, a hard disk, a
random access memory (RAM), a read-only memory
(ROM), an erasable programmable read-only memory
(EPROM or Flash memory), a static random access memory
(SRAM), a portable compact disc read-only memory (CD-
ROM), a digital versatile disk (DVD), a memory stick, a
floppy disk, a mechanically encoded device such as punch-
cards or raised structures in a groove having instructions
recorded thereon, and any suitable combination of the fore-
going. A computer readable storage medium, as used herein,
1s not to be construed as being transitory signals per se, such
as radio waves or other freely propagating electromagnetic
waves, electromagnetic waves propagating through a wave-
guide or other transmission media (e.g., light pulses passing
through a fiber-optic cable), or electrical signals transmitted
through a wire.

Computer readable program 1nstructions described herein
can be downloaded to respective computing/processing
devices from a computer readable storage medium or to an
external computer or external storage device via a network,
for example, the Internet, a local area network, a wide area
network and/or a wireless network. The network may com-
prise copper transmission cables, optical transmission fibers,
wireless transmission, routers, firewalls, switches, gateway
computers and/or edge servers. A network adapter card or
network interface i each computing/processing device
receives computer readable program instructions from the
network and forwards the computer readable program
instructions for storage i a computer readable storage
medium within the respective computing/processing device.

Computer readable program instructions for carrying out
operations of the present embodiments may be assembler
instructions, instruction-set-architecture (ISA) instructions,
machine 1nstructions, machine dependent instructions,
microcode, firmware instructions, state-setting data, con-
figuration data for integrated circuitry, or either source code
or object code written 1 any combination of one or more
programming languages, including an object oriented pro-
gramming language such as Smalltalk, C++, or the like, and
procedural programming languages, such as the “C” pro-
gramming language or similar programming languages. The
computer readable program instructions may execute
entirely on the user’s computer, partly on the user’s com-
puter, as a stand-alone software package, partly on the user’s
computer and partly on a remote computer or entirely on the
remote computer or server. In the latter scenario, the remote
computer may be connected to the user’s computer through
any type of network, including a local area network (LAN)
or a wide area network (WAN), or the connection may be
made to an external computer (for example, through the
Internet using an Internet Service Provider). In some
embodiments, electronic circuitry including, for example,
programmable logic circuitry, field-programmable gate
arrays (FPGA), or programmable logic arrays (PLA) may
execute the computer readable program instructions by
utilizing state information of the computer readable program
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instructions to personalize the electronic circuitry, 1n order to
perform aspects presented herein.

Aspects of the present embodiments are described herein
with reference to flowchart illustrations and/or block dia-
grams ol methods, apparatus (systems), and computer pro-
gram products according to the embodiments. It will be
understood that each block of the flowchart illustrations
and/or block diagrams, and combinations of blocks 1n the
flowchart 1llustrations and/or block diagrams, can be 1imple-
mented by computer readable program instructions.

These computer readable program instructions may be
provided to a processor of a general purpose computer,
special purpose computer, or other programmable data pro-
cessing apparatus to produce a machine, such that the
instructions, which execute via the processor of the com-
puter or other programmable data processing apparatus,
create means for implementing the functions/acts specified
in the flowchart and/or block diagram block or blocks. These
computer readable program instructions may also be stored
in a computer readable storage medium that can direct a
computer, a programmable data processing apparatus, and/
or other devices to function 1n a particular manner, such that
the computer readable storage medium having instructions
stored therein comprises an article of manufacture including
instructions which implement aspects of the function/act
specified i the tlowchart and/or block diagram block or
blocks.

The computer readable program instructions may also be
loaded onto a computer, other programmable data process-
ing apparatus, or other device to cause a series of operational
steps to be performed on the computer, other programmable
apparatus or other device to produce a computer 1mple-
mented process, such that the mstructions which execute on
the computer, other programmable apparatus, or other
device implement the functions/acts specified 1n the flow-
chart and/or block diagram block or blocks.

The flowchart and block diagrams 1n the figures illustrate
the architecture, functionality, and operation of possible
implementations of systems, methods, and computer pro-
gram products according to various embodiments. In this
regard, each block in the flowchart or block diagrams may
represent a module, segment, or portion of instructions,
which comprises one or more executable instructions for
implementing the specified logical function(s). In some
alternative i1mplementations, the functions noted 1n the
blocks may occur out of the order noted 1n the figures. For
example, two blocks shown in succession may, in fact, be
executed substantially concurrently, or the blocks may
sometimes be executed in the reverse order, depending upon
the functionality involved. It will also be noted that each
block of the block diagrams and/or flowchart illustration,
and combinations of blocks 1n the block diagrams and/or
flowchart illustration, can be 1mplemented by special pur-
pose hardware-based systems that perform the specified
functions or acts or carry out combinations of special
purpose hardware and computer instructions.

Referring now to FIG. 8, a block diagram 1s shown of a
client device 110(;) configured to perform the client device
based operations presented herein. The block diagram of
FIG. 8 of client device 110(i) 1s meant to be generally
representative of any of the client devices 110(1)-110(P)
shown 1n FIG. 2, and described herein. The client device
110(7) includes a network interface 500 that includes a radio
transceiver 510 and a modem 312. The network interface
500 may be a wired or wireless network interface. In the case
in which the network intertace 500 1s a wireless interface, at
least one antenna 314 1s provided that 1s connected to the
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network interface 500. The radio transceiver 510 performs
the radio frequency (RF) transmission and receiving func-
tions, and the modem 512 performs the baseband modula-
tion and demodulation functions, as well as MAC control
functions. In the case 1 which the network mterface 500 1s
a wireless network 1nterface, 1t may be embodied by one or
more chip sets designed/configured to comply with a wire-
less local area network standard, such as IFEE 802.11, or
any variation thereot, or any other similar standard herein-
alter developed. Similarly, 1n the case in which the network
interface 500 1s a wired FEthernet interface, then 1t may be
embodied by one or more chip sets configured to comply
with an Ethernet or other networking standard.

A bus 520 1s provided that connects to the network
interface 500. A processor (or multiple mstances of a pro-
cessor) 530 1s provided. The processor 530 1s also connected
to bus 520 and may be a microprocessor or microcontroller.
The processor 330 1s configured to execute instructions
stored 1n memory 540. The memory 340 stores software
instruction for a client operating system 342, network inter-
face driver software 544 for the network interface 500, and
client application soiftware 546 for one or more client
applications that are running on client device 110(i). The
processor 530 and memory 540 may take any of the forms
described herein in connection with FIG. 7. The network
interface driver software 544 1s configured or updated to
perform the client device operations described herein in
connection with FIGS. 3A, 3B and 4.

The client device may also 1nclude mput/output interface
550, such as Universal Serial Bus (USB) interfaces, display
interfaces to display devices, efc.

Reference 1s now made to FIG. 9. FIG. 9 shows a block
diagram of an AP 120(i) configured to perform the AP
operations described herein, such as those depicted 1n FIG.
5. The block diagram of FIG. 9 of AP 120(i) 1s meant to be
generally representative of any of the APs 120(1)-120(Q)
shown in FIG. 2, and described herein. The AP 120(;)
includes a wireless network interface 600 that includes one
or more radio transceivers 610 and one or more modems
612, and 1s connected to at least one antenna 614. The radio
transceiver 610 performs the RF transmission and receiving
functions, and the modem 612 performs the baseband modu-
lation and demodulation functions, as well as MAC control
functions. The wireless network interface 600 may be
embodied by one or more chip sets designed/configured to
comply with a wireless local area network standard, such as
IEEE 802.11, or any vaniation thereol, or any other similar
standard hereinafter developed. In the case where the AP
simultaneously supports multiple channel services, then
there would be an instance of a radio transceiver 610 and a
modem 612 for each channel to be served.

A bus 620 1s provided that connects to the wireless
network mterface 600. A processor (or multiple 1nstances of
a processor) 630 1s provided. The processor 630 1s also
connected to bus 620 and may be a microprocessor or
microcontroller. The processor 630 1s configured to execute
instructions stored 1n memory 640. The memory 640 stores
soltware instruction for an AP operating system 642 and AP
control software 644 for the wireless network interface 600.
The processor 630 and memory 640 may take any of the
forms described herein in connection with FIG. 7. The AP
control software 644 1s configured to cause the AP to
perform the AP operations described herein 1n connection
with FIG. 5.

In the case 1n which the AP 120(i) 1s a network switch,
then 1t 1s understood that there would not be a wireless
network intertace 600 and a wired network interface card
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650. Instead, the AP (form of network switch) would include
a plurality of ports and a switch processor board/component
that 1s coupled to the plurality of network ports to receive a
network cable. The switch processor board/component con-
nects to the plurality of network ports and to the bus 620.

In summary, a MAC address 1s a key PII element of a
network (wired or wireless) user. There are a number of tools
available 1n the market for tracking users based on long-
lived MAC addresses. The techniques presented herein
address this key privacy threat by the removal of long-lived
MAC addresses 1n user flows and allowing usage of a unique
MAC address on a tlow, application, destination, and net-
work basis.

These techniques do impact legacy applications such as
MAC-Transparent Auto Login (TAL) and other subscriber
management and policy features that assume a stable MAC
address and incorrectly assume the user never changes the
MAC address of his/her device. Such legacy features are not
secure and are already broken. Transitioning such capabili-
ties and relying on authenticated identities as opposed to
long-lived MAC addresses has useful benefits. Finally, 1t 1s
to be understood that it 1s not a goal of the embodiments
presented herein to hide correlation of client MAC addresses
from the infrastructure elements such as the WLC, AAA
server, and APs.

In one form, a method 1s provided that includes: gener-
ating a plurality of media access control (MAC) addresses
allocated for use by a client device 1n a network; defining
policies determinming which one of the plurality of MAC
addresses 1s to be used by the client device; and registering
with a management entity in the network the plurality of
MAC addresses allocated for use by the client device.

The generating operation may be performed by the man-
agement entity, in one form. Moreover, the method may
turther, at an access point 1n communication with the client
device or a network controller in communication with the
access point: obtaining the plurality of MAC addresses from
the management entity, wherein the plurality of MAC
addresses are all authorized against an authentication 1den-
tity associated with the client device; and providing the
plurality of MAC addresses to the client device as part of a
security/authentication exchange 1n an encrypted message to
the client device. In another form, the method may further
include, at an access point in communication with the client
device or a network controller in communication with the
access point: obtaining the plurality of MAC addresses from
the management entity, whereimn the plurality of MAC
addresses are all authorized against an authentication 1den-
tity associated with the client device; generating translation
data used for translating a physical MAC address of the
client device to a particular one of the plurality of MAC
addresses based on a type or an application of a session
involving the client device; obtaining a packet for a com-
munication session between the client device and a corre-
spondence node; and for the packet, translating between the
physical MAC address of the client device and one of the
plurahty of MAC addresses based on the translation data and
a session type or an application associated with the session
involving the client device.

In one form, the generating i1s performed by the client
device, and the method further includes the client device
providing to the management entity information indicating,
the plurality of MAC addresses for registering the plurality
of MAC addresses with the management entity.

The defining operation may be performed at the manage-
ment entity, and the management entity provides to the client
device information describing the policies.
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In still another form, the defining operation may be
performed at the client device, and the method further
includes the client device providing to the management
entity information describing the policies.

The policies may determine which of the plurality of
MAC addresses the client device 1s to use based on service
or application type or traflic flow type. Moreover, the
plurality of MAC addresses may be mtended for short-term
use, and the method may further include de-authorizing of
the plurality of MAC addresses upon logoil of the client
device from the network. In one form, the plurality of MAC
addresses may be associated with an authentication 1dentity
and a physical MAC address of the client device.

In one form, the generating, defining and registering
operations are enabled and disabled on a basis of one or
more of: local area network (LAN) segment of the network,
access point operating in the network, or application traflic
type.

In still another form, an apparatus 1s provided a network
interface configured to enable communications 1n a network;
and a processor coupled to the network interface, wherein
the processor 1s configured to: obtain from an access point
in communication with a client device or a network con-
troller in communication with the access point, an 1dentity of
the client device; obtain an indication of authentication of
the i1dentity of the client device; authorize a plurality of
Media Access Control (MAC) addresses for use by the client
device; and provide to the access point or the network
controller an indication of authornization of the plurality of
MAC addresses for the client device.

In st1ll another form, an apparatus 1s provided comprising:
a network interface configured to enable commumnications 1n
a network; and a processor coupled to the network interface,
wherein the processor 1s configured to: establish communi-
cation with an access point; provide to the access point an
identity; receive from the access point an indication of
authorization of a plurality of Media Access Control (MAC)
addresses for use 1n the network, the indication of authori-
zation being provided by a management entity based on
authentication of the 1dentity; and select one of the plurality
of MAC addresses for communicating via the access point
to a correspondence node 1n the network.

In yet another form, one or more non-transitory computer
readable storage media are provided, encoded with 1nstruc-
tions that, when executed by a processor, cause the processor
to perform operations including: generating a plurality of
media access control (MAC) addresses for use by a client
device 1 a network; defining policies determining which
one of the plurality of MAC addresses 1s to be used by the
client device; and registering with a management entity 1n
the network the plurality of MAC addresses allocated for use
by the client device.

In still another form, one or more non-transitory computer
readable storage media are provided, encoded with 1nstruc-
tions that, when executed by a processor, cause the processor
to perform operations including: establishing communica-
tion with an access point; providing to the access point an
identity; receiving from the access point an indication of
authorization of a plurality of Media Access Control (MAC)
addresses for use in the network, the indication of authori-
zation being provided by a management entity based on
authentication of the identity; and selecting one of the
plurality of MAC addresses for communicating via the
access point to a correspondence node in the network.

In yet another form, one or more non-transitory computer
readable storage media are provided, encoded with mnstruc-
tions that, when executed by a processor, cause the processor
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to perform operations including: obtaining from an access
point 1n communication with a client device or a network
controller in communication with the access point, an 1den-
tity of the client device; obtaining an indication of authen-
tication of the identity of the client device; authorizing a >
plurality of Media Access Control (IMAC) addresses for use
by the client device; and providing to the access point or the
network controller an indication of authorization of the
plurality of MAC addresses for the client device.

The descriptions of the various embodiments have been
presented for purposes of 1llustration, but are not mtended to
be exhaustive or limited to the embodiments disclosed.
Many modifications and variations will be apparent to those
of ordinary skill 1n the art without departing from the scope
and spirit of the described embodiments. The terminology
used herein was chosen to best explain the principles of the
embodiments, the practical application or technical
improvement over technologies found 1n the marketplace, or

to enable others of ordinary skill 1n the art to understand the 5,
embodiments disclosed herein.
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What 1s claimed 1s:

1. A method comprising:

generating a plurality of media access control (MAC) 25

addresses allocated for use by a client device 1n a
network:

defining at least one policy determining which one of the

plurality of MAC addresses 1s to be used by the client
device by associating a first MAC address of the 30
plurality of MAC addresses with a first session type
having a first type of data and a second MAC address

of the plurality of MAC addresses with a second
session type, diflerent from the first session type, and
having a second type of data different from the first type 35
of data, wherein the policy defines when each MAC
address of at least some of the plurality of MAC
addresses 1s to be used; and

registering with a management entity 1n the network the

plurality of MAC addresses allocated for the use by the 40
client device.

2. The method of claim 1, wherein the at least one policy
defines using different MAC addresses of the plurality of
MAC addresses based on one or more of: an application
type, a service type, or time. 45

3. The method of claim 1, wherein generating the plurality
of MAC addresses 1s performed by the management entity.

4. The method of claim 1, wherein generating the plurality
of MAC addresses 1s performed by the client device, and the
method further comprises: 50

the client device providing, to the management entity,

information indicating the plurality of MAC addresses
for registering the plurality of MAC addresses with the
management entity.

5. The method of claim 1, wherein the plurality of MAC 55
addresses are intended for short-term use, and further com-
prising;:

de- authorlzmg of the plurality of MAC addresses upon

logofl of the client device from the network.

6. The method of claim 1, further comprising: 60

associating the plurality of MAC addresses with an

authentication identity and a physical MAC address of
the client device.

7. The method of claim 1, turther comprising;:

associating each of the plurality of MAC addresses with 65

a physical MAC address of the client device such that
based on the at least one policy, one or more of the

20

plurality of MAC addresses are used by the client
device instead of the physical MAC address for net-
work communications.

8. The method of claim 1, wherein the at least one policy
defines using, by the client device, the first MAC address for
voice traflic and the second MAC address for hypertext
transier protocol (HTTP) trafhic.

9. The method of claim 1, further comprising;:

based on registering with the management entity, provid-

ing, to an access point, an association between a
physical MAC address of the client device and the

plurality of MAC.

10. The method of claim 1, further comprising:
generating translation data used for translating a physical

MAC address of the client device to a particular one of

the plurality of MAC addresses based on the at least

one policy.

11. An apparatus comprising:

a network interface configured to enable communications
in a network; and

a processor coupled to the network interface, wherein the
processor 1s configured to:

generate a plurality of media access control (MAC)

addresses allocated for use by a client device 1n the
network;

define at least one policy determining which one of the

plurality of MAC addresses 1s to be used by the client
device by associating a first MAC address of the
plurality of MAC addresses with a first session type
having a first type of data and a second MAC address
of the plurality of MAC addresses with a second
session type, diflerent from the first session type, and
having a second type of data different from the first
type of data, wherein the policy defines when each
MAC address of at least some of the plurality of
MAC addresses 1s to be used; and
registering with a management entity in the network the
plurality of MAC addresses allocated for the use by
the client device.

12. The apparatus of claim 11, wherein the at least one
policy defines using different MAC addresses of the plural-
ity of MAC addresses based on one or more of: an appli-
cation type, a service type, or time.

13. The apparatus of claim 11, wherein the apparatus 1s
the management entity.

14. The apparatus of claim 11, wherein the apparatus 1s
the client device and the processor 1s further configured to:

provide, via the network interface to the management

entity, information indicating the plurality of MAC
addresses for registering the plurality of MAC
addresses with the management entity.

15. The apparatus of claim 11, wherein the plurality of
MAC addresses are intended for short-term use, and the
processor 1s further configured to:

de- authorlzmg of the plurality of MAC addresses upon

logoil of the client device from the network.

16. The apparatus of claim 11, wherein the processor 1s
further configured to:

associate the plurality of MAC addresses with an authen-

tication identity and a physical MAC address of the
client device.

17. The apparatus of claim 11, wherein the processor 1s
turther configured to:

associate each of the plurality of MAC addresses with a

physical MAC address of the client device such that
based on the at least one policy, one or more of the
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plurality of MAC addresses are used by the client
device instead of the physical MAC address for net-
work communications.

18. One or more non-transitory computer readable storage
media encoded with instructions that, when executed by a
processor, cause the processor to execute a method com-
prising:

generating a plurality of media access control (MAC)

addresses allocated for use by a client device 1 a
network:

defining at least one policy determining which one of the

plurality of MAC addresses 1s to be used by the client
device by associating a first MAC address of the
plurality of MAC addresses with a first session type
having a first type of data and a second MAC address
of the plurality of MAC addresses with a second
session type, different from the first session type, and
having a second type of data different from the first type
of data, wherein the policy defines when each MAC
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address of at least some of the plurality of MAC
addresses 1s to be used; and

registering with a management entity in the network the

plurality of MAC addresses allocated for the use by the
client device.

19. The one or more non-transitory computer readable
storage media of claim 18, wherein the at least one policy
defines using different MAC addresses of the plurality of
MAC addresses based on one or more of: an application
type, a service type, or time.

20. The one or more non-transitory computer readable
storage media of claim 18, wherein generating the plurality
of MAC addresses 1s pertormed by the client device, and
wherein the method further comprises:

the client device providing, to the management entity,

information indicating the plurality of MAC addresses
for registering the plurality of MAC addresses with the
management entity.
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