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METHODS AND APPARATUS FOR
ENHANCING UBER RATE FOR STORAGE
DEVICES

BACKGROUND OF THE DISCLOSURE
Field of the Disclosure

Embodiments of the present disclosure generally relate to
reliability of data storage devices, and more particularly to
enhancing uncorrectable bit error rates in data storage
devices.

Description of the Related Art

Reliability of data storage devices may be measured in
uncorrectable bit error rate (UBER) and/or mean time
between failure (MTBF) rates (sometimes referred to as
tunctional failure rate, or FFR). In prior approaches sector or
block (e.g., a grouping of sectors based on attributes of the
data storage device) data read errors has been measured as
an UBER type errors, while MTBF type failures are attrib-
uted to a storage device that fails to function properly 1n a
manner that 1s more severe than a data rate error (e.g., a data
read error), such as write failures or failures 1n write
circuitry.

The threshold values for determining reliability of a data
storage device are typically determined by a standard. For
example, the current JEDEC standard provides that fewer
than 3% FFR type events, and fewer than 107"° UBER type
events as thresholds. For device designs that exceed these
requirements, substantial additional design and test time
must be provided to ensure reliability.

Due to the ever-increasing size of data storage devices,
meeting reliability requirements for UBER type events
becomes increasingly diflicult. While a sector error of a data
storage device failing to read properly now and again
doesn’t count against UBER requirements in a substantial
way over the usetul life of a data storage device, a block
level error which contains thousands of sectors 1n large data
storage devices, may count a substantial ‘hit” against UBER
requirements. Block level events are relatively rare as com-
pared to individual sector events.

On the other hand, MTBF or FFR type events are rela-
tively rare in the useful life of a data storage device.
However, even though the impact of a block level event on
the reliability of a device may directly impact the function-
ing of a data storage device as a whole, 1t 1s ‘counted’ against
a device’s UBER count, causing significant design resources
to be dedicated to solving these relatively rare events.

What 1s needed are systems and methods to provide for
block level data read errors to be provided as MTBF (or
FFR) type of events.

SUMMARY OF THE DISCLOSURE

The present disclosure generally relates to enhancing
reliability of a data storage device. The storage device
controller 1s configured to convert a typical UBER-type
event to an MTBF (FFR) event by converting a data error
event into a drive functional failure. In this context, the
converted error 1s not counted as an UBER type event for
purposes of determining the reliability of the storage device.

In one embodiment, a data storage device includes one or
more memory devices and a controller coupled to the one or
more memory devices. The controller 1s configured to
execute one or more instructions held in the one or more
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2

memory devices to perform a method for improving reli-
ability of a storage device that includes detecting a block
failure of a storage device and entering an assertion mode by
the storage device.

In another embodiment, a data storage device includes
one or more memory devices and a controller coupled to the
one or more memory devices. The controller 1s configured to
execute one or more 1nstructions held in the one or more
memory devices to perform a method for enhancing reli-
ability of a data storage device. The method includes receiv-
ing an interrupt indicating a data failure event at a data
storage device, determining that the data failure event is a
block failure, and updating the data storage device to indi-
cate that the data failure event 1s a mean time between failure
(MTBF) event.

In another embodiment, a data storage device includes
one or more memory means and a controller means coupled
to the one or more memory means. The controller 1s con-
figured to execute one or more nstructions held 1n the one
or more memory means to perform a method for enhancing
reliability of a data storage device. The method includes
receiving an interrupt indicating a data failure event at a data
storage device, determining that the data failure event is a
block failure, and updating the data storage device to indi-

cate that the data failure event 1s a mean time between failure
(MTBF) event.

BRIEF DESCRIPTION OF THE DRAWINGS

So that the manner in which the above recited features of
the present disclosure can be understood in detail, a more
particular description of the disclosure, briefly summarized
above, may be had by reference to embodiments, some of
which are illustrated in the appended drawings. It 1s to be
noted, however, that the appended drawings 1llustrate only
typical embodiments of this disclosure and are therefore not
to be considered limiting of its scope, for the disclosure may
admit to other equally eflective embodiments.

FIG. 1 1s a schematic block diagram illustrating a storage
system having a storage device that may function as a
storage device for a host device, 1n accordance with one or
more techniques of this disclosure.

FIG. 2 1s a tlow diagram for enhancing reliability of a data
storage device, according to disclosed embodiments.

FIG. 3 1s a method for enhancing reliability of a data
storage device, according to disclosed embodiments.

To facilitate understanding, 1dentical reference numerals
have been used, where possible, to designate identical
clements that are common to the figures. It 1s contemplated
that elements disclosed 1in one embodiment may be benefi-
cially utilized on other embodiments without specific reci-
tation.

DETAILED DESCRIPTION

In the following, reference 1s made to embodiments of the
disclosure. However, 1t should be understood that the dis-
closure 1s not limited to specific described embodiments.
Instead, any combination of the following features and
elements, whether related to different embodiments or not, 1s
contemplated to implement and practice the disclosure.
Furthermore, although embodiments of the disclosure may
achieve advantages over other possible solutions and/or over
the prior art, whether or not a particular advantage 1s
achieved by a given embodiment 1s not limiting of the
disclosure. Thus, the following aspects, features, embodi-
ments and advantages are merely 1llustrative and are not
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considered elements or limitations of the appended claims
except where explicitly recited in a claim(s). Likewise,
reference to “the disclosure” shall not be construed as a
generalization of any inventive subject matter disclosed
herein and shall not be considered to be an element or
limitation of the appended claims except where explicitly
recited 1n a claim(s).

A method and apparatus for enhancing reliability of a data
storage device. The storage device controller 1s configured to
convert a typical UBER-type event to an MTBF (FFR) event
by converting a data error event mto a drive functional
failure. In this context, the converted error 1s not counted as
an UBER type event for purposes of determining the reli-
ability of the storage device.

FIG. 1 1s a schematic block diagram illustrating a storage
system 100 in which data storage device 106 may function
as a storage device for a host device 104, 1n accordance with
one or more techniques of this disclosure. For instance, the
host device 104 may utilize non-volatile memory (NVM)
110 1ncluded 1n data storage device 106 to store and retrieve
data. The host device 104 comprises a host DRAM 138. In
some examples, the storage system 100 may include a
plurality of storage devices, such as the data storage device
106, which may operate as a storage array. For instance, the
storage system 100 may include a plurality of data storage
devices 106 configured as a redundant array of inexpensive/
independent disks (RAID) that collectively function as a
mass storage device for the host device 104.

The storage system 100 includes a host device 104 which
may store and/or retrieve data to and/or from one or more
storage devices, such as the data storage device 106. As
illustrated 1n FIG. 1, the host device 104 may communicate
with the data storage device 106 via an interface 114. The
host device 104 may comprise any of a wide range of
devices, including computer servers, network attached stor-
age (NAS) units, desktop computers, notebook (1.e., laptop)
computers, tablet computers, set-top boxes, telephone hand-
sets such as so-called “smart” phones, so-called “smart”
pads, televisions, cameras, display devices, digital media
players, video gaming consoles, video streaming device, and
the like.

The data storage device 106 includes a controller 108,
NVM 110, a power supply 111, volatile memory 112, an
interface 114, and a write bufler 116. In some examples, the
data storage device 106 may include additional components
not shown in FIG. 1 for sake of clarity. For example, the data
storage device 106 may include a printed circuit board
(PCB) to which components of the data storage device 106
are mechanically attached and which includes electrically
conductive traces that electrically interconnect components
of the data storage device 106, or the like. In some examples,
the physical dimensions and connector configurations of the
data storage device 106 may conform to one or more
standard form factors. Some example standard form factors
include, but are not limited to, 3.5" data storage device (e.g.,
an HDD or SSD), 2.5" data storage device, 1.8" data storage
device, peripheral component interconnect (PCI), PCI-ex-
tended (PCI-X), PCI Express (PCle) (e.g., PCle x1, x4, X8,
x16, PCle M1 Card, MiniPCI, etc.). In some examples, the
data storage device 106 may be directly coupled (e.g.,
directly soldered) to a motherboard of the host device 104.

The interface 114 of the data storage device 106 may
include one or both of a data bus for exchanging data with
the host device 104 and a control bus for exchanging
commands with the host device 104. The interface 114 may
operate 1 accordance with any suitable protocol. For
example, the interface 114 may operate 1n accordance with
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4

one or more of the following protocols: advanced technol-
ogy attachment (ATA) (e.g., serial-ATA (SATA) and paral-

lel-ATA (PATA)), Fibre Channel Protocol (FCP), small
computer system interface (SCSI), senially attached SCSI
(SAS), PCI, and PCle, non-volatile memory express
(NVMe), OpenCAPI, GenZ, Cache Coherent Interface
Accelerator (CCIX), Open Channel SSD (OCSSD), or the
like. The electrical connection of the interface 114 (e.g., the
data bus, the control bus, or both) 1s electrically connected
to the controller 108, providing electrical connection
between the host device 104 and the controller 108, allowing
data to be exchanged between the host device 104 and the
controller 108. In some examples, the electrical connection
of the interface 114 may also permit the data storage device
106 to recerve power from the host device 104. For example,
as 1llustrated in FIG. 1, the power supply 111 may receive
power Irom the host device 104 via the interface 114.

The data storage device 106 includes NVM 110, which
may include a plurality of memory devices or memory units.
NVM 110 may be configured to store and/or retrieve data.
For instance, a memory unit of NVM 110 may receive data
and a message from the controller 108 that instructs the
memory unit to store the data. Stmilarly, the memory unit of
NVM 110 may receive a message from the controller 108
that instructs the memory unit to retrieve data. In some
examples, each of the memory units may be referred to as a
die. In some examples, a single physical chip may include a
plurality of dies (1.e., a plurality of memory units). In some

examples, each memory unit may be configured to store
relatively large amounts of data (e.g., 128 MB, 256 MB, 512
MB, 1 GB, 2 GB, 4 GB, 8 GB, 16 GB, 32 GB, 64 GB, 128
GB, 256 GB, 512 GB, 1 TB, etc.).

In SOMe examples each memory unit of NVM 110 may
include any type of non-volatile memory devices, such as
flash memory devices, phase-change memory (PCM)
devices, resistive random-access memory (ReRAM)
devices, magneto-resistive  random-access — memory
(MRAM) devices, ferroelectric random-access memory
(F-RAM), holographic memory devices, and any other type
ol non-volatile memory devices.

The NVM 110 may comprise a plurality of tlash memory
devices or memory units. Flash memory devices may
include NAND or NOR based flash memory devices, and
may store data based on a charge contained 1n a floating gate
of a transistor for each flash memory cell. In NAND flash
memory devices, the flash memory device may be divided
into a plurality of blocks which may be divided into a
plurality of pages. Fach block of the plurality of blocks
within a particular memory device may include a plurality of
NAND cells. Rows of NAND cells may be electrically
connected using a word line to define a page of a plurality
of pages. Respective cells 1n each of the plurality of pages
may be electrically connected to respective bit lines. Fur-
thermore, NAND flash memory devices may be 2D or 3D
devices, and may be single level cell (SLC), multi-level cell
(MLC), triple level cell (TLC), or quad level cell (QLC). The
controller 108 may write data to and read data from NAND
flash memory devices at the page level and the block level.

The data storage device 106 includes a power supply 111,
which may provide power to one or more components of the
data storage device 106. When operating 1n a standard mode,
the power supply 111 may provide power to the one or more
components using power provided by an external device,
such as the host device 104. For instance, the power supply
111 may provide power to the one or more components using,
power received from the host device 104 via the interface

114. In some examples, the power supply 111 may include
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one or more power storage components configured to pro-
vide power to the one or more components when operating,
in a shutdown mode, such as where power ceases to be
received from the external device. In this way, the power
supply 111 may function as an onboard backup power
source. Some examples of the one or more power storage
components include, but are not limited to, capacitors, super
capacitors, batteries, and the like. In some examples, the
amount of power that may be stored by the one or more
power storage components may be a function of the cost
and/or the size (e.g., area/volume) of the one or more power
storage components. In other words, as the amount of power
stored by the one or more power storage components
increases, the cost and/or the size of the one or more power
storage components also increases.

The data storage device 106 also includes wvolatile
memory 112, which may be used by controller 108 to store
information. Volatile memory 112 may be comprised of one
or more volatile memory devices. In some examples, the
controller 108 may use volatile memory 112 as a cache. For
instance, the controller 108 may store cached information 1n
volatile memory 112 until cached information 1s written to
non-volatile memory 110. As illustrated 1n FIG. 1, volatile
memory 112 may consume power received from the power
supply 111. Examples of volatile memory 112 include, but
are not limited to, random-access memory (RAM), dynamic
random access memory (DRAM), static RAM (SRAM), and
synchronous dynamic RAM (SDRAM (e.g., DDR1, DDR2,
DDR3, DDR3L, LPDDR3, DDR4, LPDDR4, and the like)).

The data storage device 106 includes a controller 108,
which may manage one or more operations of the data
storage device 106. For instance, the controller 108 may
manage the reading of data from and/or the writing of data
to the NVM 110. In some embodiments, when the data
storage device 106 receives a write command from the host
device 104, the controller 108 may 1mitiate a data storage
command to store data to the NVM 110 and momitor the
progress of the data storage command. The controller 108
may determine at least one operational characteristic of the
storage system 100 and store the at least one operational
characteristic to the NVM 110. In some embodiments, when
the data storage device 106 receives a write Command from
the host device 104, the controller 108 temporarily stores the
data associated with the write command in the internal
memory or write buller 116 before sending the data to the
NVM 110.

FIG. 2 1s a flow diagram 200 for enhancing reliability of
a data storage device, according to disclosed embodiments.
The data storage device may be the data storage device 106
of FIG. 1. The reliability of the data storage device may be
described as the functional failure rate (FFR). The functional
tailure rate (FFR), which refers to the mean time between
taillures (MTBF), and the uncorrectable bit error rate
(UBER). In the descriptions herein, the FFR may be referred
to as M'TBF for exemplary purposes.

The MTBF is the predicted elapsed time between inherent
tailures of the storage device during normal operation. The
MTBF may be calculated as an arnthmetic mean time
between failures of a storage device or a plurality of storage
devices. For example, 1 three of the same storage devices
with the same operational load are initiated at the same time,
the MTBF for a fourth same storage device may be the
average of the failure time of the three previous same storage
devices. Thus, the higher the MTBFE, the longer the storage
device 1s expected to operate. The MTBF value may be set
by the host (e.g., the customer) or pre-set as a base value.

When the threshold value of the MTBF 1s reached, then the
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storage device may be deemed moperable. For example, the
MTBF value of the storage device may be about 20,000
operating hours. At about 19,999 hours, 59 minutes, and 59
seconds, the storage device has not reached the MTBF
value. However, when about 1 second passes, then the
device 1s at the threshold value or about 20,000 operating
hours. The storage device may be deemed as inoperable at
that time. Furthermore, an annualized failure rate (AFR) 1s
an estimated probability that the storage device may fail

within a full year of use. The AFR 1s a relationship between

the MTBF and the hours that a plurality of storage devices
are operated per year.

The number of bit errors 1s the number of received bits of
a data stream over a communication channel (e.g., stored
data 1n the NVM) that have been altered due to noise,
interference, distortion, or bit synchronization errors. The bit
error rate (BER) 1s the number of bit errors per unit time.
Theretore, the UBER 1s the threshold value of the number of
bit errors per unit time. For example, the UBER for a storage
device may be about 1,000 bit errors per umt time. The
storage device may be operating at about 999 bit errors per
unit time. Since the UBER wvalue has not been reached, the
storage device may continue to operate. However, at about
1,000 bit errors per umt time, the UBER value has been
reached and the storage device may be deemed as inoperable
at that time. A large BER may lead to a faster degradation of
the storage device capabilities. The capabilities may be a
decrease of the available storage 1n the NVM due to non-
accessible memory locations, such as corrupted blocks,
pages, or dies.

In one embodiment, when the bit error rate 1s acceptable,
but the threshold value of the MTBF has been reached, the
storage device may be deemed inoperable due reaching the
threshold value of the MTBF. In another embodiment, when
the M'TBF has not been reached, but the storage device has
a BER that 1s at the threshold value or above, the storage
device may be deemed inoperable due to the UBER con-
straint.

At block 202, the functional mode of the storage device
1s turned on. The storage device referenced may be the data
storage device 106 of FIG. 1. Because the MTBF may have
a larger threshold value than the threshold value of the
UBER, the UBER value may be reached before reaching the
MTBF value of the storage device. The functional mode of
the storage device 1s a mode that allows the controller, such
as the controller 108 of FIG. 1, to convert typical UBER type
events mto FFR (or MTBF) type events.

At block 204, a data failure event 1s detected when the
storage device operations, such as a write to or a read from
a location 1n the NVM, such as the NVM 110 of FIG. 1, 1s
interrupted by a data failure, such as a corrupted bit. In
embodiments, the data failure event 1s a write event, a read
event, or a combination of write and read events. At block
206, the controller determines 11 the data failure 1s to a sector
(e.g., a single bit of a word line of a single sector, or 1n some
embodiments, multiple sectors) or to a block. Though a
block 1s example 1n the current embodiment, other sizes of
NVM locations, such as a page, a die, and the like, may be
applicable to the techniques disclosed herein.

I1 the data failure event 1s to a single sector, then the data
fallure event 1s reflected as an increase in BER in the
direction of the UBER value at block 208. For example, the
UBER threshold may be 1x10"-16 bit errors per unit time.
The controller returns to the functional mode at block 202
and waits to detect another data failure event at block 204.

However, 1f the data failure event 1s to a block, then at
block 210, the controller reflects the data failure event as
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MTBE, such that the data failure event does not increase the
BER. Rather, the BER maintains at the current value, such
that the BER does not increase to towards the UBER
threshold. It the block failure was reflected as a BER, then
the storage device UBER may increase from a level of about
1x10"=16 bit errors per unit time to a level of about
1x10"=15 bit errors per unit time. Although the data failure
here 1s described in the context of a block, 1n various
embodiments other units of data storage in which a write (or
even read) error occurs may be reflected as MTBR. For
example, a storage space comprising multiple sectors, one or
more dies, one or more planes, or any other unit of measure
of a portion of memory of a data storage device may benefit
from the techniques disclosed herein.

At block 212, the controller forces the storage device to
enter an assertion mode. When the storage device enters the
assertion mode, a functional error mode 1s declared, which
may only eflect the FFR rather than the UBER.

FIG. 3 1s a method 300 for enhancing reliability of a data
storage device, according to disclosed embodiments. At
block 302, the controller, such as the controller 108 of FIG.
1, of a storage device, such as the data storage device 106 of
FIG. 1, detects a block failure. Though a block 1s example
in the current embodiment, other sizes of NVM locations,
such as a page, a die, and the like, may be applicable.

At block 304, the controller places the storage device into
an assertion mode, such as 1n block 212 of FIG. 2. The
controller updates the storage device to retlect that the block
tailure 1s a MTBF event and not a UBER event at block 306.
The MTBF threshold may be larger than the UBER thresh-
old, such that a MTBF event does not have as large of an
impact as an UBER event does on the storage device. At
block 308, the UBER 1s not updated due to the block because
of the assertion mode entered at block 304.

By configuring the controller of a storage device to treat
block level failures as a MTBF event (or a FFR event), the
storage device UBER may be maintained, while preserving
an acceptable MTBF (or FFR) rate. Furthermore, by treating
block level failures as a MTBF event (or a FFR event), a
large amount of work may be eliminated for enhanced
firmware solutions to recover NAND {failures.

In one embodiment, a data storage device including one
or more memory devices and a controller coupled to the one

or more memory devices. The controller 1s configured to
execute one or more instructions held 1n the one or more
memory devices to perform a method for improving reli-
ability of a storage device that includes detecting a block
tailure of a storage device and entering an assertion mode by
the storage device.

The instructions further include updating the storage
device to reflect the block failure as a mean time between
faillure (MTBF) event. The instructions further include
where an unrecoverable bit error rate (UBER) of the storage
device 1s not updated as a result of the block failure. The
instructions further include detecting a sector failure of the
storage device and updating the UBER of the storage device
to reflect the sector failure.

In another embodiment, a data storage device including
one or more memory devices and a controller coupled to the
one or more memory devices. The controller 1s configured to
execute one or more instructions held in the one or more
memory devices to perform a method for enhancing reli-
ability of a data storage device. The method includes receiv-
ing an interrupt indicating a data failure event at a data
storage device, determining that the data failure event is a
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block failure, and updating the data storage device to indi-
cate that the data failure event 1s a mean time between failure
(MTBF) event.

The mstructions further include forcing the data storage
device to enter an assertion mode. The instructions further
include wherein an unrecoverable bit error (UBER) of the
data storage device 1s not update as result of the data failure
event. The instructions further include detecting a second
interrupt indicating a second data failure event at the data
storage device, determining that the second data failure
event 1s a sector fTailure, and updating the data storage device
to 1indicate that the second data failure event 1s an UBER
event.

In another embodiment, a data storage device including
one or more memory means and a controller means coupled
to the one or more memory means. The controller 1s con-
figured to execute one or more instructions held 1n the one
or more memory means to perform a method for enhancing
reliability of a data storage device. The method includes
receiving an interrupt indicating a data failure event at a data
storage device, determining that the data failure event is a
block failure, and updating the data storage device to indi-
cate that the data failure event 1s a mean time between failure
(MTBF) event.

The mstructions further include forcing the data storage
device to enter an assertion mode. The instructions further
include wherein an unrecoverable bit error (UBER) of the
data storage device 1s not update as result of the data failure
event. The 1nstructions further include detecting a second
interrupt indicating a second data failure event at the data
storage device, determining that the second data failure
event 1s a sector failure, and updating the data storage device
to 1ndicate that the second data failure event 1s an UBER
event.

While the foregoing i1s directed to embodiments of the
present disclosure, other and further embodiments of the
disclosure may be devised without departing from the basic
scope thereof, and the scope thereof 1s determined by the
claims that follow.

What 1s claimed 1s:

1. A data storage device, comprising:

one or more non-transitory memory devices; and

a controller coupled to the one or more non-transitory

memory devices, wherein the controller 1s configured
to execute one or more instructions held 1n the one or
more non-transitory memory devices to perform a
method for improving reliability of the data storage
device, comprising:
detecting whether a block failure of a block of the data
storage device has occurred or a sector failure of the
block of the data storage device has occurred,
wherein the block {failure 1s associated with an
entirety of the block, and wherein the sector failure
1s associated with less than the entirety of the block;
and
entering an assertion mode by the data storage device,
wherein the assertion mode comprises:
converting an uncorrectable bit error (UBER) type
data failure event to a mean time between failure
(MTBF) event when the block failure has
occurred, wherein the converting increases an
MTBF wvalue associated with the block while
maintaining an UBER value associated with the
block:; and
reflecting the UBER type data failure event as the
UBER type data failure event when the sector
faillure has occurred, wherein the reflecting




US 11,537,292 B2

9

increases the UBER value while maintaining the
MTBF value associated with the block.

2. The data storage device of claam 1, wherein the
instructions further comprise updating the storage device to
reflect the block failure as a mean time between failure
(MTBF) event.

3. The data storage device of claam 2, wherein the
detected block failure of the storage device 1s a read failure.

4. The data storage device of claim 2, wherein an uncor-
rectable bit error rate (UBER) of the storage device 1s not
updated as a result of the block failure.

5. The data storage device of claam 4, wherein the
instructions further comprise:

detecting a sector failure of the storage device; and

updating the UBER of the storage device to reflect the

sector failure.

6. The data storage device of claim 5, wherein the
detected sector failure of the storage device 1s a read failure.

7. The data storage device of claam 6, wherein the
instructions further comprise causing the data storage device
to a functional mode.

8. A data storage device, comprising;:

one or more non-transitory memory devices; and

a controller coupled to the one or more non-transitory

memory devices, wherein the controller 1s configured
to execute one or more instructions held 1n the one or
more non-transitory memory devices to perform a
method for enhancing reliability of the data storage
device, the method comprising:
receiving an interrupt indicating that a data failure
event has occurred;
determining that the data failure event 1s either a block
failure of a block of the data storage device or a
sector Tailure of the block of the data storage device,
wherein the block failure 1s associated with an
entirety of the block, and wherein the sector failure
1s associated with less than the entirety of the block;
and
either:
updating the data storage device to indicate that the
data failure event 1s a mean time between failure
(MTBF) event when the data failure event 1s the
block failure, wherein the updating comprises
converting an uncorrectable bit error (UBER) type
data failure event to the MTBF event, and wherein
the converting increases an MTBF value associ-
ated with the block while maintaining an UBER
value associated with the block; or
reflecting the data failure event as the UBER type
data failure event when the data failure event 1s the
sector failure, wherein the reflecting increases the
UBER value while maimtaiming the MTBF value
associated with the block.

9. The data storage device of claim 8, wherein the block
failure 1s an uncorrectable bit error rate (UBER) type data
failure event.

10. The data storage device of claim 8, wherein the
instructions further comprise putting the data storage device
to enter an assertion mode.

11. The data storage device of claim 10, wherein an
UBER of the data storage device 1s not updated as result of
the data failure event.
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12. The data storage device of claim 11, the instructions
further comprising:

detecting a second interrupt indicating a second data

failure event at the data storage device;

determiming that the second data failure event 1s a sector

failure; and

updating the data storage device to indicate that the

second data failure event 1s an UBER event.

13. The data storage device of claim 12, wherein the
second data failure event 1s a write event.

14. The data storage device of claim 12, the mnstructions
further comprising placing the data storage device into a
mode configured to retlect a block failure as an MTBF event.

15. A data storage device, comprising:

one or more non-transitory memory means; and

a controller means coupled to the one or more non-

transitory memory means, wherein the controller
means 1s configured to execute one or more 1nstructions
held 1n the one or more non-transitory memory means
to perform a method for enhancing reliability of the
data storage device, the method comprising:
receiving an interrupt indicating that a data failure
event has occurred;
determining that the data failure event 1s a failure of at
least one sector of a block of a non-transitory
memory means of the one or more non-transitory
memory means; and
cither:
updating the data storage device to indicate that the
data failure event 1s a mean time between failure
(MTBF) event when the data failure event 1s a
block failure, wherein a block failure 1s associated

with an entirety of the block, wherein the updating
comprises converting an uncorrectable bit error
(UBER) type data failure event to the MTBF
event, and wherein the converting increases an
MTBF value of the block while maintaining an
UBER wvalue of the block; or

reflecting the UBER type data failure event as the
UBER type data failure event when a sector
failure has occurred, wherein a sector failure 1s
associated with less than the entirety of the block,
and wherein the reflecting increases the UBER
value while maintaining the MTBF value associ-
ated with the block.

16. The data storage device of claim 15, wherein the at
least one sector 1s a block.

17. The data storage device of claim 16, wherein the
method further comprises placing the data storage device
into a functional error mode.

18. The data storage device of claim 17, wherein the data
failure event 1s a read event.

19. The data storage device of claim 18, wherein the
method further comprises receiving a sector data failure
event.

20. The data storage device of claim 19, wherein the
method further comprises updating the data storage device
to reflect an uncorrectable bit error rate (UBER) event, and
place the data storage device 1n a functional mode.
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