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METHOD AND SYSTEM FOR
ASSERTION-BASED FORMAL

VERIFICATION USING UNIQUE
SIGNATURE VALUES

CROSS REFERENCE TO RELATED
APPLICATIONS

The present invention 1s a divisional application of U.S.
patent application Ser. No. 16/836,947, filed Apr. 1, 2020,
which 1s hereby incorporated 1n 1ts entirety by reference.

FIELD OF THE INVENTION

The present invention relates to formal verification. More
specifically the present invention relates to method and
system for assertion-based formal verification using a
unique signature value for istantiations of properties.

BACKGROUND

Design verification 1s a common process lfor testing
clectronic designs (e.g., a newly designed integrated circuit,
board, or system-level architecture), to, for example, con-
firm compliance with requirements that can be defined by a
specification for that device.

There are various approaches to verification.

One approach typically employs logic simulation or emu-
lation and/or circuit simulation, 1n which an electronic
design (typically a model of the electronic design) 1s put to
numerous simulation tests or emulation tests aimed at find-
ing faults in the design (also called: bugs).

Another approach 1s functional verification, in which
tfunctional models of the electronic design are generated and
checked against the behavioral specification of the electronic
design.

Formal venfication 1s another approach, in which, rather
than testing a design under test (DUT), a formal specifica-
tion of the electronic design 1s analyzed and mathematically
proven.

A very common method of formal verification typically
involves property checking, in which properties of the
clectronic design are checked in a functional or behavioral
model of the electronic design against specified or presumed
properties. Formal verification may also involve equivalence
checking in which a functionality model of the electronic
design 1s checked against a functionality model (e.g., a
desired or verified model) of the electronic design.

During property checking (sometimes also referred to as
“assertion-based formal verification”—ABFV), as a proof
process progresses, the model of the electronic design and/or
property setup and/or property formulation may change,
leading to changes 1n some properties while unaflfecting
other properties. A property may capture a specification
precisely using notations that have formalized semantics,
intended to describe planned behavior of the DUT. Proper-
ties are typically described 1n various property languages,
for example, System Verilog Assertions (SVA) and Property
Specification Language (PSL).

Each time property checking is reiterated, as is typically
the manner 1n which property checking 1s conducted, the
same set of properties may be checked over and over again,
resulting 1 heavy computational burden, which, may be
tutile and wastetul, 11 for a property being checked, the
formulation of that property, the part or parts of the model
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of the electronic design that relate to that property and that
property setup, together forming the cone of influence
(COI), have not changed.

It may be desired to easily 1dentify whether any change
was made 1n the COI relating to a specific property, in the
model of the electronic design e.g., when reiterating prop-
erty checking and/or when signing ofl regression results
roll-up, 1n order to save time and computational resources.

SUMMARY

There 1s thus provided, according to some embodiments
ol the present invention, a method for assertion-based for-
mal verification.

The method may include executing an assertion-based
formal verification proof process on a model of an electronic
design.

The method may also include, using a unique signature
function, calculating and saving a unique signature value for
cach instantiation of a property of a plurality of properties of
the model of the electronic design.

The method may also include, using the unique signature
function, performing a recalculation of the unique signature
value for each instantiation of a property of a plurality of
properties of the model of the electronic design.

The method may also include reiterating the assertion-
based formal verification proof process on the model of the
clectronic design, only with respect to one or more proper-
ties of the plurality of properties whose unique signature
value has changed in the recalculation.

According to some embodiments of the present invention,
the unique signature function takes 1mto account, in calcu-
lating the unique signature value for the instantiation of a
property of the plurality of properties formulation of that
property, the model of the electronic design for that property,
and property setup for that property.

According to some embodiments of the present invention,
the unique signature function 1s a hash function.

According to some embodiments of the present invention,
the hash tunction comprises MD5 encoding

According to some embodiments of the present invention,
the method 1ncludes receiving the one or more changes.

According to some embodiments of the present invention,
the one or more changes are provided by a user.

According to some embodiments of the present invention,
the method includes, before performing the recalculation of
the unique signature value for each property of the plurality
of properties, aflecting said one or more changes on the
model of the electronic design.

According to some embodiments of the present invention,
the method includes saving the unique signature value for
cach instantiation of a property of the properties 1 a
database.

According to some embodiments of the present invention,
the method includes saving the recalculated unique signature
value for each instantiation of a property of the plurality of
properties 1n the database.

According to some embodiments of the present invention,
there 1s provided a method for assertion-based formal veri-
fication.

The method may include runming a plurality of formal
verification regression runs on a model of an electronic
design.

The method may include, for each of the regression runs,
using a unique signature function, calculating and saving a
unique signature value for each mstantiation of a property of
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a plurality of properties of the model of the electronic design
and a status result for that instantiation of the property in that
regression rumn.

The method may include signing off a current version of
the model of the electronic device and presenting as a status
result for each the instantiations of a plurality of the prop-
erties of the current version of the model of the electronic
design preferred status result obtained for that instantiation
of the property per the same unique signature value that was
calculated for that mstantiation of the property in previous
runs of the plurality of formal verification regression runs.

According to some embodiments of the present invention,
the preferred status result for an undetermined status com-
prises a number indicating the greatest number of trace
cycles that are known to not have violated that instantiation
of the property.

According to some embodiments of the present invention,
signing oil the current version of the model 1s possible only
if that current version of the model does not include a
counter example as a status result.

According to some embodiments of the present invention,
there 1s also provided a system for assertion-based formal
verification, the system comprising: a memory and a pro-
cessor configured to execute an assertion-based formal veri-
fication proof process on a model of an electronic design;
using a unique signature function, calculate and save a
unique signature value for each instantiation of a property of
a plurality of properties of the model of the electronic
design; receiving one or more changes to properties of the
model or a proof environment of the assertion-based formal
verification proof; using the unique signature function, per-
form a recalculation of the unique signature value for each
instantiation of a property of a plurality of properties of the
model of the electronic design; and reiterate the proof
process on the model of the electronic design, only with
respect to one or more properties of the plurality of prop-
ertiecs whose unique signature value has changed in the
recalculation.

"y

BRIEF DESCRIPTION OF TH.

L1

DRAWINGS

In order to better understand the present invention, and
appreciate 1ts practical applications, the following figures
are provided and referenced hereatter. It should be noted that
the figures are given as examples only and 1n no way limit
the scope of the invention. Like components are denoted by
like reference numerals.

FIG. 1 shows a method for performing an assertion-based
formal verification, according to some embodiments of the
present invention.

FIG. 2 shows an example of using unmique signature values
in assertion-based formal verification, according to some
embodiments of the present invention.

FIG. 3 shows another example of using unique signature
values 1n assertion-based formal verification, according to
some embodiments of the present invention.

FI1G. 4 shows another method for performing an assertion-
based formal verification, according to some embodiments
of the present invention.

FIG. 5 15 a system for assertion-based formal verification,
according to some embodiments of the present invention.

DETAILED DESCRIPTION OF EMBODIMENTS
OF THE INVENTION

In the following detailed description, numerous specific
details are set forth 1n order to provide a thorough under-
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4

standing of the methods and systems. However, 1t will be
understood by those skilled in the art that the present
methods and systems may be practiced without these spe-
cific details. In other instances, well-known methods, pro-
cedures, and components have not been described in detail
s0 as not to obscure the present methods and systems.

Although the examples disclosed and discussed herein are
not limited in this regard, the terms “plurality” and “a
plurality” as used herein may include, for example, “mul-
tiple” or “two or more”. The terms “plurality” or *““a plural-
ity” may be used throughout the specification to describe
two or more components, devices, elements, units, param-
cters, or the like. Unless explicitly stated, the method
examples described herein are not constrained to a particular
order or sequence. Additionally, some of the described
method examples or elements thereof can occur or be
performed at the same point 1n time.

Unless specifically stated otherwise, as apparent from the
following discussions, it 1s appreciated that throughout the
specification, discussions utilizing terms such as “adding”.
“associating” “‘selecting,” “‘evaluating.” ‘“‘processing.”
“computing,” “calculating.” “determining.” “designating,”
“allocating” or the like, refer to the actions and/or processes
of a computer, computer processor or computing system, or
similar electronic computing device, that manipulate,
execute and/or transform data represented as physical, such
as electronic, quantities within the computing system’s
registers and/or memories into other data similarly repre-
sented as physical quantities within the computing system’s
memories, registers or other such information storage, trans-
mission or display devices.

Assertion-based formal verification typically requires sig-
nificant user eflort and can often be extremely costly in
terms of computing resources as a result of running formal
engines 1 order to prove or disprove a set ol properties.

Typically, there are two phases of formal verification, an
initial phase and a regression phase. At the mnitial phase, a
partial proof can be iterated until satistying results are
reached. At the regression phase, the verification expert can
replay periodically (e.g., daily, weekly, etc.) an existing
prool, after a change or changes are made to model of the
clectronic design being checked.

In many 1nstances, design changes do not atfect the formal
verification environment at all. Even when changes do aflect
the formal verification environment, these changes may be
localized to a single design block, not aflecting other parts
of the model of the electronic design. Typically, the required
prool eflort in the regression phase 1s the same 1n each
iteration, regardless of the scope of the changes.

Methods and systems according to some embodiments of
the present invention may include calculating a unique
signature value, for each property of the model of the
clectronic design, based on formulation of that property, the
model of the electronic design, and the property setup. The
unique signature value may be considered as a representa-
tion of a current verification status for that property.

The calculated unique signature value may be saved and
used at a later time by retrieving previously saved (e.g.
cached) unique signature values, and/or by caching new
unique signature values, when a change 1n the formulation
of that property, a change in the model of the electronic
design for that property, or a change 1n the property setup
OCCUrs.

According to some embodiments of the present invention,
when performing assertion-based formal verification, an
assertion-based formal verification proof process may be
executed on a model of an electronic design. Using a unique
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signature function, a unique signature value for each instan-
tiation of a property of a plurality of properties of the model
of the electronic design. A recalculation of the unique
signature value for each instantiation of a property of the
plurality of properties of the model of the electronic design
may be performed, when reiterating the assertion-based
formal verification proof process on the model of the elec-
tronic design, that iteration of the proof process may be
performed only with respect to one or more properties of the
plurality of properties whose unique signature value has
changed 1n the recalculation.

By applying methods according to some embodiments of
the present invention, for example when reiterating a formal
prool only with respect to one or more properties of the
plurality of properties whose unique signature value has
changed 1n the recalculation, which 1s indicative of a change
that was made to the formulation of that property, to the
model of the electronic design, or to the property setup
occurs, computing powers may be saved, and the time used
for performing assertion-based formal verification may be
shortened.

A unique signature value may be calculated using a
function that may take mto account the formulation of that
property, the part or parts of the model of the electronic
design which 1s relevant for that property, and the property
setup (constraints, stopats, clock and reset configurations,
etc.), which make up the COI relating to that instantiation of
the property. Typically, the COI relates to the proof envi-
ronment, the dnving logic, the design characteristics of the
DUT or a relevant part of the DUT (relevant to the property
or properties being proven).

Then, the proof may be reiterated (e.g., 1n a partial proof
or a full proof on the entire DUT), as 1s typically the case,
during assertion-based formal vernfication, for example,
alter one or more changes are made to the design (e.g., to
one or more properties being checked 1n the assertion-based
formal verification), and/or to other entity in the COI aflect-
ing each of the mstantiations of the properties in the model
of the electronic design.

According to some embodiments of the present invention,
instead of repeating the proot over all of the properties being
checked 1n a previous iteration of the proof, the unique
signature values for each of the properties of the DUT (e.g.,
including the previously checked properties) may be recal-
culated, and the proof process specifically applied only to
properties whose unique signature value has changed from
the previously calculated value.

Skipping properties having unchanged unique signature
value may significantly save computing power, as typically,
computations exhaust considerably less computing
resources than formal verification proof processing.

Properties whose calculated unique signature value has
not changed may be assumed to have remained unatiected
by any change to the formulation of that property, the model
of the electronic design for that property, or the property
setup, despite the change or changes that may have been
made thereby allowing these properties to be skipped in a
reiteration of the formal verification proof.

According to some embodiments of the present invention
the umique signature function may be a hash function, used
for calculating a hash value for each instantiation of a
property in the model of the electronic design, taking into
account the formulation of that property, the model of the
clectronic design for that property, and the property setup.

In some embodiments of the present invention, an elec-
tronic design automation (EDA) tool may be provided. The
EDA tool can be configured to compute, for example, 1n
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response to a compute command (e.g., a transaction control
language (1TCL) command) a unique hash value. e.g., a
68-digit hexadecimal hash value, for each instantiation of a
property of a given set of properties of the DUT. The EDA
tool can return a list of element pairs, where the first element
can be a property name and the second element can be a hash
value of that property.

A calculated property hash value, according to some
embodiments of the present invention 1s a representation of
the verification problem as aflected by that instantiation of
the property.

An EDA (and/or a user employing the EDA tool) may
save computing resources by using a hash value computing
prior to running a full proof on a design/environment that
has minimally changed or has not changed at all. Referring
to the computed hash value prior to running can allow
retrieval of already known cached proof result from a
centralized database, and saving of new proof results to
optimize subsequent proois. According to some embodi-
ments of the present invention, formal engine computing
resources that would otherwise be required to reproduce
previous proof results may be saved. In some embodiments,
for sign-ofl, property hash values can be used to identify the
preferred regression runs, as explained hereinafter.

FIG. 1 shows a method 100 for performing an assertion-
based formal verification, according to some embodiments
of the present invention. According to some embodiments,
method 100 may be fully performed by an EDA tool.

Method 100 may include, using executing 102 an asser-
tion-based formal verification proof process on a model of
an electronic design.

Method 100 may also include using a unique signature
function, calculating and saving 104 a unique signature
value for each mstantiation of a property of a plurality of
properties of the model of the electronic design.

Method 100 may also 1nclude using the unique signature
function, performing 106 a recalculation of the unique
signature value for each instantiation of a property of a
plurality of properties of the model of the electronic design.

Method 100 may also include reiterating 108 the asser-
tion-based formal verification proof process on the model of
the electronic design, only with respect to one or more
properties of the plurality of properties whose unique sig-
nature value has changed 1n the recalculation.

In some embodiments of the present invention, the unique

signature function takes into account a COI in the model of
the electronic design leading to that instantiation of the
property

In some embodiments of the invention, the EDA tool i1s
configured to receive one or more changes to the model of
the electromic design. In some instances such change or
changes may aflect the COI or changes to the proof envi-
ronment (e.g., change 1n the constraints). In some embodi-
ments of the present invention, the change or changes are
provided by a user, e.g., via a user iterface (UI).

The unique signature value for each instantiation of a
property of the properties may be saved 1n a database, and
later retrieved. Similarly, the recalculated unique signature
values may also be saved 1n a database (e.g., same database)
for later reference.

FIG. 2 shows an example of using umique signature values
in assertion-based formal verification, according to some
embodiments of the present invention.

An EDA tool may 202 calculate hash value for each

property of a set of properties 1n a model of an electronic
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design. The EDA tool may run an assertion-based formal
verification proof and save results data 206 of that proof in

a database 210.

An EDA tool may offer a user an enhanced assertion-
based formal verification approach, according to some
embodiments of the present invention.

A user may 1nitiate one or a set of commands that include,
for example, TCL command or other type of commands.

For example, the user may enter a TCL command 204,
such as, “% get_property_hash-all” which can cause the
calculation of a unique hash number for each instantiation of
properties 1n the model of the electronic design being tested.
A proof process may be invoked by a user mitiated TCL
command, such as, “% prove-all”, and/or a user nitiated
TCL command such as, “% save results to database” may
cause data 206 to be saved (e.g., a table that includes the
unique hash numbers for each instantiation of property and
a status result for each instantiation of property) 1 a
database 210. In some embodiments of the present invention
cach instantiation of property 1s saved and correlated to the
hash number that was calculated for that mstantiation.

The data may also include the proof results for each
instantiation of the properties (e.g., proven, CEX or unde-
termined) and may be saved too (e.g., 1n the database).

At some later time a change may be aflected, for example,
a user may mput 206 command or commands, e.g., “%
assume B.assume”. In this example the change aflects the
prool environment.

The unique hash may be recalculated, automatically by
the EDA tool or in response to a user iitiated command,
¢.g., command “% get_poperty_hash-all” that causes the
recalculation of all hash values for each instantiation of the
properties of the model of the electronic design may be
invoked. The previously saved hash numbers may be auto-
matically retrieved by the EDA tool and compared with the
newly recalculated hash numbers. The formal verification
prool may be reiterated only with respect to the instantia-
tions of properties which were aflected by the change, which
1s determined by acquiring a new hash number due to the
change. The data 208 may also be saved to the database 210.

By applying a method for assertion-based formal verifi-
cation computing resources may be saved. For example,
instead of reiterating a formal verification proof on all of the
instantiations of properties 1 a design under test (DUT),
only instantiations of properties that are aflected by a change
in the COI are taken into consideration in reiterations of the
proof.

According to some embodiments of the present invention,
an EDA applying a method for assertion-based formal
verification refers to a graph representation of the electronic
design model that includes information that 1s relevant to
prove a given set of one or more properties, and relates to the
formulation of each of these one or more properties, the
model of the electronic design for each of the properties, and
the property setup of each property.

The graph representation may be used by the model
checker/s (formal verification engine/s) as input. A graph
representation may include, for example, input nodes, com-
binational logic nodes, and sequential state nodes.

According to some embodiments of the present invention,
per a given instantiation of a property, the parts of the graph
representation relevant to the COI of that instantiation of the
property may be pruned, to form a sub-graph representation
relating to the COI for that property instantiation, which
includes any logic that may aflect the verification result for
that property.
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According to some embodiments of the invention, a string
representing a traversal on the sub-graph representation may
be generated, where the traversal 1s directed downstream the
flow 1n the COI leading towards the checked property
instantiation. Slight modifications to the original non-pruned
graph representation (e.g. adding, removing or amending a
property) may aflect the graph structure (e.g., a change in a
name, such as index number change, of a node on the graph)
and potentially yield different unique signatures. This may
be overcome by stabilizing the traversal, for example, by
keeping the order in which the various elements of the
components of the electronic design model 1n the COI are
visited during the traversal.

The hash encoding (the computation of the hash values)
may include, for example, using, for example, message
digest (MD) encoding (e.g., MD3 encoding) of the string to
produce the hash value.

Typically, 1n most formal verification scenarios, the work
of the formal verification tool (e.g., EDA tool) 1s not
complete—some properties are left undetermined due to
capacity/complexity and time. The user would benefit from
having as much resources (machines*time) as possible to
work on this “tail” of medium and hard properties

According to some embodiments of the invention, avoid-
ing unnecessary iteration of the proof process with respect to
properties whose unique signature remains unchanged (indi-
cating that there were no changes to that formulation of these
properties, the model of the electronic design for these
properties, or the property setup of each of these properties)
frees resources that would otherwise be required to repro-
duce proof results, and EDA the tool, according some
embodiments of the invention, can use these saved resources
to work on the remaining undetermined properties, saving
computing power and time.

FIG. 3 shows another example of using unique signature
values 1n assertion-based formal verification, according to
some embodiments of the present invention.

According to some embodiments of the invention, a
plurality of formal verification regression runs on a model of
an electronic design may be performed, 1n which, for each
instantiation of property, for the properties of the model of
the electronic design, a unique signature value, e.g., hash
number, may be calculated. Data that includes the hash
numbers, may be saved 1n a database 310. Tables 302 and
304 represent each regression run and include, each, a list
instantiations of properties (p0, pl and p3) that are included
in the model of the electronic design, a hash number that was
calculated for each instantiation of the properties, and a
status result (e.g., proven, CEX or undetermined) for that
regression run. In this example, the status results for the first
regression run, as indicated in table 302, show that property
instantiation p0 was proven, property instantiation pl was
proven, and property instantiation p3 was undetermined,
with the number 11 1n parenthesis indicating the greatest
number of trace cycles (11 1n this example) that are known
to not have violated that instantiation of that property.

The status results for the second regression run, as indi-
cated 1n table 304, show that property instantiation pO was
undetermined, with a maximum of 23 trace cycles that are
known to not have violated that instantiation of the property,
property instantiation pl returned a CEX, and property
instantiation p3 was undetermined, with a maximum of 47
trace cycles that are known to not have violated that instan-
tiation of the property.

When the model of the electromic design eventually
becomes free of CEX’s, the user may sign off that current
version of the model of the electronic design. In such current
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version of the model, all unique signature numbers represent
either proven or undetermined statuses.

According to some embodiments of the present invention,
the EDA tool may retrieve the data that was saved 1n the
database for each regression run and identily the preferred
status result that was achieved in any of the previous
regression runs that was associated with the same unique
signature value.

In the example shown 1n FIG. 3, property instantiation p0O
was assigned the same hash number 1n the first and second
regression runs, as in the final current version of the model
represented by table 306, so the preferred status result for
that property instantiation p0 1s “proven”.

Property instantiation pl was “proven” in the first regres-
s1on run and failed (CEX) 1n the second regression run. It the
hash number of property instantiation pl 1n the final (cur-
rent) regression run 1s the same as the hash number of that
property instantiation in the first regression run it may be
established that for the final run this property (pl) is
“proven” (without having to reiterate that proof). This may
be determined as the hash numbers for the same property
instantiation 1n the two regression runs—the first and the
last, as 1n this example—are 1dentical.

The status result for property instantiation p3 was unde-
termined for both regression runs, and was assigned 1n both
of these runs the same hash number as in the final current
version of the model. However, 1n the first regression run 11
trace cycles are known to not have violated that instantiation
of property p3, whereas 1n the second regression run 47 trace
cycles are known to not have violated that instantiation of
property p3, so the preferred status result for that property
instantiation 1s “undetermined (47)”, as indicated 1n table
306.

According to some embodiments of the present invention,
multiple assertion-based formal verification proof runs are
cached by referring to the cached unique signature values
the preferred verification results may be easily identified and
used for sign-oil roll-up.

In some embodiments, for a roll-up use case, automatic
way 1s proposed to compare multiple runs and select the
preferred results, while ensuring that the same formal veri-
fication environment has been maintained.

FIG. 4 shows another method 400 for performing an
assertion-based formal wverification, according to some
embodiments of the present invention.

Method 400 may include running 402 a plurality of
formal verification regression runs on a model of an elec-
tronic design.

Method 400 may include, for each of the regression runs,
using a unique signature function, calculating 404 and
saving a unique signature value for each instantiation of a
property of a plurality of properties of the model of the
clectronic design and a status result for that instantiation of
the property 1n that regression run.

Method 400 may also include signing off 406 a current
version of the model of the electronic device 11 that current
version of the model does not include a counter example as
a status result. Method 400 may also include presenting 408,
as a status result for each of the mstantiations of a plurality
of the properties of the current version of the model of the
clectronic design, the preferred status result obtained for that
instantiation of the property per the same unique signature
value that was calculated for that instantiation of the prop-
erty in previous runs of the formal verification regression
runs.

FIG. 5 1s a system for assertion-based formal verification,
according to some embodiments of the present imnvention.
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System 70) may include a processor 702 (e.g., single pro-
cessor or a processing unit made that includes a plurality of
processors, on a single machine or distributed on a plurality
of machines) for executing a method according to some
embodiments of the present invention. Processing unit 702
may be configured to perform a method according to some
embodiments of the mnvention and perform other actions and
processing according to some embodiments of the present
invention.

Processor 702 may be linked with memory 706 on which
a program implementing a method according to some
embodiments of the present mvention and corresponding
data may be loaded and from which 1t may be run, and
storage device 708, which includes a non-transitory com-
puter readable medium (or mediums) such as, for example,
one or a plurality of hard disks, flash memory devices, etc.
on which a program implementing a method according to
some embodiments of the present invention and correspond-
ing data may be stored. System 700 may further include an
output device 704 (e.g., display device such as CRT, LCD,
LED etc.) on which one or a plurality user interfaces
associated with a program 1mplementing a method accord-
ing to some embodiments of the present mmvention and
corresponding data may be presented. System 700 may also
include input interface 701, such as, for example, one or a
plurality of keyboards, pointing devices, touch sensitive
surfaces (e.g. touch sensitive screens), etc. for allowing a
user to input commands and data.

Some embodiments of the present mmvention may be
embodied in the form of a system, a method or a computer
program product. Similarly, some embodiments may be
embodied as hardware, software or a combination of both.
Some embodiments may be embodied as a computer pro-
gram product saved on one or more non-transitory computer
readable medium (or media) in the form of computer read-
able program code embodied thereon. Such non-transitory
computer readable medium may include instructions that
when executed cause a processor to execute method steps in
accordance with examples. In some examples the instruc-
tions stores on the computer readable medium may be 1n the
form of an installed application and in the form of an
installation package.

Such 1nstructions may be, for example, loaded by one or
more processors and get executed.

For example, the computer readable medium may be a
non-transitory computer readable storage medium. A non-
transitory computer readable storage medium may be, for
example, an electronic, optical, magnetic, electromagnetic,
inirared, or semiconductor system, apparatus, or device, or
any combination thereof.

Computer program code may be written 1n any suitable
programming language. The program code may execute on
a single computer system, or on a plurality of computer
systems.

Some embodiments are described hereinabove with ref-
erence to flowcharts and/or block diagrams depicting meth-
ods, systems and computer program products according to
various embodiments.

Features of various embodiments discussed herein may be
used with other embodiments discussed herein. The forego-
ing description of the embodiments has been presented for
the purposes of illustration and description. It 1s not intended
to be exhaustive or limiting to the precise form disclosed. It
should be appreciated by persons skilled in the art that many
modifications, variations, substitutions, changes, and
equivalents are possible in light of the above teaching. It 1s,
therefore, to be understood that the appended claims are
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intended to cover all such modifications and changes that
tall within the true spirit of the present invention.

The invention claimed 1s:

1. A method for assertion-based formal verification, the
method comprising:

executing a plurality of formal verification regression runs

on a model of an electronic design;

for each of the regression runs, using a unique signature

function, calculating and saving a unique signature
value for each instantiation of a property of a plurality
of properties of the model of the electronmic design and
a status result for that mstantiation of the property 1n
that regression run; and

signing oil a current version of the model of the electronic

device and presenting as the status result for each the
instantiations of a plurality of the properties of the
current version of the model of the electronic design
preferred-status result obtained for that mnstantiation of
the property per the same umque signature value that
was calculated for that instantiation of the property in
previous runs of the plurality of formal verification
regression runs, wherein the preferred status result for
an undetermined status comprises a number indicating
the greatest number of trace cycles that are known to
not have violated that instantiation of that property in
any of the previous runs of the plurality of formal
verification regression runs.

2. The method of claim 1, wherein signing ofl the current
version of the model 1s possible only if that current version
of the model does not include a counter example as a status
result.

3. A system for assertion-based formal verification, the
system comprising:

memory and

a processor configured to:

execute a plurality of formal verification regression runs

on a model of an electronic design;

for each of the regression runs, using a unique signature

function, calculate and save a umique signature value
for each instantiation of a property of a plurality of
properties of the model of the electronic design and a
status result for that instantiation of the property in that
regression run; and

sign oil a current version of the model of the electronic

device and present as the status result for each the
instantiations of a plurality of the properties of the
current version ol the model of the electronic design a
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preferred status result obtained for that instantiation of
the property per the same umque signature value that
was calculated for that instantiation of the property in
previous runs of the plurality of formal verification
regression runs,

wherein the preferred status result for an undetermined

status comprises a number indicating the greatest num-
ber of trace cycles that are known to not have violated
that instantiation of that property 1in any of the previous
runs of the plurality of formal venfication regression
runs.

4. The system of claim 3, wherein signing off the current
version of the model 1s possible only 1f that current version
of the model does not include a counter example as a status
result.

5. A non-transitory computer readable storage medium for
assertion-based formal verification, having stored thereon
instructions that when executed by a processor will cause the
processor to:

execute a plurality of formal verification regression runs

on a model of an electronic design;

for each of the regression runs, using a unique signature

function, calculate and save a unique signature value
for each instantiation of a property of a plurality of
properties of the model of the electronic design and a
status result for that instantiation of the property 1n that
regression run;

when signing ofl a current version of the model of the

clectronic device, present as a status result for each the
instantiations of a plurality of the properties of the
current version of the model of the electronic design the
preferred status result obtained for that instantiation of
the property per the same umque signature value that
was calculated for that instantiation of the property in
previous runs of the plurality of formal verification
regression runs, wherein the preferred status result for
an undetermined status comprises a number indicating
the greatest number of trace cycles that are known to
not have violated that mstantiation of that property in
any of the previous runs of the plurality of formal
verification regression runs.

6. The non-transitory computer readable storage medium
of claam 5, wherein signing off the current version of the
model 1s possible only 1t that current version of the model
does not include a counter example as a status result.
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