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(57) ABSTRACT

Systems and methods for automatically determining, in near
real-time, whether a vehicular incident has occurred and for
automatically assessing whether the driver of a specific
vehicle contributed to that incident. Data related to a specific
vehicle 1s gathered by at least one sensor. The data 1s then
transmitted to a data processing unit, which uses an incident
detection module to determine whether an incident occurred.
The system may verily that conclusion by sending a mes-
sage to the vehicle occupant(s). The system may also take
actions 1n response to the incident. If an incident has
occurred, the data processing unit can use the vehicle-related
data, as well as external data, to assess the contribution of
the vehicle’s driver. The system may comprise one or more
neural networks. The system may also comprise a database
for storing the vehicle-related data.

9 Claims, 7 Drawing Sheets
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AUTOMATIC REAL-TIME DETECTION OF
VEHICULAR INCIDENTS

RELATED APPLICATIONS

This application 1s a US non provisional patent applica-

tion which claims the benefit of U.S. provisional application
No. 62/734,525 filed on Sep. 21, 2018.

TECHNICAL FIELD

The present invention relates to vehicle telematics. More
specifically, the present invention relates to automatically
detecting a vehicular incident and automatically assessing a
driver’s contribution to that incident.

BACKGROUND

In automobile 1nsurance, vehicular incidents (also called
‘accidents’, ‘crashes’, or °‘collisions’) represent potential
damage to people, vehicles, and other property (including,
without limitation, owned objects, owned amimals, and
land). Thus, each incident represents potential cost to the
insurer. The insurer has more control and oversight when
incidents are reported or detected early. In particular, the
period between the time of an 1incident and the time at which
the 1nsurer learns of that incident 1s often critical. Referred
to as the “First Notice of Loss” period, delays of weeks,
days, and even hours here can increase eventual costs.
Without knowledge of the incident, an insurer cannot guide
the resolution process, and the parties to the incident may
take actions of which the msurer would not approve (costly
rental cars, unverified mechanics, etc.).

[ikewise, a lack of information about the incident and its
impacts can hamper claims management. Often, people who
have just been mvolved in an incident are not thinking
clearly. They may be injured or 1n shock, or they may simply
not remember the specific details that led up to the incident.
As a result, important information about vehicle speeds,
road conditions, exact positioning of vehicles, and road
signals, among other things, may not be easily available.
Although 1nsurance agents can obtain much of this infor-
mation from other sources, this process 1s often arduous.
This leads to further delays, which 1n turn can increase costs.

Long reconstruction times can also delay and complicate
the determination of fault—that 1s, the amount of responsi-
bility the insured driver bears for the incident. Fault 1s
generally related to the driver’s behaviour leading up to, and
sometimes during, an incident. As 1s well-known, the even-
tual cost of a claim depends on the proper assignment of
tault. Therefore, early knowledge of the fault distribution
could save both the 1insured and the insurer time and money.

Of course, systems for rapid incident detection may have
uses and benefits 1 fields other than in insurance. In
particular, such systems may be used to improve emergency
service response times. For instance, occupants of a crashed
vehicle may be too badly injured to call for an ambulance or
fire truck. In such cases, i1t the crash occurred 1n a remote or
1solated region with few passersby, critical medical attention
may be delayed by hours or more. In other cases, the
occupants of the vehicle may not be able to identily their
locations clearly (for instance, on long stretches of rural
highway), and may have difhiculty communicating with
human dispatchers. Automated systems that can automati-
cally report detected incidents to emergency services, how-
ever, could resolve such problems and potentially save lives.
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Thus, there 1s clearly a need for systems and methods that
automatically detect vehicular incidents. Preferably, these
systems and methods would also be able to assess the
distribution of fault, and to communicate with emergency
services. Additionally, these systems and methods prefer-
ably operate 1n real-time or near-real-time.

SUMMARY

The present mvention provides systems and methods for
automatically determining, 1n near real-time, whether a
vehicular incident has occurred and for automatically assess-
ing whether the driver of a specific vehicle contributed to
that incident. Data related to a specific vehicle 1s gathered by
at least one sensor. The data 1s then transmitted to a data
processing umt, which uses an incident detection module to
determine whether an incident occurred. The system may
verily that conclusion by sending a message to the vehicle
occupant(s). The system may also take actions in response to
the incident. IT an incident has occurred, the data processing
unit can use the vehicle-related data, as well as external data,
to assess the contribution of the vehicle’s driver. The system
may comprise one or more neural networks. The system may
also comprise a database for storing the vehicle-related data.

In a first aspect, the present invention provides a method
for determining whether an incident mvolving a specific
vehicle has occurred, said method comprising the steps of:
(a) recerving, 1n near real-time, vehicle-related data from at

least one sensor, wherein said at least one sensor collects

data related to a condition or operation of said specific
vehicle;

(b) performing an analysis of said vehicle-related data, said
analysis being performed 1n near real-time; and

(c) based on said analysis, determining whether said incident
has occurred,

wherein said method 1s performed in near real-time,

and wherein said incident involves a risk of damage to at

least one of: said specific vehicle; other vehicles; people;

and property.

In a second aspect, the present mvention provides a
method for determining a contribution of a driver of a
specific vehicle to an incident 1n which said specific vehicle
was mvolved, said method comprising the steps of:

(a) receiving, 1n near real-time, vehicle-related data from at
least one sensor, wherein said at least one sensor collects
data related to a condition or operation of said specific
vehicle;

(b) performing an analysis of said vehicle-related data; and

(c) based on said analysis, determining said contribution of
said driver,

wherein said incident imvolves a risk of damage to at least

one of: said specific vehicle; other vehicles; people; and

property.

In a third aspect, the present invention provides a method
for automatically determining whether an incident involving
a specific vehicle has occurred, and for automatically deter-
mining a contribution of a driver of said specific vehicle to
said incident, said method comprising the steps of:

(a) receiving, 1n near real-time, vehicle-related data from at
least one sensor, wherein said at least one sensor collects
data related to a condition or operation of said specific
vehicle:

(b) performing a first analysis of said vehicle-related data,
said first analysis being performed in near real-time;

(c) based on said first analysis, determining whether said
incident has occurred;
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(d) when said incident 1s determined to have occurred 1n step
(c), performing a second analysis of said vehicle-related
data; and

(¢) based on said second analysis, determining said contri-
bution of said driver,

wherein said incident mnvolves a risk of damage to at least

one of: said specific vehicle; other vehicles; people; and

property.

In a fourth aspect, the present invention provides a system
for automatically determining whether an incident involving
a specific vehicle has occurred, said system comprising:

at least one sensor for collecting vehicle-related data,
wherein said at least one sensor collects data related to
a condition or operation of said specific vehicle;

a data processing unit for receiving said vehicle-related
data from said at least one sensor and for performing an
analysis of said vehicle-related data;

an mcident detection module, wherein said data process-
ing unit uses said 1cident detection module for per-
forming said analysis, and wherein said data processing
umt thereby uses said incident detection module for
determining, based on said analysis, whether said 1nci-
dent has occurred,

wherein said vehicle-related data 1s received and analyzed in

near real-time, and

wherein said incident involves a risk of damage to at least

one of: said specific vehicle; other vehicles; people; and

property.

In a fifth aspect, the present mvention provides non-
transitory computer-readable media having encoded thereon
computer-readable and computer-executable instructions
that, when executed, implement a method for determining
whether an incident involving a specific vehicle has
occurred, said method comprising the steps of:

(a) receiving, 1n near real-time, vehicle-related data from at
least one sensor, wherein said at least one sensor collects
data related to a condition or operation of said specific
vehicle:

(b) performing an analysis of said vehicle-related data, said
analysis being performed in near real-time; and

(¢) based on said analysis, determining whether said incident
has occurred,

wherein said method 1s performed 1n near real-time,

and wherein said incident involves a risk of damage to at

least one of: said specific vehicle; other vehicles; people;

and property.

In a sixth aspect, the present mvention provides non-
transitory computer-readable media having encoded thereon
computer-readable and computer-executable instructions
that, when executed, implement a method for determining a
contribution of a driver of a specific vehicle to an incident
in which said specific vehicle was mvolved, said method
comprising the steps of:

(a) recerving, 1in near real-time, vehicle-related data from at
least one sensor, wherein said at least one sensor collects
data related to a condition or operation of said specific
vehicle;

(b) performing an analysis of said vehicle-related data; and

(¢) based on said analysis, determining said contribution of
said driver,

wherein said incident mvolves a risk of damage to at least

one of: said specific vehicle; other vehicles; people; and

property

In a seventh aspect, the present mvention provides non-
transitory computer-readable media having encoded thereon
computer-readable and computer-executable instructions
that, when executed, implement a method for automatically
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determining whether an incident involving a specific vehicle

has occurred, and for automatically determining a contribu-

tion of a driver of said specific vehicle to said incident, said
method comprising the steps of:

(a) recerving, 1n near real-time, vehicle-related data from at
least one sensor, wherein said at least one sensor collects
data related to a condition or operation of said specific
vehicle;

(b) performing a first analysis of said vehicle-related data,
said first analysis being performed in near real-time;

(c) based on said first analysis, determining whether said
incident has occurred;

(d) when said incident 1s determined to have occurred 1n step
(¢), performing a second analysis of said vehicle-related
data; and

() based on said second analysis, determining said contri-
bution of said driver,

wherein said incident imnvolves a risk of damage to at least

one of: said specific vehicle; other vehicles; people; and

property.
BRIEF DESCRIPTION OF TH

L1l

DRAWINGS

The present invention will now be described by reference
to the following figures, 1n which 1dentical reference numer-
als refer to i1dentical elements and 1n which:

FIG. 1 1s a diagram of a vehicle showing possible sensor
locations;

FIG. 2A 1s a block diagram of one embodiment of a
system according to one aspect of the invention;

FIG. 2B i1s a block diagram of another embodiment of a
system according to one aspect of the invention;

FIG. 3 1s a block diagram of another embodiment of the
system of FIG. 2;

FIG. 4 1s a block diagram of another embodiment of the
system of FIG. 2;

FIG. 5 1s a block diagram of another embodiment of the
system of FIG. 2;

FIG. 6 1s a block diagram of another embodiment of the
system of FIG. 2;

FIG. 7 1s a flowchart detailing a method according to one
aspect of the mvention;

FIG. 8 1s a flowchart detailing a more detailed embodi-
ment of the method illustrated in FIG. 7; and

FIG. 9 1s a flowchart detailing a method according to
another aspect of the invention.

DETAILED DESCRIPTION

The present mvention provides systems and methods for
automatic, near real-time detection of vehicular incidents,
for automatic fault assessments related to those incidents,
and for taking automatic and near real-time actions 1n
response to those incidents. Referring first to FIG. 1, a
diagram of a vehicle 10 i1s shown. This vehicle 10 1s
equipped with multiple sensors 20. Each of the sensors 20
collects data related to the condition or operation of the
vehicle 10. As an example, one of the sensors 20 may collect
data related to the structural integrity of the vehicle 10 (i.e.,
to the vehicle 10°s condition), while another of the sensors
20 may collect data related to the vehicle 10°s speed (1.€., to
the vehicle 10’s operation). Of course, some sensors may
collect data that 1s related to both condition and operation.
For instance, a sensor may collect engine temperature data.

The sensors 20 i FIG. 1 are shown in potential and
exemplary locations on the vehicle 10. For example, FIG. 1
indicates potential placement of sensors on: the rear bumper;
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a rear wheel; the vehicle’s undercarriage; a front side door;
a front wheel; the front bumper; ‘under’ the vehicle’s hood
(1.e., connected to the engine); on or within the vehicle’s
dashboard; and within the interior of the vehicle. These are
only mtended to indicate possible locations. Depending on
the implementation, a vehicle 10 may have sensors 20 at any
of these locations, or at none of these locations. As would be
clear to the person of skill 1n the art, the sensors 20 may be
in any location or configuration that allows them to collect
the desired vehicle-related data.

In some cases, a sensor 20 may be coupled to the vehicle
10, either to its exterior or interior, and configured to
monitor conditions external to the vehicle. As an example,
such a sensor might include an ‘exterior rear proximity
sensor’ to detect objects close to the vehicle’s rear bumper.
Other sensors 20 may be coupled to an internal component
of the vehicle 10. For instance, a sensor may be directly
coupled to a piston within the vehicle’s engine. Such a
sensor would collect piston-related data. As another alter-
native, data may be obtained from sensors on devices within
the vehicle 10. For instance, acceleration data for the vehicle
10 could be obtained from an accelerometer on a mobile
computing device belonging to an occupant of the vehicle
10. As another example, a sensor could be attached to or
built into the driver’s key fob. Such a sensor could be
configured to collect data only when the engine of the
vehicle 10 1s active.

In a preferred implementation, every individual part and
component of the vehicle 10 would be coupled to a separate
sensor. This would allow significant amounts of data to be
gathered and analyzed. However, any number of sensors 20
may be used. In some cases, there may only be a single
sensor 20 used on a certain vehicle 10. For instance, data
related to acceleration may be suflicient to detect an inci-
dent, as a vehicle that decelerates extremely rapidly has
likely come to a sudden stop.

It should additionally be clear that the car shown 1n FIG.
1 1s merely exemplary. The system of the present invention
may be applied to any kind of land vehicle, including
without limitation: sedans; hatchbacks; coupes; motor-
cycles; cargo vehicles; sport utility vehicles; recreational
vehicles; mmland marine vehicles; minivans; trucks of any
kind; and buses.

Referring now to FIG. 2A, a block diagram of a system 3
according to one aspect of the mnvention 1s illustrated.
Sensors 20 collect data related to the vehicle 10 and transmat
that vehicle-related data to a data processing unit 30. The
data processing unit 30 performs an analysis of the vehicle-
related data using an incident detection module 50. Based on
that analysis, the data processing unit 30 determines whether
an 1incident has occurred. In some embodiments, this deter-
mination may be a binary statement (e.g., ‘incident has
occurred’/‘no incident has occurred’). In other embodi-
ments, the determination may be a probability that an
incident has occurred. In still other embodiments, moreover,
the determination may be a binary statement that 1s based on
a determined probability value. For instance, the system 3
may first determine a probability that a certain incident
occurred, and then compare that probability to a threshold
(e.g., 50%). If the probability that the certain incident
occurred 1s higher than the threshold, the system would
determine the ‘incident has occurred’ binary option.

As would be clear to the person skilled 1n the art, the data
processing unit 30 may be implemented in many diflerent
forms. As examples, the data processing unit 30 may com-
prise: a server and one or more processors; a computing unit
that resides on an off-site server; an in-vehicle computing,
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6

umt; and/or systems that employ distributed computing
methods, including the well-known ‘cloud’ (semi-central-
1zed) and ‘fog’ (edge device) computing methods. Further, 1n
multi-processor implementations, data may be processed by
multiple processors 1n parallel. Additionally, different pro-
cessors may process different portions of the data.

The sensors 20 may also process the vehicle-related data
they gather, before transmitting that data to the data pro-
cessing unit 30. This approach may be useful 1n some
scenarios. For instance, large video files gathered by a
dashboard camera could be compressed before being trans-
mitted to the data processing unit 30. As another example,
the sensors 20 may be configured to reduce noise in the
vehicle-related data. Other such techniques that are well-
known 1n the art of data processing and transmission may
likewise be applied at the sensor side.

The vehicle-related data 1s transmitted through the system
3 in near real-time, and 1s also processed 1n near real-time.
As 1s well known 1n the art, the term “near real-time” takes
into account unavoidable time delays in real-time signals.
These time delays are necessarily introduced by automated
processing and by data transmaission. In general, these time
delays are insignificant and have little or no 1mpact on the
outcome of the process. The absolute real-time duration of
these delays may vary depending on the implementation and
the context.

The analysis performed by the data processing unit 30,
using the incident detection module 50, may take many
forms. The form of the analysis may depend on the type and
volume of data received, on the sensors 20 used, on the
specific vehicle being analyzed, and on the user’s prefer-
ences. Referring to the example above, 11 the data processing
umt 30 receives a single stream of acceleration data, the
incident detection module 50 may be configured to recog-
nize rapid decelerations only. In this example, the incident
detection module 530 may compare each deceleration to a
threshold value that indicates the amount of time 1n which a
normal (i.e., non-incident) deceleration would occur. If the
length of time for a given deceleration 1n the data stream 1s
smaller than that threshold value, the incident detection
module 50 would report an incident. The threshold value can
be a predetermined number.

However, as mentioned above, 1t 1s preferable to have
multiple streams and sources of data related to the specific
vehicle. In fact, 1t 1s preferable to have as many data sources
as possible. As a result, predetermined values for each
possible cident marker would be time-consuming and
often dithicult to determine. Thus, 1n a preferred implemen-
tation, the data processing unit 30 uses the incident detection
module 50 to compare the specific vehicle’s data to histori-
cal operation data. This historical operation data may com-
prise data from the specific vehicle itself and from other
similar vehicles. Additionally, the historical operation data
may comprise data gathered while the specific vehicle or
similar vehicles were in normal operating conditions, and, 11
available, data gathered during and after previous known
incidents mvolving these vehicles. Such comparisons would
allow the 1ncident detection module 50 to determine more
accurately whether the specific vehicle 1s operating in nor-
mal conditions or 1n incident conditions, and thus to deter-
mine the probability that an incident has occurred.

In one implementation of this comparison analysis, the
incident detection module 50 comprises a neural network
that has been trained on historical operation data. As would
be clear to the person skilled in the art, the traiming set of
historical operation data could include data from many
different vehicles and kinds of vehicles, in normal operating
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conditions and 1n incident conditions. The neural network
would be trained, based on this training data, to automati-
cally identity data patterns in the specific vehicle’s data that
suggest the occurrence of an incident.

In another implementation of the comparison analysis, the
incident detection module 50 may be a rules-based module.
In this implementation, the incident detection module 1is
connected to a database or other data store that contains the
historical operation data. Such an implementation may be
preferred over the neural network implementation, described
above, by some users for some purposes. However, the
neural network implementation 1s generally preferable.

FIG. 2B 1s a block diagram showing another embodiment
of the system 3. In this implementation, the vehicle-related
data 1s stored 1n a database 40 before being processed by the
data processing unit 30. Data may, of course, also be stored
alter being processed by the data processing unit 30. For
instance, the outcome of a certain data pattern might be
stored with that data pattern, and be used as the basis for
later analysis. That 1s, if the incident detection module 50
determined that a certain data pattern indicated an incident,
that determination could be stored in the database and
related to that data pattern, for future reference. Additionally,
in an implementation wherein the incident detection module
50 comprises a neural network, this stored data may be used
as the basis for a training set for use 1n training later versions
ol the neural network model. An embodiment of the inven-
tion that uses such a database 40 may thus be preferable for
SOme Uses.

Referring now to FIG. 3, another embodiment of the
system 3 1s 1llustrated. This embodiment 1s very similar to
the embodiment shown 1n FIG. 2B. Vehicle-related data 1s
gathered by the sensors 20 and transmitted to the data
processing unit 30. The vehicle-related data 1s stored in the
database 40. The data processing unit 30 uses the incident
detection module 50 to perform an analysis of that data, and,
based on that analysis, the incident detection module 30
determines whether an incident has occurred. Unlike 1n FIG.
2B, however, the system 3 in FIG. 3 includes a verification
module 60. This verification module 60 allows the system 3
to verily whether the incident has in fact occurred. That 1s,
when the incident detection module 50 detects an 1incident,
the verification module 60 will take steps to verify that the
incident has occurred. In some implementations, these steps
may include directing the data processing unit 30 to cause a
message 1o be sent to at least one occupant of the specific
vehicle 10. Such a message may be sent to the vehicle 10
itsell and may be displayed on a connected display within
the vehicle. As an alternative, this message may be sent to
a personal mobile device belonging to one or more current
occupants of the vehicle 10. The message will ask the
vehicle occupant(s) to confirm whether the detected incident
actually occurred. Based on the response received, and on
the data already gathered, the system may then take a
suitable course of action.

There are many possible actions that the system 3 may
take after receiving a response to an incident verification
message. These include, without limitation: actions to miti-
gate or address possible mjuries to people; actions to miti-
gate or address possible damage to vehicles; and 1nsurance-
related actions. Additionally, the system 3 can take multiple
actions 1n response to a single mncident.

As an example, 1f the occupant(s) confirm that an incident
has occurred, and the data gathered suggest that the incident
severely damaged the vehicle (for instance, 1f all sensors 1n
the front wheels, front axle, and transmission are no longer
transmitting data/are not responsive), the system 3 can
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connect with an external system to request a tow truck to the
vehicle’s location. As another example, the system 3 could
alert a mechanic and/or a car rental agency. As yet another

example, the system 3 could alert emergency services (e.g.,
police services, fire services, and/or ambulance services).
For instance, 1f sensors in the vehicle’s doors indicate that
the doors will no longer open, the system 3 may request a
fire truck. Likewise, 1f data gathered suggest that the occu-
pant(s) are likely to be badly injured (e.g., 11 the airbags
deployed, the steering column collapsed, and the structural
integrity of the dashboard and engine region appears com-
promised), the system 3 can call for an ambulance.

Before requesting an ambulance or taking other actions,
in some 1mplementations, the data processing unit 30 may
send a secondary message to the occupant(s) of the vehicle
10. This secondary message would ask the occupant(s) to
confirm whether an ambulance or other emergency service
vehicle 1s needed or desired. As mentioned above, such a
message may not always be necessary, 11 the data gathered
1s already highly suggestive of injury. However, 1f the data
gathered 1s less robust (e.g., the single stream of acceleration
data), it may be preferable to request confirmation before
requesting dispatch of emergency vehicles.

On the other hand, there may be scenarios in which the
occupant(s) are too badly injured to respond to either the
initial “has there been an incident?” message or to any
secondary confirmation messages. Thus, it 1s preferred that
a response timer be built into the verification module: that 1s,
if there 1s no response to the initial incident verification
message within a short period of time, an ambulance would
be automatically requested. This short period of time could
vary depending on the implementation, but preferably would
not exceed a few minutes.

As another alternative, the system 3 may have incorrectly
detected an incident (1.e., detected a ‘false positive” result).
In such a case, the occupant(s) of the vehicle would respond
in the negative to the 1nitial incident verification message.
The system 3 could then take that response as feedback. In
an 1mplementation 1n which the incident detection module
50 comprises a neural network, that response could be used
in a new training set, along with the data patterns detected.
Thus, the neural network could learn that the data patterns
detected did not indicate an incident, and use that fact in later
assessments. Similarly, 11 the incident detection module 50
1s a rules-based module, the rules could be adapted to
prevent future false positives based on similar patterns.

Referring now to FIG. 4, another embodiment of the
system 3 1s illustrated. This embodiment is, again, quite
similar to that in FIG. 2B. However, 1n FIG. 4, after the data
processing unit 30 uses the icident detection module 50 to
determine whether an 1ncident has occurred, the data pro-
cessing unit 30 uses a contribution module 70 to make an
initial assessment of fault—that 1s, to determine the contri-
bution of the driver of the vehicle 10 to the incident. Using
the contribution module 70, the data processing unit 30
analyses the vehicle-related data received from the sensors
20 via the data processing unit 30. Based on that analysis,
the contribution module 70 can then determine the driver’s
contribution to the incident (1.e., the responsibility or the
fault that the driver bears for the incident).

Again, 1t 1s preferable to have as much vehicle-related
data as possible when determiming fault. There may be cases
where a single data stream or source 1s enough for an 1nitial
assessment: for mnstance, 1f a vehicle 10 travelling at, say,
210 km/h 1s involved 1n an incident, the driver of that vehicle
1s likely to bear a significant portion of the responsibility for
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that incident. However, 1n most cases, a single piece, stream,
or source ol data may be insuflicient to reasonably assess
tault.

Furthermore, reasonable fault assessment may require
more than simply vehicle-related data. That 1s, 1t may not be
possible to analyse what happened leading up to and during
an incident based solely on data related to the specific
vehicle 10. FIG. § thus shows an embodiment of the system
3 1n which the data processing unit 30 receives external data
from at least one external source 80. This external data 1s not
related to the condition or operation of the vehicle 10. As an
example, external data may comprise information on
weather and/or road conditions that might alter the fault
assessment. For instance, a reasonable speed 1 good vis-
ibility on clear roads may be far too fast on icy or wet roads,
or in conditions of poor visibility. Thus, the speed value
alone may not be sutlicient to determine whether the driver’s
actions (1.e., driving at that speed) contributed to the inci-
dent. In such a case, external data would be needed for a
reasonable assessment. Similarly, video data from external
sources (such as highway traflic cameras) could show that a
vehicle other than the specific vehicle 10 was primarily
responsible for the incident. This information could not be
obtained simply by looking at data related to the vehicle 10.
Depending on the complexity of the external data, then, fault
assessments may take longer than near real-time processing.

Again, the analysis performed using the contribution
module 70 may take many forms, depending on the data
received. In one approach, the contribution module 70
develops a machine-based simulation of the incident and
analyses that simulation. This simulation 1s generally a
mathematical simulation from which video and/or image
simulations can be created. These videos and images may be
usetul for human understanding of the eventual fault assess-
ment. However, the contribution module 70 1tself would not
necessarily require such visual aids to determine the distri-
bution of fault.

Rather, the contribution module 70 could use the incident
simulation to predict data regarding the incident. Then, to
determine the distribution of fault, the contribution module
70 could compare that data to data generated from simula-
tions of other, known incidents. Each known incident would
be associated with a known fault assessment. Based on the
comparison of predicted data, then, the contribution module
70 could determine an appropriate fault assessment for the
current incident.

In some 1implementations, the contribution module 70 1s a
rules-based module. This rules-based module 1s connected
to a data store containing data and fault assessments for
known 1ncidents. Such an implementation may be preferred
in some cases. However, 1t 1s generally preferable that the
contribution module 70 comprises at least one neural net-
work. In a preferred implementation, further, the contribu-
tion module 70 comprises three separate neural networks.
One of these neural networks 1s configured and trained to
produce an incident simulation based both on vehicle-related
data and on external data. Another neural network has been
trained to predict data regarding an incident, based on a
simulation of that incident. The third neural network, then,
would be trained to compare that predicted data to data from
other, known incidents and determine an appropriate fault
distribution. In other implementations, of course, as would
be clear to the person skilled 1n the art, these three functions
could be performed by a single neural network, or by two
networks, or subdivided into smaller tasks and each task
assigned to a separate network.
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FIG. 6 shows another embodiment of the system 3. This
embodiment includes all the various features discussed
above. Sensors 20 gather data related to a specific vehicle 10
and transmit that data to the data processing unit 30 1n near
real-time. The data processing unit 30 also recerves external
data from at least one external data source 80. The data
processing unit 30 passes the vehicle-related data and the
external data to the data processing unit 30, again 1n near
real-time. The data processing umt 30 uses the incident
detection module 50 to determine, 1n near real-time, whether
an 1ncident has occurred, based on the vehicle-related data.
If the mcident detection module 50 determines that an
incident has in fact occurred, the verification module 60
directs the data processing unit 30 to send a message to the
occupant(s) of the vehicle 10. The system 3 can then take a
suitable course of action based on a response (or lack of
response) to that message. Secondary confirmation mes-
sages can also be sent. The data processing unit 30 then uses
the external data and the vehicle-related data to determine
the contribution of the vehicle 10’°s driver to the incident.

Referring to FIG. 7, a flowchart detailing one method
according to one aspect of the present mvention 1s 1llus-
trated. In FIG. 7, the method begins by receiving vehicle
related data (step 100). This vehicle-related data i1s then
analyzed (step 110) and, based on that analysis, a probabaility
that an incident has or has not occurred 1s generated (step
120). Of course, the result of step 120 may be binary, 1.e.,
‘has an 1ncident occurred’ or ‘has an incident not occurred’.
This may be based on a probability generated using the data
analysis. A threshold probability may be used so that, if the
probability 1s above a certain value, then a conclusion that
the incident has occurred 1s made. However, 11 the probabil-
ity 1s below the threshold, then the conclusion that the
incident has not occurred 1s made.

Referring to FIG. 8, a flowchart of another method
according to another aspect of the present invention 1is
illustrated. In this method, detailed are the steps for deter-
mining whether an incident has occurred and what steps are
taken after that determination 1s made. The method begins at
step 200, that of recerving vehicle-related data. This data 1s
then analyzed (step 210). Based on the analysis, a determi-
nation (step 220) 1s made as to whether an incident has
occurred. As noted above, the determination may result 1n a
probability that an incident has occurred and, if the prob-
ability 1s above or below a given threshold, a conclusion
about the occurrence of the incident 1s made. If 1t 1s
concluded that an 1ncident has not occurred, then the method
ends (step 230). On the other hand, if the analysis of the data
indicates that an incident has occurred, then the system
causes a verification message to be sent to one or more
occupants of the vehicle (step 240).

Continuing from the above, decision 250 determines it a
response to the verification message has been recerved
within a predetermined amount of time. To ensure ease of
responding to the verification message, a message with two
radio buttons may be sent to the occupant(s). In such an
implementation, the radio buttons would simply indicate
‘“YES, an incident has occurred’ and ‘NO, an incident has not
occurred’. The user would simply need to click one or the
other to respond to the message. In other implementations,
depending on the vehicle’s configuration, natural user inter-
faces such as audio messages and voice recognition systems
may be used. In still other implementations, visual driver
monitoring interfaces may be used to communicate with the
vehicle’s occupant(s). If no response has been recerved
within the allotted time frame, the system assumes that an
incident has occurred and the occupants of the vehicle are




US 11,263,837 B2

11

unable to respond. The system thus automatically contacts
emergency services (e.g., the police department, the fire
department, emergency medical services, etc.) to cause
emergency vehicles and support personnel to be dispatched
to the last known location of the vehicle, which may in some
cases be the vehicle’s current location (step 260). Alterna-
tively, 11 a response has been received within the allotted
time frame, then decision 270 determines 11 the response 1s
a confirmation of the occurrence of an incident. If the
response indicates that an incident has occurred, then suit-
able actions responsive to the incident are executed (step
280). These actions may also be executed after step 260—
1.€., after emergency services have been notified, responsive
actions are executed. The responsive actions may include
contacting relevant emergency services, contacting the
occupants’ emergency contacts, and initiating insurance-
related actions such as opening an incident report/opening
an 1nsurance claim file. Of course, if the response to the
verification message has been recerved and 1t indicates that
an 1ncident has not occurred, then a false positive has been
encountered. The vehicle-related data surrounding the false
positive and any other relevant data can then be saved/stored
in a database or transmitted to a server for use in later
versions of the system (step 290). In a machine learming
implementation, this false positive data may be retained for
use 1n a training set that would be used to train a later version
of the machine learning model.

Referring to FIG. 9, a flowchart detailing the steps in
another method according to another aspect of the present
invention 1s illustrated. In this method, the driver’s contri-
bution to the occurrence of an incident 1s automatically
determined. The method begins at step 300, that of receiving
data. This data 1s then analyzed in step 310. Based on the
analysis, the driver’s contribution to the incident 1s deter-
mined 1n step 320. It should be clear that the data referred
to 1n the method may be vehicle-related data or data external
to the vehicle or a combination of the two. As an example,
vehicle-related data may include the vehicle’s velocity at the
time of the incident, the vehicle’s running condition, etc.,
etc. External data may include the weather conditions,
visibility, and traflic conditions at the time of the incident.
Based on either vehicle-related data or external data, or
based on a combination of these types of data, the driver’s
contribution to the incident may be determined automati-
cally.

It should be clear that the driver’s contribution may be a
percentage 1 conjunction with a probability value. Thus, a
driver may have a 40% contribution to an incident and this
40% contribution may be determined to be have a probabil-
ity of 80% (1.e., there 1s an 80% probability that the driver
had a 40% contribution to the incident). As well, 1t should be
clear that the analysis of the vehicle-related data and of the
external data may be implementation-dependent and situa-
tion-dependent. It should also be clear that the method in
FIG. 9 may be combined with the method in FIG. 8 to result
in a larger method implemented by a system to first deter-
mine whether an incident has occurred and then, if an
incident has occurred, to automatically determine the driv-
er’s contribution to the occurrence of the incident. It should
also be clear that the determination of the driver’s contri-
bution to the incident may be performed concurrently or
sequentially with the steps 1n the method of FIG. 8. Thus,
while the system may be contacting emergency services, the
system 1s also gathering vehicle-related data and external
data to determine the driver’s contribution to the incident.

For clarity, the present invention has a number of different
aspects. One aspect mvolves a system for automatically
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determining whether an incident involving a specific vehicle
has occurred. Such a system may comprise at least one
sensor for collecting vehicle-related data (wherein the at
least one sensor collects data related to a condition or
operation of the specific vehicle), a data processing unit for
receiving the vehicle-related data from the at least one
sensor and for performing an analysis of said vehicle-related
data, and an 1ncident detection module. In such a system, the
data processing unit uses the icident detection module for
performing the analysis, and the data processing unit thereby
uses the mcident detection module for determining, based on
said analysis, whether the incident has occurred. Also, 1n
such a system, the vehicle-related data i1s received and
analyzed in near real-time and the incident involves a risk of
damage to at least one of: the specific vehicle, other vehicles,

people, and property.

For such a system, the at least one sensor may be at least
one of: a sensor configured to monitor external conditions of
the specific vehicle; a sensor coupled to an internal compo-
nent of the specific vehicle; and a sensor on a device within
the specific vehicle. The system may also include a database
for storing the vehicle-related data and results of said
analysis. As well, the system may include a verification
module for veritying whether the incident has occurred, with
the data processing unit causing a message to be sent to an
occupant of the specific vehicle based on a direction from
the verification module.

Note that the system may include a contribution module
for determining a contribution of a driver of the specific
vehicle to said incident. This contribution module may use
the vehicle-related data in determining the contribution.
Additionally, the contribution module may also use external
data, with the external data being from a data source
unrelated to a condition or operation of the specific vehicle.

For the incident detection module, 1t may use a neural
network. As well, the contribution module may also com-
prise a neural network.

It should be clear that the various method aspects of the
present invention may take the form of non-transitory com-
puter-readable media having encoded thereon computer-
readable and computer-executable instructions that, when
executed, implement one or more of the various methods of
the present mnvention.

It should be clear that the various aspects of the present
invention may be implemented as software modules 1n an
overall software system. As such, the present invention may
thus take the form of computer executable mstructions that,
when executed, implements various software modules with
predefined functions.

Additionally, 1t should be clear that, unless otherwise
specified, any references herein to ‘image’ or to ‘1images’
refer to a digital image or to digital 1images, comprising,
pixels or picture cells. Likewise, any references to an ‘audio
file’ or to ‘audio files’ refer to digital audio files, unless
otherwise specified. ‘Video’, ‘video files’, ‘data objects’,
‘data files” and all other such terms should be taken to mean
digital files and/or data objects, unless otherwise specified.

The embodiments of the invention may be executed by a
computer processor or similar device programmed in the
manner of method steps, or may be executed by an elec-
tronic system which 1s provided with means for executing
these steps. Similarly, an electronic memory means such as
computer diskettes, CD-ROMs, Random Access Memory
(RAM), Read Only Memory (ROM) or similar computer
software storage media known in the art, may be pro-
grammed to execute such method steps. As well, electronic
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signals representing these method steps may also be trans-
mitted via a communication network.

Embodiments of the mvention may be implemented in
any conventional computer programming language. For
example, preferred embodiments may be implemented 1n a
procedural programming language (e.g., “C” or “Go”) or an
object-oriented language (e.g., “C++7, “java”, “PHP”,
“PYTHON” or “C#”). Alternative embodiments of the
invention may be implemented as pre-programmed hard-
ware elements, other related components, or as a combina-
tion of hardware and software components.

Embodiments can be implemented as a computer program
product for use with a computer system. Such implementa-
tions may include a series of computer nstructions fixed
either on a tangible medium, such as a computer readable
medium (e.g., a diskette, CD-ROM, ROM, or fixed disk) or
transmittable to a computer system, via a modem or other
interface device, such as a communications adapter con-
nected to a network over a medium. The medium may be
cither a tangible medium (e.g., optical or electrical commu-
nications lines) or a medium implemented with wireless
techniques (e.g., microwave, infrared or other transmission
techniques). The series of computer instructions embodies
all or part of the functionality previously described herein.
Those skilled 1n the art should appreciate that such computer
instructions can be written 1 a number of programming
languages for use with many computer architectures or
operating systems. Furthermore, such instructions may be
stored 1n any memory device, such as semiconductor, mag-
netic, optical or other memory devices, and may be trans-
mitted using any communications technology, such as opti-
cal, infrared, microwave, or other transmission technologies.
It 1s expected that such a computer program product may be
distributed as a removable medium with accompanying
printed or electronic documentation (e.g., shrink-wrapped
soltware), preloaded with a computer system (e.g., on sys-
tem ROM or fixed disk), or distributed from a server over a
network (e.g., the Internet or World Wide Web). Of course,
some embodiments of the invention may be implemented as
a combination of both software (e.g., a computer program
product) and hardware. Still other embodiments of the
invention may be immplemented as entirely hardware, or
entirely software (e.g., a computer program product).

A person understanding this invention may now conceive
ol alternative structures and embodiments or variations of
the above all of which are mtended to fall within the scope
of the invention as defined 1n the claims that follow.

What 1s claimed 1s:

1. A method for determiming a contribution of a driver of
a vehicle to an incident mvolving the vehicle, the method
comprising;

receiving, 1n near real-time, vehicle-related data from a

plurality of sensors attached to the vehicle, wherein the
plurality of sensors collect data related to a condition or
operation of the vehicle;
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inputting at least a portion of the vehicle-related data to a
first neural network configured to generate a simulation
of the incident;

outputting, by the first neural network, the simulation of
the incident;

generating, by a second neural network and based on the
simulation of the incident, predicted data regarding the
incident:;

comparing, by a third neural network, the predicted data
to data from known incidents; and

outputting, by the third neural network, a fault distribution
corresponding to the incident.

2. The method according to claim 1, wherein the plurality

ol sensors comprises at least one of:

a sensor coupled to the vehicle and configured to monitor
conditions external to the vehicle;

a sensor coupled to an internal component of the vehicle;
and

a sensor on a device within the vehicle.

3. The method according to claim 1, wherein the data
from known incidents comprises

data from vehicles similar to the vehicle, gathered from
said vehicles while operating under known incident
conditions.

4. The method according to claim 1, further comprising
determining a probability that the incident has occurred,
based on the vehicle-related data.

5. The method according to claim 1, further comprising
predicting a level of 1njury to occupants of the vehicle, said
prediction being based on the vehicle-related data.

6. The method of claim 1, further comprising verifying
that the incident has occurred, said verifying comprising:

outputting a message to at least one occupant of the
vehicle; and

analyzing a response to the message.

7. The method according to claim 6, further comprising
taking at least one action based on the response and the
vehicle-related data, wherein the at least one action com-
prises at least one of:

an action to mitigate or address possible injuries to
occupants of the vehicle;

an action to mitigate or address possible 1njuries to other
people;

an action to mitigate or address possible damage to the
vehicle; and

an insurance-related action.

8. The method according to claim 1, wherein the vehicle-
related data comprises a velocity of the vehicle.

9. The method according to claim 1, wherein the vehicle-
related data comprises an indication of weather conditions
allecting the vehicle, an indication of traflic conditions
allecting the vehicle, and an indication of visibility corre-
sponding to the vehicle.
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