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A device may receive mnformation related to a first plurality
of individuals and an individual. Each of the first plurality of
individuals may be associated with a respective one or more
accounts. The device may receirve a request to match the
individual and one or more individuals. The device may
determine a match of the individual and the one or more
individuals based on the information. The device may
receive, from a user device associated with the individual, a
selection of an account, of the respective one or more
accounts, associated with another individual of the first
plurality of individuals. The device may provide, for display

to the other individual, a notification that the individual and
the other individual have been matched and that the 1ndi-
vidual selected the account associated with the other indi-
vidual. The device may perform one or more actions related
to completing the transaction using the account.
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REAL-TIME PROCESSING OF REQUESTS
RELATED TO FACILITATING USE OF AN
ACCOUNT

RELATED APPLICATION

This application 1s a continuation of U.S. patent applica-
tion Ser. No. 15/888,277, filed Feb. 35, 2018, which 1s
incorporated herein by reference 1n 1ts entirety.

BACKGROUND

A transaction account may include a checking account, a
savings account, a rewards account, a credit account, a
demand deposit account, and/or the like. A transaction
account may be held by an individual at a financial institu-
tion. A transaction account may be accessible to an owner of
the transaction account at a request by the owner (e.g., “on
demand”). In addition, the transaction account may be
availlable to other individuals, other than the owner of the
account, as directed by the owner of the account.

SUMMARY

According to some possible implementations, a system
may 1include one or more memories; and one or more
processors, communicatively coupled to the one or more
memories, configured to receive, from a plurality of user
devices, information related to a first plurality of individuals
and a second individual. Fach of the first plurality of
individuals may be associated with a respective one or more
accounts. A first individual, of the first plurality of individu-
als, may {facilitate use, by the second individual, of the
respective one or more accounts associated with the first
individual 1n association with completing a transaction. The
one or more processors may be configured to receive a
request to match the second individual and one or more
individuals of the first plurality of individuals. The request
may be received from a user device, of the plurality of user
devices, associated with the second individual. The one or
more processors may be configured to determine a match of
the second individual and the one or more individuals of the
first plurality of individuals after receiving the request to
match the second individual and the one or more individuals
of the first plurality of individuals.

The one or more individuals of the first plurality of
individuals may include the first individual. The one or more
processors may be configured to receive, from the user
device, a selection of an account, of the respective one or
more accounts, associated with the first individual by the
second 1ndividual. The one or more processors may be
configured to provide, for display to the first individual, a
notification that the second individual and the first individual
have been matched and that the second individual selected
the account associated with the first individual. The notifi-
cation may be provided to another user device, of the
plurality of user devices, associated with the first individual.
The one or more processors may be configured to perform
one or more actions related to facilitating use by the second
individual of the account associated with the first individual
to complete the transaction or related to completing the
transaction aiter providing the notification for display.

According to some possible implementations, a non-
transitory computer-readable medium may store one or more
instructions that, when executed by one or more processors,
may cause the one or more processors to receive information
related to a first plurality of individuals and an individual.
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Each of the first plurality of individuals may be associated
with a respective one or more accounts that the first plurality

of individuals can permit the individual to use to complete
a transaction. The one or more instructions, when executed
by the one or more processors, may cause the one or more
processors to recerve a request to match the mdividual and
one or more ndividuals of the first plurality of individuals.
The one or more nstructions, when executed by the one or
more processors, may cause the one or more processors 1o
determine a match of the individual and the one or more
individuals of the first plurality of individuals based on the
information related to the first plurality of individuals and
the 1ndividual.

The one or more instructions, when executed by the one
Or more processors, may cause the one or more processors
to recelve, from a user device associated with the individual,
a selection of an account, of the respective one or more
accounts, associated with another individual of the first
plurality of individuals. The one or more instructions, when
executed by the one or more processors, may cause the one
or more processors to provide, for display to the other
individual, a notification that the individual and the other
individual have been matched and that the individual
selected the account associated with the other individual.
The one or more structions, when executed by the one or
more processors, may cause the one or more processors 1o
perform one or more actions related to completing the
transaction using the account associated with the other
individual.

According to some possible implementations, a method
may include receiving, by a computing system, information
related to a first plurality of individuals or an individual.
Each of the first plurality of individuals may be associated
with a respective one or more accounts. The first plurality of
individuals may be associated with facilitating the individual
to use the respective one or more accounts to complete a
transaction. The method may include receiving, by the
computing system and from a user device associated with
the individual, a request to match the individual and one or
more individuals of the first plurality of individuals. The
method may include determining, by the computing system,
a match of the individual and the one or more individuals of
the first plurality of individuals after recerving the request to
match the individual and the one or more individuals. The
method may include recerving, by the computing system and
from the user device, a selection of an account, of the
respective one or more accounts, associated with another
individual of the one or more individuals. The account may
be used by the imndividual to complete the transaction. The
method may include providing, by the computing system
and for display, a notification to notity the other individual
that the individual and the other individual have been
matched and that the individual selected the account asso-
ciated with the other individual to complete the transaction.
The notification may be provided for display via another
device associated with the other individual. The method may
include performing, by the computing system, one or more
actions related to completing the transaction after providing
the notification for display.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 1s a diagram of an overview of an example
implementation described herein;

FIG. 2 1s a diagram of an example environment in which
systems and/or methods, described herein, may be imple-
mented;
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FIG. 3 1s a diagram of example components of one or
more devices of FIG. 2;

FI1G. 4 1s a flow chart of an example process for real-time
processing of requests related to facilitating use of an
account; and

FIG. 5 1s a diagram of an example implementation relat-
ing to the example process shown in FIG. 4.

DETAILED DESCRIPTION

The following detailed description of example implemen-
tations refers to the accompanying drawings. The same
reference numbers 1n different drawings may identity the
same or similar elements.

An account, such as a transaction account, may be asso-
ciated with various benefits, such as rewards points, dis-
counts, preferential repayment terms, a line of credit, and/or
the like. The benefits associated with an account may only
be available to the account owner and/or specific individuals
that the account owner has approved (e.g., individuals that
the account owner knows and trusts). The process of adding,
an 1mdividual to an account may be time consuming for an
account owner, may consume sigmficant computing
resources (e.g., via manual use of and/or interaction with one
or more computing devices), and/or may be inetlicient.
Further, individuals, such as individuals that the account
owner does not know, may want to use benefits from use of
an account that the individuals do not own, so that both the
individuals using the account may share 1n benefits associ-
ated with the account (e.g., via increased use of the account
for the account owner and via facilitating use of the account
by an 1individual that does not own the account). The current
process for approving an individual to be associated with an
account does not permit an owner ol the account to approve
a large quantity of individuals efliciently and/or 1n a secure
manner and 1s not practicable for doing so on a per trans-
action basis.

As a specific example, an individual may want to com-
plete a transaction at a particular business, at a particular
type of business (e.g., a grocery store, a home goods store,
a gas station, etc.), and/or the like. The business and/or a
financial institution may ofler benefits, such as discounts,
cash back, rewards points, and/or the like to owners of
particular accounts for completing the transaction. In this
case, the individual may not own an account that receives
benefits for the transaction, may have reached a limit for an
account that recerves benelits, may not want to sign up for
an account that receives benefits, and/or the like. In addition,
owners ol accounts that receive benefits may not use all of
the benefits (e.g., during a time period, prior to expiration,
etc.), may have excess spending capacity that would recerve
benefits 11 used, may receive increased benefits from
increased use of the accounts, and/or the like. Currently,
account owners and individuals wanting to complete trans-
actions using accounts of the account owners may not be
capable of identitying each other so that the account owner
benefits from 1ncreased use of the account and the individual
benefits from being able to use the account to complete a
transaction.

Some 1mplementations, described herein, provide an
account matching platform that 1s capable of processing data
related to multiple accounts and/or requests related to using,
the multiple accounts. The matching may be performed
automatically as part of a transaction, or may be based on
user selections prior to completing a transaction. In this way,
the account matching platform may match accounts and
individuals that want to use the accounts to complete trans-

10

15

20

25

30

35

40

45

50

55

60

65

4

actions. For example, the account matching platform can
match hundreds, thousands, millions, etc. of potential
account users with hundreds, thousands, millions of account
owners, 1n a manner not previously possible due to the large
amounts of data processed, lack of a capability to process the
data objectively (e.g., 1n a consistent manner), lack of a
system configured to perform this type of matching, and/or
the like. In addition, this reduces an amount of time needed
for an account owner to select individuals to add to an
account owned by the account owner to permit the individu-
als to use the account. Further, this increases a scale at which
accounts and other individuals who want to use the accounts
can be matched. Further, this provides a marketplace for
owners ol accounts to ofler use of benefits associated with
the accounts to other individuals, and 1n some 1implementa-
tions doing so on a per transaction basis.

FIG. 1 1s a diagram of an overview of an example
implementation 100 described herein. As shown i FIG. 1,
implementation 100 includes multiple first user devices
(e.g., associated with owners of accounts), multiple second
user devices (e.g., associated with individuals who want to
use the accounts), and an account matching platform.

As shown by reference number 110, the first user devices
may provide, to the account matching platform, information
related to first individuals and/or accounts of each of the first
individuals. For example, the first user devices may provide
information related to transaction accounts and/or owners of
the transaction accounts, such as information that identifies
the owners, the transaction accounts, benefits associated
with the transaction accounts, preferences of the owners,
and/or the like. Continuing with the previous example,
accounts that each of the first individuals own may be
associated with benefits, such as rewards points, loyalty
points, cash back, discounts, and/or the like that may be
unused or not received 1if the first individuals do not use the
accounts. The first user devices may provide thousands,
millions, billions, or more data elements associated with
hundreds, thousands, millions or more accounts and/or own-
ers of the accounts.

As shown by reference number 120, the second user
devices may provide, to the account matching platiorm,
information related to second individuals. For example, the
second user devices may provide information related to
individuals that want to use accounts associated with the first
individuals, such as information that identifies the individu-
als, types of transactions for which the individuals want to
use the accounts (e.g., a retail transaction, a fuel transaction,
a travel transaction, and/or the like), preferences of the
second individuals, and/or the like. Continuing with the
previous example, the second individuals may not own
particular accounts (e.g., associated with benefits, retailers,
etc.) and as a result, may not receive benefits, discounts,
and/or the like that would otherwise be received if the
second 1ndividuals owned the particular accounts and used
the particular accounts to complete particular transactions.

As shown by reference number 130, a second user device
may provide, to the account matching platform, a request to
match one or more of the first individuals and a second
individual (e.g., associated with the second user device). For
example, a second individual may request, via a second user
device, to use an account of a first individual for a transac-
tion. Continuing with the previous example, a second indi-
vidual may request to use an account via a merchant website
(e.g., where the merchant website 1s integrated with the
account matching platform), a browser plugin for complet-
ing a transaction, an application on a user device, and/or the
like. The request may include imnformation that identifies a
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type of transaction for which the second individual wants to
use the account of the first individual, information related to
an account of the second individual, a set of credentials
related to the second individual, and/or the like. In some
implementations, the request may be provided as part of an
initiated transaction.

Additionally, or alternatively, the request may be provided
automatically, when a second individual i1s completing a
transaction (e.g., via a transaction terminal, a website, etc.).
For example, the second individual may be pre-enrolled 1n
a service associated with the account matching platform that
causes the account matching platform to automatically 1den-
tify other accounts to use for a transaction associated with
the second individual that can provide an increased benefit
to the second individual. The account matching platform
may recerve hundreds, thousands, millions, or more requests
(e.g., 1n a threshold amount of time, simultaneously, etc.),
thereby receiving a set ol requests that may exceed a
quantity of requests that a human actor can process manu-
ally.

As shown by reference number 140, the account matching
platform may process the information (e.g., related to the
first individuals, the second individuals, the requests from
the second individuals, and/or the accounts of each of the
first individuals) to match the one or more first individuals
and the second 1individual. For example, the account match-
ing platform may match an account of a first individual and
a transaction of a second 1ndividual based on the type of the
transaction and benefits of the account related to the type of
transaction (e.g., some accounts may have better benefits for
particular types of transactions), based on preferences of the
first individuals and/or the second individual, based on
whether the second individual requesting use of the account
has enough money 1n an account of the second individual to
repay the first individual for use of the account, and/or the
like. The account matching platform may optimize an objec-
tive (e.g., maximize cash back for the transaction, maximize
rewards points received for the transaction, maximize a
discount applied to a transaction, minimize processing fees
for a transaction, and/or the like).

As shown by reference number 150, the account matching
platform may perform one or more actions to facilitate use
of an account of a first individual by the second individual
(e.g., alter receiving a selection of a first individual by a
second individual). For example, the account matching
plattorm may perform actions for completing the second
individual’s requested transaction using the account of the
first individual on behalf of the second individual. In some
implementations, the account matching platform may pro-
vide a set of credentials (e.g., an encrypted set of credentials)
to a second user device associated with the second indi-
vidual to use the account, a security token to be used to

complete the transaction using an account of the first indi-
vidual (e.g., after generating the security token), and/or the
like.

The account matching platform may facilitate use of an
account by a second individual (e.g., a potential account
user) that a first individual (e.g., an account owner) knows
(e.g., a trusted individual). Additionally, or alternatively, the
account matching platform may facilitate use of an account
by a second individual that a first individual does not know
(c.g., an untrusted individual). In this way, the account
matching platform may maximize benefits to a first indi-
vidual and/or a second individual (which might not normally
be available to the first individual and/or the second 1ndi-
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vidual) while minimizing a likelihood of a negative impact
to the first individual, such as a negative impact to the first
individual’s credit score.

Additionally, or alternatively, and as another example, the
account matching platform may store, in a data structure,
information related to the second individual to add the
second individual to the account of the first individual.
Additionally, or alternatively, and as another example, the
account matching platform may provide, to a transaction
terminal (not shown), information indicating that the second
individual may use the account of the first individual to
complete a transaction, even though the second individual 1s
not the owner of the account.

For example, the account matching platform may provide
a notification to the transaction terminal and/or a transaction
backend device (not shown in FIG. 1) to cause the transac-
tion terminal and/or the transaction backend device to
request information related to the second individual rather
than the first individual when the second 1ndividual 1s using
the first individual’s account to complete a transaction (e.g.,
information to verify an identity of the second individual).
Additionally, or alternatively, and as another example, the
account matching platform may provide a set of instructions
to the transaction terminal and/or the transaction backend
device to prevent the transaction terminal and/or the trans-
action backend device from requesting, from the second
individual, mput of information, such as a personal 1denti-
fication number (PIN), username/password combination,
and/or the like associated with the account and/or the first
individual. This conserves computing resources of the trans-
action terminal that would otherwise be erroneously con-
sumed preventing the second individual from using the
account of the first individual.

As shown by reference numbers 160-1 and 160-2 the
account matching platform may provide a notification that
the first individual and the second individual have been
matched and/or that the first individual has been selected to
tacilitate, by the second individual, use of an account for a
transaction. For example, the account matching platform
may provide the information for display via a user device
associated with the first individual and a user device asso-
ciated with the second individual. The account matching
plattorm may perform matching of hundreds, thousands,
millions, or more first individuals and/or second individuals
and/or 1n real-time.

In this way, an account matching platform may automati-
cally, and in real-time, match owners of accounts and other
individuals to permit the other individuals to use the
accounts to complete transactions. This reduces or elimi-
nates a need for an owner of an account to add another
individual to the account to permit the other individual to use
the account, thereby conserving time of the owner of the
account. In addition, this increases an efliciency of permit-
ting another individual to use an account by reducing or
climinating a need for an owner of the account to manually
add the other individual to the account to permit the other
individual to use the account. Further, this permits an
individual to use an account for a limited purpose (e.g., a
particular transaction) without needing to provide the indi-
vidual with full access to the account.

As 1ndicated above, FIG. 1 1s provided merely as an
example. Other examples are possible and may differ from
what was described with regard to FIG. 1. For example,
although FIG. 1 describes matching individuals, the imple-
mentations apply equally to matching accounts, offers, and/
or the like, as described elsewhere herein.
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FIG. 2 1s a diagram of an example environment 200 in
which systems and/or methods, described herein, may be
implemented. As shown in FIG. 2, environment 200 may
include a set of user devices 210 (referred to collectively as
“user devices 210” and individually as “user device 2107),
a set of server devices 220 (referred to collectively as “server
devices 220” and individually as “server device 220), an
account matching platform 230 provided within a cloud
computing environment 232 that includes a set of computing
resources 234, a transaction backend device 240, and a
network 250. Devices of environment 200 may interconnect
via wired connections, wireless connections, or a combina-
tion of wired and wireless connections.

User device 210 includes one or more devices capable of
receiving, generating, storing, processing, and/or providing
information associated with an account and/or a transaction
for which the account 1s to be used. For example, user device
210 may include a desktop computer, a mobile phone (e.g.,
a smart phone, a radiotelephone, etc.), a laptop computer, a
tablet computer, a handheld computer, a gaming device, a
wearable communication device (e.g., a smart wristwatch, a
pair of smart eyeglasses, etc.), or a similar type of device. In
some 1mplementations, user device 210 may provide, to
account matching platform 230, information related to an
account to be used to complete a transaction and/or a request
to use the account to complete a transaction, as described
clsewhere herein. Additionally, or alternatively, user device
210 may receive, from account matching platform 230,
information that identifies an account selected to be used to
complete a transaction, as described elsewhere herein.

Server device 220 includes one or more devices capable
of receiving, providing, storing, processing, and/or generat-
ing information associated with an account and/or a trans-
action for which the account 1s to be used. For example,
server device 220 may include a server (e.g., in a data center
or a cloud computing environment), a data center (e.g., a
multi-server micro data center), a workstation computer, a
virtual machine (VM) provided 1n a cloud computing envi-
ronment, or a similar type of device. In some 1mplementa-
tions, server device 220 may include a communication
interface that allows server device 220 to receive mforma-
tion from and/or transmit information to other devices in
environment 200. In some 1mplementations, server device
220 may receive information from account matching plat-
form 230 (e.g., for storage), as described elsewhere herein.
Additionally, or alternatively, server device 220 may provide
stored mformation to account matching platform 230, as
described elsewhere herein.

Account matching platform 230 includes a computing
system of one or more devices capable of processing infor-
mation from user devices 210 and matching accounts with
individuals who want to use the accounts to complete
transactions. For example, account matching platform 230
may include a cloud server or a group of cloud servers. In
some 1implementations, account matching platiorm 230 may
be designed to be modular, such that certain software
components can be swapped i or out depending on a
particular need. As such, account matching platform 230
may be easily and/or quickly reconfigured for different uses.

In some 1mplementations, as shown, account matching
platform 230 may be hosted in cloud computing environ-
ment 232. Notably, while implementations described herein
describe account matching platform 230 as being hosted 1n
cloud computing environment 232, in some implementa-
tions, account matching platform 230 may not be cloud-
based (i1.e., may be implemented outside of a cloud com-
puting environment) or may be partially cloud-based.
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Cloud computing environment 232 includes an environ-
ment that hosts account matching platform 230. Cloud
computing environment 232 may provide computation, soit-
ware, data access, storage, etc. services that do not require
end-user knowledge of a physical location and configuration
of system(s) and/or device(s) that host account matching
platform 230. As shown, cloud computing environment 232
may include a group of computing resources 234 (referred to
collectively as “computing resources 234 and individually

as “‘computing resource 234”).

Computing resource 234 includes one or more personal
computers, workstation computers, server devices, or other
types ol computation and/or communication devices. In
some 1mplementations, one or more computing resources
234 may host account matching platform 230. The cloud
resources may include compute instances executing in com-
puting resource 234, storage devices provided 1n computing
resource 234, data transier devices provided by computing
resource 234, etc. In some implementations, computing
resource 234 may communicate with other computing
resources 234 via wired connections, wireless connections,
or a combination of wired and wireless connections.

As further shown 1 FIG. 2, computing resource 234 may
include a group of cloud resources, such as one or more
applications (“APPs””) 234-1, one or more virtual machines
(“VMs”) 234-2, one or more virtualized storages (“VSs™)
234-3, or one or more hypervisors (“HYPs”) 234-4.

Application 234-1 includes one or more software appli-
cations that may be provided to or accessed by one or more
devices of environment 200. Application 234-1 may elimi-
nate a need to install and execute the software applications
on devices of environment 200. For example, application
234-1 may include software associated with account match-
ing platform 230 and/or any other software capable of being
provided via cloud computing environment 232. In some
implementations, one application 234-1 may send/receive
information to/from one or more other applications 234-1,
via virtual machine 234-2.

Virtual machine 234-2 includes a software implementa-
tion of a machine (e.g., a computer) that executes programs
like a physical machine. Virtual machine 234-2 may be
either a system virtual machine or a process virtual machine,
depending upon use and degree of correspondence to any
real machine by virtual machine 234-2. A system virtual
machine may provide a complete system platform that
supports execution of a complete operating system (“OS”).
A process virtual machine may execute a single program,
and may support a single process. In some implementations,
virtual machine 234-2 may execute on behalf of a user (e.g.,
user device 210), and may manage inirastructure of cloud
computing environment 232, such as data management,
synchronization, or long-duration data transfers.

Virtualized storage 234-3 includes one or more storage
systems and/or one or more devices that use virtualization
techniques within the storage systems or devices of com-
puting resource 234. In some 1mplementations, within the
context ol a storage system, types of virtualizations may
include block virtualization and file virtualization. Block
virtualization may refer to abstraction (or separation) of
logical storage from physical storage so that the storage
system may be accessed without regard to physical storage
or heterogeneous structure. The separation may permit
administrators of the storage system flexibility 1n how the
administrators manage storage for end users. File virtual-
ization may eliminate dependencies between data accessed
at a file level and a location where files are physically stored.
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This may enable optimization of storage use, server con-
solidation, and/or performance of non-disruptive file migra-
tions.

Hypervisor 234-4 may provide hardware virtualization
techniques that allow multiple operating systems (e.g.,
“ouest operating systems”’) to execute concurrently on a host
computer, such as computing resource 234. Hypervisor
234-4 may present a virtual operating platiorm to the guest
operating systems, and may manage the execution of the

guest operating systems. Multiple instances of a variety of
operating systems may share virtualized hardware resources.

Transaction backend device 240 includes one or more
devices capable of authorizing and/or facilitating a transac-
tion. For example, transaction backend device 240 may
include one or more servers and/or computers to store and/or
provide information associated with processing a transaction
via a transaction terminal. In some implementations, trans-
action backend device 240 may request information related
to an account to be used to complete a transaction, as
described elsewhere herein. Additionally, or alternatively,
transaction backend device 240 may process a transaction
using information related to an account, as described else-
where herein.

Transaction backend device 240 may include one or more
devices associated with a financial mstitution (e.g., a bank,
a lender, a credit umion, etc.) and/or a transaction card
association that authorizes a transaction and/or facilitates a
transier of funds or payment between an account associated
with a cardholder of a transaction card and an account of an
individual or business associated with a transaction terminal.
For example, transaction backend device 240 may include
one or more devices of one or more 1ssuing banks associated
with a cardholder of a transaction card, one or more devices
of one or more acquiring banks (or merchant banks) asso-
ciated with a transaction terminal, and/or one or more
devices associated with one or more transaction card asso-
ciations (e.g., VISA®, MASTERCARD®, and/or the like)
associated with a transaction card. Accordingly, based on
receiving information associated with a transaction card
from a transaction terminal, devices of transaction backend
device 240 (e.g., associated with a financial institution or
transaction card association) may communicate to authorize
a transaction and/or transfer funds between the accounts
associated with the transaction card and/or the transaction
terminal.

Transaction backend device 240 may provide or deny
authorization associated with a transaction. For example,
transaction backend device 240 may store and/or provide
information that may allow, or deny, access through an
access point (e.g., a gate, a door, and/or the like) of a secure
location (e.g., a room, a building, a geographical area, a
transportation terminal, and/or the like) based on informa-
tion (e.g., account information, a key, an identifier, creden-
tials, and/or the like) associated with a transaction card
and/or provided by a transaction terminal.

Transaction backend device 240 may include one or more
devices associated with a rewards program associated with
a transaction card and/or an entity (e.g., a financial institu-
tion, a merchant, a service provider, a vendor, and/or the
like) associated with the transaction card and/or a transac-
tion terminal. For example, transaction backend device 240
may authorize the earning and/or redemption of rewards
(e.g., rewards points associated with a transaction card, cash
rewards, client loyalty rewards associated with an entity
associated with a transaction terminal, and/or the like) based
on a transaction processed by a transaction terminal.
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Network 250 1ncludes one or more wired and/or wireless
networks. For example, network 250 may include a cellular
network (e.g., a long-term evolution (LTE) network, a code
division multiple access (CDMA) network, a 3G network, a
4G network, a 5G network, another type of cellular network,
etc.), a public land mobile network (PLMN), a local area
network (LAN), a wide area network (WAN), a metropolitan
area network (MAN), a telephone network (e.g., the Public
Switched Telephone Network (PSTN)), a private network,
an ad hoc network, an intranet, the Internet, a fiber optic-
based network, a cloud computing network, and/or the like,
and/or a combination of these or other types of networks.

The number and arrangement of devices and networks
shown 1n FIG. 2 are provided as an example. In practice,
there may be additional devices and/or networks, fewer
devices and/or networks, diflerent devices and/or networks,
or differently arranged devices and/or networks than those
shown 1n FIG. 2. Furthermore, two or more devices shown
in FIG. 2 may be implemented within a single device, or a
single device shown in FIG. 2 may be immplemented as
multiple, distributed devices. Additionally, or alternatively, a
set of devices (e.g., one or more devices) of environment
200 may perform one or more functions described as being
performed by another set of devices of environment 200.

FIG. 3 1s a diagram of example components of a device
300. Device 300 may correspond to user device 210, server
device 220, account matching platform 230, computing
resource 234, and/or transaction backend device 240. In
some 1mplementations, user device 210, server device 220,
account matching platform 230, computing resource 234,
and/or transaction backend device 240 may include one or
more devices 300 and/or one or more components of device
300. As shown 1n FIG. 3, device 300 may include a bus 310,
a processor 320, a memory 330, a storage component 340,
an mput component 350, an output component 360, and a
communication interface 370.

Bus 310 includes a component that permits communica-
tion among the components of device 300. Processor 320 1s
implemented 1n hardware, firmware, or a combination of
hardware and software. Processor 320 1s a central processing
umt (CPU), a graphics processing unit (GPU), an acceler-
ated processing unit (APU), a microprocessor, a microcon-
troller, a digital signal processor (DSP), a field-program-
mable gate array (FPGA), an application-specific integrated
circuit (ASIC), or another type of processing component. In
some 1mplementations, processor 320 includes one or more
processors capable of being programmed to perform a
function. Memory 330 includes a random access memory
(RAM), a read only memory (ROM), and/or another type of
dynamic or static storage device (e.g., a flash memory, a
magnetic memory, and/or an optical memory) that stores
information and/or instructions for use by processor 320.

Storage component 340 stores information and/or soft-
ware related to the operation and use of device 300. For
example, storage component 340 may include a hard disk
(e.g., a magnetic disk, an optical disk, a magneto-optic disk,
and/or a solid state disk), a compact disc (CD), a digital
versatile disc (DVD), a tloppy disk, a cartridge, a magnetic
tape, and/or another type of non-transitory computer-read-
able medium, along with a corresponding drive.

Input component 350 includes a component that permits
device 300 to receive mformation, such as via user mput
(e.g., a touch screen display, a keyboard, a keypad, a mouse,
a button, a switch, and/or a microphone). Additionally, or
alternatively, input component 350 may include a sensor for
sensing information (e.g., a global positioming system (GPS)
component, an accelerometer, a gyroscope, and/or an actua-
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tor). Output component 360 includes a component that
provides output information from device 300 (e.g., a display,
a speaker, and/or one or more light-emitting diodes (LEDs)).

Communication interface 370 includes a transceiver-like
component (e.g., a transceiver and/or a separate recerver and
transmitter) that enables device 300 to communicate with
other devices, such as via a wired connection, a wireless
connection, or a combination of wired and wireless connec-
tions. Communication intertace 370 may permit device 300
to recerve miormation from another device and/or provide
information to another device. For example, communication
interface 370 may include an Ethernet interface, an optical
interface, a coaxial interface, an infrared interface, a radio
frequency (RF) interface, a universal sernial bus (USB)
interface, a Wi-Fi1 interface, a cellular network interface, or
the like.

Device 300 may perform one or more processes described
herein. Device 300 may perform these processes based on
processor 320 executing software instructions stored by a
non-transitory computer-readable medium, such as memory
330 and/or storage component 340. A computer-readable
medium 1s defined herein as a non-transitory memory
device. A memory device mncludes memory space within a
single physical storage device or memory space spread
across multiple physical storage devices.

Software instructions may be read into memory 330
and/or storage component 340 from another computer-
readable medium or from another device via communication
interface 370. When executed, solftware instructions stored
in memory 330 and/or storage component 340 may cause
processor 320 to perform one or more processes described
herein. Additionally, or alternatively, hardwired circuitry
may be used in place of or 1n combination with software
istructions to perform one or more processes described
herein. Thus, implementations described herein are not
limited to any specific combination of hardware circuitry
and software.

The number and arrangement of components shown in
FIG. 3 are provided as an example. In practice, device 300
may include additional components, fewer components,
different components, or diflerently arranged components
than those shown 1n FIG. 3. Additionally, or alternatively, a
set of components (e.g., one or more components) of device
300 may perform one or more functions described as being
performed by another set of components of device 300.

FIG. 4 1s a flow chart of an example process 400 for
real-time processing of requests related to facilitating use of
an account. In some 1mplementations, one or more process
blocks of FIG. 4 may be performed by account matching,
platform 230. In some implementations, one or more process
blocks of FIG. 4 may be performed by another device or a
group ol devices separate from or imncluding account match-
ing platform 230, such as user device 210, server device 220,
computing resource 234, and/or transaction backend device
240.

As shown 1n FIG. 4, process 400 may include receiving
information related to a first plurality of individuals and/or
a second plurality of individuals (block 410). For example,
account matching platform 230 may receive information
related to a first plurality of individuals and/or a second
plurality of individuals. In some implementations, account
matching platform 230 may receive information when a user
of user device 210 registers with account matching platform
230, when a user of user device 210 mputs the information
(c.g., via a user interface of user device 210), based on
requesting the information (e.g., from server device 220
and/or a user of user device 210), and/or the like. In some
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implementations, an individual of the first plurality of 1ndi-
viduals may be associated with (e.g., own, control, etc.) an
account (e.g., a transaction account, such as a checking
account, a rewards account, a loyalty account, a savings
account, etc.) (referred to herein as an “account owner”).
Additionally, or alternatively, an individual of the second
plurality of individuals may be associated with using an
account of an account owner (referred to herein as a “poten-
tial account user™).

In some implementations, an account owner may permit
a potential account user to use an account associated with the
account owner, such as to complete a transaction. For
example, an account owner may own a transaction card that
receives cash back on transactions for particular items, such
as fuel, groceries, airline tickets, and/or the like. Continuing
with the previous example, the account owner may want to
receive more cash back than the account owner would
otherwise receive through normal use of the account. In this
case, the account owner may offer a portion of the cash back
to be received to potential account users (e.g., mdividuals
that do not own an account, that have reached a limit on an
account, etc.) 1f the potential account users use the account
to complete transactions that result in cash back to the
account owners.

Additionally, or alternatively, and as another example, an
account owner may own an account that receives a discount
for particular types of transactions (e.g., transactions at a
particular retailer, transactions for particular events, etc.).
Continuing with the previous example, the account owner
may have unused discounts that are scheduled to expire, may
have unused discounts for a time period, and/or the like. In
this case, the account owner may want to ofler use of the
account to a potential account user 1n exchange for a fee. In
this way, the account owner can receive a fee for use of the
account owner’s account and the potential account user can
receive a discount on a transaction.

Additionally, or alternatively, and as another example, an
account owner may own an account that receirves rewards
points for particular transactions. Continuing with the pre-
vious example, the account owner may offer a portion of the
rewards points to a potential account user in exchange for
the potential account user using the account to complete
particular transactions.

In some 1mplementations, iformation related to a first
plurality of individuals may include information related to a
plurality of account owners that each own one or more
accounts that are made available, via account matching
platform 230 as described herein, to be used by potential
account users to complete a transaction. For example, the
information may identily the plurality of account owners,
one or more accounts associated with each of the plurality of
account owners, one or more benefits associated with each
of the one or more accounts (e.g., cash back for a transac-
tion, rewards points for a transaction, a discount for a
transaction, etc.), one or more preferences ol each of the
plurality of account owners (e.g., past transaction history of
a potential account user, repayment terms for permitting the
potential account user to use an account, a quantity of
transactions per time period for which an account owner
wants to permit an account to be used by a potential account
user, etc.), and/or the like.

In some 1implementations, account matching platform 230
may update mformation identifying a benefit associated with
an account (e.g., 1n real-time, periodically, according to a
schedule, based on recerving an indication of a change in a
benelflt associated with the account, etc.). For example, a
particular benefit may be included in a set of benefits, each
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of which may be available to an account for a limited
amount of time, during particular times of the year, are
available to accounts associated with individuals that have
threshold credit scores, and/or the like. Additionally, or
alternatively, and as additional examples, different accounts
may recerve diflerent amounts of the same benefit. In these
cases, account matching platform 230 may communicate
with server device 220 to identily current benefits associated
with an account (e.g., by requesting an update to a set of
benelfits to be received 1n association with use of the
account). In this way, account matching platform 230 can
accurately determine a benefit to be recerved 1n association
with use of an account, and/or may maximize a benefit to be
received for a particular type of transaction.

In some implementations, information related to a second
plurality of individuals may include information related to a
plurality of potential account users that want to use one or
more accounts ol one or more account owners. For example,
the plurality of potential account owners may want to use the
one or more accounts to complete a transaction. In some
implementations, information related to potential account
users may identify each of the potential account users, a type
of transaction for which a potential account user wants to use
an account, an objective related to using an account (e.g., an
objective to maximize cash back for a transaction, to mini-
mize a processing fee for a transaction, to receive particular
repayment terms for a transaction, to maximize a discount
applied to a transaction, etc.), an amount of money 1n an
account associated with the potential account user, a history
of the potential account user with respect to using an account
of an account owner to complete a transaction, an account of
the potential account user that 1s to use the account of the
account owner, a location of the potential account user,
and/or the like.

In some implementations, account matching platform 230
may provide, to user device 210, a request to provide
information related to an account owner. In some 1mple-
mentations, account matching platform 230 may provide a
request to user device 210 associated with an account owner
based on determining that one or more benefits associated
with an account of the account owner are unused, are within
a threshold amount of time of expiring, match imnformation
related to a potential account user, and/or the like.

For example, account matching platform 230 may deter-
mine that a threshold quantity of potential account users
have completed a particular type of transaction (e.g., a retail
transaction), and may further determine that an account
owner has an account that, 1f used by a potential account user
to complete the particular type of transaction, would result
in a benefit to the account owner. In this way, account
matching platform 230 may automatically, and 1n real-time
or near real time, i1dentily an account owner that might
benefit from permitting a potential account user to use an
account associated with the account owner. In some 1mple-
mentations, account matching platform 230 may receive
information related to an account owner after providing a
request for the information to user device 210 associated
with the account owner.

In some implementations, account matching platform 230
may provide, to user device 210 associated with a potential
account user, a request to provide information related to the
potential account user. In some 1mplementations, account
matching platform 230 may provide a request to user device
210 associated with a potential account user based on
determining that the potential account user has completed a
threshold quantity of a type of transaction for which the
potential account user could receive a benefit from using an
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account of an account owner, based on determining, 1n
real-time or near real-time, that account matching platform
230 1s completing a particular type of transaction (e.g., for
which the potential account user could receive a benefit from
using an account of an account owner), based on determin-
ing that user device 210 associated with the potential
account owner 1s at a particular location (e.g., a geographic
location, a particular retail location, etc.), based on deter-
mining that information related to the potential account user
matches information related to one or more account owners,
and/or the like. In this way, account matching platform 230
may i1dentily, in real-time or near real-time, a potential
account user that might benefit from using an account of an
account owner to complete a transaction.

In some implementations, account matching platform 230
may receive mformation related to an account owner and/or
a potential account user via a web 1nterface. For example, an
account owner and/or a potential account user may register
for a service provided by account matching platform 230 via
a web 1nterface associated with account matching platform
230 (e.g., a web interface provided for display via user
device 210) and may provide information via the web
interface when registering for the service. Additionally, or
alternatively, account matching platform 230 may receive
information related to an account owner and/or a potential
account user via an application (e.g., executing on user
device 210 associated with an account owner or a potential
account user). For example, an account owner and/or a
potential account user may mput information via the appli-
cation 1n association with registering for a service provided
by account matching platform 230, populating a user profile
stored by account matching platform 230, and/or the like.

Additionally, or alternatively, account matching platform
230 may receive the mformation based on a location of an
account owner and/or a potential account user. For example,
user device 210 may communicate with a wireless beacon
device at a location and may recerve mformation related to
an account owner and/or a potential account user from user
device 210 (e.g., after requesting permission to receive the
information from a user of user device 210 via the wireless
beacon device and/or after determining the location of user
device 210 based on user device 210 communicating with
the wireless beacon device). Additionally, or alternatively,
and as another example, account matching platform 230
may recerve the information based on an account owner
and/or a potential account user scanning a quick response
(QR) code (e.g., which may cause user device 210 to prompt
a user of user device 210 for information, to provide
information to account matching platform 230, etc.).

In this way, account matching platform 230 may receive
information related to a first plurality of imndividuals (e.g.,
account owners) and/or a second plurality of individuals
(e.g., potential account users) to permit account matching
platform 230 to match the first plurality of individuals and
the second plurality of individuals.

As further shown in FIG. 4, process 400 may include
receiving a request to match an individual of the second
plurality of individuals and one or more individuals of the
first plurality of individuals to permit the individual to use
one or more accounts associated with the one or more
individuals (block 420). For example, account matching
plattorm 230 may receive a request to match a potential
account user and one or more account owners to permit the
potential account user to use one or more accounts associ-
ated with the one or more account owners. In some 1mple-
mentations, account matching platform 230 may receive a
request from user device 210, when a user of user device 210
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provides input to cause user device 210 to provide a request
(e.g., via a user interface of an application executed on user
device 210), and/or the like. In some implementations,
account matching platform 230 may determine to match a
transaction and an account of an account owner based on a
request.

In some 1mplementations, a request may relate to match-
ing one or more account owners and a potential account user
based on information related to the plurality of account
owners and information related to the plurality of potential
account users. Additionally, or alternatively, a request may
relate to matching offers from one or more account owners
and a potential account user. For example, an offer may
relate to a division of a benefit received from a transaction
(e.g., sharing of cash back, rewards points, etc. for a trans-
action), a need ol an account owner and/or a potential
account user (e.g., a need for a discount, a purchase from a
particular retailer, etc.), a transaction of a threshold value,
and/or the like. Additionally, or alternatively, a request may
relate to matching an account of an account owner and a
potential account user. For example, a request may relate to
matching preferences related to an account of an account
owner and preferences of a potential account user, a type of
transaction for which the potential account user wants to use
the account, and/or the like.

In some 1implementations, account matching platform 230
may receive a request from a potential account user based on
providing information for display to user device 210 asso-
ciated with the potential account user. For example, account
matching platform 230 may determine a location of user
device 210 associated with the potential account user (e.g.,
prior to recerving a request from the potential account user).
Continuing with the previous example, account matching
platform 230 may determine that an account of an account
owner can be used to complete a transaction related to the
location of the potential account user and may provide, to
user device 210 associated with the potential account user,
a notification for display to notity the potential account user
of an availability of an account of the account owner that can
be used to complete a transaction. In this case, account
matching platform 230 may receive a request after providing,
the notification to user device 210 for display.

In some 1implementations, account matching platform 230
may receive a request to match based on mput via a user
interface associated with account matching platform 230
(c.g., a web-based user interface, an interface associated
with an application executing on user device 210, etc.).
Additionally, or alternatively, account matching platform
230 may receive a request via an application (e.g., executing
on user device 210 associated with a potential account user).
Additionally, or alternatively, account matching platform
230 may receive a request via a third party portal via which
a merchant can be accessed (e.g., via a web browser).
Additionally, or alternatively, account matching platform
230 may receive a request via a plugin associated with a
browser.

Additionally, or alternatively, account matching platform
230 may receive a request when a potential account user
uses a transaction card to complete a transaction (e.g.,
account matching platform 230 may receive a request auto-
matically and seamlessly without mnput from a potential
account user). For example, account matching platform 230
may automatically receive information related to the trans-
action (e.g., a location of the transaction, an amount of the
transaction, items and/or services being obtained with the
transaction, etc.) when the potential account user uses the
transaction card to complete the transaction. Continuing,
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with the previous example, account matching platform 230
may process the information to determine whether an
account associated with an account owner could be used to
complete the transaction, could provide benefits that exceed
what the potential account user would recerve via use of the
transaction card, and/or the like. In this case, the potential
account user may have opted-in to such a service.

In some 1implementations, account matching platform 230
may determine one or more offers for a transaction (e.g., to
be presented to a user of user device 210 for selection). For
example, an offer may 1dentity a benefit to be received by a
potential account user for using an account to complete a
transaction, a fee to be charged for using an account to
complete a transaction, and/or the like. In some 1implemen-
tations, an offer may be determined on behalf of an account
owner that owns an account to be used by a potential account
user to complete a transaction. Additionally, or alternatively,
an ofler may be determined on behalf of a potential account
user who 1s to use an account of an account owner to
complete a transaction.

In some 1implementations, account matching platform 230
may determine an offer based on a benefit associated with an
account to be used to complete a transaction (e.g., a per-
centage of a benefit, a threshold amount of a benefit, etc.),
a value of a transaction (e.g., a percentage of a value of a
transaction, whether a value of a transaction satisfies a
threshold, etc.), historical oflers made for similar transac-
tions that were accepted (e.g., as i1dentified using machine
learning, artificial intelligence, etc.), a risk associated with a
transaction for an account owner of an account to be used to
complete the transaction (e.g., whether account matching
plattorm 230 has vernfied that the potential account user
using the account has money to repay the transaction, a
credit score for a potential account user that 1s to use the
account, etc.), and/or the like. As a specific example, account
matching platform 230 may identily a baseline offer based
on historical oflers for similar transactions (e.g., transactions
for 1items 1n similar categories, for transactions that have a
value within a threshold of the transaction, etc.) and may
adjust the offer (e.g., increase the ofler or decrease the otler)
based on a value of the transaction.

In this way, account matching platform 230 may receive
a request to match an individual of the second plurality of
individuals (e.g., a potential account user) and one or more
individuals of the first plurality of individuals (e.g., account
owners) to permit the potential account user to use one or
more accounts associated with the one or more account
OWNETLS.

As further shown in FIG. 4, process 400 may include
determining a match of the individual and the one or more
individuals (block 430). For example, account matching
plattorm 230 may determine a match of the individual (e.g.,
a potential account user) and the one or more individuals
(c.g., one or more account owners). In some 1mplementa-
tions, account matching platform 230 may determine a
match based on receiving a request from user device 210,
based on mput from a user of user device 210 and/or account
matching platform 230, and/or the like. In some 1implemen-
tations, account matching platform 230 may determine a
match of individuals, accounts associated with the individu-
als, offers associated with the accounts, particular transac-
tion cards associated with the accounts (e.g., transaction
cards associated with retailers, particular transaction cards
associated with a financial institution, etc.), and/or the like.

In some 1implementations, account matching platform 230
may determine a match based on a request from a potential
account user (e.g., based on information related to the
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potential account user included 1n the request). For example,
account matching platform 230 may determine a location of
a potential account user after receiving a request and may
determine a match of the potential account user and an
account owner based on the location of the potential account
user. Additionally, or alternatively, account matching plat-
form 230 may determine a match based on a request to
match an offer and a transaction. For example, a request may
identily a transaction and/or information related to a trans-
action (e.g., a type of the transaction, an amount of the
transaction, an objective for the transaction, such as receiv-
ing a threshold quantity of rewards points, etc.), and account

l

matching platform 230 may identily one or more oflers
associated with accounts that match the transaction and/or
the imformation related to the transaction (e.g., that can
satisty the objective).

In some implementations, account matching platform 230
may determine a match based on one or more preferences
associated with a potential account user and/or an account
owner. For example, account matching platform 230 may
process information related to the potential account user
and/or the account owner to identily one or more prefer-
ences related to the potential account user and/or the account
owner and may determine a match of the potential account
user and the account owner based on the one or more
preferences.

Additionally, or alternatively, account matching platform
230 may determine a match based on a type of transaction
for which an account of an account owner 1s to be used. For
example, account matching platform 230 may process infor-
mation included 1n a request from a potential account user to
identify a type of a transaction for which an account asso-
ciated with the account owner 1s to be used. Continuing with
the previous example, account matching platform 230 may
identify an account of the account owner as a match for the
potential account user based on the account being associated
with the type of transaction, being associated with a thresh-
old amount of benefits for the type of transaction, being
associated with one or more types of transactions identified
by a preference of the account owner, and/or the like.

Additionally, or alternatively, account matching platform
230 may determine a match based on an amount of a
transaction. For example, account matching platform 230
may process information included in a request from a
potential account user to identily an amount of a transaction.
Continuing with the previous example, account matching
platform 230 may determine a match based on an amount of
a transaction satisiying a threshold (e.g., indicating a thresh-
old level of risk associated with the transaction), being
associated with an amount of benefits that satisfies a thresh-
old, whether an amount associated with a transaction 1s less
than an amount of credit remaining for a line of credit of the
account owner, and/or the like.

Additionally, or alternatively, account matching platform
230 may determine a match based on an objective to be
optimized (e.g., an objective to be maximized, to be mini-
mized, to be satisfied, etc.). For example, an objective may
include an amount of cash back received 1n association with
a transaction, an amount of rewards points received 1n
assoclation with a transaction, an amount of a discount
applied to a transaction, and/or the like. In some 1implemen-
tations, account matching platform 230 may determine to
optimize an objective associated with a transaction. For
example, account matching platform 230 may process infor-
mation related to an account owner and/or a potential
account user to determine an objective to optimize, may
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process 1mnformation included 1n a request to determine an
objective to optimize, and/or the like.

In some 1implementations, account matching platform 230
may use machine learning, artificial intelligence, and/or the
like to determine a match. In some implementations, account
matching platform 230 may generate a model for matching
account owners and potential account users (e.g., using
training data that identifies matches between the account
owners and the potential account users, historical data that
identifies matches between the individuals and the other
individuals, etc.). For example, a generated model may
relate to potential account users that an account owner has
selected 1n the past, offers that a potential account user has
selected 1n the past, and/or the like. In some 1mplementa-
tions, account matching platform 230 may use a generated
model to match account owners and potential account users
for transactions.

In this way, account matching platform 230 may process
unstructured data related to account owners and/or potential
account users to determine a match (e.g., data that cannot be
processed by a human actor), thereby increasing an efli-
ciency of matching the account owners and the potential
account users. Additionally, or alternatively, 1in this way,
account matching platform 230 may 1dentify matches using
data where algorithmic methods consume significant com-
puting resources and/or a significant amount of time, thereby
conserving computing resources of account matching plat-
form 230 and/or reducing an amount of time needed to
determine a match.

In some 1implementations, account matching platform 230
may 1dentily values for one or more factors related to a
potential account user, a transaction, or an account owner.
For example, the one or more factors may include a value of
a transaction, a location of the transaction, an item and/or
service being obtained with the transaction, a preference of
an account owner or a potential account user, a benefit
associated with an account, an objective associated with the
transaction and/or an account, and/or the like.

In some 1implementations, account matching platform 230
may perform a comparison of values for one or more factors
related to a potential account user, a transaction, and/or an
account owner. For example, account matching platform 230
may determine whether a value satisfies a threshold, whether
a value for a first factor satisfies a value for a second factor,
and/or the like. In some 1implementations, account matching
platform 230 may determine scores for different combina-
tions of a potential account user, a transaction, and/or
account owners based on a result of performing a compari-
son. For example, account matching platform 230 may
determine a first score for a first combination (e.g., where
values of factors satisiy corresponding thresholds), a second
score for a second combination (e.g., where values of factors
for the second combination satisty values for factors for
another combination), and/or the like. In some 1mplemen-
tations, account matching platform 230 may determine a
match based on a score for a combination satisfying a
threshold and may output a list of accounts that match a
potential account user and/or a transaction.

In some 1implementations, account matching platform 230
may determine a score for an account owner and/or a
potential account user. For example, a score may indicate an
extent to which the account owner and the potential account
user match, an extent to which an account owner and a
potential account user match, an extent to which an account
owner and a transaction match, and/or the like. Continuing
with the previous example, a score may indicate an extent to
which information related to the account owner and the
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potential account user match, an extent to which an offer
from the account owner matches a transaction and/or a
preference related to the potential account user, an amount
ol a benefit that can be received 1n association with using an
account of the account owner to complete a transaction, an
extent to which an objective can be optimized, an extent to
which information related to the account owner or the
potential account user satisfies a preference of the account
owner and/or the potential account user, and/or the like.

In some 1mplementations, a score may be a weighted
score (e.g., where different information related to an account
owner or a potential account user 1s weighted differently,
where different factors, such as a preference, an objective, a
benefit, etc., are weighted diflerently, etc.), an average score
(e.g., of scores for information and/or factors related to the
account owner or the potential account user, of scores for
multiple 1terations of matching account owners and potential
account users, etc.), and/or the like. In some 1mplementa-
tions, account matching platform 230 may determine scores
for values of multiple factors and may determine a score for
an account owner, a transaction, and/or a potential account
user based on the scores for the multiple factors (e.g., an
average of the scores, based on different weightings for the
scores, etc.).

In some implementations, account matching platform 230
may receive information that identifies a rank of factors to
be used to 1dentity an account, an offer, and/or an 1ndividual.
In some implementations, account matching platform 230
may determine a score based on the information 1dentifying
the rank of the factors. For example, account matching
plattorm 230 may adjust a score for an individual, an
account, or an offer based on the rank of factors.

In some implementations, account matching platform 230
may determine a match based on a score for an account
owner and/or a potential account user. For example, account
matching platform 230 may determine a match by identify-
ing the highest score relative to other scores, a score that
satisfies a threshold, and/or the like.

As a specific example, account matching platform 230
may use information that identifies a credit score of a
potential account user, a value of a transaction, a transaction
history of a potential account user, whether the potential
account user 1s a preferred user of account matching plat-
form 230, a quantity of transactions that the potential
account user has completed using account matching plat-
form 230, and/or the like. In some implementations, account
matching platform 230 may identify potential account own-
ers whose preferences match the information. Additionally,
or alternatively, account matching platform 230 may gen-
erate a score for the potential account user (e.g., a score
based on the information, a score that indicates a match
between the information and preferences of an account
owner, etc.). In some implementations, account matching
plattorm 230 may select one of the account owners as a
match for the potential account user. For example, account
matching platform 230 may select an account owner for
which the score related to the potential account user 1s
highest relative to other scores associated with other account
owners, and/or the like.

In some implementations, account matching platform 230
may provide, to user device 210 for display, information
identifying matched individuals, accounts, offers, and/or the
like. For example, account matching platform 230 may
provide, to user device 210 associated with a potential
account user, information i1dentifying other individuals,
accounts, oflers, and/or the like with which the potential
account user was matched. Additionally, or alternatively,
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and as another example, account matching platform 230
may provide, to user device 210 associated with an account
owner, information identifying other individuals, accounts,
oflers, and/or the like with which the individual 1s matched.

In some 1implementations, account matching platform 230
may receive, from user device 210, a selection of an indi-
vidual, an account, an offer, and/or the like (e.g., after
providing a notification to request input to approve use of an
account to complete a transaction). For example, a user of
user device 210 may input a selection related to using an
account to complete a transaction. In some implementations,
account matching platform 230 may provide, for display via
user device 210, a notification that an individual, an account,
and/or an ofler and another individual, another account,
and/or another ofler have been matched. Additionally, or
alternatively, account matching platform 230 may provide,
for display via user device 210, a notification that a particu-
lar individual, account, and/or ofler has been selected to
complete a transaction.

In some 1implementations, account matching platform 230
may select an individual, an account, and/or an offer for a
transaction. For example, account matching platform 230
may determine oflers for a transaction based on benefits
associated with accounts related to the offers (e.g., a per-
centage of the benefits, a threshold value, etc.), based on
other oflers presented for similar transactions (e.g., 1denti-
fied using machine learning, artificial intelligence, etc.),
and/or the like, and may select an offer (e.g., an offer with
the highest score, an offer optimizes an objective, etc.). In
some 1mplementations, an offer may relate to a benefit that
1s shared with an individual using another individual’s
account to complete a transaction. In some implementations,
account matching platform 230 may provide, to user device
210, information i1dentifying various oflers to permit a user
of user device 210 to select an ofler.

In some 1implementations, account matching platform 230
may determine that a potential account user i1s to use an
account (e.g., a benefit account) to complete a transaction
(e.g., based on selection of the account by a potential
account user, based on selection of the account by account
matching platform 230, etc.). In some implementations,
account matching platform 230 may store mnformation 1den-
tifying that a potential account user 1s to use an account to
complete a transaction. For example, storing this informa-
tion may {facilitate use of the account by the potential
account user.

In this way, account matching platform 230 may deter-
mine a match of the individual (e.g., a potential account
user) and the one or more individuals (e.g., account owners).

As further shown in FIG. 4, process 400 may include
performing one or more actions related to permitting the
individual to use the one or more accounts associated with
the one or more 1ndividuals and/or to complete a transaction
(block 440). For example, account matching platform 230
may perform one or more actions related to permitting the
individual (e.g., a potential account user) to use the one or
more accounts (e.g., facilitating use of the one or more
accounts) associated with the one or more individuals (e.g.,
account owners) and/or to complete a transaction. In some
implementations, account matching platform 230 may per-
form one or more actions after determining a match of a
potential account user and one or more account owners.

In some 1implementations, account matching platform 230
may provide, to user device 210, server device 220, trans-
action backend device 240, and/or a transaction terminal,
account information (e.g., encrypted information that 1den-
tifies an account, a financial institution related to the
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account, a PIN, an identifier associated with a transaction
card, etc.) to be used to complete a transaction. For example,
account matching platform 230 may provide account infor-
mation to server device 220 to complete an online transac-
tion. Additionally, or alternatively, and as another example,
account matching platform 230 may provide account infor-
mation to user device 210 so that user device 210 can be
used to complete a mobile payment transaction. Addition-
ally, or alternatively, and as another example, account
matching platform 230 may provide account information to
a transaction terminal and/or transaction backend device 240
so that the transaction terminal and/or transaction backend
device 240 can approve a transaction, can complete a
transaction, and/or the like.

In some 1implementations, account matching platform 230
may provide, to transaction backend device 240 and/or a
transaction terminal, information that indicates that a poten-
tial account user will be completing a transaction using an
account associated with an account owner. In some 1mple-
mentations, the information indicating that the potential
account user will be completing a transaction using an
account associated with the account owner may cause trans-
action backend device 240 and/or a transaction terminal to
modily operations of transaction backend device 240 and/or
the transaction terminal related to verifying account infor-
mation to complete a transaction. For example, when
account matching platform 230 provides account informa-
tion and/or information indicating that a potential account
user will be using the account to complete a transaction to
a transaction terminal and/or transaction backend device
240, the transaction terminal and/or transaction backend
device 240 may not request mput of account information
from a user of the transaction terminal, may request input of
information related to the user of the transaction terminal
(e.g., a username/password combination, a PIN, etc.) rather
than account information related to the account that the user
1s using, and/or the like.

In some 1mplementations, account information that
account matching platform 230 provides may be encrypted.
For example, encrypted account information may be pro-
vided to account matching platiorm 230 and/or transaction
backend device 240 from user device 210 to complete a
transaction and account matching platform 230 and/or trans-
action backend device 240 may decrypt the account infor-
mation to complete the transaction. Additionally, or alterna-
tively, and as another example, account information may be
provided 1n the form of a security token that user device 210
and/or another device provides to transaction backend
device 240 and/or account matching platform 230 to com-
plete a transaction. In some implementations, account
matching platform 230 may store a record that limits use of
account information. For example, account matching plat-
form 230 may limit use of account information or a security
token to a particular amount of time after providing the
account information or the security information, to a par-
ticular transaction (e.g., based on recerving, from transaction
backend device 240, information that identifies a transaction
tor which the account information 1s to be used), and/or the
like.

In some implementations, account matching platform 230
may store information 1dentifying a potential account user as
an authorized user of an account (e.g., may update an
account to i1dentily the potential account user as an autho-
rized user of the account). For example, an account owner
may mput mformation to account matching platform 230 to
identify the potential account user as an authorized user.
Additionally, or alternatively, and as another example, when
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account matching platform 230 matches an account owner
and a potential account user, account matching platform 230
may store mformation identifying the potential account user
as an authorized user of an account of the account owner.
This facilitates use of an account by a potential account user,
by permitting the potential account user to use the account
as an authorized user. In some implementations, account
matching platform 230 may store information identifying a
potential account user as an authorized user for a particular
period of time, until an account owner removes an 1ndication
that the potential account user 1s an authorized user, until a
particular transaction has been completed, based on a timer
that indicates an amount of time during which a potential
account user 1s to be an authorized user of an account (e.g.,
based on detecting expiration of the timer after starting the
timer), and/or the like.

In some 1implementations, to facilitate use of an account
by a potential account user 1dentified as an authorized user,
account matching platform 230 may provide information to
user device 210 associated with the potential account user to
configure user device 210 to store a virtual transaction card
on user device 210 associated with the account. Addition-
ally, or alternatively, account matching platform 230 may
provide a security token to user device 210 that stores
account information for an account and/or permits a holder
of the security token to complete a transaction using an
account. Additionally, or alternatively, account matching
platiorm 230 may provide a security token to transaction
backend device 240 and/or a transaction terminal so that
transaction backend device 240 and/or the transaction ter-
minal can verily a security token provided by a potential
account user when using an account to complete a transac-
tion.

Additionally, or alternatively, a potential account user
may log 1n to account matching platform 230 and may use
an account associated with an account owner to complete a
transaction (e.g., where a dashboard associated with account
matching platform 230 displays accounts for which the
potential account user 1s 1dentified as an authorized user of
the account but without showing the potential account user
account information for the account). This permits the
potential account user to use an account of an account owner
without having access to account information related to the
account, thereby increasing security of the account when a
non-account owner 1s using the account. Additionally, or
alternatively, account matching platform 230 may send a
message to server device 220 to cause a financial institution
to 1ssue a potential account user a transaction card (e.g.,
when a potential account user and an account owner are
matched for a longer term relationship, such as weeks,
months, years, etc.).

Additionally, or alternatively, account matching platiform
230 may provide information to transaction backend device
240 to cause transaction backend device 240 to cause a
transaction terminal to request 1dentifying information for
the potential account user rather than the account owner 1t
the potential account user 1s completing an i-person trans-
action. Additionally, or alternatively, account matching plat-
form 230 may cause transaction backend device 240 to
complete a transaction using information identifying a
potential account user when the potential account user inputs
the information to complete an online transaction. Addition-
ally, or alternatively, account matching platform 230 may
provide a push noftification to user device 210 associated
with an account owner to request mput from the account
owner to approve use of an account associated with the
account owner by a potential account user.
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In some 1implementations, account matching platform 230
may determine whether an account associated with a poten-
t1al account user has an amount of money that can repay
(plus 1nterest, fees, etc.) an account owner for a transaction
based on information related to the potential account user
using an account associated with the account owner, whether
the amount of money satisfies a threshold, and/or the like.
For example, account matching platform 230 may receive,
from server device 220, information related to an account of
a potential account user, and account matching platform 230
may process the information to determine whether the
amount of money 1n the account satisfies a threshold.

In some 1implementations, account matching platform 230
may receive an amount of money from an account of an
individual that used an account owner’s account prior to
performing an action to complete a transaction using the
account owner’s account (e.g., to ensure repayment for the
account owner, to reduce risk for the account owner, etc.). In
some 1mplementations, account matching platform 230 may
perform an action to complete a transaction after receiving
an amount of money from an account of a potential account
user.

In some implementations, account matching platform 230
may provide, to a transaction card associated with an 1ndi-
vidual who 1s to use another individual’s account, a set of
instructions to reconfigure the transaction card. For example,
the set of instructions may cause the transaction card to
reconfigure to use account immformation associated with an
account of an account owner (e.g., so that the individual can
use the account to complete a point-oi-sale transaction).

In some implementations, account matching platform 230
may update one or more records. For example, account
matching platform 230 may update a record related to an
account that 1s used to complete a transaction (e.g., to
identify that the account was used to complete the transac-
tion). Additionally, or alternatively, and as another example,
account matching platform 230 may update a record to
reflect that an individual used an account associated with an
account owner to complete a transaction (e.g., to 1dentily
that the individual used the account to complete the trans-
action). Additionally, or alternatively, account matching
platform 230 may update a record related to an account to
identify that the account and a transaction have been
matched. In some implementations, account matching plat-
form 230 may update the one or more records after com-
pleting a transaction.

In some implementations, account matching platform 230
may receive mformation related to a transaction that has
been completed (e.g., an amount of the transaction, an
account owner of an account used to complete the transac-
tion, an individual that used the account, a set of benefits
received for using the account to complete the transaction,
etc.). In some implementations, account matching platform
230 may 1dentily an offer that corresponds to the transaction
(e.g., so that account matching platform 230 may determine
a manner in which to divide a set of benefits among various
accounts). For example, account matching platform 230 may
perform a lookup of an 1dentifier that 1dentifies the transac-
tion and/or the account used to complete the transaction in
a data structure to i1dentily a corresponding offer associated
with the transaction.

In some implementations, account matching platform 230
may determine a manner 1n which to divide a set of benefits
among various accounts based on the offer (e.g., an account
associated with an account owner and an account associated
with a potential account user). For example, the offer may
identily a percentage of rewards points recerved that each of
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the accounts are to receive, an amount of money to be
provided to the account of the potential account user for each
rewards point received for completing the transaction, a
percentage of a discount by the potential account user for
using the account to be charged to the account of the
potential account user for use of the account, a schedule of
values to be provided to the potential account user for
different transaction amounts and/or amounts ol benefits
received by the account owner, and/or the like. In some
implementations, account matching platform 230 may pro-
cess data related to an offer to 1dentily a manner 1n which to
divide a set of benefits (e.g., using a text processing tech-
nique, such as natural language processing, text analysis,
optical character recognition (OCR), etc. to identily terms,
phrases, numbers, symbols, etc. i text of an ofler).

In some 1implementations, account matching platform 230
may determine whether to provide the same type of benefit,
or diflerent types of benefits, to various accounts for com-
pleting a transaction. For example, account matching plat-
form 230 may determine whether to provide the same type
of benefit, or different types of benefits, based on a type of
benellt recerved for completing a transaction, an amount of
a benefit received for completing a transaction, a conversion
ratio of a benefit to money, and/or the like. Continuing with
the previous example, account matching platform 230 may
determine to provide money to an account owner for a
discount received by a potential account owner, may deter-
mine to provide money to a potential account user for use of
an account that received rewards points (e.g., where a
threshold quantity of rewards points are equivalent to one
dollar), and/or the like. In some 1mplementations, account
matching platform 230 may update various accounts with
the same type or diflerent types ol benefits.

In some 1implementations, account matching platform 230
may modily a manner in which a set of benefits 1s to be
divided based on one or more other offers. For example,
account matching platform 230 may modily a first offer to
match a second offer associated with another account, may
modily a first offer to match an average of other offers, may
modily a first offer to be more beneficial for an 1individual
based on a history of the individual using accounts to
complete transactions, and/or the like.

In some implementations, account matching platform 230
may update various accounts to include corresponding por-
tions ol benefits divided among the various accounts. For
example, account matching platform 230 may update benefit
accounts associated with the account owner and/or the
potential account user, may credit or debit transaction
accounts associated with the account owner and/or the
potential account user, and/or the like. In some 1implemen-
tations, account matching platform 230 may update an
account by providing, to server device 220 that hosts the
account, information that identifies a portion of a benefit to
be received by the account.

In some implementations, account matching platform 230
may output a report aiter the account has been updated and
the report has been generated (e.g., a report that includes
information related to a transaction and/or a benefit received
in association with completing the transaction). Addition-
ally, or alternatively, account matching platform 230 may
send a message to user device 210 (e.g., of an account owner
or a potential account user) to indicate that the transaction
has been completed, that 1dentifies a set of benefits that have
been divided among various accounts, and/or the like.
Additionally, or alternatively, account matching platform
230 may request feedback (e.g., a rating, a comment, etc.)
regarding use of the account to complete a transaction (e.g.,
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via user device 210 of an account owner or a potential
account user) and may update a record related to the account
owner or the potential account user based on the feedback.

In some 1implementations, account matching platform 230
may complete a transaction using the account (e.g., by
confirming that a potential account user 1s an authorized user
of an account, confirming authenticity of a security token,
etc.). In some implementations, account matching platform
230 may perform an action to prevent a potential account
user from using an account for another transaction based on
the transaction being completed (e.g., may revoke a security
token, may remove an indication of the individual being an
authorized user of the account, etc.). As a specific example,
account matching platform 230 may provide, to transaction
backend device 240, information to prevent a security token
associated with permitting use of an account from being
used for a transaction.

In some implementations, account matching platform 230
may generate an account for an individual by communicat-
ing with server device 220. For example, when a benefit,
such as rewards points, 1s shared with an individual, account
matching platform 230 may communicate with server device
220 to generate an account for the rewards points for the
individual.

In some implementations, account matching platform 230
may provide, to transaction backend device 240, a set of
instructions to process a transaction. For example, account
matching platform 230 may provide the set of instructions
alter providing a notification to user devices 210 associated
with an account owner and a potential account owner
indicating that the account owner and the potential account
user have been matched.

In some 1mplementations, the set of instructions may
configure transaction backend device 240 and/or a transac-
tion terminal to process a security token generated by
account matching platform 230. Additionally, or alterna-
tively, the set of instructions may configure transaction
backend device 240 and/or a transaction terminal to com-
municate with account matching platform 230 to complete
the transaction (e.g., so that account matching platform 230
can confirm authenticity of a security token, can confirm that
a potential account user 1s an authorized user of an account,
etc.). Additionally, or alternatively, the set of instructions
may configure transaction backend device 240 and/or a
transaction terminal to request information related to a
potential account user, rather than an account owner, when
completing a transaction. In some implementations, account
matching platform 230 may provide, to transaction backend
device 240 and/or a transaction terminal, a notification that
a transaction has been completed using an account.

In some implementations, account matching platform 230
may recerve, from transaction backend device 240 and/or a
transaction terminal, a request to approve use of an account
(c.g., a benefit account and/or a transaction account) to
complete a transaction.

In some 1implementations, account matching platform 230
may determine that a potential account user 1s an authorized
user of an account. For example, account matching platform
230 may determine that a potential account user 1s an
authorized user by processing information included 1n a data
structure that identifies a set of authorized users for an
account. In some implementations, account matching plat-
form 230 may determine, based on mnformation from trans-
action backend device 240 and/or a transaction terminal, that
a security token provided by a potential account user in
association with completing a transaction was generated for
the potential account user (e.g., by performing a lookup of
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information that identifies a security token provided to
transaction backend device 240 and/or a transaction terminal
in a data structure of generated security tokens and corre-
sponding potential account users). In this way, account
matching platform 230 may authenticate a security token
received by transaction backend device 240 and/or a trans-
action terminal 1n association with a potential account user
using an account of an account owner to complete a trans-
action.

In some 1implementations, account matching platform 230
may determine that a potential account user 1s an authorized
user of an account based on one or more factors. For
example, the one or more factors may include a value of a
transaction, a type of a transaction, a location of a transac-
tion, and/or the like. Continuing with the previous example,
a potential account user may be an authorized user 11 a value
for a transaction satisfies a threshold, 1s being completed at
a particular location, 1s a particular type of transaction (e.g.,
a purchase of gas or groceries), and/or the like.

In some implementations, account matching platform 230
may perform an action to withdraw a value from a transac-
tion account associated with a potential account user after
determining that the potential account user 1s an authorized
user of the account and/or prior to the transaction being
completed. For example, the value withdrawn may satisty
another value associated with the transaction (e.g., may be
used to repay an account owner for using the account to
complete the transaction when the account 1s a transaction
account), may satisiy a fee associated with using the account
to complete the transaction (e.g., may be used to pay a fee),
and/or the like.

In some 1implementations, account matching platform 230
may store the value prior to prior to providing the value to
an account associated with an account owner (e.g., pending
approval of the transaction). In some implementations,
account matching platform 230 may update an account
associated with an account owner with a portion of a value
withdrawn from an account of a potential account user (e.g.,
alter a fee has been charged to the value by a third party
associated with account matching platform 230). In some
implementations, account matching platform 230 may with-
draw the value after verifying that a transaction account of
a potential account user has sutlicient value for the value to
be withdrawn.

In some 1implementations, account matching platform 230
may provide, to user device 210 associated with a potential
account user, information that indicates that a value has been
withdrawn. In some implementations, account matching
platform 230 may provide a withdrawn value to an account
associated with an account owner (e.g., a transaction account
associated with the account owner).

In some implementations, account matching platform 230
may provide, to transaction backend device 240 and/or the
transaction terminal, a set of mstructions to approve the use
of the account by a potential account user. In some 1mple-
mentations, the set of instructions may indicate that the
individual 1s an authorized user of an account, associated
with an account owner, that 1s being used to complete a
transaction. In some implementations, account matching
platform 230 may request, from an account owner (e.g., via
user device 210 associated with the account owner),
approval to complete a transaction using an account asso-

ciated with the account owner and may notily transaction
backend device 240 and/or a transaction terminal that the

account owner has approved the transaction. This improves
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security of an account by requesting confirmation of use of
the account from the account owner prior to completing the
transaction.

In some 1implementations, account matching platform 230
may cause a benelit received by an account of an account
owner (e.g., a benefit account) to be shared among the
account and a benefit account of a potential account user,
similar to that described elsewhere herein. In some 1mple-
mentations, account matching platform 230 may receive,
from server device 220, a benefit to be shared among various
accounts based on a particular account being used to com-
plete a transaction (e.g., prior to dividing the benefit among,
the various accounts). In some implementations, account
matching platform 230 may provide a set of instructions to
server device 220 to generate a benefit account for a poten-
tial account user, 1n a manner similar to that described
clsewhere herein, prior to causing a benefit to be shared.

In some implementations, account matching platform 230
may monitor repayment of an amount of money related to a
transaction. For example, account matching platform 230
may monitor an account associated with an imdividual that
used an account owner’s account to determine whether the
individual has provided a payment to the account owner, an
amount of the payment, whether the payment was provided
and/or received by a deadline, and/or the like. In some
implementations, account matching platform 230 may per-
form an action to facilitate repayment of an amount of
money related to a transaction. For example, account match-
ing platform 230 may send a message to user device 210
associated with an individual that used an account owner’s
account to notify the individual that a payment 1s due.

Additionally, or alternatively, account matching platform
230 may determine a schedule for repaying an amount of
money for a transaction. Additionally, or alternatively, and
as another example, account matching platform 230 may
generate a calendar 1item on an electronic calendar associated
with an individual that used an account owner’s account to
notily the individual that a payment 1s due. Additionally, or
alternatively, and as another example, account matching
plattorm 230 may request, from an individual via user
device 210 associated with the individual, permission to
setup automatic withdrawal of money from an account
associated with the individual to repay an account owner for
use of the account owner’s account. Additionally, or alter-
natively, account matching platform 230 may withdraw
money from an account of an individual and provide the
money to another account of an account owner. For
example, prior to completing a transaction using an account
owner’s account, account matching platform 230 may com-
municate with server device 220 associated with a financial
institution associated with the potential account user to
verily that an account associated with the potential account
user has suflicient money to repay the account owner for use
of the account owner’s account. In some implementations
this may be performed automatically as part of the transac-
tion.

In some 1implementations, account matching platform 230
may recerve updated iformation related to an account, an
account owner, a potential account user, and/or the like. For
example, account matching platform 230 may receive
updated information related to benefits associated with an
account (e.g., an amount of cashback recerved for an
account, an amount ol rewards points received for an
account, etc.) in real-time or near real-time.

Additionally, or alternatively, account matching platform
230 may provide a set of directions, for display, to a location
of an account owner. For example, account matching plat-
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form 230 may match an account owner and a potential
account user based on the account owner and the potential
account user being within a threshold distance from each
other, being at the same location, and/or the like. In this way,
account matching platform 230 may facilitate an in-person
transaction using an account owner’s account. For example,
the account owner may use a transaction card, may input an
account number via a transaction terminal, and/or the like to
complete the potential account owner’s transaction.

In this way, account matching platform 230 may perform
one or more actions related to permitting the individual (e.g.,
a potential account user) to use the one or more accounts
associated with the one or more individuals (e.g., account
owners) and/or to complete a transaction.

Although FIG. 4 shows example blocks of process 400, 1n
some 1mplementations, process 400 may include additional
blocks, fewer blocks, different blocks, or differently
arranged blocks than those depicted 1n FI1G. 4. Additionally,
or alternatively, two or more of the blocks of process 400
may be performed in parallel.

FIG. 5 1s a diagram of an example implementation 500
related to the example process shown in FIG. 4. FIG. 3
shows an example of account matching platform 230 deter-
mining a location of a potential account user and identifying
an account for the potential account user to use based on the
location of the potential account user.

As shown 1n FIG. 5, and by reference number 510, a
wireless beacon device may detect user device 210 at a
particular location (e.g., user device 210 associated with a
potential account user). For example, the wireless beacon
device may be located at a retail location of an organization.
In some 1mplementations, the wireless beacon device may
detect user device 210 when user device 210 1s within
communicative proximity of the wireless beacon device. In
some 1mplementations, the wireless beacon device may
communicate with user device 210 via network 250, via a
Bluetooth connection, via a near-field communication
(NFC) connection, and/or the like. As shown by reference
number 520, the wireless beacon device may provide, to
account matching platform 230, information identifying the
particular location of user device 210.

As shown by reference number 530, account matching
platform 230 may 1dentify one or more accounts for a user
of user device 210 to use to complete a transaction based on
the particular location of user device 210. For example,
account matching platform 230 may identily one or more
accounts associated with the retailer at which user device
210 1s located, one or more accounts associated with a type
ol retailer associated with the location (e.g., an electronics
retailer, a home goods retailer, a grocery store, etc.), and/or
the like.

As a specific example, account matching platform 230
may determine that user device 210 is located at a home
improvement store and that the user of user device 210 does
not own an account that provides a benefit for transactions
associated with the home improvement store, associated
with home improvement stores generally, and/or the like.
Continuing with the previous example, account matching
platform 230 may i1dentify one or more accounts that are
associated with cash back on home improvement store
transactions, cash back on transactions at the home improve-
ment store, particular lending terms for transactions at the
home 1improvement store (e.g., no cash down on purchases,
zero percent interest for an amount of time, etc.), and/or the
like. In this way, account matching platform 230 may
identily one or more accounts from which the user of user
device 210 can select an account to use to complete a
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transaction. In addition, 1f the user of user device 210
completes the transaction using one of the one or more
accounts, benefits resulting from use of the account can be
shared among the user of user device 210 and the account
owner of the account.

In some 1implementations, if the wireless beacon device 1s
located at a checkout lane of a retailer, the wireless beacon
device may request, from a corresponding transaction ter-
minal, information related to a transaction associated with a

user of user device 210. In some implementations, account
matching platform 230 may i1dentily one or more accounts
based on the transaction (e.g., based on an 1tem or a type of
item, such as an electronics 1tem, food, clothing, etc.,
associated with the transaction, a type of the transaction,
such as retail, gas, groceries, etc., an amount of the trans-
action, and/or the like). In this way, account matching
plattorm 230 may identily, in real-time or near real-time,
accounts that can be used to complete a transaction based on
a location of a potential account user associated with the
transaction.

As shown by reference number 540, account matching
plattorm 230 may provide, to user device 210, information
identifying the one or more accounts. In some 1implementa-
tions, account matching platform 230 may provide, in asso-
cliation with information identifying the one or more
accounts, information that identifies an offer corresponding
to each of the one or more accounts, a benefit corresponding
to each of the one or more accounts, a score associated with
each of the one or more accounts, and/or the like.

In some 1mplementations, user device 210 may provide a
notification for display that indicates an availability of the
one or more accounts for use, that an imndication 1dentifying
a potential account user as an authorized user of an account
has been added to the account (e.g., after adding the 1ndi-
cation), and/or the like. Additionally, or alternatively, user
device 210 may open an application to provide, for display,
information related to the one or more accounts and/or to
permit a user of user device 210 to select an account to use.
As shown by reference number 350, user device 210 may
provide, to account matching platform 230, information
identifying whether the user wants to use one of the one or
more accounts to complete the transaction. Additionally, or
alternatively, user device 210 may provide information
identifying a selection of an account that the user wants to
use. As shown by reference number 560, user device 210
may perform an action to complete the transaction, similar
to that described elsewhere herein.

As imdicated above, FIG. 5 1s provided merely as an
example. Other examples are possible and may differ from
what was described with regard to FIG. 5.

The implementations described herein may apply to
matching individuals that do not know each other (e.g.,
untrusted individuals) and to matching individuals that
know each other (e.g., trusted individuals).

In this way, account matching platform 230 may dynami-
cally match accounts and ftransactions for which the
accounts can be used. This permits benefits associated with
the accounts to be optimized. In addition, this reduces or
climinates unused benefits and/or lines of credit associated
with accounts. Further, this provides a secure way for
individuals to be provided with limited use of an account,
thereby increasing a tlexibility of use of an account while
maintaining security of the account.

The {foregoing disclosure provides illustration and
description, but 1s not intended to be exhaustive or to limait
the implementations to the precise form disclosed. Modifi-
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cations and variations are possible 1 light of the above
disclosure or may be acquired from practice of the imple-
mentations.

As used herein, the term component 1s intended to be
broadly construed as hardware, firmware, or a combination
of hardware and software.

Some 1implementations are described herein 1n connection
with thresholds. As used herein, satisiying a threshold may
refer to a value being greater than the threshold, more than
the threshold, higher than the threshold, greater than or equal
to the threshold, less than the threshold, fewer than the
threshold, lower than the threshold, less than or equal to the
threshold, equal to the threshold, or the like.

It will be apparent that systems and/or methods, described
herein, may be implemented in different forms of hardware,
firmware, or a combination of hardware and software. The
actual specialized control hardware or software code used to
implement these systems and/or methods 1s not limiting of
the implementations. Thus, the operation and behavior of the
systems and/or methods were described herein without
reference to specific software code—it being understood that
software and hardware can be designed to implement the
systems and/or methods based on the description herein.

Even though particular combinations of features are
recited in the claims and/or disclosed in the specification,
these combinations are not intended to limit the disclosure of
possible implementations. In fact, many of these features
may be combined in ways not specifically recited i the
claims and/or disclosed 1n the specification. Although each
dependent claim listed below may directly depend on only
one claim, the disclosure of possible 1mplementations
includes each dependent claim in combination with every
other claim in the claim set.

No element, act, or instruction used herein should be
construed as critical or essential unless explicitly described
as such. Also, as used herein, the articles “a” and “an” are
intended to include one or more items, and may be used
interchangeably with “one or more.” Furthermore, as used
herein, the term “set” i1s intended to include one or more
items (e.g., related 1tems, unrelated 1tems, a combination of
related and unrelated items, etc.), and may be used inter-
changeably with “one or more.” Where only one item 1s
intended, the term “one” or similar language 1s used. Also,
as used herein, the terms “has,” “have,” “having,” or the like
are mntended to be open-ended terms. Further, the phrase
“based on” 1s mtended to mean “based, at least 1n part, on”
unless explicitly stated otherwise.

What 1s claimed 1s:

1. A device, comprising:

one or more memories; and

one or more processors, communicatively coupled to the

one or more memories, configured to:
receive a security token associated with an account;
receive information related to a transaction that has
been completed,
wherein the information indicates:
an amount of the transaction,
an account owner of the account used to complete
the transaction,
an 1individual that used the account of the account
owner to complete the transaction,
wherein the mdividual 1s an authorized user of
the account,
wherein the individual 1s authorized using the
security token, and
wherein the individual and the account owner
are different entities, and
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a set ol benefits received by the account for the
transaction:

identily an offer that corresponds to the transaction,
wherein the offer comprises information 1dentifying
a manner i which to divide the set of benefits

between the account and another account associ-
ated with the individual;
process the offer after identifying the offer:;
determine the manner 1n which to divide the set of
benefits between the account and the other account
based on the offer after processing the offer;
divide the set of benefits between the account and the
other account;
update the account and the other account with corre-
sponding portions of the set of benefits based on
dividing the set of benefits,
cach corresponding portion, of the corresponding
portions, including a benefit of the set of benefits;
and
transmit a set of instructions to a transaction backend
device and/or a transaction terminal to configure the
transaction backend device and/or the transaction
terminal to prevent the individual from using the
account for another transaction after the transaction
has been completed,
wherein the set of 1nstructions cause:
revocation of the security token associated with

the account, and
removal of the information indicating the indi-
vidual as the authorized user of the account.

2. The device of claam 1, wherein the one or more
processors are further configured to:

process the information related to the transaction to

identify the transaction, the account owner, or the
individual after recerving the information related to the
transaction;

perform a lookup of the information related to the trans-

action in a data structure after processing the informa-
tion; and

identify the offer based on a result of the lookup indicating

a match.

3. The device of claam 1, wherein the one or more
processors, when updating the account and the other
account, are configured to:

identily information that identifies the corresponding por-

tions of the set of benefits for the account and the other
account; and

output a report including information identifying that the

account and the other account have been updated.

4. The device of claam 1, wherein the set of benefits
includes:

cash back,

a quantity of rewards points,

a quantity of loyalty points, or

a discount.

5. The device of claam 1, wherein the one or more
processors are further configured to:

generate a report that includes the information related to

the transaction or the corresponding portions of the set
of benefits after updating the account and the other
account; and

output the report after generating the report.

6. The device of claim 1, wherein the one or more
processors are further configured to:

determine that the individual 1s an authorized user of the

account based on one or more of:
a type of the transaction, or
a location of the transaction.
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7. A non-transitory computer-readable medium storing
instructions that, when executed by one or more processors,
cause the one or more processors 1o:

receive a security token associated with an account;

recerve information related to a transaction that has been

completed, wherein the information indicates:

an amount of the transaction,

an account owner of the account used to complete the
transaction,

an individual that used the account of the account
owner to complete the transaction,
wherein the individual 1s an authorized user of the

account,
wherein the individual 1s authorized using the
security token, and
wherein the individual and the account owner are
different entities, and

a set of benefits received by the account for the trans-
action;

identity an offer that corresponds to the transaction,

wherein the ofler comprises information identifying a

manner 1n which to divide the set of benefits between

the account and another account associated with the
individual:

process the offer after identifying the offer;

determine the manner 1in which to divide the set of benefits

between the account and the other account based on the

oiler after processing the offer;

divide the set of benefits between the account and the

other account;

update the account and the other account with correspond-

ing portions of the set of benefits based on dividing the

set of benefits, each corresponding portion, of the
corresponding portions, including a benefit of the set of
benefits; and

transmit a set of instructions to a transaction backend

device and/or a transaction terminal to configure the

transaction backend device, and/or the transaction ter-

minal to prevent the individual from using the account

for another transaction after the transaction has been

completed, wherein the set of instructions cause:

revocation of the security token associated with the
account, and

removal of the information 1indicating the individual as
the authorized user of the account.

8. The non-transitory computer-readable medium of claim
7, wherein the instructions, when executed by the one or
more processors, further cause the one or more processors
to:

process the offer to 1dentify at least one of:

a first percentage of the set of benefits to be provided
to the account and a second percentage of the set of
benefits to be provided to the other account,

a first amount of the set of benefits to be provided to the
account and a second amount of the set of benefits to
be provided to the other account, or

a schedule of values to be provided for different
amounts of the set of benefits received by the
account for the transaction.

9. The non-transitory computer-readable medium of claim
7, wherein the instructions, when executed by the one or
more processors, further cause the one or more processors
to:

send a message to a user device associated with the owner

of the account or the individual that used the account to

.
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indicate that the transaction has been completed or that
the set of benefits has been divided between the account
and the other account.

10. The non-transitory computer-readable medium of
claim 7, wherein the instructions, when executed by the one
or more processors, further cause the one or more processors
to:

generate the other account after determining the manner

in which to divide the set of benefits,

the account being associated with the set of benefits;
and

update the account and the other account after gener-
ating the other account.

11. The non-transitory computer-readable medium of
claim 7, wherein the instructions, when executed by the one
or more processors, further cause the one or more processors
to:

request feedback from the individual that used the account

or the owner of the account regarding use of the
account to complete the transaction; and

update one or more records related to the individual or the

owner based on the feedback.

12. The non-transitory computer-readable medium of
claim 7, wherein the istructions, when executed by the one
or more processors, further cause the one or more processors
to:

modily the manner in which the set of benefits 1s to be

divided based on one or more other oflers; and
update the account and the other account after modifying
the manner 1n which the set of benefits 1s to be divided.

13. The non-transitory computer-readable medium of
claim 7, wherein the instructions, that cause the one or more
processors to determine the manner 1n which to divide the
set of benefits, Turther cause the one or more processors to:

determine whether to provide a same type of benefit or

different types of benefits, to the account and the other
account based on the set of benefits received for the
transaction.

14. The non-transitory computer-readable medium of
claim 7, wherein the instructions, when executed by the one
or more processors, further cause the one or more processors
to:

process the information related to the transaction to

identify the transaction, the account owner, or the
individual after recerving the information related to the
transaction;

perform a lookup of the information related to the trans-

action 1n a data structure after processing the informa-
tion; and

identily the offer based on a result of the lookup indicating,

a match.

15. A method, comprising:

receiving a security token associated with an account;

receiving, by a computing device, information related to

a transaction that has been completed, wherein the
information indicates:
an amount of the transaction,
an account owner of the account used to complete the
transaction,
an individual that used the account of the account
owner to complete the transaction,
wherein the individual 1s an authorized user of the
account,
wherein the individual 1s authorized using the
security token, and
wherein the individual and the account owner are
different entities, and
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a set of benefits received by the account for the trans-
action;
identifying, by the computing device, an ofler that corre-
sponds to the transaction, wherein the ofier comprises
information 1dentifying a manner in which to divide the
set of benefits between the account and another account
associated with the individual;
processing, by the computing device, the offer after
identifying the offer;
determining, by the computing device, the manner in
which to divide the set of benefits between the account
and the other account based on the offer after process-
ing the ofler;
dividing, by the computing device, the set of benefits
between the account and the other account;
updating, by the computing device, the account and the
other account with corresponding portions of the set of
benefits based on dividing the set of benefits, each
corresponding portion, of the corresponding portions,
including a benefit of the set of benefits; and
transmitting, by the computing device, a set of instruc-
tions to a transaction backend device and/or a transac-
tion terminal to configure the transaction backend
device and/or the transaction terminal to prevent the
individual from using the account for another transac-
tion after the transaction has been completed, wherein
the set of istructions cause:
revocation of the security token associated with the
account, and
removal of the information 1indicating the individual as
the authorized user of the account.
16. The method of claim 15, wherein updating the account
and the other account further comprises:
updating, by the computing device, the account and the
other account with different types of benefits after
determining the manner 1n which to divide the set of
benefits; and
requesting, by the computing device and from a server
device, an update to the set of benefits associated with
use of the account.
17. The method of claim 15, wherein updating the account
and the other account comprises:
updating, by the computing device, the account with a
first portion of the set of benefits of the corresponding,
portions of the set of benefits; and
updating, by the computing device, the other account with
a second portion of the set of benefits of the corre-
sponding portions of the set of benefits.
18. The method of claim 15, further comprising:
removing, by the computing device, information 1denti-
tying the individual from information identifying a set
of individuals authorized to use the account to complete
transactions.
19. The method of claim 15, further comprising:
determiming, by the computing device, that the individual
1s an authorized user of the account based on one or
more of:
a type of the transaction, or
a location of the transaction.
20. The method of claim 15, further comprising;
processing, by the computing device, the information
related to the transaction to 1dentity the transaction, the
account owner, or the individual after receiving the
information related to the transaction;
performing, by the computing device, a lookup of the
information related to the transaction 1n a data structure
after processing the information; and
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identifying, by the computing device, the of
a result of the lookup indicating a match.
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