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DESTINATION ADDRESSING
COMMUNICATIONS ENVIRONMENT

TECHNICAL FIELD

The present disclosure relates generally to the field of
computer supported communications environment between
a sender and a recipient. More specifically, and without
limitation, this disclosure relates to systems and methods for
addressing communication messages to a recipient without
prior knowledge of the recipient’s address.

BACKGROUND

Electronic messaging has become a prevalent part of daily
life. However, traditional communication systems require
the user to have prior knowledge of the recipient’s address,
¢.g., email address, phone number, IP address, etc., or to
have the ability to look up the recipient’s address by
searching or querying a centralized system such as a com-
pany directory, address book, etc. Searching or querying for
the recipient’s address may not be feasible because the
identity of the recipient may be unknown, or the user may
not be part of the organization where the recipient belongs
such that search and query can be performed. For example,
a considerate passerby may wish to communicate to the
owner ol a vehicle parked with the lights on to prevent the
battery depletion. As another example, a considerate pass-
erby may wish to communicate to the owner of a parked
vehicle that the owner’s pet 1s 1n the vehicle with the
windows rolled up in the heat of the summer, to save the pet
from heatstroke and fatal dehydration. In yet another
example, a user of a network may notice severe delay 1n
communication but may not know the identity or the address
of the technical person to address the concern to. In yet
another example, a considerate passerby may wish to com-
municate to an owner of a house an 1ssue with water/
clectricity/fire but may not know the i1dentify or the address
of the person residing 1n the house. As another example, a
passerby may notice an 1ssues with an electric pole or a pot
hole but may not know how and to whom to reach out in
order to report the problem. Under the conventional system,
the user 1s unable to communicate to the intended recipient
because the address 1s unknown and not searchable.

SUMMARY

According to some embodiments, 1t 1s desirable to 1den-
tify the address of an intended recipient (a way of commu-
nicating and reach the intended recipient) without prior
knowledge of the recipient’s address or name, or without the
ability to search for it through traditional means, e.g., look
up 1n address directory, company directory, etc. According to
some example embodiments, a method includes receiving a
user input that can be used 1n 1dentifying a recipient of an
clectronic message. The user mput 1s 1dentification facili-
tating data; that 1s, the user mput comprises data that may
facilitate 1dentifying a recipient of the electronic message,
and may include objects such as media files, as well as
qualifiers for how such objects relate to a recipient or may
facilitate 1dentifying a recipient, or qualifiers regarding
specific aspects of the objects and how such aspects may
relate to a recipient or facilitate identitying a recipient. The
identification facilitating data may in some cases comprise a
relationship to the recipient, such as in the case of a picture
of the dog they own. In other examples, the 1dentification
tacilitating data may be a natural language expression that
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can be resolved to a recipient, such as “the first person to log
in at their desk this morning”, and this address may be
entered for a message that 1s sent before anyone has logged
in at their desk and only resolves to a recipient when the
requisite 1s met, so the data facilitates identifying the recipi-
ent. In another example, the 1dentification facilitating data
may be directed to “The last person to leave the oflice last
night” and the message may be “You leit all the lights on.
Please remember in future to turn the lights off 11 you are the
last one to leave. Thanks.” The user mput 1s different from
an address associated with the recipient of the electronic
message and 1s further different from a name of the recipient.
The method further includes resolving the user input against
data stored at one or more servers to identily the address of
the recipient of the electronic message. The method further
includes populating the address of the recipient in a corre-
sponding addressing field of the electronic message.

In some embodiments, the method further includes apply-
ing permissioning logic rules to the identified address to
identify and apply restrictions associated with the electronic
message. The restrictions are selected from a group consist-
ing of permitted time frame for transmission of the elec-
tronic message, content restrictions, geolocation coordi-
nates, identity of the recipient, and mode of communication.

In some embodiments, the method further includes obfus-
cating the address of the recipient prior to populating the
address, and wherein the populated address 1s obfuscated.

The user 1mput 1s selected from a group consisting of a
picture, a universal resource identifier, audio, geolocation
coordinates, and natural language input. The user mput 1s
received through a graphical user interface of an electronic
device. In some embodiments, the user mnput 1s a picture, and
wherein the identifying aspect of the data 1s an object within
the picture. According to some embodiments, the electronic
message 1s selected from a group consisting of an electronic
mail, and a text message.

These and other features and aspects of the concepts
described herein may be better understood with reference to
the following drawings, description, and appended claims.

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 1s a block diagram depicting an example of a
system suitable for identilying a recipient’s address based on
a user mput according to some embodiments.

FIGS. 2A-2H are diagrams illustrating examples of
Graphical User Interface (GUIs) that receives a user mput
according to some embodiments.

FIG. 3 1s a block diagram depicting an example of a
system suitable for identifying a recipient’s address based on
a user mput according to some embodiments.

FIG. 4 1s a flow chart 1llustrating an example of method
flow for 1dentifying an address of a recipient 1in accordance
with some embodiments.

FIG. 5 1s another flow chart showing an example of
method flow for sending a message to a recipient 1n accor-
dance with some embodiments.

FIG. 6 1s a block diagram depicting an example of
computer system suitable for creating online chats 1n accor-
dance with some embodiments.

DETAILED DESCRIPTION

The example embodiments herein are directed to 1denti-
tying and addressing messages to an intended recipient
without prior knowledge of the recipient’s address or name.
The embodiments herein provide a mechanism through
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which messages can be addressed to objects, queries, or
predicates. For example, an object 1s 1dentified by taking a
picture of the object, e.g., a vehicle, a dog 1n a vehicle, a
license plate, a product, etc. The sender may further identity
one or more objects by tapping on the picture. In some
examples, the object 1s 1dentified by qualifying the object by
specilying the relationship of the object to the intended
recipient ol the message, e.g., driver of, owner of, efc.
The 1dentification facilitating objects, queries, or predi-
cates are then resolved against data stored on one or more
servers and/or databases to identily the intended recipient.
For example, the 1dentification facilitating objects, queries,
or predicates are resolved against a department of motor
vehicle (DMV) database, a surveillance database at a park-
ing lot, face recognition database, organization database, etc.
In some embodiments, resolving the 1dentification facilitat-
ing objects, queries, or predicates may be through an itera-
tive process. The identified address can be used to send
messages to the intended recipient. According to some
examples, a set of permissioning rules 1s evaluated for the
identified address 1in order to identily one or more restric-
tions on the message. Restrictions on the message may
determine a permitted time frame for transmission of the
clectronic message, content restrictions, geolocation coor-
dinates, identity of the recipient, mode of communication,
frequency of messages that can be sent, length of messages
that can be sent, etc. The restrictions may be set by the
administrator of the system 1n addition to the recipient, for
example, through the privacy setting of his smartphone. It 1s
appreciated that the restrictions may further be based on the
sender’s prior behavior, e.g., whether the sender has used
profanity in prior messages, whether the sender has recerved

praise from other recipients 1n the past, title of the sender,

relationship of the sender to the recipient, etc.

Accordingly, the embodiments provide mechanisms
through which messages can be sent to an unknown recipi-
ent but yet intended recipient. Thus, the embodiments real-
ize and satisiy a real need to have the ability of addressing
an intended recipient without knowledge of the recipient’s
address or name.

Before various example embodiments are described in
greater detail, 1t should be understood that the embodiments
are not limiting, as elements 1n such embodiments may vary.
It should likewise be understood that a particular embodi-
ment described and/or illustrated herein has elements which
may be readily separated from the particular embodiment
and optionally combined with any of several other embodi-
ments or substituted for elements 1 any of several other
embodiments described herein.

It should also be understood that the terminology used
herein 1s for the purpose of describing concepts, and the
terminology 1s not mtended to be limiting. Unless defined
otherwise, all technical and scientific terms used herein have
the same meaning as commonly understood by those skilled
in the art to which the embodiment pertains.

Unless indicated otherwise, ordinal numbers (e.g., first,
second, third, etc.) are used to distinguish or identity dif-
ferent elements or steps 1n a group of elements or steps, and
do not supply a serial or numerical limitation on the ele-
ments or steps of the embodiments thereof. For example,
“first,” “second,” and “third” elements or steps need not
necessarlly appear in that order, and the embodiments
thereol need not necessarily be limited to three elements or
steps. It should also be understood that the singular forms of
“a,” “an,” and “the” include plural references unless the
context clearly dictates otherwise.
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Some portions of the detailed descriptions that follow are
presented 1 terms of procedures, methods, flows, logic
blocks, processing, and other symbolic representations of
operations performed on a computing device or a server.
These descriptions are the means used by those skilled 1n the
arts to most eflectively convey the substance of their work
to others skilled in the art. In the present application, a
procedure, logic block, process, or the like, 1s concelved to
be a self-consistent sequence of operations or steps or
istructions leading to a desired result. The operations or
steps are those utilizing physical manipulations of physical
quantities. Usually, although not necessarily, these quantities
take the form of electrical, optical or magnetic signals
capable of being stored, transierred, combined, compared,
and otherwise manipulated 1n a computer system or com-
puting device or a processor. These signals are sometimes
referred to as transactions, bits, values, elements, symbols,
characters, samples, pixels, or the like.

It should be borne 1n mind, however, that all of these and
similar terms are to be associated with the appropnate

physical quantities and are merely convenient labels applied
to these quantities. Unless specifically stated otherwise as
apparent from the following discussions, 1t 1s appreciated
that throughout the present disclosure, discussions utilizing
terms such as “storing,” “determining,” “sending,” “receiv-

- 4

ing,” “generating,” “creating,” “fetching,” “transmitting,”
“facilitating,” “‘providing,” “forming,” “detecting,” ““pro-
cessing,” “updating,” “instantiating,” “1dentifying”, “render-

ing” “utilizing”, “resolving”, “populating”, “applying”,
“obfuscating”, or the like, refer to actions and processes of
a computer system or similar electronic computing device or
processor. The computer system or similar electronic com-
puting device manipulates and transforms data represented
as physical (electronic) quantities within the computer sys-
tem memories, registers or other such information storage,
transmission or display devices.

It 1s appreciated that present systems and methods can be
implemented 1n a variety of architectures and configurations.
For example, present systems and methods can be imple-
mented as part of a distributed computing environment, a
cloud computing environment, a client server environment,
hard drive, etc. Example embodiments described herein may
be discussed in the general context of computer-executable
istructions residing on some form of computer-readable
storage medium, such as program modules, executed by one
or more computers, computing devices, or other devices. By
way ol example, and not limitation, computer-readable
storage media may comprise computer storage media and
communication media. Generally, program modules include
routines, programs, objects, components, data structures,
etc., that perform particular tasks or implement particular
data types. The functionality of the program modules may be
combined or distributed as desired in various embodiments.

Computer storage media can include volatile and non-
volatile, removable and non-removable media implemented
in any method or technology for storage of information such
as computer-readable instructions, data structures, program
modules, or other data. Computer storage media can include,
but 1s not limited to, random access memory (RAM), read
only memory (ROM), electrically erasable programmable
ROM (EEPROM), flash memory, or other memory technol-
ogy, compact disk ROM (CD-ROM), digital versatile disks
(DVDs) or other optical storage, solid state drives, hard
drives, hybnd drive, or any other medium that can be used
to store the desired information and that can be accessed to
retrieve that information.
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Communication media can embody computer-executable
instructions, data structures, program modules, or other data
in a modulated data signal such as a carrier wave or other
transport mechanism and includes any information delivery
media. The term “modulated data signal” means a signal that
has one or more of its characteristics set or changed in such
a manner as to encode iformation in the signal. By way of
example, and not limitation, communication media can
include wired media such as a wired network or direct-wired
connection, and wireless media such as acoustic, radio
frequency (RF), infrared and other wireless media. Combi-
nations of any of the above can also be included within the
scope of computer-readable storage media.

It 1s appreciated that throughout the application messag-
ing an intended recipient 1s described within the context of
text messaging or emailing but references to the foregoing
should not be construed as limiting the scope of the example
embodiments as they are referenced merely for illustrative
purposes. As understood by those skilled in the art, mes-
saging communications environments can be implemented
on different platiforms that support online messaging, imnstant
messenger, text messaging, email, or the like, with or
without combination with additional applications, may be
used to implement some of the embodiments of the present
disclosure.

FIG. 1 1s a block diagram depicting an example of a
system suitable for identifving a recipient’s address based on
a user mput according to some embodiments. The system
includes an electronic device 110 coupled to a network 120.
The network 120 1s coupled to a destination address resolver
130 which 1s further coupled to server 140.

The electronmic device 110 recerves the user input. The
user mput identifies and/or qualifies an object. For example,
the sender can use the electronic device 110 to take a picture
of the object of interest, e.g., a vehicle, a dog 1n a vehicle,
a license plate, a product, universal resource identifier
(URI), etc. The object can be identified by tapping on the
picture, e.g., tapping on a picture of a dog, a license plate,
etc. In some examples, the object 1s 1dentified by qualifying
the object by specitying the relationship of the object to the
intended recipient of the message, e.g., driver of, owner of,
etc. It 1s appreciated that the user mput 1s received through
the electronic device 110 interface such as a microphone, a
camera, keyboard, GUI (e.g., touchscreen, a dropdown
menu, a textual input (1in natural language), etc.), global
positioning system (GPS) coordinates, etc. The electronic
device 110 may be a smartphone, a computer, a fitness band
or wearable device, augmented reality (AR) device, efc.

The recerved user input 1s subsequently transmitted
through network 120 to the destination address resolver 130.
The destination address resolver 130 may include a proces-
sor or a controller that processes the recerved user input
contaiming 1dentification {facilitating objects, queries, or
predicates. The destination address resolver 130 resolves the
received user mput and 1ts processed data against the data
stored on the server 140. For example, the identification
facilitating objects, queries, or predicates are resolved
against a department of motor vehicle (DMV) database, a
survelllance database at a parking lot, face recognition
database, organization database, social platform database,
governmental database, etc. In some embodiments, resolv-
ing the identification facilitating objects, queries, or predi-
cates may be through an 1iterative process. It 1s appreciated
that server 140 may include a plurality of servers such as
server 142, 144, . . . , 146. Moreover, 1t 1s appreciated that
the servers 142-146 may be centrally located or they may be
part of a distributed computing environment, a cloud com-
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6

puting environment, a client server environment, hard drive,
etc. It 1s appreciated that data transmission between the
clectronic device 110 through the network 120 to the des-
tination address resolver 130, and the server 140 may be
transmitted from one or more storage devices via one or

more interfaces (e.g., via Integrated Drive Electronics (IDE),
Serial AT Attachment (SATA), Small Computer System

Interface (SCSI), Serial SCSI, Universal System Bus (USB),
or the like) of a database or over one or more networks (e.g.,
the Internet, Local Area Network (LAN), Wi-Fi, 4G, or the
like).

The destination address resolver 130 1dentifies the
intended recipient by resolving the received user input
against the server 140. The 1dentified address can be used to
send messages to the intended recipient. According to some
embodiments, the processor of the electronic device 110
populates the 1dentified address of the recipient on the GUI
rendered by the processor or graphics unit on a display
device, e.g., liquid crystal display (LCD), etc. Thus, the
sender can send the desired message to the intended recipi-
ent without prior knowledge of the recipient’s address or
identity. In some embodiments, for privacy reasons, the
identified address of the recipient 1s obfuscated from the
sender.

FIGS. 2A-2H are diagrams 1llustrating examples of GUIs
that receive a user mput according to some embodiments.
FIG. 2A shows a diagram illustrating an example of a GUI
configured to receive a user 1mput to 1dentify the address of
the intended recipient. The GUI includes a “To” 1con 210 for
identifying the recipient of the message. The GUI further
includes a dropdown menu 220 1con, a camera 230 1con, a
microphone 240 1con, and an attachment icon 250. The GUI
further includes a natural language portion 260 and mes-
saging content 270 portion.

The dropdown menu 220 1con provides a set of options for
the sender to qualily and specily the relationship of the
recipient to the object, e.g., driver of, owner of, etc. The
camera 230 icon enables the sender to take a picture or video
ol an object or objects 1n order to identify the recipient by
way of the object or objects. For example, a picture of a
license plate 1dentifies the registered owner of the vehicle by
way of the license plate number on the license plate and the
associated registration record of the vehicle in which the
registered owner 1s listed. In another example, the sender
may take a picture of URI to identily the object/product. The
microphone 240 icon enables the sender to identily the
relationship of the object to the recipient of the message by
speaking to the electronic device 110. The attachment 250
icon enables the sender to attach relevant documents to
identify the relationship of the object to the recipient. An
attached document may be a flyer, a whitepaper, an audio file
such as music, a video file, etc. The natural language portion
260 enables the sender to type, e.g. on a keyboard, a natural
language expression that can be used to identily the object
and its relationship to the recipient. The sender types the
intended content of the message in the messaging content
270 portion.

FIG. 2B shows a diagram 1illustrating an example of a GUI
configured to recerve a user mput via the natural language
portion 260. The natural language portion 260 enables the
sender to identily the object and 1ts relationship to the
intended recipient via free textual mput. For example, the
sender may enter the text that identifies the object and 1ts
relationship to the intended recipient through a keyboard,
touchscreen, etc. In this example, the sender intends to send
a message to the driver/owner of a vehicle (Toyota®) with
license plate XYZ.
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FIG. 2C shows a diagram 1illustrating an example of a GUI
configured to receive a user input via 1ts microphone. In this
example, the microphone 240 1con 1s activated to enable the
sender to identity the object and its relationship to the
intended recipient by speaking to the electronic device 110.
For example, the sender may speak “driver of the vehicle
with a Maltese dog” 1n order to identily owner/driver of the
vehicle.

FIG. 2D shows a diagram illustrating an example of a
GUI configured to receive a picture as user input via camera
230 1con. The camera 230 1con enables the sender to 1dentily
the object and 1ts relationship to the intended recipient by
taking a picture of an object. For example, the sender may
take a picture of a vehicle 1n order to 1dentity the relationship
of the vehicle to the dnive/owner of the vehicle. In this
example, the sender activates the camera 240 1con 1n order
to take a picture of the object, e.g., a vehicle. FIG. 2E 1s
similar to FIG. 2D except that the object of interest 1s the dog
trapped 1n the vehicle. It 1s appreciated that the object of
interest may be selected by tapping on objects of interest
once the picture 1s taken. In other examples, the objects of
interest may be selected by drawing a box around them.

FI1G. 2F shows a diagram 1illustrating an example of a GUI
configured to receive a user input as an attachment. In this
example, the attachment 250 1con 1s activated to enable the
sender to identity the object and its relationship to the
intended recipient by attaching a file of interest via the
clectronic device 110. It 1s appreciated that the attachment
may be a picture, an audio file (music), a video, etc. In this
example, the attached file 1s a picture of a vehicle with a dog
inside 1t and where the license plate 1s visible. As discussed
above, the objects of interest may be selected by tapping or
drawing a box around them or through any other selectable
means. For example, the objects of interest, the vehicle, the
dog, and the license plate can be selected by tapping on them
in the picture.

FIG. 2G shows a diagram illustrating an example of a
GUI configured to receirve a user mput via its dropdown
menu 220. In this example, the dropdown menu 220 1con 1s
activated to enable the sender to select from a set of possible
selections. For example, the dropdown menu may indicate

“Dniver of vehicle . . . 7 “Orgamzation associated
with . . . 7 “Object belonging to . . . 7 “URI”,
“Geolocational position . . . 7 1n order to 1dentity the obJ ect

and 1its relationship to the intended recipient. The selection
from the dropdown menu 220 may be accompamed with
other methods of user input, e.g., natural language, picture,
etc.

It 1s appreciated that while the embodiments above are
described with respect to selection of a single object or one
mechanism to mput the desired object, a single recipient,
etc., the embodiments are not limited thereto. For example,
more than one object can be identified, and further, more
than one method of mput may be utilized, e.g., audio input
may be accompanied with a picture as well as natural
language mnput. Furthermore, more than one recipient may
be addressed.

FIG. 2H shows a diagram illustrating an example of a
GUI configured to receive a user input to identify the address
of the intended recipient. In this example, the GUI 1n
addition to the icons 1dentified mn FIG. 2A includes a URI
280 1con and a GPS coordinate 290 1con, Activating the URI
280 1con enables the sender to input a URI associated with
an object/product of interest. As such, the sender may, for
example, provide feedback on a product that the user has
purchased or used from Amazon by inputting the URI for the
product page for the purchased product. Moreover, utilizing,
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the GPS coordinate 290 icon the sender can identify the
location of interest and 1its relation to the intended recipient.
In some embodiments, the sender can activate the GPS
coordinate 290 1con to 1dentily the location of interest. For
example, the sender may see a small fire 1n a national park
and may wish to notify the appropriate authorities and
therefore may send the GPS coordinates of the location
through the GPS coordinate 290 icon.

FIG. 3 1s a block diagram depicting an example of a
system suitable for identilying a recipient’s address based on
a user mput according to some embodiments. FIG. 3 1s
substantially similar to FIG. 1 except that the destination
address resolver 130 1s further coupled with two additional
components: the addressing permissioning engine 310, and
the address evaluator engine 320. The destination address
resolver 130, the addressmg permissioning engine 310, and
the address evaluator engine 320 may be integrated within
the addressing engine 350. However, 1t 1s appreciated that
the addressing engine 350 may be part of a distributed
computing environment, a cloud computing environment, a
client server environment, hard drive, etc. It 1s appreciated
that data transmission may be from one or more storage
devices via one or more interfaces (e.g., via Integrated Drive
Electronics (IDE), Serial AT Attachment (SATA), Small
Computer System Interface (SCSI), Serial SCSI, Universal
System Bus (USB), or the like) of a database or over one or
more networks (e.g., the Internet, Local Area Network
(LAN), Wi-F1, 4G, or the like).

According to some embodiments, the addressing permis-
sioning engine 310 stores a plurality of permissioning logic
rules for restricting the message. For example, the permis-
sioning engine 310 may store rules for reducing mappropri-
ate behavior and abuse of the messaging system. In other
words, the permissioning engine 310 may consider the tone
of the message, the propriety of the message such as whether
oflensive or polite language has been used, etc. The permis-
sioning engine 310 may also consider the sender and the
sender’s past behavior as a factor in limiting the scope and
mode of communication. The sender’s past behavior may
include prior messages, feedback received from prior recipi-
ents, frequency of prior messages, length of prior messages,
etc. The permissioning engine 310 may further consider
other factors such as title of the sender, association of the
sender to the recipient, the subject matter and content of the
message, etc. For example, the topic of messages that can be
transmitted to a vehicle owner with his pet trapped inside
may have different from the topic ol messages between
colleagues that work at the same company. Other rules may
include limiting the length of a message, limiting the fre-
quency of the messages from the same sender, limiting the
content of the message to certain topics based on content of
the message as well as relationship between the sender and
the mtended recipient, limiting the message based on time of
the day the message 1s being sent, limiting the medium of
communication to text or email or expanding it to audio
and/or video, time frame for transmission of the electronic
message, content restrictions, geolocation coordinates, 1den-
tity of the recipient, relationship of the sender to the recipi-
ent, etc. The restrictions may be set by the administrator of
the system 1n addition to the recipient setting restrictions, for
example, through the privacy setting of his smartphone.

The set of permissioning rules stored in the addressing
permissioning engine 310 1s evaluated by the address evalu-
ator engine 320. For example, the address evaluator engine
320 may 1nclude a processor for processing the restrictions
from the addressing permissioning engine 310 to evaluate
the mode of communication and any appropriate restriction
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on the content of the message. Thus, restrictions applicable
to the 1dentified address are determined.

FIG. 4 1s a flow chart illustrating an example of method
flow for 1dentifying an address of a recipient 1in accordance
with some embodiments. At step 410, a user input associated
with a recipient of an electronic message 15 received. As
presented above, the user mput may be received via the
clectronic device 110 and through various interfaces, e.g.,
GUI, camera, audio input, etc. The user input may be a
picture, a universal resource 1dentifier, audio, geolocation
coordinates, natural language input, etc. that identifies an
object and 1ts relationship with the intended recipient of the
message. The received user input 1s different from the
address of the recipient and 1t 1s further different from the
name of the recipient because they may be unknown to the
sender.

At step 420, the user input 1s resolved against data stored
at one or more servers to 1dentify the address of the recipient
of the electronic message. For example, as discussed above,
the recerved user input may be transmitted to the destination
address resolver 130, 1n some embodiments comprised by
addressing engine 350, in order for the destination address
resolver 130 to resolve the user input against data stored at
server 140. Once the address of the recipient 1s 1dentified, at
step 430, the address of the recipient 1s populated in the
corresponding addressing field of the electronic message.

At step 440, optionally permissioning logic rules are
applied to the identified recipient address. Applying the
permissioning logic rules applies suitable restrictions on the
clectronic message, as discussed with respect to FIG. 3. At
step 450, optionally the 1dentified address of the recipient 1s
obfuscated prior to populating the address 1n order to protect
the privacy of the recipient of the message.

FIG. 5 1s another flow chart illustrating an example of
method flow for sending a message to a recipient 1n accor-
dance with some embodiments. At step 510, a user 1nput 1s
received from a sender. As discussed above with respect to
FIGS. 1-4, the user mput 1s 1dentification facilitating data;
that 1s, the user iput comprises data that may facilitate
identifyving a recipient of the electronic message, and may
include objects such as media files, as well as qualifiers for
how such objects relate to a recipient or may facilitate
identifving a recipient, or qualifiers regarding specific
aspects of the objects and how such aspects may relate to a
recipient or facilitate identifying a recipient. The user input
1s different from an address associated with the recipient of
the electronic message and 1s further different from the name
of the recipient because they may be unknown to the sender.
As presented above, the user input may be recerved via the
clectronic device 110 and through various interfaces, e.g.,
GUI, camera, audio input, etc. The user input may be a
picture, a universal resource identifier, audio, geolocation
coordinates, natural language input, etc. that identifies an
object and 1ts relationship with the intended recipient of the
message. The received user input 1s different from the
address of the recipient and 1t 1s further different from the
name of the recipient because they may be unknown to the
sender. In some embodiments, the user mput defines the
relationship of the intended recipient of the electronic mes-
sage to the mtended content of the electronic message

At step 520, the user input 1s resolved against data stored
at one or more servers to 1dentify the address of the recipient
of the electronic message. For example, as discussed above,
the recerved user input may be transmitted to the destination
address resolver 130, 1n some embodiments comprised by
addressing engine 350, in order for the destination address
resolver 130 to resolve the user input against data stored at
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server 140. At step 530, the content of the electronic
message 1s received from the sender, as described 1 FIGS.
1-3. At step 540, once the address of the recipient 1s
identified, the content of the electronic message 1s transmit-
ted to the intended recipient of the message. It 1s appreciated
that the sender may or may not be aware of the actual
recipient’s address.

At step 350, optionally permissioning logic rules are
applied to the 1dentified recipient address and the electronic
message. Applying the permissioning logic rules applies
suitable restrictions on the electronic message, as discussed
with respect to FIG. 3. At step 560, optionally the 1dentified
address of the recipient 1s obfuscated prior to populating the
address 1n order to protect the privacy of the recipient of the
message.

Accordingly, the system allows addressing messages to an
unknown yet mtended recipient without knowledge of the
recipient’s address. As one example, the embodiments
described enable a company employee who notices a parked
vehicle with its light on to send a message without knowing
the owner of the vehicle to notily them of the lights being on.
As presented above with respect to FIGS. 1-5, the employee
may select a special addressing option that mvolves taking
a picture of the vehicle and/or license plate. In other
examples, the employee can quality the object, e.g., vehicle,
by indicating “the driver of vehicle . . . 7. Alternatively, the
employee can make a selection through a dropdown menu,
through audio input, etc. as presented above in FIGS.
2A-2H. In yet other examples, the employee can select the
object using AR goggles and by gazing at the object and/or
person. In some examples, the employee can make a selec-
tion of the object by clicking, tapping, or other similar
means.

As another example, an employee of a technology com-
pany noticing performance 1ssues after hours can report the
problem without knowledge of the recipient’s address, 1n a
similar fashion as described above.

In one example according to some embodiments, the user
can send messages regarding a product, a person, organiza-
tion, etc., by using a URI associated with the product. The
URI can be captured by taking a picture of it or by copying
it from the location bar of a Web browser.

As yet another example, a member of the executive stail
of a company can send a message to the CEO of the
company by stopping by the CEO’s oflice and by activating
the user input through AR goggles and by gazing at the oflice
door of the CEO that may include certain identification
facilitating information such as CEQO’s name or the word
CEQO, geographical location of the member, etc. Given the
relationship between the sender and the CEO and the fact
that the sender 1s a member of the executive stail the
message may be transmitted unrestricted, whereas for other
employees the permissioning logic rules may restrict the
message.

In another example, a patron at a restaurant can utilize the
mechanisms of the embodiments described to send a mes-
sage that the patron would like some sparkling water. In this
example, the patron may enter a user iput of GPS coordi-
nates. The GPS coordinates may be complemented with
other information in some embodiments, e.g., natural lan-
guage indicating which table, etc. As such, a message can be
sent to expedite the service at the restaurant.

In one example, a police oflicer witnessing a traflic
violation can send a message to the violator by entering a
user input, e.g., license plate, make and model of the vehicle,
etc., via various input means, e¢.g., GUI, camera, micro-
phone, etc. Thus, the message can be transmitted to the
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violator. It 1s appreciated that the permissioning logic rules
may send the message unrestricted given the authority of the
police oflicer. In other examples, the messages between two
drivers may be restricted based on factors described above
in FIG. 3. In one example, a driver of a vehicle may notice
a burnt-out tail light of another vehicle and can use the

addressing scheme according to the described embodiments
to notify the driver of the vehicle with the burnt-out tail light
that the tail light 1s not working. In contrast, however, the
permissioning logic rules that may apply to the situation of
the driver of one vehicle messaging the driver of another
vehicle may restrict the one driver from sending an angry
message to the other driver that may constitute an act of road
rage.

In yet another example, at an airport a passenger noticing,
a suspicious item of luggage can send a message to the
appropriate personnel at the airport by entering a user input,
¢.g., description of the luggage, description of the individual
dropping the luggage ofl, location of the luggage, etc., via
various nput means, e.g., GUI, camera, microphone, eftc.
Thus, the message can be transmitted to the appropriate
security personnel, without the passenger having to first
know an address for such appropriate security personnel. It
1s appreciated that the permissioning logic rules may restrict
the message based on the topic, association of the sender to
the intended recipient, etc. It 1s appreciated that the message
may also be restricted based on the propriety of the language
used, as discussed above.

In one example, a member of a gym may find an 1tem. The
member can send a message to appropriate gym personnel
and/or to gym members notilying them of the found item. It
1s appreciated that the user input may include a description
of the found item, the location where 1t was found, etc., via
various mput means, e.g., GUI, camera, microphone, efc.
The user mput 1s resolved against a database containing
relevant information. For example, the database may iden-
tify potential members that were present at the gym at the
time that the 1tem was found or potential members that were
present at the gym an hour before to an hour after the 1tem
was found. Thus, the message can be transmitted to the
appropriate gym personnel and/or gym members, without
the gym member who discovered the i1tem first having to
know an address for such appropriate gym personnel and/or
gym members. It 1s appreciated that the permissioning logic
rules may restrict the message based on the topic, associa-
tion of the sender to the intended recipient, etc. For example,
the sender’s message may be restricted to topics related to
the lost 1item and content related to advertising, self-promo-
tion, etc., may be restricted. It i1s appreciated that the
message may also be restricted based on the propriety of the
language used, as discussed above.

In some examples, making last minute reservations at
restaurants may be diflicult. However, a potential patron can
enter a user input such as type of food, number of guests,
time of interest, availability, etc., via various input means,
¢.g., GUI, camera, microphone, etc. The user mput is
resolved against a database containing relevant information,
¢.g., database associated with Yelp® 1s an example. Once
resolved, one or more restaurants can be identified as the
recipients. The message can be sent and responded to by the
restaurant 11 they have availability. It 1s appreciated that the
permissioning logic rules may restrict the message based on
the topic, association of the sender to the intended recipient,
ctc. For example, the sender’s message may be restricted to
topics related to food and restaurants and content related to
advertising, self-promotion, criticizing content, etc. may be
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restricted. It 1s appreciated that the message may also be
restricted based on the propriety of the language used, as
discussed above.

In yet another example, traflic and congestion have
become a prevalent problem 1n big cities. Thus, appropnate
partnership between drnivers and potential passengers 1s
becoming more and more important and somewhat
addressed by drive sharing companies such as Uber® and
Lyft®. Unfortunately, drive sharing companies do not
address traflic congestion. Using the embodiments described
above, however, a passenger searching for a ride can mes-
sage potential drivers. For example, the passenger searching,
for a nde can indicate the pickup address and the drop off
address as the user input. The information can be resolved
against a database of potential drivers using applications,
c.g., Waze®, Google® map, etc., identily potential drivers
that are driving 1n the vicinity of the pickup location and are
destined 1n the vicimity of the drop ofl location. Once
resolved, the message can be sent by the passenger searching
for a ride to potential drivers and an interested driver can
respond and pick up the passenger, thereby alleviating trathic
congestion. It 1s appreciated that the permissioning logic
rules may restrict the message based on the topic, associa-
tion of the sender to the intended recipient, etc. For example,
the sender’s message may be restricted to topics related to
driving, pickup location, drop off location, etc., and content
related to advertising, self-promotion, criticizing informa-
tion, etc. may be restricted. It 1s appreciated that the message
may also be restricted based on the propriety of the language
used, as discussed above.

As yet another example, 1n big cities looking for parking
1s part of daily life. Using the embodiments described above
enables the drivers to exchange messages in order to quickly
and ethciently find parking. For example, a driver looking
for a parking spot can message drivers nearby with his/her
request. It 1s appreciated that the sender, e.g., driver looking
for parking, etc., can indicate the location where the driver
1s looking for available parking spot. As presented above,
the user 1input may be via various input means, e.g., GUI,
camera, microphone, etc. User mput may be resolved
against a database to i1dentily drivers nearby leaving their
parking spot, thereby making them available for others.
Once resolved, the message can be sent by the driver
searching for a parking spot to potential drivers leaving
thereby making their parking spot available for others,
thereby alleviating the problem of looping around to look for
parking. It 1s appreciated that the permissioning logic rules
may restrict the message based on the topic, association of
the sender to the intended recipient, etc. For example, the
sender’s message may be restricted to topics related to
driving, location, GPS coordinate, etc., and content related
to advertising, self-promotion, etc. may be restricted. It 1s
appreciated that the message may also be restricted based on
the propriety of the language used, as discussed above.

As another example, a driver leaving his/her parking spot
can blast out a message to potential dnivers looking for a
parking spot nearby. It 1s appreciated that the sender, e.g.,
driver leaving a parking spot, etc., can indicate the location
where the driver 1s leaving from, making 1t available for
other vehicles. As presented above, the user input may be via
various mput means, ¢.g., GUI, camera, microphone, efc.
User mput may be resolved against a database to identify
drivers nearby searching for a parking spot. Once resolved,
the message can be sent by the driver leaving a parking spot
to potential drivers searching for a parking spot, thereby
alleviating the problem of looping around to look for park-
ing. It 1s appreciated that the permissioning logic rules may
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restrict the message based on the topic, association of the
sender to the intended recipient, etc. For example, the
sender’s message may be restricted to topics related to
driving, location, UPS coordinate, etc., and content related
to advertising, self-promotion, etc. may be restricted. It 1s
appreciated that the message may also be restricted based on
the propriety of the language used, as discussed above.

Referring now to FIG. 6, an exemplary block diagram of
a computer system suitable for addressing messages 1n
accordance with some embodiments 1s shown. In some
examples, computer system 600 can be used to implement
computer programs, applications, methods, processes, or
other software to perform the above-described techniques
and to realize the structures described herein. Computer
system 600 includes a bus 602 or other communication
mechanism for communicating information, which intercon-
nects subsystems and devices, such as a processor 604, a
system memory (“memory”’) 606, a storage device 608 (¢.g.,
ROM), a disk drive 610 (e.g., magnetic or optical), a
communication interface 612 (e.g., modem or Ethernet
card), a display 614 (e.g., CRT or LCD), an input device 616
(e.g., keyboard), and a pointer cursor control 618 (e.g.,
mouse or trackball). In one embodiment, pointer cursor
control 618 invokes one or more commands that, at least in
part, modify the rules stored, for example 1n memory 606, to
define the electronic message preview process.

According to some examples, computer system 600 per-
forms specific operations 1n which processor 604 executes
one or more sequences of one or more instructions stored 1n
system memory 606. Such instructions can be read into
system memory 606 from another computer readable
medium, such as storage device 608 or disk drive 610. In
some examples, hard-wired circuitry can be used 1n place of
or in combination with software instructions for implemen-
tation. In the example shown, system memory 606 includes
modules of executable instructions for implementing an
operation system (“0O/S”) 632, an application 636 (e.g., a
host, server, web services-based, distributed (1.e., enterprise)
application programming interface (“API”), program, pro-
cedure or others). Further, application 636 includes a module
ol executable instructions for receiving user input module
638 that receives user input such as natural language text,
picture, audio, video, etc., as well as modules of executable
instructions for identifying address module 637 to identily
intended recipient’s address of the message and a permis-
sioning logic rule module 639 that stores rules for restricting
the message. It 1s appreciated that the recerved user 1nput 1s
resolved against a database that contains data associated
with potential recipients and their respective addresses.

The term “computer readable medium™ refers, at least in
one embodiment, to any medium that participates in pro-
viding 1nstructions to processor 604 for execution. Such a
medium can take many forms, including but not limited to,
non-volatile media, volatile media, and transmission media.
Non-volatile media includes, for example, optical or mag-
netic disks, such as disk drive 610. Volatile media includes
dynamic memory, such as system memory 606. Transmis-
sion media includes coaxial cables, copper wire, and fiber
optics, including wires that comprise bus 602. Transmission
media can also take the form of acoustic or light waves, such
as those generated during radio wave and infrared data
communications.

Common forms of computer readable media include, for
example, floppy disk, flexible disk, hard disk, magnetic tape,
any other magnetic medium, CD-ROM, any other optical
medium, punch cards, paper tape, any other physical

medium with patterns of holes, RAM, PROM, EPROM,
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FLASH-EPROM, any other memory chip or cartridge, elec-
tromagnetic wavetorms, or any other medium from which a
computer can read.

In some examples, execution of the sequences of nstruc-
tions can be performed by a single computer system 600.
According to some examples, two or more computer sys-
tems 600 coupled by communication link 620 (e.g., LAN,
PSTN, or wireless network) can perform the sequence of
instructions 1 coordination with one another. Computer
system 600 can transmit and receive messages, data, and
instructions, including program code (1.e., application code)
through communication link 620 and communication inter-
face 612. Received program code can be executed by
processor 604 as it 1s received, and/or stored in disk drive
610, or other non-volatile storage for later execution. In one
embodiment, system 600 1s implemented as a hand-held
device. But in other embodiments, system 600 can be
implemented as a personal computer (1.., a desktop com-
puter) or any other computing device. In at least one
embodiment, any of the above-described delivery systems
can be implemented as a single system 600 or can 1mple-
mented 1n a distributed architecture including multiple sys-
tems 600.

In view of the foregoing, examples of i1dentilying
address(es) of the intended recipient are described without
knowledge of the address or the 1dentity of the recipient(s).
Address 1dentifying systems can be implemented using
real-time 1nterfaces that are configured to control and man-
age commumnication dynamically over an IP network. Further
clectronic messaging systems can be implemented on com-
puter readable medium using the modules as described
above to preview screen sharing content. The described
techniques can be used to emulate other electronic messag-
ing technologies by receiving messages with generated
message preview independent of content storing.

In other examples, the systems, as described above can be
implemented from a personal computer, a computing device,
a mobile device, a mobile telephone, a facsimile device, a
personal digital assistant (“PDA”) or other electronic device.
Various embodiments can apply to any electronic screen
sharing.

In at least some of the embodiments, the structures and/or
functions of any of the above-described interfaces and
panels can be implemented 1n software, hardware, firmware,
circuitry, or a combination thereof. Note that the structures
and constituent elements shown throughout, as well as their
functionality, can be aggregated with one or more other
structures or elements.

Alternatively, the elements and their functionality can be
subdivided 1nto constituent sub-eclements, if any. As soft-
ware, the above-described techniques can be implemented
using various types of programming or formatting lan-
guages, Irameworks, syntax, applications, protocols,
objects, or techniques, including C, Objective C, C++, C #,
Flex™, Fireworks®, Java™, Javascript™, AJAX, COBOL,
Fortran, ADA, XML, HTML, DHTML, XHTML, HTTP,
XMPP, and others. These can be varied and are not limited
to the examples or descriptions provided.

While the embodiments have been described and/or 1llus-
trated by means of particular examples, and while these
embodiments and/or examples have been described 1n con-
siderable detail, 1t 1s not the intention of the Applicants to
restrict or in any way limit the scope of the embodiments to
such detail. Additional adaptations and/or modifications of
the embodiments may readily appear to persons having
ordinary skill in the art to which the embodiments pertain,
and, 1n 1ts broader aspects, the embodiments may encompass
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these adaptations and/or modifications. Accordingly, depar-
tures may be made from the foregoing embodiments and/or
examples without departing from the scope of the concepts
described herein. The implementations described above and
other implementations are within the scope of the following
claims.
What 1s claimed 1s:
1. A method comprising:
receiving a user mput that identifies a physical object 1n
a picture, and wherein the physical object 1s associated
with a recipient of an electronic message and wherein
the physical object 1s different from the recipient of the
clectronic message and further wherein the recipient of
the electronic message 1s absent in the picture, and
wherein a physical proximity of the recipient of the
clectronic message 1s independent from a physical
proximity of the physical object, wherein the user input
1s 1dentification facilitating data associated with a
recipient of the electronic message, wherein the user
mput 1s different from an address associated with the
recipient of the electronic message and wherein the
user mput 1s different from a name of the recipient;

resolving the user input against data stored at one or more
servers to 1dentily the address of the recipient of the
clectronic message;

populating the address of the recipient 1n a corresponding

addressing field of the electronic message; and
applying permission logic rules to the 1dentified address to
apply restrictions associated with the electronic mes-
sage wherein the restrictions include a permitted time
frame for transmission of the electronic message.

2. The method as described 1n claim 1, wherein the
restrictions 1s selected from a group consisting of permitted
time Irame for transmission of the electronic message,
content restrictions, geolocation coordinates, 1dentity of the
recipient, and mode ol communication.

3. The method as described in claim 1 further comprising
obfuscating the address of the recipient prior to populating
the address, and wherein the populated address 1s obfus-
cated.

4. The method as described 1n claim 1, wherein the user
input 1s selected from a group consisting of a picture, audio,
geolocation coordinates, and natural language nput.

5. The method as described 1n claim 1, wherein the user
iput 1s received through a graphical user interface of an
clectronic device.

6. The method as described 1n claim 1, wherein the user
iput 1s a picture, and wherein the identification facilitating
data 1s an object within the picture.

7. The method as described in claim 1, wherein the
clectronic message 1s selected from a group consisting of an
clectronic mail, and a text message.

8. A method comprising:

receiving a user input from a sender, wherein the user

input identifies a physical object 1n a picture and 1s
associated with a recipient of an electronic message and
wherein the physical object 1s different from the recipi-
ent of the electronic message and further wherein the
recipient of the electronic message 1s absent 1n the
picture, and wherein a physical proximity of the recipi-
ent of the electronic message 1s independent from a
physical proximity of the physical object, wherein the
user 1mput 1s 1identification facilitating data associated
with a recipient of the electronic message, wherein the
user mput 1s different from an address associated with
the recipient of the electronic message and wherein the
user mput 1s different from a name of the recipient;
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resolving the user mnput against data stored at one or more
servers to 1dentily the address of the recipient of the
clectronic message;

receiving a content of the electronic message from the

sender;

transmitting the content of the electronic message to the

address of the recipient; and

applying permission logic rules to the identified address to

apply restrictions associated with the electronic mes-
sage, wherein the restrictions include a permitted time
frame for transmission of the electronic message.

9. The method as described 1n claim 8, wherein the
restrictions 1s selected from a group consisting of permitted
time Iframe for transmission of the electronic message,
content restrictions, geolocation coordinates, identity of the
recipient, and mode of communication.

10. The method as described 1n claim 8 further comprising
obfuscating the address of the recipient prior to populating
the address, and wherein the populated address 1s obfus-
cated.

11. The method as described in claim 8, wherein the user
mput 1s selected from a group consisting of a picture, audio,
geolocation coordinates, and natural language nput.

12. The method as described 1n claim 8, wherein the user
iput 1s received through a graphical user interface of an
clectronic device.

13. The method as described 1n claim 8, wherein the user
input 1s a picture, and wherein the identification facilitating
data 1s an object within the picture.

14. The method as described 1in claim 8, wherein the
clectronic message 1s selected from a group consisting of an
clectronic mail, and a text message.

15. A method comprising:

receiving a user mmput from a sender, wherein the user

input identifies a physical object 1n a picture and 1is
associated with a recipient of an electronic message and
wherein the physical object 1s different from the recipi-
ent of the electronic message and further wherein the
recipient of the electronic message 1s absent 1n the
picture, and wherein a physical proximity of the recipi-
ent of the electronic message 1s imdependent from a
physical proximity of the physical object, wherein the
user mput defines relationship of itended recipient of
the electronic message to itended content of the elec-
tronic message, wherein the user input 1s diflerent from
an address of the intended recipient of the electronic
message and wherein the user input 1s different from a
name of the intended recipient;

resolving the user mnput against data stored at one or more

servers to 1dentily the address of the recipient of the
clectronic message;

receiving the intended content of the electronic message

from the sender:

transmitting the mtended content of the electronic mes-

sage to the address of the recipient; and

applying permission logic rules to the identified address to

apply restrictions associated with the electronic mes-
sage, wherein the restrictions include a permitted time
frame for transmission of the electronic message.

16. The method as described in claim 15, wherein the

restrictions 1s selected from a group consisting of permitted
time Irame for transmission of the electronic message,
content restrictions, geolocation coordinates, 1identity of the
recipient, and mode of communication.
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17. The method as described in claim 15, wherein the user
input 1s selected from a group consisting of a picture, audio,
geolocation coordinates, and natural language iput.

G e x Gx ex
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