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METHOD OR AN APPARATUS TO MOVE
PERFECT DE-DUPLICATED UNIQUE DATA
FROM A SOURCE TO DESTINATION
STORAGE TIER

BACKGROUND

Computing devices generate, use, and store data. The data
may be, for example, images, document, webpages, or
meta-data associated with any of the files. The data may be
stored locally on a persistent storage of a computing device
and/or may be stored remotely on a persistent storage of
another computing device.

SUMMARY

In one aspect, a data management device 1n accordance
with one or more embodiments of the invention includes a
persistent storage and a processor. The persistent storage
includes an object storage that stores segments. The proces-
sor generates a collision free hash function based on the
segments, generates a hash vector using the collision free
hash function, deduplicates a portion of the segments asso-
ciated with to-be-migrated files using the hash vector, and
migrates the to-be-migrated files using the deduplicated
portion of the segments to a remote storage.

In one aspect, a method of operating a data management
device 1n accordance with one or more embodiments of the
invention includes generating, by the data management
device, a collision free hash function based on segments
stored 1n an object storage; generating, by the data manage-
ment device, a hash vector using the collision free hash
tunction; deduplicating, by the data management device, a
portion of the segments associated with to-be-migrated files
stored 1n the object storage using the hash vector; and
migrating, by the data management device, the to-be-mi-
grated files using the deduplicated portion of the segments to
a remote storage.

In one aspect, a non-transitory computer readable medium
in accordance with one or more embodiments of the inven-
tion includes computer readable program code, which when
executed by a computer processor enables the computer
processor to perform a method for operating a data man-
agement device, the method includes generating, by the data
management device, a collision free hash function based on
segments stored 1n an object storage; generating, by the data
management device, a hash vector using the collision free
hash function; deduplicating, by the data management
device, a portion of the segments associated with to-be-
migrated files stored in the object storage using the hash
vector; and migrating, by the data management device, the
to-be-migrated files using the deduplicated portion of the
segments 1o a remote storage.

BRIEF DESCRIPTION OF DRAWINGS

Certain embodiments of the mvention will be described
with reference to the accompanying drawings. However, the
accompanying drawings illustrate only certain aspects or
implementations of the invention by way of example and are
not meant to limit the scope of the claims.

FIG. 1A shows a diagram of a system 1n accordance with
one or more embodiments of the invention.

FIG. 1B shows a diagram of an object storage in accor-
dance with one or more embodiments of the invention.

FIG. 1C shows a diagram of a file recipe 1n accordance
with one or more embodiments of the invention.
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FIG. 1D shows a diagram of an example of meta-data
associated with a file stored in an object storage 1n accor-

dance with one or more embodiments of the invention.

FIG. 1E shows a diagram of a remote storage in accor-
dance with one or more embodiments of the invention.

FIG. 2A shows a diagram of a file in accordance with one
or more embodiments of the invention.

FIG. 2B shows a diagram of a relationship between
segments of a file and the file 1n accordance with one or more
embodiments of the invention.

FIG. 3A shows a tlowchart of a method of deduplicating,
data 1n accordance with one or more embodiments of the
invention.

FIG. 3B shows a flowchart of a method of identifying cold
files 1n accordance with one or more embodiments of the
1nvention.

FIG. 3C shows a flowchart of a method of generating a
collision free hash function 1n accordance with one or more
embodiments of the invention.

FIG. 3D shows a flowchart of a method of generating a
hash vector 1n accordance with one or more embodiments of
the invention.

FIG. 3E shows a flowchart of a method of deduplicating,
an object storage using the hash vector in accordance with
one or more embodiments of the invention.

DETAILED DESCRIPTION

Specific embodiments will now be described with refer-
ence to the accompanying figures. In the following descrip-
tion, numerous details are set forth as examples of the
invention. It will be understood by those skilled 1n the art
that one or more embodiments of the present invention may
be practiced without these specific details and that numerous
variations or modifications may be possible without depart-
ing from the scope of the mvention. Certain details known
to those of ordinary skill in the art are omitted to avoid
obscuring the description.

In the following description of the figures, any component
described with regard to a figure, 1n various embodiments of
the invention, may be equivalent to one or more like-named
components described with regard to any other figure. For
brevity, descriptions of these components will not be
repeated with regard to each figure. Thus, each and every
embodiment of the components of each figure 1s incorpo-
rated by reference and assumed to be optionally present
within every other figure having one or more like-named
components. Additionally, 1 accordance with wvarious
embodiments of the invention, any description of the com-
ponents of a figure 1s to be terpreted as an optional
embodiment, which may be implemented 1n addition to, 1n
conjunction with, or in place of the embodiments described
with regard to a corresponding like-named component in
any other figure.

In general, embodiments of the invention relate to sys-
tems, devices, and methods for migrating data between
storage. More specifically, the systems, devices, and meth-
ods may reduce the amount of data transmitted from a first
storage to a second storage when migrating data from the
first storage to the second storage. Additionally, the amount
ol storage space used to store the data on the second storage
may be reduced when compared to the amount of storage
used to store the data on the first storage.

In one or more embodiments of the invention, a data
management device may deduplicate data stored 1n a per-
sistent storage before transmitting the data for storage to a
remote storage. The persistent storage may be organized as
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an object storage. The data management device may dedu-
plicate the data by identifying duplicate data segments,
deleting the duplicate data segments, and only transmitting
the segments to the remote storage that were not deleted.
Removing the duplicate data segments may reduce the
quantity of storage required to store the data in the remote
storage when compared to the quantity of storage space
required to store the data 1in the data management device.

In one or more embodiments of the invention, the dedu-
plication may be performed as part of a file migration
process. For example when files are mlgrated from a data
storage device offering a high tier of service to a remote
storage that oflers a different tier of service than the high tier
of service, the data may be deduplicated before being
transmitted to the remote storage device. The different tier of
service may be, for example, a lower tier of service that 1s
less costly or a higher tier of service that 1s more costly.

FIG. 1 shows a system 1n accordance with one or more
embodiments of the invention. The system may include
clients (100) that store data 1n the data management device
(110).

The clients (100) may be computing devices. The com-
puting devices may be, for example, mobile phones, tablet
computers, laptop computers, desktop computers, a server,
or a cloud resource that aggregates the computing capacity
of multiple computing devices and presents itself as a single
logical computing device. The computing devices may
include one or more processors, memory (e.g., random
access memory), and persistent storage (e.g., disk drives,
solid state drives, etc.). The persistent storage may store
computer 1nstructions, e.g., computer code, that when
executed by the processor(s) of the computing device cause
the computing device to perform the functions described in
this application. The clients (100) may be other types of
computing devices without departing from the invention.
The clients (100) may be operably linked to the data
management device (110) via a network.

The remote storage (190) may be a computing device. The
computing device may be, for example, a mobile phone, a
tablet computer, a laptop computer, desktop computer, a
server, or a cloud resource that aggregates the computing
capacity of multiple computing devices and presents itself as
a single logical computing device. The computing devices
may include one or more processors, memory (€.g., random
access memory), and persistent storage (e.g., disk drives,
solid state drives, etc.). The persistent storage may store
computer 1nstructions, e.g., computer code, that when
executed by the processor(s) of the computing device cause
the computing device to perform the functions described in
this application. The remote storage (190) may be other
types ol computing devices without departing from the
invention.

The remote storage (190) may be operably linked to the
data management device (110) via a network. For additional
details regarding the remote storage (190), See FIG. 1f.

The data management device (110) may be a computing,
device. The computing device may be, for example, a
mobile phone, a tablet computer, a laptop computer, a
desktop computer, a server, or a cloud resource that aggre-
gates the computing capacity of multiple computing devices
and presents itself as a single logical computing device. The
computing device may include one or more processors,
memory (e.g., random access memory), and persistent stor-
age (e.g., disk drives, solid state drives, etc.). The persistent
storage may store computer instructions, €.g., computer
code, that when executed by the processor(s) of the com-
puting device cause the computing device to perform the
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functions described 1n this application and illustrated in at
least FIGS. 3A-3E. The data management device (110) may
be other types of computing devices without departing from
the 1nvention.

The data management device (110) may include a persis-
tent storage (120), a memory (160), and a data migration
optimizer (180). Each component of the data management
device (110) 1s discussed below.

The data management device (110) may include a persis-
tent storage (120). The persistent storage (120) may include
physical storage devices. The physical storage devices may
be, for example, hard disk drives, solid state drives, tape
drives, or any other type of persistent storage media. The
persistent storage (120) may include any number and/or
combination of physical storage devices.

The persistent storage (120) may 1nclude a local object
storage (130) for storing data from the clients (100). As used
herein, an object storage 1s a data storage architecture that
manages data as objects. Each object may include a number
of bytes for storing data in the object. In one or more
embodiments of the mvention, the object storage does not
include a file system. Rather, a local namespace (125) may
be used to organize the data stored in the object storage. For
additional details regarding the object storage (130), see
FIGS. 1B-1D.

The local object storage (130) may be a partially dedu-
plicated storage. As used herein, a partially deduplicated
storage refers to a storage that attempts to reduce the
required amount of storage space to store data by not storing
multiple copies of the same files or bit patterns located near
the storage location of the data within the object storage
when a the data 1s first stored in the object storage. A
partially deduplicated storage attempts to balance the mput-
output (I0) limits of the physical devices on which the
object storage 1s stored by only comparing the to-be-stored
data to a portion of all of the data stored 1n the object storage.

To partially deduplicate data, the to-be-stored data may be
broken down into segments. The segments may correspond
to portions of the to-be-stored data. Fingerprints that identify
cach segment of the to-be-stored data may be generated. The
generated fingerprints may be compared to a portion of
pre-existing fingerprints associated with a portion of the data
already stored in the object storage. Any segments of the
to-be-stored data that do not match a fingerprint of the
portion of the data already stored in the object storage may
be stored 1n the object storage, the other segments are not
stored 1n the object storage. A file recipe to generate the
now-stored data may be generated and stored so that the
now-stored data may be retrieved from the object storage.
The recipe may include information that enables all of the
segments ol the to-be-stored data that were stored 1n the
object storage and all of the segments of the data already
stored 1n the object storage having fingerprints that matched
the fingerprints of the segments of the to-be-stored data to be
retrieved from the object storage. For additional details
regarding file recipes, See FIG. 1C.

As used herein, a fingerprint may be a bit sequence that
virtually umquely i1dentifies a segment. As used herein,
virtually uniquely means that the probability of collision
between each fingerprint of two segments that include
different data 1s negligible, compared to the probability of
other unavoidable causes of fatal errors. In one or more

embodiments of the invention, the probability 1s 107-20 or
less. In one or more embodiments of the invention, the

unavoidable fatal error may be caused by a force of nature
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such as, for example, a tornado. In other words, the finger-
print of any two segments that specity different data waill
virtually always be diflerent.

The persistent storage (120) may include the local
namespace (125). The local namespace (125) may be a data
structure stored on physical storage devices of the persistent
storage (120) that organizes the data storage resources of the
physical storage devices.

In one or more embodiments of the invention, the local
namespace (125) may associate a file with a file recipe stored
in the object storage. The local namespace (1235) may
include information required to obtain the file recipe from
the object storage. The information may specily an identifier
of the object 1n which the file recipe 1s stored. The infor-
mation may also specily a relative position within the object
where the file recipe 1s stored. The object recipe may be used
to generate the file based using segments stored 1n the object

storage. For additional details regarding file recipes, See
FIG. 1C.

The data management device (110) may include a
memory (160). The memory (160) may store a hash vector
(165). The hash vector (165) may be a data structure
including a number of bits corresponding to the number of
unique segments stored in the local object storage (130).
Each bit of the hash vector (165) may correspond to a
fingerprint of a segment stored 1n the local object storage
(130). Fingerprints of multiple segments may be mapped to
the same bit of the hash vector (163). Each of the fingerprints
of the multiple segments that map to the same bit of the hash
vector (165) may be identical, 1.e., each of the segments
corresponding to the fingerprints that each map to the same
bit of the hash vector may be 1dentical.

In one or more embodiments of the invention, the hash
vector may be generated by a collision free hash function
based on all of the fingerprints stored in the object storage.
The collision free hash function may be a perfect hash
function.

The memory (160) may store migration file identifiers
(170). The migration file identifiers (170) may be a data
structure that specifies one or more files stored 1n the local
object storage (130) that are to be migrated to the remote
storage (190). The migration file identifiers (170) may be
generated using the method shown in FIG. 3B.

The memory (160) may store a bufler (175). The bufler
(175) may be a data structure that includes deduplicated
segments of the to-be-migrated files of the object storage
and/or fingerprints of the deduplicated segments. The buller
may be used to migrate the to-be-migrated files to the remote
storage.

The data management may include a data migration
optimizer (180). The data migration optimizer (180) may
deduplicate the to-be-migrated files of the local object
storage (130) as part of the file migration process. Dedupli-
cating the to-be-migrated files of the local object storage
(130) before migration may reduce the amount of data
required to be transmitted to the remote storage as part of the
migration process and may reduce the amount of storage
space ol the remote storage required to store the to-be-
migrated {iles.

In one or more embodiments of the invention, the data
migration optimizer (180) may be a physical device. The
physical device may include circuitry. The physical device
may be, for example, a field-programmable gate array,
application specific integrated circuit, programmable pro-
cessor, microcontroller, digital signal processor, or other
hardware processor. The physical device may be adapted to
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provide the functionality described above and to perform the
methods shown 1n FIGS. 3A-3.

In one or more embodiments of the invention, the data
migration optimizer (180) may be implemented as computer
istructions, €.g., computer code, stored on a persistent
storage that when executed by a processor of the data
management device (110) cause the data management
device (110) to provide the functlonahty described above
and perform the methods shown in FIGS. 3A-3E.

As discussed above, the local object storage (130) may
store data. The local object storage (130) may store addi-
tional information. FIG. 1B shows a diagram of a local
object storage (130) in accordance with one or more
embodiments of the invention. The local object storage
(130) may different types of data include segments (135),
segment {ingerprints (140), file recipes (145), and file meta-
data (150). Any combination of the aforementioned types of
data may be stored in any object of the object storage
without departing form the invention. Each type of data 1s
discussed below.

The segments (135) may be data structures including
portions of data. The segments (135) may be used to
reconstruct files stored 1n the local object storage (130). The
segments (135) may be portions of multiple files, 1.e., two
different files that include the same segment. For example
two versions of the same word document with minimal
differences may both include nearly the same number of
segments. The majority each of the segments of both word
documents may be identical. Only a single copy of any
duplicate segments may be stored 1n the object storage.

The segment fingerprints (140) may be fingerprints cor-
responding to each of the segments (135). Each segment
fingerprint (140A, 140N) may be generated automatically
when a corresponding segment (135A, 135N) 1s stored 1n the
object storage. Each segment fingerprint (140A, 140N) may
unmiquely 1dentify a corresponding bit sequence. Thus, each
segment having the same segment fingerprint is the same bit
sequence.

The file recipes (145) may be data structures that enable
a number of segments that may be used to reconstruct a file
to be retrieved from the object storage. As described above,
when a file, e.g., data, 1s stored in the object storage, 1t 1s
broken down 1nto segments and deduplicated. Thus, not all
of the segments of each file are stored 1n the object storage.
Rather, only segments of the file that are not already present
in the object storage are stored 1n the object storage when the
file 1s stored in the object storage. For additional details
regarding the file recipes (145), See FI1G. 1C.

The file meta-data (150) may be data structures that
specily meta-data associated with each file stored in the

object storage. For additional details regarding the file
meta-data (150), See FIG. 1D.

Returning to the file recipes (145), FIG. 1C shows a
diagram of a file recipe A (145A) i accordance with one or
more embodiments of the invention. The file recipe A
(145A) specifies information used to reconstruct a file stored
in the file storage.

In one or more embodiments of the invention, the file
recipe A (145A) includes segments identifiers (ID) (146) that

specily the i1dentifiers of each segment used to reconstruct
the file. The file ID (147) 1dentifies the {ile.

In one or more embodiments of the invention, the file
recipe A (145A) includes only a single segment ID and a file
ID. The single segment ID may enable a segment to be
retrieved from the object storage. The single segment
includes a top level of a tree data structure rather than a
portion of a file. The tree may be a segment tree stored in the
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object storage. Portions of the tree may specily nodes of the
tree while other portions of the tree may include segments.
The top level of the tree includes information that enables
the lower levels of the tree to be obtained from the object
storage. Traversing the segment tree using the information
included 1n the tree may enable of the segments used to
regenerate the file to be obtained.

While two embodiments of the file recipes used herein
have been described above, the file recipes may have other
structures without departing from the mvention. Embodi-
ments of the file recipe include any data structure that
cnables segments of a file to be retrieved from the object
storage.

In one or more embodiments of the invention, the file
recipe A (145A) may include other information that may be
used to obtain the segments. For example, information that
identifies an object of the object storage that includes a
segment may be included. Additionally, the other informa-
tion may also specily where within an object the segment 1s
located. In other embodiments of the invention, each object
may be self-describing, 1.e., specifies the contents of the
object and the location of the contents within the object. The
file recipe may only specily the objects including each
respective segment specified by the file recipe.

The file ID (147) may correspond to one or more
namespace entries that relate file names or other identifica-
tion information provided by clients with the name of the file
stored 1n the object storage. When a client requests data
stored 1n the object storage, the data management device
may match the file name or other ID provided by the client
to a namespace entry. The namespace entry may specity the
file ID (147) and, thus, enable the data management device
to obtain the file recipe corresponding to the stored file. The
data management device may then use the segments speci-
fied by the file recipe to obtain the file be reconstructing 1t
using the segments specified by the file recipe.

FIG. 1D shows a diagram of file A meta-data (150A) 1n
accordance with one or more embodiments of the mnvention.
The file A meta-data (150A) may specily meta-data of the
file stored 1n the object storage corresponding to the file ID
(147, FIG. 1C) of the file recipe A (145A). The file A
meta-data (150A) may include a retention lock (151), a date
of storage (152) of the file 1n the object storage, and/or a date
of last access (153) of the file 1n the object storage. The file
A meta-data (150A) may include different, more, or less data
regarding the associated file without departing from the
invention.

As discussed with respect to FIG. 1A, the data manage-
ment device may migrate files to a remote storage. The
remote storage may store the migrated data

FIG. 1E shows a diagram of a remote storage (190) in
accordance with one or more embodiments of the mnvention.
The remote storage (190) may include a remote persistent
storage (191). The remote persistent storage (191) may be
similar to the local persistent storage and include a remote
namespace (192) and a remote object storage (193). Each of
the aforementioned components may be similar to the local
namespace) and the local object storage, respectively, and
perform similar functions.

The remote storage (190) may be programmed to coop-
crate with the data management device (110) to migrate files
from the data management device (110) to the remote
storage (190).

As discussed above, when a file 1s sent to the data
management device for storage, the data management
device may divide the file into segments. FIGS. 2A-2B show
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diagrams that illustrate relationships between a file (200)
and segments (210-218) of the file (200).

FIG. 2A shows a diagram of a file (200) 1n accordance

with one or more embodiments of the invention. The data
may be any type of data in any format and of any length.
FIG. 2B shows a diagram of segments (210-218) of the

file (200) of the data. Fach segment may include separate,
distinct portions of the file (200). Each of the segments may
be of different, but similar lengths. For example, each
segment may 1include approximately 8 kilobytes of data, e.g.,
a first segment may 1include 8.03 kilobytes of data, the
second segment may nclude 7.96 kilobytes of data, etc. In
one or more embodiments of the invention, the average
amount of data of each segment 1s between 7.95 and 8.05
kilobytes.

FIGS. 3A-3F show flowcharts in accordance with one or
more embodiments of the mvention. The flowcharts illus-
trate methods that may be used to deduplicate files during
migration to a remote storage. As discussed above, when
data 1s stored in the object storage, 1t may only be partially
deduplicated and thereby reduce the required 10 of the
storage when compared to complete deduplication of the
data. The following methods may be used to completely
deduplicate the partially deduplicated files already stored 1n
an object storage during a migration of the files to a remote
storage. However, embodiments of the invention are not
limited to deduplicating data that has been partially dedu-
plicated. The following methods may be used to deduplicate
files that have not been previous deduplicated.

FIG. 3A shows a flowchart of a method 1n accordance
with one or more embodiments of the invention. The method
depicted 1n FIG. 3A may be used to deduplicate data stored
in a data storage 1n accordance with one or more embodi-
ments of the invention. The method shown in FIG. 3A may
be performed by, for example, a data migration optimizer
(180, FIG. 1A).

In Step 300, files are selected for migration to a remote
storage. The selected files may be identified using the
method shown 1n FIG. 3B.

In Step 310, a collision free hash function for all finger-
prints of a local object storage storing the selected files are
generated. The collision free hash function may be generated
using the method shown in FIG. 3C.

In Step 320, a hash vector 1s generated using the collision
free hash function. The hash vector may be generated using
the method shown 1n FIG. 3D.

In Step 330, the selected files are deduplicated using the
hash vector. The object storage may be deduplicated using
the method shown 1n FIG. 3E.

In Step 340, the deduplicated files are migrated to the
remote storage.

In one or more embodiments of the invention, the dedu-
plicated files may be migrated to the remote storage by
sending fingerprints of the deduplicated files to the remote
storage. The remote storage may then compare the finger-
prints to existing fingerprints stored 1 a remote object
storage of the remote storage. The remote storage may then
notily the data management device of any fingerprints that
are not present 1 the remote storage. The remote storage
may then send copies of the segments corresponding to the
fingerprints that are not already stored in the remote storage.

The method may end following Step 340.

FIG. 3B shows a flowchart of a method 1n accordance
with one or more embodiments of the invention. The method
depicted 1n FIG. 3B may be used to select files for migration
to a remote storage 1n accordance with one or more embodi-
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ments of the invention. The method shown 1n FIG. 3B may
be performed by, for example, a data migration optimizer
(180, FIG. 1A).

In Step 301, an unprocessed file stored 1n the local object
storage 1s selected.

In one or more embodiments of the invention, the file 1s
selected randomly. In other words, any unprocessed file 1s
selected. All of the files stored 1n the object storage may be
unprocessed at the start of the method shown 1n FIG. 3B.

In Step 302, the selected unprocessed file 1s matched to
criteria.

In one or more embodiments of the invention, the criteria
may include: (1) whether a retention lock specified by
meta-data associated with the file 1s set to indicate that the
file should be retained, (11) whether a date of storage
speciflied by meta-data associated with the file 1s earlier than
a predetermined date, and/or (111) whether a data of last
access specified by the meta-data associated with the file 1s
carlier than predetermined date. The criteria may include
other criteria without departing from the invention. The
criteria may only iclude one of (1)-(111) without departing
from the invention.

In one or more embodiments of the mnvention, the prede-
termined date six months before the current date, 1.e., the
date at the time the method illustrated 1n FIG. 3B 1s
performed. In one or more embodiments of the imnvention,
the predetermined date three months before the current date,
1.e., the date at the time the method 1illustrated 1in FIG. 3B 1s
performed. In one or more embodiments of the imnvention,
the predetermined date one month before the current date,
1.e., the date at the time the method 1llustrated 1in FIG. 3B 1s
performed.

In Step 303, it 1s determined whether the selected unpro-
cessed file matches a criteria. If the selected unprocessed file
matches a criteria, the method proceeds to Step 304. If the
selected unprocessed file does not match a criteria, the
method proceeds to Step 305.

In Step 304, the file 1dentifier of the selected unprocessed
file 1s added to the migration files 1dentifier.

In Step 305, the selected unprocessed file 1s marked as
processed.

In Step 306, 1t 1s determined whether all of the files stored
in the object storage have been processed. It all of the files
have been processed, the method may end following Step
306. It all of the files have not been processed, the method
may proceed to Step 301.

FIG. 3C shows a flowchart of a method in accordance
with one or more embodiments of the invention. The method
depicted 1n FIG. 3C may be used to generate a collision free
hash function for the local object storage in accordance with
one or more embodiments of the invention. The method
shown 1 FIG. 3C may be performed by, for example, a
storage space optimizer (175, FIG. 1A).

In Step 311, the fingerprints stored in the local object
storage are walked.

In Step 312, a collision free hash function 1s generated
based on the walk.

In one or more embodiments of the invention, the colli-
s1on {ree hash function may be a perfect hash function. The
perfect hash function may map each of the unique finger-
prints walked 1 Step 311 to different bits of a bit vector.
Multiple fingerprints walked 1n Step 311 that have the same
bit sequence map to the same bit of the bit vector.

The method may end following Step 312.

FIG. 3D shows a flowchart of a method 1n accordance
with one or more embodiments of the invention. The method
depicted in FIG. 3D may be used to generate a hash vector
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in accordance with one or more embodiments of the inven-
tion. The method shown 1n FIG. 3D may be performed by,
for example, a storage space optimizer (175, FIG. 1A).

In Step 321, the namespace of the local object storage 1s
enumerated.

In Step 322, a hash vector 1s generated using the collision
free hash function and all of the fingerprints 1n the local
object storage.

In one or more embodiments of the invention, the hash
vector 1s a perfect hash live vector generated using a perfect
hash function.

The method may end following Step 322.

FIG. 3E shows a flowchart of a method in accordance
with one or more embodiments of the invention. The method
depicted in FIG. 3E may be used to deduplicate an object
storage 1n accordance with one or more embodiments of the
invention. The method shown 1n FIG. 3E may be performed
by, for example, a storage space optimizer (175, FIG. 1A).

In Step 331, all of the segments associated with the
to-be-migrated files are identified. The segments may be
identified using the files recipe for each to-be-migrated file.
The to-be-migrated files may be those selected using the
method shown 1n FIG. 3B.

While not 1llustrated 1n FIG. 3E, the segments may be
marked as unique while being enumerated by setting corre-
sponding bits of the perfect hash vector. In other words, the
process of i1dentifying unique segments may be accom-
plished by setting corresponding bits 1n the perfect hash
vector when enumerating the segments.

In Step 332, an unprocessed segment of the identified
segments 15 selected.

In Step 333, a fingerprint of the selected unprocessed
segment 15 matched to a bit of the hash vector. The finger-

print may be matched to the hash vector using the collision
free hash function.

In Step 334, 1t 1s determined whether the matched bait
indicates that the selected unprocessed segment 1s unique. In
other words, 1t 1s determined whether a previously processed
fingerprint matched to the matched bit before the fingerprint
of the selected unprocessed segment matched to the bit of
the hash vector. If the matched bit indicates that the unpro-
cessed segment 1s unique, the method proceeds to Step 335.
If the matched bit does not indicate that the unprocessed
segment 1s unique, the method proceeds to Step 336.

In one or more embodiments of the invention, the value
of the matched bit may indicate whether the unprocessed
segment 1s unique. When the hash vector 1s generated, each
bit may be set to a predetermined value. If a bit 1s not the
predetermined value when a fingerprint 1s matched to the bit,
the segment associated with the matched fingerprint may be
considered to not be unique.

In Step 335, the selected unprocessed segment 1s marked
as unique and the bit of the hash vector to which the
fingerprint associated with the unprocessed segment was
matched 1s flipped.

In one or more embodiments of the invention, the selected
unprocessed segment may be marked as unique by adding a
copy of the selected unprocessed segment to a bufler. In one
or more embodiments of the invention, the selected unpro-
cessed segment 1n the object storage may be marked by
adding the segment to a list, or other data structure, that
specifies unique segments.

In Step 335, the selected unprocessed segment 1s marked
as processed.

In Step 336, 1t 1s determined whether all of the segments
of the object storage have been processed. If all of the
segments have been processed, the method proceeds to Step
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337. If all of the segments have not been processed, the
method proceeds to Step 332.

The method may end following Step 337.

One or more embodiments of the invention may be
implemented using instructions executed by one or more
processors 1n the data storage device. Further, such mnstruc-
tions may correspond to computer readable instructions that
are stored on one or more non-transitory computer readable
mediums.

One or more embodiments of the invention may enable
one or more of the following 1) improve the performance of
a network by reducing the amount of bandwidth used to
migrate data, 1) improve the storage capacity of a remote
storage by reducing the amount of storage require to store
migrated data, and 111) reduce the computational burden
required to migrate files by only sending fingerprints asso-
ciated with unique segments for evaluation by the remote
storage to determine whether the unique segment 1s already
present 1n an object storage of the remote storage.

While the invention has been described above with
respect to a limited number of embodiments, those skilled in
the art, having the benefit of this disclosure, will appreciate
that other embodiments can be devised which do not depart
from the scope of the invention as disclosed herein. Accord-
ingly, the scope of the mvention should be limited only by
the attached claims.

What 1s claimed 1s:
1. A method for deduplicating data, comprising:
identifying 1n a persistent storage device, a first copy of a
file segment;
obtaining, based on the 1dentifying of the first copy of the
file segment, a fingerprint associated with file segment;
identifying an indicator 1n a hash vector corresponding to
the fingerprint, wherein the hash vector comprises a
plurality of indicators;
determining that the indicator i1s set to a predetermined
value, wherein the predetermined value indicates that
the file segment 1s unique;
in response to determining that the indicator 1s set to the
predetermined value:
storing the first copy of the file segment 1n a builer;
modifying the indicator to a value other than the
predetermined value;
after the moditying;:
identifying, 1n the persistent storage device, a second
copy of the file segment;
obtaining, based on the 1dentifying of the second copy
of the file segment, the fingerprint;
identifying the indicator 1n the hash vector correspond-
ing to the fingerprint;
determining that the indicator 1s not set to the prede-
termined value;
in response to determining that the indicator 1s not set
to the predetermined value, marking the second copy
of the file segment as processed and not storing the
second copy of the file segment 1n the bufler; and
initiating a deduplication procedure to replicate the first
copy of the file segment from the persistent storage
device to a remote storage device, wherein the dedu-
plication procedure uses the builer.
2. The method of claim 1, wherein the persistent storage
device comprises:
the first copy of the file segment; and
a second copy of the file segment, wherein the second
copy of the file segment 1s not replicated to the remote
storage device.
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3. The method of claim 1, further comprising;:
prior to obtaining the fingerprint:
selecting the file segment; and
adding the indicator, to the hash vector, wherein adding,
the indicator comprises set the indicator the prede-
termined value.

4. The method of claim 3, wherein selecting the f{ile
segment Comprises:

identifying a file from a plurality of files;

making a determination that the file matches a criterion;

and

in response to the determination that file matches the

criterion, 1dentifying, in the file, the file segment.

5. The method of claam 4, wherein the criterion 1s one
selected from the group consisting of file segment age, file
segment storage date, and redundancy policy.

6. A non-transitory computer readable medium compris-
ing computer readable program code, which when executed
by a computer processor enables the computer processor to
perform a method for deduplicating data, the method com-
prising:

identifying in a persistent storage device, a first copy of a

file segment;

obtaining, based on the identifying of the first copy of the

file segment, a fingerprint associated with the file
segment;

identifying an indicator 1n a hash vector corresponding to

the fingerprint, wherein the hash vector comprises a
plurality of indicators;

determining that the indicator 1s set to a predetermined

value, wherein the predetermined value indicates that
the file segment 1s unique;

in response to determining that the indicator 1s set to the

predetermined value:

storing the first copy of the file segment 1n a buller;

moditying the indicator to a value other than the
predetermined value;

after the moditying:

identifying, in the persistent storage device, a second
copy of the file segment;

obtaining, based on the identitying of the second copy
of the file segment, the fingerprint;

identifying the indicator in the hash vector correspond-
ing to the fingerprint;

determining that the indicator 1s not set to the prede-
termined value;

in response to determining that the indicator 1s not set
to the predetermined value, marking the second copy
of the file segment as processed and not storing the
second copy of the file segment 1n the bufler; and

initiating a deduplication procedure to replicate the first
copy of the file segment from the persistent storage
device to a remote storage device, wherein the dedu-
plication procedure uses the bufler.

7. The non-transitory computer readable medium of claim
6, wherein the persistent storage device comprises:

the first copy of the file segment; and

a second copy of the file segment, wherein the second

copy of the file segment 1s not replicated to the remote
storage device.

8. The non-transitory computer readable medium of claim
6, further comprising;:

prior to obtaining the fingerprint:

selecting the file segment; and

adding the 1ndicator, to the hash vector, wherein adding
the indicator comprises set the indicator the prede-
termined value.
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9. The non-transitory computer readable medium of claim
8, wherein selecting the file segment comprises:

identifying a file from a plurality of files;

making a determination that the file matches a criterion;

and

in response to the determination that file matches the

criterion, 1dentitying, in the file, the file segment.

10. The non-transitory computer readable medium of
claim 9, wherein the criterion 1s one selected from the group
consisting of file segment age, file segment storage date, and
redundancy policy.

11. A data management device, comprising;

persistent storage device; and

a processor programmed to:

identify, 1n a persistent storage device, a first copy of a
file segment;
obtain, based on the identifying of the first copy of the
file segment, a fingerprint associated with the file
segment;
identily an indicator in a hash vector corresponding to
the fingerprint, wherein the hash vector comprises a
plurality of indicators;
determine that the indicator 1s set to a predetermined
value, wherein the predetermined value indicates
that the file segment 1s unique;
in response to determine that the indicator 1s set to the
predetermined value:
store the first copy of the file segment 1n a butler;
modify the indicator to a value other than the pre-
determined value;
aiter the modity:
identily, 1n the persistent storage device, a second
copy of the file segment;
obtain, based on the 1dentifying of the second copy
of the file segment, the fingerprint;
identily the indicator in the hash vector correspond-
ing to the fingerprint;
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determine that the indicator 1s not set to the prede-
termined value;

in response to determining that the indicator 1s not
set to the predetermined value, mark the second
copy of the file segment as processed and not
storing the second copy of the file segment 1n the

bufler; and

imitiate a deduplication procedure to replicate the
first copy of the file segment from the persistent
storage device to a remote storage device, wherein
the deduplication procedure uses the builer.

12. The data management device of claim 11, wherein the
persistent storage device comprises:

the first copy of the file segment; and

a second copy of the file segment, wherein the second

copy of the file segment 1s not replicated to the remote
storage device.

13. The data management device of claim 5, wherein the
processor 1s further configured to:

prior to obtaining the fingerprint:

select the file segment; and

add the indicator, to the hash vector, wherein adding the
indicator comprises set the indicator the predeter-
mined value.

14. The data management device of claim 13, wherein
selecting the file segment comprises:

identifying a file from a plurality of files;

making a determination that the file matches a criterion;

and

in response to the determination that file matches the

criterion, 1dentifying, in the file, the file segment.

15. The data management device of claim 14, wherein the
criterion 1s one selected from the group consisting of file
segment age, lfile segment storage date, and redundancy
policy.
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In the Claims
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indicator to the predetermined --.
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