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METHOD OF MODULAR VERIFICATION OF
A CONFIGURATION OF A DEVICE

The invention relates to a method of modular verification
of a configuration of a device, in particular of a safety
controller, in accordance with claim 1.

In safety technology today, 1t must be ensured on the
implementation of a configuration 1 a device that the
provided configuration 1s correctly implemented to, for
example, be able to recognize memory errors of an external
input device such as a computer or a smartphone on which
the configuration was prepared and/or to be able to recog-
nize transmission errors of the configuration. The checking
process 1s known as verification.

A common verification process comprises visualizing the
implemented parameters back onto the mput device and to
have the correctness of the parameters explicitly confirmed
by an authorized user. In this respect, the previous verifica-
tion process requires knowledge of the total system by the
user, that 1s the knowledge with respect to all the set
parameters to be able to carry out the verification of the total
configuration of the device. Such a verification 1s therefore
complex and diflicult and comprises error sources that make
the verification susceptible to errors.

In other words, after the preparation and implementation
or transmission of the configuration on or to the device, the
verification takes place over the total configuration of the
device by selected persons who have to have a complete
understanding of the total configuration of the device.

It 1s therefore an object of the invention to provide a
method of modular verification of a configuration of a
device with which method a simple and secure verification
of the device 1s ensured.

The object 1s satisfied in accordance with the invention by
a method of modular verification of a configuration of a
device having the features of claim 1.

In other words, a method 1s provided for the modular
verification of a configuration of a device, said method
comprising the steps of subdividing the configuration of the
device mto at least two part configurations that are verified,
of allocating the part configurations to at least one part
configuration sequence 1n which a dependence on a verifi-
cation of the part configurations on one another 1s pre-
defined, of determining parameters of each part configura-
tion, with the parameters being used for veritying the
respective part configurations, of calculating a single check-
sum for each part configuration that reproduces the verifi-
cation of the part configurations, with the single checksum
ol a preceding part configuration being recalculated in the
verification of a part configuration following in the part
configuration sequence and with the verification of the
preceding part configuration being confirmed on an agree-
ment of the single checksum, and wherein the configuration
of the device 1s verified when the last part configuration has
been verified for each part configuration sequence.

The advantage results from this that the part configura-
tions of diflerent users can be vernfied, with the users only
having to have knowledge or understanding of the respective
part configuration to be verified by them and not having to
have the total understanding of the configuration of the total
device.

In accordance with a preferred embodiment, an input
and/or output unit, an interface, and other units of the device
are subdivided as part configurations. This enables a reduc-
tion of the knowledge for the verification of the configura-
tion of the device with only partial knowledge of the device,
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with a secure verification of the total configuration of the
device nevertheless remaining ensured.

In accordance with a further preferred embodiment, the
verification of every directly preceding part configuration 1s
co-confirmed 1n the following part configuration. This
means that the individual checksum of the preceding part
configuration 1s recalculated on the verification of the fol-
lowing part configuration and 1s compared with the single
checksum calculated on the verification of the preceding part
configuration so that the verification of the preceding part
configuration 1s only confirmed on an agreement of the
individual checksums. In other words, a user, for example,
only requires the understanding of the part configuration to
be verified by him to verify this part configuration and to
confirm the verification of the preceding part configuration
if the preceding part configuration had already been verified
by another user and the recalculated single checksum of the
preceding part configuration 1s still correct.

Furthermore, i accordance with a further preferred
embodiment, the part configuration sequence i1s branched
into different branches so that the part configurations are
differently dependent on one another. A technical relation-
ship of the part configurations can hereby be reproduced
more mtuitively and less ambiguously, for example. Each
part configuration 1s advantageously associated with a veri-
fication status, with the verification status of each part
configuration depending on the verification status of the
preceding part configuration. The verification status in par-
ticular indicates whether the part configuration 1s verified or
1s not verified. An increased safety level for the verification
results from this since the verification of a part configuration
cannot be confirmed 11 the verification status of the preced-
ing part configuration 1s not verified or changes.

In accordance with a further preferred embodiment, the
verification status of the preceding part configuration 1s
changed from verified to not verified when the verification
status of the preceding part configuration changes from
verified to not verified. The verification status of the part
configuration 1n particular changes when the parameters of
the part configuration are changed. It 1s thereby ensured that
the verification along the part configuration sequence 1s not
incorrectly confirmed when the verification status of one of
the part configurations of the part configuration sequence 1s
still not vet verified or has changed.

The parameters are preferably first distinguished into first
safety-relevant parameters and into second non-safety rel-
evant parameters, with the single checksum being calculated
from the first parameters of the part configuration. The
second parameters are 1n particular also indicated beside the
single checksum of the preceding part configuration on the
verification of the following part configuration. In this
respect, the second parameters very particularly comprise a
description, preferably in clear text, that reproduces the
semantics, a function and/or the verification status of the part
configuration. The advantage hereby results that the user
who has to verity the following part configuration has
knowledge of or information on the preceding part configu-
ration communicated to him via the second parameters so
that he can more easily understand a function of the pre-
ceding part configuration.

In accordance with a further preferred embodiment, the
individual checksum 1s calculated by an external input
device and 1s displayed to the user for validation. In this
respect, the safety-relevant parameters of the part configu-
ration are preferably used for calculating the single check-
sum, with the safety-relevant parameters of the preceding
part configuration entering into the calculation on the cal-
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culation of the single checksum of the following part con-
figuration so that the safety-relevant parameters of the
preceding part configuration are also taken into account in
the single checksum of the following part configuration. The
parameters of the preceding part configuration advanta-
geously do not have to be verified by the user since they have
already been verified by the verification of the single check-
sum ol the preceding part configuration.

In accordance with a further preferred embodiment, the
verification of a part configuration or of a part configuration
sequence 1s protected by an access code, preferably a
password or a pin. The user who 1s to verily a part configu-
ration or a part configuration sequence can hereby not access
details of the preceding part configuration or part configu-
ration sequence without the access code since 1t 1s protected
from him by encryption and only the single checksum of the
preceding part configuration or part configuration sequence
1s displayed for recalculation and for confirmation. The
verification of the part configuration 1s 1n particular allocated
to a predefined authentication level so that only authenti-
cated users such as an authorized customer or a member of
support stall has access to the allocated part configuration
and carries out the verification.

In accordance with a further preferred embodiment, the
last part configuration of all the part configuration sequences
1s the same. This means that all the part configuration
sequences have a common last part configuration so that the
part configuration sequences are verified with the calculation
of the single checksum of the last part configuration. On the
other hand, the last part configuration 1s preferably different
from at least two part configuration sequences. In other
words, if at least two part configuration sequences are
subdivided and 1f the part configuration sequences are
technically independent of one another, each part configu-
ration sequence has a last part configuration, with the last
part configurations likewise being independent of one
another. The part configuration sequences are verified by the
calculation of the respective single checksum of the last part
configurations.

Preferred embodiments and further developments as well
as further advantages of the invention can be seen from the
dependent claims, from the following description and from
the drawings.

The mvention will also be explained 1n the following with
respect to further advantages and features with reference to
the enclosed drawing and to embodiments. The Figures of
the drawing show 1n:

FIG. 1 a schematic representation of a safety controller;
and

FIG. 2 a schematic representation of a method 1n accor-
dance with the invention.

FIG. 3 1s a flowchart showing steps of the method of
modular verification of a configuration of a device.

FIG. 1 shows a schematic representation of an exemplary
satety controller 11 that 1s to be configured as a device so
that a configuration of the safety controller 11 or of the
device 1s verified. A method 1n accordance with the mnven-
tion of modular verification of the device or of the safety
controller 11 1s described 1n the following with reference to
the exemplary safety controller 11. In this respect, the
configuration of the device or of the safety controller 11 1s
prepared on an external mput device such as preferably a
computer or a smartphone and 1s then implemented on or
transmitted to the device or to the safety controller 11. The
implementation of the configuration 1s displayed on the
external mput device so that a user can confirm the con-
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figuration and can thus exclude a possible memory error of
the external mput device and/or a transmaission error.

The safety controller 11 1s provided to receive input
signals from signal generators connected to the safety con-
troller 11. The signal generators are a camera K and a light
orid LG 1n the embodiment shown and are each connected
to mput connectors 11-1 of the safety controller 11. The
received input signals of the camera K and of the light gnd
LG are communicated by the input connections 11-I to a
control unit CPU of the safety controller 11, with the control
umt CPU being able to comprise at least one processor
having a corresponding logic.

The control unit 11 evaluates the mmput signals and gen-
erates corresponding outgoing output signals that are com-
municated by the control unit 11 to output connectors 11-O
of the safety controller 11. The output signals serve to
reliably control an actuator connected to at least one of the
output connectors 11-O. In this respect, an industrial robot R
represents the actuator 1n the embodiment shown.

Corresponding to an application of the industrial robot R
and of the camera K monitoring the industrial robot R or 1ts
environment and of the light grid LG, the safety controller
11 has to be configured and the configuration has to be
verified.

The method 1n accordance with the invention subdivides
the configuration into at least two part configurations that are
verified (step 100 of FIG. 3).

This means that as 1n an embodiment shown 1n FIG. 2, the
method, for example, subdivides the configuration of the
satety controller 11 into four part configurations 11, 12, T3,
and T4. An mput and/or output unit, a control, an interface,
and other units of the device or of the safety controller 11 are
in particular subdivided as part configurations. The part
configurations are marked by T1 for the “interface”, by T2
for the “logic”, by T3 for the “communication”, and by T4
for “total” in the embodiment 1n the following.

The part configurations T1 to T4 are allocated in accor-
dance with the mvention to at least one part configuration
sequence TF1 and TF2 1n which a dependence of a verifi-
cation of the part configurations on one another 1s predefined
(step 102 of FIG. 3).

In accordance with the embodiment shown, the part
configurations T1, T2, and T4 are allocated to one another 1n
a first part configuration sequence TF1. In a second part
configuration sequence TF2, the part configurations 11, T3,
and T4 are allocated to one another. In this respect, the arrow
directions of the connections between the part configurations
T1 to T4 do not represent a direction of a data exchange
between the physical components. The arrow directions
symbolize an order of the verfication of the part configu-
ration sequences TF1 and TF2 since the verification of the
first part configuration sequence TF1 and of the second part
configuration sequence TF2 1s dependent on the respective
allocated part configurations T1, T2, and T4 or T1, T3, and
14.

In other words, the part configuration T2 of the part
configuration sequence TF1 can, for example, not be verified
if the preceding part configuration T1 has not already been
verified. This means that the following part configuration T4
cannot be verified if the first and second part configuration
sequences TF1 and TF2 have not already been completely
verified.

The method in accordance with the invention determines
parameters ol each part configuration T1 to T4, with the
parameters being used for verifying the respective part

configurations 11, 12, T3, and T4 (step 104 of FIG. 3).
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In this respect, for example, the parameters of the part
configuration T3 can comprise a quantity, an occupation or
an addressing, or a data transmission rate of the input and
output connectors II-I and II-O. The parameters of the part
configuration T1 can, for example, comprise a quantity of
ingoing and outgoing data types, with the parameters pret-
erably being defined by the method or by the user.

A single checksum that reproduces the verification of the
part configurations 11, T2, T3, and T4 1s calculated for each
part configuration T1, T2, T3, and T4 (step 106 of FIG. 3).

This means that in accordance with FIG. 2, the part
configuration T1 (“interface”) has an individual single
checksum calculated from its parameters and the part con-
figuration T1 1s marked as verified by 1t. The part configu-
ration T2 (*logic”) or T3 (“communication”) has an indi-
vidual single checksum calculated from 1ts parameters and
in particular from safety-relevant parameters of a preceding
part configuration T1 so that the parameters of the preceding
part configuration T1 are also taken into account in the
single checksum of the following part configurations 12 or
T3. The part configuration T4 (“total”) has an individual
single checksum calculated from its parameters and in
particular from safety-relevant parameters of the preceding
part configurations T1, T2, and T3 so that the parameters of
the preceding part configurations T1, 12, and T3 are con-
sidered 1n the single checksum of the part configuration T4.
The respective single checksum thus represents a value from
the respective parameters of the part configuration T1, T2,
T3, or T4 and from the parameters of the respective pre-
ceding part configuration T1, T2, T3 with which an integrity
of the parameters can be checked.

On the verification of a part configuration T2 and T4 or T3
and T4 following 1n the part configuration sequence TF1 or
TF2, the single checksum of the preceding part configura-
tion T2 and T1 or T3 and T1 1is recalculated and the
verification of the preceding part configuration 1s confirmed
on an agreement of the single checksum of the respective
preceding part configuration (step 108 of FIG. 3). The
recalculation of the single checksum 1s preferably carried
out by means of the external input device.

In other words and with respect to FIG. 2, the respective
single checksums of the preceding part configuration T1 1s
recalculated on the verification of the following part con-
figuration 12 or T3. On an agreement between the individual
single checksum of the part configuration T1 with the
recalculated single checksum for the part configuration T1,
the following part configurations 12 and T3 can confirm the
verification of the configuration of the preceding part con-
figuration 11 and can verily its own configuration by the
calculation of 1ts own single checksum from 1ts own param-
cters and from the, in particular safety-relevant, parameters
of the preceding part configuration T1. On the verification of
the following part configuration 14, the respective single
checksums of the preceding part configurations 12 and T3
are recalculated and the verification of the part configura-
tions 12 and T3 1s confirmed on an agreement of the single
checksums calculated on the verification and the recalcu-
lated single checksums of the part configurations T2 and T3.

The user who, for example, has to verily the part con-
figuration T1 (“interface™), thus only requires the technical
understanding with respect to the configuration of the part
configuration T1 or knowledge of the parameters of the part
configuration T1.

The user who, for example, has to verily the part con-
figuration T2 (“logic”) only requires the technical under-
standing with respect to the configuration of the part con-
figuration T2 or knowledge of the parameters of the part
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6

configuration T2 and the single checksum of the preceding
part configuration 11 to confirm the wverification of in
particular the parameters of the part configuration T1 with
the recalculated single checksum of the preceding part
configuration T1 and to conclude the venfication of the part
configuration T2. The user 1n this respect does not require
any knowledge of the parameters of the part configuration
T1.

The user who, for example, has to verity the part con-
figuration T3 (“communication”) only requires the technical
understanding with respect to the configuration of the part
configuration T3 or knowledge of the parameters of the part
configuration T3 and the single checksum of the preceding
part configuration 11 to confirm the wverification of in
particular the parameters of the part configuration T1 with
the recalculated single checksum of the preceding part
configuration T1 and to conclude the venfication of the part
configuration T3. The user here also does not require any
knowledge of the parameters of the part configuration T1.

Finally, the configuration of the device or of the safety
controller 11 1s verified when the last part configuration T4
(“total”) 1s verified for each part configuration sequence TF1
and TF2 (step 110 of FIG. 3).

This means that the configuration of the last part configu-
ration T4 (“total”), as shown 1n FIG. 2, 1s verified when the
recalculated single checksum of the part configurations 12
(“logic”) and T3 (“communication”) agrees with 1ts respec-
tive single checksum calculated on its verification and when
the single checksum of the part configuration T4 1s correct.
The wverfication of the respective part configuration
sequences TF1 and TF2 1s thus confirmed and the configu-
ration of the total device or of the total satety controller 11
1s verified. In this respect, the user only requires knowledge
of the specific parameters of the part configuration T4 1n the
verification of the part configuration T4, with the safety-
relevant parameters of the preceding part configurations T1,
12, and T3 also being taken into account in the calculation
of the single checksum of the part configuration T4. The
parameters of the part configuration T4 could, for example,
comprise the part configuration T4 having two part configu-
rations 12 and T3.

The parameters of the part configuration T1 can 1n par-
ticular not be communicated to the user for the verification
of the last part configuration T4 because these parameters
have already also been considered or confirmed in the
verification of the part configurations 12 and T3. A number
of parameters that the user responsible for a part configu-
ration following later 1n the part configuration sequence TF1
or TF2 has to vernily 1s thus automatically reduced.

The user who ultimately verifies the configuration of the
total device or of the total safety controller 11 thereby only
requires understanding with respect to the part configuration
T4 to be verified by him or knowledge of the respective
parameters. He does not need any understanding of the total
configuration or knowledge with respect to all the param-
cters of the configuration of the total safety controller 11 to
verily the device or the safety controller 11 since 1n par-
ticular the following part configuration verifies every
directly preceding part configuration and the user only
confirms the verification of the preceding part configuration
with reference to the recalculated single checksum and not
with reference to the specific parameters of the preceding
part configuration.

Each part configuration 11 to T4 1s advantageously asso-
ciated with a verification status, with the verification status
of each part configuration 12 to T4 depending on the
verification status of the preceding part configuration 11 to
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T3. The verification status 1n this respect indicates whether
the part configuration T1 to T4 1s verified or not vertfied.

That 1s, 1n other words, in accordance with FIG. 2, the
verification status of the part configuration T4 (“total™) 1s
directly dependent on the verification status of the part
configuration T2 (*logic”) and T3 (*communication”). The
verification status of the part configurations 12 1s not depen-
dent on the vernification status of the part configuration T3
and vice versa. It 1s hereby possible that single part con-
figurations T1, T2, T3, and T4 or part configuration
sequences TF1 and TF2 are prepared and verified m a
modular manner from one another by diflerent users without
one user having to have complete knowledge with respect to
all the parameters and part configurations T1 to T4.

This 1 turn means that if the part configurations T2 and
T3 should be completely independent of one another with
respect to technical function, the part configuration T4 could
be dispensed with since the verification of the configuration
of the device or of the safety controller 11 can be completed
by the verification of the part configuration sequences TF1
and TF2 and thus of the part configurations 12 and T3 and
no further verification status would be necessary.

This further means that the part configuration T4 1s only
verifiable if the verification status of the part configurations
12 and T3 1s set to a verification status “verified”. In the case
that, for example, the verification status of the part configu-
ration T3 changes from ““verified” to “not verified” because
the parameters of the part configuration 13 was changed, the
user responsible for the verification of the part configuration
T4 can then nevertheless confirm the verification of the
configuration of the part configuration T2 and thus also
indirectly of the part configuration 11 1f the recalculated
single checksum of the part configuration T2. He only has to
separately verily the part configuration T3 by recalculating
the single checksum of the part configuration T3 by means
of the new parameters of the part configuration T3 for the
verification of the part configuration T4. In this case, the user
can also verily the part configurations T3 and T4 together by
calculating a single checksum from the parameters of the
part configurations T3 and T4. However, this case requires
that the user has knowledge of both part configurations T3
and T4 to carry out the common verification.

The verification of a part configuration or of a part
configuration sequence can hereby be protected by an access
code, preferably a password or pin. That 1s, 1f, for example,
the part configuration T2 i1s particularly important and has
accordingly been verified by the use and protected by an
access code, the user responsible for the verification of the
tollowing part configuration T4 can carry out the verification
of the part configuration T4 by confirming the single check-
sum of the part configuration 12 and can thus verily the
configuration of the total device or of the total safety
controller 11. He 1s, however, not able to access details of the
preceding part configuration T2 or part configuration

sequence TF1, 1n particular the corresponding parameters,
without the access code.

Part configurations T1, T2, or T3, in particular their
parameters, can thereby be kept secret since only the single
checksum 1s displayed to the user of the following part
configuration and not the parameters and thus not the
configuration of the preceding part configuration per se. The
verification of the part configuration 11 to T4 1s advanta-
geously allocated to a predefined authentication level so that
only authenticated users such as an authorized customer or
a member of support stail has access to the allocated part
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configuration T1 to T4 and carries out the verification. It 1s
hereby ensured that a secure verification by an authorized
user 1s ensured.

The parameters are preferably furthermore distinguished
into first safety-relevant parameters and into second non-
safety relevant parameters, with the single checksum being
calculated from the first parameters of the part configuration
T1 to T4. This means that on the verification of the part
configuration T1 to T4, the safety-relevant parameters are
taken into consideration by the calculation of the single
checksum of the part configuration T1 to T4. The non-safety
relevant parameters can be taken into account by calculation
ol a separate single checksum or can be displayed to the user
so that the user can better estimate the function of the part
configuration T1 to T4. This 1s 1n particular usetul 1if, for
example, the preceding part configuration 1s protected by an
access code and can thus not be mspected by the veritying
user.

REFERENCE NUMERAL LIST

11 safety controller

11-1 mput connectors

11-O output connectors

CPU control unit

K camera

LG light grid

R 1ndustrial robot

T1 part configuration “interface”™
12 part configuration “logic”

T3 part configuration “communication”
T4 part configuration “total”
TF1, TF2 configuration sequence

The mvention claimed 1s:
1. A method of veritying a configuration of a device, said
method comprising the steps:
subdividing the configuration of the device into at least
two part configurations that are verified;
allocating the part configurations to at least one part
configuration sequence i which a dependence of a
verification of the part configurations on one another 1s
predefined;
determiming parameters of each part configuration, with
the parameters being used to verily the respective part
confligurations;
calculating for each of the part configurations a single
checksum that reproduces the verification of the part
conilgurations;
with the single checksum of a preceding part configura-
tion being recalculated 1n the verification of a following
part configuration 1n the part configuration sequence
and with the verification of the preceding part configu-
ration being confirmed on an agreement of the single
checksums; and
with the configuration of the device being verified 1t the
last part configuration 1s verified for each part configu-
ration sequence,
wherein the parameters are distinguished into {first safety
relevant parameters and second non-safety relevant
parameters, and wherein the single checksum 1s calcu-
lated from the first safety relevant parameters of the
part configuration.
2. The method 1n accordance with claim 1, wherein the
device 1s a safety controller.
3. The method 1n accordance with claim 1, wherein an
input and/or output unit, a control, an interface, and other
units of the device are subdivided as part configurations.
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4. The method 1n accordance with claim 1, wherein the
verification of every directly preceding part configuration 1s
also confirmed in the verification of the following part
configuration.

5. The method 1n accordance with claim 1, wherein the
part configuration sequence 1s branched into diflerent
branches so that the part configurations are differently
dependent on one another.

6. The method 1n accordance with claim 5, wherein each
part configuration 1s associated with a verification status;
and wherein the verification status of each part configuration
depends on the verification status of the preceding part
configuration.

7. The method 1n accordance with claim 6, wherein the
verification status indicates whether the part configuration 1s
verified or not verified.

8. The method 1n accordance with claim 6, wherein the
verification status of the following part configuration i1s
changed from verified to not vernified 11 the verification status
of the preceding part configuration changes from verified to
not verified.

9. The method 1n accordance with claim 6, wherein the
verification status of the part configuration changes if the
parameters of the part configuration are changed.

10. The method 1n accordance with claim 1, wherein the
single checksum 1s calculated by an external input device
and 1s displayed to a user for validation.

11. The method in accordance with claim 1, wherein the
verification of the part configuration 1s allocated to a pre-
defined authentication level.

12. The method 1n accordance with claim 1, wherein the
last part configuration of all the part configuration sequences
1s the same.

13. The method 1n accordance with claim 1, wherein the
last part configuration 1s diflerent from at least two part
conflguration sequences.

14. A method of verifying a configuration of a device, said
method comprising the steps:

subdividing the configuration of the device into at least

two part configurations that are verified;

allocating the part configurations to at least one part

configuration sequence i which a dependence of a
verification of the part configurations on one another 1s
predefined;

determining parameters of each part configuration, with

the parameters being used to verily the respective part
coniligurations;

calculating for each of the part configurations a single

checksum that reproduces the verification of the part
coniigurations;

with the single checksum of a preceding part configura-

tion being recalculated 1n the verification of a following
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part configuration in the part configuration sequence
and with the verification of the preceding part configu-
ration being confirmed on an agreement of the single
checksums; and
with the configuration of the device being verified 1t the
last part configuration 1s verified for each part configu-
ration sequence,
wherein the parameters are distinguished into {first safety
relevant parameters and second non-safety relevant
parameters, and wherein the single checksum 1s calcu-
lated from the first safety relevant parameters of the
part configuration, the second non-safety relevant
parameters being also indicated beside the single
checksum of the preceding part configuration in the
verification of the following part configuration.
15. A method of veritying a configuration of a device, said
method comprising the steps:
subdividing the configuration of the device into at least
two part configurations that are verified;
allocating the part configurations to at least one part
conflguration sequence in which a dependence of a
verification of the part configurations on one another 1s
predefined;
determining parameters ol each part configuration, with
the parameters being used to verily the respective part
confligurations;
calculating for each of the part configurations a single
checksum that reproduces the verification of the part
conilgurations;
with the single checksum of a preceding part configura-
tion being recalculated in the verification of a following
part configuration 1n the part configuration sequence
and with the verification of the preceding part configu-
ration being confirmed on an agreement of the single
checksums; and
with the configuration of the device being verified 1t the
last part configuration 1s verified for each part configu-
ration sequence,
wherein the parameters are distinguished into first safety
relevant parameters and second non-safety relevant
parameters, wherein the single checksum 1s calculated
from the first safety relevant parameters of the part
configuration, and wherein the second non-safety rel-
evant parameters comprise a description that repro-
duces at least one of semantics, a function, and a
verification status of the part configuration.
16. The method 1n accordance with claim 15, wherein the
second non-safety relevant parameters comprise a descrip-
tion 1n clear text.
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