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MONITORING BATTERY HEALTH OFK A
BATTERY USED IN A DEVICE

BACKGROUND

Consumers can interact with merchants to conduct vari-
ous financial payment transactions. For example, with the
proliferation of mobile computing devices (e.g., smart
phones and tablet computers, etc.), development of various
attachable hardware devices has increased to provide
expanded functionality to such devices. One such example
1s an attachable magnetic card reader device, used {for
reading credit or debit card information to facilitate the
receipt and processing of payments. Some of these reader
devices can be physically and communicatively coupled to
an associated mobile device using a standard 3.5 mm audio
plug when inserted into the headphone port of the mobile
device. Gi1ven the nature of these devices, 1t can be desirable
to monitor the health of the device’s power source (e.g.,
battery) to determine, for example, an amount of power
remaining belfore the power source 1s depleted. Such 1nfor-
mation can be usetul, for example, for determining when to
power down various components of the device such that the
powering down occurs gracefully before the battery power
1s drained, or before the battery 1s damaged from overuse.

BRIEF DESCRIPTION OF THE DRAWINGS

In order to describe the manner 1n which features of the
disclosure can be obtained, a more particular description of
the principles will be rendered by reference to specific
embodiments thereol which are 1llustrated 1n the appended
drawings. Understanding that these drawings depict only
example embodiments of the disclosure and are not there-
fore to be considered to be limiting of its scope, the
principles herein are described and explained with additional
specificity and detail through the use of the accompanying
drawings 1n which:

FIG. 1 illustrates an example situation of a customer
interacting with a merchant to conduct a financial payment
transaction 1n accordance with various embodiments:

FIG. 2 illustrates an example block diagram of a card
reader device that can measure an internal rate of resistance
for a battery in accordance with various embodiments;

FI1G. 3 1llustrates another example block diagram of a card
reader device that can measure an internal rate of resistance
for a battery in accordance with various embodiments;

FIG. 4 1llustrates an example process for exposing a
battery to various loads for measuring the battery’s internal
rate of resistance 1n accordance with various embodiments;

FIG. 5 illustrates views of an example card reader device
that can be used 1n accordance with various embodiments;

FIG. 6 illustrates an example set of basic components of
a card reader device i accordance with various embodi-
ments;

FI1G. 7 1llustrates an example environment for conducting
a financial transaction at a point-of-sale system 1n accor-
dance with various embodiments; and

FIG. 8 illustrates an example of an environment for
implementing a payment service network.

DETAILED DESCRIPTION

Systems and methods 1n accordance with various embodi-
ments of the present disclosure overcome one or more of the
above-referenced and other deficiencies in conventional

approaches to measuring battery health 1n an electronic

10

15

20

25

30

35

40

45

50

55

60

65

2

device. In particular, various embodiments enable a proces-
sor to determine a state of a power source, €.g., a recharge-
able battery, to manage the operation of the device.

For example, in accordance with various embodiments, a
card reader device or other electronic device can be pro-
vided, where the device can include, for example, a read
head including a slot for swiping of a magnetic stripe of a
buyer’s financial transaction card. In various embodiments,
the card reader head can include a dip slot for accepting
integrated circuit cards, such as those conforming to the
Europay, Mastercard, and Visa (EMV) standard. The card
reader can also 1include an EMYV contactless antenna,
coupled to a contactless EMV reader for receiving and
processing data from the antenna. The contactless antenna
can also be used for near-fiecld communication (NFC) and
other low-power communication channels. The read head 1s
configured to read data on the magnetic stripe and/or 1nte-
grated circuit and produce a signal indicative of the data
stored on the magnetic stripe. The card reader device can
include one or more power sources and various other
components. The power sources can include, for example, a
rechargeable battery among other power sources. In this
example, the rechargeable battery can be coupled to circuitry
such as tamper protection circuitry and battery protection
circuitry. The rechargeable battery can be configured to
provide power to various device components, as may
include at least one of the read head and the circuitry.

In accordance with various embodiments, components 1n
the card reader device can be modulated to expose the
battery to various loads. Any changes 1n the battery’s analog
voltage that result from the loads can be measured, for
example, by a processor 1n the card reader device. Based on
the load amounts and corresponding changes 1n the battery’s
analog voltage, the processor 1s able to determine the
battery’s internal cell resistance. The processor can correlate
the battery’s internal cell resistance to the health of the
battery.

In one example, the battery can be exposed to a first load
by setting a first system clock speed, as determined by a
phase-locked loop (PLL), which, as a result, can change the
amount ol power that 1s used from the battery. In various
embodiments, the rate of power consumption resulting from
performing the first load 1s pre-determined. Next, the battery
can be exposed to a second load by setting a second system
clock speed, which, again, can change the amount of power
that 1s drained from the battery. Similarly, 1n various
embodiments, the rate of power consumption resulting from
performing the second load 1s also pre-determined. The
timing between performing the first load and performing the
second load can be near instant or within a short amount of
time (e.g., one second). As mentioned, the processor can
measure any changes to the battery’s analog voltage that
result from varying the amount of power that 1s used from
the battery to satisiy the first and second loads. Based on the
changes to the battery’s analog voltage between exposing
the battery to the first and second loads, the processor 1s able
to determine the battery’s internal cell resistance. Among
other uses, the battery’s internal cell resistance can be used
to determine what amount of analog voltage, for example, as
determined by the processor, should trigger actions such as
generating an alert to indicate that the battery power 1s low.

Although the embodiments described herein specifically
refer to a card reader device, the approaches described
herein may be performed by any computing device. Other
advantages, variations, and functions are described and
suggested below as may be provided 1n accordance with the
various embodiments.
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FIG. 1 illustrates an example situation 100 of a user 102
interacting with card reader device 110 of a merchant or
other entity to conduct a financial payment transaction
(“transaction”). In this example, the user 102 1s shown
conducting a transaction with the merchant or other entity at
a point-of-sale register using a payment card, e.g., a credit
card. These payment instruments are usually associated with
an established consumer account. It should be further noted
that although a credit card 1s shown to conduct transactions,
approaches described herein apply to other types of financial
payment instruments including, for example, debit cards,
and card-less payment accounts.

The card reader device 110 can also include a power
source such as a rechargeable battery. As mentioned, having
the ability to determine the health of a battery 1s usetul in
managing the operation of devices. For example, knowing
the health of the battery can be useful 1n determining when
to alert a user that the battery 1s low on power and needs
recharging. Further, knowing the health of the battery can
also be used to determine when additional strain on the
battery 1s likely to reduce the battery’s level of operation
needed for the card reader device 110 to operate property.
For example, the card reader device 110 may determine that,
based on the battery’s internal cell resistance, additional
strain on the battery resulting from the 1nsertion of an EMV
card into the card reader device 110 1s likely to cause a drop
in voltage (e.g., brownout) that prevents the card reader
device 110 from functioning properly.

One conventional approach to momitoring a battery’s
health involves a coulomb counting approach that measures
the current that flows 1n and out of the battery. This approach
generally requires the use of a gas or fuel gauge integrated
circuit to be implemented 1n the card reader device 110.
However, such chips can be costly to implement and may
result 1n additional overhead that 1s not practical for many
devices such as the card reader device 110. The approaches
described herein provide for the monitoring a battery’s
health without the need for such fuel gauge chips or other
conventional approaches. In accordance with wvarious
embodiments, the battery’s internal cell resistance can be
measured by modulating a processor 1n such a way so as to
expose the battery to different amounts of power consump-
tion or loads, as described 1n reference to FIG. 2.

FIG. 2 1llustrates a detailed view 200 of a card reader
device 202 in accordance with various embodiments. As
shown 1n FIG. 2, a card reader device 202 can include, for
example, a processor 204 (e.g., mICroprocessor or micro-
controller) and a power source 206 (e.g., a rechargeable
battery). The battery 206 can service various system loads of
the device (e.g., read head, tamper protection circuitry,
system components, etc.).

As the battery 206 provides power to the card reader
device 202, the power level of the battery 206 will decrease.
For example, when the battery 206 1s brand new, on a tull
charge, the battery may be 4.2 volts. For purposes of the
device 202, for example, a voltage of 3.3 to 3.4 may be the
mimmum at which point the battery 206 1s considered run
down. Some types of batteries, e.g., lithium polymer cells,
can be permanently damaged 1f exposed to loads that run the
battery past a certain point. To prevent such damage, the
device 202 can include a protection circuit that cuts off
access to the battery, for example, by opening up an elec-
tronic switch, once the battery voltage reaches a certain
point, e.g., 2.9 volts. Ideally, the device 202 should be able
to determine the state of the battery ahead of time before
such a protection circuit 1s triggered so that the device 202
can properly power down. Therefore, 1n various embodi-
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ments, the battery voltage 1s monitored using the processor
204. For example, the processor 204 can monitor the voltage
of the battery 206 using a standard analog imput pin 210 that
can sample an analog voltage. In various embodiments, the
processor 204 can be configured to convert the analog
voltage to a voltage level of the battery and take appropnate
action such as powering itself down and/or causing the
device 204 to power down.

Typically, as the battery ages over time, the battery’s
internal cell resistance 208 (R__;;) increases. As 1t increases,
this internal cell resistance 208 can cause various problems
in ensuring adequate operation of the device 202. As men-
tioned, knowing the battery’s internal cell resistance can be
uselul in determining when additional strain on the battery
1s likely to reduce the battery’s voltage below a level needed
for the card reader device 202 to operate property, and such
levels may permanently damage the battery. Therefore, 1n
various embodiments, the device 202 can be configured to
monitor the battery’s internal cell resistance 208 by expos-
ing the battery 206 to various loads having a known rate of
power consumption.

For example, the device 202 can determine that the
battery 206 has completed a charge cycle. To perform a
charge cycle, the device 202 1s typically plugged-into a
charger (e.g., Universal Serial Bus or USB charger) that
forces the device 202 to power on and also causes software
to begin executing in response. During this process, the
device 202 can determine that a charge cycle 1s underway
and can also determine when the charge cycle has com-
pleted. Further, during this process, the battery 206 1s not
used while the processor 204 remains powered on. When the
charger 1s unplugged from the device 202, the device 202
can determine that the charge cycle has completed and can
begin the discharge cycle. In various embodiments, when
the discharge cycle 1s activated, for example, upon the
charger or charger cable being unplugged from the device
202, the device 202 can perform various operations to
determine the battery’s health (e.g., internal cell resistance).
Depending on the implementation, triggering the various
operations to determine the battery’s health may be per-
formed upon determining that the battery 206 was fully
charged, charged to a threshold amount (e.g., 60 percent
charge), or charged for a threshold amount of time (e.g., 45
minutes).

In various embodiments, the processor 204 can expose the
battery 206 to a first load having a known rate of power
consumption, ¢.g., 20 milliamps. In one example, the pro-
cessor 204 can expose the battery 206 to the first load by
performing a loop that simply waits for an interrupt state
without performing any real operation other than use power
at a consistent rate. The actual power drawn by the processor
for such loads can be modeled ahead of time so the power
consumption for any given load 1s pre-determined. During
the time the battery 1s being exposed to this first load, the
processor 204 can measure the analog voltage (V_, ) using
the pin 210. In this example, the first load 1s 20 milliamps
and, 1 response to the first load, the analog voltage mea-
sures at 3.4 volts.

Next, the processor 204 can expose the battery 206 to a
second load that also has a different known rate of power
consumption, ¢.g., 35 milliamps. Again, the processor 204
can expose the battery 206 to the second load by performing
some pre-determined action such as running a loop. During
the time the battery 1s being exposed to this second load, the
processor 204 can again measure the analog voltage (V_ )
using the pin 210. In this example, the second load 1s 35
milliamps and, 1n response to the second load, the analog




US 10,753,982 B2

S

voltage measures at 3.31 volts. In various implementations,
to 1mprove accuracy, the battery 1s exposed to the first load
and the second load without interrupting the card reader
device 202 with any operations that may also draw power
from the battery. For example, an interrupt system config-
ured to manage interrupts to the processor 204 can be
disabled. Additionally, the timing between exposing the
battery 206 to the first load and exposing the battery 206 to
the second load can be near instant or within a short amount
of time (e.g., one second). That 1s, the battery 206 1s exposed
to the first and second loads before the charge level of the
battery 206 changes appreciably. As a result, the battery’s
voltage level, as well as the battery’s internal cell resistance,
can be assumed to be relatively the same between the
exposures of the two loads. Based on these two readings, the
device 202 can solve for the battery’s internal cell resistance
as well as the battery’s voltage level using a set of linear
equations. One example linear equation 1s:

Vooa=d "R+V

where V__ 1s the measured analog voltage in response to

a load, I 1s the load amount, R 1s the battery’s internal
resistance, and V, _1s the battery’s voltage level.

In this example, the following linear equations can be
solved to determine the battery’s internal cell resistance as
well as the battery’s voltage level based on the two readings:

(Equation 1)

3.4=20%R+V, . (Equation 2)

3.31=35*R+V,_, (Equation 3)

where 3.4 1s the analog voltage measured 1n response to
the first load, 20 1s the first load amount, 3.31 1s the analog
voltage measured in response to the second load, 35 1s the
second load amount, R 1s the battery’s internal resistance,
and V, _1s the battery’s voltage level.

In some embodiments, after being exposed to the first and
second loads, the battery 206 i1s exposed to a third load that
1s the same as the first load, followed by exposure to a fourth
load that matches the second load. In such embodiments, the
analog readings from the first load and the third load are
averaged to determine a first average analog voltage. Simi-
larly, the analog readings from the second load and the
fourth load are averaged to determine a second average
analog voltage. The first average analog voltage and the first
load can be used 1n one linear equation. Similarly, the second
average analog voltage and the second load can be used 1n
another linear equation. These two linear equations can be
used to solve for the battery’s internal rate of resistance, as
described above.

Other approaches can be used to expose the battery to
vary the loads. For example, the battery can be exposed to
a first load by performing a set of mnstructions stored 1n the
device at a first system clock speed (e.g., 60 megahertz) and
exposing the battery to a second load by performing the set
ol 1nstructions stored 1n the device at a second system clock
speed (e.g., 120 megahertz) that 1s different from the first
system clock speed. By varying the frequencies, the battery
206 can be exposed different amounts of power drain since
higher frequencies tend to use more power, for example, to
speed up the processing of instructions. Another approach 1s
to determine the loads by activating and/or deactivating
other components 1n the device 202 such as light emitting
diodes (LEDs) or a card power supply. Stmilarly, different
peripherals of the processor 204 can be turned on and/or
turned off using software “clocking” approaches. Such
peripherals can include analog-to-digital convertor blocks,
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mentioned, each load can be pre-determined and informa-
tion describing the load including, for example, the load
amount (e.g., the amount of milliamps) and any operations
(e.g., modily clock speed, activating and/or deactivating
components, etc.) that need to be performed by the device or
the processor to expose the battery to the respective load,
can be stored in a memory of the device. Such information
can be accessed by software that executes on the device to
perform the approaches described herein.

FIG. 3 illustrates an example block diagram 300 of a
system 1n accordance with an embodiment. As shown 1n
FIG. 3, a card reader device 302 includes, for example, a
processor 304, a power source 306 (e.g., a rechargeable
battery), a power source protection circuitry 308, and one or

more system loads (314, 316, and 318) (e.g., read head,

tamper protection circuitry, system components, backup
circuitry, etc.). In accordance with various embodiments, the
card reader device can be used to facilitate a financial
transaction between entities. For example, the card reader
device can be coupled to a computing device (e.g., a mobile
phone, tablet computer, etc.) where the computing device
can run a merchant application or other financial transaction
software that can provide functionality to facilitate a point-
of-sale such as by enabling payment transactions. The
merchant application can be downloaded and installed on
the computing device and the application can be configured
to operate with a card reader, where an individual can
complete a financial transaction by swiping a magnetic
stripe card through the card reader connected to the com-
puting device. In this example, the financial transaction can
be any transaction that involves recerving or sending pay-
ment from one person to another. The magnetic stripe card
can be, for example, a credit card, a debit card, or other types
of payment authenticating pieces capable of carrying out the
financial transaction. In accordance with various embodi-
ments, the size of the card reader 1s mimaturized to be
portable for connection with the computing device. The card
reader 1s configured to reliably read data encoded in a
magnetic strip of the card with minimum error 1n a single
swipe and provide a signal that corresponds to the data read
to the computing device, which then decodes the incoming
signal from the card reader and acts as a point-of-sale device
to complete the financial transaction.

As shown 1n FIG. 3, the rechargeable battery 306 can be
coupled to the processor 304, the power source protection
circuitry 308. The rechargeable battery 306 can, {for
example, be one of a lead-acid battery, a nickel cadmium
battery (N1Cd), a nickel metal hydrnde (N1iMH) battery, a
lithium 10on (L1-10n) battery, or a lithium 10n polymer (Li-10n
polymer) battery.

The power source protection circuitry (e.g., charge con-
troller, charge regulator, battery regulator or protection cir-
cuitry, etc.) 308 can be configured to limit the rate at which
clectric current 1s added to or drawn from the rechargeable
battery. Further, in accordance with various embodiments,
the protection circuitry 308 can prevent overcharging and
may protect against overvoltage, which can reduce battery
performance or lifespan, and may pose a safety risk. It may
also prevent completely draining (“deep discharging™) the
rechargeable battery, or perform controlled discharges,
depending on the battery technology, to protect battery life.
In accordance with various embodiments, the protection
circuitry 308 can include one or more electrical components
or can be encapsulated 1n a single microchip, an integrated
circuit (IC) such as a charge controller IC or charge control

IC.
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The systems loads can include, for example, the read
head, tamper protection circuitry, backup system compo-
nents, or various other system components. The backup
system can include, for example, the tamper protection
circuitry, real-time clock, memory and other components.
The tamper protection circuitry can be configured to detect
tampering of at least one of physical or electrical compo-
nents of the card reader. Physical tampering can include, for
example, detecting whether the card reader device has be
opened or whether a component (e.g., physical or electrical
component) has be modified. FElectrical tampering can
include at least one of modify the path of electrical current,
modifying code, etc. In accordance with various embodi-
ments, when the card reader device 302 1s active, power 1s
drawn from the rechargeable battery 306 and used to power
at least system loads 314, 316, and 318.

A discharge curve of the rechargeable battery can be
modeled 1n terms of the battery’s internal resistance, as
determined using the approaches described above. When
taking analog measurements of the battery 306, the proces-
sor 304 and/or the device 302 can use this model to
determine any appropriate actions to be taken. For example,
upon determining that the voltage of the rechargeable bat-
tery has dropped to a threshold voltage, the device 302 can
activate an alert indicating that the battery 306 1s low on
power and needs to be recharged. For example, the alert may
be activated 1n the form of activating LEDs on the device
302, displaying a message on a display interface of the
device 302 or a computing device to which device 302 is
coupled.

FI1G. 4 1llustrates an example process 400 for exposing a
battery to various loads for measuring the battery’s internal
rate of resistance in accordance with various embodiments.
A portable computing device (e.g., a mobile phone, a tablet
computer, etc.) configured to run a merchant application or
other software can be provided. For example, 1n accordance
with various embodiments, a card reader device or other
clectronic device can be provided 402, where the card reader
device can include, for example, a read head including a slot
for swiping of a magnetic stripe ol a buyer’s financial
transaction card with the slot in response to a financial
transaction between a buyer and seller, the read head con-
figured to read data on the magnetic stripe and producing a
signal indicative of data stored on the magnetic stripe. In
various embodiments, the card reader head can include a dip
slot for accepting integrated circuit cards, such as those
conforming to the Europay, Mastercard, and Visa (EMV)
standard. The card reader device can include one or more
power sources and various other components. The power
sources can include, for example, a rechargeable battery. In
this example, the rechargeable battery can be coupled at
least to tamper protection circuitry and a battery protection
circuitry. The rechargeable battery can be configured to
provide power to various device components, which may
include at least one of a processor, the read head and the
tamper protection circuitry. In some embodiments, the
power sources can include, for example, a non-rechargeable
battery. Example non-rechargeable batteries include alkaline
batteries, aluminum-ion batteries, dry cell batteries, lithium
batteries, among others.

In various embodiments, the device 1s configured to
monitor the battery’s internal cell resistance by exposing the
battery to various loads having a known rate of power
consumption. The device can determine 404 a completion of
the battery’s charge cycle. As mentioned, to perform a
charge cycle, the device 1s typically plugged-into a charger
(e.g., Universal Serial Bus or USB charger) that forces the
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device to power on and also causes software to begin
executing 1n response. During this process, the device can
determine that a charge cycle 1s underway and can also
determine when the charge cycle has completed. When the
charger 1s unplugged, the device can determine that the
charge cycle has completed and can begin the discharge
cycle. The device can determine 406 whether the charge
cycle satisfies a threshold. In various embodiments, when
the discharge cycle 1s activated, for example, upon the
charger or charger cable being unplugged from the device,
the device can perform various operations to determine the
battery’s health (e.g., internal cell resistance). Depending on
the implementation, triggering the various operations to
determine the battery’s health the operations may be per-
formed upon determining that the battery was tully charged.,
charged to a threshold amount (e.g., 80 percent charge), or
charged for a threshold amount of time (e.g., 60 minutes). If
the threshold has not been met, then the device does not
measure 408 the battery’s internal rate of resistance.

However, i1t the threshold has been met, the device or
processor 1n the device exposes 410 the battery to a first load
of a known rate of power consumption. As mentioned,
various actions can be taken to ensure that the device or
processor 1s not interrupted while the battery 1s being
exposed to loads. For example, the device can disable all
interrupts or set tlags in the operating system indicating that
a special subroutine 1s being performed in response to the
device being unplugged from the charger and that this
subroutine has exclusive use of the components of the
device. In another example, when the device 1s unplugged
from the charger, any software running on the device can be
configured to not run operations or respond, for example, to
any calls, until the process 400 completes.

During the time the battery i1s being exposed to this first
load, the processor can measure 412 the analog voltage
(V_. ), for example, using an analog pin. Next, the processor
can expose 414 the battery to a second load that also has a
different known rate of power consumption. During the time
the battery 1s being exposed to this second load, the proces-
sor can again measure 416 the analog voltage (V _ ) using
the pin. As mentioned, the timing between exposing the
battery to the first load and exposing the battery to the
second load can be near instant or within a short amount of
time (e.g., one second or immediately after). Based on these
two readings, the device can solve 418 for the battery’s
internal rate of resistance as well as the battery’s voltage
level using a set of linear equations, as described above.

FIG. 5 depicts an example 500 of an external structural
diagram of a mimaturized card reader 1n accordance with an
embodiment. In accordance with various embodiments, the
card reader can accept financial information from chip cards.
Chip cards, e.g., Europay, Mastercard, Visa (EMV) cards,
are cards that include an integrated circuit that can provide
authentication, identification, and application processing for
conducting a transaction. In some implementations, the
integrated circuit stores sensitive data, e.g., a personal
identification number (PIN). Card readers, such as those
depicted 1in FIG. 5, can read data from the integrated circuit
on the chip card and provide the data to a host, e.g., a
computer or point of sale terminal or mobile wireless device.

To perform a transaction using a chip card and a chip card
reader, a user mserts the chip card into the chip card reader.
The integrated circuit of the chip card resides at a predeter-
mined position on the chip card, e.g., according to standard
chip card specifications. Generally, housing of the chip card
reader includes sides that are wide enough, e.g., slightly
wider than the chip card, to form a close-ended groove so,
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upon insertion, the ends of the groove constrain the chip card
so that the chip card will not move laterally. The chip card
reader also can read the chip card using circuitry positioned
over the integrated circuit when the chip card reaches a final
position inside the groove. The circuitry can be a printed
circuit board that interacts with the integrated circuit. When
the chip card 1s mserted 1into the chip card reader, the printed
circuit board can be coupled to contacts that come into
physical contact with contacts of the chip card’s integrated
circuit. The chip card reader can commumnicate with the chip
card reader through the contacts

[llustrated 1n FIG. 5§ are views 502, 504, 506 508, 510,
512, and 514 of such a card reader. The views includes a
front-facing view 508, side views 504 and 510, back-side
view 512, bottom view 317, top view 506, and three quarter
view 502. As shown 1n view 502, the card reader includes a
housing 516 and a signal plug 518 extending out from the
housing. The housing can be physically and communica-
tively coupled to the signal plug, which can be removably
inserted into a headphone port of a host device, such as a
smart phone, personal computer, tablet device, or the like.
The signal plug can form part of an audio bus that includes
left and right audio output channels, an audio input channel
(via microphone contact), and a ground connection (via
ground contact). Once the signal plug 1s iserted 1nto the
compatible jack of a host device, such as a smartphone,
bi-directional communication between the card reader
device and the host 1s enabled e.g., via the left/right audio
output channels and audio mput channel, using the methods
and systems discussed above.

For example, the housing can include two slots (520 and
522), a read head configured to accepts at least two types of
contact with a card, and an optional and various circuitry.

The two different types of slots can be configured for
conducting a financial transaction between entities. In accor-
dance with an embodiment, a first slot 522 can allow for a
magnetic stripe element of a card to be swiped. The second
slot 520 includes contact elements which allow the card to
be “dipped 1n”. Accordingly, 1n accordance with various
embodiments, the device can receive a swipe and/or a
“dipping” of a card into the one of the slots for conducting
a financial transaction. It should be noted that other com-
ponents, elements, and/or aspects of the card reader includ-
ing structural and internal and described further in the
application.

In accordance with various embodiments, the second slot
can include a plurality of contact elements which allow the

card to be “dipped” into the read head to conduct a financial
transaction. In certain embodiments, the number of contact
leads of the reader 1s more than the card so you don’t have
to be stuck dipping in one orientation. In various embodi-
ments, mstead of having closed sides, the card reader can
have open sides that allow the card to move laterally when
inserted mto a slot, as illustrates 1n top view 506 and side
views 504 and 510. The card reader can include an array of
contacts coupled to a frame of the card reader. The array of
contacts can have more contacts than a number of contacts
on an integrated circuit of the chip card. The card reader can
determine which contacts of the array of contacts, e.g.,
reader contacts, are in contact with the contacts of the
integrated circuit, e.g., card contacts, and the card reader can
select those reader contacts to communicate with the chip
card.

Implementations can include one or more of the following,
teatures. Density of the plurality of reader contacts on the
frame 1s twice as high as density of the plurality of card
contacts. The subset of contacts are positioned to engage
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with the plurality of card contacts when the insertion of the
chip card reaches a bottom edge of the card reader. An audio
jack comprising circuitry configured to communicate with a
mobile device. Circuitry configured to communicate with
magnetic stripe cards. The frame comprises a transparent
panel that overlays at least a portion of the plurality of reader
contacts. Circuitry that displays an indication when the
subset of reader contacts 1s selected. Circuitry that outputs
an audio signal when the subset of reader contacts 1is
selected. Circuitry 1s configured to perform operations com-
prising: applying, for one or more reader contacts in the
plurality of reader contacts, power to the respective contact;
measuring, for the one or more reader contacts, whether
power 1s being drawn from the respective contact; and
selecting the subset of reader contacts based on whether
power 1s drawn from the one or more reader contacts.

In accordance with various embodiments, as described,
the housing includes a first slot through which a payment
card, such as a credit or debit card, may be swiped. Passage
ol a magnetic stripe of the payment card past a read head can
enable payment information to be recerved via the read head.
The resulting signal provided by the read head 1s typically an
analog signal that must be digitized e.g., using ADC, before
the resulting digital information 1s provided to microcon-
troller. Different types of information can be read from a
magnetic stripe, depending on 1mplementation. For
example, user and payment card account information can be
read from track 1 and track 2 of the magnetic stripe,
respectively. However, in other implementations, any track
(or combination of tracks) may be read from the magnetic

stripe, including any combination, or all of tracks 1, 2 and
3.

FIG. 6 illustrates an example set of basic components of
a card reader device such as the device described with
respect to FIG. 5. In this example, the device can include
storage 602, system memory 604, display interface 606,
system bus 608, memory 610, at least one processor 612,
card reader circuitry 614, power components 616, wireless
components 618, and transcerver 620. In some aspects, the
system bus 608 collectively represents all system, periph-
eral, and chipset buses that communicatively connect the
numerous 1internal devices of mobile card reader. For
instance, system bus communicatively connects the proces-
sor(s) 612 with the various components.

The example device includes at least one processing unit
612 that can execute instructions that can be stored in a
memory component or element 604. For example, 1n some
implementations, the processor(s) 612 retrieve instructions
to execute (and data to process) 1n order to execute the steps
of the subject technology. The processor(s) 612 can include
a microcontroller, or a single processor or a multi-core
processor 1 different implementations. Additionally, the
processor(s) can comprise one or more graphics processing
units (GPUs) and/or one or more decoders (e.g., analog/
digital converters), for example, to drive a display that may
be coupled to a display interface. As would be apparent to
one of ordinary skill in the art, the device can include many
types of memory, data storage, or computer-readable media,
such as a first data storage for program instructions for
execution by the processing unit(s) 612, the same or separate
storage can be used for data, a removable memory can be
available for sharing information with other devices, and
any number of communication approaches can be available
for sharing with other devices.

System memory 604 can store static data and 1nstructions
needed by the processor(s) 612 and other modules of mobile
card reader. Similarly, the processor(s) 612 can comprise
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one or more memory locations such as a CPU cache or
processor in memory (PIM), etc. System memory 604 can
include a read-and-write memory device. In some aspects,
this device can be a non-volatile memory that stores 1nstruc-
tions and data even when mobile card reader i1s without
power. Some 1implementations of the subject disclosure can
use a mass-storage device (such as solid state or magnetic
devices) e.g., permanent storage device 602. Although the
system memory can be either volatile or non-volatile, 1n
some examples the system memory 1s a volatile read-and-
write memory, such as a random access memory 610.
System memory 604 can store some of the istructions and
data that the processor needs at runtime, for example, to
tacilitate the process of mobile card reader activation, or
payment processing, as discussed above. In some imple-
mentations, the processes of the subject disclosure are stored
in system memory 604, storage device 602 and/or one or
more memory locations embedded with the processor(s)
612. From these various memory units, processor(s) 612
retrieve mstructions to execute and data to process in order
to execute the processes of some implementations of the
instant disclosure.

The bus 608 also connects to card reader circuitry 614 and
a display interface. The iput card reader circuitry 614
enables a user (e.g., a buyer or a merchant) to provide
payment card information, for example via a payment card,
to mobile card reader. Input devices used with card reader
can include for example, alphanumeric keypads, such as
input device; however, other input devices may also be used,
including pointing devices (also called *“cursor control
devices”) and/or wireless devices such as wireless key-
boards, wireless pointing devices, etc. In this way, the device
can include at least one additional mnput component able to
receive conventional mput from a user. This conventional
input can include, for example, a push button, touch pad,
touch screen, wheel, joystick, keyboard, mouse, keypad, or
any other such component or element whereby a user can
input a command to the device. These I/O components could
even be connected by a wireless infrared or Bluetooth or
other link as well 1n some embodiments. Some devices also
can include a microphone or other audio capture element
that accepts voice or other audio commands. For example, a
device might not include any buttons at all, but might be
controlled only through a combination of visual and audio
commands, such that a user can control the device without
having to be 1n contact with the device.

Bus 608 also communicatively couples the processor to
one or more wireless components operable to communicate
with one or more electronic devices within a communication
range of the particular wireless channel. The wireless chan-
nel can be any appropriate channel used to enable devices to
communicate wirelessly, such as Bluetooth, cellular, NFC,
or Wi-F1 channels. It should be understood that the device
can have one or more conventional wired communications
connections as known 1n the art.

Bus 608 also communicatively couples mobile card
reader to a network (not shown) through transceiver 620. It
should be understood that the transceiver 620 can be con-
figured to send/recerve radio frequency transmissions using
a variety of messaging services. As discussed above, trans-
ceiver 620 can be configured to transact data using one or
more of a MMS service, SMS service, or an email service.
In this manner, mobile card reader can communicate with
one or more computers or servers, such as that of a payment
processing service or activation service for the mobile card
reader. In practice the methods of the subject technology can
be carried out by mobile card reader. In some aspects,
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instructions for performing one or more of the method steps
of the present disclosure are stored on one or more memory
devices such as the storage 602 and/or the system memory
604.

Bus 608 also communicatively couples the processor to a
power system, such as may include a battery. The processor
612 can be configured to determine a charge level or health
of the power source, €.g., battery, 1n accordance with various
embodiments described herein. Various other elements and/
or combinations are possible as well within the scope of
various embodiments.

FIG. 7 illustrates an example environment for conducting,
a financial transaction at a point-of-sale system in accor-
dance with various embodiments. In this example, the
example environment 700 includes a merchant payment
system 702 for processing transactions between a customer
and a merchant. The merchant payment system includes, for
example, a data processing server 704 and a payment server
706. The data processing server can be implemented as
computer programs on one Oor more computers 11 one or
more locations, in which the systems, components, and
techniques described i1s this specification can be imple-
mented. The operation of the payment server 1s described
below. The example environment also mcludes computing
devices, e.g., transaction registers or other point-of-sale
systems, corresponding to the merchant 710 and 712.

As described, the point-of-sale systems 710 and 712 can
include the reader and computing device, where the com-
puting device can be coupled to or in communication with
the merchant payment system through a data communication
network 708, e.g., the Internet. These devices each generally
include a memory, e.g., a random access memory (RAM),
for storing mstructions and data, and a processor for execut-
ing stored instructions. The devices and can each include
one or more components, €.g., software or hardware, that are
operable to send and receive requests, messages, or other
types of information over the network. Some examples of
computing devices include personal computers, cellular
phones, handheld messaging devices, laptop computers,
personal data assistants, tablet devices, and the like.

The network 708 can include any appropriate network,
including an intranet, the Internet, a cellular network, a local
area network, a wide area network, or any other such
network, or combination thereof. Components used for such
a system can depend at least in part upon the type of
network, the environment selected, or both. Protocols and
components for communicating over such a network are
well known and will not be discussed herein 1n detail. The
devices and the referral system can communicate over the
network using wired or wireless connections, and combina-
tions thereof.

Each of the computing devices 1s configured to send to the
merchant payment system respective financial data that
corresponds to a financial transaction that was processed by
the computing device. The financial data can include, for
example, data stored 1n a financial payment card, e.g., Track
1 data, receipt email addresses, and information describing
a card-less payment account. Other examples of financial
data that can be captured includes purchase data, e.g., an
itemized listing ol purchases, card mix data, geolocation
data indicating a geographic location of a particular trans-
action, online/offline card data, data describing the mer-
chant, e.g., merchant category codes (MCCs), and any type
of data that 1s received upon a customer’s authentication into
a social network.

FIG. 8 1illustrates an example of an environment 800 for
implementing a payment service network. Although a
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mobile device environment 1s described for purposes of
explanation, different environments may be used, e.g., a
web-based environment, to implement various embodi-
ments. The example environment includes a payment sys-
tem 808, which can be implemented as computer programs
on one or more computers 1n one or more locations, 1n which
the systems, components, and techniques described below
can be mmplemented. The example environment also
includes a user device 802 and a merchant device 804.

The user device and the merchant device can each be a
computer coupled to the payment system through a data
communication network 8350, e¢.g., the Internet. The user
device and the merchant device each generally include a
memory, €.g., a random access memory (RAM), for storing,
instructions and data, and a processor for executing stored
instructions. The user device and the merchant device can
cach include one or more components, €.g., software or
hardware, that are configured to respectively determine a
geographic location of the user device or the merchant
device, using, for example, various geolocation techniques,
¢.g., a global positioning system (GPS). Further, the user
device and the merchant device can each be any appropriate
device operable to send and receive requests, messages, or
other types of information over the network. Some examples
of user devices include personal computers, cellular phones,
handheld messaging devices, laptop computers, personal
data assistants, tablet devices, and the like.

The network can include any appropriate network, includ-
ing an intranet, the Internet, a cellular network, a local area
network, a wide area network, or any other such network, or
combination thereol. Components used for such a system
can depend at least 1n part upon the type of network, the
environment selected, or both. Protocols and components for
communicating over such a network are well known and
will not be discussed herein 1n detail. The payment system,
the merchant device, and the user device can communicate
over the network using wired or wireless connections, and
combinations thereof.

As used 1n this specification, a financial transaction 1s a
transaction that 1s conducted between a customer and a
merchant at a point-of-sale. When paying for a financial
transaction, the customer can provide the merchant with
cash, a check, or credit card for the amount that 1s due. The
merchant can interact with a point-of-sale device, e.g.,
merchant device, to process the financial transaction. During
financial transactions, the point-of-sale device can collect
data describing the financial transaction, including, for
example, the amount of payment received from customers.

In some 1mplementations, the payment system 1s config-
ured to accept card-less payment transactions from custom-
ers, €.g., the customer. As used in this specification, a
card-less payment transaction 1s a transaction conducted
between the customer and a merchant at the point-of-sale
during which a financial account of the customer 1s charged
without the customer having to physically present a financial
payment card to the merchant at the point-of-sale. That 1s,
the merchant need not receive any details about the financial
account, ¢.g., the credit card 1ssuer or credit card number, for
the transaction to be processed.

Before conducting card-less payment transactions, the
customer typically creates a user account with the payment
system. The customer can create the user account, for
example, by teracting with a user application that 1is
configured to perform card-less payment transactions and
that 1s running on the user device. When creating a user
account with the payment system, the customer will provide
information of the customer, data describing a financial
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account of the customer, e.g., credit card number, expiration
date, and a billing address. This user information can be
securely stored by the payment system, for example, in a
user information database. To accept card-less payment
transactions, the merchant typically creates a merchant
account with the payment system by providing information
describing the merchant including, for example, a merchant
name, contact information, e.g., telephone numbers, the
merchant’s geographic location address, and one or more
financial accounts to which funds collected from users will
be deposited. This merchant information can be securely
stored by the payment system, for example, 1n a merchant
information database.

The payment system 1s configured to perform card-less
payment transactions. The payment system can include one
or more servers that are configured to securely perform
clectronic financial transactions, e.g., electronic payment
transactions, between a customer and a merchant, for
example, through data communicated between the user
device and the merchant device. Generally, when a customer
and a merchant enter into an electronic financial transaction,
the transaction 1s processed by transierring funds from a
financial account associated with the user account to a
financial account associated with the merchant account.

The payment system 1s configured to send and receive
data to and from the user device and the merchant device.
For example, the payment system can be configured to send
data describing merchants to the user device using, for
example, the information stored in the merchant information
data store 812. For example, the payment system can
communicate data describing merchants that are within a
threshold geographic distance from a geographic location of
the user device, as described in this specification. The data
describing merchants can include, for example, a merchant
name, geographic location, contact information, and an
clectronic catalogue, e.g., a menu, that describes 1tems that
are available for purchase from the merchant.

In some embodiments, the payment system 1s configured
to determine whether a geographic location of the user
device 1s within a threshold geographic distance from a
geographic location of the merchant device. The payment
system can determine a geographic location of the user
device using, for example, geolocation data provided by the
user device. Similarly, the payment system can determine a
geographic location of the merchant device using, for
example, geolocation data provided by the merchant device
or using a geographic address, e.g., street address, provided
by the merchant. Depending on the implementation, the
threshold geographic distance can be specified by the pay-
ment system or by the merchant.

Determining whether the user device 802 1s within a
threshold geographic distance of the merchant device can be
accomplished 1 different ways including, for example,
determining whether the user device 1s within a threshold
geographic radius of the merchant device, determining
whether the user device 1s within a particular geofence, or
determining whether the user device can communicate with
the merchant device using a specified wireless technology,
¢.g., Bluetooth or Bluetooth low energy (BLE). In some
embodiments, the payment system restricts card-less pay-
ment transactions between the customer and the merchant to
situations where the geographic location of the user device
1s within a threshold geographic distance from a geographic
location of the merchant device.

The payment system can also be configured to commu-
nicate with a computer system 816 of a card payment
network, e.g., Visa or MasterCard, over the network, or over
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a different network, for example, to conduct electronic
financial transactions. The computer system of the card
payment network can communicate with a computer system
818 of a card issuer, e.g., a bank. There may be computer
systems ol other entities, e.g., the card acquirer, between the
payment system and the computer system of the card 1ssuer.

The customer operating the user device that 1s within a
threshold geographic distance of the merchant can interact
with a user application running on the user device to conduct
a card-less payment transaction with the merchant. While
interacting with the user application, the customer can select
the merchant, from a listing of merchants, with whom the
customer wants to enter into a card-less payment transac-
tion. The user can select the merchant, for example, by
selecting a “check 1n” option associated with the merchant.
The user device can communicate data to the payment
system 1ndicating that the customer has checked in with the
merchant. In response, the payment system can communi-
cate data to notily the merchant device that the user has
checked in. A merchant application running on the merchant
device can notily the merchant that the user has electroni-
cally checked 1n with the merchant through a display screen
of the merchant device.

Once checked 1n, the customer can collect, or request,
items that are available for purchase from the merchant.
When the customer 1s ready to enter into the card-less
payment transaction, the customer can, for example,
approach a point-oif-sale for the merchant and identify him
or hersell. For example, the customer can verbally notify the
merchant that the customer wants to enter into a card-less
payment transaction and can provide the merchant with the
customer’s name. The merchant can then interact with the
merchant application to select the customer, from a listing of
customers that have checked 1in with the merchant, to 1nitiate
a card-less payment transaction for the items being pur-
chased by the customer. For example, the merchant can
determine a total amount to bill the customer for the 1tems
being purchased. The customer can verbally approve the
total amount to be billed and, in response, the merchant can
submit a request for a card-less payment transaction for the
total amount to the payment system. In response, the pay-
ment system can obtain, for example, from the user infor-
mation database, data describing a financial account asso-
ciated with a user account of the customer to which the total
amount will be billed.

The payment system can then communicate with the

computer system ol a card payment network to complete an
clectronic financial transaction for the total amount to be
billed to the customer’s financial account. Once the elec-
tronic financial transaction i1s complete, the payment system
can communicate data describing the card-less payment
transaction to the user device, e.g., an electronic receipt,
which can, for example, notily the customer of the total
amount billed to the user for the card-less payment trans-
action with the particular merchant

Many of the above-described features and applications are
implemented as software processes that are specified as a set
of instructions recorded on a computer readable storage
medium (also referred to as computer readable medium).
When these instructions are executed by one or more
processing unit(s) (e.g., one or more processors, cores of
processors, or other processing units), they cause the pro-
cessing unit(s) to perform the actions indicated in the
instructions. Examples of computer readable media include,
but are not limited to, flash drives, RAM chips, hard drives,
EPROMSs, etc. The computer readable media does not
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include carrier waves and electronic signals passing wire-
lessly or over wired connections.

In this specification, the term “software” 1s meant to
include firmware residing in read-only memory or applica-
tions stored in magnetic storage, which can be read into
memory for processing by a processor. Also, 1 some
implementations, multiple software aspects of the subject
disclosure can be implemented as sub-parts of a larger
program while remaining distinct software aspects of the
subject disclosure. In some implementations, multiple soft-
ware aspects can also be implemented as separate programs.
Finally, any combination of separate programs that together
implement a software aspect described here 1s within the
scope of the subject disclosure. In some 1implementations,
the software programs, when installed to operate on one or
more electronic systems, define one or more specific
machine implementations that execute and perform the
operations of the software programs.

A computer program (also known as a program, software,
soltware application, script, or code) can be written 1n any
form of programming language, including compiled or
interpreted languages, declarative or procedural languages,
and 1t can be deployed 1n any form, including as a standalone
program or as a module, component, subroutine, object, or
other unit suitable for use in a computing environment. A
computer program may, but need not, correspond to a file 1n
a file system. A program can be stored in a portion of a file
that holds other programs or data (e.g., one or more scripts
stored 1n a markup language document), in a single file
dedicated to the program in question, or 1 multiple coor-
dinated files (e.g., files that store one or more modules, sub
programs, or portions of code). A computer program can be
deployed to be executed on one computer or on multiple
computers that are located at one site or distributed across
multiple sites and interconnected by a communication net-
work.

These functions described above can be implemented 1n
digital electronic circuitry, in computer software, firmware
or hardware. The techniques can be implemented using one
or more computer program products. Programmable proces-
sors and computers can be included 1n or packaged as mobile
devices. The processes and logic flows can be performed by
one or more programmable processors and by one or more
programmable logic circuitry. General and special purpose
computing devices and storage devices can be intercon-
nected through communication networks.

Some 1mplementations include electronic components,
such as microprocessors, storage and memory that store
computer program instructions i a machine-readable or
computer-readable medium (alternatively referred to as
computer-readable storage media, machine-readable media,
or machine-readable storage media). Some examples of such
computer-readable media 1include RAM, ROM, flash
memory (e.g., SD cards, mini-SD cards, micro-SD cards,
etc.), magnetic and/or solid state hard drives, read-only and
recordable Blu-Ray® discs, ultra density optical discs, any
other optical or magnetic media. The computer-readable
media can store a computer program executable by at least
one processing unit, such as a microcontroller, and 1includes
sets of 1structions for performing various operations.
Examples of computer programs or computer code include
machine code, such as 1s produced by a compiler, and {files
including higher-level code that are executed by a computer,
an electronic component, or a mMICroprocessor using an
interpreter.

While the above discussion primarily refers to micropro-
cessor or multi-core processors that execute soltware, some
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implementations are performed by one or more integrated
circuits, such as application specific integrated circuits

(ASICs) or field programmable gate arrays (FPGAs). In

some implementations, such integrated circuits execute
istructions that are stored on the circuit itself.

As used 1 this specification and any claims of this
application, the terms “computer”, “server”, “processor’,
and “memory” all refer to electronic or other technological
devices. These terms exclude people or groups of people.
For the purposes of the specification, the terms display or
displaying means displaying on an electromic device. As
used 1n this specification and any claims of this application,
the terms “computer readable medium” and “computer
readable media™ are entirely restricted to tangible, physical
objects that store information in a form readable by a
computer. These terms exclude any wireless signals, wired
download signals, and any other ephemeral signals.

Embodiments of the subject matter described in this
specification can be implemented 1n a computing system that
includes a back end component, e.g., as a data server, or that
includes a middleware component, e.g., an application
server, or that includes a front end component, e.g., a client
computer having a graphical user interface or a Web browser
through which a user can interact with an implementation of
the subject matter described in this specification, or any
combination of one or more such back end, middleware, or
front end components. The components of the system can be
interconnected by any form or medium of digital data
communication, €.g., a commumnication network. Examples
of communication networks include a local area network
(“LAN”) and a wide area network (“WAN”), an inter-
network (e.g., the Internet), and peer-to-peer networks (e.g.,
ad hoc peer-to-peer networks).

The computing system can include clients and servers. A
client and server are generally remote from each other and
typically interact through a communication network. The
relationship of client and server arises by virtue of computer
programs running on the respective computers and having a
client-server relationship to each other. In some embodi-
ments, a server transmits data (e.g., an HTML page) to a
client device (e.g., for purposes of displaying data to and
receiving user mput from a user interacting with the client
device). Data generated at the client device (e.g., a result of
the user interaction) can be received from the client device
at the server.

It 1s understood that any specific order or hierarchy of
steps 1n the processes disclosed 1s an 1llustration of exem-
plary approaches. Based upon design preferences, 1t 1s
understood that the specific order or hierarchy of steps in the
processes may be rearranged, or that all i1llustrated steps be
performed. Some of the steps may be performed simultane-
ously. For example, in certain circumstances, multitasking
and parallel processing may be advantageous. Moreover, the
separation of various system components in the embodi-
ments described above should not be understood as requir-
ing such separation in all embodiments, and 1t should be
understood that the described program components and
systems can generally be integrated together in a single
soltware product or packaged into multiple software prod-
ucts.

For clarity of explanation, in some instances the present
technology may be presented as including 1individual func-
tional blocks including functional blocks comprising
devices, device components, steps or routines in a method
embodied in software, or combinations of hardware and
software.
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In some embodiments the computer-readable storage
devices, mediums, and memories can include a cable or
wireless signal containing a bit stream and the like. How-
ever, when mentioned, non-transitory computer-readable
storage media expressly exclude media such as energy,
carrier signals, electromagnetic waves, and signals per se.

Methods according to the above-described examples can
be implemented using computer-executable istructions that
are stored or otherwise available from computer readable
media. Such instructions can comprise, for example, mnstruc-
tions and data which cause or otherwise configure a general
purpose computer, special purpose computer, or special
purpose processing device to perform a certain function or
group ol Tunctions. Portions of computer resources used can
be accessible over a network. The computer executable
instructions may be, for example, binaries, intermediate
format mstructions such as assembly language, firmware, or
source code. Examples of computer-readable media that
may be used to store instructions, information used, and/or
information created during methods according to described
examples include magnetic or optical disks, flash memory,
USB devices provided with non-volatile memory, net-
worked storage devices, and so on.

Although a variety of examples and other information was
used to explain aspects within the scope of the appended
claims, no limitation of the claims should be implied based
on particular features or arrangements 1n such examples, as
one of ordinary skill would be able to use these examples to
derive a wide variety of implementations. Further and
although some subject matter may have been described 1n
language specific to examples of structural features and/or
method steps, it 1s to be understood that the subject matter
defined 1n the appended claims 1s not necessarily limited to
these described features or acts. For example, such func-
tionality can be distributed differently or performed in
components other than those i1dentified herein. Rather, the
described features and steps are disclosed as examples of
components of systems and methods within the scope of the
appended claims.

What 1s claimed 1s:

1. A method for determining battery health 1n a card
reader, the method comprising;:

causing, by a processor, a battery to be exposed to a first

load by running the processor at a first clock rate to
maintain the card reader at a first rate of power con-
sumption;

measuring, using an analog input pin of the processor, a

first voltage across the battery in response to exposure
of the battery to the first load;

causing, by the processor, the battery to be exposed to a

second load by running the processor at a second clock
rate that 1s different from the first clock rate to maintain
the card reader at a second rate of power consumption
that 1s different from the first rate of power consump-
tion, wherein exposing the battery to the first load and
exposing the battery to the second load are performed
also based on switching an element between an acti-
vated state and a deactivated state, wherein the element
includes at least one of a component of the card reader,
a light emitting diode (LED) of the card reader, or a
peripheral of the processor;

measuring, using the analog iput pin of the processor, a

second voltage across the battery in response to expo-
sure of the battery to the second load;

determining an internal resistance of the battery via one or

more calculations 1n which values are used 1n one or
more equations, the values including the first rate of
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power consumption, the first voltage, the second rate of
power consumption, and the second voltage;

generating an indicator of a health of the battery based on
the internal resistance; and

outputting, by the card reader, the indicator of the health

of the battery.
2. The method of claim 1, wherein causing, by the
processor, the battery to be exposed the first load by running
the processor at the first clock rate to maintain the card
reader at the first rate of power consumption further com-
Prises:
executing instructions by the processor at the first clock
rate, the instructions stored in one or more non-transi-
tory computer-readable media, wherein execution of
the 1nstructions by the processor at the first clock rate
causes the processor to maintain the battery at the first
rate of power consumption.
3. The method of claim 2, wherein causing, by the
processor, the battery to be exposed to the second load by
running the processor at the second clock rate that 1s
different from the first clock rate to maintain the card reader
at the second rate of power consumption further comprises:
executing the instructions by the processor at the second
clock rate, wherein execution of the instructions by the
processor at the second clock rate causes the processor
to maintain the battery at the second rate of power
consumption.
4. The method of claim 3, further comprising;:
determining that the battery 1s at least one of: fully
charged, charged to a threshold amount, or charged for
a threshold amount of time.

5. The method of claim 1, turther comprising;:

prior to exposing the battery to the first load, disabling an
interrupt system configured to manage interrupts for the
ProCessor.

6. The method of claim 1, further comprising:

prior to exposing the battery to the first load, determining,
by the processor, that the battery has completed a
charge cycle.

7. The method of claim 1, wherein causing the battery to
be exposed to the first load 1s triggered in response to
determining that the card reader has been disconnected from
a charger configured to charge the battery.

8. The method of claim 1, wherein the battery i1s a
rechargeable battery corresponding to at least one of a
lead-acid battery, a nickel cadmium battery (N1Cd), a nickel
metal hydride (N1iMH) battery, a lithium 1on (Li-10n) battery,
or a lithium 1on polymer (Li-10n polymer) battery.

9. The method of claim 1, turther comprising;:

causing, by the processor, the battery to be exposed to the

first load to maintain the card reader at the first rate of
consumption;

measuring a third voltage across the battery;

causing, by the processor, the battery to be exposed to the

second load to maintain the card reader at the second
rate of consumption;

measuring a fourth voltage across the battery;

determining a {irst average voltage based at least 1n part

on the first voltage and the third voltage;
determining a second average voltage based at least in
part on the second voltage and the fourth voltage; and

determining the internal resistance of the battery based at
least 1n part on the first rate of consumption, the first
average voltage, the second rate of consumption, and
the second average voltage.
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10. The method of claim 1, wherein outputting the indi-
cator of the health of the battery includes displaying a
message on a display interface.

11. The method of claim 1, wherein generating the indi-
cator ol the health of the battery based on the internal
resistance includes modeling a discharge curve of the bat-
tery.

12. The method of claim 1, wherein outputting the indi-
cator of the health of the battery includes activating at least
one light emitting diode (LED) of the card reader.

13. The method of claim 1, wherein outputting the indi-
cator of the health of the battery includes displaying a
message on a display interface of a computing device to
which card reader 1s coupled.

14. A device, comprising;:

a battery configured to provide power to a processor;

an output interface that outputs an indicator of a health of

the battery; and

the processor configured to:

cause the battery to be exposed to a first load by
running the processor at a first clock rate to maintain
the device at a first rate of power consumption,

measure a first voltage across the battery using an
analog mput pin of the processor 1 response to
exposure of the battery to the first load,

cause the battery to be exposed to a second load by
running the processor at a second clock rate that 1s
different from the first clock rate to maintain the
device at a second rate of power consumption that 1s
different from the first rate ol power consumption,
wherein exposing the battery to the first load and
exposing the battery to the second load are also
based at least in part on switching an eclement
between an activated state and a deactivated state,
wherein the element includes at least one of a
component of the device, a light emitting diode
(LED) of the device, or a peripheral of the processor,

measure a second voltage across the battery using the
analog mput pin of the processor 1 response to
exposure of the battery to the second load,

determine an internal resistance of the battery via one
or more calculations 1n which values are used in one
or more equations, the values including the first rate
of power consumption, the first voltage, the second
rate of power consumption, and the second voltage,
and

generate the indicator of the health of the battery based
on the internal resistance.

15. The device of claim 14, wherein the processor 1s
turther configured to disable an interrupt system prior to
exposing the battery to the first load, further comprising:

the interrupt system, wherein the interrupt system 1s

configured to manage interrupts for the processor.

16. The device of claim 14, wherein the processor 1s
turther configured to:

cause the battery to be exposed to the first load to maintain

the device at the first rate of consumption;

measure a third voltage across the battery;

cause the battery to be exposed to the second load to

maintain the device at the second rate of consumption;
measure a fourth voltage across the battery;

determine a first average voltage based at least 1n part on

the first voltage and the third voltage;

determine a second average voltage based at least 1n part

on the second voltage and the fourth voltage; and
determine the internal resistance of the battery based at
least 1n part on the first rate of consumption, the first
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average voltage, the second rate of consumption, and
the second average voltage.

17. The device of claim 14, further including:

a housing having a reader for reading a financial trans-
action card to facilitate a financial transaction between 5
a buyer and seller; and

an output adapted to be coupled 1nto a portable computing,
device for providing a signal indicative of data that 1s
transierable from the device to the portable computing
device. 10
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